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1. Getting Started

1.1. Unpack Your Applianz System

Verify that you have unpacked all of the components of the Applianz System
eApplianz System
eUser Guide
*Network Cable

ePower Cord

1.1. Situate Your Applianz System In A Suitable Area

Your Applianz System may be mounted on a server rack by attaching standard sliding rails to the side of the
Applianz System. Feet have been included on the bottom of the Applianz System should you wish to set it on a
flat surface. A climate controlled location with good ventilation is required.

1.2. Connecting Cables

Connect the included Power Cord into the back of the Applianz System. It is preferable to connect the power
cord to a UPS power supply. This will prevent the Applianz System from losing power during brief power out-
ages. If a UPS power supply is not available the applianz system should be plugged into a surge protected
power supply.

1.3. Starting The Applianz System

If the Applianz System did not start when you connected the Power Cord, then flip the Power Switch on the
back of the System to the On position.

1.4. Setting The IP Address

Applianz Systems are shipped with DHCP mode enabled. In this mode the Applianz System will automatically
obtain an IP address if your network supports DHCP. If you need to set up a static IP address please perform
the following steps, otherwise skip to step 1.6.

Setting a static IP address is done by using the LCD screen on the front of the Applianz System. The following
is how the interface keys are used:
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Press the Up or Down keys until the following option is displayed on the LCD screen.

Select an option

-> Change IP

Press the Check-mark key to configure the IP Address.

Press the Up or Down key to change the IP type until the screen reads Static.

Press the Check-mark key to accept the changes.
The next screen will allow you to enter the static IP address. Pressing the up and down arrows will change the

digit that the cursor is currently on, and pressing the left and right arrows will move the cursor to the left or the
right.

IP:
123.456.789.123

After you have entered your IP address press the Check-mark key.

The next screen allows you to enter your Subnet. The controls are the same as the previous IP Address screen.

Subnet:
123.456.789.123

Next enter your Gateway. The controls are the same as the IP Address screen.

Gateway:

123.456.789.123
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Next enter the Primary DNS (DNS1). The controls are the same as the IP Address Screen.

DNS1:

123.456.789.123

Next enter the Secondary DNS (DNS2). The controls are the same as the IP Address Screen.

DNS2:

123.456.789.123

The next screen asks you if it is OK to reset the users connected to the system. Press the Check-mark key to
continue.

It may take several minutes for the changes to take effect.

1.5. Adding Applianz Usernames And Passwords

To create a username and password for connecting to the
Applianz System you must visit the Applianz Web Admin
page for your system. The URL for the Web Admin page is J File Edit ‘ew Favorites Tools Help
printed on the LCD screen on the front of the Applianz Sys- JF'- " @ : :
tem. You should see a message scrolling across the screen Sk https:/{192.168.0,193:30010/

similar to the following: P e [N el A

a Device Set-Up - Microsoft Internet Explorer

Press any key to see menu -- DHCP: True -- To configure please visit https://192.168.0.199:30010

The actual address varies per system. Enter the URL that was printed on the front of your Applianz System into
the address bar of your web browser. If you receive a warning about the website’s security certificate, choose to
continue to the website.

The first Web Admin page is an authentication page that will o o
authenticate you as a valid user. The default username is Authentlcatlun
“Admin”, and the default password varies per system. Please

look at the System Information document included with your

Applianz System for the default password. After you have Username: I Ledrmin

entered the Admin password click the LOGIN button.

Password: I-----|-||-|

After you have logged in click the USERS link near the top
right of the page.

USERS



At the User Management page click the ADD
NEW USER button.
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Applianz User Management

HAME USERHAME CREATED EXPIRES IN
System Admin admin 02/15/2006 Never MODIFY DELETE
ADD HEW USER I

Enter the user information and click the ADD button. The user
is now able to be used by the Applianz Client for connecting
to the Applianz System. If you want the password to be gen-
erated automatically leave the field blank. After you click the
ADD button the password and product keys for the Applianz
System will be e-mailed to the user automatically.

The Admin checkbox controls certain actions the user is al-
lowed to perform from the web page. If you want this user to
be able to perform actions such as rebooting the applianz
server, managing other users, or see users logged into the
system then place a check-mark in this field. If you are unsure
do not place a check-mark in the box.

The E-mail Usage Statistics field allows you to enter a per-
son's e-mail address that wants to receive a usage notifica-
tion e-mail every time this user logs into the applianz server. If
you are unsure leave the field blank.

1.6. Installing Applianz Client

Applianz User Configuration

Name:

Username:

Password:

Verify Password:

E-mail:

Admin:

Application Access Rights:

E-mail Usage Statistics To:

Notes:

Expires:

Steve Holt

(Users resi name}

shalt

(Unique id they will use to fog info the system]

anything if you want the password to be

(Dot enter anything if you want the password to be

sutogenerated)

sholt@mycompany.corr|
(E-mail sddress used to contact the user]

(Gives the user rights to sdminister the system]

V| My Application
Applianz Admin

Applianz File Server
(Select the appiications you want this user to be able o access]

(An e-msil will be sent to this address when the user perfoms
certain sctions)

V| Never

ADD

The Applianz Client is used by your workstation to connect to the Applianz System. To install you will need your
Applianz Product Keys provided to you on the System Information sheet included with the Applianz System, or

in an e-mail that was sent with your username and password.
Double-click Internet Explorer, or web browser of your choice.
Type http://www.applianz.com/client into the address bar.

If the download does not start automatically click the

; Applianz Client Download

J File Edit Wiew Favorites Tools  Help

Download link on the page.

J Address

@ http: /v, applianz . comyclient/

Double-click ApplianzSetup.exe on your Desktop.
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&
"

<Al

e



When the installation dialog appears, click Next to con-
tinue.

Click the | accept check box if you accept the EULA
and click the Next button.

Enter a location to install the Applianz Client, and click
the Next button.
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nz Client ¥3.7 Setup =101 x|

AVN-I-IRVN -4l Yelcome to the Applianz Client ¥3.7
Setup Wizard

This wizard will guide you through the installation of Applianz
Client v3.7.

1t is recommended that vou dose all other applications
before starting Setup. This will make it possible to update
relevant system files without having to reboot your
computer,

Click Mext o continue,

Cancel

ll Applianz Client ¥3.7 Setup —|= él

License Agreement
Flease review the license terms before installing Applianz Client +3.7. ﬂ

Press Page Down to see the rest of the agreement.

End User License Agreement i’

This Software License and Hardware Purchase Agreetnent
(" Agreement”) 15 effective this day between Applhanz Technologies,
Inc. {"Cempany”) and the “Customer.”

1. System Definition. Company agrees to supply to Customer |

If you accept the terms of the agreement, dlick the check box below, ‘You must accept the
agreement ko install Applianz Client v3.7. Click Next to continue,

¥ I accept the terms in the License Agreement;

Mullsaft Install System v2.09

< Back I Mext = I Cancel |

<# Applianz Client ¥3.7 Setup i ] 3}

Choose Install Location
Choose the Folder in which ko install Applianz Client +3.7. ﬂ

Setup will install Applianz Client 3.7 in the following Folder, Ta installin a different Folder, click
EBrowse and select another Folder, Click Mext to continue,

Destination Folder

Browse...

Space required: 7.9ME
Space available: 5.3GE

Mullsaft Install System vz, 0%

< Back I Mext = I Cancel




Select the appropriate option for installation. Install for ek

anyone who uses this computer will allow everyone that ... For anl users?
uses ‘the Computer ‘to be able to run App“anzc“en‘t Choose if you want all users on this computer bo use this application ﬂ
Install for only me will install the application where only
you will be able to execute it. Click Install when done.

Install For

~ anyone Who Uses This Computer (All Lisers):
¢ only For Me

Mullzoft Install System w2,09

< Back. I Install I Cancel

After the installation is complete check the Run Applianz
Client checkmark and click Finish to run ApplianzClient
for the first time. # APPLIANZ

‘ pplianz Client v3.7 Setup _|= ll

Completing the Applianz Client ¥v3.7
Setup Wizard

applianz Client %3.7 has been installed on vour computer,

Click Firish to close this wizard,

[ Eun Appiianz Client v3.71

S

< Back I Einish I Cancel

For Product Key enter the product key that was provided to you on
the System Information sheet included with the Applianz System, or

in an e-mail that was sent with your username and password. For Welcome to Applianz
Username and Password enter the values that you created in step i oM
1.6, or the Admin username and password. pelow:

Product Key: IGUYF—YEGCNME—AAZE

Username: Ishglt

Password: I xxxxxxx +

[¥ Remember passward

Forgot your password?

Show Proxy Settings | 0K I Cancel

The next screen is asking where you want shortcuts to be created on your 5]
system. The name field will be the name of the shortcut. FOr default SNOM- . i auteror o cne ot sy o5 e

system in the future. Then select the locations where you want to see

cuts, just click the OK Button. eherteuts o this sppication,

Sharteut:

Name! IMy Application
Location: 7 Start Menu
¥ Deskiop
™ Quick Launch
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1.7. Allowing Remote Users

In order for users outside your intranet to be able to access the Applianz System you will need to open ports
30000-30060 in your firewall or router. Without these ports open remote users will not be able to use the Appli-
anz Client, and Applianz Support staff will not be able to provide a full range of support.



2. Mapping A Network Drive

2.1. Obtaining IP Address of the Applianz Server
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The LCD screen on the front of the Applianz Server will display the IP address of the system. Please note the IP
address of your Applianz System. For the purposes of this documentation we will use the IP 192.168.0.171, but
you will need to use the IP address for your system. If you are unable to determine the IP address an Applianz

Support Representative will be happy to assist you with this step.

2.2. Open My Computer

Double click the My Computer icon on your desktop. If the My Computer icon is not present click the Start but-

ton and click the My Computer icon from there.
2.3. Enter Network Address

In the Address bar of the My Computer window please enter “\
\192.168.0.171” in the bar. Please note the two backslashes at the
beginning. After you have entered the address press the Enter key.

2.4. Enter Username and Password

A dialog should appear asking you to enter a Username and Pass-
word for the network drive. Please enter the username and password
that is on the the System Information document included with your
system. Place a check-mark in the Remember Password field and
click the OK button. If a dialog does not appear for your system
please continue to the next step.

There should be at least two network folders listed in the window. Right click on the

AppData folder and select Map Network Drive.

! My Computer

File Edit View Fawvorites Tools

CEERAS RNy

Address 14192,168.0,143

7 ! Searct

Hard Disk Drives

Ih.-' __..-,1 I oral Misk (00

Connect to SYRO5060-1 2]

=
‘]1'| \l

Connecking ko 192,168.0,143

User name: I ﬂ ApplianzUser j

Password: I sennee

0K I Cancel |

o= J =

Explore
Search...

Make Available Offine

Copy

Create Shorteut

Properties

10



At the Map Network Drive window select a drive letter that
is not currently in use by your system. Place a checkmark in
the Reconnect at logon field and click the Finish button.

Map Metwork Drive

ﬂj
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x|

Windows can help you connect ka a shared network Folder
and assign a drive letter to the connection so that you can
access the folder using My Computer,

Specify the drive letter for the connection and the Folder
that you wank to connect ta:

Drive: EH -
Folder:

Example: \\server\share
¥ Reconnect at logon
Connect using a different user name.

Sigr up Fior online storage or conneck to &
network server,

Cancel

11
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3. Backing Up Your Data

Data backups are not provided by the Applianz Server by default, you are responsible for backing up your company's
data from the Applianz System. The following are four common methods for data backup, but other solutions available
may fit your company's needs.

3.1. Applianz Automatic Backup Service

30 Full Days of History. Your Applianz system will keep the last 30 days of the system state on itself. In the
event of a bad upgrade, major data entry snafu or other mistake, your system can be rolled back to a previous
day.

Full System State. While traditional backups only preserve the data, Applianz's backups preserve the data,
the version of your accounting software installed, the state of Windows at the time, and even the list of users on
the system on that day.

Backup is Offsite. Traditional backup tapes are no good if they stay in the building, in the case of a fire or
flood. Applianz's solution transmits each day's version of the system to Applianz's datacenter for safekeeping.

Full System Replacement. In the event of a system failure, fire, earthquake or hurricane, Applianz can restore
your entire system to a new Series Il system and ship it out to you overnight so you can get back to work with

minimal business disruption.

For more information on the Applianz Automatic Backup Service please contact the sales department by e-mail
at sales@applianz.com or by phone at (316) 263-4800 x4.

3.2. Microsoft Backup and Restore Wizard
One solution for backing up your data is to use the Microsft Backup and Restore Wizard to schedule a nightly
backup. The Microsoft Backup Wizard is available by default on most installs of Windows XP. Windows Vista no
longer includes this application, and the included "Backup and Restore Center" will not back up certain kinds of
files, so is typically not ideal for backups. The following instructions are an example of how to configure backups
for Windows XP systems.

To open the Backup Wizard click the Start button, point to All Programs, point to Accessories, point to System
Tools, and then click Backup

At the Welcome screen click the Next > button.
At the "Backup or Restore" screen select the "Back up files and settings" radio box and click the Next > button

At the "What to Back Up" screen select the "Let me choose what to back up" radio box and click the Next >
button

12



At the "ltems to Back Up" screen expand the "My
Network Places" item, then expand the "Entire Net-
work" item, then expand "Microsoft Windows Net-
work", then the "Applianz" workgroup (This may
take some time). There should be a server listed
similar to "SVR04029-1" (Actual number may vary).
This is the Applianz Server, click this server to list
available shares. If you are prompted for a username
and password please enter the username and
password that is provided on the the System Infor-
mation document included with your system. Place
a checkmark in the Remember Password field and

Backup or Restore Wizard x|

Items to Back Up

“r'ou can back up any combination of dives. folders. or files.

# APPLIANZ |

Items to back up:

F i Double-click an item on the left to see itz contents on the right. Then select the check
% t bow next to any drive, folder, or file that you want to back up.

[0} My Documerts ;I

) 0180958 BEWS10.1.5629

| 1% My Network Places

B[] @ Entire Metwork.
[ €% Microsoft Teminal
E||:| ij Microsoft Windows
B gt Applianz

[]1J Swib4029°

| Comment |

+-[] gty Applianzdey
[— [

click the OK button. There should now be an App- Kl
Data folder listed in the right hand side of the
screen. Place a checkmark on this folder and click
the Next > button.

< Back I Mest » I

Cancel |

If there is not an Applianz Server or Applianz Workgroup listed in your My Network Places, please follow steps
in Chapter 2 of this manual to map a drive to the Applianz System, you can then select the mapped network
drive to backup. Please be aware that a mapped network drive is only available if the user that maps the drive is
logged into the system.

At the "Backup Type, Destination, and Name" screen click the
"Browse..." button and select your backup drive or folder (This is
the location where data will be copied to). Next enter a name for
this backup. When done click the Next > button.

Chooze a place to cave pour backup:

[G

j Browse. .

Type & name far this backup:

IM}\ApphanzBackud

At the "Completing the Backup or Restore Wizard" screen click
the "Advanced..." button.

At the "Type of Backup" screen select the Normal backup type (this is the default) and click the Next > button.

At the "How to Back Up" screen place a checkmark in the "Verify data after backup" checkbox and click the
Next > button.

At the "Backup Options" screen select the "Append this backup to the existing backups" radio box and click
the Next > button.

At the "When to Back Up" screen select the "Later" radio box, enter a name for "Job name", and click the "Set
Schedule" button.

13
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Select the "Daily" option from the "Schedule Task" drop down, set 2l
the start time to 8:00 PM. If you would like the scheduled start

Scheduls | Settings |

time to be later please be aware that by default the Applianz Sys-
tem reboots nightly at 2:00 AM. If the backup is running during the g‘k,:".!; RIBIOIFT g e, elalinp SRS
system reboot then the backup will be corrupt. To change the
Maintenance Schedule, please see chapter 8.11 of this manual.

. . " " Schedule Task: Start time:
}[{Vhen you are done with the scedule click the "OK" button to con- oo ] [emar = Adess.
nue. Schedule Task Dail
Some systems may prompt for the password of the user, enter the [ B 1 23 dat
password for the system that you are using.
Verify the data is correct on the "When to Back Up" screen and
click the Next > button to continue.

™ Show multiple schedules

At the "Completing the Backup or Restore Wizard" screen verify
the information and click the Finish button. _ Coreel |

3.3. Symantec Backup Exec (Veritas)

Symantec Backup Exec, or Veritas is a 3rd party solution created by Symantec. The installation and mainte-
nance of this software is beyond the scope of this manual, however the following steps are an example of how
to configure an existing installation of Veritas to backup data from the Applianz System. For further information
about setup and maintenance please see your Veritas user manual. To learn more about Veritas please visit
http://www.veritas.com.

On your backup server, open "My Computer" from your

. & C:\Program Files\YERITAS  Backup Exec - |EI|5|
qlesktop or the Staft menu. Browse to the following loca- T =R 5y e b T T
tion: C:\Rrogram F||es\VERITAS\Backup E.><ec\N1\.Agents. Qeack - ©) - (P [ D search [ Folders | [ 0 X %) || -
The location may vary depending on your installation of Address [ C:\Program FlesivERITAS|Backup Exec|iT|Agents | B
Veritas. MName = | Size | Tvpe I Date M
[ J)Legacy Unix Agent File Folder 4/ 16(21
. X [CIMacosk File Folder 41821
Copy the RANT32 directory to the Applianz System by IR3 Fie Folder 4f1af
i ; H ; H [IRALUS File Folder 41821
following the instructions in chapter 2 or chapter 4 of this o i o
manual. [CIRANTE4 File Folder 4/18121
[CIRANTE4ER File Folder 41821
[Zwingx File Folder 41821
4| | -l

Open the File Server session of the Applianz System by using the Applianz Client (See chapter 1.7).

Open "My Computer" from the Start Menu and locate the RANT32 directory that you transferred to the Applianz
System. If you transferred the data using the instructions in chapter 2 it will either be in the D:\AppData direc-
tory or the G:\ directory. If you transferred the files using the instructions in chapter 4 it will be in the
D:\AppData directory.

Open the RANT32 directory and double click the setupaa.bat file. This will open a black [Removeaacfo.cmd
DOS window which installs the Veritas service on the Applianz System. When the installa- 8=z 5 ove
tion is complete the DOS window will close and no further windows are displayed.

gilisetupaa.cmd
[F] setupacfa.cmd

Verify the Veritas service is installed by opening Control Panel from the Start Menu. Double %] SHLwhPLOLL

click "Administrative Tools", then double click "Services". There should be a service listed [Mstrpimon. exe

called "Backup Exec Remote Agent for Windows Servers". This service should be in a

"Started" status and the Startup Type should be "Automatic”.

%Background Intelligent Transfer Service Transfers f... fanual Local Syskem
5 Started 2

Autamatic

% ClipBiook. Disabled

14
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To configure the backup job go back to your backup server and open the Symantec Backup Exec management
program.

Next open the Options menu by clicking the Tools menu at the top and selecting

ork | Took Window Help

Options. R (o
_~ Backup Exec Diagnostics... =
[ 2
Device and Media Operations »
nne  Backup Exec Assistant. CErHShift+a .
Wizards »
[
top|  Re-snable Dissbled Warmings
Re-create Example Policies
Alert Categories. .
E-mail and Pager Notification. .. o
Recipients...
Assign Redipients to Alert Categaries. ., i
Error-Handing Rules. ..
Desktop and Laptop Backups. .
Serial Murmbers and Installation. )
Install Remote Agents.
WERITAS Update
AudtLog.. c
et Central Administration Server.., ¢
Copy Settings to Media Servers, , ”S
t
In the PI’OperTIeS section on the left hand side of the dlalog click the
|| - " ; ; .
Network and Firewall" entry. On the right hand side place a checkmark .o Metuork anc
; " ; " General =] | ¥ Enable sclection of defeult sharcs
in the "Enable selection of user shares" checkbox. E .
rionlty and Avalabilty ¥ Enable selection of user shares
B
Restore ¥ Enable agenis wsing ICPAP protacal
Test Aun I Enatle agents using INetware [R&/SPX protoca]
T;:’f;;cmmds I~ Enable medis server TCP dynamic port range:
Metwerk and Firewall I~ Erable temote aqent TCP dynaric port range:
fdvanced Open File
Aedomooet Dide s | | Default netwark interface

On the same screen place a checkmark in the
"Enable media server TCP dynamic port range"
and "Enable remote agent TCP dynamic port [V Enable remate agent TCP dynamic port rangs: I 21025 - I 21050
range" checkboxes. For the value enter the range

21025-21050 for both lines. Click the OK button when finished to save the changes.

¥ Enable media server TCF dynamic port range: I 21025 - I 21080

Start a new backup job by clicking File at the top, click new to expand

; " " " :
the selection, and then select "Backup Job..." . Blo Edt View fetwork Tooks Window Hep
Cer otz
LT Backup Selection List, .,
Properties alb+Enter Jobs Using Palicy:.. 1
Exit Restore Job. .. Crl+R

Ii Restore Selection List...
At the "Backup Job Properties" window right click the "User-defined Selec- EETTE -

tions" entry and click "User-defined Selections..." £-L1S Locd Sections

O=c

hadow Copy Components
Qa ot
19 Remote sel  Refresh s

Advanced File Selection. .

Ereview Pane:

At the bottom of the User-defined Selections dialog enter the UNC Name for your appli-
anz system. The UNC name is usually \\SVR00000-1 where 00000 is the serial number
of your applianz system. See the System Information document included with your Appli-
anz System for the serial number of your system.

UNC Narne: I\\SVH 04023-1]

"Define a selection

After the UNC Name has been entered click the Add button. The UNC Name should now appear in the "Selec-
tions defined" area of the dialog. Click the Close button to close the dialog.

The server name should now appear under the User-defined Selections entry in the | (D e sy ke
Backup Job Properties dialog. You may need to click the + sign next to User-defined o D_%%?;:gﬂ;ﬁj“‘”“
selections to see the server listed. #-[] D Remote Selactions

15



Click the server name, this should open a dialog asking for a 5
logon account. A logon account for the Applianz Server must Logon account "VERITAS-1\Adrniitetor Dk Account” faled o accass

. "192168.0.198", Access is denied
be created, so click the New... button on the lower left of the

dialog.

Please sslect alogon accaunt fram the st

Account Name
kY VERITA
P System Logan Account

strator Defa... VER

[ ok | Hew. |  Ed | ] Help
P
At the "Add Logon Creditials" dialog enter the username "ApplianzUser" x|
and the password that is listed on the System Information document Scout cdentl
included with your system. Re-enter your password in the confirm _
password field, and enter ApplianzUser for the Account Name. When W Hppiondser
Password: I xxxxxxxxxxxx

finished click the OK button.

LConfim password: I

Account Mame;

IAppIiaansEr
Notes:
El
E
[ This is a restricted logon account,
[~ This is my default logon account.
ag I Cancel Help
An ApplianzUser entry should now be listed in the "Lo- =

gon ACCOUnt SeleCtlon” dlalog nghllght the Appll_ !Tngnn an:cuunt""\/EHITAS-HAdm\mstratmDefau\mn:cnunl”fa\led to access
anzUser account by clicking on it and click the OK but- TR TEB0ISE" focess s deniedd

ton.

Please select a logon account from the list:

Default | Type
Applianzllser Resticted  WERITAS-1%Adm,
WVERITAS-ThAd Common  WERITAS-1\4dm,

Lser name

Account Mame  +

e ApplianzL ser

@ System Logon Acnount
S VERITAS1\Administrator Defa.. VERITAS-14d Yes  Resticted WERITAST\Adm
0K | hew Edit Cancel Help
7|

Now that a logon account has been selected for the Applianz System, you should be . (71 Ger-efined selsctions
able to click the + sign next to the server and see a listing of network shares that are B 2 e
available for backup. The AppData directory is typically where your companies data is
stored on the server, so place a checkmark next to AppData.

& Shadow Copy Components

You may now set up your backup job according to the schedule and options that fits
you the best. The schedule options for Veritas is on the Properties panel on the left
side near the bottom. Please consult your Vertias Manual for additional information on scheduling the backup
job to your backup media. When scheduling your backup please be aware that by default the Applianz System
reboots nightly at 2:00 AM. If the backup is running during the system reboot then the backup may become
incomplete or corrupt. To change the Maintenance Schedule, please see chapter 8.11 of this manual.
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3.4. SonicWALL CDP

SonicWALL CDP is a backup appliance which provides automatic, real-time data backup for servers. The setup
and maintenance of the SonicWALL CDP appliance is beyond the scope of this manual, however the following
steps are an example of how to configure the SonicWALL CDP software to backup data from the Applianz Sys-
tem to the SonicWALL CDP server. For further information about setup and maintenance please see your
SonicWALL CDP user manual. To learn more about SonicWALL CDP please visit
http://www.sonicwall.com/us/backup_and_recovery.html.

Open the File Server session of the Applianz System by using the Applianz Client (See chapter 1.7).

To download the SonicWall Agent Tool open Internet Explorer and
enter "http://software.sonicwall.com/Applications/DataProtect/"
in the Address Bar. After the page loads click the "CDP Software
Tools" link. Save the file to the Desktop of the File Server session.

'3 SonicWALL CDP help & Software Download Site - Microsoft

File Edit Wew Fawvorites Tools Help

2 Back - £ ~ (] [2] ,| Search Favarites  &4* M

Address I-{[ http: fisoftware. sonicwall, comfApplications DataProtect|

Double click the downloaded file on the desktop and launch the n

setup.exe program in the folder that opens. E":j
SonicALL

Install the software with the default settings and locations. Agent Tool

Double click the SonicWALL Agent Tool icon on the desktop, or launch it by clicking
Start -> Programs -> SonicWALL -> SonicWALL Continuous Data Protection -> SonicWALL Agent Tool.
When the SonicWALL Agent Tool first opens it will ask you to select a SonicWALL

CDP Appliance, but the list will be empty. Click the "Cancel" button to continue to
the next screen. Aoptance TP s

Appliances Avaiable

In the Appliance Name section of the Agent Tool screen click the

"Manual Connection" button to enter the IP address of your Al

SOHiCWALL Ser\/er. Fietry Connection Change Appliance M anual Connection
Enter the IP address of your SonicWALL server on your network

and click the "Connect" button.
IP Address:

fiee fies oA
Connect | Cancel |

Once the Agent Tool software has connected click the "Add

Agent Tool [ CDP ] [ Status ]
New Folder" button. A rgent Too i

File Wiew Tools Help

o g | /~ )

Status Folders  Applications Search Help

=1 Change Appliance ¢ Add Mew Folder - Add Application

e
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Click the + sign next to the AppData (D:) drive, and click the AppData folder.
Click OK to continue.

The SonicWALL Agent Tool should now back up your AppData folder where
your company's data resides. You can close the Agent Tool application and the
backup will occur in the background, or leave the application open to verify
that it is backing up your data.

# APPLIANZ |

Browse For Folder

Select a folder for backup

[# Desktap

1) My Documents

= 4 My Computer
4 3% Floppy (8
“a System (C:)
El % AppData (D:)

&8 oo0-ts

" PageFile (E:)

2 CD Drive (Fi)

a2 CDs (G2)

2 CD Drive (1)

[ Contral Panel

ke New Folder |

1)

.

cancel |
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4. Transfer Data To The Applianz Server

4.1. Local Drive Sharing

Your local drives can be shared to the applianz session by enabling an advanced feature of the Applianz Client.
This method is best for transferring small files, for transferring large amounts of data please see the next sec-
tion.

To enable the Applianz Client drive sharing, click Start -> Programs -> Applianz -> Advanced Configuration

When the Advanced Configuration screen opens place a check-mark next to the Connect I Gonnect serial parts
drives option. I Connect printers
W Connect drives
™ Connect to console

™ Connect smart cards

16 | Color depth
Click the Save button to enable the feature. If you are connected to your session you will need to re-connect.

After connecting to your session open My Computer on the desktop and you should be able to see your local
drives appear as network drives on the Applianz session.

Other

¥ A on STATIONT Swsbemn Folder Disk from Remate Deskkop Connection
Z¥.Con STATION Systemn Folder Cisk from Remate Deskkop Connection
S¥Don STATIONT Swsbemn Folder Disk from Remate Deskkop Connection

WARNING -- Drives shared with this method may be accessible by other users of the Applianz System.

4.2. Secure FTP

Transferring large amounts of data to or from the Applianz Server can be accomplished by using a Secure FTP
connection (SFTP). The Applianz System supports most SFTP programs, however we recommend WInSCP if
you do not already have a preferred SFTP program.

Open Internet Explorer or the web browser of your choice and enter http://www.applianz.com/reseller/ in the
address bar.

Download the WinSCP setup file from the web page, and open the setup file.

The WinSCP setup will take you through several screens for installation options. For most users the default op-
tions are correct. Continue clicking Next > until the installation is complete. The installation will install a shortcut
on your desktop for WinSCP3.
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When WInSCP is opened it will ask for con-
nection information. For the “Host Name” field
enter the IP address of the Applianz System.
For “Port number” enter 30008. For “User
name” and “Password” enter the user name
and password provided to you on the System
Information sheet included with your system.

When the information has been entered, click
the Login button.

A security message may appear the first time

you connect to the Applianz System. Click the Yes button to con-

tinue.

After the main WinSCP screen opens you can

transfer files from your computer to the Applianz
System by dragging files from the left window to

the right window. To transfer files from the Ap-
plianz System to your computer drag files from
the right to the left.

APPLIANZ |

WinSCP Login

21x]

=1+ Session ~Session
- Stored sessions Host name Part number
(= Environment =i
T 152.168.01 30008 =
¢ e Directories I I =
- 95H User name Paszword

- Preferences

Imyusemame sesessencs

Private key file

Protocat
" SCP & SFTP (allow SCP falback) " SFIP

[~ Advanced options

About... |

Save.. | Laogin I

Languages |

Close

o7 3863 bd cerb 03:5114:61:9562 1d di-ob 8
press Mo, To abanden the cannection press Cancel
Continue cannecting and add host key to the cache?

Tes Mo

Cancel

x|

The server's host key was not found it the cache, 'rou have no guarantee that the
server is the computer you think it is. The server's key fingerprint is; ssh-rsa 1024

1F yau trust this hast, press Ves. Ta cannest vithaut adding hast key to the cache,

-3 myusername@192.168.0.171 - WinSCP

=10l

local Mark Fies Commands Session Options Remote Help
03| mBe m&FE |FE | [wenmeinzs] % o - A
[ H: Local Disl =] || &= = — - || A& ||[erwe H|f < - -] Al et
Name e | Type Change: | Name  * Size | Changed Rights
(ERRECTCLER File Folder 5/13/20 | [ZIRECYCLER 11/3/2004 12:3... raerw-n
E5ystem Volume Informa. . File Folder 5/16/20 | |_2)System Volume Informa. . 6i14/20056:59...  Pw-ru-n
(2)WUTemp 11j3/2004 1212, rw-rw-n
[Tive-1_5_0_03-windows-... 15,997,536 5{6/2005 5:18:...  rw-rw-n
< | K| | |
0B of 0Bin0of 2 0B of 15622KBinDof 4
# F2 Rename F4Edi E3FSCopy  (EFGMove  CFFTCreatsDiectoy X F8Delete  ZrF9Properties  KLF10 Ouit
51,6698 [ sn2058 [ [ (Bae [ sFrPrva | omim2z | v
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5. Getting Support

Support is available through e-mail at support@applianz.com or by phone at (316) 263-4800.
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6. Printing

When you print in your application your should see a screen similar to this:

I N HE

General | Dpliunsl

i Select Printer

Add Printer (iR Iid=Te Default Printer

Status: Ready [~ Printtofle  Preferences |

Location:

Cormment: Find Printer.... |
~Page Fange
& Al Murmber of copies: |1 3:

€ Selection € Cunent Page

” Pages: |1 I~ Callate ! I
Enter either a single page number or a single Iﬁl

page range. For example, 512

Frint I Cancel | Apply |

There are two different printers to choose from, the “Choose Printer” and “Default Printer”. If you pick “Default Printer” the
print job will go to your local machine, and print on your default printer. If you choose the “Choose Printer” printer the
print job will go to your local machine, and open up another print dialog on your machine asking which printer to send

the job to:

i 21 x|

— Printer

Mame: Froperties... |
— Option: — Tray selection

[~ Fitto paper * PDF setting

[~ Print az image  futomatic

[ Print to file " Manual _I
 Print range — Copie:

oAl Mumber of copies: |1 3:

" Pages from: |1 o |2 -

Cancel |
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7. Applianz Session Overview

A typical Applianz System consists of 3 different types of sessions. They are the application session, the admin session,
and the server session.

Applianz System

Applianz Client

N

Server

Application Workstation Clones

7.1. Server Session

The server session is the session that should be used for storing application data that is needed by all worksta-
tions. If your application has server specific software this is the place where it should be installed.

Your application data and server software should be put in the D:\AppData directory. Files placed in this direc-
tory will be accessible to the admin and application sessions.

7.2. Admin Session

The admin session can be thought of as a template. Any changes made to this session will be seen by all users
of the application session. Application software should be installed on this session. Changes made to this ses-
sion will not take effect in the application sessions until they are applied using the Web Admin site (See section

8.11), or rebooting the system. If changes are made to this session that you do not want to have cloned you
can discard the changes using the Web Admin site.

7.3. Application Session

The application session is the session that the end-user will connect to. There is no need to install any software

in this session, as it is a clone of the admin session. When the user logs out of this session it is discarded, and
another clone is made to take it's place.
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8. Web Admin Site

8.1. Logging In
To create a username and password for connecting to the Applianz System you must visit the Applianz Web
Admin page for your system. The URL for the Web Admin page is printed on the LCD screen on the front of the
Applianz System. You should see a message scrolling across the screen similar to the following:

Press any key to see menu -- DHCP: True -- To configure please visit https://192.168.0.199:30010

The actual address varies per system. Enter the URL that was printed
on the front of your applianz system into the Address bar of your web

£} Device Set-Up - Microsoft Internet Explorer

J File Edit ‘ew Favorites Tools Help

browser.

| mddress |1 https: /192.168.0,139:30010/

| e TN TN AL
The first Web Admin page is an authentication page that will authenticate you as a Authentication

valid user. The default username is “Admin”, and the default password varies per
system. Please look at the System Information document included with your Ap- Username: [admin
plianz System for the default password. After you have entered the Admin pass-

word click the LOGIN button. Password: [esseseesed

Any valid Applianz System users may log in with their Username and Password.

8.2. Forgotten Passwords

If a user has forgotten their password they can use the Web Admin Site to
reset it to a randomly generated password, and have it e-mailed to them. Password Recovery
To reset a password go to the login page of the Web Admin Site, and click
the forgotten password link, or from the Applianz Client login screen click

the forgot your password link. Username: |

OR
At the Password Recovery screen enter the user's username, or the user's gy |
e-mail address. It is not necessary to enter both values. Click the SEND SEND |
button.

After a few minutes the user should receive an e-mail with their
username, password, and the product keys they are authorized
to use.

WELCOME TO APPLIANZ

To connect as a user of the Applianz Applianz system please follow the instructions below. You should
be up and running your application in just a couple of minutes.

First, download and install the latest Applianz client software at http://www.applianz.com /client.
Second, enter the following information when prompted:

Username: sholt
Password: 90epn2ipnis
My Application Product Key: GUYF-YEGC-N44E-AA2B

To connect to your application just elick the icon on your desktop or in your Start Menu. Should you
have any further questions please contact your reseller Applianz.

To change your password please visit one of the following links. Primary or Secondary.
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8.3. Change IP Address

# APPLIANZ |

To change the IP Address of the Applianz System click the SYSTEM link on the

menu bar at the top of the page. When the System Configuration page loads

click the CHANGE IP button.

Enter the new IP Address Information for the Applianz System. The Dynamic
checkbox indicates whether the Applianz System should automatically request

™ Dynamic (DHCP)

Applianz System Configuration

Lg 192.168.0.199

Subnet: [255.266.255 0

an IP address from your network. If you uncheck Dynamic then an IP, Subnet, Cotewar: 19218801

and Gateway fields will appear for a static IP address configuration. After you prs 1: 192.158.0.2
have finished entering IP information then click the CHANGE button to save the |pis 2 192.168.0.1
changes. The Remote Access Address field is only used if your network has CHANGE

multiple external IP addresses and you want to use a specific one for external

users of the Applianz Client.

8.4. Proxy Settings

Address:

CHANGE

A proxy server is a computer network service that allows clients to make indirect

network connections to other network services. If your network requires a proxy

server to communicate to a server on the Internet you will need to configure it

Remote Access 707 178.108.183

Applianz System Configuration

with the Web Admin Site. .

: —
To change the Proxy Settings of the Applianz System click the SYSTEM link on ™"
the menu bar at the top of the page. When the System Configuration page sername:

loads click the PROXY SETTINGS button.

ton to save them.

8.5. Rebooting

Password:

Domain: l—
Enter your proxy information in the fields provided, and click the CHANGE but- CHANGE

To reboot the Applianz System click the SYSTEM link on the menu bar at the top of the page. When the System

Configuration page loads click the REBOOT button.

All users will be logged out of the Applianz System and it will be rebooted.

8.6. Shutting Down

To shut down the Applianz System click the SYSTEM link on the menu bar at the top of the page. When the
System Configuration page loads click the SHUTDOWN button.

WARNING - The system will not come back up until someone physically presses the power button on the front

of the Applianz System.

8.7. Adding Users

To add a user click the USERS link on the menu bar at the top of the page

At the User Management page click the ADD NEW USER

button.

HAME

System Admin

Applianz User Management

USERHAME CREATED EXPIRES IN
admin 02/15/2006 Mever MODIFY |

DELETE

ADD HEW USER
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Enter the user information and click the ADD button. The user
is now able to be used by the Applianz Client for connecting
to the Applianz System. If you want the password to be gen-
erated automatically leave the field blank. After you click the
ADD button the password and product keys for the Applianz
System will be e-mailed to the user automatically.

The Admin checkbox controls certain actions the user is al-
lowed to perform from the web page. If you want this user to
be able to perform actions such as rebooting the applianz
server, managing other users, or see users logged into the
system then place a check-mark in this field. If you are unsure
do not place a check-mark in the box.

The E-mail Usage Statistics checkbox allows you to enter a
person's e-mail address that wants to receive a usage notifi-
cation e-mail every time this user logs into the applianz server.
If you are unsure leave the field blank.

8.8. Modifying Existing Users

To modify an existing user of the Applianz System click the
USERS link on the menu bar at the top of the page.

At the User Management page locate the user
you wish to modify and click the MODIFY button.

Applianz User Configuration

Name: Steve Holt

(User's real name)
Username: sholt

(Unique id they will use fo fog info the system]

Password:

(Don't enter anything if you want the password to be
sutogenersted)

Verify Password:
(Don't enter anything if you want the password to be
sutogenersted)

E-mail: sholt@mycompany.corr|

(E-mail address used to contaot the user]
Admin:

(Gives the user rights to sdminister the system)

Application Access Rights: [/ My Application

Applianz Admin

Applianz File Server
(Select the appiications you want thiz user to be able fo sccess]

E-mail Usage Statistics To:

(An e-mail will be sent to this address when the user performs
certain actions)

Notes:

Expires: V] Mever

ADD

Applianz User Management

After you have finished changing the user's in-
formation click the SAVE button.

8.9. Deleting Users

To delete a user of the Applianz System click the
USERS link on the menu bar at the top of the

page.

At the User Management page locate the user
you wish to delete and click the DELETE button.

NAME USERNAME CREATED EXPIRES IN
Steve Holt sholt 02/08/2007 Never MODIFY DELETE |
System Admin admin 12/21/2006 Newver MODIFY DELETE |

ADD NEW USER |

Applianz User Management

NAME USERNAME CREATED EXPIRES IN
Steve Holt sholt 02/08/2007 Never MODIFY DELETE |
System Admin admin 12/21/2006 Never MODIFY DELETE |

ADD NEW USER |

http://192.168.0.143:30009 x|

A dialog will appear asking you if you are sure you want to delete the user.

Click the OK button to confirm.

| Are you sure you want ko delste this user?

Cancel
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8.10. Emailing Product Keys and Instructions

If a user loses their product keys you can e-mail them their
username and all of the product keys they are authorized to
use from the Web Admin Site. Click the USERS link on the Name: [reveror
menu bar at the top of the page. i

Applianz User Configuration

Username: sholt

{Unique id they wil use ia og info the systam)

Locate the user that you with to e-mail the product keys to Password: | _ (ResetPassword
i . K R (Dan't enter anything if you are nat changing the password)
and click the Modify button. This will open the the User Con- | venity passwora: ——
figuration screen for that user. Now click the Email Instruc- [Don'tenler anyihing i you are not changing ins passwors)
tions button next to the user's e-mail address. This auto- ol Wyson@applanzcom  (Emeinaimcian|
matically generate an e-mail for the user containing their Admin: r
product keys, and a URL to download the Applianz Client. (Givesthe ucerngnic fs aaminitr e systen
. . . Application Access Rights: I My Application
However, for security reasons this does not send the user's I™ Applianz Adrmin
current password. If the user has lost their password it can Rz Bl Seer ot o seneee)
be reset it using the Modify User page described in section E-mail Usage Statistics To:
{An a-mail will be sant fo this addrass when the user perfoms certain
8.8. fasu
Notes: ’7
Expires: [+ Never
SAVE

8.11. Changing Maintenance Schedule

To change the Maintenance Schedule time of the Applianz System click the . .
SYSTEM link on the menu bar at the top of the page. When the System Applianz Maintenance Schedule

Configuration page loads click the MAINTENANCE SCHEDULE button. System Date and Time: D01/2006 1238FM SMT-05:00
The default maintenance time is 2:00 am. To change the scheduled time Time ofbey: - [0200am ]

click the half-hour time increment drop down box and select the desired Day af the Week: | Daily |

time. To disable maintenance select the "Never" option at the bottom of the CHANGE |

available times (This is not recommended).

The default day of the week for maintenance is Daily. This will run maintenance each day of the week. To
schedule maintenance to run on a particular day of the week click the day of the week drop down box and se-
lect the desired day.

8.12. Applying Changes To The Admin Session

If you have made changes to the Admin session that you want to have applied to all of the user sessions click
the STATUS link on the menu bar at the top of the page.

Applianz Device Status

Current Sessions

MACHINE USER STATE COUNT
Applianz Admin Running 1 APPLY DISCARD STOP
Applianz File Server Running 1 STOP
My Application Not Started 3 START I
My Application Steve Holt In Use 1 STOP
My Application Running & STOP

WARNING - This will disconnect all remote users

Locate the "Applianz Admin" line and click the APPLY button. This will shut down all user sessions, apply the
changes, then start them back up.
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8.13. Displaying Users Currently Logged Into The System

To see users currently logged into the Applianz System click the STATUS link on the menu bar at the top of the
page.

Applianz Device Status

Current Sessions

MACHINE USER STATE COUNT
Applianz Admin Running 1 APPLY DISCARD STOP
Applianz File Server Running 1 STOP
My Application Mot Started 3 START
My Application Steve Holt In Use 1 STOP
My Application Running & STOP

The USER column on the Current Sessions section lists the users currently logged into the system.
8.14. Resetting A User's Session

To see reset a user's session click the STATUS link on the menu bar at the top of the page.

Applianz Device Status

Current Sessions

MACHINE USER STATE COUNT
Applianz Admin Running 1 APPLY DISCARD STOP
Applianz File Server Running 1 STOP
My Application Mot Started 3 START
My Application Steve Holt In Use 1 STOP
My Application Running & STOP

Locate the User's name in the USER column and click the STOP button on the right.
8.15. Starting Sessions Manually

To see start a session manually click the STATUS link on the menu bar at the top of the page.

Applianz Device Status

Current Sessions
MACHINE USER STATE COUNT
Applianz Admin Running 1 APPLY DISCARD STOP
Applianz File Server Running 1 STOP
My Application Mot Started 3 START

My Application Steve Holt In Use 1 STOP

My Application Running & STOP

Find the line where the STATE column is "Not Started". If the count is more than 0 you can click the START
button to start more sessions.
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9. Installing Custom Fonts

Custom fonts should be installed on the admin session of your Applianz System. Once the font is installed on the admin
session it will be available to all of the application sessions after the next reboot.

9.1. Transferring The Font

The font should be transferred somewhere it is accessible to the admin session. The simplest way may be to
transfer the font to the file server through either the shared drive on the Applianz server, or using sftp. Other
alternatives are downloading the font from a website into the admin session, or putting the font on a shared
drive on your network and accessing it from the admin session. In the following example the font has been

transferred to the shared drive on the Applianz System.

9.2. Installing The Font

Installing fonts is accomplished through the Control Panel in Win-
dows. Click the start button, and select Control Panel.

Double click the Fonts icon in the Control Panel

Drag and drop the font into the Fonts window. If you copied the
font to the shared drive of the Applianz System it should be avail-
able in the N: drive on the admin session.

Programs 3

Documents

@ Windows Security. ..
Metwork Connections
Help and Suppart: @ Printers and Faxes

£=7 Run... Taskbar and Start Menu
ﬁ

Search

Log OFff Administrator ...

Disconnect, .,

ﬂ Applianz Guest YM Admin,.. |

- Control Panel H[=] E3
Fle Edt Yew Favorites Toos Help | w
@k - € - l]? | /'\!SEmh | Feiders | EE T 1) ‘ -

Addess [[Z Control Panel s 8e

E % B m w 3B

Accessbiity AddHardwars  Addor  Administrative  CSMW  DataSources Date and Time
Options o, ols (oDBC)

B o @ A & o= D

Display  Folder Options Game Internet Keyboard Mowse
Controllers  Options

@ ®

Metwork  Phoneand Power Options Printers and  Rregional and  Scanners and  Scheduled
Connections  Moden ... Fares  Llanguage..  Cameras Tas!
¢ & 9 e 0 e
s

Soundsand  Speech System  Taskbarand User Accourks VMware Tools  Windows

#udio Devices Start Meru Firewall

\Add, change, and manage fants on your computer. [ 7

Q=

Adeiess [ Fonts

o d

o A d
S e A
Bold (TrueT... 10,12,15(/... {TrueTyps) Bold (Tr

ﬂ g] %vus Font E

EucrosiallPC. Frankii Gathic Frarklin Gothic
Bold talc... Medium (Tr...” Medium Ita,

o o o o

Georgialtalic  Impact  Lucida Console Lucids &
(TrueType)  (TrueType)  (TrueType)  Unicode

Geore
(TrueTy

Al Al Al A’
7 font(s)
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A progress bar will appear indicating the installation percentage.

When this window closes the font is installed. ‘

Installing font 1 of 1...

1002

Instaling Loki Cola (TrusType]

100%

9.3. Rebooting The Applianz System

After the font is installed it will not take effect for users until they are applied using the Web Admin site (See sec-
tion 8.11) or the Applianz System is rebooted.
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10. Limited Warranties and Return Policy (V.6)

Applianz -branded hardware products purchased in the U.S. come with either a 1-year, or 3-year limited warranty, de-
pending on the product support services agreement purchased. To determine which warranty came with your hardware
product(s), see your packing slip or invoice. The following sections describe the limited warranties and return policy for

10.1. What Is Covered By This Limited Warranty?

This limited warranty covers defects in materials and workmanship in your — our end-user customer's — Ap-
plianz -branded hardware products. This limited warranty will be voided if at anytime during the set up, installa-
tion and operation of the Applianz Data Vault System protection with an uninterruptible power supply (UPS) is
not utilized. Any damage caused by power related issues will not be covered under this warranty or service
support agreement.

10.2. What Is Not Covered By This Limited Warranty?

This limited warranty does not cover:

e Software, including the operating system and software added to the Applianz -branded hardware prod-
ucts through our factory-integration system, third-party software, or the reloading of software. Data loss or
any and all time related for retrieval and or reconstruction of loss data

e Non-Applianz branded and Solution Provider Direct products and accessories
e Products with missing or altered Service Tags or serial numbers
e Products for which Applianz has not received payment
* Problems that result from:
e External causes such as accident, abuse, misuse, or problems with electrical power
e Servicing not authorized by Applianz
e Usage that is not in accordance with product instructions
¢ Failure to follow the product instructions or failure to perform preventive maintenance
e Problems caused by accessories, parts, or components not supplied by Applianz
THIS WARRANTY GIVES YOU SPECIFIC LEGAL RIGHTS, AND YOU MAY ALSO HAVE OTHER RIGHTS,
WHICH VARY FROM STATE TO STATE (OR JURISDICTION TO JURISDICTION). APPLIANZ 'S RESPONSIBIL-
ITY FOR MALFUNCTIONS AND DEFECTS IN HARDWARE IS LIMITED TO REPAIR AND REPLACEMENT AS
SET FORTH IN THIS WARRANTY STATEMENT. ALL EXPRESS AND IMPLIED WARRANTIES FOR THE PROD-
UCT, INCLUDING BUT NOT LIMITED TO ANY IMPLIED WARRANTIES AND CONDITIONS OF MERCHANT-
ABILITY AND FITNESS FOR A PARTICULAR PURPOSE, ARE LIMITED IN TIME TO THE TERM OF THE LIM-
ITED WARRANTY PERIOD REFLECTED ON YOUR PACKING SLIP OR INVOICE. NO WARRANTIES,
WHETHER EXPRESS OR IMPLIED, WILL APPLY AFTER THE LIMITED WARRANTY PERIOD HAS EXPIRED.

SOME STATES DO NOT ALLOW LIMITATIONS ON HOW LONG A IMPLIED WARRANTY LASTS, SO THIS
LIMITATION MAY NOT APPLY TO YOU.

WE DO NOT ACCEPT LIABILITY BEYOND THE REMEDIES PROVIDED FOR IN THIS LIMITED WARRANTY OR
FOR CONSEQUENTIAL OR INCIDENTAL DAMAGES, INCLUDING, WITHOUT LIMITATION, ANY LIABILITY FOR
THIRD-PARTY CLAIMS AGAINST YOU FOR DAMAGES, FOR PRODUCTS NOT BEING AVAILABLE FOR USE,
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OR FOR LOST DATA OR LOST SOFTWARE. OUR LIABILITY WILL BE NO MORE THAN THE AMOUNT YOU
PAID FOR THE PRODUCT THAT IS THE SUBJECT OF A CLAIM. THIS IS THE MAXIMUM AMOUNT FOR
WHICH WE ARE RESPONSIBLE.

SOME STATES DO NOT ALLOW THE EXCLUSION OR LIMITATION OF INCIDENTAL OR CONSEQUENTIAL
DAMAGES, SO THE ABOVE LIMITATION OR EXCLUSION MAY NOT APPLY TO YOU.

10.3. How Long Does This Limited Warranty Last?

The limited warranty on all Applianz -branded products begins on the date of the Support Services Agreement
or Invoice. The warranty period is not extended if we repair or replace a warranted product or any parts. Appli-
anz may change the availability of limited warranties, at its discretion, but any changes will not be retroactive.

10.4. What Do | Do If | Need Warranty Service?

Before the warranty expires, please call or email us using the information in the following table. Please also have
your Applianz serial number or order number available.

Technical Support: 1-316-263-4800

Email: support@applianz.com

10.5. What Will Applianz Do?

During the 90 days of the 90-day limited warranty: During the 90 days of the 90-day limited warranty, we will
repair any Applianz -branded hardware products returned to us that prove to be defective in materials or work-
manship. If we are not able to repair the product, we will replace it with a comparable product that is new or
refurbished.

When you contact us, we will issue a Return Material Authorization Number for you to include with your return.
You must return the products to us in their original packaging, prepay shipping charges, and insure the ship-
ment or accept the risk if the product is lost or damaged in shipment. All returns must be in a resalable condi-
tion including original packaging and packaging materials, all cords, cables, documentation and warranty mate-
rials. We will return the repaired or replacement products to you. We will pay to ship the repaired or replaced
products to you if you use an address in the United States (excluding Puerto Rico and U.S. possessions and
territories). Otherwise, we will ship the product to you freight collect.

If we determine that the problem is not covered under this warranty, we will notify you and inform you of service
alternatives that are available to you on a fee basis.

NOTE: Before you ship the product(s) to us, make sure to back up the data on the hard drive(s) and any other
storage device(s) in the product(s). Remove any confidential, proprietary, or personal information and removable
media. We are not responsible for any of your confidential, proprietary, or personal information; lost or corrupted
data; or damaged or lost removable media.

10.6. What If | Purchased A Service Contract?

During the extended period covered by the purchase of the Support Service Agreement limited warranty, we will
repair any Applianz -branded hardware products returned to us that prove to be defective in materials or work-
manship. If we are not able to repair the product, we will replace it with a comparable product that is new or
refurbished.

When you contact us, we will issue a Return Material Authorization Number for you to include with your return.
You must return the products to us in their original or equivalent packaging, prepay shipping charges, and in-
sure the shipment or accept the risk if the product is lost or damaged in shipment. We will return the repaired or
replacement products to you. We will pay to ship the repaired or replaced products to you if you use an address
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in the United States (excluding Puerto Rico and U.S. possessions and territories). Otherwise, we will ship the
product to you freight collect.

If we determine that the problem is not covered under this warranty, we will notify you and inform you of service
alternatives that are available to you on a fee basis.

NOTE: Before you ship the product(s) to us, make sure to back up the data on the hard drive(s) and any other
storage device(s) in the product(s). Remove any confidential, proprietary, or personal information and removable
media. We are not responsible for any of your confidential, proprietary, or personal information; lost or corrupted
data; or damaged or lost removable media.

If your service contract is with Applianz, service will be provided to you under the terms of the service agree-
ment. Please refer to that contract for details on how to obtain service.

10.7. How Will You Fix My Product?

We use new and refurbished parts made by various manufacturers in performing warranty repairs and in build-
ing replacement parts and systems. Refurbished parts and systems are parts or systems that have been re-
turned to Applianz, some of which were never used by a customer. All parts and systems are inspected and
tested for quality. Replacement parts and systems are covered for the remaining period of the limited warranty
for the product you bought. Applianz owns all parts removed from repaired products.

10.8. Total Satisfaction Return Policy (U.S. Only)

We value our relationship with you and want to make sure that you're satisfied with your purchases. That's why
we offer a "Total Satisfaction" return policy for most products that you, the end-user customer, purchase directly
from Applianz. Under this policy, you may return to Applianz products that you purchased directly from Applianz
for a credit or a refund of the purchase price paid, less shipping and handling and applicable return fees as fol-
lows:

New Hardware Products and Accessories: Unless you have a separate agreement with Applianz, all hardware,
accessories, peripherals, parts and unopened software still in its sealed package, may be returned within thirty
(30) days from the date on the packing slip or invoice. Applianz must receive the unit on or prior to the 30 day
limited period.

How to Return: To return products, e-mail or call Applianz customer service to receive a Return Material
Authorization Number (RMA) within the return policy period applicable to the product you want to return. You
must obtain a Return Material Authorization Number in order to return the product. See "Contacting Applianz "
or "Getting Help" in your customer documentation to find the appropriate contact information for obtaining cus-
tomer assistance.

You must ship the products to Applianz within five (5) days of the date that Applianz issues the Return Material
Authorization Number. You must also return the products to Applianz in their original packaging, in as-new con-
dition along with any media, documentation, and all other items that were included in the original shipment,
prepay shipping charges, and insure the shipment or accept the risk of loss or damage during shipment.

Note: Before you ship the product(s) to us, make sure to back up the data on the hard drive(s) and any other
storage device(s) in the product(s). Remove any confidential, proprietary or personal information, removable
media, such as floppy disks, CDs, or PC Cards. We are not responsible for any of your confidential, proprietary
or personal information; lost or corrupted data; or damaged or lost removable media.
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