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1. Introduction

The proxSafe Commander Software has been specially designed to work together with the
products from the deister proxSafe family, such as proxSafe maxx®, mini®, pillar®, flexx®
etc. The whole administration for and supervision of the keyTag management of these
products is carried out within this software.

This software is web based, meaning that the different services, that are necessary to work
together, can be installed on different PCs, for example the web browser, the web server,
the data base, the engine and possibly an importer can all be located/installed on
different PCs - even in different far apart buildings. The great advantage is, that the user
interface has thus become almost independent from the operating system. For further
details and questions about prerequisites and compatibility before installation we kindly
ask you to refer to your network administrator.

2. Getting Started

After the first installation of the proxSafe Commander 3 you will have one web user (i.e.
software user; see chapter 4 “Types of users”) already set up with administrator rights (called
“admin”) and you will also be given a login name and a password for this “admin” user.

2.1 Starting your Web Browser

In order to start working with the proxSafe Commander Software, you have to start your
web browser first (e.g. Internet Explorer, Firefox, etc.). Then enter the according IP-address
of the PC, on which the web user interface has been installed (for example
“http://localhost”, if installed on your local PC) as shown in the example below:

=] http:/ /www.microsoft.com/isapi,/redir.dll?prd=ie&pver =6&ar =msnhome - Microsoft Internet Explorer

Datei  Bearbeiten  Ansicht  Faworiten  Extras 7

d= Furiick + = - @ it | @Suchen [32] Favoriten @Medien ®|

Adresse I localhost

http: filocalhostfackéonkraller

http: fflocalhost ! Admin. jsp

http: fflacalhost ) Admin. jspetab=1

http: fflocalbostfadmin, jsprrab=1&userID=10

hittp: fflocalbostfadmin, jsprrab=18&userID=11
: ostiadmin, ispFtab=1&nsetID=3
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2.2 Login

Afterwards you are able to login by entering your (user) name and your password and by
confirming with the “LOGIN” button:

(The first preset name and according password for the administrator is “admin” for both.
For a change of the password later on see 16.1 “Creating new web users”.)

Note:
Your entry is case-sensitive and you have to watch capital and lower case
letters.

ol proxSafe’ Commander 3

MNare: |

Password: I

deister @_

electronic

After a successful login the program will automatically turn to the first register card
“Home” showing a picture of a proxSafe maxx cabinet and also displaying the current
version and build of the Commander Software you are working with at the moment.

V06/06/07 deister electronic GmbH 30890 Barsinghausen Germany 7
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3. General menu guidance

The following section will give you some assistance for a quicker understanding and
greater benefit of the functions provided.

3.1 Menu setup

After a successful login the main menu is shown consisting of six options in the upper line.
Behind each option there is a drop-down menu, which can be reached by drawing the
mouse cursor over the menu items. A left-click on one of these items will open the
according windows in the center of the screen. Each next window consists of several
register cards with tabs on top.

& proxSafe Cc ande o

Home | Users w | KeyTags w | Reports w | Administration | Logaout: admin

proxSafe Commander Yersion 3.2

© deister electronic gmbh

1. Home 2. Users |3. keyTags |4. Reports 5. Administration
See screenshot above |User groups |keyTag groups | Email Edit web user
reporter
User time keyTag fime Web user terminals
profiles profiles
ltems Edit rights
Create web user
Mail server

8 deister electronic GmbH 30890 Barsinghausen Germany V06/06/07
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3.2 Buttons

On every card of the windows there may be some of the following buttons at the bottom:
“Save”, “Reset”, “Delete” and “Update changes”. Clicking on “Save” or “Update
changes” will store the entries made, clicking on “Reset” will dismiss all new entries made
at that moment and a click on “Delete” will delete the selected item, which has already
been known to the system, such as user, keyTag, user group, report etc.

3.3 Selecting objects from object list

The screen shot below shows an example of the basic structure of the screen, as it is to be
seen after selecting a menu item, here for example “Users”:

~ ‘((((‘ . . PITE 0 e [JE .
Horne | Users ~ | KeyTags | Reports w | Administration | Logout: admin
Create user User Assign Assign keyTag Assign time Assian keyTag Add new
information keyTags aroups profiles terminal Is release user

Select user:
= ;)AD -MO 1: User name (terminal display):

nAdm\mstratur +

First name:

n Fondren, Gene

a Foy, Elizabeth Surname:

a Hogan, Kathy

8 Lloyd, Brendon
8 Mccarthy, Laura
8 Miller, Janna Landline number:
8 Miller, John
8 Morton, Craig
B 7NA -va
a MNader, Talita
8 reltier, James Identification: [By carg =l
n Serwy, Carolin
a Smith, Thomas
8 sotaia, Maria PIN: I

Mohile phone number:

I

I

I

a Lambert, Gilles E-mail address: I
I

I

Departrment: I

Terminal user level: |User ﬂ

Card number: I

a Stern, Dominique

Max, number of simultaneously limitless =
aTemar. Nicalas borrowed keyTags: I b
RVanderhu\Id, Daniel

valid: [valid =l

Define time period: [

Save | Reset |

The 7 & 2007 by deister electronic gmbh e

On the left side of the screen you find an alphabetical list of all known users (“user tree”)
assorted in small groups of ten.

Each group has a heading consisting of the first two letters of the first user name and the
first two letters of the last user name of that particular group. In front of each heading you
find a small check box showing a plus when the group is closed and a minus when it is
opened. A mouse click on the plus will open up the group showing the hidden user names
and a click on the minus will close the group again showing only the headline.

For an easier selection of user names or items also refer to section 3.4 “Filter function”.

The desired user can be selected by mouse click on the name of the user (not on the icon).

All mouse clicks will only carry out the desired commands successfully when the cursor is
shown as a hand.

V06/06/07 deister electronic GmbH 30890 Barsinghausen Germany 9
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3.4 Filter function

In case there is a long list of users or items in the selection tree due to an extensive
database you will it find it difficult to quickly select a name. For an easier access the
program provides a filter function with the according button on the left side directly above
the selection tree (as seen below):

Create user I

Filter[ !

Select user:
B JAD - MO
B0 MA - Y
B zA - ZA

Enter the desired search criteria into the open text field, add a “*” behind and left-click on
“Filter”. The following options are available:

*

-~

[+]

behind a first or last name, in case you know the exact spelling
example: “Hogan*” or “Kathy*”

behind a part of a letter sequence, you are sure about
example: “Ha*” for “von den Haan” or

behind any selection of the three options given below

replaces letters you are not sure about (one quotation mark for each letter!)
example: “Mort?n*” for “Morton”

range between initials; this option will produce a list of all users beginning
with the first initial and ending with the last initial of the range given in
square brackets

example: “[A-D]*” shows a list of all names beginning with A, B, C and D

numeration of initials; this option will produce a list of all users beginning
with the exact letters given in square brackets
example: “[A+P]*” shows a list of all names beginning with A and P

If you want to leave the filter in order to return to the complete list of names, you have to
clear the entry field of the filter function and additionally click on “Filter” again.

10
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3.5 “Create [...]”-button

The button in the upper left corner “Create [...]” will automatically lead you to the
according “Add new [...]”- card in the submenu (can also be selected directly). After saving
all entries made on this card, the program will instantly turn to the according register card
“[...] information”, where further editing is possible.

This procedure works the same with all objects, such as users, keyTags, time profiles,
(custom-defined) reports, etc.

3.6 Assigning objects

The way to assign objects, such as terminals to users or users to keyTags is as follows:

First the object, you want to assign another item to, needs to be selected. Then two windows in
the according submenu will open showing a list of “Unassigned [objects]” on the left side and
a list of “Assigned [objects]” on the right side. Assigning an object can either be done by
double click on the name of the object within the frame “Unassigned [objects]”) or by selecting
the particular object first and then using the blue double arrows “>>".

Both ways will instantly move the wanted item from the left list to the right list without extra
saving. Withdrawal of assignment works likewise backwards.

Create user | Uzer Assign | Azzign keyTag | Azsign tinne | Azzign keyTag | Add new
information keyTags groups profiles terminals release user
I Filter
rg\.’ Terminal: |A\Itermina|s j
Select user: )

E‘ JAD - MO Unassigned keyTags Assigned keyTags
N 8Administrator

car key 501 = labaratary RO1

. B Fondren, Gene carkey 502 laboratory RO2
carkey 503 laboratory RO3
car key 504 laboratory RO4
car key 305

keyTag laptop

i, Lambert, Gilles keyTag rmobile
- 8 Uoyd, Brendon keylag new |
i B McCarthy, Laura mobile 01

i B Miller, Janna rmohile 02

Hlaboratory RO5

. maobile 03
. 8 Miller, John rmahile 04
- 8 worton, craig maobile 05 I ES

The example above shows, how the fifth keyTag (laboratory RO5) is being assigned to the
previously selected user “Kathy Hogan”.

V06/06/07 deister electronic GmbH 30890 Barsinghausen Germany 11
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4. Types of users/User levels

There are two completely different types of users, while working with proxSafe devices
connected to a terminal and controlled by the proxSafe Commander Software: Terminal
users and web users (software users).

Both types provide different user levels: Terminal users can have administrative access
to the terminal or they can have (standard) user rights, which basically consist of taking or
retfurning assigned keys. This type of terminal user is most frequently dealt with in this
manual and will in the following only be called user.

The web users or software users are the persons working with the proxSafe Commander
Software and they are as well assigned to one of the three different user levels: Administrator,
super user and user. The different rights of these software users are described in chapter 16
“Administration”. These users will in the following be called web users.

5. KeyTag release mode
KeyTags can be taken from a cabinet in two different ways:
The standard way of taking keys is to register at the terminal and then be allowed to take

out the keys assigned.
The second way is to take keys by remote control of the software not using the terminal.

Then again there are two ways to be distinguished for a remote keyTag release within the
Commander Software not using the terminal:

The first one works user-defined, i.e. the name of the user will be shown in the according
reports fogether with the event name “release” (see 6.7 “KeyTag release (user-defined)”).
The second one is called “Emergency Release” and works non-user-defined, i.e. no
keyTag holder is shown within the according reports (see 7.2.3 “Emergency release”).

12 deister electronic GmbH 30890 Barsinghausen Germany V06/06/07
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6. Users

The second item of the main menu list manages the administration of the users, who are
admitted to the terminals. Here you are given all information concerning known users, new
users can be added and user data and assignments of known users can be edited.

6.1 Creating new users

In order to create a new user just click on the button “Create User”. The according register
card “Add new user” will open as shown below:

User Assign Assign keyTag Assign time Assign keuTag Add new
infarrnation keuTags groups profiles terminals releasa user

Lser name (terminal display): |

First name: I

Surname: I

E-rmail address: |

Mohile phone number: I

Landline number: |

Department: I
Terminal user level: |Uaer j
Identification: |Eh,r card j

Card nurmber: |

PIM: I

Max. number of simultaneausly |Iimitless j
borrowed keyTags:

Walid: I'-\,-'a”,j j

Define time period: [

Save | Reset |

On this card you are prompted to enfer the personal data of the new user (name, address,
phone, department, etc.), to define the user level the user should have at the terminal
(administrator or user) and to determine the way of identification at the terminal (by card, by
PIN or by card and PIN). The maximum number of simultaneously borrowed keyTags can be
limited here for each user as well from “unlimited” to any desired number up to 15.

V06/06/07 deister electronic GmbH 30890 Barsinghausen Germany 13
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It is important to set the status on “valid”, if the user should be able to take out keys
immediately. The status “invalid” gives you the possibility to keep all the data for a user in
the system, if access authorization should only be withdrawn for a limited period of time.
The last issue on this card is to define a time period (from date A to date B). This can be
helpful, in case certain types of persons, e.g. trainees, will expectedly be allowed to the
system only for a short period of time. Limiting this time period in advance gives you the
safety not to forget to withdraw rights in time.

To do so, it is necessary to set the check box “Define Time Period” active (“hook”). Then
two new fields will open prompting you to enter a date into each of them. If you need help
in orientation, a calender can be called for by clicking on the two “...” fields.

Frorm: ‘

Define Time Period; ¥ |DQIDSIEDDT |

To: & . »
I I wk |Mon Tue Wed Thu Fri Sat Sun
1 z 3 4
6 7 & 9 10 11
12 13 14 15 16 17 18
19 20 21 22 23 24 25
26 27 I8
Seleck date

Save | Reset |

C= R RN Y |

For identification by PIN or card and PIN the PIN can only be assigned by entering directly
on the PC.

Once the user has been set up within the proxSafe Commander software, he needs to be
assigned to one or more terminals in order to be admitted to the terminals (also see 6.6
“Assigning terminals”).

Note:

Assigning a user card to a newly added user at the terminal will only be
possible, after the particular user has been assigned to keyTags/keyTag
groups from this terminal or to the terminal itself before.

6.1.1 Assigning user cards to users at the terminal

For identification by card you have to assign a card to a new user directly at the proxSafe
terminal: After registration at the terminal as administrator you reach the menu by using
the blue “F”-button. Number 2 in the menu list will lead you to “Assign user card”. The
arrow keys help you to find the new user’s name (third line has to be empty).

After confirming with the green “enter”-button for assignment (at the terminal) you will be
prompted to present the user card (--> also refer to the User Manual for the proxSafe
Terminal). The card number will then be shown unencrypted in the user information right
after terminal synchronization.

Note:

The card number will only be displayed, if the option “Show card number
within the “Administration” menu has been activated under “Edit rights”
(also refer to 16.3 “Editing web user rights”).

(4
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6.2 User information

On the first register card from the left “User information” all the data is shown concerning
a newly added user and all other users already known to the system before. Any changes
in data and deletion of users have to be entered here.

User Assign Assign keyTag Assign time Assign keuTag Add new
informaton keyTags groups profiles terminals releaze user

User name (terminal display): |Administramr

First name: I

Surname: I

E-rmail address: |

Mohile phone number: I

Landline number: |

Department: I

Terminal user level: |Administratinn j
Identification: |Eh,r card j
Card number: 1648507809

PIN: |

Max. number of simultaneously ||imit|egg j
borrowed keyTags:

valid: [vaiid =l

Define time period: T

Lpdate changes | Delete | Feset

V06/06/07 deister electronic GmbH 30890 Barsinghausen Germany 15
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6.3 Assigning keyTags

proxSafe Commander Software 3

On the next card “KeyTags” you have the possibility to assign single keyTags which the
selected user should have access to.
In order not to get lost in a long list of keyTags from all terminals connected, you will find it
helpful to select the terminals and single cabinets first (in case there are more cabinets
connected to a terminal) using the two upper drop-down menus:

User Assign Assign keyTag Assign time Assign kewTag Add new
infarrmation keyTags groups profiles terrinals releaze user
"é\" Terminal: | Main Entrance |
keyTags from cabinet: |AII Cahinets |
2l Cabinets ] %
Unassigned keyTags Cahinet1

Assignment of the single keyTags then takes place in the lower part of the window (as

described in 3.6).

Usar Assign
infarrnation keyTags

fssign keyTag
groups

Aszign timne
profiles

Asszign
terminals

keuTag Add new
release user

Terminal: |ru15|in Entrance i

keyTags from cabinet: |Cahinet—1 j

Lnassigned keyTags Assigned keyTags

office Al -
office AZ
office A3
office Ad
office A
office AR
office AT
office AR
office A4
office A10
rmobile 01
maokhile 02
maokhile 03
muohile 04
rmobile 04
maohile 06
maokile 07
maokhile 08

Note:
The assignment of keyTags will automatically lead to an assignment of the
according terminal(s) to the selected user.

16 deister electronic GmbH 30890 Barsinghausen Germany V06/06/07



proxSafe Commander Software 3

6.4 Assigning keyTag groups

deister @

electronic

Single users can also be assigned to keyTag groups, which have been created before
within the submenu “KeyTags” —> “KeyTag Groups” (see also chapter 9 “KeyTag
Groups”), e.g. members of the cleaning staff should have access to all staff keys
associated with cleaning facilities. In order to do so please select a user from the tree on
the left and go to tab “Assign keyTag groups” (as given below).

Uzear
infarrnation

Assign Assign keyTag
keyTags groups

Aszzign tirme
profiles

Assign kevyTag Add new
terminals releasa user

®
s

Unassigned keyTag groups

car keys

cleaning facilities™ keys
ermergency exit keys
maohiles

offices administration

Assigned keyTag groups

lahoratory keys

Then assign the desired keyTag group (as described in 3.6).

Note:

The assignment of keyTag groups will

automatically lead to an

assignment of the according terminal(s) to the selected user.

V06/06/07
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6.5 Assigning time profiles

On the following register card you will be able to assign customized keyTag or user time
profiles, which had to be created before (please refer to chapter 11 “KeyTag Time Profiles”
or chapter 12 “User Time Profiles”).

For assignment go to submenu “Users” and then turn to tab “Assign time profiles”. First
select a user from the list, then select a terminal and an individual keyTag from the drop-
down menu and finally choose which keyTag time profile and which user time profile you
want to assign to this particular keyTag and user.

User Assign Assign keyTag Assign ime Assign kewTag Add new
infarrmation keyTags groups profiles terrinals releaze user

@ Terminal: All Terminals |
ﬂ.'\

KeyTag time profiles

Assign keyTag: |Iahuratnrg,f E01 j

To keyTag time profile: |always valid j

User time profiles

Assign user to user time profile: |always walid j

Ipdate changes | Reset

18 deister electronic GmbH 30890 Barsinghausen Germany V06/06/07
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6.6 Assigning terminals

On the card “Assign terminals” single terminals can be assigned to a selected user or withdrawn
(as described in 3.6). The assignment of only terminals may be useful, if a user should already
be granted access in general, but has not yet been assigned to specific keyTags.

Only after a user has been assigned to a certain terminal, to which he should have access
to, he will be admitted to take out or return keys (see also 6.1 “Creating new users”).

User Assign Assign keyTag Assign time Assign kevyTag Add new
information kevTags groups profiles terminals releasa user
Unassigned terminals Assigned terminals
il -
Blue Room Main Entrance
Main Panel

Please Note:

A withdrawal of single terminals will automatically lead to a complete
withdrawal of all keys assigned from these terminals (also refer to 6.3
“Assigning keyTags”).
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6.7 Remote keyTag release (user-defined)

There are two ways for a remote keyTag release within the Commander Software not using
the terminal (also see chapter 5 “KeyTag release mode”). The first one is user-defined, i.e.
the name of the user will be shown in the according reports together with the event name
“release”. It is carried out as follows:

Go to submenu “Users”and then turn to tab “KeyTag release”, select a user from the user
tree first, then determine the according terminal and cabinet and finally select the desired
keyTag you want to release. Only those keyTags will be shown in the selection menu, that
have been assigned to the selected user. A click on the button “Release keyTag” will
promptly release the keyTag after the next terminal synchronization.

User Assign Assign keyTag Assign time Assign KeyTag Add new
inforrmation kevTags groups profiles terminals release user

rg\.’ Terminal: |Main Entrance =]
£

keyTags from cabinet: |Cabinet—1 j

Release keyTag: |carkey S01 j

Felease kevTag D\{J

If there is no selection menu given for the single keyTags and no “Release keyTag” button
is shown, please check if the selected user does have keyTags assigned to him within the
according terminals/cabinets.

Note:

Because this function allows a remote take-out of any desired keyTag, which
has been assigned to the according user, it needs to be specifically activated
(or deactivated) for every web user within the “Administration” menu on the
register card “Edit rights” (see also 16.3 “Editing web user rights”).

7. KeyTags

The submenu “KeyTags” allows the administration of the entire keyTag data. Here you are
given all the information concerning assigned and unassigned keyTags, new keyTags can
be defined (name, proxCylinder position, release mode, etc.) and assignments from
keyTags to users, to terminals, to keyTag groups or to time-profiles can be carried out,
edited or deleted.

KeyTags that have already been assigned to a terminal appear under the menu item
“Terminals” of the “Select keyTag” list, while keyTags, that have not been assigned to a
terminal, cabinet and proxCylinder position yet, appear under “Unassigned keyTags” in
the same list.
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7.1 Creating new keyTags

In order to create a new keyTag click on the button “Create keyTag” on the left side of the
screen. Then the according register card “Add new keyTag” will open (can also be
selected directly):

keyTag information | Assign users |Asszign kevyTag groups | Assign Iterns | Assign terminals | Add new keyTag

e keyTag display name: I
F

keyTag electronic number: I

One time seal number: |

Save | Reszet

On this card you are prompted to enter the name of the keyTag and a possible one time
seal number (optional). After saving your entries the program will automatically open up
the following card “keyTag Information”.

7.2 KeyTag information

keyTag information [ Assign uszers [Assign keyTag groups [ Assign Iterns | Assign terminals [Add new kevTag

keyTag display name: I,:,m,:e A0

keyTaq electronic number: |DDSDET83

One time seal number: |

Current proxCylinder: Ig
keyTag release mode: |Sing|e USEr 3CCESS |
User group flag: v

pdate changes Delete | Feset

Emergency release |

This card shows again all the information about your newly created keyTag and two new
options will appear: Defining a keyTag release mode and activating a user group flag.
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7.2.1 Defining the keyTag release mode - Single/Dual/Triple user access

For safety reasons it can be helpful to determine, that certain (i.e. important) keys may only
be taken in the presence of more than one person.

Therefore a keyTag release mode needs to be selected here from three possible modes
(within the drop-down menu): single user access, dual user access or triple user access.
This means, that a keyTag might only be released after one (“single”), two (“dual”) or three
(“triple”) users have registered one after another at the same terminal — depending on the
selected mode.

keyTag release mode: | Single user access =

User group flag: ¥

7.2.2 User group flag

An additional safety measure is to activate the user group flag (hook in check box; see
figure above). This means that the two or three users, demanded in the according keyTag
release mode, must be from different user groups, which can be for example different
departments (see also chapter 10 “User Groups”).

7.2.3 Emergency release (non-user-defined)

The second possibility (see also 6.7 “Remote keyTag release (user-defined)”) for a remote
keyTag release is given by “Emergency Release”.

First select the keyTag, which is to be taken by remote control and then turn to the register
card “keyTag Information” in the keyTag submenu. A click on the “Emergency
release”-button will immediately release the selected keyTag after terminal synchronization.

Note:

Because this function allows a non-user-defined take-out of any desired
keyTag (i.e. no retracing of the keyTag holder within the according
reports), it needs to be specifically activated (or deactivated) for every web
user within the “Administration” menu on the register card “Edit rights”
(see also 16.3 “Editing web user rights”).

22 deister electronic GmbH 30890 Barsinghausen Germany V06/06/07



deister @

proxSafe Commander Software 3 electronic

7.3 Assigning users

On the next card “Assign users” you can determine, which users should have access to the
selected keyTag. In order to do so select a keyTag from the list first. Assignment of the
single users (and withdrawal of assignment) then takes place in the lower part of the
window (as described in section 3.6).

keyTag information | Assignusers |Azzign keyTag groups | Assign Iterns | Assign terminals [Add new keyTag
O Unassigned users Assigned users
Miller, Janna Smmith, Thomas
Miller, Jahn MecCarthy, Laura
Hagan, Eathy Martan, Craig
Lloyd, Brendon Seny, Carolin
Lamher, Gilles Texier, Micalas

Foy, Elizabeth
Fandren, Gene
Yanderhuild, Daniel
Feltier, James

MHader, Talita
Satdia, Mario
Stern, Dominigue ®
Administratar
wan den Haan, Harrie -

Yildiz, Ergln
Zarnaovicz, Wadim

7.4 Assigning terminal positions

Once you have created a keyTag by naming it, this keyTag will at first only appear in the
left-sided list under Unassigned keyTags. In order to make this keyTag known to the system
now, it needs to be assigned to a certain terminal, cabinet and proxCylinder, i.e. to a
specific position. This is done as follows: Turn to submenu “keyTags”, then to tab “Assign
terminals” and the following card will be opened:

keyTag information | Assign users |Assign keyTag groups | Assign Iterms | Assign terminals IAdd new keyTag

e Terminal: | Main Entrance =l
]

Cahinet: | Cahinet- Cabinet1 |
Position: [ proxCylinder - 27 |
pdate changes | Reszet |

Only free (i.e. not assigned) proxCylinder positions will be available.
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Select the desired terminal, cabinet and position of proxCylinder from the upper three
drop-down menus, store your entries with “Update changes”, and a short red notice will
be given afterwards: “Changed keyTag position”.

7.4.1 Teach-in procedure of the electronic keyTag number

In order to teach-in the electronic number of the key Tag at the terminal (i.e. to make the
new keyTag known to the terminal software itself) proceed as follows:

After registration at the terminal as administrator you reach the menu by pressing the blue
“F”-button. Number 1 in the menu list will lead you to “Assign keyTag”. The arrow keys
help you to find the name of the newly created keyTag (third line has to be empty), but
only if this keyTag has been assigned to this terminal before (within the Commander
softwarel). After confirming with the green “enter”-button for assignment (“«'“ at the
terminal) you will be prompted to present the keyTag in front of the keyTag-reader (-->
also refer to the “Wiring & Installation Instructions” for the proxSafe maxx, chapter 5
“Commissioning”, section 5.4 “Teach-in of keyTags”). The electronic keyTag number read
by the reader will be shown in the keyTag Information right after terminal synchronization.

7.4.2 Change keyTag position

In order to change the proxCylinder position of a keyTag later on or to assign a known
keyTag to a completely different terminal or cabinet, you also have to enter your changes
on this card “Assign terminals” and save your entries with “Update changes”.

7.5 Assigning items

For an easier way of tracing items (i.e. objects of value, such as cars, mobiles, laptops
etc.), it is possible to assign items, which had been created before within the according
submenu (see chapter 8 “ltems”), to a certain keyTag.

Therefore select a keyTag first, then turn to tab “Assign ltems” of the keyTag submenu and
carry out the assignment of the selected items from the item list as described in section 3.6.

keyTag information | Assign users | Assign kevTag groups | Assign Items | Assign terminals [4dd new kevTag

Unassigned items Assigned items
V

H-AB 2457 mohile MrMiller
H-Jk 7866
H-mP 1227
laptop sales 51
laptop sales 52
laptop sales 53
mohile R&ED

For an easier recognition of keyTags, that have items assigned to them, there is a little check
box in front of those keyTags. A mouse click on the particular box with a “+” symbol in it will
shown the name of the assigned item, a second mouse click on the “-” symbol will hide the
item name again (as shown below in an extract of the “Select keyTag” list):
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(__) 25 - laboratory ROS
() 26 - safe
E‘ ':__) 27 -car key 501

H- ':__) 29 - car key 503
@ 20 - car key 504

""" ':__) 21 - car key 505

7.6 Assigning keyTag groups

Single keyTags can also be assigned to certain keyTag groups, which have to be created
before (as described in chapter 9 “KeyTag Groups”).

In order to do so please select a keyTag from a terminal and cabinet from the left-side list
and go to tab “Assign keyTag groups” (as given below).

keyTag information | Assign uszers | Assign keyTag groups | #zsign Iterns | Assign terminals | 4dd new keuTag

Lnassigned keyTag groups Assigned keyTag groups

car keys offices administration
cleaning facilities™ keys
emergency exit keys
laboratory keys
muahiles

Assignment of the desired keyTag groups (as well as withdrawal of assignment) then takes
place in the windows below (as described in 3.6).

8. ltems

This function gives you the possibility to specifically determine objects, that are
associated with the keyTags. These objects/items may be cars, mobiles, laptops or any
other valuables. For assignment of items to certain keyTags refer to chapter 7.5
“Assigning items”.

8.1 Creating new items

In order to add a new item, go to the submenu “KeyTags” and select “ltems” from the
drop-down menu. A click on the “Create item” button will immediately open the according
register card “Add new item”. On this card you may enter the name, make, model, serial
number and some (optional) notes for description.
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Itern inforrnation | Add new item
f [tem name: |
i
Make: I

Model: |

Serial nurmber: I

Mote: ;I

Save | Reset |

After having saved your entries, the program will automatically turn to the next card “ltem
information”.

8.2 Iltem information

The register card “ltem information” of the submenu “ltems” displays all information about
the selected item and allows further editing.

Item information | fdd new itern
Itern name: |H-AEI 467
& Make: |
Model: [Mercedes

Serial number: |

Mote: £220 metallic blue |

[~

pdate changes | Delete Reset |

9. KeyTag Groups

Several keys of the same kind (for example all car keys, all keys of a certain department, all
management keys, etc.) can be summarized within one keyTag group. Assigning whole
keyTag groups to certain users will be easier than assigning several keyTags of the same type
individually. Pooling keyTags also helps to create more specific reports. If for example a report
should only give information about cerfain keys, e.g. all car keys, only this keyTag group
needs to be assigned to that particular report (also refer to 13.2.1 “Creating new reports”).
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9.1 Creating new keyTag groups

In order to initially define keyTag groups, turn to submenu “KeyTag groups” in the main
menu below “KeyTags”. Click on the left-sided “Create keyTag group” button and the
according register card “Add new keyTag group” will immediately open:

KevwTag group information | KeyTag group membears | Add new keyTag group

@ keyTag group name: I

keyTags group description: :|

Save | Reset |

On this card you may enter the name for your new keyTag Group and a possible
description. After having stored your entries the program will automatically turn to the next
card “KeyTag group information”.

9.2 KeyTag group information

On the left tab “KeyTag group information” all information about the newly created or any
other selected keyTag Group is shown and further editing is possible.

KeyTag group information | KevTag group membears | Add new kevTag group
. keyTag group name: |carkeys
keyTags group description: all keys from all company ﬂ
cars
=l
pdate changes Delete Reset |
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9.3 Assigning keyTags to keyTag groups

The actual assignment of keyTags to keyTag groups is carried out on the card “KeyTag
group members”. First select the desired keyTag group from the left-sided tree and then
select the terminal and (possibly) cabinet, you want to assign keyTags from. Now you are
able to assign single keyTags from the list in the window given below or withdraw the
assignment in the known way (described in section 3.6).

KevTag group information | KeyTag group members | Add new kevTag group

e -
*_ Terminal [Main Entrance 7|

. Cahinet-1 -
keyTags from cabinet: I J

Unassigned keyTags Assigned keyTag

office Al - car key 501
office AZ car key 502
office A3 car key 503
office A4 car key 504
office AS car key 504
office AG

office AT

office A

office A9

office A10
mokhile 01
rnobile 02 ®
mokile 03
rmohile 04
maohile 04
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10. User Groups

In the same way as keyTags of the same type can be summarized in keyTag groups, users
can be summarized in user groups as well, for example if they belong to the same
department, share the same rights or have other attributes in common. Defined user
groups are mandatory, if you want to make use of the “User group flag” option (as
described in 7.2.2 “User group flag”.)

10.1 Creating new user groups

In order to initially define user groups, turn to submenu “User Groups” in the main menu
below “Users”, click on the “Create user group” button on the left side and the according
register card “Add new user group” will be opened immediately:

Uszer group Information | Uszer group mernbers | Add new user group

User group name: |

IUser group description: ;l

Save | Reset |

On this card you are asked to enter the name for your new user group and a possible
description. Saving your entries will lead you automatically to the next card “User group
information”.

10.2 User group information

On this card all information about the newly created or any other selected user group is
shown and further editing is possible.

User group Information | User group mermbers | Add new user group

User group name: |Finances & Cantralling
User group description: all memhers of the ]
Finances & Controlling
departme LI
Update changes Delete Reset |
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10.3 Assigning users to user groups

The actual assignment of users is carried out on the last register card “User group
members”. First select the desired user group from the left-sided tree and then you are
able to assign single users from the list in the window given below or withdraw the
assignment (as described in 3.6).

User group Information | User group members | Add new user group

Unassigned users Ascigned users

Administratar Lamhert, Gilles
Lloyd, Brendon

11. KeyTag Time Profiles

If certain keyTags should not be taken any time but only within a defined time frame, it can
be useful to determine exact time profiles for keyTags in connection with a specific user.
Additionally the maximum time for keyTag withdrawal can be determined. Once a keyTag
time profile has been created and assigned to a certain user, this actual user assignment
can also be changed within the submenu “Users” on the register card “Assign time
profiles” (see also 6.5 “Assigning time profiles”).

11.1 Creating new keyTag time profiles

In order to do so go to the submenu “KeyTags” and select “KeyTag time profiles” from the
drop-down menu. Then click on the button “Create time profile” and the according
register card “Add new time profile” will open immediately. On this card you are asked to
enter a name for setting up your new keyTag time profile (as given below):

Time profile infarmation | Assign keyTags | Add new time profile

Time profile name: marning shift

Save | Reset |

Saving your enfries will automatically lead you to the register card “Time profile
Information”, where the actual settings can be defined.
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11.2 KeyTag time profile information/settings

On this card you are able to specifically define the timespan (start time/end time in hours
and minutes) for each day of the week and the maximum duration for keyTag withdrawal.
(A possible time profile setting for the morning shift is given below:)

Time profile informaton | Assign keyTags | Add new timme profile
Time profile name: marning shift

Timespan:

Starttime: [5 =l H [30=] ™

Endtimne: [t4 =] H [30=] ™

Max, duration for keyTag withdrawal: |B j H |EI j ]
Maon Tue Wed Thu Fri Sat Sun
W 2 = ¥ [ ¥ r

Update changes | Delete |

This example shows, that the previously selected user (shown in 11.3: “Kathy Hogan”) may
only take the assigned keyTags (as shown in 11.3: “laboratory RO1-R04” from Cabinet-1)
during the morning shift from 5.30 in the moring and 14.30 in the afternoon. The maximum
time for the keyTag withdrawal amounts to eight hours. If one of these time limits is not being
kept or if the maximum time is being exceeded, an overdue alarm will be generated by the
software and reported within the “Current keeper information” report.

11.3 Assigning keyTags to keyTag time profiles

In order to assign keyTags to specific keyTag time profiles, turn to tab “Assign keyTags” in the
“KeyTag time profiles” submenu. Select a user first and then select the terminal and (possibly)
the cabinet, from which you want to assign keyTags to. The actual assignment (or withdrawal
of assignment) is carried out in the windows below as described in section 3.6.

V06/06/07 deister electronic GmbH 30890 Barsinghausen Germany 31



deister @

electronic proxSafe Commander Software 3

Time profile information | Assign keyTags | Add new tirne profile
. Hagan, Eathy -

|ru15|in Entrance j

Terminal;
. Cahinet-1 -
keyTags from cabinet: I J
LUnassigned keyTags Assigned keyTag
labaratory ROA laboratory RO
laboratory ROZ
|abharatory R03
laboratory R04

12. User Time Profiles

If certain users should only have access to the keyTags assigned to them within a defined
time frame, it can be useful to determine exact time profiles for users in connection with a
specific terminal. Once a user time profile has been created and assigned to a certain user
for a certain terminal, these actual assignments can also be changed within the submenu
“Users” on the register card “Assign time profiles” (see also 6.5 “Assigning time profiles”).

12.1 Creating new user time profiles

For defining a user time profile turn to submenu “Users” and then select “User time profiles”
from the according drop-down menu. Click on the button “Create time profile” and the
program will immediately open the according register card “Add new time profile”.

Time profile information | Time profile settings | Assign uset | Add new time profile

Time profile name: |c|eaning tirme workdays anly

Save | Reset |

Entering a name and saving your entry will pass you directly on to the card “Time Profile
Settings” (see 12.2). On the card “Time profile information” only changes in name or
deletion is possible.
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12.2 Settings for user time profiles

On the next register card “Time Profile Settings” you are given all the options to specially
design your own user time profile, which means selection of single weekdays and defining
the time in hours and minutes (several time slots per day possible). Each entered line needs
to be confirmed using the “Add” button. For deletion only click on the red dot in the
“Delete” column.

Time profile information | Time profile settings | Assign user | Add new tirme profile
Fram:
- IMnnday | ID =l w ID M
: Add
Tao:

IMnndaj,r j IEI j H IEI j M

Monday 06:00 Monday 1400 @
Tuesday 06:00 Tuesday 1400 @
Wednesday 0&:00 YWednesday 1400 @
Thursday 0&:00 Thursday 14:00 @
Friday 06:00 Friday 14:00 o

This example for a user time profile (here: “cleaning time workdays only”) shows, that
certain users (all assigned users as shown in 12.3 ) may only take their assigned keyTags
using the selected terminal (as shown in 12.3) during 6.00 in the morning and 14.00 in
the afternoon and this only on workdays from Monday to Friday. If one of these time limits
is not being kept, an overdue alarm will be generated by the software and reported within
the “Current keeper information” report as well.
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12.3 Assigning users to user time profiles

In order to carry out the actual assignment of a user to a user time profile, go to submenu
“User time profiles” and then to the register card “Assign user”.

Then select a terminal first from the upper drop-down menu and carry out the assignment
(or withdrawal of assignment) from the list in the windows below (as described in 3.6).

Note:
It is only possible to assign one particular time profile to a certain user
and terminal.

Time profile information | Time profile settings | Assign user | Add new tirme profile

Choose terminal; IE”'-IE Roorm =l
Unassigned users Assigned users

Fandren, Gene Administratar
Foy, Elizabeth MeCarthy, Laura
Haogan, Kathy Miller, Jahn
Lamher, Gilles Martan, Craig
Lloyd, Brendaon Peltier, James
Mader, Talita Texier, Micolas
Stern, Dominigue woh den Haan, Hartie
Yanderhuild, Daniel
Yildiz, Ergin
Zarnovicz, vVadim

»

=
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13. Reports

The proxSafe Commander Software provides a report function to keep the history of events
and helps to get detailed information easily extracted. These reports can have different
types of format, so they can be printed out for paper documentation, imported into other
applications or forwarded per email.

According to their setup different reports can for example give information about the
current location of certain keyTags, about movements of keyTags within a definable time
period or about “overdue-alarms”.

Two generally different types of reports have to be distinguished: predefined and user-
defined (i.e. customized) reports.

Note:
Predefined reports can not be edited in any way, i.e. the selected
information has been predetermined by the program.

13.1 Predefined reports

The five different predefined reports, listed on the left side in the “Select report” list, are
viewable any time. These reports are called “Current keyTag location”, “User held keyTag
information” and “All events of today/this week/this month”.

13.1.1 “Current keyTag location” report

In order to view this particular report go to “Reports” in the main menu and then turn to
tab “View report”. An extract of a “Current keyTag Location” report is shown below:

Create report | View report | Edit report | Assigned users | Assigned keyTags | Assigned keyTag groups | Add new report
I Filter |
Print | PDF | C5W
Select report: = -
E Current keyTag location Terminal Blue Room - Cabinet-1
proxCylinder number keyTag name Holder Last event time
E User held keyTag information
E All events of today Terminal Main Entrance - Cabinet-1
E All events of this week proxCylinder number keyTag name Holder Last event time
E All avents of this month 1 officent Cabinet Mar 14, 2007 10:23:31 AM
A 2 office A2 Cabinet
B-Jca - wE 3 office A3 Cabinet
4 office A4 Cabinet
5 office AS Cabinet Mar 14, 2007 10:24:11 AM
& office A6 Cabinet
7 office A7 Cabinet
3 office AZ Cabinet
el office A3 Cabinet
10 office A10 Cabinet Mar 14, 2007 10124119 AM
11 rnobile 01 Cabinet
1z rnobile 02 Cabinet
13 rnobile 03 Cabinet
14 rnobile 04 Cabinet
15 rnobile 05 Cabinet
16 mobile 06 Cabinet
17 mobile 07 Unknown Mar 13, 2007 11:32:52 AM
1g rnobile 08 Unknawn Mar 13, 2007 11:32:51 AM
13 rnobile 09 Cabinet
20 rnobile 10 Cabinet
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It gives information about the proxCylinder number, the holder of all the keyTags in the
installation as well as the time of the last event, for example the time of the last return of a
keyTag. All terminals and according cabinets are listed separately.

13.1.2 “Current keyTag holder” report
The second predefined report is the “Current keeper information” report. Here all issued

keyTags are listed with their current keyTag holders.

In this report also the “overdue”-alarms are shown if any possible time limits have been
exceeded (see 14 “Overdue alarms”).

Create report | View report | Edit report | Assigned users | Assigned keyTags | Assigned keyTag groups | Add new report

[ Filter |

Select report:
Current keyTag location keyTag Cabinet- 5/9/07

keyTag taken by
F mobile | BlU% ROST | R
Current keyTag holder
Y i 5/23/07

events of toda i e
¥ car key 501 sin Cabinet Miller, Janna 12:40:11
= X Entrance 1 oM
All events of this week
i 1 i 572307

events of this month i e
- office A4 Enn:r::ce Cabinet Marton, Craig 1z2:39:16 keyTaag taken
E ] Ca - WE P

Main Cabinet;

P 52307

) L ) 5/23/07
office Al sin Cabinet Vanderl_:ulld. 12:39:02 keyTag taken
Entrance 1 Daniel o

; — 5/23/07
office A10 et Eelaimat Servy, Caralin 12:39:39
Entrance 1 oM

13.1.3 “All events of this day/week/month” report

Print | PDF | C5Y

car key 505

The three remaining predefined reports show all events, that happened that day (“today”),
within that current week (“this week”) or that current month (“this month”).

The events listed show every event of the keyTags that have been issued or returned within
the defined time limit. For each entry the user is listed, who took the keyTag out of the
cabinet as well as the user, who returned it together with the according time and date. If a
keyTag has not been returned user-defined (i.e. only by presenting the keyTag without
registration at the terminal), the user is shown as “unknown”.

The event “issued” stands for taking a keyTag at the terminal (standard case), while the
event “released” marks a software controlled release of that certain keyTag. In case the
event “released” is shown in combination with a user name, it has been a user-defined
(remote) “KeyTag release” (see 6.7). In case the user is shown as unknown, the keyTag has
been released non-user-defined by “Emergency release” (see 7.2.3).
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An extract of an “All events of this week” report is shown below:

View report | Edit report | Assigned users | Assigned keyTags | Assigned kevTag groups | Add new report

Print | PDF | C5Y

kr?;fl'_l'n.zég LIser name Event Tirmne Lser name | Ewent Tirne
car key S01| Fondran, Gene | Issued Mf:rsg?éuzlgﬁq? Issued
car key 502 g::?jrbu”d’ Issued M::%gi;:‘;ﬁ: Issued
car key S03| Lambert, Gillas | Iszued M::rﬁé?égzgﬁ: Issued
car key 505 Miller, Janna Issued M::rﬁg?ilzlgﬁ: Issued
office Al Maotton, Craig Iszued Mf:rﬁg?é?zaﬁ: Izzued
office Al0 Urknown Issued M;;_g?éazﬁﬁ: Unkrown Returnad M;:;_g?égzgﬁq?
office A10 | Servy, Carolin Issued M::;gi;;ﬁﬁ: Unknown wéi::;g M;:;g?éfgﬁ:
office A2 Servy, Carolin |Released M;;_g?égzgﬁ: Issued
office A3 Unknown Releasad M;;_??éazﬁﬁ: Issued
office A4 Unknaown Relzased M;;??ifgﬁ: Iszued

13.2 User-defined reports

Predefined reports can not be edited in any way. If a web user wishes to get detailed
information for example only about a special group of keyTags or if he is only interested in
the events of single users or would like to view events of a particular period in the past, a
specific user-defined report needs to be created.

Note:

User-defined reports need mandatory assignments of users and
keyTags/keyTag groups and they will only show keyTag events, where all
these assignments apply to.

13.2.1

In order to create a new report click on the button “Create report” on the left side of the
screen and the according register card “Add new report” will be opened. On this card you
are asked to enter a name and report description (optional).

Furthermore a timespan (“Data range”) has to be determined either selected from the
suggestions given (under “Define data range”, for example last 24 hours, last 30 days,
always etc.) or user-defined (using the “Data range” fields “From:” and “To:”).

Creating new reports
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View report | Edit report | Assigned users | Assigned keyTags | Assigned keyTag groups | Add new report

Feport name: |
Report description: ;l
=

Define data range: I{Cugtnmb |
Date range: Frarm:

| |

To:

[ -

Save | Reseat |

Saving your entries will lead you automatically to the register card “Edit report”, where
further editing is possible as usual.

After this first setup it has to be determined, what kind of information the report will have to
show, e.g. which users, keyTags or keyTag groups are involved.

13.2.2 Assigning users to user-defined reports

The particular users, you wish information about, need to be assigned to this report on the
“Assigned Users” register card (as described in 3.6). All events listed in this report will then
only show keyTag movements, in which one or more of these assigned users took part.

Create report | View report | Edit report |  Assi dusers | Assigned keyTags | Assigned keyTag groups | Add new report
I Filter . . .
—I Unassigned users Assigned users
Select report: - Administratar Fondren, Gene
= . Lamber, Gilles Foy, Elizabeth
Current keyTag location Lloyd, Brendon Hogan, Kathy
User held keyTag information McCarthy, Laura
Miller, Janna
All events of today Miller, John
. Maortan, Craig
all events of this week Mader, Talita
I~ . Feltier, James
&ll events of this month Servy, Caralin
B ca - WE Srith, Thormas .
Sotaia, Mario
mcar key takeout Stern, Dominigue
E"'HFebruary 2007 Texier, Micolas ®
m Wanderbuild, Daniel
Weekend 07/03/01 von den Haan, Harrie

13.2.3 Assigning keyTags to user-defined reports

Furthermore you have to determine, which keyTags should appear in your report.

In order to do so select the report first, you want to assign keyTags to, then turn to the
register card “Assigned keyTags” and assign single keyTags from the list in the windows
below (as described in 3.6). All events listed in this report will then only show keyTag
movements of the assigned keyTags.
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Create report |

[ Fiter |

iew report | Edit report | Assigned users | Assi

dkeyTags | Assigned keyTag groups | Add new repart

Select report:
Current keyTag location

User held keyTag information
All events of today
Al events of this week
All events of this month
B 7 CA - WE
mcar key takeout

Terminal:

Unassigned keyTags

IAIIterminaIs 'l

Assigned keyTags

laboratory RO
labaratary RO2
laboratory RO3
laboratory RO4
laboratory ROA
mohile 01
maobile 02
maohile 03
maohile 04

- car key 501

car key 502
car key 503
car key 504
car key 505

13.2.4 Assigning keyTag groups to user-defined reports

If you wish information not only about single keyTags but about one or more complete
keyTag groups, you have to determine, which keyTag groups should appear in your report.

In order to do so first select the report, you want to assign keyTag groups to, then turn to
the register card “Assigned keyTag groups” and assign single keyTag groups from the list
in the windows below (as described in 3.6).
All events listed in this report will then only show events, where members of the assigned

keyTag groups are involved.

Create report |

[ Fiter |

“iew report | Edit report | Assigned users | Assigned keyTags | igned keyTag groups | Add new report

Select report:

Current keyTag location
User held keyTag information
All events of today

&ll events of this week

&l events of this manth
BV Ch - WE

é"“ﬂcar key takeout

; mFebruary 2007
“[[Yweekend 07/03/01

Unassigned keyTag groups

Assigned keyTag groups

cleaning facilities” keys
emergency exit keys
labaratary keys
maohiles

offices administration

carkeys
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13.3 Viewing/processing reports

Every selected report can be viewed by turning to the register card “View Report”. For safer
documentation it can be printed out (select “Print” on top of the report) or exported as a
PDF- or CSV-file (select “PDF” or “CSV”). The CSV-file has a comma-separated format
and can this way easily be imported into table handling software, i.e. MS Excel.

Create report | View report | Edit report | Assigned users | Assigned keyTags | Assigned keyTag groups | Add new report

[ Fiter |

F‘rinil POF | C5V|
Select report:

2 keyTa ; 2
Current keyTag location n;meg User name Event Time User name | Event Time
User held keyTag information car key Mar 29, 2007 Mar 29, 2007
501 Fondren, Gene | Issued 4:57:20 PM Unknown Returnad 3:50:28 PM

All events of today
Al events of this week

car key Wanderbuild, Mar 29, 2007
Izzued

502 Daniel 4155143 PM Issued

=l Ly Lambert, Gilles |Releazed bl 8¢5 SI0 Unknown Returned| '1ar 14, 2007

all events of this month 502 12:42:53 PM 12:45:15 PM
. § car key n Mar 29, 2007
(= |/ CA - WE 505 Lambert, Gilles | Iszued 4156159 PM Izsued
E'"mcar key takeout car key [wanderbuild, Mar 14, 2007 ; Mar 14, 2007
et . 503 Daniel Issued | 7 4417 pu |L@mbert Silles|Returmed) 5 0o o
: hl ebruary
L e [z Millar, Janna | Issued | Mar 14, 2007 Unknown  |Returned| M3r 22, 2007
""uweekend D?f‘DS;‘Dl S04 ! 2:01:26 PM 9:127:56 AM
car key q Mar 14, 2007 q Mar 14, 2007
504 Miller, Janna Izzued 12:44:02 PM Miller, Janna |Returned 12:46:01 PM
car key q Mar 29, 2007
505 Miller, Janna Izzued 4:56:11 PM Izsued

car key Wanderbuild, Issued Mar 29, 2007 Wanderbuild, Returned Mar 29, 2007
505 Daniel 9:13:00 AM Daniel 9:13:10 AM

14. Overdue alarms

Within the proxSafe Commander Software certain alarms are automatically generated,
whenever preset time limits have been exceeded.

There are three different types of so called overdue alarms:

1. user time limit exceeded
2, keyTag time limit exceeded
3. keyTag duration exceeded

These alarms are generated in case a user keeps a keyTag outside the defined time frame
(for determination of the “user time limit” refer to chapter 12 “User Time Profiles”) or a
keyTag has not been returned within the assigned keyTag time limit (for determination of
the “time span” for keyTags see chapter 11 “KeyTag Time Profiles”) or if a keyTag is kept
longer than allowed (i.e. the “maximum duration for keyTag withdrawal” has been
exceeded; also see 11.2 “KeyTag time profile information / settings”).

Note:

These overdue alarms are only shown in the original “Current keeper
information” report. Once the overdue keyTags have been returned, the
alarms are not shown any longer in this report but have to be called for
within the add-on program “Alarmer” (see addendum).
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Examples are given in the report extract below:

View report | Edit report | Assigned users | Assigned keyTags | #ssigned keyTag groups | Add new report
Print | PDF | CSYV
. s 3f29/07
office AZ Main Bl Unknown 5:17:08 T tal-.nen by
Entrance 1 averwrite
P
Main Cabinet- eI keyTag taken b
office A4 Unknown 5:17:11 #1ag tax ¥
Erntrance 1 P ouerwrite
. . 2/29/07
car key 505 ey celim=t Miller, Janna 4:56:11
Entrance 1
P
. . 3fz29/07
car key S03 Main Calsilnzi Lambert, Gillas 4:56:59
Entrance 1
P
. . 3fz29/07
office Al Main Calsilnzi Fondran, Gene 5:53:19
Entrance 1
P
. . 3fz29/07
car key S01 Main Calsilnzi Fondran, Gene 4:57:20
Entrance 1
P
Main Cabinet- vanderbuild, 2
car key 502 b 4:55:43
Entrance 1 Caniel
P
. . 3F29/07
office AZ Main Eelbiinc Servy, Carolin 5:15:59
Entrance 1
P
. . 3f29/07
office AS bl Cabinet Servy, Carolin £:1l14:02 keyTag taken
Erntrance 1
P
. s 3f29/07
office Al10 e Selallnzf Servy, Carolin £:13:51 keyTag taken
Entrance 1 B

If you wish these overdue alarms to result in any further actions, for example to generate a
reminding message on different PCs or to generate further acoustical or visual warnings
using special follow-up software programs, refer to the add-on program “Alarmer”
belonging to the family of proxSafe Commander Software tools.

15. Email Reporter

The email reporter is a helpful tool for automatic forwarding of information via email
about issued keyTags, current keyTag holders and preceding events to other people, that
need or wish to have control over this. Before the desired information can be sent per
email, the settings for an email report have to be specified in both, within the submenu

“Email Reporter” and on the register card “Mail server” in the “Administration” menu (see
16.4 “Mail server”).
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15.1 Creating new email reports

In order to create a new email report, go to “Reports” in the main menu and select “Email
reporter” from the drop-down menu. A click on the “Create email report” button will
immediately open the according register card “Add new email report”.

Edit ernail report | Recipients | Histary | Add new email report
ﬁ Email report name: |Current keyTan hiolders car keys
F
Emnail subject: |AII car keys from sales department
Select report: |Current keyTag holder report j
Email report format: ||_|-|-ru1|_ j
Send empty reports: I‘r‘es j
Send email report: |Dai|3f j
Send email at: |19j H ID j M
Save | Reset |

Here you are asked to enter a name and subject for the new report.

The next step is to select a report (predefined or user-defined) from the list given in the
drop-down menu (only predefined reports possible or those, that have been created
before; see also 13 “Reports”) and to define the format for the attached report in the email
report format (HTML, PDF or CSV).

You also have to state, if empty reports shall still be sent (e. g. a report of the current keyTag
holders, when all keyTags have been returned to the cabinet). Finally the interval for
sending reports (daily, first day of week/month) and the sending-time (“Send email at:”)
need to be determined.
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15.2 Editing email reports

All settings of a newly created or any other already existing email report can be edited by
turning to tab “Edit email report” and selecting the desired report name on the left.

Edit email report | Recipients | Histaory | Add new ermail report
1 | \
‘ Email repart name: |Current kewTag holder car keys
Email subject: |AII car keys from sales department
Select report: |Current keyTag holder report j
Email report format: ||_|-|-ru1|_ j
Send empty reports: |‘r‘es j

Send email report:

Send email at: |1gj H ||:| j M

Save I Delete | Reset
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15.3 Recipients

On the tab “Recipients” the email reports can be assigned to certain recipients.

If a new email address is entered into the “Add new email address” field (and confirmed
with “Add”), it will automatically appear in the list of “Assigned email addresses” and
therefore instantly be assigned to the selected email report. Email addresses can be
assigned and withdrawn again on this tab (as described in 3.6).

For deletion of an email-address, select this address from the drop-down menu at the
bottom and press “Delete”.

Edit ermnail report | Recipients | Histaory | Add new ermail report
ﬂ Available email addresses Ascigned email addresses
John.Miller@oeneralmotors.com Max. Grand@dou.com

gerald.mine@texfold.com

&dd new email address: | Add

| gerald. mine@texfold.com x| DE|ETE|
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15.4 History

On this card you are given a list of all emails sent with the email reporter.
If an error occurs in sending an email, this error will be listed on the tab “History”.
Otherwise, if the status is “OK”, the sending has been carried out faultlessly.

Edit email report | Recipients | History | Add new email report
ID Recipients Email subject Sent on Status
2 tamke@deister-gmbh, de current keepers of the Key-|Mar 20, 2007 10:35:00 oK

Tags AM
3 schacfer@deister-grmbh, de current keepers of the Key-|Mar 20, 2007 10:35:00 oK
Tags Al
4 Max, Grand@decu, com ileiget znfrj LBy ez o134
5 gerald. rnine@texfald. corm il 20 zuﬁrj 1DHS7TE Ok,
& [John.Miller@generalmotars, com Mar 20, znﬁrj 10:37:00 Ok
7 landt@deister-grmbh.de ileige znfr\: ATy Eis Y Ok
2 Max, Grand@decu, com Car key takeout Mar 20, ZDJEH: 10:42:00 134
] landti@deister-gmbh.de Car key takeout ileige znfr\: ATz Ok

16. Administration

The proxSafe Commander Software provides three different web user levels:

1. User
2. Super User
3. Administrator

Apart from the standard settings a variety of different rights can be individually assigned to
different users. But in general the following definitions give an idea of the different rights
and restrictions:

Users should only be able to view all parts of the software.

Super_users have the rights to view and edit most of the software. Exceptions are the
administration level, where they may only change their own password. They are not
allowed to create new web users, they must not delete any users, user groups or time
profiles. Furthermore they have only (software) access to the terminals assigned to them
(see in 16.2 “Assigning terminals to web users”), which means they can only view keyTags,
keyTag groups and reports concerning those assigned terminals. The intention of the
“super user” level is to grant those persons complete responsibility only for certain
terminals but not for the whole system.

Administrators have unrestricted access to all parts of the Software, including administrative
rights such as creating or deleting web users and editing special rights of all other users.
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16.1 Creating new web users

In order to create a new web user go to tab “Create web user” in the administration
submenu. Here you are asked to enter a login name and a password, which needs to be
retyped. Then the web user level has to be selected from the according drop-down menu.

Edit web user | ‘Web user terminals | Edit rights | Create web user | Mail server

Login name: |

Password: |

Retype password: I

Web user level:

Save | Reset |

Further editing (i.e. changing the entries given above, especially changing the password)
can be carried out on the register card “Edit web user”.

16.2 Assigning terminals to web users

On the register card “Assign terminals” the web user needs to be selected first and then single
terminals can be assigned or existing assignments can be withdrawn (as described in 3.6).

Note:
The web user will only have (software) access to any users or keyTags
related to those terminals assigned.

Edit web user | Assign terminals | Edit rights | Create web user | Mailzarver
Select web user: |Secretarg.r j
i
Unassigned terminals Assigned terminals
Blue Room Main Entrance
Head Office
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16.3 Editing web user rights

On the register card “Edit Rights” the rights for different categories can be individually
assigned to the web user selected in the dropdown menu above. Only viewing rights can
be made as possible as viewing and editing. The default settings for the standard users are
no preset rights at all, super users and administrators have all rights preset, which of
course can be adjusted specifically.

Edit web uzer | Aszign terminals | Editrights | Create web uzer | Mailserver
m Select web user: |admin j
)
B 8 users: View: Edit:
Show card number: W

Remote keyTag release; W
-~ g User groups: View: [V Edit:
- User time profiles: View: W Edit: W
I':'I(__) KeyTags: View:, [ Edit: W
Emergency keyTag release; W
- KeyTag groups: View: W Edit: W
-} KeyTag time profiles: View: [V Edit:
2 Ttems: Wiew: W Edit: W
~ [ Reports: View: [V Edit: W
[ Email reparter: View: [V Edit:

Save | Reset |

The options “Show card number” (see 6.1.1 “Assigning user cards to users at the
terminal”), “Remote keyTag release” (see also 6.7) and “Emergency keyTag release” (see
also 7.2.3) can be called for by clicking on the small check box in front of either “Users”
or “keyTags”. A hook in the check box will activate or deactivate the particular option.

Note:

These additional functions can not be called for by standard users because
they generally have no access at all to the administration submenu!
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16.4 Mail server

In order to be able to use the email report function (see chapter 15 “Email Reporter”), the
settings for the mail server have to be adjusted. On this register card you are asked to
enter the reply address, the host name of your mail server, to determine if authentication is
required and to define a login name and password here fore.

Edit web user | Assign terminals | Edit rights | Create web user | Mail server
":y: Reply address: |dncumentatinn@deister
Mailserver hostname: |mai|.dei5ter—gmhh.de
Authentication required: |Nn j
Login name: |Thc:mas Miller
Passwaord: IW
Retype password: Iﬂ-m-m-k
Save | Reseat

17. Language selection

If you want to select another language, click on the drop-down menu next to the balloon
with the national flags in the upper right corner of the screen:

Choose Language <[ e
%

German
Dutch
—English
French
ltalian
Japanese
Falish
apanish

Select by mouse click and the program will immediately change to the desired language.
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18. Logout
In order to leave the program or change the web user just logout by click on the user

name in the logout section (last tab from the right in the main menu):

Haome | Users « | KeyTags w | Reports w | Administration
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19. Problem Solving/Error Messages

proxSafe Commander Software 3

Problem/Message

Possible Cause

Solution

Problems (in handling the Commander Software)

All keyTags assigned to a
certain user before are at
once not assigned anymore.

Assignment of the according
terminal holding the desired
keyTags has been withdrawn
from the selected user.

Check, if the corresponding
terminal is still assigned to
the selected user (see 6.6
“Assign terminals”).

“Emergency keyTag release”
does not work.

The according function has
not been activated for the
selected web user within the
administration menu.

Activate the function
“Emergency keyTag release”
as described in 16.3 “Editing
web user rights”.

“Remote keyTag release”
according button is not shown.

The according function has
not been activated for the
selected web user.

Activate the function
“Remote keyTag release” as

described in 16.3 “Editing
web user rights”.

Card number is not shown.

The according function has
not been activated for the
selected web user within the
administration menu.

Activate the function “Show
card number” as described
in 16.3 “Editing web user
rights”.

Overdue alarms are not
displayed.

There are no expected
overdue alarms shown in the
report selected.

1) Check, if the correct
report “Current keeper
information” has been
selected for viewing overdue
alarms (see 13.1.2).

2) Check, if overdue keyTags
have been returned to the
cabinet in the meantime.

Not all terminals, users or

keyTags can be seen on the
web user interface, although
their existence is undoubted.

The web user (no administrator
levell) registered at the
Commander Software program
at that moment is not assigned
to the desired terminals and is
therefore not able to view the
related users and keyTags.

Check, if the registered web
user has been assigned to
the desired terminals in
order to view the users and
keyTags related to this
terminal.
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Problem/Message

Possible Cause

Solution

Messages (within the Commander Software):

No user available!

There has no user been
created yet within the
software.

Create a user first as

described in 6.1.

No user group available!

There has no user group
been created yet within the
software.

Create a user group first as

described in 10.1.

There is no terminal
assigned to the selected
userl

Assign a terminal to the
selected user first as

described in 6.6.

No changes possible for this
kind of report!

The selected report is a
predefined report, which can
not be edited (see 13).

There are no keyTags in this
cabinet assigned to the
selected user!

Assign one or more keyTags
from the according cabinet
to the selected user first as

described in 6.3.

There are no keyTags in this
terminal assigned to the
selected user!

Assign one or more keyTags
from the according terminal
to the selected user first as

described in 6.3.

No keyTag available!

There has no keyTag been
created yet within the
software.

Create a keyTag first as
described in 7.1.

No keyTag group available!

There has no keyTag group
been created yet within the
software.

Create a keyTag group first
as described in 9.1.

No time profile available!

There has no time profile
been created yet within the
software.

Create a user or keyTag time
profile first as described in
12.10r11.1

No keyTag item available!

There has no item been
created yet within the
software.

Create an item first as

described in 8.1.
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Problem/Message

Possible Cause

Solution

No email report available!

There has no email report
been created yet within the
software.

Create an email report first
as described in 15.1.

No terminals assigned to this
web user!

Assign one or more
terminals to the selected web

user first as described in
16.2.

Problems occurring at the termi

nal

According user does not
appear in the list of
users at the terminal
(for assignment of a
user card to a user at
the terminal!

The user has not been
assigned to this terminal or
to keyTags from this terminal
before.

Assign the according
terminal to the newly created
user within the Commander
Software before (see 6.1 and
6.6).

After terminal synchroniza-
tion the user will appear in
the user list, which you
called for in the assign-user-
card-routine.

Messages (at the te

rminal; also refer to chapter 10 “Error Messages” in

“Operating Instructions for the proxSafe Terminal”)

Access denied
(User card is not recognized
by the terminal)

1) The newly created user
related to this user card has
not been created yet within
the software.

2) The user card has not
been made known to the
terminal software by the

teach-in routine given.

3) The assignment of the
registering user to this
terminal has been deleted
within the Commander
Software.

4) The bit length of the card
number of the card
presented may not be
compatible with the preset
bit length of the card reader.

1) Create a user first as

described in 6.1.

2) For making the user card
known to the terminal
software follow the
instructions described in

6.1.1.

3) Check, if the registering
user is still assigned to the
terminal and carry out a
reassignment if necessary as

described in 6.3.

4) Check the bit length of
the presented card and the
preset card bit length within
the engine (engine: —>
system —> preferences) or
ask the person, who carried
out the installation.
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Sorryl No more keys
available!

1) the keyTag assigned to
this user has already been
taken.

2) The assignment of the
desired keyTag to the
registering user has been
deleted in the meantime.
Check if the registering user
is still assigned to the desired
keyTag and if necessary and
carry out a reassignment as

described in 6.3.

Check, if the registered user
is still assigned to the desired
keyTag and carry out a

reassignment if necessary as

described in 6.3.

Invalid Time Slot

1) Access to the terminal
takes place outside the
defined time frame for the
desired keyTag.

2) Access to the terminal
takes place outside the
defined time frame for the
registering user.

1) Check the keyTag time
profile for the desired keyTag
and if necessary carry out
further editing if wanted and
authorized (see 11.2).

2) Check the user time
profile for the registering
user and carry out further
editing if wanted and
authorized (see 12.2).

No proxCylinder available!

All proxCylinder positions in
the selected cabinet are
already occupied by other
keyTags.

Select another cabinet or
delete an existing assignment
of a key Tag.
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20. DataCommEngine

The DataCommeEngine (short: engine) is a program, which is needed to control the
communication between the database and the proxSafe terminal. In the following you will
find a guide through the program with a short description of the basic standard settings.

20.1 Starting the engine/Login

In order to start the communication between your proxSafe terminals and the database, you
have to start the engine first. To do so, click on the Windows “Start” button in the lower left
corner, then go fo “programs”, “deister electronic”, “proxSafe Commander v3” and then
finally click on “Engine”, which will immediately start the program (as shown below).

Lo

System  Action  Window 7

Start Engine

Terminals
- i comll
- iy COM10
-y COM13

=

=Y

[

[

[

Only the first start after installation of the proxSafe Commander 3 and any further start of
the engine after a program update requires a login procedure for the engine:

x

Preferences
DB | Terminalsl Eummunicatinnl Generall
Server Mame I|.;..;a|h.;.3t

[ atabB aze Mame |p3.;v3

Uszer Marme Isa

FPazzword I xxxxxxxx 1

Test Connection V\’\J

]S | Cancel |

In case the database has been installed on your local PC, the preset name for the server is
always “localhost”, the database name is “pscv3”, the user name is “sa” and the preset
password is always “deister07" (or “sa” for ealier versions).
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After entering the password click on “Test Connection”. If you receive the following message

info___ T

@ Conneckion Ok

the connection between database and engine is working correctly.

20.2 Standard settings of the engine

If you turn to the menu item “system” in the upper task list and then select “preferences”,

EE] DataCommEngine
Systemn | Action  Window 7

| Preferances

[
"

Exit
=g~ Teminals
- comll
-l COMI0
- COM13

a window will open, showing the system settings of the engine.

The first tab “DB” for database (as shown above within the login procedure) only contains
information about the name of the server, the name of the database, the user name and
the password.

The second tab “Terminals” gives information about the bit length of the card and the
“Retransmit Time” (as shown below).

The bit length of the card depends on the type of card (e.g. mifare, legic, etc.) and the
type of card reader. The preset bit length is 40 bits; if you work with other card/card
reader types, please refer to the person who carried out the installation.

The retransmit time determines the number of cycles, until the time is transmitted to the
terminal again (default: 1000).
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Preferences

DE Terminalz | Eummunicatinnl Generall

— Reader Preferences

Card length |40 Bitz

Retranzmit Time

485

proxSafe Commander Software 3

B

ok |

Cancel |

The next tab “Communication” gives you information about time seftings for the

terminal communication:

By

Preferences
DE I Terminal: Communication I General I
— T erminal Cormmunicatian
Refresh Rate 1 = mz
Retransmit Cycle 1 :
—Wiaiting time
Rezponze time el = mz
b
W aiting Cyclus a0 :
Total: & 2120
] % Cancel
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The refresh rate is the time until the next cycle is being started (default: 1ms), the retransmit
cycle is the number of repeated sending attempts to the terminal in case of failure (default:
1), the response time determines the time span, in which an answer is expected (default;
256 ms) and the waiting cycle determines, how often in a row an answer is being expected
(default: 20). The product of response time and waiting cycle (with the default settings
given) totals 5120 ms, showing the waiting time.

The last tab “General” offers the possibility to establish an auto start function, so that the
engine is started automatically every time the PC is being started (default setting: off).

x

Preferences

DE ITerminaIsl Communication General

[ Ao Start

b3

(] | Cancel

20.3 Managing the terminals

In order to manage the proxSafe terminals within the whole installation, you need to be
able to insert (i.e. fo integrate) the terminals into the software communication, to rename
or delete them again and you should know the basic settings of the terminal
communication.
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20.3.1 Inserting a terminal

In order to insert a terminal carry out a right hand mouse click on “Terminals” and the
button “Insert Terminal” is shown:

8 DataCommEngine

System  Ackion  Window ¢

Skart Engine

A Insert Terminal
7@ comll %

;- @ COMID
E| . COr13
=l Main Erbrance

A left click on this button will open up the following window:

Mame Busztddress| ComPort Active Firrnvaare SernialMumber
test terminal . 11 COm1 I~

by r

Here you have to enter a name for your terminal, the bus address (can be obtained by
pressing the green “enter” button on the keypod of the terminal itself; last number in the
first line=standard bus address of terminal: 21) and the ComPort for this particular
terminal (has to be remembered from installation). A hook in the check box below “Active”

determines, if the terminal should be activated. Finally check, if the insertion has been
successful by clicking on the according button at the end of the line.
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20.4 Renaming or deleting a terminal

In order to rename or delete a terminal carry out a left hand mouse click on the little plus
in the check box in front of the ComPort and then a left hand mouse click on the name of
the terminal, e.g. “Main Entrance” as shown below:

DataCommEngine - [Main Entrance]

ol System  Ackion  Window  ?

- Stark Engine

Elf‘ix'N Terminals : e :
: Terminal Communication

W Ackive Eeezaes
Rename

Delete Terminal

The window already shows a hook, if the terminal is active (can also be deactivated here). A
further left hand click on “Rename” or “Delete Terminal” will carry out the desired option.

Note:

“Delete Terminal” will immediately delete all terminal data from the
database.

20.5 Standard settings of the terminals

If you want to check and/or adjust the settings of the terminals, select the according
ComPort first and then the name of the desired terminal. A left hand mouse click on the
plus in the check box in front of the name will open up a menu list consisting of the items
“Status”, “Open Time” and “Preferences” (important: here the preferences of the terminall
Not to be mixed up with the preferences of the engine dealt with above):
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DataCommEngine - [Main Entrance]

ol Systern  Ackion Window P

Skart Engine

T erminals
- i COM1
- comll
- i COM10
. COkM13
=@

g OpenTime

------ lg Preferences

20.5.1 Status

A click on “Status” will show a dialog window, where information is given about the status
of communication between the selected terminal and the database.

DataCommeEngine - [Main Entrance]

ol System  Action  Window  ?

Skop Engine

El-4 Teminals
- iy COM1

Terminal Communication

+ & COM10
E|. COM13
E|. Main Entrance

l

e m Meszages -
% OpenTime get SynclD from terminal
b ﬁ Preferences Palling the terminal

Mo Event To Report
end loop

start new loop

get SynclD from terminal
Palling the terminal

Mo Event Ta Report
end loop

start mew loop

get SynclD from terminal
Faolling the terminal

Mo Event Ta Report
end loop

start new loop

get SynclD from terminal

1]

In case the engine is active, the information is constantly being renewed. But there should not be
any text line like “No ComPort connection” as long as the engine and the terminal is active.
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A click on “Open Time” will show a window, where the opening times of the selected
cabinet can be determined. Each day of the week can be selected separately as well as the
time in hours. Blue sections indicate, when the cabinet should stay open, white ones, when
the roller shutter of the cabinet should stay closed.

DataCommeEngine - [Main Entrance]

ol Systern  Action  Window

Stop Engine

?

B COMI3
= Main Entrance

-% Statuz

OpenTimesCabinet

0001 020304050607 080910111213 14 1516 17 1819 20 21 22 23
MMonday

Tuesdsyl [ [ T [ [ [l [ [ T 1

SaturdeyL [ [ T [ [ [ | TN [ [ [ T [ [ T T T
Sundsyl T T T T T T T T T T T T T T T T T T T T T T T

p%at first use

The option “at first use” provides the possibility, that the cabinet opens only after first use
and will then stay open for the defined period of time.
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20.5.3 Preferences

The window given below shows all information about the terminal, such as the name of the
terminal, the adjusted bus address, the adjusted ComPort, etc.
Grey fields are only for information, white fields allow changes (if the engine has been stopped).

The “keyTagIndex Sort” defines the method for sorting the keyTags on the terminal display, i.e.
direct indication of the slots (set hook in check box) or index indication from the database.

The “History View” option offers the possibility to view the history at the terminal, the
“Closing Delay Time"” gives the time in seconds, how long the cabinet will stay open after
any button has been pressed on the terminal key pad for the last time except the red “C”
button (cabinet will immediately close after “C” has been pressed if access takes places
outside opening time). The default value here is 10 seconds.

For adding new cabinets to the terminal the “Search...” button at the bottom of the
window needs to be pressed.

Note:

There may be no wrong keys inserted within the terminals before starting
the search function. Please remove all wrong keys with the “Wrong Keys”
function (--> also refer to the “User Manual for the proxSafe Terminal”)
prior to adding new cabinets!

DataCommeEngine - [Main Entrance]

o) Systemn  Action  Window 7

Start Engine

B Terminals .
- COM1 Terminal Preferences
- i comll
---. COM10
- COM13 -
=il Main Entiance Name: IMain Entrance
o ml
= Status Busdddress: —
-4 DpenTime |21 =
L B [E—— ComPort: I COM13 j
SenalMurmber: I.l 5
Hard arel'erzion: ID 5
S oftware ersion: I.l 0
SynclD: Ihc=ma
K.enTaglndesx Sort: ]
Higtaory Yiew: ™
Clozing Drelay Time: Iﬂ
zearch after new Cabinets: search |
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Please also refer to related documentation:

Quick Start Guide for the proxSafe Commander 3 (May 2007)
Install Guide for the proxSafe Commander 3 (May 2007)
Operating Instructions for the proxSafe Terminal (July 2007)

Wiring & Installation Instructions for the proxSafe maxx (February 2007)
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Great Britain:
deister electronic (UK) Ltd.
Stapleton Way, Enterprise Park

Spalding, Lincolnshire PE11 3YQ

Tel.: +44 (0)1775-717100
Fax: +44 (0) 1775-717101
info@deister.co.uk

USA:

deister electronic USA Inc.
9303 Grant Avenue
Manassas, VA 20110
Tel.: +1 703 - 368 2739
Fax: +1 703 - 368 9791

info@deister.com

Canada:

deister electronic Inc.

1099 Kingston Road, Suite 212
Pickering, ON L1V 1B5

Tel.: +1 905 - 837 5666

Fax: +1 905 -837 0777

info@deister-electronic.com

Japan:

deister electronic Japan, LTD.
Toshiba Hoshikawa Bldg. 4F
2-4 Kawabe-chd
Hodogaya-ku, Yokohama-shi
Kanagawa, 240-0001

Tel.: +81 505534 5167
Fax: +81 90 4425 1153
info@deister.jp

www.deister.com

deister worldwide

Germany:

deister electronic GmbH
Hermann-Bahlsen Str. 11
30890 Barsinghausen

Tel.: +49 (0) 51 05-51 61 11
Fax: +49 (0) 51 05-51 6217
info@deister-gmbh.de

Belgium & Luxemburg:
deister electronic office
Business Park E 19
Battelsesteenweg 455/A
2800 Mechelen

Tel.: +32 (0) 15-28 09 68
Fax: +32 (0) 15-28 09 71

info@benelux.deister.com

The Netherlands:

deister electronic office
Tolnasingel 3

2411 PV Bodegraven

Tel.: +31 (0) 1726 - 32970
Fax: +31 (0) 1726 - 32971

info@nl.deister.com

France:

deister electronic france

101 rue Pierre Semard

92320 Chatillon

Tel.: +33(0)147-357878
Fax: +33(0) 1 47 - 3592 59
info@deister.fr
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