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1.0 General Information

1.0.1 System Overview

InsTIL is developed using Microsoft .Net. InsTIL runs on Microsoft Desktop Engine
Database or Microsoft SQL Server. Since the front end is browser based, this provides the
user flexibility to access the application from multiple locations.

1.0.2 Authorized User permission

This is a trademarked product from Precision Group. InsTIL, a licensed product, comes to
the user with remote support, with the flexibility of scaling up based on the complexity
and the requirements of the organization. InsTIL comes with an option of Annual Support
Contract (ASC) after the first year of usage. The ASC helps the organization to get
continuous support, special pricing on upgrades and much more even after a year's
usage.

Being a licensed product, InsTIL warns against unauthorized usage of the system and
making unauthorized copies of data, software, reports and documents. Unauthorized
tampering would affect the performance and the stability of the application and the user
is warned that a fresh license is required to be procured to reinstate the existing
condition.

2.0 System Summary

InsTIL provides to the user six roles in terms of functionality. InsTIL also supports multi
roles i.e. a Service Desk can be a Technician, Administrator and an IT Manager. The roles
are defined as follows:

Site Manager
Administrator
Service desk
User
Technician

IT Manager

oVt h WNRE

2.0.1 System Configuration
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InsTIL can be deployed on a system that runs on Windows XP or above. As the application
come to the user with a bundled MSDE database, investment on an exclusive database is
minimized. However depending on the volume of internal transactions the user is
provided the flexibility of using Microsoft SQL server also. InsTIL is developed using
Microsoft .NET and therefore it can be accessed from most popular browsers

2.0.2 User Access Levels

The functionalities of various roles of InsTIL are listed in the table below

ROLE FUNCTIONALITY

Site Manager Managing and creation of companies and maintaining their licenses.
Creation of Administrators for each company

Administrator Network scan

User synchronization through ADS
Auto Service desk functionality
Customizable E-mail alerts
Incident Template creator
Knowledge base and FAQ

Report generation

User Incident intimation, Call Classification, Call closure
Service Desk Call logging on user absence, call classification, calls assigning / re-
assigning.

Remote Desktop

Call Analysis report

Technician Call updating upon actual investigation & Diagnosis
Call Re-classification

Call Logging on User absence

IT Manager Overall management and reporting

3.0 Getting Started

After generation of license, a new window appears where the Site Manager account is
created as shown below.
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# Create New Site Manager

Creation of Site Manager

Enter the user name of Site Manager

Enter the login name

Enter the password and mail id of the Site Manager
Enter the company code

Click Save button to save the Site Manager created

uihwn e

3.1 Site Manager

The role of Site Manager is to create the companies and to control and allocate the
license for the various companies in the organization. The Site Manager can also create
the administrator for these companies. In this section we will go through how to add
company and the various type of licensing.

Company creation

Operation:

To add a new company, Click New Button

Company Details:

1. Enter company code — The company code is necessary at the time of logging into the
application for different companies

2. Enter company name and other details

Database Credentials:

1. Enter database server IP — The database can be in unique system or individual
systems for various companies
2. The database name is automatically generated

© Copyright 2007 InsTIL. All Rights Reserved Page 8 of 166



™
a InsTIL
V Confidence in IT

User Manual

3. Enter the database user id and password
4. Click Test connection to connect the database.

Modules:
Select the modules that has to be available for the particular company
License Details:

For multi company: (Company based)

1. Choose start date — The period when the license begins
2 Choose end date — The period when the license ends

3. Enter the no of service desk and no of assets

4 Click Save button

Horme
Company Details
Caompany Code ¥

Carmpany Mame *

PI

Precision Informatic Pyt Ltd

I
P
r i
License Details s

Edition

¢ Trial

Address * Chennai-600017
Start Date © 0572542011
Phone Mumber * O44-42199500 EndiEate 8 | OR/EL/ETa
- Grace Feriod : 2 Day(s)
Status * Active L
Mo of Service Desk N
Database Credentials
Mo of Asset : 500
SOL Server * localhostysglexpress asset allowance . 25 Asset(s)
Database * InsTIL_PI License Type i Multiple
Login Marme * sa Mo of Company 2
License Far : Company Based
Password ssssssnns .
Yersion t V370
BRSNSl Build Wersion ¢ w3.7.0.001
Modules Module
Asset Management Incident Management Asset Management o
. Product Support o B
[l product Support [l thcident Management Plus PR
Incident Management ;B
License Details -
Incident Management Plus [
Start Date * 05/25/2011 =il
End Date * 06/24/2011 e
Mo Of Service Desk * a Available Count : 0

Mo Of Assets

Available Count @ 250

Save Cancel

Managing Administrator

© Copyright 2007 InsTIL. All Rights Reserved
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Site Manager [ Logout ] Register | AboutUs | Print

Precision Infomatic PYT.LTD :: New Administrator Creation
User Name Login Name Mail Id

Home > . . o
47 admin admin ramkumar.narendrakumar@precisionit.co.in

Mew Pagedlof 1 Records1 -1 af1 1 Goto [1 w

Filtering
User Mame *
Code Company Name Ad Phone Number Status
. Login Marme * ] ’ .
_,0‘ PIL  Precision Infomatic PYT.LTD Old g il Madu, India, 42199500 Active  Administrators
Page 1 afil Records 1 -1 of 1 i M Password *

Confirm Password *
Mail Id *

Save Cancel

Operation

1. Select the Administrator link from the respective Company name

2. Provide the details of Administrator like User Name, Login Name, Password, Confirm
Password and Mail Id

3. Click Save to save the entry created

4.0 Logging in as Administrator

Just like any application, InsTIL also require master information related to the assets,
users, complaints, service desk detail that needs to be created before the user or service
desk or technician or IT Manager starts using this tool from their functional perspective.
The Site manager creates the company and relevant information. The Site manager
creates the InsTIL administrator who has the privilege of creating the master records
related to the assets. Similarly master records related to user, service desk, organization
are created by the administrator.

InsTIL Wizard

InsTIL wizard is the new feature enabled with the latest version of InsTILXpress. This
wizard helps the administrator to ease the process of configuring the major functionalities
covered in InsTIL like, Discovery of assets on the network, Discovery of users from Active
Directory and Configuration of Service Desk etc., each from a separate wizard. For
example - discovering the assets on the network, the administrator has to create the
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domain information, credentials for authenticating and create network name with IP
ranges all in separate windows. This wizard helps the administrator to create all the above
said master data information in a single process based configuration wizard.

The various wizards currently available in InsTIL are;

1. Discover assets on network
2. Discover user from Active Directory
3. Configure Service desk

Discover Assets from network

By discovery we mean remotely capturing asset information for IP enabled devices such

as Desktop, Laptop, Server, Router, Switch, Printer and getting vital information on their

hardware and software configurations. The steps for using the wizard is given below

1. Click Wizard link from the Home Page

2. Select Discover assets on network

3. The description on what asset discovery is all about will be displayed and click Next to
continue

4. The Domain name is captured by default, also the administrator can add additional
domain on the same window by clicking Add New

Admin == Organization >> Domain

View List Add Newr

DOMAIMN NAME

_ﬁ" TECHZOMET .20 IR

5. Click Next to Continue
6. Click Add new to add a new credential. There are two types of credentials that can be
added in InsTIL application a. WMI credential b. SNMP credential

Steps to create SNMP credential

a) Click Add new credential
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b) Enter an SNMP credential name

c) Select SNMP

d) Enter the community string value as public
e) Enter the timeout as 2000 (milli seconds)
f) Click Save to save the credential created

Steps to create WMI credential

a) Click Add new credential

b) Enter a WMI credential name

c) Select WMI

d) In WMI the credentials are created through workgroup or domain

e) Click on Domain as credential type and select the domain name from the dropdown
list

f)The domain system name is automatically fetched from the Domain master

g) Enter the domain administrator username and password

h) Click Save to save the credential created

Credentials @
Admin>&gtOrganization>>Credentials
View List Add New A
Credential Name * wmidtechconet
Description
Discaver Mode * Onlineg v
Type * @t Osnme

OWorkgrouD ®Domain

Domain Mame * TECHCOMNET.COIN  |»

User 1d * adrministrator

Password ssesasane »

[ Hide at startup [ Bak J[ mea [ cancal |

7. Click Next to create the network name along with the IP range for discovery
8. Enter a suitable network name based on various VLAN and select the discovery mode as
online
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9. Enter the IP range say for example 172.16.1.1 as From IP to 172.16.1.254 as To IP
10. Click save to save the entry created

Network Scan

Admin>&gtAsset>>Network Scan

Wiew List Add New

NETWORK DISCOYER MODE FROM IP J01

H

il

LAST DISCO¥ERED MO OF ASSETY

Q, S 172610 cnling 172.16.1.1 172.16.1.254 ]

11. Click Next to configure the settings for discovering the Asset serial number for each asset
12. There are three priorities given for the capturing the Asset Serial Number as shown below

ASSET SERIAL NUMBER

Priority 1 ®p10% Serial Mumber  OMAC Address OSystem Marme {or) IP Address
Friority 2 Oglos serial Number  OmMac address @System Marne (or) IP Address
Priority 3 ORI10% Serial Number  [2IMAC Address OSystem Marme {or) IP Address

13. Click submit to save the record and click Next to proceed with the next step

14. Click the Discover icon “* to start the asset discovery for the specified IP range

15. The assets in the specified range are automatically discovered and imported to the
application

16. Click Next for scheduling a network scan

17. Select the network name, category and re-occurrence type

18. Click Save to save the entry created

19. Click next to configure the various services available in InsTIL

20. Click Finish to complete the wizard configuration

Similarly wizards can be used for configuring other two major features Active Directory
Import & Service Desk configuration.

Quick Link

Quick Links is a bullet functionality, which provides short cuts to Administrators to
perform a specific function. The quick links are available for the following menu in InsTIL.
This helps the administrator to quickly navigate to the specified menu for the ease of
operation.

1. Vendor
2. Asset Entry

© Copyright 2007 InsTIL. All Rights Reserved Page 13 of 166
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User Entry

User Asset Linking
FAQ
Knowledgebase
Escalation

Tasks

Settings

10. Preference

© o No O

4.1 Organization

Defining Organization — Company

Operation

1. The company name and address is automatically generated when the license is
configured for the company.

2. Enter the Company Mail Id

3. Enter the Internal URL — The Internal URL is given so that when a mail is triggered,

the Internal URL is also displayed in the mail so that the user can log into the application
from the URL which is displayed.

4. Enter the Service Desk Phone Number

Click Browse to Add the Company logo so that it appears on the screen.

Click Update button to update the records.

o U

Admin = Organization = Company

iy
=ik Company
Mame * Precision Techconet Pwi Ltd
Mo.: 22, 1st Floar, -~

Habibullah Road,
T.Magar, Chennai - 600 017,
Tarmil Madu, India.

Address *

Fhone Mumber 044123455789
Mail 1d  * sales@minstilservicedesk . .com
Internal URL * http: Af172.16.1 . 106/ nstil

External URL

Service Desk Phone Mumber

Loge [Size : 150x74] I Browvese.. I

Update | Reset |

© Copyright 2007 InsTIL. All Rights Reserved Page 14 of 166
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Defining Organization — Mail Server Setting

The below screen shows the Mail Server Setting. This screen enables the Administrator to
provide the SMTP server settings for the mail triggering functionality in InsTIL. There is an
option provided for the administrator to enter the secondary mail server information if
required.

P Admin = Qrganization = Mail Server Setting
gy F¥
YLK

Clear Mail Server Setting From Database

Server * 172.16.1.25
Part * 29
Mail Format * @ Hrme O Plain Text

[ This server requires a secure connection (350}

] Requires Authentication

ser Marme
Fassward
Service Desk Email Id * sihi@techconet.co.in
Alert Fram Email Id * sibi@techconet.co.in
Test Mail Settings ... Save Reset
Operation
1. Enter the information of SMTP server IP and port details
2. Select the mail format as either HTML or Plain text. The email content appears based on
the format selected
3. Enter the credentials required for the authentication to the mail server
4. Provide the Service Desk & Alert email id.
5. Enable Add a secondary mail server
6. Enter the information of SMTP server IP and port where the mail server is configured
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7. Enable Require Authentication and provide the credential details like User name and

w N

© N O

Password.

Defining Organization — Mobile Phone Settings

InsTIL application provides SMS alerts in addition to Email alerts for various functionalities
in the product like Incident handling, User creation, Escalations, AMC/Warranty/SLA
Reminder and Task

This menu provides the administrator to configure the SMS settings required for the alert
process. The below fig shows the SMS settings screen.

Ie. Admin = Organization > Mobile Phone Settings
S %
ele;

Clear Mobile Phone Settings From Database

Device Type * Mobile Phone
Port Name * COM1

Baud Rate * 921500

Data Bits * 5

Stop Bits * 1

Parity Bits * Even

SMS Center Number
SIM PIN

ServiceDeszk Mobile Numbers * Q876543210
Note: Please Enter Multiple Mobile numbers seprated by Commal,)

Test Message Settings Save Reset

Operation

Select the device type as Mobile Phone or Modem

Select the assigned port name where the device is connected

Select the Baud Rate from the dropdown list provided. Baud rate is a measure for data
transmission speed, which shows the number of signals transmitted per second.
Select the data bits from the dropdown list

Select the stop bits from the dropdown list

Select the parity bits from the dropdown list

Enter the SMS center number and SIM PIN if the device type is selected as Modem
Enter the Service Desk Mobile Numbers to whom the SMS alert is sent. An option is also
provided to create multiple number

Click Test message settings to test whether the settings keyed in are correct.

[ 0 [ B [
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10. To clear the information provided in the settings menu click Clear Mobile Phone settings
from the database menu

Defining Organization — Domain

The below fig. shows the Domain Entry screen. The domain entry screen is to create the
domains running in the organization. Discovery of the Assets and Bulk update of user can
be done if the domains are created.

g Admin = Organization = Domain

47 WORKGROUP
7 Techconet.co.in
INSTIL.CO
XBME,COMm

PR
& instil.com

Page 1 of 1 Records 1 -5 of 5 1 dGoto 1 v

Operation

Click New to add a Domain.

Enter the domain name

Click Save button to save the entry created.
To clear the fields, click Reset button.

ik wnN o=

To update an existing record, select the record from the list and perform the required
changes and click update.

Defining Organization — Calendar

This form is used to create the holidays of the organization. When an incident is raised by
the user, the SD assigns it to the technician or vendor. By defining the holidays, the SLA
will be calculated accordingly

© Copyright 2007 InsTIL. All Rights Reserved Page 17 of 166
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w Admin = Organization = Organization Calendar
i 5 7 Organization Calendar

New

Filtering
Date Day Description Type
" oisoiszo1l Saturday Mew Year PUBLIC

ﬁ‘ 12/25/2011 Sunday christrnas FUBLIC

FPage 1 of 1 Records 1 - 2 of 2 1 Goto 1 |

Operation

Click New for adding a Holiday entry.
Select the date from the date-time picker.
Enter the description of the Holiday.

Select the holiday type as public or private.
Click Save button to save the entry created.
To clear the fields, click Reset button.

No v kA wDN R

To update an existing record, select the record from the list and perform the required
changes and click update.
8. To delete an existing record, select the record from the list and click delete.

Defining Organization — Working Hours

This form is used to create the working hours of the organization. When an incident is
raised by the user, the SD assigns it to the technician or vendor. By defining the working
hours, the SLA will be calculated accordingly

© Copyright 2007 InsTIL. All Rights Reserved Page 18 of 166
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Days
Sunday
Monday
Tuesday
wednesday
Thursday

Friday

IEEEEEBOO

Saturday

:ft Organization Hour

Admin > Organization = Organization Hour

Start Time [Hh:mm AMFfPM]

0900 AM
o900 AmM
a9:00 &AM
0% 00 A6
o900 AmM
a9:00 AM

End Time [Hh:mm AMFPM]

as:00 PM
as:00 Pr
as:00 PM
000 PM
a&:00 P
as:00 PM

Save | Reset

1. Enable the working days of the organization.

2. Enter the start time and end time of each working day.

3. Click Save button to save the entry created.

Defining Organization — Department

A department is an individual functional unit of any organization. For example Account,
Finance, Marketing, Information Technology etc., are all considered as departments. Once
InsTIL is integrated with the ADS the department details are automatically added to the

department masters

) Admin = Organization > Department

Department

Department
CORPORATE
Diirectors
SDP

SDPL

SALES

ITIL

Moss

ERF

A ARARAR RN

Owerseas Sales

Page 1 of 2

Operation

1. Click New.

Enterprise Solutions

Facords 1 -

10 of 12 1

M
ki

2. Enter the department name.

[ 4] Goto

1
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3. Click Save button to save the entry created.

4. To clear the fields, click Reset button.

5. To update an existing record, select the record from the list and perform the required
changes and click update.

6. To delete an existing record, select the record from the list and click delete.

Defining Organization — Country

The below fig. shows the option to create the country name, where the organization is
created. This will be helpful to map the Asset. Once InsTIL is integrated with the ADS the
country details are automatically added to the country masters.

Admin = Organization = Country

Mew

2 India
2 ousa
7 Dubai

Pagelofl FRecords1-3of3 1 Goto 1%

Operation

Click New

Enter the Country name.

Click Save button to save the entry created.
To clear the fields, click Reset button.

ik w N

To update an existing record, select the record from the list and perform the required
changes and click update.
6. To delete an existing record, select the record from the list and click delete.

Defining Organization — City

© Copyright 2007 InsTIL. All Rights Reserved Page 20 of 166
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The city where the organization is located is created using this option. The below fig
shows how to add a new city

= Admin = Organization = City
City v
MNew
Filtering
Country City

_;?? India Chennai
& ousa chicago
_ﬁ? Dubai sharjah

Pagelofl FRecords1-2of2 1  Goto |1 %

Operation

Click New

Enter the city name and select the country name from the drop down list
Click Save button to save the entry created.

To clear the fields, click Reset button.

ik

To update an existing record, select the record from the list and perform the required
changes and click update.
6. To delete an existing record, select the record from the list and click delete.

Defining Organization — Location

An organization may have multiple sites in the form of branches, cost Centre etc. This
screen provides the user to create the location name and link it with the city where the
location is situated.
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&dmin = Organization » Location
Location v
New
Filtering
ﬁ‘ Dubai sharjah stanford
_{;,‘-' Dubai sharjah AL Minar
_{;,‘-' India Chennai T-Magar

Pagelofl FRecords1-30of3 1 Goto |1 %

Operation

Click New

Enter the location name and select the city name from the drop down list
Click Save button to save the entry created.

To clear the fields, click Reset button.

ik

To update an existing record, select the record from the list and perform the required
changes and click update.
6. To delete an existing record, select the record from the list and click delete

Defining Organization — Floor & Bay

Floor and Bay master is created the same way as we created the other master records.
Since, these two are self-explanatory, not much is described here. Bay represents the area
within the floor of an organization.
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admin = Organization » Floar
Floor v
New
Filtering

Country City Location Floor
_,;?‘ India Chennai T-Magar 1st Floor
_;?‘ Dubai sharjah stanford 5nd Floor

Pagelof 1 Records1-2of2 1 Goto |1 %

Operation - Floor

Click New

Click Save button to save the entry created.
To clear the fields, click Reset button.

i kW

changes and click update.

Enter the floor name and select the location from the drop down list

To update an existing record, select the record from the list and perform the required

6. To delete an existing record, select the record from the list and click delete.

Operation - Bay

Admin = COrganization = Bay
Bay
Mew
Country City Location
_g?‘ Dubai sharjah stanfard
_,c?‘ India Chennai T-Magar
Pagelofl Recordsl-2of2 1 Goto 1%

Floor
Gnd Floar

1st Floor

Filtering
Bay
Accounts

Hurnan Resources

Click New

Enter the Bay name and select the location and floor from the drop down list

1
2
3. Click Save button to save the entry created.
4. To clear the fields, click Reset button.
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5. To update an existing record, select the record from the list and perform the required
changes and click update.
6. To delete an existing record, select the record from the list and click delete.

Defining Organization — Vendor

The Vendor details of the organization are created in the Vendor master. The contact
details and the SLA details of the vendor can also be added.

e Admin = Organization = Vendor
Yendor
Contact Details SLA Details
——
Marne * Precision Infomatic Phone Mo 421993500
Mo, 22, 1st Floor, M| Fax Mo 42199500
Address * Hﬂﬁlﬂuﬂ.ﬂh Road, z . )
T.Hagar t_:henn_a| a00 017, = ;"'dejni':'r Escalation 1(E-Mail sales@instilservicedesk .o
City * Chennai 'i.l'de)ndnr Escalation 2(E-Mail
Pincode 500017 'i.r'dejndcur Escalation 3(E-Mail
Save Reset Cancel
el Admin = COrganization = Yendor
Yendor <@

General SLA Details

Contact Marme * Solly Phaone Mo 42139500
22, Habibullah Road, T.Naaar,
Address Chennai Contact Description
City Chennai Fax Mo
Mobile Mo Q9928997777 Mail 1d * solly@precisionit.co.in
Update
Name  Address City Phone No Mobile No Fax No  Mail Id Description

_0‘ ¥ solly 22, Habibullah Road, T.Magar, Chennai Chennai 42199500 9958997777 solly@precisionit.co.in

Update | Delete | Reset | Cancel |
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General  Contact Details

Response Time * 00:15 [HH:mMmM]
Resolution Time * 0o:30 [HH:mMmM]
SLA Type * Category Up Tirne * 99
Call Category From Dats * 04/11/2011 =
To Date * 044112012 b
SLA For # Status * Active ¥
Update
& category Desktop 00:15 00:30 99 04/11/2011 04/11/2012 Active

Update ‘ Delete | Reset | Cancel ‘

Operation

Click New
Enter the Vendor name, address and the Vendor Escalation Email Id
Click Contact details tab
Enter the contact name , mobile number and other details of the Vendor
Click Add to save the entry created
Click SLA details tab
Select the SLA type as Call Category or Category
Select the SLA for the selected SLA type
Enter the response time and resolution time.
. Enter the Up Time for the SLA
. Select the From date and To Date for the validity of the SLA with the vendor from the date
time picker
12. Select the Status of the SLA
13. Click Add to save the entry created

© © N o~ wN PR

N
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Defining Organization — Insurer

The details of various insurers registered with the organization can be created here. The
details include general and contact details of the Insurer.
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Admin = Organization = Insurer

Insurer

Contact Details

Insurer Name *

Address

City

Admin = Organization > Insurer

Insurer

General

Contact Name *
Address

City

Mabile No

Name Address

No records found

Operation

Birla Sun Life Insurance Phone No
Fax No
8 , Pycrofts Road, Egmore,
4 E-Mail Id *
Chennai Fincode

|pdate | Delete ‘ Reset | Cancel |

Mr. Steve Phone No
8 Pycrofts Road, Eqmore, Contact Description
A
Chennai Fax No
0875589876 E-Mail 1d *
Add
City Phone No Mobile No Fax No

Update | Delete | Reset | Cancel |

To add a new Insurer perform the following task

Click New

o vk wN =

Enter the Insurer details like Name, Address, Email id etc.
Click Contacts tab to enter the contact details of Insurer.
Enter Contact Name, Contact Number, Email id etc.
Click Add to create contact information.

Click Save to save the entry created.

sales@birlasunlife.com

044-23476543

steve@birlasunlife.com

E-Mail Id Description
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4.2 Assets
Defining Asset —Category

The administrator can define the type or category the Asset belongs to. By default the
application defines a basic set of categories for an Asset. The administrator also has the
option to create a list of asset categories as applicable. For each asset category the
number of assets available is also shown.

Admin = Asset = Category

Category

New
Category No OF Assets
Access Point
Desktap

Domain Controller
Firewall

Laptop

Printer

Router

Server

Switch

L [ | [ Y Y == (== = T L= =

NERSSRNNSNS

Unknown

Page 1 of 2 Fecords 1 - 10 of 11 1 = » 3] Goto

Operation

The below fig. represents the create option for Asset - Category. The administrator can
create the category name as shown in the top panel of the screen

g- admin = Asset = Category

Category
Category * Laptop
Base Category * iHost e

Select
Save Rese

Metwork Device
nknown
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To add a new category name

1. Click New

2. Enter the category name.

3. Select the base category type from the dropdown list. The base category type
defined by default are Host, Network Device and Unknown

4, Click Save button to save the record entered

5. Click Reset button if you need to reset the field entries

Defining Asset —-Device Type

The device type of the assets can be added manually apart from the already discovered
device type when the auto discovery process is done. For each device type the number of
assets available is also shown.

wu  Admin = Asset = Device Type

=
Hew:

Microsoft Windows Server 2003 R2

Microsoft{R) Windows(R) Server 2003, Standard Edition
Microsoft wWindows Server 2003

ProCurve Switch 2650-CR

Microsoft{R) Windows{R) Server 2003, Enterprise Edition
Microsoft windows =P Professional

windows

SNSNSSNSSS

windows Server (R) Z008 Enterprise
Page 1 of 1 Fecords 1 - & of & 1 Goto 1w
Operation

The below fig. represents the create option for Asset — Device Type. The administrator can
create the Device Type as shown in the top panel of the screen

| Lol L= | R (5 B (N (- L I 4]
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£

Device Type *

=5 Admin > Asset » Device Type

Microsoft Windows Server 2008

Save ‘ Reset | Cancel

uihwn e

Click New

Enter the Device Type

Click Save to save the record

Click Reset button to reset the entries
Click Cancel button to cancel the process.

Defining Asset -Component

The below fig. represents the create option for Asset - Component. The Components that
will be part of the Asset Family can be created here. The application is defined with certain
component type for each Asset Category and also additional component can be added.
The components created can be mapped to a particular group of assets of the same Part

Description.

e

Access Point
Desktap

Dormain Controller
Firewall

Printer

Raouter

Server

Switch

LA YA YA Y0 NA Ni WL WA N

Wireless

MAC Address, Mo of Ports,

BIDOS, CD Rom, Ethernet, Hard Disk, Keyvbaard, Memaory, Monitar, Mather Board, Mouse, Processor,
BIOS, CD Rom, Ethernet, Hard Disk, Keyboard, Memory, Monitor, Mother Board, Mouse, Processor,
CPU, MAC Address, Memaory, No of Ports,

CPU, MAC Address, Memory, No of Ports,

CPU, MAC Address, Mermory, No of Ports,

BIDOS, CD Rom, Ethernet, Hard Disk, Keyboard, Memory, Monitor, Mother Board, Mouse, Processor,
CPU, MAC Address, Memory, No of Ports,

MAC Address, Mo of Parts,

Page 1 of1 Records 1 - 2 of 9 1 Goto 1 v

Operation

Web Camm,

Tape Drive,
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The below fig. represents the create option for Asset -Component. The administrator can
create the component name as shown in the top panel of the screen

Admin = Asset = Component

Component
Category * fCamcorders HE
Component ¥ LISE

Update Component

Entered Component

¥ use User Defined
Save Reset Cancel
1. Click New
2. Select the Category name from the drop down list
3. Enter the component name to be linked with the Category type and click
Update component
4, Click Save to save the save the record
5. Click Reset button if you need to reset the field entries

Defining Asset — Brand

The below fig. represents the create option for Asset — Brand. The brand name provides
you a picture of what all brands available at your organization

Admin = Asset = Brand

Brand

=
o

W

IBM enhanced (101- aor 102-kev) kevboard, Subtype={0)
Intel

Intel Corporation

IMTELR

Microsoft

Microsoft Corporation

Phoenix Technalogies LTD

Phoenix Technologies, LTD

Realtek

A YA VAN NE NA VA VA A YA

=S T = = = | = R | R N =]

Realtek Semiconductor Corp.

Page 2 of 3 Records 11 - 20 of 23 14 P

]
N
18]
-

(3] Goto 2 W

Operation

© Copyright 2007 InsTIL. All Rights Reserved Page 30 of 166



A InsTIE

\_| Confidence in IT User Manual

To Add a Brand name for the Asset

Ldmin = Asset » Brand
Brand
Brand * HP
Save ‘ Reset | Cancel
Click New

Mention the Brand name.
Click Save to save the record.
Click Reset button if you need to reset the field entries

Hwbnh e

Defining Asset — Model

The below fig. represents the create option for Asset — Model. The Model name will be
helpful at the time of Asset creation to classify the Assets.

Admin = Asset = Model

Model

Model No Of Assets
AMD athlon(trn) 64 Processor 3500+
AL
AWRDSCPT
Bluetooth LAM Access Server Driver - Packet Sche
Broadcorn MetLink (TM) Gigabit Ethernet - Packet
Hitachi HTS541612195A00
HL-DT-5T DVWD-ROM GDRS165B
HPF Compag 6710b

HP dx2255 MT{RX332PT)

AR YA NI N1 VA N1 N1 VA WA

oo | AT (e e [ T [ Y (e Y A [ B

HP dxZz&0 MT{KLZ31FA)

Page 1 of 4 Records 1 - 10 of 40 1 z 3 4 3 3] Goto 1 |

Operation
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To add a new Model name

Admin = Asset > Model

=
[

2]

HL-OT-5T CD-ROM GCR-85Z268
HL-DT-=T DVDRAM GEA-TZ0M
HL-DT-ST RWDVD GCC-4244M

HF 520 Motebook PC{KDO7SAL#AC])
HF Cormpag 67205

HP Compag d=2300 Microtower

HPF Cormpag nx6110 (RFE39PA#AC])
HF Compag nx6110 (RFE41PA#ACT)

HP Cormpag nx6lz20 (PY311PAa#UUF)

SRR SNNNNNS

[ e e |- S = I = =]

HF D290 MT(EMA&37AW)
Page 5 of 13 Records 41 - S0 of 129 14 <

=
[
|
1
tn
I
I~
[[v]
|
m
=]
v
{

(3] Goto S

Click New

Enter the model name of the Asset — For Example Compaq 6510b
Click Save to save the entry created

Click Reset button if you need to reset the field entries

Click Delete button to delete that particular record

uikhwnre

Defining Asset — Part Description

The below fig. represents the create option for Asset — Part Description. The administrator
can create the Part Description for the Family, Brand and the Model of the Asset created.
The Part Description will be helpful at the time of Asset creation. When the network scan
is performed and assets are discovered the part description master data are automatically
captured and added to the master information
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Admin = Asset = Part Description

Searching and Filtering

ﬁ“ AWRDACPI Server Hewlett-Packard AMiRDACPI 1
# Desktop-HP Compaq 6710b Desktop Hewlett-Packard HF Compag 67100 o
#  Desktop-HP dx2255 MT(RX332PT) Desktop Hewlett-Packard HP dx2255 MT(RX332PT) 1
_ﬁ* DesktopMicrosoft Corporation/Windows 2000 Desktop Microsoft Corporation Windows 2000 o
_&’ Domain Controller-HP dx2280 MT(KL231PA) Comain Controller Hewlett-Packard HP dx2280 MT{KLZ31PA) o
## Domain Contraller-YMware Yirtual Platfarm Darnain Contraller YMware, Inc., YMware Virtual Platfarm 1
 HP dx2255 MT(RX332PT) Desktop Hewlett-Packard HP dx2255 MT(RX332PT) 1
# HP dx22z80 MT(KLZ31PA) Domain Controller Hewlett-Packard HP dx2280 MT{KLZI1FA) 1
P server- Server Hewlett-Packard 3
_ﬁ* Server-AWRDACPI Server Hewlett-Packard AMRDACPI 3
Pageiof2  Records1-100f12 | 3 b M Gow |1 1%
Operation
To add a new part-description for the Asset performs the following tasks.
Admin = Asset = Part Description
Part Description * Sony Digital
Category * Carmcorders ht
Brand * Unknown -
Model * ST380011A !
Save Reset Cancel
1. Click New
2. Enter the Part Description Name - The Part Description will be helpful at the time
of Asset creation
3. Select the Category Name from Category Dropdown List box
4. The components related to the selected category will be displayed along with
provision to enter the description for each component.
5. Select the Brand name.
6. Select the Model name.
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7. Click the Save Button to save the record.
8. Click Reset button if you need to reset the field entries

Defining Asset - Software

The details of the software’s available and their procurement details can be added to the
Software master. When the network scan is performed and assets are discovered the
software master data are automatically captured and added to the master information.
The administrator can also find the no of assets in which particular software is installed.

Admin = Asset = Software

Searching and F

ﬁ" 2007 Microsoft Office Systern Servers Service Pack 1 (SP1) Microsoft 13
ﬁ" Acrobat.com adobe Systems Incorporated 0.0.0 2
ﬁ" Adobe AIR adobe Systems Inc, 1.0.8.4990 4
ﬁ" Adobe Common File Installer Aadobe Systemn Incorporated 1.00.0000 1
ﬁ" Adobe Flash Player 10 Activex adobe Systems Incorporated 10.0.12.36 3
ﬁ" Adobe Flash Player 10 Plugin adobe Systems Incorporated 10.2.159.1 10
ﬁ" Adobe Flash Player Activex adobe Systems Incorporated 9.0.124.0 3
ﬁ" Adobe Help Center 1.0 adobe Systems 001.000.000 1
ﬁ" Adobe Photoshop CS2 adobe Systems, Inc. 9.0 2
ﬁ" Adobe Reader 7.0 adobe Systems Incorporated 7.0.0 g

Page 1 of &7 Records 1 - 10 of 663 1 2z 3 4 5 § 7 & 9 10 » * Goto 1

.
Operation
To add a new software perform the following tasks
Admin = Asset > Software
Procurement Details

Software Name * Microsoft Wvisio

Publisher * Micrasoft

Version * W70

Save Reset | Cancel
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Admin = Asset = Software
=
No. Of Licanse . -
Product Key * GITCS0a0KHUL
Purchase Date * 051172011 B
Expiry Date * 05/01,/2015 =4
e e e
Seavcm lresctm e anco |
a. Click New
b. In the General tab enter the name of the software, publisher name and the software
version
c. Click Procurement Details tab and enter the following information
i. No of License
ii. Product Key
iii. Purchase Date
iv. Expiry Date
d. Click Save to Save the entry created
e. Click Reset to clear the entries created.

Defining Asset - Asset Group

The below fig. represents the create option for Asset — Asset Group. The administrator
can create the Asset Group for which the service level agreement (SLA) applies. Asset
group can be a division or a department or a cost center of an organization for which the
service level expectation can be defined. Service level is divided into response and
resolution. Response is the time frame within which the service has to be attended and
Resolution is the time frame within which the problem needs to be solved. Up time is
percentage of time that system has to be active.

Operation

To add a new Asset Group perform the following Tasks
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i-\ Admin = Asset = Asset Group

Asset Group

Asset Group * Desktop
SLA Details add SLa
Response Time * oo:30 [HH:MM]
Resolution Time * 01:00 [HH:MM]
Up Tirme * aq [%:]
From Date * 04411,/2011 kx|
Save Reset | Cancel
1. Click New
2. Enter the Asset group name for defining the SLA . Example: Server Assets
3. Enable Add SLA
4, Enter the Response Time for SLA- The time frame within which the service has to
be attended
5. Enter the Resolution Time for SLA- The time frame within which the problem
needs to be solved.
6. Enter the Up Time for the Asset Group
7. Enter From Date
8. Click Save Button to save the Asset group created
9. Click Reset button if you need to reset the field entries

Asset SLA Bulk Update

This option is helpful when an SLA is to be applied to a particular group of assets. All
those assets can be selected and applied with a specific SLA.

¥ Asset Group SLA Bulk Update

Asset Graup Narme® Select ~ Rermarks

SLA

Response Time* [HH:rM] Resolution Time* [HH:MM]

UpTime™* [%=] Date Of Expiry * 5|

Operation
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=

Click on Action and select Asset SLA Bulk update

Select the Asset Group name for which the SLA is to be updated

3. Enter the Response Time for SLA- The time frame within which the service has to
be attended

N

4. Enter the Resolution Time for SLA- The time frame within which the problem
needs to be solved.
5. Enter the Up Time for the Asset Group
6. Select the Date of Expiry
7. Select the assets for which the SLA applies.
8. Click Save Button to save the SLA updates
0. Click Reset button if you need to reset the field entries
Defining Asset — Credentials
This form is used to create credentials for the purpose of doing auto discovery. There are
two types of credentials that are defined a. WMI credential b. SNMP credential
(=} Admin = Asset > Credential
T 7
New
Filtering
7 InsTIL-wWMI online WHI
_&‘ Techconet-WMI online WM
7 wena Online M1
ﬁ‘ #ena workgroup Online M1
& sump online SHMP
Page 1 of 1 Records 1 - 5 of § 1 Goto 1w
Steps to create SNMP credential
1. Click Add new credential
2. Enter an SNMP credential name
3. Select SNMP
4. Enter the community string value as public
5. Enter the timeout as 2000 (milli seconds)
6. Click Save to save the credential created
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Steps to create WMI credential

Click Add new credential

Enter a WMI credential name

Select WMI

In WMI the credentials are created through workgroup or domain

Click on Domain as credential type and select the domain name from the dropdown list
Enter the domain administrator username and password

Click Save to save the credential created

NouhkwnrE

Defining Asset — Network scan
This feature enables the administrator to scan the available networks and discover all the
devices with a range of IP's. Both the WMI and SNMP devices that have been discovered

can be imported into the application.

Admin = Asset = Network Scan

Filtering

Q _{7‘ Agent onling 172.16.1.69 172.16.1.69 4/15/2011 4:38:05 FM 1
Q _{7‘ Network Online 172.16.1.25 172.16.1.245 4/21/2011 3:12:02 PM 9
B newmariyam Online 172.16.1.69 172.16.1.69 4/15/2011 1:34:32 PM i
B & Prerinter Online 172.16.6 49 172.16.6.49 0
B wmitech mariyam Onling 172.16.1.69 172.16.1.69 4/15/2011 1:13:00 PM 1
ﬂ _{/ﬁ wmi-tech2 Online 172.16.1.68 172.16.1.69 4/15/2011 12:36:41 PM 1
ﬂ ﬁ‘ wmni-tech3 Onling 172.16.1.08 172.16.1.69 4/15/2011 1:10:57 M 1
B 4 wmitechconst Onling 172.16.1.69 172.16.1.69 4/15/2011 4:3%:01 PM z

Page 1 of 1 Records1-80of 8 | aun [1 4

Operation

To add a new network perform the following tasks
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Admin = Asset = Metwork Scan
i

F Network Scan

Metwork *
Discover Mode *
Frorm IP

To IP

Click New

No ok wdPE

wmi-domain.co.in

Online hd
192.178.2.1

192,178.2.254

Save ‘ Reset ‘ Cancel |

Enter the Network name and select the Discover Mode from dropdown list
Enter the range of IP’s within this network.
Click Save button to save the record.
Click Delete button to delete the record.
Click Reset button to reset the entries.

Select the Domain and click the Start Scanning button in the below fig

retwork Scan

Metwork Mame °F
Starting IP address *
Ending IP address *
HName

WMI - IMNSTILZOM

WL - TECHCOMET. 2O IMN

00K O

SMMP

Instil

172.16.1.49
172.16.1.245

Description

Start Scanning

Cancel

Type
Wy M1
Wy M1

SHMMP

8. Click Import Devices to import the assets into the application.
9. Click Cancel button to terminate the process
10. Click View Scan Result button to get a complete picture of the status for each

system in the network.
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,q\ Network Scan 7
L
Device Category Device Type IP Address Name Status Previous Category

Router P-660R-TLvZ 1721616 17216.1.6 Hew

Switch techcanet 1721615 1721615 Hew

Server WINNT 172.16.1.2 1721612 Hew

L

Defining Asset — Depreciation

Depreciable assets are business assets which can be depreciated. That is, the value of the
asset is considered as a business expense over the life of the asset. The ability to expense
an asset is useful for tax purposes. Depreciable assets include equipment and other
tangible assets. Supplies cannot be depreciated because they are considered to be used
within a single year and they are expensed during that year.

There are two methods by which the depreciation of an asset can be calculated 1. Straight
Line Method 2. Declining Balance Method

Straight Line Method - The simplest and most commonly used depreciation method,
straight line depreciation is calculated by taking the purchase or acquisition price of an
asset subtracted by the salvage value divided by the total productive years the asset can
be reasonably expected to benefit the company.

Declining Balance Method - The reducing balance method of depreciation provides a
high annual depreciation charge in the early years of an asset's life but the annual
depreciation charge reduces progressively as the asset ages.
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\ | Admin > Asset = Depreciation
YA
|
Asset Category * Desktop El
Asseszment Year * 2003 El
Method * @ straight Line Declining Balance
Depreciation (%) * 20
Life Time of Asset (In Years) * 4
Claim For * @ Whole Year Days Elapsed

N

©® N Uk W

Update Delete Reset Cancel

Operation

Click New

Select the Asset category from the dropdown for which the depreciation value is to be
defined

Select the Assessment year from which the depreciation value to be calculated

Select the depreciation method as either Straight line or Declining Balance method
Enter the depreciation percentage value

Enter the Life Time of Assets in years

Select the Claim value to be calculated in terms of Whole year or Days elapsed

Click Update so the depreciation value is calculated for the selected Asset Category

Defining Asset —Asset

The below fig. shows the create option for Asset. Asset Management is generally
concerned with the identification and recording of items of corporate infrastructure for
financial control purposes. The administrator has to create the Asset for the user so that
the user could log in incident for his / her asset. The InsTIL system can also be used for
Availability, Performance, Interface Monitoring and Alerts of critical IT Assets.

This asset entry forms the basis of all activities done at the service desk and by the
technician. The assets configuration detail, location detail, purchase and support details
are recorded in this form The AMC bulk update feature is provided for updating the AMC
of the assets to warranty. The administrator has the provision to create custom based
templates for pulling out information related to the assets. These templates can be
created based on the administrator's needs. The screen shown below is self-explanatory
as the admin is required to provide information related to the serial number that asset
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carries. Audit number is something most organization follow, it is a sequential numbering
system followed within the organization and the assets are identified by their internal IT
department by this number. Select the Family, Part and the Asset group which this asset
belong to, from the drop down list. If the asset is a Server or a desktop, specify the OS
License number. Similarly, the location where the asset is installed can also be provided
as shown in the screen. All the asset entries that are mandatory are marked with an
asterisk. The assets are discovered on both Windows and Linux platforms. The
administrator can also track the hardware and software changes that have been affected
for a particular asset in the form of baselines. The information related to the insurance
and depreciation value for each assessment year can be viewed in the administrator
menu. The user and assets are linked automatically based on the windows login and this
feature can be enabled only for Active directory environment. The assets discovered
through network scan will be available in the asset list.

The asset menu has also certain other purpose like a. AMC Bulk Update b. Custom Report
c. Import from CSV d. Copy from last entry e. Delete f. Auto link Users and Assets. The
Asset menu can be viewed in two forms namely Thumbnail view and Detail view

Thumbnail View

Admin > Asset > Asset
. .
= = Asset
New E=] [Z3] Action -
Searching and Filtering

=] Dresktop

[ I I R ™ I — R I R

172.16.1.66 172.16.1.67 172.16.1.68 172.16.1.105 172.16.1.55 172.16.1.56 172.16.1.231

pg-chn-dt-026.preci. pg-chn-dt-029.preci pg-chn-dt-027.preci ram.precision.com  pg-chn-dt-028.preci  pg-chn-dt-025.preci pg-chn-lt-048.precis

20X 2 20 %X & 20X 20X a 20 x 2@ x a 20 x o

1™ -

172.16.1.68
pg-chn-dt-027.preci

7,0 x c

=] Server

172.16.1.192 172.16.1.57
ashik.techconet.co.i  pg-chn-dt-024.preci

/B x o /B X
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Detailed View

’.

Admin > Asset > Asset

=% Asset
New (=] (2] -Action
Searching and Filtering
O Asset Description Part Description Asset Group Vendor Address System
/78 Q 5/pg-chn-dt-027.precisio  Desktop-HP dx2480 MT(" Systech pg-chn-dt-027.precision.
f = Q 1/pg-chn-It-048.precisior  Desktop-HP Compaqg 67: Desktop Precision India / Delhi / Rajaji Mac pg-chn-it-048.precision.c
f ] Q 1/pg-chn-dt-026.precisic Desktop-HP dx2255 MT(l Desktop Alset India / Chennai / Nungal pg-chn-dt-026.precizion.
f Q 1/pg-chn-dt-027.precisic Desktop-HP dx2480 MT(* Desktop Compag India / Hyderabad / Sec pg-chn-dt-027.precision.
rd ]| Q 1/ram.precision.com / re Desktop-HP dx2480 MT(* Desktop Precizion India / Hyderabad / Mus ram.precision.com
rd O Q 2/172.16.1.48 / 172.16.1 Access Point-Hewlett-Pac  Access point Areva India / Banglore / Electrn 172.16.1.48
f = O Q 2/172.16.1.47 / 172.16.1 Access Point-Hewlett-Pac  Access point HP India / Banglore / Hebbz 172.16.1.47
/8 ] Q 2/172.16.1.49 / 172.16.1 Switch-Hewlett-Packard/ Switch Precision India / Banglore / J] Nag  172.16.1.49
f ] 0 Q 2/172.16.1.35 / 172.16.1 Switch-NETGEAR/Netgea Switch Precision India / Banglore / Richm 172.16.1.35
f o 0 Q 2/172.16.1.1 / 172.16.1. Switch-Hewlett-Packard/ Switch Compagq India / Chennai / Nungar 172.16.1.1
4| [ |
Pagelof2 Records1-100f20 W 4 1 2 v M Goto 1 E
Operation

General

To add a new asset manually perform the following task
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‘ ) Admin > Asset > Asset
= % Asset &
Action -
Purchase & Support =~ Depreciation Insurance Hardware Software Baseline
Configuration Details Location Details
Asset Serial Number * milkyway.techconet.co.in Department STORES E
Audit Serial Number * 2/milkyway.techconet.co.in Country India [=]
Category * Domain Controller City Delhi E
Device Type * Microsoft(R) Windows(R) Ser E| Location Old Airport Road E
Part Description * Domain Controller-VMware \ [+ Floor 111 [=]
Asset Group Domain controller [=] Bay Select [=]
Status Active E‘ Remarks
Metwork Name Laksh - Techconet p
System Name milkyway.techconet.co.in Q [Tl Agent Deployed
Tracking Date * @ System Date 0 User Specified
07/26/2012 £
Update ‘ Delete ‘ Reset | Cancel |

Operation

1. Click New

2. Enter the Asset Serial Number — Asset serial number is the inbuilt serial number
of the assets

3. Enter Audit Serial Number.

4, Select the Category name from the dropdown list

5. Enter the Device type which the Asset belongs to.

6. Select the Part description from the dropdown list.

7. Select the Asset Group from the dropdown list

8. Select the status from the dropdown list.

0. Enter the System name -To auto discover the hardware and software
components

10. Enter the Network Name from the dropdown list.

11. Enter the location detail of the asset — Country, City, Location, Floor, Bay and
Department.

Purchase and Support
The assets purchase and support details are entered in this tab. If the asset is under

warranty then, the user is allowed to key in the purchase detail. If the asset is under AMC,
then the user is allowed to key in the vendor detail.
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Admin > Asset > Asset
l "

= = Asset &
Action -

General Depreciation Insurance Hardware Software Bazeline

Warranty/AMC @ warranty ) AMC ) No Coverage

Purchase Details Support Details

Source/Supplier Name Symbiotic El Support/Centract Name Select

Start Date 06/25/2012 ] Start Date it

End Date 06/25/2012 ) End Date i

Cost 985641 Cost

Purchase Order No ASDFFER245 Contract Order No

Purchase Date 0312/2012 bz Contract Date o

Invoice No SWER32 Invoice No

Invoice Date 07/26/2012 # Invoice Date fics

Date of Installation 07/26/2012 ﬁ Payment Voucher No

Payment Voucher No QW23453 Payment Date fics

Payment Date 07/26/2012 )

Operation

Tracking Date *

@ System Date () User Specified

07/26/2012 |

Update |

Delete | Reset ‘ Cancel |

Select Warranty/AMC/No Coverage

Enter the purchase detail of the asset like the Source/Supplier name, PO Number,
Start date, end date of the warranty period, etc.

If AMC, enter the support details like the Support/Contract name, PO number,
start date, end date of the AMC period, etc.

If No Coverage, both the purchase and support details can be entered.

Depreciation

The depreciation value for the entire life time of an asset is automatically calculated and
displayed here. The administrator also has the privilege to change the type of
depreciation method and find the value for each asset
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Admin = Asset > Asset

=% Asset
Action
General  Purchase & Support | Depreciation| Insurance  Hardware  Software  Baseline
Depreciation Details
Assessment Year * 2000 |Z|
Method * '@'StraightLine ':'DecliningBaIance
Depreciation (%) * 20
Life Time of Asset (In Years) * 4
Claim For * @ whole Year © Days Elapsed
Preview
Purchase Value 600000 Date of Purchase 31-Mar-2000
Financial Year 1-April to 31-March Current Date 26-Jul-2012
Start Date Book Value at the beginning  Depreciation Depreciation Accuml_lla_ted End Date Book Value at the end of Method Claim  Life Time of
of the year (%) Value Depreciation the year For Asset
i \
01-4pr-1999 500000 20 120000 120000 31-Mar-2000 480000 Straight | Whole | ,
Ling Year
i \
01-4pr-2000 480000 20 120000 240000 31-Mar-2007 360000 Straight  Whole
Line Year
01-Apr-2001 360000 20 120000 260000 34ar-2002 240000 Straight  Whole
Line Year
i \
01-4pr2002 240000 20 120000 480000 31-Mar-2003 120000 Straight | Whole | ,
Ling Year
Tracking Date * @ System Date ) User Specified
(7/26/2012 i
Update | Delete | Reset | Cancel |
Insurance

The insurance details of each asset can be viewed in the Insurance tab.The system

automatically calculates the Insured Declared value and No claim bonus in percentage for

the particular asset.

Insured Declared Value (IDV) - Insured Declared Value is the maximum Sum Assured fixed

by the insurer which is provided on theft or total loss of the asset.
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-l Admin = Asset = Asset

Asset
Action v
General  Purchase & Support  Depreciation Hardware = Software — Baseline
Insurance Details
Insurer Ram
Palicy Name Be Wiser Car Insurance
Policy Number 518456
Duration (Months) 43
Start Date 7/18/2012
End Date 7/18/2016
Total Premium 20000
Premium Paid 1500
10V (Insured Declared Value) 1500
WCB (No Claim Bonus in Percentage) 15
* =3 -
Tracking Date System Date ) User Specified
Update | Delete | Reset | Cancel |
General Purchasze & Support Depreciation Insurance Software Baseline
Last Discovered Date Time: 07/20/2012 04:44 PM Q)
System Information Edit Operating System Edit
IP Address 172.16.1.66 Operating System Microsoft Windows XP Professional
System Name pg-chn-dt-026.precision.com Build Number 2600
Brand Hewlett-Packard Service Pack Service Pack 3
Model HP dx2255 MT{RX332FT) Digital Product Id HR328-1YCKT-86HPM-F23VV-XQ8HD
Domain precision.com Product 1d 55274-640-0816616-23679
Installed Dat 09/15/2009
BIOS — nstalled Date 15/
Installed Location CHAWINDOWS
Brand Award Software International, Inc.
Model Last Logged User
Serial Number INI7090223 Last Logged User 1858
Version HPQOEM - 42302e31 Last Logged Domain PRECISION
Manufacturer Date 02/14/2007
Processor Add
Brand Model Clock Speed Serial Number Device Description Family Type
S x ) AMD Athlon(tm) 64 !
ﬂ ¥ AuthenticAMD Processor 35004 2.21GHz Processor w86 Family 15 Model 79 Stepping 2
Memaory Add
Brand Model Slot Capacity Serial Number
g Slot1 1G8
& ox Slot2 1GB
Ethernet Add
Address Default Primary Secondary Subnet DHCP
Brand Model Type IP Address Gateway DNS DNS Mask Server MAC Address
Realtek
ﬂ) » RTL8139
ﬂ % Realtek Family PCI StaticlP 172.16.1.66 172.16.1.1 172.16.2.101  202.54.6.60 255.255.255.0 00:16:E6:95:F3:CB
Fast Ethernet
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The administrator is given the provision to add component information of the assets like
Processor, Memory, Ethernet, Logical drives and Hard disk etc.

Software
General Purchase & Support Diepreciation Insurance Hardware Baseline
——
Software New
Software Name Version Publisher g:lteﬂ Installed Location
4 Adobe Flash Player 11 ActiveX 11.2.202.235 Adobe Systems
Incorporated
4 Adobe Flash Player 11 Plugin 11.3.300.257 Adobe Systems
Incorporated
4*  Adobe Reader 9.5.1 9.5.1 Adobe Systems 04/12/2012
Incorporated
4*  Adobe Shockwave Player 11.6 11.6.4.634 Adobe Systems, Inc. CHWINDOWS \system32\Adobe
#  avisynth 2.5
# BATPRB
¥ Belarc Advisor 8.1
*  Bug Tracker 2.9.8 Unlimited User License
% canSecure-Retail
_./0 Compatibility Pack for the 2007 Office 12.0.6612.1000 Mlcrnsnft_ 11/28/2011
system Corporation
_,/o CPUID CPU-Z 1.55 10/08/2010 C:\Program Files\CPUID\CPU-Z\
Critical Update for Windows Media Flayer Microsoft
-” 11 (KB959772) Corporation 10/25/2008
Ve gg\érzta\ Reports Basic for Visual Studio 5 ¢ 4 Business Objects 10/09/2009
*  EditPlus 2
&% Extron Electronics - EDID Manager 1.0.0.14 Extron Electronics 11/02/2010 Ci\Program Files\Extren\EDIDManager
#*  Foxit POF IFilter 2.1.1.1503 Foxit Software 01/11/2012
#*  Foxit Reader
4*  FreshDiagnose 10/27/2010 Ci\Program Files\FreshDevices\FreshDiagnose',
Ci\Documents and Settings‘\LocalService\Local
#*  Google Chrome 19.0.1084.56 Google Inc. 04/17/2012 Settings\Application Data\Google\Chrome\Application
V4 Hotfix for Microsoft .NET Framework 3.5 1 Microsoft
SP1 (KB953595) Corporation
V4 Hotfix for Microsoft .NET Framework 3.5 1 Microsoft
SP1 (KB953484) Corporation

The administrator is given the provision to add software information like Software name,
Version, Publisher Name and date of installations etc.

Baseline

The baseline tab indicates information if there is any changes in the hardware and
software configuration of the asset. The application sends an alert to the administrator if
there are any configuration changes to the assets. This can be enabled in the settings
menu of the Administrator.
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Admin > Asset > Asset

% Asset

General  Purchase & Support

SLA  Hardware — Software

--- All baseline history --- Start Time 7 End Time HH  Filter
Hardware
Scan Date Description Status
10/21/2011 3:33:51 PM 500 GB Harddisk, Model - 5T950032 S5AS USB Device Remaoved
10/21/2011 3:33:51 PM I: Logical Drive, Total Space - 107 GB, Volume Serial Number - 15E82432 Removed
10/21/2011 3:33:51 PM 1: Logical Drive, Total Space - 107 GB, Volume Serial Number - AB812450 Removed
10/21/2011 3:33:51 PM K: Logical Drive, Total Space - 285 GB, Volume Serial Number - B840B150 Removed

Software

Operating System

Monitoring an asset

The parameters that can be monitored for Assets are

Availability Monitoring

Availability Management is a feature of monitoring the Availability status of your Critical
Assets. The administrator can manage the status of a device and generate an incident if
the device is down. The parameters specified for this feature is standard for all type of

devices.

A green P diamond button indicates the status UP and a red * button indicates a

down status.

Parameters for Availability Management:

1. Device Status

2. Monitoring Interval

3. No. Of Times to Ping

4. Time to Live
5. Packet Length

6. Time out

7. Automatic Incident Raising
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Performance Monitoring

A process of collecting and analyzing the data of a device based on its performance.
Performance Monitoring enables an administrator to monitor the performance of a device
when there is a critical issue on its performance. Based on the information passed through
the various parameters returned by the application, the administrator can work on a
solution to solve the issues faced by the users on the device. The parameters defined,
varies from device to device.

Parameters for Performance Monitoring

Hosts
CPU Utilization
Memory Utilization
Disk Utilization
Process Count

o

Routers
CPU Utilization™
Memory Used+
Memory Free+
Big Buffer Hits
Big Buffer Misses
Big Create Failures
Medium Buffer Hits
Medium Buffer Misses
Small Buffer Misses
. Temperature+
. Total Huge Buffer Hits
. Total Huge Buffer Misses
. Total Large Buffer Hits
. Total Large Buffer Misses

©CoeNoa~wWNE

e e
2 WNRFE O

Interface Monitoring

Interface monitoring is a process of collecting and analyzing the data from an interface to
depict its  performance. The Interface Monitoring application enables the administrator
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to view a list of available interfaces, status condition and access additional information
about an interface, such as configuration and performance data.

Parameter’s for Interface Monitoring:

The parameters specified for monitoring an interface is same across all the device types.
They are;

1. Interface Description
2. Traffic Utilization Graph
3. Error Graph
4. Discard Graph

Alarms

This feature enables the administrator to view and manage the alarms raised by the
application for the device selected. The alarms are generated by default if the device is
down, invalid parameters defined and also based on the thresholds defined.

Asset Dashboard

Defining Availing parameters for an asset

Device Status:
The status is shown automatically by the application based on the reachability of the

device. A green U diamond button indicates the status UP and a red @ button
indicates a down status

Monitoring interval:
This option can be set in minutes to enable the application to monitor the device. Based
on the value set, the application would ping the device to check the availability.

No. of Times to Ping:
This option can be set to enable the application to ping the device for its availability. By
default the value is set to 1.

Time to Live:
The TTL field is set by the sender of the packet, and reduced by every host on the route to
its destination. If the TTL field reaches zero before the packet arrives at its destination,
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then the packet is discarded and an ICMP error datagram (11 - Time Exceeded) is sent
back to the sender. The purpose of the TTL field is to avoid a situation in which an
undeliverable packet keeps circulating on the network. In theory, time to live is measured
in seconds, although every host that passes the datagram must reduce the TTL by at least
one unit. Enter the Time-to-Live value; else the default is set to 50.

Packet Length:
Enter the packet length in bytes, the default is set to 32.

Time out Milliseconds:
Enter the Time out value for a packet, the default is set to 200.

Action:
If any of the parameters like TTL, Packet length and time out is reached, there are options
to trigger like

a. Raise an Incident — Automatically raises an Incident with the Service Desk

b. Raise an Incident & Un-Manage the device - Automatically raises an Incident with the
Service Desk and device will not be monitored

¢. None - No actions will be performed

Availability Graph

© Copyright 2007 InsTIL. All Rights Reserved Page 52 of 166


http://en.wikipedia.org/wiki/ICMP_Time_Exceeded

A~ InsTIL

!IJ Confidence in IT User Manual

Availability Distribution
Generated on 2/16/2012 6:38:23 PM

Wi

Last 12 Hours |Z| Start Time (2/16/2012 07:00:00 = End Time 02/16/2012 18:59.59 iz Show Report
Asset Description : 3/MILKYWAY.TECHCONET.CQ.IN / VMware-56 4d 78 33 80 6d 6d 9f-66 13 78 33 c1 71 ed d8

IP Address : 172.16.1.21

System Mame : MILKYWAY. TECHCONET.CO.IN

Duration : 02/16/2012 07:00:00 to 02/16/2012 18:59:59

Graph

Time Vs Percentage

100
[] :
o
]
£
50+
8 up
] [ Down
o Not Monitored
0+ | ! ! ! ‘ ‘
10 14
8 12 16
Time
Data
07.00 to 07.59 0.00 0.00 100.00
08.00 to 08.59 0.00 0.00 100.00
09.00 to 09.59 100.00 0.00 0.00
10.00 to 10.59 100.00 0.00 0.00

The Availability graph depicts the status of the Assets or devices available in the CMDB.
The Availability Distribution bar graph represents 3 basic status information of Assets viz.
Not Monitored
This status indicates in blue, that the Asset is not reachable or set as Unmanaged.
Up
This status indicates in green, that the device is monitored and UP.
Down

This status indicates in Red, that the device is monitored and down.
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The availability graph can be viewed for various time duration like Last 12 Hours, Last 24
Hours, Today and also for a custom period of time. Based on the selections the graph is
depicted.

Last 12 Hours Start Time 02/17/2012 00:00:00 ez End Time 02/17f2012 11:59:59 H Show Report

Last 24 Hours
Today
Yesterday
This Week
This Month
Last 7 Days
Last Month
Last Week
Custom Period

6/VENKAT. TECHCONET.CO.IN / CZC804217Z
172.16.1.245

WENKAT.TECHCONET.COLIN

02/17/2012 00:00:00 to 02/17/2012 11:59:59

Time Vs Percentage

100
[
o
L]
t
50—
b Up
5 [ Down
o Not Monitored
0_
1 5 3
Time
Data
00.00 to 00.59 0.00 0.00 100.00
01.00 to 01.59 0.00 0.00 100.00
02.00 to 02.59 0.00 0.00 100.00

Performance Parameters

The performance parameter manages and monitors the performance attribute of a
Device. The administrator can set the various parameters available in the application, to
monitor the performance of a device. This parameter varies from device to device. The
various master parameters available in the application are

CPU Utilization
Memory Utilization
Processor Utilization
Process count
Logical Drives

© oo oo

For illustration, let us consider the CPU Utilization parameter for a desktop device.
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a. CPU Utilization:

Whenever a device is performing an operation over an interface to the rest of the device,
it uses some of the system's resources. One of the more critical of these resources is how
much CPU time is required for the operation. This is called the CPU utilization. CPU
utilization is important because the higher the percentage of the CPU used by the
operation, the less power the CPU can devote to other tasks. When multitasking, a high
CPU utilization can cause slowdowns in other tasks when doing large data transfers. By
default no Threshold value is been set for any of the performance parameter. The
administrator can set the threshold values for the CPU Utilization parameter and thereby
monitor its performance. To set the parameters do the following;

Click on the s button

InsTIL - Confidence in IT

Severity Operator  Threshold Value Re-arm Value Consecutive Value

J Critical = 50 49 3
Threshold Type * CPU Utilization
Monitoring Interval * 3 min
Severity * Attention El
Operator * = El
Threshold Value * 70 %%
Rearm Value * 65 %a
Consecutive Valus * 3

The Monitor value is -
Message * $Monitor_Value, the

Thre_shnl_d ‘l._n‘a_lue fpr _this

) Raise an Incident
Automatic Incident Raising, if Threshold Condition B oo ) .
has Met '@ Raise an Incident & Un-Manage the Device
) None
W
I Save | Delete | Reset | Cancel |

1. Threshold Type - The threshold type is set automatically based on the parameters chosen.
For E.g. CPU Utilization, Memory Utilization etc.

2. Monitoring interval - The monitor interval is defined in minutes and triggers the
application to query the device based on the value set. The default is set to 3 minutes.
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3. Severity - Select any one of the Severity parameters Attention, Trouble or Critical. This is a
pre-defined value and cannot be appended or editable.

4. Operator - Select the operator value "> or <", If the value is set as ">", the application will
raise an alarm, if the threshold value increases beyond the threshold value set.

5. Threshold - Enter the Threshold value for the CPU Utilization parameter. A threshold value
can be specified for each monitored metric. It is used to determine the point at which the
network operator should be alerted to a problem.

6. Rearm Value - Enter the Rearm Value. A rearm value enables the monitor to generate a
cancelling event when the metric has returned to an acceptable value. This helps prevent
multiple events from being generated for the same problem.

7. Consecutive Value- Enter Consecutive value betweenl to 10. This value is set to enable
the monitor to check for a consecutive occurrence of a threshold based on the value
defined and generate an alarm.

8. Message - Enter your Message content for an Alarm message. The basic function of this
feature is to trigger an alarm message whenever the application detects a override in the
threshold defined. During such process, the application will raise a default alarm message
containing the Monitor value detected and the threshold value defined. The administrator
can rephrase the message before and after the content mentioned within the "$" symbol,
as the application would replace the real-time numerical value after the "$” symbol.

9. Automatic Incident Raising, if the Threshold Condition is met - This administrator can
select any one of these option to trigger an automate trouble ticket when a device crosses
the threshold condition. Three options are available to be set, they are;

a. Raise an incident
b. Raise an Incident and unmanage the device
c. None, take no action

1. Click on Save to submit the changes
2. Click on Reset to clear the values defined

&

. & )
3. To delete a record click on button and click on delete to remove the record

Note: The similar configuration process implies to all other parameters available for an
asset
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Interface Parameters

The interface feature lists all the interfaces available in the device to be monitored. For the
application to import the interface details of the device, SNMP need to be installed on the
device and the port has to be opened and given a read access minimum. By default, on
selecting the interface menu, the application would display an empty dashboard shown as
“No Records Found”. To add an interface, Click on Available Interfaces. This would list all
the available interfaces in the device. Select the check box and click on “Add Interfaces”
for the selected interfaces to be monitored

L. Admin > Asset = Asset

L

Action
Dashboard = Availability Parameters = Performance Parameters Alarms
Status Index Interface Description Speed Threshold
p‘ LHJ Up 65539 VMware Accelerated AMD PCNet Adapter 1.00 Ghps Not Set

Available Interfaces ‘ Remove Interfaces ‘

For illustration, let us configure the threshold for any one of the Interface available
for a

device

The parameters displayed in grey are non-editable and the administrator can re-assign
the values ss for the mandatory parameters marked as “*". They are

Monitoring Interval

This parameter enables application to monitor the device every 15 minutes, which is set as
default. The administrator can change value according to his need and requirement.
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- Admin > Asset > Asset

€ Device Detail : 3/ COMET.TECHCONET.CO.IN / VMware-56 4d 06 02 19 94 74 f5-al 4b 43 a3 98 de e2 92 (MODE:WMI)

Action
Dashboard  Awvailability Parameters  Performance Parameters Alarms
Threshold M Today's Availability
Status Up
Interface Description VMware Accelerated AMD PChet t
Monitoring Interval * 20
Speed 000000000  bps
In Speed * 1000000000  bps
Out Speed * 1000000000 bps Not Monitored Down

Update | Reset | Cancel | Up

In Speed

This parameter specifies the maximum inbound speed of the interface. If the value
specified in the device configuration is changed, the value gets updated in the application
when the device is re-discovered through a manual or a scheduled auto discovery feature.
The administrator can also edit the values manually in the interface description.

Out Speed
This parameter specifies the maximum outbound transfer speed of the interface. If the
value specified in the interface setting of the device is changed, the value gets updated in
the application when the device is re-discovered through a manual or a scheduled auto
discovery feature. The administrator can also edit the values manually in the interface
description.

Defining Threshold for Interface parameter -

1. Select any one interface parameter for the device

2. Click on the Threshold tab and select & icon
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InsTIL - Confidence in IT

Type Sewverity Operator Threshold value Re-arm Value Consecutive Value
Mo records found
! Threshold Type * Traffic El
Monitoring Interval * 20 min
& Severity * Attention El
1 Operator * > El
Threshold value * 80 %%
Rearm Value * 75 %%
¥ Consecutive Value * 4
The Monitor value is -
Message * FMonitor_Value, the =

Threshold Value for this

@ maice an Incident
Automatic Incident Raising, if Threshold Condition - i i .
! Raise an Incident & Un-Manage the Device
has Met
) None

Save | Delete | Reset | Cancel |

3. Threshold Type - The threshold type can be defined for the following actions like Traffic,
Error and Discard

4. Monitoring interval - The monitor interval is defined in minutes and triggers the
application to query the device based on the value set. The default is set to 20 mins.

5. Severity - Select any one of the Severity parameters Attention, Trouble or Critical. This is a
pre-defined value and cannot be appended or editable.

6. Operator - Select the operator value “> or <". If the value is set as “>", the application will
raise an alarm, if the threshold value increases beyond the threshold value set.

7. Threshold - Enter the Threshold value for the CPU Utilization parameter. A threshold value
can be specified for each monitored metric. It is used to determine the point at which the
network operator should be alerted to a problem.

8. Rearm Value - Enter the Rearm Value. A rearm value enables the monitor to generate a
cancelling event when the metric has returned to an acceptable value. This helps prevent
multiple events from being generated for the same problem.
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9. Consecutive Value- Enter Consecutive value between 1 to 10. This value is set to enable
the monitor to check for a consecutive occurrence of a threshold based on the value
defined and generate an alarm.

10. Message - Enter your Message content for an Alarm message. The basic function of this
feature is to trigger an alarm message whenever the application detects a override in the
threshold defined. During such process, the application will raise a default alarm message
containing the Monitor value detected and the threshold value defined. The administrator
can rephrase the message before and after the content mentioned within the “$" symbol,
as the application would replace the real-time numerical value after the “$” symbol.

11. Automatic Incident Raising, if the Threshold Condition is met - This administrator can
select any one of these option to trigger an automate trouble ticket when a device crosses
the threshold condition. Three options are available to be set, they are;

i. Raise an incident
ii. Raise an Incident and Un-Manage the device
iii. None, take no action

12.  Click on Save to submit the changes

13. Click on Reset to clear the values defined

14. To delete a record click on L button and click on delete to remove the record

Note: The similar configuration process implies to all other interface parameters available
for an asset

Utilization Graph -

The traffic utilization, Errors and Discards graph for an interface parameter can be viewed
for a particular device

Traffic Graph - The traffic graph lets you view the graph in terms of value for inbound
trafficc Outbound Traffic & Total speed. We can see traffic graphs for different time
periods by choosing the appropriate values from the Filtering options Box. The default
graph is for the "Last 12 Hours". The table with the graph shows the legend, along with
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total, maximum, minimum, and average traffic values for this interface for the selected
time period.

= Interface :: Unit: 1 Slot: 0 Port: 17 10/100 Copper - Level
Generated on 2/17/2012 4:20:00 PM

Last 12 Hours [+] Start Time 02/17/2012 05:00:00 & End Time 02/172012 16:59:59 G| Show Report
Last 24 Hours 19/172.16.1.35 / 00:18:4D:D9:EA:1E
Today
Yestarday 172.16.1.35
This Week 172.16.1.35
This Manth Last 12 Hours
Last 7 Days
Last Month 02/17/2012 05:00:00 to 02/17/2012 16:59:59
Last Week )
Custom Period Traffic
§ 5000000 -
ot Monitored o Down In Traffic Out Traffic
4000000 -
3000000 -
2000000 -
1000000 -
0- ' | !
02/17/2012 14:00 02/17/2012 16:00

02/17/2012 15:00

Error Graph - The Error Graph depicts the no. of errors or mishandled packets
transmitted through the interface at a point of time. It's measured in packets per second.
Based on the selection criteria the graph varies.

Discard Graph - During the transmission of a Packet or datagram through an interface,
packets are transmitted to intended hosts after a long delay and by the time the packet
reaches the destination, it would be too late to be accepted and treated as a Discard
packet. The administrator is enabled to monitor such transmission errors and create a
threshold alert to avoid any network choking or congestion. The Discard Graph depicts
the maximum or minimum of such discard’s monitored in the interface

Alarms
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This feature enables the administrator to view and manage the alarms raised by the
application for the device selected. The alarms are generated by default if the device is
down, invalid parameters defined and also based on the thresholds defined. For example,
when no threshold alarms are defined for an interface and if the device is found to be
down, the thresholder would raise an alarm as shown below

- Admin > Asset > Asset
— & Device Detail : 6/VENKAT.TECHCONET.CO.IN / CZC304217Z (MODE:WMI)
Action -
Dashboard = Availability Parameters  Performance Parameters  Interface

D Monitor Name Alarm Message Severity Status Date Time

-
=) (Memory Utilization)  The Monitor value is 0.00, the Threshold Value for this monitor is 99 QCriticaI Manual Incident Raised  02/17/2012 10:41 AM

-

[[1 %) (Process Count) Device may not be configured properly ! attention Acknowledged 02/17/2012 03:15 PM
-

[ %) c:(used Space) Device may not be configured properly ! Attention Acknowledged 02/17/2012 03:15 PM
=

[ ) E:(Used Space) Device may not be configured properly ! attention  Acknowledged 02/17/2012 03:15 PM
-

[ ®&) c: (Free Space) Device may not be configured properly ! Attention - 02/17/2012 03:15 PM
=

[ %) E: (Free Space) Device may not be configured properly > attention - 02/17/2012 03:15 PM
-

[ %) D: (Free Space) Device may not be configured properly ! attention - 02/17/2012 03:15 PM
-

[ %) D:(Used Space) Device may not be configured properly ! Attention - 02/17/2012 03:15 PM
=

= =) Response Time The Monitor value is 0, the Threshold Value for this monitor is 10 ! Attention 02/17/2012 03:41 PM
-

[ ®J) (cru utilization) Device may not be configured properly OCriti:aI - 02/17/2012 03:41 PM

Page 1 of 2 Records 1 - 10 of 14 << < 1 2 > > Goto 1 «

Acknowledge | Delete | Raise Incident |

The administrator can choose any of the alarms displayed in the grid and perform the
following action a. Acknowledge b. Delete c. Raise an Incident

Action > AMC Bulk Update
InsTIL also provides the facility of updating the Annual Maintenance Contract detail of all

the assets in bulk. This eliminates the work of updating the Annual Maintenance Contract
detail done asset by asset in the normal course.
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¥ Warranty f AMC Bulk Updation To Assets
Warranty/AMSC * O warranty O amc O Mo Caverage
vendor Mame * Select -
From Date izl
To Date izl
[ Fhter |
warranty/amc
Support Detail
Support/Contract Hame *
Start Date * |
End Date * izl
Contract Order Mo
Contract Date izl
Invoice Ho
1 ice Dat izl
Payrment Woucher No
Payrnent Date izl
| Updats ) Reset ] Tancel |

Operation

1. Click AMC Bulk update

2. If the administrator wants to update the assets from Warranty to AMC

3. Select Warranty and choose the Vendor name

4, Click Filter

5. All the Assets of the selected vendor name which is in warranty period is
displayed

6. Click AMC and fill the Support details for the asset

7. Click update button to update the changes performed

Action - Custom Report

Custom report is enabled for the administrator to generate his own reports based on
various filter types like Configuration, Location, Purchase/ Support, Hardware, Software
and Operating system. The output columns can also be designed by the administrator.
This custom based report can be hence converted to Excel or Word format with the
desired results. The snapshots of few filtering types are shown below.
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Admin > Asset > Custom Report

Wl
!

Custom Report

Template Name * Server Group Remarks
Location  Purchase / Support = Hardware = Software ~ Operating System  Output Columns

[C] Base category

Host D network Device [Clunknown
[C] category [7] part Description [Z] Brand
[l Access Point ol [T pesktop-Compaq 420 I:\ Hewlett-Packard
[T pesktop |5| [Tl Desktop-DSDT [ inTELR.
[T bomain Controller [[] Desktop-Dx2255 MT [FINETGEAR
[T Firewall [7] pesktop-HP Compag 6720s [T Unknown
[ printar SZ [l Racktnn-HP Camnan nvi R110 fRFARROPAZACTY S2. Vamawara The
Model Asset Group ) pomain
[¥] awrpacer ml Server Groups [l techcenet.co.in
Compaq 420 =l
DSDT
Dx2255 MT
7 e camnan A7 52
Save & Preview Delete Reset Cancel
Configuration Location Purchase / Support | Hardware | Software Operating System Cutput Columns
KevBoard
) Brand 7] model ] vvpe
= = 1 HID Keybonrd Bevice
[F] Standard 102/102-Key or Microsoft Natural PS/2 Keyboard
[ Standard PS/2 iKevboard
ITluse Human Intarface Davice
rMouse
[ Brand [ Modern [ Type
(5] = [T — pliant mouse
7] (standard systam devices) N 1] microsoft PS/2 Mouse
[T microsoft 3 [T pssz compatible Mouse
[ synaptics [l synaptics PS/2 Port TauchPad
Flarmtmre T - P11 imm iirrm Tk Fimsiee
Harddisic
] arand ] mModel ] capacity
™ ™ = | "
7] (Standard disk drives) 7] FUIITSU MHW20B0AH PL E | ma
I Flieo cs
[ 200 G
I - 21 =a

Action - Import from CSV

The asset information can be keyed in a excel sheet and the file can be imported to the
database so that using a single step assets can be imported in a bulk manner. The
structure can be obtained by clicking the structure link which is available in the Import
from CSV link. During the process of import if there is an incorrect entry in one particular
field, the field is highlighted and provision is provided to correct the entry.

Admin = &Asset = Asset
Import From C5Y¥% <

File * | " Browse.. | Structure

Submit | Cancel
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Action 2> Copy from last entry

This feature allows asset entries to be copied from the previous entry so it reduces the
workload if assets are to be added manually instead of using Network Scan or importing
from an Excel

Action & Auto link Users and Assets

This option is enabled for the administrator to link the users with their assets
automatically. This process works on basis of the last windows credentials used to login to
assets. The system performs a scan and brings out the users login information from the
asset registry and links the user to that particular asset. The list below shows the user
logged in to the assets at that discovered point of time.

Admin = User > Auto User Asset Linking

ﬁ Auto User Asset Linking

Linked Users

User Name Asset Description Source Last Logged Date Domain
vikas 1/VIKAS. TECHCONET.CO.IN/VIKAS. TECHCONET.CO.IN Last Login Date 10/22/2011 12:21:13 PM techconet.co.in
mirunalinip 1/MIRUNALINIP. TECHCONET.CO.IN/MIRUNALINIP. TECHCONET.CO.IN Last Login Date 10/22/2011 12:21:40 PM techconet.co.in

Confirm | Cancel ‘
Action > Delete
This option is provided for the administrator to delete the asset entry from the asset list.

Insurance Policy

The various insurance policy registered with the Insurer can be created here. The
information pertaining to the Policies are recorded in the Insurance policy master.
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Admin = Asset = Insurance Paolicy
% Insurance Policy

Insurer *

Palicy Name *
Paolicy Number *
Duration (In Months)
Start Date

End Date

Total Premium *

Operation

Click New

N o vk wN R

4.3 Software Distribution:

Enter the policy name and policy number
Enter the policy duration in months

Click Save to save the entry created

Birla Sun Life Insurance
Asset Control
DFGY7654

36

07/26/2012

07/26/2015
5000

Save | Reset | Cancel |

Enter the total premium amount for the policy undertaken

Select the Insurer name from the dropdown list for whom the policies are to be created

Select the policy Start date and End date from the date time picker

The software distribution feature automates the distribution of programs to client Pc's.

These programs run on the client computers to perform tasks such as installing,

uninstalling and repair the software.

Software Distribution eliminates the inefficient process of providing thousands of software

CDs to users, along with programs and instructions. The automated process of program

distribution eliminates user errors such as entering incorrect values in prompts, running

incorrect programs, or entering incorrect arguments. By using Software Distribution,

clients can successfully run programs and install software without needing to know how
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to run these programs or which setup options are best for them. Clients do not need to
manage their own software installations. Instead, you centrally define and control how
and when programs run on client computers. You can choose how little or how much
users manage.

Agent

Description:
e InsTIL agent discovers assets remotely

e Distribute software to client from the server.

Operation:
e Agent Settings

e Manage agent
e Discovery scheduler

Agent Settings
The configuration setting for deploying an agent is defined here.

e Enter URL of server where InsTIL is configured and clicks save.

e If the end user does not have the permission to access URL specified , then enable
“requires authentication” and enter valid credential to access the URL

e Enable "user can modify agent setting” for the end user to modify the agent settings

Admin = Software Distribution > Agent

_—

Agent

Manage Agent Discovery Scheduler
URL * http://172.16.6.224:1000/instilv410001
Requires Authentication
User Name * c04286
Password T T T YT YT Y]
[user can maodify agent setting

Save | Clear |
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Manage Agent:
The user can install, repair and uninstall the agent.

e The asset description list contains assets which were discovered earlier.

e Enable Install and select the asset from the asset description list to install agent

e The asset in which the agent is installed is displayed under repair and uninstallation tab
e Enable Repair and select the asset from the asset description list to repair agent

e Enable Uninstall and select the asset from the asset description list to uninstall agent

admin = Software Distribution = Aagent

S
Agent
SAgent Setting Discowvery Scheduler
& Ihstall ) repair 2 uninstall
Searching and Filtering

=1 Asset Description Remarks
= 1/hassef-poc_precision.com J hassef-pc.precision.com

=1 £ 1/pa-chn-dt-0Z4._precision.com / pg-chn-dt-0Z4.precisi

=1 ] 1/pa-chn-dt-02S.precision.com # pg-chn-dt-025.precisi
=] ) 1/pa-chn-dt-026.precision.com # pg-chn-dt-026.precisi
= = 1/pa-chn-dt-027.precision.com # pg-chn-dt-027.precisi
= =] 1/pa-chn-dt-028_precisicn.com / pa-chn-dt-028_precisi
=1 — 1/pa-chr-dt-029_precisicn.com / pg-chrn-dt-029_precisi
=1 == 1/pa-chn-dt-091_precision.com / pg-chrn-dt-0S1 _precisi
=1 ) Z/pa-chn-dt-081.precision.com ¢ pg-chn-dt-081.precisi

Install agent

Discovery scheduler:

This feature enables the agent to run a routine scan on assets, on a specific
schedule and
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Updates the result to the server.

e Select occurrence, to schedule daily, weekly and monthly.
e Enter time
e Select the asset from the asset description list and click Schedule button

Admin > Software Distribution = Agent

-
Agent
Agent Setting Manage Agent
Occurrence * @ Daily @ wWeekly O Monthly
Day * Monday [=]
Time * 10:00 [HH:MM]
Remarks
Schedule
Searching and Filtering
Asset Description Schedule RrRemarks
|:| 1/hassef-pc.precision.com / hassef-pc.precisi Crailby, 11:29 installed by serwvice
-] 1/pa-chn-dt-091.precision.com / pg-chn-dt-0¢ Daily, 11:25 Installed
Template:
. . .
Description:
A predefined format for creating software packages.
H .
Operation:

e Click new button to add a new template

e Enter template name

e Select software category from the given dropdown

e Select type as EXE or MSI

e Enter publisher and version of the software(optional)
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Parameters:
Description:

Parameters are switches used during software installation, repair and uninstallation.

Operation:

= Enter parameter to install, repair and uninstall the software
» (lick add to create multiple parameters
» The parameter field can be left empty, if there is no parameter for a software package.

To add a new record:

e Click Add to enter the parameter name, install parameter, repair parameter and uninstall
parameter
e C(lick save to save the entry

r P, Admin > Agent = Template
— 4 Template -
Template * -Met Framework 2.0
Software Category = Main Product =1
Type ™ @ ExE 2 mMsI
Publisher Microsoft
Wersion 2.0
Parameters add
Parameter Mame = silent
Install Parameter Ja:a Jo:"install /g
Repair Parameter
Uninstall Parameter

Add | Reset | Cancel |

Save | Reset | Cancel |

To modify an existing record:

. Select the existing record to be modified from the list.
. Perform the required changes.
. Click modify button to modify the record.
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Admin =

Agent = Template

Template -«
Searching and Filtering
Template Category Twpe Publisher versi
&7 gl _NET Framework 2.0 Main Product EXE Microsoft z.0
& gl _NET framework 3 Main Product EXE Microsoft 3
& gl _NET framework 3.5 Main Product EXE Microsoft 3.5
& gl Fzip oz Main Product MSI Unlknown 9.2
& gl  7Zip 9.20 %54 Main Product MSI Unknown 9.2
& gl  Adobe Flash Player 10 - ActiveX Main Product EXE Adobe 10
& gl  Adobe Flash Player 10 - Plugin Main Product ExXE Adobe 10
&7 gl Adobe Flash Player 10 ActiveXx Main Product ExXE Adobe Systems Incorpor 10.1.8
& gl  Adobe Reader 10.0.0 Main Product EXE Adobe 10.0.0
& gl Adobe rReader B.0 Main Product EXE Adobe 8.0
| T | »
Pages 1 of S Records 1 - 10 of 81 == = 1 = £ 4 s s z = > == Goto 1 -
. Click reset button to rollback to the previous state.
I.—’_:“-. Admin > Agent > Template
\-1 ] Template -
Template = Adobe
Software Category * Main Product =1
Type * @ EXE o MsI
Fublisher
Version
Parameters Add

Parameter Name =

Install Parameter

Repair Parameter

Uninstall Parameter

Modify |

Reset |

Ywquiet \norestart

Cancel |

Update |

Delete |

Reset |

Cancel |

To cancel current operation:
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. Click cancel button to discard the current action.

To update an existing record:

. Select the existing record to be updated from the list.
. Perform the required changes.
. Click update button to update the record.

To delete an existing record:

. Select the existing record to be deleted from the list.
. Click delete button to delete the record

Searching and Filtering:

. Enter the search word in the textbox.

. Click search button for getting the result in the grid.

. Filtering of data in the grid is done based on the Template, Category,
Type, Publisher and Version

. Select data from the dropdown list for filtering.

. The searched and the filtered record are displayed in the grid.
Package:

Description:

A package contains necessary scripts and information to aid in managing the installation,
repair and uninstallation process of a software.

Operation:

= (lick new button to add a new Package

» Enter package name

» Click existing template and select the predefined template from the list or enter manually
= Enter package description
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Select software category from the given dropdown list

Select type as EXE or MSI if the existing template is not selected

Enter publisher and version if the existing template is not selected

= Enter parameter to install, repair and uninstall the software if existing template is not
selected

» The parameter are automatically fetched based on the template selected from the existing
template

= Click browse and select the source path to access the share which contains the EXE or MSI
file

e Click browse, a dialog box will pop-up displaying Domain, Username and Password.

e Select Domain from the dropdown list and enter credential for the selected domain, which
will list the domain computers and enable the end user to access the share which contains
the EXE or MSl installation file or enter the source path manually.

e If the end user does not have the permission to access the source path specified , then
enable “requires authentication” and enter valid credential to access the source path

* Enable the check box to copy the source to client machine

* Enable the checkbox to copy the subdirectories and other files to client machine

» Enter script if required, before and after install, repair and uninstall based on command
and parameters

» (lick save to save the entry

To add a new record:

o Click Add to enter the parameter name, install parameter, repair parameter and uninstall
parameter
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., Admin = Agent = Package
' - . N
rackace Net Framewark w2.0 A Eeimting Tarmeiates
aaaaa g Dascription Software Category Main Produce =1
coumte Al Country =1 Tvee - e s
it Al ity [=1 PFPublisher [ Tp———
- All Locarion =l arsion =0

e

Moy Recet | cance |

Source Path © AWM1FZ.16.1.105\Solftw are Distributioniydobnet 2.0 exce

] Requires Authentication

oo et
Before Installation

After Installation

P e I =—

Searching and Filtering:

o Enter the search word in the textbox.

o Click search button for getting the result in the grid.

o Filtering of data in the grid is done based on the Package,
Category, Type, Publisher and Version

o Select data from the dropdown list for filtering.

o The searched and the filtered record are displayed in the grid.

Jh. Admin > Agent > Package

Package w

Searching and Filtering
Package Name Category

Type Publisher Version Sa
_ﬁ‘ Opera Main Product EXE Opera Software ASA 10.63 W\
1| m 3
Page 1 of 1 Records 1 - 1 of 1 << = | > == Goto 1
Deployment package
Description

The deployment package contains list of various package which is used to
distribute software on client machines.
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Operation:
Click new button to add a new deployment package
Enter deployment package name and description
Select deploy mode as immediate /on startup/on shutdown/on schedule
Select location details (country, city, and location) from the dropdown list ,where it

displays asset from the selected location

Drag and drop packages, from available packages to selected packages

Select install/repair/uninstall for a package and select the parameter mode (silent, passive,
unattended etc.)from the dropdown list

Select asset/multiple assets from the asset description list, where the software package to
be deployed.

Click save button to save the entry created

The status of the deploying package can be viewed by clicking on the deploy history icon

in the deployment package list

On deploying a package, initially the status is Not Started and after three minutes the
status is In-Progress and indicated by red icon
On clicking the red icon the deployment package is suspended

] Admin = Agent = Deployment Package

1J Deployment Package
Deployment Package ™ Opera V10.63 Country -- Select -~

City -- Select --
Description

B OE ¢

Location - Select —-
Deploy Mode @ Immediate ) Startup ) OnShutdown 0 onSchedule
Awvailable Packages Selected Packages
Opeara Opera

@ Install ) Repair ) Uninstall

Silent [=]

To reset an existing record;
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o Click reset button to roll back to the previous state.
poate | Dismiss |  meser |  cancel Torstmesses e

To cancel current operation:
o Click cancel button to discard the current action.

To update an existing record:
o Select the existing record to be updated from the list if only the

status is as Not Started.

o Perform the required changes.
o Click update button to update the record.

To dismiss a package:
e Select the deployment package from the list
e Click dismiss button to dismiss the package

Searching and Filtering:
o Enter the search word in the textbox.
o Click search button for getting the result in the grid.
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o Filtering of data in the grid is done based on the, Category,
Device Type, Part Description, Asset Group, Domain and Network
o Select data from the dropdown list for filtering.

The searched and the filtered record are displayed in the grid

-'l Admin = Agent > Deployment Package

New

4|

‘_‘L“) Deployment Package v
Searching and Filtering
Deployment Package Status Deploy Mode Schedule Date Time Deployed B
_ﬁ’ l;] B Opera v10.563 MotStarted Immediate Administratol
T 3
Page 1 of 1 Records 1 - 1 of 1 = = 1 = = Goto | o

4Ly Refresh

SoftwwareDistribution

Senerated on SC1T/2012 12:07:58 PM

Opera V1i0.63

Deployed DateTime

S5/17/2012 11:
S5/17/2012 11:
S5/17F/ /2012 12:
S5/17/2012 12:
S5/17F/ /2012 12:
S5/17/2012 12:
S5/17/2012 12:

585:
59:
o=:
o2:
o=:
a5:
a5:

=28 AaM
58 AM
22 PM
57 PM
57 PM
21 PmM
47 P

Deployment Package Status Completed
O pera

Parameater Silent

SMNo Status

1/ pg-—chn-dt—09 1. precision.com / pg-chn-dt- 091 _precision.comnm
1 MotStarted
2 INnProgress
= INnProgress
=1 Completed
5 INnProgress
(=] INnProgress
7 Completed

Remarks

Copwying fil2(s) for Install.

Install imn progress.
Install Completed.

Copwing file(s) for Install.

Install in progress.

Install Completed.

4 4 User

User — User classification
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The below fig. represents the create option for User — User Classification. The
administrator can create the User Classification for which the service level agreement
(SLA) applies. User Classification can be a priority at which the incident needs to be
attended. The administrator can define the classification as Gold, Silver, and Platinum.
User Service level is divided into response and resolution. Response is the time frame
within which the service has to be attended and Resolution is the time frame within which
the problem needs to be solved.

g admin » User = User Classification

User Classification

User Classification Response Time [HH:MM] Resolution Time [HH:MM] Up Time [%] From Date
& Gold
f Silver
f Platinurm

Pagelofl Fecords 1 - 3af 3 1 Goto [1 %

Operation

To add a new user classification perform the following task

3 Admin = User = User Classification
User Classification S
User Classification * CEQ
Rermarks
SLA Details [l add sLa
Response Time * o0;15 [HH:MM]
Resolution Time * o0:20 [HH:MM]
Up Tirme * 99 [%]
Frorm Date * n441/2011 ]
Status * Active v
Save Reset | Cancel |
1. Click New

2. Enter the user classification name - The user class name is fixed for which the Service Level
Agreement applies [SLA] when the SLA type is selected as User in Service Desk
3. Enable Add SLA
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Enter the response time - The time frame within which the service has to be attended
Enter the resolution time - The time frame within which the problem needs to be solved
Enter the uptime

Click Save button to save the record created.

© N o o A

Click Reset to clear the entries created

User — Active Directory

The application can be integrated with ADS and all the users in the ADS can be imported
to the application. The users can therefore log calls with their respective domain login.
The administrator can add all the users into the application using any domain credential.

&,, Admin > User > Active Directory
E?  Active Directory

_ﬁ? Techconet.co.in

Page 1 of 1 Records1-1afl 4 g4, 1w

Operation

To synchronize the users from the Active Directory perform the following task

- Admin = User = Active Directory
= Active Directory
Dorain Mames  *

User Mame =ibki

Password

Organizational Unit

Techoconet.co
Techcoconet.co.inbccounts
Techconet.co.in/Biometrics
Techconet.co.inContacts
Techconet.co.inContractars
Techconet.co.in/Corporate
Techconet.co.inysDirectars
Techconet.co.in/ERP
Techconet.co.in/FSI-Testing
Techconet.co.inGroups Gl
Techconet.co.in/ICT
Techconet.co.in/IMNSTIL
Techconet.co.inyLegend
Techconet.co.in/Moass
Techcoconet.co.in OMMP
Techcoconet.co.irn Q)
Techconet.co.inysSales
Techconet.co.in/ssDP
Techconet.co.in/SDPL e
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1. Select the Import icon for the respective domain for which the ADS synchronization is to
be done

The domain user name and password are obtained from the master data

Select from which OU the users are to be imported and click Import

The screen shows the number of failure and new users

The users are automatically imported into the application.

ISR

Click on the Failure link and find the list of users and the reason for not being imported

User — Organizational Unit

The list of Organizational Unit available in the domain is added to the master when the
Active Directory synchronization process is done. The administrator also has the provision
to add OU for non-domain user.

admin = User = Organizational Unit
-

Mew Action -

Irmport from active Directory

nSAccounts Techo

n
n
Techoconet.co.in/Biometrics Techoonet.co.in
Techoconet.co.in/Contacts Techoonet.co.in
Techconet.co.in/Contractors Techeconet.co.in
Techconet.co.in/Corporate Techconet.co.in
Techeoonet.co.in/Directors Techeconet.co.in

Techconet.co.in/ERP Techconet.co.in

Techconet.co.in/FSI-Testing Techconet.co.in

DRSNS NRNNNS

Techconet.co.in/Groups OU Techconet.co.in

Page 1 of 2 Records 1 - 10 of 20 1 z » ] Soto 1w

Operation

To add a OU manually perform the following task
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Ldmin = User = Organizational Linit

Organizational Unit

Organizational Unit * Lacal Used
Domain * (Local) hd
Save | Reset | Cancel ‘
Click New

Enter the Organizational Unit name

Select the domain name from the dropdown list.
Click Save to save the record created

Click Reset to clear the entries created

Ok e

User — User

The users synchronized from ADS can be viewed using this menu. The administrator can
also add a user who is not there in the domain. The user is alerted through an SMS and
email when the account is created.

Search and filtering options are also provided for searching particular users. Filtering
options are provided to search users based on first name, last name, department,
classification, city, location etc. For bulk import of user Import from csv option is also
provided. The user is alerted through an SMS when the account is created.
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~ admin > User > User
L
User

Mew

User Name
Departrment
Classification
Category

Dormain Mame

Pag=s 1 of 19

Records 1 - 10 of 152

Select Department
Select Classification
Select Category

Select Domain

Code Name Location Detail
& so A.B.Jambunathan
oz Administrator
# 76 Akthari Begum IndiasChennai
& 1z Animalar.c
& 1=zs anjan Prakash
oz arun
” es Aruna
1z Athiselkaran Thirunavukkarasu
& 1o7 Balachander
#* 135 Balachander

4488

o

) Firsthame O Lastiame
Country
City
Location
Floor
Bay

Department Classification

Sota

Select Country
Select City
Select Location
Select Floor
Select Bay

Category

User

Administrator

User
User
User
User
User
User
User

User

Action

Searching and Filtering

LRI S

Domain Name
Techconet.co.in
{Local)

Techconet.co.in
Techconet.co.in
Techconet.co.in
Techconet.co.in
Techconet.co.in
Techconet.co.in
Techconet.co.in

Techconet.co.in

Operation

To add a new user perform the following tasks
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~ Admin = User = User
1]
User

Location Detail

First Mame * Peter Mobile Mo 9309288809
Last Name Roddick Phaone Ma FeFT7432
Dornain Marme * (Local) b Fax Mo
Organizational Unit Select b L
Address
Login Mame * peter 2
Password * [T Zip Code 870987
Confirrmn Password * sesse Mail 1d * peter.roddick@ihg.com
Administrator Designation
IT Manager
Categaory * Service Desk Attendance Required?
Technician :
Status Active
Classification Gold e Manager
Save Reset Cancel

n Admin = User = User
"
User &

General
Country US4 v Floor 26 v
City Mew York ¥ Bay R&D ¥
Location WTC ¥ Department Select ¥
Click New

Enter the User name and other credentials of the user.

Select the category for the user. Note: Multiple categories can be selected for particular
user.

Enter the mail Id and the user classification type.

Select the location tab and enter the location detail of the User

Click save button to save the record created.

N o o &

Click Reset the clear the entries created

Single user import from Active Directory

Operation

To import a single user from the active directory perform the following task,
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Fa) Admin = User = Liser
L)
User

Location Detail
I
First Marme * Sihi Maobile Ma

Last Mame Fhone Mo

Domain Mame * iTechconet.co.in = Fax Mo

Organizational Unit InsTIL - Confidence in IT t.nagar
Login Mame *
sibi's details are gathered from Techeconet.co.in domain

Password * 600017

Confirm Password * Ok sibi@techconet.co.in
Adrinistrator Designation Deployrment Engineer
IT Manager

Category * Service Desk Attendance Required? ]
Technician :
User Status active

Classification Select s Manager

Save Reset Cancel

Click New

Select the domain name from the dropdown list

ﬁ

Enter the login name of the user to be discovered and select the <7 icon

P w NP

The information of the users is captured from the AD and the select the role that has to
be assigned to the user

Click Save to save the entry created.

To update the user details, select the user from the list and perform the required changes.

User — User asset linking

The user created is linked with the asset so as to complete the process of user-asset
linking. A single asset can be linked to many users or the vice-versa. The user and the
asset can be linked only when the location detail of the asset and user are the same. For
example if a user holds a desktop and laptop, then these two assets are linked with that
particular user.
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= Admin = User = User Asset Linking
~£ User Asset Linking .
User Mame * Ramkurmar bt
Asset Description Selected Asset

1/IMSTILOO0Z techoonet.co.in/IMNSTILOO3 techconet
1/A8IGAMNESH-1 techconet.co.infAIGARNESH-1 . teche
1/SATHESH techconet.co.infLAT 28015472512
1MEMKEAT techoonet. co inYENKAT techconet.co.in

10/SATHESH techconet.co.in/SATHESH techconet.c —
10/<EMAInstl.com//INAT7S2091F
= =
Save Reset Cancel

Operation

Click New

Select the user name from the dropdown list for which the asset is to be linked.
The list of assets will be shown

Select the assets that are to be linked and click == | button.

Click save button to save the entry created.

To delink an asset, select the user name from the list and click ﬂ button.
Click update button to update the modifications made.

No ok~ wbdE

User — Attendance Permission

This feature enables the administrator to give attendance access rights to all users in a
bulk fashion. The attendance permission can be enabled for all users by the administrator
using selection criteria like Domain, Department, Country, City, Location, Floor and Bay

Operation

1. The users can be filtered based on domain, department, country, city, location, floor and
bay

Select the above said parameters from the dropdown list

Click Filter

The list of users will be shown based on the parameters selected

Select the user for which the attendance permission is to be enabled or to provide
permission for the entire user in the domain select the User name check box

6. Click Update attendance.

ok wN
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=| Attendance Permission

P Admin = User = Attendance Permission

Crarmain TECHZOMET.CO.IM i
Departrment Select Departrment -
Countey India -
City Chennai hd
Location T-Magar hd
Floor 1=t Floar -
o3y Hurman Resources hat
Filter Reset
o+ Admin > User = attendance Permission
=| Attendance Permission
[0 user Name Domain Department Country City Location Floo
1 project Techconet.co.in
[0 sved Techconet.co.in CORPORATE India Chennai
[0 mMahesh Techconet.co.in CORPORATE India Chennai
[0 ccapmin Techcanet.co.in
[ skarthik Techconet.co.in India Chennai
[0 subhu Techconet.co.in
[0 radius Techconet.co.in
[0 openminds Techconet.co.in
[] fortigaurd Techeconet.co.in
[0 infoquest Techconet.co.in India Chennai
[0 rmathew Techconet.co.in Directors India Chennai
[ HrR Techconet.co.in
[ ravindran Techconet.co.in SDP India Chennai
[0 karthikeyan Techconet.co.in SDPL India Chennai
] ealaji Techconet.co.in Directors India Chennai
[0 s=mita ajay Techeconet.co.in SALES India Chennai
[0 wenkat Techconet.co.in ITIL India Chennai
] mMukund Techconet.co.in Enterprise Solutions India Chennai

4.4 Service Desk

Service Desk — Call Priority

Every call received at the service desk will come with a priority which describes on what
priority the call has to be resolved. By default the call priority master is hard coded as
High, Medium and Low. The administrator can add more call priorities to the master.
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Admin = Service Desk = Call Priority

Call Priority

Call Priority
& High
_ﬁt Lo

_,.01' Mediurm

Page 1 of 1 Recordsz 1 - 2 of 3 1 Goto 1 W

Operation

To add a call priority perform the following tasks

Admin = Service Desk = Call Priority

Call Priority

Call Priority * Significant

Save | Reset | Cancel

1. Click New
Enter the description of the call priority
3. Click Save to save the entry created.

N

Service Desk — Call Origin

Every call received at the service desk from the user, needs to be provided as to where the
call originated or how the problem or issue is informed to the service desk. The user
would have used the web or phone or mailed the service desk to intimate the problem or
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issue. Such mode of call is created in this master screen. By default the call origin option is

hard coded in the application as Web, Phone, E-mail and Threshold

Admin = Service Desk = Call Origin

Call Origin

Call Origin
S E-Mail
p‘ Phone
& web
Page 1 of 1 Records 1 - 2 of 3 1 Goto 1 1w

Operation

To add a new call origin perform the following task

Admin = Service Desk = Call Origin

Call Origin
Call Origin * Phone
Remarks Phone
Save ‘ Reset | Cancel
Click New

Enter the call origin

Click Save button to save the record created
Click Reset button to reset the entries.
Click Cancel button to cancel the process

oOuVhwWNE

Service Desk — Severity

Use Remarks field for any additional description.
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Severity is a measure of the impact on the business of the failure of a service. Severity is
often measured by the number of people or systems affected. The SD specifies the
severity of the problem at the time of Classification of the call. For each Severity, there will
be an SLA added which will start depending on the severity of the call.

Admin = Service Desk = Severity
& Severity

Data centre unavailable
ERP has stopped
Impacts business
Legal immplications

Unable to generate statements

SRS NN S

Unable to process Pavyroll

Page 1 of 1 Records 1 - & of & 1 Gota 1 W

Operation

To add a new severity type perform the following task

admin = Service Desk = Severity
& Severity

Severity * Data Centre unavailable
Rermarks
SLA Details Add SLA
Response Time * 0o:10 [HH:MM]
Resalution Time * 00:20 [HH:MM]
Up Time * 100 [%:]
From Cate * 05122011 3
Status * (Active iv
Save Reset | Cancel |
Click New

Enter the Severity type

Enable Add SLA

Enter the Response Time for SLA
Enter the Resolution Time for SLA

AN
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6 Enter the Up Time for the Severity call

7. Enter From Date

8. Select the status from the dropdown list

9. Use Remarks field for any additional description.

10. Click Save button to save the record created

11. Click Reset button to reset the entries.

12. Click Cancel button to cancel the process

Service Desk — Call Category

The support calls received from the users need to be categorized initially, so that the
issues can be tracked properly and the support provided successfully and problem solved
can be updated logically in the knowledge base of InsTIL. Therefore, prior to defining the
actual complaint, it would be better to categorize all such categories. InsTIL also provides
option for importing the service desk masters like Call Category, Complaint and
Complaint Detail from excel sheet. This helps the service desk and the technician refer the
knowledge base and provide first line support for the common issues faced.

w . Admin = Service Desk » Call Categary

LY

1.

MNew Action

Irmport From C3

ﬁ‘ admin Request
_{/‘ Incident

_[/‘ Service Request
Page 1 of 1 Records 1 - 2 of 2 1  Goto 1w

Operation

To add a new call category perform the following task
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- Admin = Service Desk = Call Category

W call Category

Call Categary * Hardware
Short Name PC
Save ‘ Reset ‘ Cancel ‘

=

Click New to add a new call category

Enter the Call Category name — Ex- Hardware, Operating System and Application.
This will be useful for the SD to classify the type of call that has been logged.

Use Remarks field for any additional description.

Click Save button to save the record created

Click Reset button to reset the entries.

Click Cancel button to cancel the process

N

o vk w

Note: to import the call category master select Import from csv and select the file
and click Import

Service Desk - Complaint

After defining the call category, the administrator can pre-define the nature of complaint
as shown in the below screen. Click complaint master from the Service Desk menu, the
below screen appears
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2Admin = Service Desk = Complaint

Complaint

Filtering

Complaint Callcategory

AfC issues Admin Regquest

Access Service Request

Access Incident

Access Incidents Incident

Anti virus Incident

Application Incident

Asset Service Reguest

Asset Admin Request

Backup Serwice Request

SNANSSNNNAS

Booking Admin Request
Page 1 of 3 Records 1 - 10 of 27 1z 3 » M Goto 1w

Operation

To add a new complaint perform the following tasks

@ Admin = Service Desk = Complaint

Complaint

Complaint * Desktop
Call Category * Hardware hd

Remarks PC

Save | Resat | Cancel

1. Click New
2. Enter the complaint — Monitor, Operating System errors, UPS Shut down etc
Select the call category from the dropdown list - select the most appropriate
one.
Use Remarks field for any additional description.
Click Save button to save the record created
Click Reset button to reset the entries.
Click Cancel button to cancel the process

No vk

Service Desk — Complaint Detail
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After a broad classification of complaint is created, the administrator can create the
complaint detail related to the complaint.

Admin = Service Desk > Complaint Detail

Complaint Detail

j‘ Login ID Creation
j‘ Additional User Rights
j‘ Remote Access Rights
V4 Desktop / Mote Book Allocation
_&‘ Server allocation
_&‘ Standard Software Installation
_&‘ Desktop / Mote Book Re-location
_&‘ Server Remowval
_&‘ Desktop Remoaval
_&‘ Software Un-installation
Page 1 of 13 Records 1 - 10 of 125
.
Operation

To add a new complaint detail perform the following task

Ira

18]

Server Access
Logon Rights
Server Access
IMACD
IMACD
IMACD
IMACD
IMACD
IMACD
IMACD

[ 4] Soto

. Admin = Service Desk » Complaint Detail

Complaint Detail

Camplaint Detail *
Call Category *
Camplaint *

Remarls

Click New

o Utk WwWNRE

Save ‘ Reset | Cancel ‘

Serwice Request
Serwice Request
Serwice Request
Service Request
Service Request
Service Request
Service Request
Serwice Request
Serwice Request

Serwice Request

Filtering

Enter the complaint detail related to call category and complaint selected
Select the call category from the dropdown list

Select the complaint from the dropdown list

Use Remarks field for any additional description.

Click Save button to save the record created
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7. Click Reset button to reset the entries.
8. Click Cancel button to cancel the process

Service Desk — Action Taken

The technician updates the call by describing the action taken for the problem. The
technician can also choose the pre-defined Action taken from the Action taken master. By
default the application comes with a set of default call Action Taken

Admin = Service Desk = Action Taken

Action Taken

Mother board replaced

RAM replaced

HDOD replaced

Keyboard replaced

Mouse replaced

Monitor replaced

Requested software installed
05 reinstalled

User created

ﬁ’
ﬁ’b
_{7‘
ﬁ’
pt
ﬁ‘
ﬁ‘.
ﬁ‘
ﬁ‘
_ﬁ‘.

Page 1 of 2 Records 1 - 10 of 14 1 2z » N Gota 1 %

Password reset

Operation

To add a new Action Taken perform the following task
Admin = Service Desk = Action Taken
Action Taken

Action Taken * RAaM Refixed

Save Reset Cancel

Click New

Enter the description of the Action taken
Click Save button to save the record created
Click Reset button to reset the entries.

M owbdpe
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5. Click Cancel button to cancel the process

Service Desk — Auto Service desk

The service desk rules are defined to make the incident flow process automated. The rules
are created for various call categories. The reminders to various technicians and other
team members are created in these master settings.

This feature is enabled based on license purchased.

Admin = Service Desk = Auto Service Desk

Auto Service Desk
Rule Name * Software installation request Reminder to technician
Call Category = Service Request Response Time 00:10 [HH:MM]
Complaint Software Installation Resolution Time 00:10 [HH:MM]
Complaint Detail Install Adobe Reader Reminder to team members
. Alert Response Time HH:MM
Admin - P I !
Primary Contacts #gg?jl?lstrator Alert Resclution Time [HH:MM]
- Alert By ¥ E-Mail ¥ sms
Activity Type * @ Ewecution _) Approval Activity
Assign Type * Technician El Action @ optional ) Required
Assign To * Select El Execution Type @ parallel ) Series
Hierarchy Level * Execution Seguence * 3
Add Rule
Activity Type Assign Type Technician Hierarchy Level Activity Action Type
ﬁ‘ »  Approval Others Anjan Prakash - Optional Farallel
.9‘ ¥ Execution Technician Techl = Optional Parallel
4 1 +

Steps for creating a new rule

Step 1: Click New
Step 2: Enter the rule name in order to identify a rule
Step 3: Select the call category from the dropdown list which is created as masters. For
example
Application, Hardware etc.
Step 4: Select the sub category levels from the masters if required.
Step 5: Enable the Alert By as E-mail / SMS
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Step 5: Select the Technician name to which the rule is to be applied.
Step 6: The action type is either selected as Optional or Required.
Note:
Optional Action type means, the selected technician is optional for completing the call.
Required Action type means, the selected technician is definitely required to complete the
call.

Step 7: Select the execution type as either Parallel or Series

Note:
Parallel refers when a particular call is assigned to multiple technicians, either of the
technicians can attend the call.
Series execution type refers when a call is assigned to multiple technicians; the technician
has to respond to the call according to the sequence that is defined.

Step 8: Click Add rule to save.
Step 9: Repeat step 8 to add multiple rules in the same sequence.

Reminder to the technician and other team members
1.  Set the response time and resolution time for the alert to be triggered

2. A mail will be triggered to the technician if the defined response time and resolution
time is not met.

3. Incase of a call assigned to multiple technicians, the mail will be triggered to other team
members also.

Service Desk - Template Creator

The incident template creator generally enables the administrator to create templates for
various types of workflow within the organization. The administrator creates templates,
which can be accessed by the User, Service Desk and Technician while raising a request.
The user selects the template based on the workflow requirement while raising a request.
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Add Mew Control

Mame * Source IP Address

Description

Mandatory & ves O Ma
Position *
Order ¢ k=]
wisible * @ ves O Mo
Wisibility * User ] Technician Service Desk (11T Manager
e

@Single Line Of Text Field Type * String o

I Multiple Lines Of Text Default value

Sgesétri.ogll_'e Cption (O Field Size * 255

add Control

Sawve | Reset | Cancel

Steps to create an Incident Template

Click New
Type the name of the template and a suitable description
The template can be made accessible to certain user community based on the workflow
requirements

4. By default the application has tabs like Logging, Classification, Assign, Update,
Clarification and Close. For each tab various controls can be added
For example - Adding New control in Logging tab
Enable Add New control and name the control that has to be created

7. The administrator can make that particular control as mandatory or not, by selecting
either Yes or No

8. The position and the order of the control can also be defined, and the controls will be
displayed based on the position and order

9. The added control can be made visible or not to each categories like User, Technician,
Service Desk and IT Manager

10. Select the visible status as Yes or No and also select the categories for which the control
is to be displayed

11. The control created can be of various selection types like Single Lines of text or Multiple
lines of text or Single option

a. For single lines of text the created control can be of String , Date Time, Number, Mail and
Date field types
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12. For Multiple lines of text the user can enter text of multiple lines i.e. a sample control of
Remarks type
13. For single option the created control can be of Radio button, Dropdown and Checkbox
field type
Utilities
Attendance

This feature enables the user to mark the Punch In time and Punch Out time for the
particular day. This feature is made available for all the roles in InsTIL.

Operation

1. Select Punch In time and submit which marks the in time for the user

A Utilities » Attendance
ng Attendance .
G Time O out Time
Submit

2. Similarly select Punch Out time and submit which marks the out time for the user.

ﬁq{’ﬁf- Utilities = Attendance
= Attendance
Cin Tirme 22 out Time

Subrmit

Knowledge Base

The knowledge base is populated with the information from the incident data. All
incidents with status as Completed or Closed will be displayed in the Grid. These incidents
can be moved to the knowledge base. The administrator has the provision for updating
the knowledge base or the administrator can be given the permission for viewing the
knowledge base alone.
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Utilities = Knowledge Base
[[Ih Knowledge Base v
Action -
Wiew Knowledge Base List
Filtering
[] call1d Description Investigation Finding Action Taken Call Category
1 maonitor problern rmonitor problem a new monitor replac... Hardware / Desktop /... @

Pagelofl Recordzl1-1of1 1 Goto 1

Add to Knowledge Base Rermove From Call List

Operation

Click view to see the complete call history of the call.

No ok~ wbhPE

knowledge base

FAQ

The calls with the status closed and completed will be displayed in the grid.

Select the calls that has to be added to the knowledge base

Click Add to Knowledge base to add the call to the knowledge base.

Click View Knowledge base to see the calls that are added in the knowledge base

To remove a call from the database, select the call and click Remove button.

To search a content from the knowledge base, type a keyword and click Search

The FAQ module is to use to gather some information related to the queries posted .The
FAQ can be updated by the Service desk, Administrator, Technician and IT Manager if
permissions are given by the Administrator in the settings menu.
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Litilities = FADQ

=9

Howe to configure Outlook?
Questions
How To Check :

Configure Cutlook 2007
Answer

External URL (seperated by ") wowewy tech.co.in [wuww example.com]
Call Category Select Call Category e

Caomplaint Select Complaint w

Complaint Detail Select Complaint Detail w

Publish To User

Cocument File

Save | Reset | Cancel

Operation

Type the question for the FAQ (Search keyword)
Type the answer.

Type the Url(s) for providing the information.
Upload a document file.

Select the Call Category, Complaint and Complaint detail (if needed), to group the FAQ.
Enable Publish to user knowledge base to be viewed by the end user.

Click Submit to save the FAQ created.

To view a FAQ select search FAQ and type the keyword to be searched and click search.

N O A~ DN

Change Password

This utility allows the administrator to change the password for a locally created
user.

Operation

Click on Admin - Utilities > Change Password
Select the local user name
Type the new password

> w N

Click on change to save the new password
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Litilities = Change Password

G
% " Change Password
User Mame * =d w
MWew Password * T

Change | Reset |
Preference

To set owner's favorite as default. It can be set by all categories (Administrator, User,
Technician, IT manager, Service Desk) with their options provided. If the preferences are
not set, the default settings are used. The screen for Preference is shown below.

o Utilities » Preference

“ Preference

Asset Status
] active M inactive [=sold [writtenoft

User Status

M active M 1nactive

Set Preference | Reset ‘

Operation
Asset Status:

Select the status such as Active, Inactive, Sold, and Written off. (Can choose either one or
all).

User Status:

Select the status such as Active and Inactive (Can choose either one or both).

Services:
1. Enter the Call close in days. To enable Automatic Closure from the status complete
2. Enter the Time Interval For Escalation (Timer Application).
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3. Enter the Time Interval For Tasks (Timer Application).
4. To save a setting: Click Set Preferences Button to save the settings.

Settings

The various settings required for performing certain functionality in the application are
listed below

Knowledge base updates permission.

FAQ update permission.

Service desk and Technician permission.
Call Id Sequence number.

User-Asset linking settings.

Import/ Export path.

Time intervals for Importing and Exporting.

NouhkwnrE

e Utilities = Settings
e

K

Knowledge Base Update Permission

[ adrninistrator [ Technician [“] service Desk [T Manager

FAQ Update Permission

[ adrninistrator [ Technician [“] service Desk L1 Manager

Service Desk, Technician and User Permission
¥ technician can update the call [l Technician can alter the Date Time
[ =ervice Desk can alter the Date Time User can prioritize the call

&l Technician can Log the call on behalf of user [ Technician can update the call for other technician in same

rule
Ll Manager can update the call for other manaager in same rule
Tag incident to location in & asset O User
Service Desk Call Completed Status
O shaow Completed Calls In Service Desk [ =end Mails To Service Desk
Incident Classification
FMuser can Classify the Call ¥ Technician can Re-Classify the Call
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Incident Classification

[l user can Classify the Call 4] Technician Can Re-Classify the Call

Call Id From

Zall Eequence Mumber :

User - Asset Linking
Consider user department = Department

! . OCountr\; OCity 2 Lacation
Consider user location upta

C Floar OE‘.ay O Mone
Asset Serial Number
Priority 1 @& p1os Serial Mumber (O MAC Address ) Zystern Marme (or) IP Address
Priority 2 (2 BIOS Serial NMumber 'MAC Address (&} Systern Mame (or) IP Address
FPriority 3 O pI1os Serial Mumber & MaC address ) systern Marme (or) IP Address
Import & Export Paths 1
Import File Path *
Export File Path *
Imported File Path *
Log Path *
Subrmit Cancel
Knowledge base and FAQ update permission
1. The permissions for updating the knowledge base and FAQ are set in this menu.
2. Enable the check box for the roles for which the update permission is to be enabled.

Service desk and Technician permission

1. Options are provided to the technician for updating the call and for altering the date and
time.
2. Enable the check box for technician and service desk for various call update permissions

Service Desk completion status

1. Enable the check box “Show completed calls in service desk” , so that the calls with the
status completed will be displayed in the Service desk grid
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2. Enable the check box “Send mails to service desk” in order to send a mail alert to the
service desk for all the status of the call.

Incident Classification

The automated service desk functionality brings into the process of call logging self-
automated. Once the call is classified by the user, the calls are automatically sent to the
technician/support person. Technician can also re-classify the call, if the classification
selected by the user is in-appropriate

Enable “User can classify the call” in order to give the permission to classify the calls
Enable “Technician can re-classify the call” to change the call classification selected by
the user.

Call Id sequence

The administrator has the provision to set the call Id sequence number. For example if the
call id has to be started from id 100, he can set the call sequence number as 100.

User-Asset linking

This feature enables administrator to customize user-asset linking according to various
considerations like department, country, city, floor etc. So it is not mandatory to link the
assets and user manually. The asset description will be listed according to various
Considerations set by the administrator.

Asset Serial Number

This setting enables the administrator to select the priority for capturing the Asset Serial
Number of an Asset. Based on the priority and options selected, the application will
capture the information during Auto Discovery.

Import/Export paths

There are four file paths required for import, export, imported and log file path. All the
four folders should be created in the server where InsTIL is installed and asp.net users
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should be added and given read, write and execute permission for that folder. Select the
path where the respective folders are created in this menu.

Alert Settings

This feature enables the administrator to customize the Email and SMS content for various
call status available in the application. The administrator can edit the content of the
Email/SMS by selecting the default fields available in the Incident lifecycle and also an
option is provided to type certain information to be triggered along with the Email/SM.

An example is shown below for the customization of the Email content to be triggered
throughout the incident lifecycle.

St Utilities = Alert Settings
AT
B8 Alert Settings

SMS
Title Incident Template Alert Templ
¥ alert user by email when a call is logged Default El Customize
[¥] alert service desk by email when a call is logged Default El Customize
¥ alert user by email when the call is classified Default El Customize
] Alert service desk by email when the call is classified Default El Customize
¥ alert user by email when the call is assigned Default El Customize
[¥] Alert technician by email when a call is assigned Default El Customize
[¥] alert service desk by email when the call is assigned Default El Customize
¥ alert user by email when the call is updated Default El Customize
[¥] alert technician by email when the call is updated Default El Customize
[¥] Alert service desk by email when the call is updated Default El Customize
[#] alert user by email when the call is updated as pending Default El Customize
[¥] Alert technician by email when the call is updated as pending Default El Customize
[¥] Alert service desk by email when the call is updated as pending Default El Customize
[#] alert user by email when the call is updated as completed Default El Customize
[¥] Alert technician by email when the call is updated as completed Default El Customize
[V] alert service desk hv email when the call is nndated as comnlated Default =1 Customize

An example is shown below for the customization of the SMS content to be triggered
throughout the incident lifecycle.
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B alert Settings

Email

Title

[ alert user by SMS when a call is logged

[ alert service desk by SM5S when a call is logged

[ alert user by SMS when the call i= classified

[¥] Alert service desk by SM5 when the call is classified

[ alert user by SMS when the call iz assigned

[¥] alert technician by SMS when a call is assigned

[ alert service desk by SMS when the call is assigned

[ alert user by SMS when the call is updated

[] alert technician by SMS when the call is updated

[7] alert service desk by SMS when the call is updated
[ alert user by SMS when the call is updated as pending
[7] alert technician by SMS when the call is updated as pending
[ alert service desk by SMS when the call is updated as pending
[7] alert user by SMS when the call is updated as completed
[ alert technician by SMS when the call is updated as completed
[7] alert service desk by SMS when the call is updated as completed

[ alert user by SMS when the call is closed

[7] alert service desk by SMS when the call is closed

Operation - Email Alert

Incident Template

Default
Default
Default
Default
Default
Default
Default
Default
Default
Default
Default
Default
Default
Default
Default
Default
Default

Default

I O 4 4 O 0 0 0 o Y L Y R M CO M CU

The default fields that can be added in the subject line are listed in the subject variables.
The content in the subject line and also the message to be triggered can be modified in
the following steps. Similarly the customizations can be done for all call status available in
the application and also based on roles like Service Desk, Technician and User depending

on the workflow defined.

Alert Template

Customize
Customize
Customize
Customize
Customize
Customize
Customize
Customize
Customize
Customize
Customize
Customize
Customize
Customize
Customize
Customize
Customize

Customize
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Alert user by email when a call is logged

Subject Subject ¥ariables
MNew Call Recorded - $Calllds, fCalDateTimed Call 1d
g User Id
Message Message Yariables
Call 1d
L B ] B I U ase x, x* LS B T ~ X B || R =] User Id
Font | default - size [default |~ | " % B & = = = = = 859" giame'f' i 1d
= = ser Classification
== = iz | = = st % User Classification
) User Emailid
Hi slizertames, La> User Designation
User Mobile Mumber
& Zall has been raised in your name. The details are as follows. - User Phone Mumber
User Fax Number
S User address
galtl id f%ﬁlﬂg$ e & Lsgr Zipcode
ate an ime | $CallDateTime: Lser Department Id
asset @ o +

User Department

User Location
P LAcssetioriProduct Id
. - . . - - - = assetior)Product Description
2 ey | | G Asset Category Id

AssetorProductescription
Problem Description : $ProblemDescriptiond

Save | Cancel |

1. Select the fields one by one from the subject variable list that you want to be displayed

and click [_ button, the fields selected are automatically transferred to the subject line
2. Make the required modifications and type any text information if required

3. Select the fields one by one from the message variable list and when [L button is
clicked the selected field are transferred to the message line and make any modifications
where the variable has to be displayed based on the priority.

4. Click Save to save the modifications made.

Operation - SMS Alert

The SMS trigger facility is enabled for all the call status throughout the Incident lifecycle.
By default a predefined content is given in the message column and the administrator is
provided the option to edit the content of the message to be trigerred.
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P8 Utilities = Alert Settings = SMS Customize

E xR
PSS  Alert settings

Alert user by SMS when a call is logged

Message Message Variables

Hi $lserMames$, A call has been raised in yvour name with id $Calllds, Call 1d

on $CallDateTimes, for Asset $AssetSystemNameQriPAddresss. The User Id

issue reported was $ProblembDescriptions. User Mame
User Classification Id
User Classification
User Emailld
User Manager Id
User Manager

- User Desi_gnation

User Mobile Number
User Phone Number
User Fax NMumber
User Address
User Zipcode
User Department Id
User Department
User Location
Asset{or)Product Id

Sawve Cancel |

Escalation

This feature enables the administrator to escalate the higher officials, if the problem
intimated by the user is not responded or resolved within the stipulated time frame.
Escalation is available for the Asset — Internal, Asset — External, Severity and the User.
Levels (1, 2 and 3) are assigned for each of the SLA types. When the percentage time
mentioned in the Level exceeds, the incident will be escalated according to the matrix
defined and alert sent through SMS/Email.

2 Utilities > Escalation
S Escalation

SLA Type * Severity E|
Vendor Name * Select
Vendor SLA Type * Select
SLA Mame Impacts business E|
Escalation Trigger * Before El
Escalation level details:
Lewvel Hour [HH:MM] E Mail(s) Mobile Number(s)
[¥]Level 1 0O0:20 administrator@precisionit.co.in 9890765431
[¥] Level 2 00:10 servicedesk@precisionit.co.in 7687543211
[#]Level 3 00:05 itmanager@precisionit.co.in 9876540987

MNote : Email Ids and Mobile Nos are separate by commal,)

Save Reset Cancel
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1.  Click New

2. Select the SLA type — There are four SLA type — Asset Internal (Asset group), Asset

External (Vendor), Severity and User SLA.
If SLA type is selected as Asset External
Select vendor name from the dropdown list
b. Select the Vendor SLA type as Device or Call Category for which the SLA is fixed
in the vendor master
Select SLA name from the dropdown list
Select the Escalation trigger — Example — Before and After - The SLA can be triggered
before the response and resolution type and after the response and resolution time
Enable the checkbox and define the time interval at which the alert is to be triggered.
Enter the Email id and Mobile number information in the respective column.
Click Save button to save the record created
Click Reset button to reset the entries.
10. Click Cancel button to cancel the process

oW

o~

© o N

Warranty / AMC Reminder

Reminders are set for whom, when and where the application should remind for
Warrant/AMC expiry dates.
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e Utilities > Warranty/AMC Reminder

3‘«-&; Warranty fAMC Reminder

Reminder Detail User Detail

Vendor Name * HP Iz‘ Department Select EI

Category Server |Z| Country Select El

Asset Group Server Groups E| City Select E|

Remind Before * 12 Days Location Select El

Remind Later Days Floor Select [=]

Alert For * ¥ warranty [¥] amc Bay Select [=]
-

Alert By * [C] g-mail ¥] pashboard [¥] sms User Name *

Save

Reset

Cancel

Operation
1. Click New
2. Select the Vendor Name from where the Asset has been purchased
3. Select the Category name of the Asset for the selected vendor
4. Select the Asset group for the Asset
5. The Reminder can be set before and after the expiry date
6. Select the location detail of the Asset using the filtering option
7. Select whether the Reminder is to set for Warranty/AMC
8. Select Alert By as E-Mail/Dashboard/SMS
9. Select the user names whom the reminder has to be triggered
10.  Click Save button to save the record created
11.  Click Reset button to reset the entries.
12.  Click Cancel button to cancel the process

SLA Reminder

Reminders are set for SLA expiry dates. When the SLA of the Vendor is about to expire a

reminder is triggered in the Dashboard, E-mail/SMS alerts to the user.
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Utilities = SLA Reminder
SLA Reminder

Configuration Detail Location Detail
Wendor Name * HP Iz‘ Department Select E‘
9 Call Category Country Select E
Cit Select
SLA Type * Q) Category ¥ lz‘
Lacation Select E
_! Product Group
Flaor Select E
SLA For Server E|
El Bay Select E
Asszet Group Server Groups o~
User Name Administrator .
Remind Before * 20 Days
Reminder Later Days
Alert By * [¥] E-Mail /] Dashboard [Z] sMs
Save Reset Cancel
Operation

1 Click New
2. Select the Vendor Name
3 Select the SLA type as Device Category or Call Category
a If SLA type is selected as Device category, then select Laptop or Desktop from the
SLA For dropdown list

If SLA is selected as Call Category, then select Hardware or Application from the
SLA For dropdown list
4 Select the Asset group for the selected vendor
5 The Reminder can be set before the expiry date of the SLA
6. The option is provided for setting a second reminder
7
8
9

o

Select the location detail of the Asset
Select Alert By as E-Mail/Dashboard/SMS
. Select the user names whom the reminder has to be triggered
10.  Click Save button to save the record created
11.  Click Reset button to reset the entries.
12.  Click Cancel button to cancel the process

Task

Task can be created and assigned to self and groups. Some of them include:

Backup Tasks.

Preventive maintenance task.

Information on meeting. Etc

Re-occurrence is set for Daily, Weekly and Monthly frequencies.

M owbdpe
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5. The screen for setting task is shown below
L Utilities = Task
Task
Subject * Backup InsTIL Database Department Select [+]
Start Date * 10/22/2011 i Country Select [+]
Due Date * 12/22/2011 ) City Select [+]
Priority Level * High [+] Location Select [+]
InsTIL database full backup. User Name * A "
Content * Administrator
AGASARAVANAN / Enterprise
Akthari Begum / SDP
Alert By * Ve Mail.Dashboard.SMS iglua”
o i e -
Time * 08:30 [HHiMM]
save | Reset | cancel
Operation:
1. Click New
2. Enter the Subject — Brief outline of the task to be set
3. Enter the From Date — The task will be triggered starting from this date
4, Enter the Due Date of the task
5. Set the Priority level — High, Medium and Low
6. Enter the Content of the Task
7. Select Alert By as E-Mail/Dashboard/SMS
8. Select the frequency of occurrence of the task- daily, weekly or monthly
9. Select the user names whom the reminder has to be triggered
10. For selecting the department in a particular location:
a) Select the Department name.
b) Select the Country Name.
Q) Select the City Name.
d) Select the Location name.
11. Click Save button to save the record created
12. Click Reset button to reset the entries.
13. Click Cancel button to cancel the process.

Clear SD Session

When the number of Service desk logins exceeds the license limit or if the Service desk
session gets timed out, then the SD will be unable to login to the application. This feature
enables to clear the session if the number of SD logins is locked.
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LS Litilities = Clear 5D Session
g
(& Clear SD Session
USER NAME MAIL ID LOGIN TIME COMPANY PREYIOUS IP

Administrator

adrin@admin.com

372472011 11:19:14 &AM

FTH

172.16.1.253

Clear Session ‘ Reset |

Schedule Network Scan

This feature enables the user to run a routine scan on a specified network on a specific
schedule. To enable the Scheduled Auto Discovery function, login as administrator, click
“Schedule scan” in Utilities. Click on “Add New Schedule “tab and enter the network
name, category & Schedule details. A sample screen is shown below;

h Utilities » Schedule Netwaork Scan
(b Schedule Network Scan

MWetwork Marne *

Ins=til v
Category Desktop b
Reoccurrence ODailr_.r @'Weekly 'C:'Mm'lthhr
Day * Monday v
Time * 10:15 [HH:MM]
Save | Reset | Cancel

Schedule Active Directory

This feature enables the user to run a routine scan on a specified network on a specific
schedule. To enable the Scheduled Active Directory function, login as administrator, click
“Schedule Active Directory” in Utilities. Click on “Add New “tab and enter the Domain
name, Organizational & Scheduled details. A sample screen is shown below;
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Utilities = Schedule Active Directory
Schedule Active Directory

Dorain Mame * TECHCOMET.CZO.IMN hd

Organizational Unit iSelect i

ReOccurrence * @Daily OWeekly OMonthly

Time * 10:30 [HH:rMM]
Update Delete | Reset | Cancel |

Asset Offline Import

Auto Discovery of Assets can be performed in two modes Online & Off-line. During an
online mode the Assets would be discovered through the InsTIL Server where the
connectivity to the server is said to exist, in other words it is said to be an online
discovery. However if the administrator has to discover the assets from another location
situated outside the LAN, the offline discovery is suggested as the best feasible option.
The functioning of the Offline tool is similar to the network scan. For detailed procedure
on how to perform an Offline discovery, refer to Offline Discovery Manual. This feature
enables the administrator to import the asset information into the InsTIL server.

Utilities » &sset Offline Import
Asset Offline Import

InsTIL Compressed File * | Browse...

Metwaork Name

Imnport ‘ Cancel |

Operation

Click on Utilities = Asset Offline Import

Click on Browse > Select the file named .InsTIL

The network name will automatically be displayed, based on the file selected.
Click on Import to complete the process.

H>wbh e
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InsTIL Services

All the services in InsTIL are configured in this particular screen which enables certain
triggers as defined in the product functionality

Operation
To enable a particular service perform the following task

1. Select the system name where the InsTIL Timer application is
configured and select the Start button

Litilities = InsTIL Services

Tasks 0o0:10 HH : rra
Import 00:=0 HH M
Export 0o0:=0 HH M
Schedule Metwork Scan 00:0S HH: M
Scheduls Active Dirsctory HH: M
AMC 4 Warranty Reminder HH M
SLa Reminder HH M
Technician Reminder oo:0S HH M
User Escalation 00:05 HH: M
Asset Escalation 00:05 HH MR
Sewveri ty Escalation 0o0:0S HH M
“wendor Escalation oo0:0S HH M

Call Close = Davs

Clarification alert oo0:05 HH:rM

Reports

InsTIL application has the option to generate reports related to the Asset, Call Details,
Escalation and Alerts and Notifications. These reports can be viewed in detail for various
types of grouping which are provided in the application. The available reports can be
scheduled in Reoccurrence type of Daily, Weekly and Monthly and reports triggered to
various roles in the application.

The reports related to Assets includes
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Asset
1. Asset detail

e Asset linking
e Asset group

e Brand

e Department
e (Category

e Location

e User classification
e User linking
e Vendor

2. AMC Reminder

e Asset group

e (Category

e Brand

e Department
e Location

e Vendor

3. Warranty Expiry

e Asset group

e (Category

e Brand

e Department
e Location

e Vendor

4.  Asset Transfer
5. Asset Physical verification report

6. Baseline report
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User
User Detail — The user details can be viewed using this group
Call Analysis
1. Call Details
The reports related to Call Analysis includes
1. Incident — Time wise — Based on priority, call type and user
2. Incident — Day wise - Based on priority, call type and user
3. Incident — Monthly - Based on priority, call type and user

4. Call Detail

o Asset

e (Call category

e Call origin

e Call status

e Technician status

e Call analysis

e Technician performance

e FLS report

e Maximum Calls — Asset

e Maximum Calls— Call category
e Maximum Calls — Duration
e Maximum Calls — Engineer
e Maximum Calls — User

e Re-occurrence

e Wrong classification

e User

e Time sheet

e Call Summary

e Call Priority Summary

e Technician Pending calls

e Technician call summary

e Category based calls
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e SLA Report

e Deviated/Pending calls — Engineer wise
e Incident at a glance report

e Summary reports

e Location wise call report

e Periodical call report

SLA Analysis
1. SLA analysis

IT -Organization
1. Attendance report
Alerts and Notification
AMC/Warranty and SLA reminders
Task reminders

Escalation Details
SMS

Hwnh e

Monitoring Reports

All Devices (11 Reports)

This section provide a graphical representation of a complete set of Availability, Health
status & Interface  Monitoring reports for all categories based on the CPU Utilization,
Memory Utilization, Disk Utilization, Incoming Traffic, Outgoing Traffic, Incoming Error,
Outgoing Error, Traffic Utilization(Rx - incoming), Traffic Utilization(Tx - outgoing), Total
Bandwidth & Availability Report parameters.

1. Desktop ( 11 Reports)

This section provide a graphical representation of complete set of Availability, Health
status & Interface Monitoring reports for Desktop category based on the CPU Utilization,
Memory Utilization, Disk Utilization, Incoming Traffic, Outgoing Traffic, Incoming Error,
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Outgoing Error, Traffic Utilization(Ry - incoming), Traffic Utilization(Tx - outgoing), Total
Bandwidth & Availability Report parameters.

2. Servers (9 Reports)

This section provide a graphical representation of complete set of Availability, Health
status & Interface Monitoring reports for Server category based on the CPU Utilization,
Memory Utilization, Disk Utilization, Incoming Traffic, Outgoing Traffic, Traffic
Utilization(Rx - incoming), Traffic Utilization(Ty - outgoing), Total Bandwidth & Availability
Report parameters.

3. Domain Controllers (9 Reports)

This section provide a graphical representation of complete set of Availability, Health
status & Interface Monitoring reports for Domain Controllers category based on the CPU
Utilization, Memory Utilization, Disk Utilization, Incoming Traffic, Outgoing Traffic, Traffic
Utilization(Rx - incoming), Traffic Utilization(Tx - outgoing), Total Bandwidth & Availability
Report parameters.

4. Routers (10 Reports)

This section provide a graphical representation of complete set of Availability, Health
status & Interface Monitoring reports for Routers based on the CPU Utilization™, Memory
Utilization™, Incoming Traffic, Outgoing Traffic, Incoming Error, Outgoing Error, Traffic
Utilization(Ry - incoming), Traffic Utilization(T - outgoing), Total Bandwidth & Availability
Report parameters.

5. Switches (8 Reports)

This section provide a graphical representation of complete set of Availability, Health
status & Interface Monitoring reports for Switches based on the Incoming Traffic,
Outgoing Traffic, Incoming Error, Outgoing Error, Traffic Utilization(Ry - incoming), Traffic
Utilization(Tx - outgoing), Total Bandwidth & Availability Report parameters.

5.0 Logging in as User

Every user within or outside the organization is provided a user id and password by the
administrator and can login the application as an ordinary user or domain user. This helps
the users to log in their complaints and the user is also given the permission to classify
the call based on the complaints. The calls are then automatically assigned to the
technician on the basis of the rule created by the Administrator. On each stages of the call
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the user is alerted with an e-mail defining the status of the call. The user can also log the
call with the service desk, and the service desk in turns assigns the call to the technician
for response and resolution. The user can also select template based on which the call has
to be logged.

Tasks Home
Subject Priorit T
ubje riority ype My Calls
InsTIL Meeti High Drail
X Ins geting in aily pr—
¥ HP Conference Meeting High Daily Open
¥ Call log Template Mediurn Draily Completed & Closed
Tota
Incident
Call Log

This feature allows users to log in a service request or an incident with a proper
description and also with a priority for the Service Desk to process accordingly. The user
can add an attachment w.r.t to the incident logged. InsTIL also provides an option for the
user to classify the call and based on the classification defined the calls are automatically
assigned to the Technician.

Operation

To add a new call perform the following tasks

Incident = Call Log

Call Log
Action -
Ternplate Mame * Default b
Classification

Call Type * ) peset () Product Monitaor Flickering Problem

Asset Description * 1/AKTHAIBEGIUM. techcone ;_;5'5 Prablem Description *

Call Priority * High b

Rernarks
Attachment Click Here
Save Reset Cancel
.
Operation

Count
14
15
29
Mew Ca

© Copyright 2007 InsTIL. All Rights Reserved Page 120 of 166



[

» InsTIL

Q

\}/ Confidence in IT User Manual

N

7.
8.
9.

Click New

Select the call type as Asset or Product

The asset description is automatically selected if the asset is linked to the user. If asset-
user linking is not done select the asset from the drop down list

From the drop down list, select the priority at which the service needs to be attended.

The user can type the problem or the service request that needs to be solved.

Any additional information related to the problem can be provided in the Remarks
column.

Click on Click Here link to add an attachment.

Click Save button to save the record created

Click Reset button to reset the entries.

10. Click Cancel button to cancel the process

i wnN e

o

Call Logging based on the default template

Incident = Call Log

Action -
Ternplate Marme * PIL hd
Classification

Call Type * ® asset O product Phane o * 0B56256255

Asset Description * 1/BALAII-RSALES tachcory 8 Keyboard Praoblem-Some keys

Call Priarity * Medium 7 Problem Deseription * are not functioning properly.

Remarks
Attachment
Save Reset Cancel
Operation

Click New to login an incident or service request.

Select the template name from the dropdown list for which the call is to be logged.

From the drop down list of Product Description, select your particular product.

The user can type the problem or the service request that needs to be solved.

Any additional information related to the problem can be provided in the Remarks
column.

An attachment can also be added with the call logged.

Click Save button to save the record created

Click Reset button to reset the entries.
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9. Click Cancel button to cancel the process

Call Update

The Call update menu is enabled for the User for to view the calls assigned to him for the
approval. The user based on the rights assigned to him does either approve or reject the
request.

Incident = Call Update
Call Update

Action -

Searching and Filtering

Id User Asset f Product Description Problem Description Priority Call Date Status Department

25 Barath 2/COMET techconet.co.in / COME Data card request as I am travel High 05/31/2011 05:18 FM Approval Pending

Page 1 of 1 Records 1 - 2 of 2 1 Goto

f 24 Akthari Begum  2/AKTHAIBEGUM techconet.co.in RAM Upgradation request for my
L]

Copyright @ 2007 InsTIL | All Rights Reserved.

Operation
1. Select the call id from the grid
2. Select the approval status as Approved or Rejected
3. Select the Approved Date and Time
4. Provide remarks if any
Utilities
Attendance
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This feature enables the user to mark the Punch In time and Punch Out time for the
particular day. This feature is made available for all the roles in InsTIL.

Operation

1. Select Punch In time and submit which marks the in time for the user

P OSSE1SF01 1

=153

2. Similarly select Punch Out time and submit which marks the out time for the user.

InsTIL - Confidence in IT

rour COut Time
Date Is @ OSS31°2011
Time Is @ 4:02:46 PM

L] B3

Knowledge Base

User is provided with the knowledge base option to search for Incidents and the
resolution pertaining to the incident provided by the IT team. The user has the permission
only to view information updated in the knowledge base by providing a suitable keyword
and the information w.r.t keyword is populated for the User.
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Utilities = Knowledge Base
[[[B Knowledge Base

monitor

Search

Search Result

Z21Monitor Display Issue

21MONITOR DISPLAY ISSUE

FAQ

FAQ is provided for the user to search for any documents or links which is added to the
InsTIL FAQ by the administrator. The user can search by providing a particular keyword in

the FAQ
Litilities = FAQ
28  FAQ

SaL

Search Result

How to install S0 Express?

Sear

Installing the MySQL 2005 express edition required following prereguisite

httP:ff172.16.1.253

Change Password

This screen is used to change the password which is used by the user to login to the
application. Only local user’s password can be changed by the administrator.

Utilities = Change Password
@

Change Password

Changing Password for userl
Current Password *
Mew Password *

Confirm Mew Password *

Operation

Change Reset
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Select Change Password from the Utilities menu
Type the current password
Type the new password and confirm new password

P w e

Click change to save the new password created

Note: Domain User's password can be changed only in the ADS

Preferences

To set owner's favorite as default. It can be set by all categories (Administrator, User,
Technician, IT manager, Service Desk) with their options provided. If the preferences are
not set, the default settings are used. The screen for Preference is shown below.

Mail Alert

Call Status O
O Acknowledge O Assigned O classified O Completed O close O clarification

O observation O Pending [0 Matched O new O Re-assigned O re-Classified

D Re-open D Response D StandBy |:| Work in Progress

Dashboard Preference

Call Status O
O Assigned O Acknowledge O clarification O classified O clase O Completed

[ observation [ rending [ matched [ mew [ standey [ response

[ re-open [ Re-assigned [ re-classified [ work in Progress

Date Filter
O since Last vear O Since Last Manth O Since Last week

Set Preference ‘ Reset‘

Operation

Mail Alert - Call Status:

Select the call status such as Acknowledge, Assigned, and Classified etc., (Can choose
either one or all). The users would receive mail alerts for the call status based on the

preferences set.

Dashboard Preference - Call Status:
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Select the call status such as Acknowledge, Assigned, Classified etc., (Can choose either
one or all). The user's dashboard will have the call status displayed, based on the
preferences set.

Date Filter

This feature enables the user to set preference for the calls logged by user on yearly,
monthly or weekly basis.

Task

Task can be created and assigned to self and groups. Some of them include:

1. Backup Tasks.
2. Preventive maintenance task.
3. Information on meeting. Etc
4, Re-occurrence is set for Daily, Weekly and Monthly frequencies.
Utilities = Task
Task
Subject * Backup InsTIL Database Department Select
Start Date * 10/2272011 :ﬁ Country Select
Due Date * 1242272011 ) City Select
Priority Level * High El Location Select
InsTl. database full backup. Jeertiame ABJambunathan 3
Content * Administrator
AGASARAVANAN / Enterprise
Akl;hari Begum / SDP
Alert By * E-Mail (4] pashboard [¥] sms iglua”
Re-Occurrence * ) paily @ weekly ) Monthly Balachander
Day * Monday El Balachander / ERP
Time * 08:30 [HHiMM]
Save | Reset Cancel
Operation:
1. Click New
2. Enter the Subject — Brief outline of the task to be set
3. Enter the From Date — The task will be triggered starting from this date
4. Enter the Due Date of the task
5. Set the Priority level — High, Medium and Low
6. Enter the Content of the Task
7. Select Alert By - either through his dashboard or E-mail
8. Select the frequency of occurrence of the task- daily, weekly or monthly

[ & E ]
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9. Enter the time or day according to the re-occurrence
10. Select the user names whom the reminder has to be triggered
11. For selecting the department in a particular location:
e) Select the Department name.

f) Select the Country Name.

9) Select the City Name.

h) Select the Location name.

12. Click Save button to save the record created

13. Click Delete button to delete the record

14. Click Reset button to reset the entries.

15. Click Cancel button to cancel the process

6.0 Logging in as Service Desk

The Service Desk plays an important role in the application, the service desk can log calls
on behalf of user, classify, assign/re-assign and update the calls. The incidents raised by
the users are displayed in the home page of the Service Desk. Service Desk selects the
particular call from the grid and assigns to the technician or Vendor. The service desk has
the functionality to take the users system through remote and provide a first level
solution to the issue raised and further updates the call. The service desk also has certain
dashboard icons where he can view the call history, asset history, knowledge base and
engineer statistics to analyze each calls. If the call logging process is self-automated, the
Service desk will have its other functionality like call logging, classification, clarification
and assign/re-assign process.

Home

MNew

ul
ul
ul
ul
Sibi
ul
ul
Sibi
ul

ul

1/172.16.1.94 / 172.16.1,94
1/172.16.1.94 F 172.16,1.94
1/BALANIR techcanet.co.in / BAL
1/BALAJIR techconet.co.in / B AL
1/172.16.1.94 F 172.16.,1.94
1/MILKYW AT techconet.couin /£ VP
1/MILKY W AY techconet.couin /W
1/172.16.1.94 / 172.16.1,%4
1/MILKYW AT techconet.couin /£ VP

1/MILK WA techconet,colin /W

Mouse not working properly
Ermail send/Receive problem
keyboard problem

monitor issue

test call

printer not warking

RAM upgarde request
Outloak configuration request
Monitar flickering problem

printer printing problem

5/31/2011 3:47:59 PM
5/31/2011 3:35:09 PM
5/31/2011 1:13:19 PM
5/31/2011 1:03:33 PM
5/30/2011 1:13:50 PM
5/30/2011 12:51:34 PM
5/30/2011 12:46:49 PM
5/30/2011 12:20:21 PM
5/28/2011 10:32:09 AM

5/28/2011 9:46:34 AM

Action

Searching and Filtering

New

New

New
Acknowledge techz
Classified

Re-Open
Completed{Reje Admin
Classified

tech2

Acknowledge

Warlk in progres: techl techz

ITIL

ITIL

ITIL
ITIL
2
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Calls - Call Category Wise Warranty/ AMT Rer
Type Count

<

Calls - Priority Wise

I tdmin Request [ Service Request
[ Inddent

Calls - User Classification Wise

B High [ Medium

Calls - Call Status Wise

N cEo

B Acknowledge

Service Desk - Incident

Call Logging

Expiry In Remind Type

Mo records found

1.  The call logging tab is automatically updated if the user logs the call directly.

2. If SD logs the call on behalf of the user the following actions are performed.

a. Click New

b. Select the user name from the dropdown list — The initiator of the call

c. Select the Template name based on which the call is to be logged.

d. Select Call Logging check box.

e. Select the priority of the call- High, Medium and Low

f.  Select the call origin — If the user logs the call through the InsTIL application, then the call
origin will be Web as default. The call origin is selected as Phone or Email in other case.

g. Type the description of the call.

h.  Click submit button to submit the call.

Date

|%
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Incident = Call Update

Action

&J’

User Mame * akthari Begum v Initiated By Select A4
Template Name * Default v Initiated Name

Classification  Assign  Update  Visit Details  SLA
Meal Loaging

Asset Description * 1/AKTHAIBEGUM techcone v 18 Send/Receive errar is outloak,
) Kindly resolve aAsaP,

Call Priarity * High v Problemn Description *
Call Origin * Weh v
Call Log Date Time :ﬂ
Rernarks
Attachrment
Subrmit Cancel

Call Classification

After the call is logged, the SD classifies the call based on the request/issue raised.

The SD does some initial investigation of the call and gives his feedback

The severity of the call is selected.

The call category, complaint and complaint detail related to the request/issues raised is
classified
5. SLA override option is provided in case if the SD wants to override the organization

calendar, so that the technician has to attend the call irrespective of the defined SLA.

6. Attachment option is also provided if the SD wants to add a screenshot related to the
incident.

Hwn =

© Copyright 2007 InsTIL. All Rights Reserved Page 129 of 166



~alnsTIL
\\}/ Confidence in IT User Manual

Incident = Call Update

Action
User Marme * P Initiated By
Template Mame * Initiated Name
Logging fssign  Update  Wisit Details  SLA
Classification
Microsoft Qutlook issue, User Call Cateqory * Incident
. - unable to sendfreceive mails ) :
Service Desk Investigation fram outloak Cormplaint * Mail Issue
Cormnplaint Detail * Mail Box Related Issues

Severity * Impacts business v

Prepone SLA

Attachment

Browse..
Subrmit Cancel

Assign / Re-Assign
There are two activities involved in the Assign Process

Execution Process — In the execution process the incidents are assigned directly to the
respective Technician, and the Technician updates the call upon resolving the incident. If
the activity type is selected as Execution, then the following steps has to be done

Select Assign type as either Technician or Vendor

Select the Technician name form the dropdown for whom the incident is to be assigned
Define a activity for the Technician for resolving the incident

Select the Execution type as either Series or Parallel. This implies whenever a scenario like
multiple person required for resolving an incident.

Click Add to add the technician selected

The same incident can also be assigned to multiple technician, in this scenario follow the
above steps from 1 to 6

7. Click Submit to submit the incident

HAwbd e

o o
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fction
User Name * P Initiated By
Template Name * Initiated Mame
Logging  Classification Update  Wisit Details  SLA
Assign
<
Activity Type * ® Execution O approval Yendor Trouble Ticket No
Assign Type * Technician v Check configuration setings in
SLA Type * Activity outlook
Assign To * techl v
Hierarchy Level * Execution Type * B series O parallel
Sequence 1
Assign Date _ﬁ

add

Approval Process — In the approval process for certain service request like any software
purchase request, server access request, etc can be sent to either the Reporting Manager
of the user or to any other user who is part of the domain. If the activity type is selected
as Approval, then the following steps has to be done

1. Select Assign Type as either Manager or Others

2. If the Assign type is selected as Manager, then the incident is directly sent to the
reporting manager of the user for Approval

3. If the Assign type is selected as Others, then select the user name for whom the incident
has to be sent for approval

4. Define a activity for the approver to perform on the incident

5. Select the Execution type as either Series or Parallel. This implies whenever a scenario like
multiple person required for approving an incident.

6. Click Add to add the approver selected

7. The same incident can also be sent to multiple approver , in this scenario follow the
above steps from 1 to 6

8. Click Submit to submit the incident
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Action
User Mame * :} Initiated By
Termplate Mame * Initiated Mame
Logging  Classification | Assign | Update | Visit Details = SLA
Assign
Activity Type Assign Type Assign To Hierarchy Level  Activity Execution Typ: SLA Type Assign Date Time
<
Activity Type * O Evecution © approval wendor Trouble Ticket No
Assign Type * Others hd Kindly approve for upgrading
SLA Type * Activity to latest version,
fssign To * Smita Ajay Kumar v
Hierarchy Level * Execution Type * ® series O Parallel
SequUence 1
assign Date )
add
Utilities
Attendance

This feature enables the user to mark the Punch In time and Punch Out time for the
particular day. This feature is made available for all the roles in InsTIL.

Operation

1. Select Punch In time and submit which marks the in time for the user
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InsTIL :: Attendance
our In Time
Date Is 1 12/11/2008
Time Is : :05:41 FM

Ok

2. Similarly select Punch Out time and submit which marks the out time for the user.

InsTIL :: Attendance
Wour Out Time
Drate Is ¢ 12/11/2008
Time Is ¢ 8:09:53 PM

Ok

Knowledge Base

The knowledge base is populated with the information from the incident data. All
incidents with status as Completed or Closed will be displayed in the Grid. These incidents
can be moved to the knowledge base. The administrator has the provision for updating
the knowledge base or the administrator can be given the permission for viewing the

knowledge base alone.

Utilities = Knowledge Base

il

| Wiew Call List) Wiew Knowledge Base List

Knowledge Base

[] call1d Description
1

Page 1 of 1

monitor problern

Records 1 -1af1 1

Investigation

Goto

Finding
ronitor problem

Add to Knowledge Base

Action Taken

a new monitor replac...

Remove From Call List

Action
Filtering
Call Category
Hardware / Desktop /...
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Operation

8. The calls with the status closed and completed will be displayed in the grid.
. Click view to see the complete call history of the call.
10. Select the calls that has to be added to the knowledge base
11. Click Add to Knowledge base to add the call to the knowledge base.
12. Click View Knowledge base to see the calls that are added in the knowledge base
13. To remove a call from the database, select the call and click Remove button.

14. To search a content from the knowledge base, type a keyword and click Search
knowledge base

FAQ

The FAQ module is to use to gather some information related to the queries posted .The
FAQ can be updated by the Service desk, Administrator, Technician and IT Manager if
permissions are given by the Administrator in the settings menu.

— Utilities = FAQ
=

Howe to configure Outlook?
Questions

How To Check :

Configure Cutlook 2007
Answer

External URL (seperated by ") wowewy tech.co.in [wuww example.com]
Call Category Select Call Category e

Caomplaint Select Complaint w

Complaint Detail Select Complaint Detail w

Publish To User

Cocument File

Save | Reset | Cancel

Operation

9. Type the question for the FAQ (Search keyword)
10. Type the answer.
11. Type the Url(s) for providing the information.
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12. Upload a document file.

13. Select the Call Category, Complaint and Complaint detail (if needed), to group the FAQ.
14. Enable Publish to user knowledge base to be viewed by the end user.

15. Click Submit to save the FAQ created.

16. To view a FAQ select search FAQ and type the keyword to be searched and click search.

Change Password
This screen is used to change the password. Only local user can change their password.
Operation

1. Enter your current password

2. Enter your new password and confirm password
3. Click change to change the password

Changing Password for sd

Curren it Passwor d* | sssas

Mew Password* . esses

Confirm Mew Password®* . assas

Preference

To set owners favorite as default preference is used. The Service Desk can set Preference
for dashboard based on call status and various other groupings. Service Desk can set
preference such that the calls which are not closed by the user should close automatically
within the days that have been defined by SD.
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~ Utilities = Preference

[ call status

Date Filter Dnssigned I:IRe—open Dncknowledge

O since Last vear ' Since Last Month ) Sinee Last week [ classified [ stand By [ clarification
Crew DRE—Assigned Cwork in Progress

[Jasset Group O observation I:IResponse O re-classified

DDesktop DPending
Ll Priority
O critical
O Gendral

O pepartment L High

O corporaTE E Law

O pirectars

Osop Dl:ategory

O =ppL DDesktop

- Oserver

D[Iity O oomain cantraller

O chennai E Printer
O Country
i1ndia

.
Operation

Select Preference option from the Utilities
The screen for Preference is shown below

> wnh =

group, department etc

Select the call status that has to been displayed in the call detail list
Similarly the Service Desk can set preference for different categories like priority, Asset

5.  Click the Set Preference Button to set the Preferences.

Task

Task can be created and assigned to self and groups. Some of them include:

e Backup Tasks.
e Preventive maintenance task.
e Information on meeting. Etc

e Re-occurrence is set for Daily, Weekly and Monthly frequencies.

e The screen for setting task is shown below

Operation:
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1. Click the Add New Task.

2. Enter the Subject — Brief outline of the task to be set

3. Enter the From Date — The task will be triggered starting from this date

4. Enter the Due Date of the task

5. Set the Priority level — High, Medium and Low

6. Enter the Content of the Task

7. Select Alert By - either through his dashboard or E-mail/SMS

8. Select the frequency of occurrence of the task- daily, weekly or monthly

9. Select the user names whom the reminder has to be triggered

[ERY
o

. For selecting the department in a particular location:
. Select the Department name.

. Select the Country Name.

. Select the City Name.

. Select the Location name.

. Click Save button to save the record created

. Click Delete button to delete the record

. Click Reset button to reset the entries.

. Click Cancel button to cancel the process.

e e ol
0 ~NOO U WN R

Reports

Service Desk has the complete call analysis report. The various groupings are listed below.
Call Analysis
Call Details

The reports related to Call Analysis includes
1. Incident — Time wise — Based on priority, call type and user
2. Incident — Day wise - Based on priority, call type and user
3. Incident — Monthly - Based on priority, call type and user
4. Call Detail

o Asset

e C(Call category
e Call origin
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e Call status

e Technician status

e Call analysis

e Technician performance

e FLS report

e Maximum Calls — Asset

e Maximum Calls— Call category
e Maximum Calls — Duration
e Maximum Calls — Engineer
e Maximum Calls — User

e Re-occurrence

e Wrong classification

o User

e Time sheet

e Call Summary

e Call Priority Summary

e Technician Pending calls

e Technician call summary

e Category based calls

e SLA Report

e Deviated/Pending calls — Engineer wise
e Incident at a glance report
e Summary reports

e Location wise call report

e Periodical call report

7.0 Logging In as Technician

A call once logged by the user will be assigned by the service desk to the concerned
technician by considering the availability of the technician or the process will be
automated. Once the Technician logs into the application, the calls assigned will be
displayed at his/her home page. The technician cannot update the call unless the
authorization is given by the administrator

The Technician will be able to provide
Information on action taken to resolve the problem.
Send a clarification to the user.
Re-assign the call, if the cal category selected by the user is wrong.
Check-in and Check-out date and time
Status such as Completed, Pending, Standby, Completed, Re-assigned etc.

uihwnre
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Call Update

Azzet =all User Krowledge
Hiztory History Histary Bas=
I USER ASSET DESCRIPTION DESCRIPTIORN PRIODORITY LCALL DATE STATUS APPROVALS EXECLT|
approved -
12723 /2005 PP .
f i=1=]} User LEZ / 10/LED Mouse Problem Urgent ST B Acknowledge ThanikaChalam Parallel
Wery 1z/23 /2008
| #* a7 User COMET S 1052 0OMET Mouse Problem Acknowledge - Parallel
Important Si5Ei06 P
. 1z/23 /2008
| 96 Priva LEZ / 10/LED ER Important Acknowledges - Parallel
SIEFIST PLL
. The Monitor 11652009
& 5530 alagurani o0:19:bb:as:fs:ida /... K Lo Acknowledges - Parallel
walue is... 2:0%:04 P
1z/29/ 2008
f 547 Avyvvyvappa DRACC S 10/DR AT Problem Cont prefer AGERE SN B Acknowledge - Parallel
1552009
| 5050 chandramohan DUMP A 10/0UMP zad Important Ziaa:00 PM Acknowledge - Parallel

Incident

Call Log

This feature allows Technician to log in a service request or an incident with a proper
description and also with a priority for the Service Desk to process accordingly. The user
can add an attachment w.r.t to the incident logged. InsTIL also provides an option for the
user to classify the call and based on the classification defined the calls are automatically

assigned to the Technician.

Operation

To add a new call perform the following tasks
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Incident = Call Log

Action -
Ternplate Mame * Default b
Classification
Call Type * () psset ) Product Maonitar Flickering Prohlem
Asset Description * 1/AKTHAIBEG UM techoone v 1 Prablem Description *
Call Priority * High et
Rernarks
Attachment
Save Reset Cancel
.
Operation
1. Click New

N

Select the call type as Asset or Product

3. The asset description is automatically selected if the asset is linked to the user. If asset-
user linking is not done select the asset from the drop down list

4. From the drop down list, select the priority at which the service needs to be attended.

5. The user can type the problem or the service request that needs to be solved.

6. Any additional information related to the problem can be provided in the Remarks
column.

7. Click on Click Here link to add an attachment.

8. Click Save button to save the record created

9. Click Reset button to reset the entries.

10. Click Cancel button to cancel the process

Call Logging based on the default template

Incident = Call Log

Action -
Termplate Name  * PIL w
Classification
Call Type * ® asczet O praduct Phone Mo * 9856256255
Asset Description * 1/BALAI-RSALES techconiv 8 Keyboard Problem-Some keys
Call Briority * Medium < Problem Description * are not functioning properly.

Remarks

Attachrment

Save Reset Cancel

Operation
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Click New to login an incident or service request.

Select the template name from the dropdown list for which the call is to be logged.

From the drop down list of Product Description, select your particular product.

The user can type the problem or the service request that needs to be solved.

Any additional information related to the problem can be provided in the Remarks
column.

An attachment can also be added with the call logged.

Click Save button to save the record created

Click Reset button to reset the entries.

Click Cancel button to cancel the process

uihkhwhre

O oo N

Call Update

Once the technician receives the call on his/her home page, technician can update the
status for the call by finding the problem and providing a solution. The various call status
provided for the technician while updating a call is as follows

1. Pending - This status tells about the call pending, where the same technician has to close
and if it exceeds the SLA, it will be in the deviation.

2. Completed - This status tells about the completed call by Technician and the call will be in
the customer’s basket for his feedback.

3. Response - This status will provide an advantage to technician to give his responsiveness
towards the call, meanwhile he shall attend the call as per the priority.

4. Re assigned - This status tells about the engineer is unable to complete the call and needs
to reassign to the Service Desk, the SD the assigns call to another technician or a Vendor

5. Standby - There may be calls which cannot be closed by giving the resolution on the
same machine, hence engineer has provided the standby in order maintain the SLA.

6. Observation - The engineer has completed the call but he wants to make the system
under observation to complete the call satisfactorily

Operation

1. The technician troubleshoots the call assigned to him.

2. The actual complaint, action taken for the call and Action taken category should
be entered.

3. The Technician updates the current status of the call

4. Browse and upload any file if required relating with the incident.

5. Use Remarks field to enter any additional description
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6. Check-in and check-out dates are automatically updated if authorization is
provided by the administrator.

7. Once the technician selects the call from the grid, the status will be Response
and the check in time will be the same as the server time.

8. After troubleshooting the incident , the technician selects the particular call and

based on the status the call is updated

9. Technician can provide a Plan start date and plan end date for each call and
start working accordingly
10. Technician can even send an approval for the call if required.

11. Click Submit button to save the call

Call Timesheet

The call timesheet option is available for the Technician to update the duration taken for a
particular activity assigned to him or to update on behalf of any other person on the same

group.

Utilities = Time Sheet

9 ul 1/BALAIIR techconet....
& 8 sibi 1/172.16.1.94 / 172....
&7 ul 1/MILKYWAY techconet..,
P s ul 1/MILKYWAY techconet...
& s Sibi 1/172.16.1.94 / 172....
& a sibi 1/172.16.1.94 / 172....
& 3 Sibi 1/172.16.1.94 / 172....
Y 2] ul 1/MILKYWAY techconet...
_.f 13 Akthari Begurn 1/AKTHAIBEGUM techco,..
&2 ul 1/172.16.1.94 / 172....
Page 1 of 2 Records 1 - 10 of 13 1|z » »
Utilities
Attendance

rmonitar issue

test call

printer not working

RAM upgarde request
Systern performance i...
Outlook configuratio..,
Send/Receive error ...
Manitar flickering p...
Send/Receive errori...

Mouse not warking pr...

Goto

1

v

High
High
High
High
High
High
Medium
High
High
High

5/31/2011 1:03:33 PM

5/30/2011 1:13:50 FM

5/30/2011 12:51:34 PM
5/30/2011 12:46:49 PM
5/30/2011 12:25:38 PM
5/30/2011 12:20:21 PM
5/30/2011 11:31:24 AM
5/28/2011 10:32:09 AM
6/13/2011 12:25:16 PM
5/31/2011 3:47:59 FM

Searching and Filtering

techz Acknowledge
Classified
Re-Open

Completed{Rejected)

techl Close
Classified

sD Close

techz Acknowledge
Classified
Mew

This feature enables the user to mark the Punch In time and Punch Out time for the
particular day. This feature is made available for all the roles in InsTIL.

Operation
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1. Select Punch In time and submit which marks the in time for the user
2. Similarly select Punch Out time and submit which marks the out time

for the user.

InsTIL :: Attendance

Vour Out Time
Diate 1s : 12/11/2008
Time Is : 5:09:53 PM

Ok

Knowledge Base

The knowledge base is populated with the information from the incident data. All
incidents with status as Completed or Closed will be displayed in the Grid. These incidents
can be moved to the knowledge base. The administrator has the provision for updating
the knowledge base or the administrator can be given the permission for viewing the

knowledge base alone.

Utilities = Knowledge Base
[[hL Knowledge Base
| Wiew Call List) Wiew Knowledge Base List

1 maonitor problern

Pagelofl Recordzl1-1of1 1 Goto

[] call1d Description Investigation

Finding

rmonitor problem

Add to Knowledge Base

Action Taken

a new monitor replac...

Rermove From Call List

Action
Filtering
Call Category
Hardware / Desktop /...

Operation
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1. The calls with the status closed and completed will be displayed in the grid.

2. Click view to see the complete call history of the call.

3. Select the calls that has to be added to the knowledge base

4. Click Add to Knowledge base to add the call to the knowledge base.

5. Click View Knowledge base to see the calls that are added in the knowledge base

6. To remove a call from the database, select the call and click Remove button.

7. To search content from the knowledge base, type a keyword and click Search knowledge
base
FAQ

The FAQ module is to use to gather some information related to the queries posted .The
FAQ can be updated by the Service desk, Administrator, Technician and IT Manager if
permissions are given by the Administrator in the settings menu.

Litilities = FAQ

-7

How to configure Cutlook?
Questions
How To Check :

Configure Cutlook 2007
Answer

External URL (seperated by ") wowewy tech.co.in [wuww example.com]
Call Category Select Call Category w
Caomplaint Select Complaint v
Complaint Detail Select Complaint Detail e
Publish To User
Cocurent File
Save | Reset | Cancel
Operation

Type the question for the FAQ (Search keyword)

Type the answer.

Type the Url(s) for providing the information.

Upload a document file.

Select the Call Category, Complaint and Complaint detail (if needed), to group the FAQ.

ok~ wn PR
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6. Enable Publish to user knowledge base to be viewed by the end user.

7. Click Submit to save the FAQ created.

8. To view a FAQ select search FAQ and type the keyword to be searched and click search.
Change Password
This screen is used to change the password. Only local user can change their password.
Operation

1. Enter your current password

2. Enter your new password and confirm password

3. Click change to change the password

Preferences

Preferences feature helps you to set mail alerts for particular status calls and dashboard
preferences on home page depending on the call status, date filters, priority, asset group,
category, department, location, user classification and call category. If the preferences
are not set, the default settings will be used
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a Preference
—| Mail Alert

call Status
[¥] assigned
Aacknowledge
Response

[l Pending
Observation
Re-Classified

Re-Assigned
Stand By
Completed

—l Dashboard

Date Filter

[] asset Group
[N besktop

O since Last vear O Since Last Month O Since Last week

CIcall status
= Assigned

[l acknowledas
I:' Response

= Pending
Clobservation
[ stand =3

O priority
O critical s
[ cendral
[ pepartment O High B
[N corPoraTE e Ciow -
Cpirectors B - .
Csce —
ESDPL ~ Coesktop Lo
Llsarisiny —
[ critical s
[ Gendral
O Department | High
Ocorrorate A O iow .
O oirectars B - B
I:I sbe D Category
E SPPL v O Desktop L
O server B
[] user classification O oomain controller
OcEeo O rrinter =
[ Lecation
O 1-magar
[} Adavyar
[ can Category
O =ervice Fequest
[ adrmin Request
O 1ncident
[Orest
Set Preference | Reset
.
Operation

Click Preferences on the home page.

Click the required status calls for mail alerts.

Click the required status calls for dashboard preferences.
Select the date filter.

Select the priority.

ok 0N E
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o

Select the required asset group, category, department, location, user classification, call
category.

7.  Click Set Preference to save the settings.
8.  Click Reset button to reset the field entries.
Task
Task can be created and assigned to self and groups. Some of them include:
a. Backup Tasks.
b. Preventive maintenance task.
c. Information on meeting. Etc
d. Re-occurrence is set for Daily, Weekly and Monthly frequencies.
Utilities = Task
Task
Subject * In=TIL W3.7.0 Bug Fixes Review Department Select
Start Date * 06132011 fiss Country Select
Cue Date * 06/13/2011 :‘ﬁ City Select
Priority Level * Medium w Location Select
InsTIL W3.7.0 Bug Fixes Review User Mame *
Content *
Alert By * [¥] e-mail ¥] Dashboard
Re-Occurrence * @ paily O weekly O Monthly
Time * 15:00 [HH:MM]
Save Reset Cancel
Operation:
1. Click the Add New Task.
2. Enter the Subject — Brief outline of the task to be set
3. Enter the From Date — The task will be triggered starting from this date
4. Enter the Due Date of the task
5. Set the Priority level — High, Medium and Low
6. Enter the Content of the Task
7. Select Alert By - either through his dashboard or E-mail
8. Select the frequency of occurrence of the task- daily, weekly or monthly
9. Enter the time or day according to the re-occurrence

10. Select the user names whom the reminder has to be triggered
11. For selecting the department in a particular location:
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12. Select the Department name.

13. Select the Country Name.

14. Select the City Name.

15. Select the Location name.

16. Click Save button to save the record created
17. Click Delete button to delete the record

18. Click Reset button to reset the entries.

19. Click Cancel button to cancel the process

8.0Logging in as IT Manager

InsTIL provides the flexibility of generating various reports related to Asset, Call Analysis,
SLA Analysis. The IT Manager can generate reports like Asset detail, Reminders on Annual
Maintenance Contract, Lapsed and Expired Warranty and Asset Transfer. IT Manager can
generate reports analyzing on Calls received, response and resolution. IT Manager can
analyze Incident based on Time wise, Day wise and Monthly reports.

Detail on total calls received, response and resolution provided can also
be analyzed by the IT Manager. Most importantly, analysis report on Service Level
Agreement provides critical information related to the response, resolution and uptime
commitment and the deviation of the service provided. ITM can close or re-open the call
on be-half of the user.
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Mo records found

Calls - Priority Wise

I Admin Request WM Service Request
Jinddent

Calls - User Classification Wise

B High [ medium

Calls - Ccall Status Wise

I cEo

B Acknowledge
[ Classified

Incident

Call Update

Once the technician receives the call on his/her home page, technician can update the
status for the call by finding the problem and providing a solution. The various call status
provided for the technician while updating a call is as follows

a. Pending - This status tells about the call pending, where the same technician has to close
and if it exceeds the SLA, it will be in the deviation.

b. Completed - This status tells about the completed call by Technician and the call will be in
the customer’s basket for his feedback.

c. Response - This status will provide an advantage to technician to give his responsiveness
towards the call, meanwhile he shall attend the call as per the priority.

d. Re assigned - This status tells about the engineer is unable to complete the call and needs
to reassign to the Service Desk, the SD the assigns call to another technician or a Vendor

e. Standby - There may be calls which cannot be closed by giving the resolution on the
same machine, hence engineer has provided the standby in order maintain the SLA.
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f. Observation - The engineer has completed the call but he wants to make the system
under observation to complete the call satisfactorily

Operation

1. The technician troubleshoots the call assigned to him.

The actual complaint, action taken for the call and Action taken category should be

entered.

The Technician updates the current status of the call

Browse and upload any file if required relating with the incident.

Use Remarks field to enter any additional description

Check-in and check-out dates are automatically updated if authorization is provided by

the administrator.

7. Once the technician selects the call from the grid, the status will be Response and the
check in time will be the same as the server time.

8. After troubleshooting the incident , the technician selects the particular call and based on
the status the call is updated

9. Technician can provide a Plan start date and plan end date for each call and start working
accordingly

10. Technician can even send an approval for the call if required.

11. Click Submit button to save the call

N

©o ok w

Call Close

The IT Manager has the provision to close or re-open the completed calls updated by the
technician. This permission is also given to the user for the calls logged by him.

Operation
1. Select the call from the grid

Provide a feedback for the Incident raised
3. Select the status as Close/Re-open

N
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Utilities = Call Close
Call Close

Call 1d
User satisfied with the
Feedback * resolution provided|
Status * Close
Save Reset Cancel
Utilities
Attendance

This feature enables the user to mark the Punch In time and Punch Out time for the
particular day. This feature is made available for all the roles in InsTIL.

Operation

1. Select Punch In time and submit which marks the in time for the user

Ok

2. Similarly select Punch Out time and submit which marks the out time for the user.

InsTIL :: Attendance

Vour Out Time
Diate 1s : 12/11/2008
Time Is : 5:09:53 PM

Ok
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Knowledge Base

The knowledge base is populated with the information from the incident data. All
incidents with status as Completed or Closed will be displayed in the Grid. These incidents
can be moved to the knowledge base. The administrator has the provision for updating
the knowledge base or the administrator can be given the permission for viewing the
knowledge base alone.

Utilities = Knowledge Base
il 7
Action -
Wiew Knowledge Base List
Filtering
Ol
1 monitor problem monitor problem a new monitor replac... Hardware / Desktop /... @
Pagelofl Recordzl1-1of1 1 Goto 1%
Add to Knowledge Base Remove From Call List
Operation

1. The calls with the status closed and completed will be displayed in the grid.

2. Click view to see the complete call history of the call.

3. Select the calls that has to be added to the knowledge base

4. Click Add to Knowledge base to add the call to the knowledge base.

5. Click View Knowledge base to see the calls that are added in the knowledge base

6. To remove a call from the database, select the call and click Remove button.

7. To search content from the knowledge base, type a keyword and click Search knowledge
base
FAQ

The FAQ module is to use to gather some information related to the queries posted .The
FAQ can be updated by the Service desk, Administrator, Technician and IT Manager if
permissions are given by the Administrator in the settings menu.
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— Utilities = FAQ
o

Questions

How to configure Cutlook?

How To Check :

Configure Cutlook 2007
Answer

External URL (seperated by ") wowewy tech.co.in [wuww example.com]
Call Category Select Call Category w
Caomplaint Select Complaint v
Complaint Detail Select Complaint Detail e
Publish To User
Cocurent File Click Here
Save | Reset | Cancel
.
Operation

Type the question for the FAQ (Search keyword)
Type the answer.

Type the Url(s) for providing the information.
Upload a document file.

Select the Call Category, Complaint and Complaint detail (if needed), to group the FAQ.
Enable Publish to user knowledge base to be viewed by the end user.

Click Submit to save the FAQ created.

To view a FAQ select search FAQ and type the keyword to be searched and click search.

NG A~ wWwDN P

Change Password
This screen is used to change the password. Only local user can change their password.
Operation

1. Enter your current password

2. Enter your new password and confirm password
3. Click change to change the password
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Changing Passwor d for sd
Curren 't Passwore d+* .  essss
MNew Passwor d+ . eesss
Confirm Mew Password*> . essss

Preferences

Preferences feature helps you to set mail alerts for particular status calls and dashboard
preferences on home page depending on the call status, date filters, priority, asset group,
category, department, location, user classification and call category. If the preferences
are not set, the default settings will be used

“ Preference
—l Mail Alert

call Status

[¥] assigned [l Pending [l re-assigned

Acknowledge [Fl observation [¥] stand By

Response [ re-cClassified Cornpleted
—l Dashboard

Date Filter CIcal status

O since Last vear O Since Last Month O Since Last Week

[ assigned rending
[ acknowledas observation
[ Asset Group DResponse [ =stand By
O poesktop
[ priority
O critical 2
[ Gendral
] Department DHu;h L
ClcorporaTE L COiow =
[ pirectors B - -
Dsor [ category
ESDPL ~ O oesktap L
Mearean =
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O critical
[ Gendral
O Department DHigh
O corrorate A O iow
O oirectars -
DSDP D Category
ESDPL Wt DDesktop
O server
[J user classification [ oarnain controller
Oceo Cerinter
[] Location
DT—Nagar
Dndayar
[ can Category
[ service Request
[ adrnin Request
O 1ncident
[Orest
Set Preference | Reset
Operation
1. Click Preferences on the home page.
2. Click the required status calls for mail alerts.
3. Click the required status calls for dashboard preferences.
4. Select the date filter.
5. Select the priority.
6. Select the required asset group, category, department, location, user classification,
call category.
7. Click Set Preference to save the settings.
8. Click Reset button to reset the field entries.
Task
Task can be created and assigned to self and groups. Some of them include:
1. Backup Tasks.
2. Preventive maintenance task.
3. Information on meeting. Etc
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4. Re-occurrence is set for Daily, Weekly and Monthly frequencies.

Utilities = Task

Task

Subject * InsTIL W3.7.0 Bug Fixes Review Department Select b

Start Date * 06132011 Eiss] Country Select -

Due Date * 061372011 H City Select v

Priority Level * Medium w Location Select w
InsTIL %3.7.0 Bug Fixes Review User Marme *

Content *

Alert By * [¥] e-mail ¥] Dashboard

Re-Occurrence ™ @ paily O weekly O Manthly
Time * 16:00 [HH:MM]

Save Reset Cancel

Operation:

Click the Add New Task.
Enter the Subject — Brief outline of the task to be set
Enter the From Date — The task will be triggered starting from this date
Enter the Due Date of the task
Set the Priority level — High, Medium and Low
Enter the Content of the Task
Select Alert By - either through his dashboard or E-mail
Select the frequency of occurrence of the task- daily, weekly or monthly
Enter the time or day according to the re-occurrence
. Select the user names whom the reminder has to be triggered
. For selecting the department in a particular location:
. Select the Department name.
. Select the Country Name.
. Select the City Name.
. Select the Location name.
. Click Save button to save the record created
. Click Delete button to delete the record
. Click Reset button to reset the entries.
. Click Cancel button to cancel the process

©CoNo O LN RE

el el e el o el
© 0O ~N O U WNREO
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Reports

InsTIL application has the option to generate reports related to the Asset, Call Details,
Escalation and Alerts and Notifications. These reports can be customized and viewed in
detail for various types of grouping which are provided in the application. The available
reports can be scheduled in Reoccurrence type of Daily, Weekly and monthly and reports
triggered to various roles in the application.

The reports related to Assets includes
Asset
1. Asset detail

e Asset linking
e Asset group

e Brand

e Department
o Category

e Location

e User classification
e User linking
e Vendor

2. AMC Reminder

e Asset group

e Category

e Brand

e Department
e Location

e Vendor

3. Warranty Expiry

e Asset group
e (Category

e Brand

e Department
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e Location
e Vendor

4. Asset Transfer

5. Asset Physical verification report
6. Baseline report
User

User Detail — The user details can be viewed using this group
Call Analysis
1. Call Details
The reports related to Call Analysis includes
1. Incident — Time wise -Based on priority, call type and user
2. Incident — Day wise - Based on priority, call type and user
3. Incident — Monthly - Based on priority, call type and user

4. Call Detall
o Asset
e C(Call category
e Call origin
e C(all status
e Technician status
e Call analysis
e Technician performance
e FLS report
e Maximum Calls — Asset
e Maximum Calls— Call category
e Maximum Calls — Duration
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e Maximum Calls — Engineer
e Maximum Calls — User

e Re-occurrence

e Wrong classification

o User

e Time sheet

e Call Summary

e Call Priority Summary

e Technician Pending calls

e Technician call summary

e Category based calls

e SLA Report

e Deviated/Pending calls — Engineer wise
e Incident at a glance report
e Summary reports

e Location wise call report

e Periodical call report

SLA Analysis
1. SLA analysis
IT -Organization

1. Attendance report
Alerts and Notification
AMC/Warranty and SLA reminders
Task reminders

Escalation Details
SMS

Hwbnh e

Custom Reports:

Sample Custom report is shown below
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«. Reports = Asset

o Asset

Asset Detail

AMC Reminder

Warranty Expiry Reminder
Asset Transfer

Asset Physical Verification

BaselLine

Report Type: Detail

Operations

Select the report type as Detail adds the required fields and save the report
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Report Designer :: Report - Asset Detail

Report Name * Asset Group To view Assets by Asset Group

Description
Report Type * Detail El

Available Columns Columns

-
Asset Description — Category # * Part Description # = Device Type # = Metwork # = Department : * Location = ®
®

Asset Group vendor 4 Purchase Date 4

Asset Id

m

Asset Serial Number

Audit Serial Mumber Groups

Bay ~ | Asset Group -
Erand Asset Description v
Category Assat 1d —
City

Contract Date

Country

Department Selection

[[] Show Selection Criteria

Save Reset Cancel

Reports > Asset

(1L

e Asset

Asset Detail New

Dealete Schedule

Asset Group To view assets by Asset Group P Edit

LG

Delate Schedule

Asset Group Summary To view the Asszet Group Summary _ﬁ’ Edit

LG

Brand To view assets by Brand 7 Edit Delete Schedule

L

Brand Summary To view the Brand Summary P Edit Delete Schedule

G

Category To view assets by Category P Edit Delete Schedule

KX (X XX
LG

Delete Schedule

Category - Brand Matrix To view Category-Brand wise fsset Count f Edit

L

After saving the report, it enables to Edit, Delete, Schedule. Click the saved report to
view the detail report.

Output:

It displays the fields of Column, Group and Selection which is dragged and dropped
from the available columns
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¢ Export () Print 4 Refresh
™  Asset Detail
{ \ InSTI I- Asset Group
\ / Confidence in IT
e Generated on 5/23/2012 11:33:37 AM

Category  Part Description Device Type Network

1/comet.techconet.co.in \ comet.techconet.co.in

15
. . Microsoft(R) Windows(R.
Domain Domain Controller-vMware Serverztgu)3 Enter riie) Laaksh -
Controller  Virtual Platform ! P Precision

Edition
1/pg-chn-dt-024.precision.com \ pg-chn-dt-024.precision.com
17

Microsoft(R) Windows(R)
Server Server-Unknown Server 2003, Enterprise
Edition

Laaksh -
Precision

Report Type: Summary

Location Details

India / chennai / T.nagar
/ 1st floor / Managers

Purchase
Department Vendor S
TELE Precision 5/18/2012
MARKETING Infomatic 12:00:00 AN

On selecting report type as summary, it displays various chart type namely

» Single Series

e Single bar

e Single column

e Single doughnut

e Single pie
> Multi Series
e Multi bar

e Multi column

» Stacked series
e Stacked Bar

e Stacked Column
e Stacked Cylinder
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Report Designer :: Report - Asset Detail

Report Mame *
Description
Report Type * Summary EI
Chart Type Select EI Top M All
Available Columns
Asset Count Single-Column
Single-Doughnut
Asset Description Single-Pie
Multir Series
Asset Group Multi-Bar
Multi-Column
Asset Group Count Stacked e
Stacked-Bar
Asset Id Btacked-Column
Stacked-Cvlinder
Asset Serial Number
Audit Serial Number
Bay
Brand Selection
Brand Count
Category
Category Count
[ show selection Criteria
Save Reset Cancel

Depending on the chart type it displays the output.
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Report Designer :: Report - Warranty Expiry Reminder

Report Name * Category Summary To view warranty expiry
= ipti summary of assets by
escription Category
Report Type * Summary
Chart Type Single-Pie Top N All El
Available Columns Columns
Asset Count ol Category ¥ Asset Count = *

Asset Description

Asset Group £
Asset Group Count

Asset Id

Asset Serial Number

Audit Serial Number

Bay

Brand Selection
Brand Count

Category

Category Count

[Tl show Selection Criteria

Update Reset Cancel

7  Export (=5 Print 457 Refresh

I nSTl L'- VWarranty Expiry Reminder

Category Summary
Confidance in IT

Generated on 5/23/2012 12:00:54 PM

BN Access Point
Cesktop
Bl Comain Controller
N Server
Switch

Category Asset Count
Access Point
Desktop

Domain Controller
Server

SN AN A

Switch

Report Type: Summary Detail
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The summary detail report is similar to the summary report but the output
displays in detailed manner.

) 1 TIL covoetan
w, NS Call Category Summary Detail
/ Confidence in IT
Generated on S/24/2012 11:32:43 AM

Incident/Netwark/ VOIP Issues -
Incident/applicatian/ fBrowser Related Issues -
Incident/anti virus/Antivirus Update / Problem —
Admin Request/Booking/Baard Roam Booking -

Admin Request/a/c issues/A/c Prablem —

o 0.2 0.4 0.6 0.8 1 1.2

Call Category Details Open Calls
Admin Request/Ajc issues/Ajc Problem o
Admin Request/Booking/Board Room Booking O
Incident/Anti virus/Antivirus Update / Problem ©O

1

Incident/Application/Browser Related Issues

Incident/Network/VOIP Issues 1
Ccall Id cCall Category Details Problem Description User Name cCall Status Call Log DateTime Organizational Unil
=) Incident/Application/Browser Related Issues browser related isssue uz Classified 5/16/2012 2:37:01 PM
2 Incident/MNetwork/VOIP Issues VOIP issue uz2 Re-Assigned | 5/16/2012 1:02:17 PM

Report Type: Matrix

On selecting the report type as Matrix, drag and drop the required fields
from the available column to row, column and count.
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Report Designer :: Report - Asset Detail

Report Name * Category - Brand Matrix To view Category-Brand wise

Description Asset Count

Report Type * Matrix
Awvailable Columns Columns
< =®
Asset Count m Brand
Asset Description
Asset Group =
Asset Group Count
Asset Id
Rows Count
Asset Serial Mumber x A %
Category - Asset Count

Audit Serial Number
Bay
Brand
Brand Count
Selection

Category

Category Count

] show Selection Criteria

Update Reset Cancel

Tvendor TO VIEW oSSets DV wenaor T BT TR Delete T

The results are displayed as per the selection criteria made in row, column
and count.

¢ Export &) Print & Refresh

Asset Detail
Category - Brand Matrix

Generated on 5/24/2012 11:42:38 AM

Hewlett-Packard Lenovo VMware, Inc. Total
Access Point 1 ] 0 1
Desktop 7 0 0 7
Domain Controller 0 0 2 2
Laptop 4] 1 0 1
Server 1 0 0 1
Switch 2 0 0 2
Total 11 1 2 14
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