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Specific Program Documentation 
 
 
The CA software program(s) (“CA Software”) listed below is provided under the following terms and conditions in 
addition to any terms and conditions referenced on the Order Form entered into by you and the CA entity (“CA”) 
through which you obtained a license for the CA Software.  These terms shall, be effective from the effective date of 
the Order Form. 
 
Program Name:  CA SOA Security Manager 
 
Specified Operating Environment 
The CA Software's specifications and specified operating environment information may be found in Documentation 
accompanying the CA Software, if available (e.g., a user manual, user guide, or readme.txt or notice.txt file).  
 
Licensing Model 
 

CA Software means the CA SOA Security Manager and CA SOA Security Gateway software described herein in object 
code form and as set forth on the Order Form.  CA SOA Security Manager is licensed by the number of Secured Web 
Services and Users set forth in the Order Form. CA SOA Security Gateway is licensed by the number of Instances set 
forth in the Order Form 

"Installation" means the number of copies of a CA Software installed in the Customer’s physical and/or virtual 
environment. 

"Secured Web Service" means a software system designed to support interoperable machine-to-machine interaction 
over a network which needs to be secured from unauthorized access, software routines or components that is or are 
intended to disable, erase, or otherwise harm software, equipment, or data, or cause other similar damage. This web 
service can be a URI or web services End point defined in a WSDL file.  

"URI" (Uniform Resource Identifier) means a compact string of characters for identifying an abstract or physical 
resource.  

“End point” means a specific location for accessing a web service using a specific protocol and data format.  

"WSDL" (Web Service Definition Language) means an XML (Extensible Markup Language) format for describing 
network services as a set of endpoints operating on messages containing either document-oriented or procedure-
oriented information.  

"User" means a single person, application or identity listed in any Customer directory or network storage location 
whose access and use rights can be authenticated, authorized, or administered by the CA Software or who has the 
ability to view content aggregated or managed by the CA Software. In general, a user shall not be counted more than 
once or on a concurrent (logged-in) basis. 

  
 
 
Third Party Notices and Terms  
 
The following list identifies various third-party software components used with the CA Software that you are licensing.  
Third party notices required by the licensors of such components are set forth in the Third Party Notices and Terms 
document located at https://support.ca.com/prodinfo/tpterms. 

  

Apache Commons  Configuration 1.2  

Apache SOAP 2.3.1 

Apache WSIF 2.0 
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Axis 1.4 

BSAFE Cert-J 2.1.2 

BSAFE Crypto-J 3.5 

BSAFE Crypto-J 3.5.2 

BSAFE SSL-J 4.1.4 

CardSpace RP Java Token Disassembler alpha 

Commons Chain 1.1 

Commons Codec 1.3 

Commons Digester 1.7 

Commons Lang 2.1 

Commons Logging 1.04 

eclipse Higgins 1.0.0 

FLEXlm 9 

http://cawiki.ca.com/display/IPSWiki/CommonReportingCA 
Business Intelligence  R1 

JAF 1.0.2 

JAF 1.1 

Java Architecture for XML Binding 1.0.1 

Java Mail 1.2 

JAXP 1.0.1 

JWSDP 1.4 

Liquid XML Data Binding Wizard 4 

Log4j 1.2.8 

MIT Kerberos 1.5.3 

Rhino 1.5r4.1 

RSA ACE/Agent API 6.1 

SmartHeap 8 

SNMP Java Toolkit 5.1 

SUN Java Servlet Specification Interface Classes 2.4 
Valicert 4.9  
VordelSecure 

WSDL4J 1.4 

wss4j 1.5.3 

Xalan-J 2.5.1 

Xalan-J 2.6.0 

Xerces-J 2.x 

Xerces-C 1.5.1 

Xerces-C 2.7.0 

Xerces-J 2.6 

Xerces-J 2.6.2 

XML Security 141 
 

 
 


