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About This Manual

Release Notes

The manual applies to the U-SYS iGateway Bill V200R002 (hereinafter referred to as
the iGWB).

Organization

The manual presents the principle, installation, operation, and maintenance of the
product in the following structure.

The manual contains four chapters and two appendixes

Chapter 1 System Description introduces the iGWB’s networking model,
hardware structure, software structure, functional features, and technical
specifications.

Chapter 2 System Installation details two installation processes regarding the
iGWB: the complete installation process and the on-site installation process.
Chapter 3 Basic Operations presents the basic operations performed on the
iGWB, including system management, service operations, and system debugging.
Chapter 4 System Maintenance describes the maintenance tasks about the
iGWB, software upgrade steps of the iGWB, and troubleshooting knowledge
regarding the iGWB.

Appendix A iGWB Configuration Instance describes the configuration in
single-host mode or cluster mode of iGWB.

Appendix B Software Directory Description provides a clear illustration of
software directory of the iGWB server and client.

Appendix C Acronyms and Abbreviations lists the full names of the acronyms
and abbreviated used in the manual.

Intended Readers

The manual is intended for the following readers:

Conventions

Installation engineers
Project engineering technicians
Operation & maintenance specialists



The manual uses the following conventions:

l. General conventions

Convention Description
Arial Normal paragraphs are in Arial.
Arial Narrow Warnings, Cautions, Notes and Tips are in Arial Narrow.
Boldface Headings are in Boldface.
Courier New Terminal Display is in Cour i er New.

Il. GUI conventions

Convention

Description

Button names are inside angle brackets. For example, click the <OK>

g button.

0 Window names, menu items, data table and field names are inside square
brackets. For example, pop up the [New User] window.

/ Multi-level menus are separated by forward slashes. For example,

[File/Create/Folder].

lll. Keyboard operation

Format Description
<Kev> Press the key with the key name inside angle brackets. For example,
y <Enter>, <Tab>, <Backspace>, or <A>.
<Key1+Key2> Press the keys concurrently. For example, <Ctrl+Alt+A> means the three

keys should be pressed concurrently.

<Key1, Key2>

Press the keys in turn. For example, <Alt, A> means the two keys should
be pressed in turn.

IV. Mouse operation

Action Description
Click Press the left button or right button quickly (left button by default).
Double Click Press the left button twice continuously and quickly.
Drag Press and hold the left button and drag it to a certain position.




V. Symbols

Eye-catching symbols are also used in the manual to highlight the points worthy of
special attention during the operation. They are defined as follows:

A Caution Means reader be extremely careful during the operation.

Note Means a complementary description.
Environmental Protection

This product has been designed to comply with the requirements on environmental
protection. For the proper storage, use and disposal of this product, national laws and
regulations must be observed.
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Chapter 1 System Description

1.1 Overview of the Product

1.1.1 Product Position

The U-SYS iGateway Bill (hereinafter referred to as the iGWB) is a large-capacity
biling gateway developed by Huawei. With advanced software and hardware
techniques, the iGWB provides powerful CDR storage and conversion capabilities and
supports the interconnection with a billing center through File Transfer Protocol (FTP)
or File Transfer Access Management protocol (FTAM). The iGWB cooperates with the
U-SYS SoftX3000 SoftSwitch System (hereinafter referred to as the SoftX3000), and
provides a large-capacity CDR storage medium and billing interface for the SoftX3000.

1.1.2 System Applications

The SoftX3000 is the core of the Next Generation Network (NGN) and resides at the
network control layer of the NGN. The SoftX3000 provides the functions of call control
and connection management of voice, data, and multimedia services based on Internet
Protocol (IP) packet network. For each call, the SoftX3000 must perform the charging
processing in addition to call control, media gateway access control, resource
allocation, protocol processing, routing, and authentication. In other words, the
SoftX3000 must record the call related information, such as the calling number, called
number, answer time, and on-hook time, in a particular format.

The charging tickets (also named original CDRs) generated by the SoftX3000 are
buffered in the memory (usually called CDR pool) of its main processing unit. Limited by
the capacity and security of the CDR pool, however, the original CDRs stored in the
CDR pool must be transferred to a reliable storage medium in time. In addition, the
contents and formats of the original CDRs are different from those required by the
billing center, the CDR files must be pre-processed before being transmitted to the
billing center.

The iGWB is a gateway-like device placed between the SoftX3000 and the billing
center, used to implement the CDR receiving, pre-processing, buffering, and billing
interfacing functions. Figure 1-1 shows the position of the iGWB in system networking.

1-1
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Figure 1-1 Position of iGWB in system networking

As shown in Figure 1-1, the external devices taking part in the iGWB networking model
include SoftSwitch system (SoftX3000), billing center, and operation & maintenance
system.

l. SoftSwitch system

SoftX3000 is responsible for call setup and control, producing original CDRs and
storing them in its CDR pool temporarily. The iGWB server is connected to the
SoftSwitch system through a separate network adapter, and receives the original CDRs
from the SoftSwitch system.

Il. Billing center

Generally, online billing is adopted between the SoftX3000 and the billing center. In this
case, it is a basic function of the iGWB to provide a network interface to the billing
center. The CDR collector, a component of the billing center, has direct communication
with the iGWB. The CDR collector and the iGWB are interconnected through Wide
Area Network (WAN), and communicate with each other through FTP or FTAM. In the
case of FTP, the iGWB acts as the server, and the CDR collector acts as the client. In
the case of FTAM, the iGWB acts as the responder, and the CDR collector acts as the
initiator in a way similar to FTP communication. The iGWB provides a separate network
adapter for communication with the billing center.

lll. Network management system and CDR console

The iGWB is one of the devices managed by the network management system (NMS),
and thus needs to provide a network interface to the NMS. The iGWB includes server
and client. The iGWB client is managed by the NMS. Typically, it is required to configure
a computer in the equipment room to function as a local maintenance console of the
iGWB. A remote maintenance console can be configured as required. The iGWB
provides a separate network adapter for communication with the NMS.

1-2
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1.1.3 Product Features

I. High reliability

1) Dual-system

Because of the special position of the billing system in networking, high reliability of the
iGWB is demanded. To achieve that, the iGWB adopts a dual-system design in both
hardware and software. In addition, the iGWB provides an automatic switchover
protection mechanism between the dual systems to ensure the operation reliability and
service continuity.

2) Hard disk sub-system adopting redundant arrays of inexpensive disks (RAID)
mode

Based on the experience of using server and mini computer, it is known that hard disk
sub-system is prone to errors and failures. Therefore, the iGWB adopts RAID5 plus
HotSpare. The purpose is to ensure that data will not be lost in the event of a fault
occurring to one of the hard disks.

3) Network backup

The iGWB can automatically back up CDR files to another server through WAN or LAN,
to further improve the data security.

4) Software auto-startup and restart after exit

A monitor module is designed in the software. The monitor module can automatically
start up the iGWB in case of a power failure. The purpose is to ensure the normal
running of the system when unattended.

Il. Multi-access

The iGWB can receive and process CDRs in different formats, for example, CDRs
generated by a mobile system or fixed network system. The CDRs in different formats
are stored separately and provided respectively to the billing center.

Ill. Flexible CDR format conversion

The charging system of telecom carriers might have special requirements for CDR
format. For example, they might need the iGWB to convert an original CDR in a binary
format to a final CDR in another format such as text format or Abstract Syntax Notation
One (ASN.1) format and abstract particular fields from an original CDR to generate a
new CDR for the billing center. The iGWB provides flexible CDR format configuration
and conversion functions to meet the diversified requirements of telecom carriers.
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IV. Large capacity

The available capacity of the hard disks configured in the iGWB determines its CDR
buffering capability. With greater CDR buffering capability, the iGWB can store more
CDRs on itself and archive fewer CDRs in the billing center, which enhances the
security of CDRs. Currently, the hard disks configured in the iGWB provide a sufficient
valid capacity to store the CDRs that are generated by the SoftX3000 in at least seven
days in the case of maximum subscriber quantity. In addition, the iGWB is scalable in
hard disk capacity.

1.2 Hardware Structure

1.2.1 Hardware Configurations

In the SoftX3000, the iGWB and the basic service processing frame are configured in
the same cabinet (integrated configuration cabinet). The related hardware components
include active and standby iGWB servers, core Local Area Network (LAN) Switches,
and an integrated converter, as shown in Figure 1-2.

(1) Power distribution frame  (2) Service processing frame (3) Integrated converter  (4) LAN Switch 1
(5) LAN Switch 0 (6) Back administration module  (7) Standby iGWB (8) Active iIGWB

Figure 1-2 Cabinet configuration
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iGWB server

The iGWB server is the core device of the iGWB system and adopts a dual-system
design. Currently, two IBM X343 servers are employed. (Because server might be
updated, the server module might be different from the actually delivered server model.)
Each server provides four network adapters: two for communication with the SoftX3000,
one for the billing center, and one for the NMS. In addition, the iGWB server has a
built-in hard disk array.

The iGWB server communicates with the SoftX3000 to implement CDR storage, format
conversion, and pre-processing functions.

Il. Integrated converter

The active iGWB, the standby iGWB, and a back administration module (BAM) are
configured in the integrated configuration cabinet. An integrated converter is thus
configured in the cabinet, used to achieve operation control and switch of input and
output devices, such as liquid crystal display (LCD), keyboard, and mouse.

lll. LAN Switch

LAN Switch is the communication channel between the iGWB and the SoftX3000.
Generally, Huawei’s Quidway series products are selected for this purpose. Two LAN
Switches are configured in the integrated configuration cabinet.

1.2.2 Functional Principles

The iGWB adopts a dual-system design. Two servers are operating in the active and
standby mode. Heartbeat link is set up between the servers. Handshake messages are
exchanged between them for each server to monitor the operating status of the other.
Whenever the active server becomes faulty, the standby server automatically becomes
active. The purpose is to ensure the continuity of the provided services. In addition,
each server provides network adapters for communication with the SoftSwitch, the
billing center, and the NMS. Consequently, the system has a dual-plane structure,
which further improves the reliability of the system. Figure 1-3 illustrates the operating
environments of the iGWB.
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To LAN Switch 1

»  To billing center
—

Rear of iGWB server

Network adapter 3
Network adapter 2

Network adapter 1 ansde[IJ?SIch:;rt

Network adapter 0 | | | | | |

To bill console and NMS
—

To LAN Switch 0

\4

Figure 1-3 Operating environments of iGWB

l. iGWB network adapters

The iGWB server provides four network adapters for communication with outside. For
easy description purposes, we number the network adapters as shown in Table 1-1.

Table 1-1 Network adapters of iGWB server

No. Identifier Function

Connected to the LAN Switch 0 for communication with the

0| Netcard0 to O#LAN Switch | g 6v3000 on the active plane.

Connected to the LAN Switch 1 for communication with the

1 | Netcardt to THLAN Switch | g 4v3000 on the standby plane.

Connected to the CDR console and NMS, also functioning

2 Netcard2 to Office LAN as the first heartbeat path of the dual-system iGWB.

3 Netcard3 to Billing Center Connected to the billing center, providing a billing interface.

Il. Communication with the SoftSwitch system

The iGWB server communicates with the SoftX3000 by using network adapters 0 and 1.
The active plane of the SoftSwitch system is connected through the core LAN Switch 0
to network adapters 0 of the active and standby iGWB servers. The standby plane of
the SoftX3000 is connected through the core LAN Switch 1 to network adapters 1 of the
active and standby iGWB servers. The two core LAN Switches interwork with each
other through concatenation cable.
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Network adapters 0 of the active and standby iGWB servers must be set with the same
virtual IP address, which is in the same network segment as the active plane of the
SoftX3000. Similarly, network adapters 1 of the active and standby iGWB servers must
also be set with the same virtual IP address, which is in the same network segment as
the standby plane of the SoftX3000. The virtual IP addresses are achieved by software
configuration.

lll. Communication with the billing center

The iGWB server communicates with the billing center by using network adapter 3 for
the billing center to collect CDRs. The communication protocol can be FTP or FTAM.

Normally, the billing center simultaneously logs in to the active and standby iGWB
servers. The active and standby iGWB servers provide different IP addresses to the
billing center.

IV. Communication with the bill console and NMS

Network adapter 2 is used for connection between the NMS and the bill console,
providing a man-machine interface. In addition, network adapter 2 acts as the first
heartbeat path between the active and standby iGWB servers.

Network adapters 2 of the active and standby iGWB servers must be set with the same
virtual IP address, which is in the same network segment as the CDR console (NMS).
The virtual IP address is achieved by software configuration. For more information,
refer to Chapter 2 “System Installation”.

V. Heartbeat paths

Heartbeat paths are configured between the active and standby iGWB servers to
exchange handshake messages. With the heartbeat paths, each iGWB server can
monitor the operating status of the other and back up the status for future switchover
usage. The status backed up includes CDR sequence number, front disk state, back
disk state, and so on. The system provides two heartbeat paths, which are in the
“private network” inside the system. The first heartbeat path is the LAN that is formed
by network adapters 2. The second heartbeat path passes through serial ports. When
the first heartbeat path is broken, the iGWB servers use the second heartbeat path for
communication.

1.2.3 Configuration Relationship with Other Devices

The following serving devices need be configured to ensure the normal running of the
iGWB and facilitate maintenance.
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. Power supply

The power distribution box in the integrated management cabinet supplies power for
the iGWB. The nominal voltage is —48 VDC.

Il. Integrated converter

The active and standby iGWB servers are connected to the integrated converter
through C2T line. The integrated converter achieves input/output control and other
operations on the servers.

lil. Client

The iGWB also includes a computer as the client. The computer must be installed in the
same LAN as network adapter 2 of the iGWB server. The client is used for device
debugging, CDR browse, CDR query, and routine maintenance purposes.

1.3 Software Structure

1.3.1 Overall Software Structure

The iGWB is a multi-process and multi-threaded system in the client/server mode.

The iGWB software is designed to be several thread modules based on independent
services. The thread modules that have the closest relationship to a particular service
function are incorporated to be a specific process. In this way, the software is structured
in multi-process and multi-threaded manners. Client/server mode is employed for
communication between the processes. In other words, a particular process is the
kernel, and the other processes act as sub-processes. The kernel process schedule
and monitor the service sub-processes.

Figure 1-4 illustrates the overall structure of the iGWB software.

Dual-system process

Access Operation .
SoftX3000 (< point and > (W(i:rildeg\}vs)
process ¢ (_Kemel process maintenance
process

iGWB server (Windows 2000)

Figure 1-4 Structure of iGWB software
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1.3.2 Service Processes

As shown in Figure 1-4, the iGWB server is composed of a kernel process, a
dual-system process, an access point process, and an operation and maintenance
process. Each process contains several service thread modules that are relatively
independent of each other.

l. Kernel process

The kernel process is the core of the whole software. It acts as the Transmission
Control Protocol/Internet Protocol (TCP/IP) server for the other processes. It is
responsible for starting, stopping, and monitoring the access point process and the
operation and maintenance process. This process is composed of a dual-system
monitor module and a dual-system interface module.

Il. Access point process

The access point process incorporates the main service functions of the iGWB,
including CDR reception, CDR processing, and CDR storage. The service functions
are integrated to be a network module, a front disk module, a CDR processing module,
and a back disk module. The four modules constitute a CDR processing flow, in which
the service log is uni-directional and can be cut down. See Figure 1-5. (The arrows
stand for the transmission directions of the CDR data.)
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SoftX3000 Bill processing flow

Receives bills and uses a particular
protocol to ensure bill transmission
»| against repetition or loss

Generates and
transmits bills

Network module

A 4

Saves the bills received by network
module to form original bills

Front disk module

Y

Combines and sorts bills as required,
and transmits bills to back disk modulg

Bill processing module

A 4

Saves bills by channel to form final
bills and provides bills to billing center

FTP/FTAM

» Billing center

Back disk module

Figure 1-5 CDR processing flow

lll. Operation and maintenance process

The operation and maintenance process integrates the operability and maintainability
functions of the iGWB. In terms of functionality, the incorporated service modules
include a log module, a backup module, a CDR browse and query module, a
man-machine language (MML) server module, a performance module, and an alarm
module. The modules are relatively independent of each other.

IV. Dual-system process

The design of the iIGWB aims at the cross-platform dual systems. The dual-system
design greatly varies with different platforms. Consequently, the dual-system process is
used to mask the details of the dual-system functionality at different platforms. The
dual-system process enables the processes interacting with it to ignore the differences
of the platforms. This process has only one service module—a dual-system
management module.

Each of the preceding four processes has a management module and a message
transfer module. The management module manages and schedules the various
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modules inside the process. The message transfer module is responsible for
communication and message transfer between the processes.

1.4 System Functions

The iGWB system provides two categories of functions: system service, and operation
and maintenance.

1.4.1 Service Functions

I. CDR processing function

The iGWB system sorts the original CDRs as required. The different types of CDRs can
be sorted to different storage directories in accordance with the pre-defined sorting
conditions, for example, sorting by CDR type.

Il. Flexible billing interface

The iGWB system can communicate with the billing center through FTP or FTAM. The
iGWB system supports configuring CDR file name, file size, and file generation time.
The iGWB system supports flexibly converting CDR format.

lll. Reliable dual-system function

The iGWB system supports automatic switchover and manual switchover of the dual
systems. The iGWB system supports auxiliary upgrade.

IV. Optimized alarming function

The iIGWB system provides a variety of alarms, such as medium space alarm, file
read/write error alarm, dual-system switchover alarm, CDR collection timeout alarm,
and heartbeat interruption alarm.

V. CDR backup over network

The iGWB system can back up the CDRs in real time to another computer over the
network. The purpose is to improve the security of the data.

1.4.2 Operation and Maintenance Functions

l. User management functions

The system provides functions to add and delete an operator account, and modify and
query operator information.



User Manual
U-SYS iGateway Bill Chapter 1 System Description

Il. Software management functions

The system provides functions to query information about the software version of the
iGWB server and the client.

lll. CDR storage setting functions

What can be set includes storage paths for original CDRs and final CDRs, size of a final
CDR file, generation duration of a final CDR file, and buffer expiration of CDRs.

IV. Routine maintenance functions

e Log management function

The system provides log browse and query functions. Log of a specified user in
specified time can be queried. The system log can be queried.

e CDR browse and query function

CDRs can be queried according to CDR type, date, subscriber number, and
conversation duration.

. Performance monitor function

The system supports monitoring the memory space, hard disk space, and heartbeat
state in real time.

e  Commissioning function
The running status of the system can be displayed in real time.
e  Protocol trace function

The system provides functions to trace message flow inside the system and message
flow between the iGWB and the SoftX3000.

1.5 Technical Specifications

1.5.1 System Specifications

Technical parameter Specification
Standard configuration 432 GB
Hard disk capacity
Maximum configuration 730 GB
CDR processing capability 2,300 CDR/s
Cabinet dimensions (Width x depth x height) 600 mm x 800 mm x 2,200 mm
Weight of server 42 kg
Power consumption of server 700 W
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1.5.2 Environment Specifications

Technical parameter Specification
Nominal voltage —48V
Power supply
Allowed range -52Vto-40V
Operating Long-term operation Oto+45°C
temperature Short-term operation —40 to +60°C
1.5.3 Reliability Specifications
Technical parameter Specification
Mean time between failure (MTBF) 40,000 hours
Mean time to repair (MTTR) 0.25 hours
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Chapter 2 System Installation

2.1 Overview of Installation

2.1.1 Installation Steps

A complete installation process of the iGWB includes preparation, hardware
installation, server software installation, and client software installation, as shown in

Figure 2-1.

lInstallation preparations

1 Installation preparations

Hardware engineer

Y Refer to SoftX3000 Hardware
Mechanical installation Installation Manual

2 Hardware Installation

Hardware engineer

A
Cable installation

Hardware engineer

'

Hardware setting
Hardware engineer

3 Server software
installation Operating system installation

and configuration

Software engineer

A
Billing interface installation

and configuration

Software engineer

A
iGWB server software
installation and configuration

Software engineer

4 Client software Client software installation

installation A
and configuration
Software engineer

END

Figure 2-1 Complete installation process of iGWB
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Usually, the server software has been installed and debugged before the delivery of
the iGWB. After the debugging, the iGWB server software is uninstalled in the
factory for version matching and deployment convenience purposes. Therefore, only
the iGWB server software needs to be installed and partial settings have to be
modified at the site. The operation steps are illustrated in Figure 2-2.

For the on-site installation process of the server, refer to section 2.7 Modifying
iGWB Factory Settings.

No

Checking whether the operating
stem is normally running

A 4

Performing the complete
— Modifying computer name and workgroup installation process

Modifying iGWB y
factory settings Modifying IP address of network adapter

4
Lo Modifying administrator password

A
Installing and configuring iGWB server
software

A J

Modifying software watchdog settings

A

Setting automatic logon to Windows 2000
Server

A
End

Figure 2-2 On-side installation process of server
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2.1.2 Installation Preparations

l. Preparing installation tools
Ensure that one straight screwdriver and one cross screwdriver are available.
Il. Checking server hardware configurations

With reference to the related server configuration checklist, check the basic
hardware components of the servers one by one. Ensure that the configurations of
both servers are the same. Currently, the IBM x343 model is used as the server.
Each server has the basic configurations as shown in Table 2-1.

Table 2-1 Basic server configurations

Item Configuration

CPU Two Intel Pentium Ill 1.26 GHz or higher processors
One 34 GB hard disks (10 KB RPM SCSI hard disks)

Hard disk
Five 73 GB hard disks (hard disk array)

Memory Two 1 GB memories

Network adapter Four 10/100 MB network adapters

RAID adapter Single ServeRAID-4L adapter

Each hard disk array consists of ten 73 GB hard disks. The five hard disks one the
left are controlled by one iGWB, while the five hard disks on the right are controlled
by the other iGWB.

Note:

The hardware configuration of the iIGWB server may be updated; so the preceding configuration is for
reference only.

lll. Checking required installation software

The following lists the installation software required:

e ServeRAID Support CD (used to set the hard disks of server to be RAID5
mode)

e  ServeRAID 5.10 Driver for Windows 2000 Server floppy disk (used to install the
driver for SCSI controller)
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e IBM 10/100 Ethernet Server Adapters Family Device Drivers and Installation
CD (used to install the driver of iGWB extended network adapter)

e  Windows 2000 Server CD (used to install Windows 2000 Server including
Windows 2000 Service Pack 3.0)

e  Microsoft Windows 2000 Service Pack4 CD (used to install)

e Vertel UTS-FTAM installation software (optional)

e iGWB software installation CD (including server and client installation software)

2.2 Installing Hardware Components

The iGWB server is installed in the integrated configuration cabinet of the SoftX3000.
The iGWB hardware installation is carried out during the SoftX3000 hardware
installation. This chapter details cable connection after the cabinet and the
components are installed. For the mechanic installation of the iGWB server, refer to
U-SYS SoftX3000 SoftSwitch System Hardware Installation Manual.

2.2.1 Structure and Appearance of IBM Server

I. Front view

Figure 2-3 shows the front view of the iGWB server with the bezel.

N
s LLERL 1)
A Bezel B Peripheral bay C NMI switch
D Power switch E Reset switch F  Critical alarm indicator
G Major alarm indicator H  Minor alarm indicator | Power alarm indicator
J Network adapter status indicator K Hard disk status indicator L Power supply status indicator
M  Bezel removal thumbscrews N Hard drive tray

Figure 2-3 Front view of iGWB server with bezel
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Figure 2-4 shows the front view of the server with the bezel removed.

A =] C

A Floppy drive B CD-ROM drive C  Front panel switches and indicators
D Hard drive tray E Left SCSI drive bay F Hard drive tray ribbon cable connector

G Hard dive tray , pint SCS drive bay
power connector

Figure 2-4 Front view of iGWB server with bezel removed

Il. Back view

Figure 2-5 shows the back view of the iGWB server.

A B C D E
AEHHEEEEAY . :
7 BRERRR: & -
S L LA T 7 s Wl
T T
F G H ITTJK L M

A Three half-length 64-bit, 66 MHz PCI add-in board slots (3.3 V riser board)

B  DB-15 male connector for front panel alarm relay contacts

C Three full height, full length 64-bit, 33 MHz PCI add-in board slots (5 V riser board), upper one of which is used for RAID adapter
(with SCSI interfaces and disk array cables), and the other two of which are used for network adapters 2 and 3

D
E
F
G
H
I

Redundant, hot-plug power supplies

Four-terminal DC input power connector for DC input power supply cage

USB port 1

Video connector

External wide SCSI Ultra160 68-pin connector
Dual NIC 10/100 E/N RJ45 connectors NIC 1 (lower) and NIC 2 (upper), of which the upper one is used for network adapter 1 and

the lower one is used for network adapter 0.

J  The PS/2 port can accept both keyboard and mouse. Use the included “Y” splitter cable to connect a mouse and a keyboard to
the PS/2 port at the same time.

K Serial port (COM2), 8-pin RJ45 connector

L USBport0

M Two grounding plugs for attachment of grounding wire to chassis

Figure 2-5 Back view of iGWB server
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2.2.2 Installing Server Cables

I. Connecting power cables

The power input to the IBM x343 server is —48 VDC. Dual redundant power supplies
are adopted, and thus the server can keep running normally when only one power
supply is available.

When connecting power cables, note that the positive pole of the power terminal of
the server should be connected to the grounding terminal of -48 VDC power supply,
and that the negative pole should be connected to the “—48V” terminal of -48 VDC
power supply.

Il. Connecting network cables

The IBM x343 server provides four network ports. The network ports are numbered
as shown in Table 2-2 for description purposes. Network cables must be strictly
installed based on the correspondence.

Table 2-2 Numbering plan of server network adapters

Position Number Usage
Lower network port on integrated 0 Connected to the LAN Switch 0 for communication
network adapter with the SoftX3000 on the active plane.

Upper network port on integrated Connected to the LAN Switch 1 for communication
network adapter with the SoftX3000 on the standby plane.

Connected to the bill console and NMS, also
2 functioning as the first heartbeat path of the
dual-system iGWB.

Lower network port of PCI network
adapter (PCI network adapter 2)

Upper network port of PCI network Connected to the billing center, providing a billing
adapter (PCI network adapter 3) interface.

lll. Connecting serial port cables

The serial port cable is used to connect the serial ports of two servers as the second
heartbeat connection between the active and standby iGWB servers. Figure 2-5
shows the position of the serial port.

IV. Connecting C2T cables

C2T cables are used to connect the servers with display, keyboard, and mouse. To
save space, two iGWB servers and the BAM server will share one set of display,
keyboard, and mouse, which are switched by the integrated converter. The servers
are connected to the KVM/LCD converter through C2T cables.
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One end of the C2T cable is connected to the corresponding port of the server. The
other end of the C2T cable is connected to the correct channel port of the KVM/LCD
converter.

V. Connecting disk array cables

The disk array is configured in IBM x343 server with ten hard disks. The disk array is
divided into two parts, each of which provides a signal cable. Connect the left disk
array to iGWBO0 and the right disk array to iGWB1.

VI. Binding cables

The iGWB related cables should be bound with the other cables in the integrated
configuration cabinet. For details, refer to U-SYS SoftX3000 SoftSwitch System
Hardware Installation Manual.

If the installed softswitch system is not the SoftX3000, read the related manuals for
installation.

2.3 Installing Operating System

The installation steps for the operating system of the active and standby iGWBs are
the same. The following presents the installation steps of the active one and
provides the specific settings of the standby one when different.

Before the installation of Windows 2000, conduct the RAID configuration of the
server. The built-in hard disk array of the iGWB server should be set to be “RAID5 +
HostSpare” (3+1+1) mode.

Installation of Windows 2000 Server requires two CDs: ServeRAID Support CD for
RAIDS setting and Windows 2000 Server CD (with Windows 2000 Service Pack 4.0
contained) for Windows 2000 Server installation.

2.3.1 Setting iGWB Hard Disk to “RAIDS5 + HostSpare” Mode

A Caution:

Re-setting of the RAIDS mode of the hard disks will cause all data on the disks lost. Be careful to
perform this operation.
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The hard disks of the iGWB server employ the “RAID5 + HostSpare” redundant and
error tolerance techniques for data security purposes.

RAID5 is a disk-striping strategy with a dedicated check disk. Data is allocated on
several disks to improve the read/write speed. Check data is also allocated on
several disks instead of being stored on a dedicated check disk. When one of the
disks becomes faulty, the controller can restore or create the lost data from other
disks without influence on the availability of the data.

RAID5 requires a minimum of three disks. The availability ratio of the disk space is
about (N-1)/N, in which N is the number of the disks in the hard disk array.

Compared with the “RAID5” mode, the “RAID5 + HostSpare” mode adds one disk as
the hot spare disk.

When the iGWB uses the IBM server, the hard disk array is usually configured (with
ten hard disks). DIP switch of the hard disk array can be set so that the active and
standby servers manage five hard disks respectively. (Four hard disks are set to the
RAID5 mode and the left one is configured to hot spare.) Set the first bit of the DIP
switch SW4 of the hard disk array to “ON”, and retain the factory settings of the
other switches.

d Note:

The hard disks of the iGWB have been set to the RAIDS mode before the delivery. Confirm the RAIDS
mode at the site.

The IBM server provides a dedicated tool, ServeRAID Manager, to manage and
configure ServeRAID. The graphical interface of the ServeRAID Manager is shown
in Figure 2-6.

2-8



User Manual

U-SYS iGateway Bill Chapter 2 System Installation
=101x]
File View Remote Actions Help
= @B & 2 ¢
|@ Managed systems Swsterm infarmation | Description arvalue |
B nuaueei (Loc: Server name huawei
ServeRAID Manager agent 5.10.21
SernveRAID Manager consale 51021
Mumber of controllers a
Qperating system Windows 2000
N Date | Tirne Source | Description |
0 0armarzon3 11:10:04 AWM ST Local system Cleared the configuration event log.
l@ Ihuawei l

Figure 2-6 Graphical interface of ServeRAID Manager

To set the RAID5 mode by using ServeRAID program, proceed as follows:

l. Setting the server to boot from the CD-ROM

1) Power on the server. When the startup screen is displayed after the self-test of
the system, press <F2> to enter the BIOS setting program.

2) In the [BIOS SETUP UTILITY] screen, select the [Boot] menu by using the
arrow keys.

3) In the [Boot] menu, set [Boot Device Priority] according to the displayed guide.
Set the first boot device to be “ATAPI CD-ROM”. Press <F10> to save the
settings and exit.

Il. Booting the server from the ServeRAID Support CD

Insert the ServeRAID Support CD into the CD-ROM drive. Boot the server from the
CD. After the boot, the [ServeRAID Manager] window is displayed.

lll. Checking whether logical drives and RAID5 mode are configured

The ServeRAID Manager detects all ServeRAID controllers of the system. Check
whether logical drives and RAID5 mode are configured in the system.
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1) The following are the criteria, for Figure 2-7, for judging that logical drives and
RAID5 mode are configured and all devices are operating well:

e All node icons are green, indicating that the devices are operating well. (Red
indicates faulty. Yellow indicates abnormal state.)

e After all nodes are expanded, the hierarchical structure of the nodes and the
number of the nodes are consistent with the display in the left pane as shown in
Figure 2-7. For example, one 210018 MB logical drive is created. Six physical
drives are available, among which four are in the online state, one is in the hot
spare state, and one is in the enclosure state.

F serveRAID Manager -|ﬁ' 1[
File View Remate Actions Help

T ERg

[l Managed systems Drive infarmatian | Description of value
=B igwh0 (Local system) Lonical drive 1
= Controller 1 lyry etz A
=@ Arrays State Okay
- = Arav A (280024 ME) RAID level 5
H EE Logical drives in array A Data space in MB 310018
s (2 J MH Patity space in MB 70006
ES Physical drives in array & Date croated 0472312004
EC‘* 5Cal channel 1 Wtite-cache mode Wiite thraugh
-E3 1011 - Online (Y0006 MB) Merge-group number 207
-3 1D 12- Online (70008 MB) Merge-group state Maon-shared
£3 1D 13- Online (FO006 MB)
L ~-£3 1014 - Online (70006 MB)
= (il Loaical drives
o [ Logical drive 12100718 MEY
Hol-spare drives
. &®ID10- Hot spare (70006 MB)
=88 Physical drives
=42 803 channel 1
43 |0 10 - Hot spare (70006 MB)
1011 - Oniline (TOO0E MEY
21012 - Online (TOO0G MWEY
£2 1D 13- Online (TO00E ME)
3 1D 14 - Onling (TOODG ME)
~-I 1D 15 - Enclosure
| Diate Time | Source Desctiption
@ 0472412004 04:34:30 PM CST  igwh0 Synchronizing logical drive 1 on cantraller 1
O 042452004 04:34:30 PM CST  igwhi ServeRAID Manager started on TCR/IP port number 34 571,
@ l\gwbDICUntruller TiArrays/Array AlLogical drives in array AlLogical drive 1 NNNNEENR 53% Synchronizing [ogical drive 1 on controller 1

Figure 2-7 Interface with successful RAID5 configuration

2) If the system displays information or state that is inconsistent with the
preceding description, it indicates that logical drives or RAID5 mode is not
configured or, even configured, the operating status of the devices are
abnormal. In these cases, proceed as follows. If the system is successfully
configured with the RAID5 mode, skip the following setting of RAID and go to
the installation of Windows 2000 Server.
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IV. Restoring the working mode of the hard disks to factory-default settings

Before setting the hard disks of the iIGWB to the RAID5S mode, restore the working
mode of the hard disks to the factory settings. Proceed as follows:

1)

2)
3)

Right-click the [Controller 1] node. Select [Restore to factory-default settings]
from the displayed menu.

Click <Yes> to confirm the restoration.

The system begins the initialization. After about one minute, the content of the
[Controller 1] node is displayed as “Controller 1(not configured)”’. It indicates
that the RAID5 mode is not configured.

V. Setting the hard disks of the iGWB to the RAID5 mode

1)

2)

3)

4)

5)
6)

7)

Right-click the [Controller 1 (not configured)] node. Select [Configure RAID]
from the displayed menu. The [Configure the ServeRAID controller] window is
displayed.

In the [Configure the ServeRAID controller] window, select [Custom
configuration for controller 1] in the [Configuration paths] area. Click <Next>.

In the following window, the currently installed physical disks are displayed on
the [System LocalHost, Controller 1] tab in the half pane.

Click <Add> in the middle to add four of the hard disks to the [New array A]
area and the fifth to the [Spares] area. Click <Next>.

The current RAID configurations are displayed. Click <Next>.

The current RAIDS configurations are displayed. Click <Apply>. Click <Next> to
confirm the modification.

You are prompted to restart the server to make the configurations effective.
Click <Restart>.

Now, the configuration is completed. After the system is restarted, it is strongly

recommended to check again whether the logical drives and RAID5 mode are

configured according to the preceding operations.

2.3.2 Installing Windows 2000 Server

I. Setting the server to boot from the CD-ROM

1)

2)

3)

Power on the server. When the startup screen is displayed after the self-test of
the system, press <F2> to enter the BIOS setting program.

In the [BIOS SETUP UTILITY] screen, select the [Boot] menu by using the
arrow keys.

In the [Boot] menu, set [Boot Device Priority] according to the displayed guide.
Set the first boot device to be “ATAPI CD-ROM”. Press <F10> to save the
settings and exit.
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Il. Booting the system from the Windows 2000 Server CD

1) Insert the Windows 2000 Server CD into the CD-ROM drive.
2) Insert the ServeRAID 5.10 Driver for Windows 2000 Server floppy disk into the
floppy disk drive.

If the ServeRAID 5.10 Driver for Windows 2000 Server floppy disk is lost, read the
following. Otherwise, skip the following creation process.

If the ServeRAID 5.10 Driver for Windows 2000 Server floppy disk is lost, create one
as follows:

Insert a formatted floppy disk into the floppy drive and the ServeRAID Support CD
into the CD-ROM drive.

In the DOS mode, execute the command: X:\diskette\tools\dsk4w32.exe
X:\diskette\winsrv img a:, where X represents the CD-ROM drive letter.

After the execution is completed, the specified driver is copied to the floppy disk.
3) After the server is restarted, you are prompted to “Press any key to boot from

CD”. Press any key to boot the server from the CD.

lll. Copying installation files (pressing <F6> required)

The [Windows 2000 Setup] screen is displayed. The following information is also
displayed at the bottom:

Press F6 if you need to install a third party SCSI or RAID driver...

Press <F6> before this information disappears. The system begins copying the
installation files. (If the prompt information disappears before you press <F6>, the
system will not install a third party SCSI controller driver. Interrupt the current
installation and restart the installation program again.)

IV. Installing SCSI controller driver

1) After about five minutes, the following information is displayed:
Set up coul d not determ nethetype of one or nore nass st orage devi cesinstalled
inyour system or you have chosen to nanual |y specify an adapter. Currently,

Setup will |oad support for the followi ng mass storage device(s):
<none>
* Tospeci fyadditi onal SCSI adapters, CD- ROMdri ves, os speci al di skcontrollers

for use wi th Wndows 2000, incl udi ng those for whi ch you have a devi ce support

disk froma mass storage device mammufacturer, press S.
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* |f you do not have any device support disks froma mass storage device
mamuf acturer, or do not want to specify additional nmass storage device for
use with Wndows 2000, press ENTER.

Press <S> to add a SCSI controller.

2) You are prompted to insert the driver disk. Insert the ServeRAID 5.10 Driver for
Windows 2000 Server floppy disk into the floppy disk drive. Press <Enter> to
continue.

3) The system searches the SCSI controllers in the server and displays the
information about the found SCSI controllers. The first controller is
automatically positioned and looks highlighted. Press <Enter> to select it.

4) You are prompted whether to add more SCSI controllers. In this case, press
<Enter> to continue. The system continues to copy the installation files.

V. Selecting the setup mode

After the initial installation files are copied, the Windows 2000 Server Setup program
is started, as shown in Figure 2-8.

Windows 2808 Server Setup

Welcome to Setup.
This portion of the Setup program prepares MHicrosoft(R>
Windows 28BB<(TM> to »un on your computer.

= To zet up Windows 2880 now. press ENTER.

= To repair a Windows 2888 installation, press R.

= To guit Setup without installing Windows 2888, press F3.

ENTER=Continue R=Repair F3I=Quit

Figure 2-8 Selecting setup mode

Press <Enter> to set up Windows 2000.
VI. Confirming the licensing agreement

Read carefully the Windows 2000 Licensing Agreement. To accept it, press <F8>.
Otherwise, press <ESC> to quit the setup.
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Windows 2@BAA Licensing Agreement

Mumber of Client Access Licenzes fopr
Windows 2088 Server :

Humber of Client Access Licenszes for
Windows 2088 Advanced Server: 25

END-USER LICENSE AGREEMENT

FOR MICROSOFT<r> WINDOUS(r)> 2088
SERVER OR WINDOWS <(»2> 28080 ADUANCED SERUER

IMPORTANTI-READ CAREFULLY: This End-User

License Agreement ("EULA"» is a legal agreement between you
Ceither an individual or a single legal entity> and the
manufacturer ("Manufacturer"?> of the computer system {("COMPUTER")>
with which you acguired the Microsoft software product identified
abhove ("SOFTUARE")>. The SO0FTUWARE includes computer software.

and may include associated media. printed materials. "online™ or
electronic documentation and Internet based services. HNote.
however, that any software, documentation, or weh services that
are included in the SO0FTWARE. or accessible wvia the SOFTUARE.

and are accompanied by their own license agreements or terms of
use are governed by such agreements or terms rather than by this
EULA. The terms of a printed, paper EULA. which may accompany
the SOFTWARE, supersede the terms of any on—-screen EULA.

This EULA is valid and grants the end-user license rights ONLY if
PAGE DOWN=MNext Page

F&=1 agree ESC=I do not agree

Figure 2-9 [Windows 2000 Licensing Agreement] screen

VII. Creating partitions and continuing copying installation files

1) The system searches and displays the partitions on the hard disks. Press <C>
to create a partition (that is, drive C). The partition is used to install the program
files of Windows 2000 Server.

2) You are prompted to enter the capacity of the partition. Select the maximum
value of the current system disk (about 8GB).

3) Press <Enter> to continue.

4) The capacity of drive C is displayed. Press <Enter> to continue.

5) You are prompted to select a file system format for the partition, as shown in
Figure 2-10. Select the NTFS file system. Press <Enter> to continue.
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Windows 2@BA@ Server Setup

A new partition for Windows 2088 has been created on

4095 MB Disk 8 at Id B on bus B8 on buslogic.

This partition must now be formatted.

From the list below. select a file system for the new partition.
Use the UP and DOYH ARROW keys to zelect the file system you want,.
and then press ENTER.

If you want to select a different partition for Windows 2888,
press ESC.

Format the partition using the WIFS file system
Format the partition using the FAT file system

ENTER=Continue ESC=Cancel

Figure 2-10 Selecting file system format

6) The system begins to format drive C. After the formatting, the system continues
to copy the installation files. The copying progress bar is displayed in the
middle of the screen.

VIIl. Running the setup program and configuring the hardware

1) After the files are copied, the system is automatically restarted.
2) After the restart of the server, the setup program continues to run and the
hardware is automatically configured. This takes about 10 minutes.

IX. Customizing country (region), language, and keyboard layout

In the [Regional Settings] dialog box, you are prompted to customize the country
(region), language, and keyboard layout. See Figure 2-11. Select the default settings.
Click <Next> to continue.
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Windows 2000 Server Setup E

Regional Settings
Y'ou can customize Windows 2000 for different regionz and languages.

The system locale and uszer locales contral how numbers, curencies, and dates
AppEAl.

The system lozale iz zet to Englizh [United States)], and the uzer locale iz zet to
Englizh [United Statez] for all users on the computer.

To change system or uzer locale zettings, click Customize. Cuztomize. .

|

The keyboard lagout controls the characters that appear when you upe.

E ach uzer will uze the LS kevboard lapaut.

T o change the keyboard lapout, click Customize. Cugtomize. ..
< Back | Meut » |

Figure 2-11 [Regional Settings] dialog box

X. Entering user information

In the [Personalize Your Software] dialog box, enter the username “huawei” in the
[Name] box.

Enter the organization name “Huawei Technologies Co., Ltd” in the [Organization]
box.

Click <Next> to continue.
Xl. Entering the product key

In the [Your Product Key] dialog box as shown in Figure 2-12, enter the product key
in the [Product Key] boxes. (The product key is printed on the Windows 2000 Server
CD or user manual.) Click <Next> to continue.
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Windows 2000 Server Setup E

Your Product Key
'our Product Key uniquely identifies pour copy of 'Windows 2000,

The 25-character Product F.ey appearz on the lower zection
aof your Certificate af Authenticity.

¢ Type the Praduct K.ep below:
Certificate of Sanbwrticiny
AN

Product Keu:

< Back | MHest = |

Figure 2-12 [Your Product Key] dialog box

XIl. Setting the license mode

In the [License Modes] dialog box, select “Per server”.
Enter “5” of allowed users.

Click <Next> to continue.
XIll. Setting the computer name and the administrator password

In the [Computer Name and Administrator Password] dialog box, enter the computer
name and the administrator password.
The preceding information has been preset as follows before the delivery:

e The computer name of the active iGWB server is set to “iIGWB0”. The
computer name of the standby iGWB server is set to “iGWB1”.
e  The administrator password is set to “igwb”.

Click <Next> to continue.
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XIV. Selecting Windows 2000 components

In the [Windows 2000 Components] dialog box as shown in Figure 2-13, select the
Windows 2000 components to be installed. In this case, use the default settings.
Click <Next> to continue.

Windows 2000 Server Setup E

Windows 2000 Components
Y'ou can add ar remave components of Windows 2000,

To add ar remove a component, click the checkbos, & shaded bos means that only
part of the component will be inztalled. To zee what'z included in a component, click
Dretails.

Components:

Certificate Services 1.4 B
iz

| (2 Indexing Service 0.0ME
o ﬂ:j Internet Information Services [[15] 21.7 MB
22 M ananement and Monitainn Toals 5 ?MR j

Descrption:  Includes “Windows Accessones and Utilities for your computer.
T otal dizk space required: 43.7 MB Details
Space available on dizgk: 35353 MB

¢ Back | M et = |

Figure 2-13 [Windows 2000 Components] dialog box

XV. Setting the date and time

In the [Date and Time Settings] dialog box as shown in Figure 2-14, set the current
date and time. Click <Next> to continue.
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Windows 2000 Server Setup E

Date and Time Settings
Set the comect date and time for your Windows computer,

D ate & Time

12 — -
s | Monday . Maich 08,2004 | EBEE

Time Zone

[GMT +08:00] B eijing, Chongging, Hong K.ong, Uiimgi

< Back | MHest = |

Figure 2-14 [Date and Time Settings] dialog box

XVI. Continuing the installation

The system continues the installation, including setting the network, installing the
program components, setting the start menu, registering the program components,
saving the configurations, and deleting the temporary files. This takes about 20
minutes.

XVIIl. Completing the installation

After the preceding installation, a prompt dialog box is displayed. Click <Finish> to
complete the installation. The system will be restarted.

XVIIl. Removing the CD and setting to boot the server from hard drive

1) After the server is restarted, remove the Windows 2000 Server CD from the
CD-ROM drive.

2) Set the server to boot from the hard drive. In other words, set the first boot
device to “Hard Drive”.

Now, the installation of Windows 2000 Server is completed.
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2.3.3 Installing Windows 2000 Service Pack 4

l. Overview of Installing Windows 2000 Service Pack 4

To ensure the security and the normal operation of the iGWB, you have to install the
service pack 4 of Windows 2000 server.

Il. Initializing setup

Proceed as follows:
Put the “Microsoft Windows 2000 Service Pack 4” CD into CDROM.
Double-click the file W2KSP4-EN.exe.

The setup wizard starts verifying files in the installation process, as shown in
Figure 2-15.

Extracting Files x|

"Yerifying File: W2k 5P4 EM

Figure 2-15 Extracting files

Atfter the verification completes, the welcome dialog box appears as shown in
Figure 2-16.
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Windows 2000 Service Pack 4 Setup Wizard |

Welcome to the
Windows 2000
Service Pack 4 Setup Wizard

Before you install thiz update, we recommend that you:
- pdate your system repair disgk
- Back up pour system
- Cloze all open prograns

To complete this installation, YWwindows might require restarting
alter vau finizh this wizard.

¢ Back I Mext » I Cancel Help

Figure 2-16 Welcome dialog box

Click <Next>.
lll. Confirming license agreement

The [License Agreement] dialog box appears as shown in Figure 2-17.

Windows 2000 Service Pack 4 Setup Wizard

License Agreement o

Pleasze read the following icense agreement. To continue vath zetup,
you must accept the agreement.

SUPPLEMEMNTAL END USER LICENSE AGREEMENT il
MICROSOFT wWiMNDOWS 2000 SERVICE PACK. 4

FLEASE READ THIS SUPPLEMEMTAL EMD-USER
LICEMSE AGREEMENT ["SUPFLEMENTAL ELILA")
CAREFULLY. BY INSTALLING OR USING THE
SOFTwARE THAT ACCOMPAMIES THIS SUPPLEMENTAL

" | Do Mot Agree % | Agree Prirt |

< Back I MHeut > I Cancel | Help |

Figure 2-17 License agreement

Read it carefully, and proceed as follows:
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Select [I Agree].

Click <Next>.
IV. Select options

The [Select Options] dialog box appears, as shown in Figure 2-18.

Windows 2000 Service Pack 4 Setup Wizard

Select Options

IF you vaant bo remove Service Pack 4 later, Setup must archive the necesszany files.
Haowewer, this requires significant disk space. Do pou want Setup to archive these
files?

& achive Files

Do Mot &rchive Files

rinztall Folder
CAWINMHT g ES ervicePack Uninstallf

Browse... |

< Back I Mext » I Cancel | Help |

Figure 2-18 Select Options

Proceed as follows:
Select [Archive files]

Click <Next>.
V. Updating system

The setup wizard starts updating the system, as shown in Figure 2-19.
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Windows 2000 Service Pack 4 Setup Wizard

Xl
Updating Your System iy
b

Flease wait while setup ingpects your current configuration, archives
wour current files and updates your files.

Checking for necessary space

Dretailz

E stimating space far uninztallation

< Back | Finizh | Cancel I Help

Figure 2-19 Updating your system

The installation covers three processes:

e  Checking for necessary space
e  Backing up files
e Installing files

The complete process takes about five minutes.
VI. Completing setup

After the updating process completes, the [Completing the Windows 2000 Service
Pack 4 Setup Wizard] dialog box appears, as shown in Figure 2-20.
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Windows 2000 Service Pack 4 Setup Wizard x|

Completing the
wWindows 2000
Service Pack 4 Setup Wizard

‘You have successfully completed the Service Pack 4
Setup Wizard,

To apply the changes, the wizard has bo restart
wiindows, To restart windows automatically, click
Finizh.

If you want to restart later, select the Do not restart now
check box, and then click Finish.

[ Do not restart now

¢ Back I Finizh I Cancel Help

Figure 2-20 Completing the windows 2000 service pack 4 setup wizard

Click <Finish>.
The system will restart, and the installation of Windows 2000 service pack 4 is

completed.

2.3.4 Installing Windows 2000 Hotpatches

I. Overview of installing Windows 2000 Hotpatches

To ensure the security of the iGWB, you need to install the following hotpatches
(released by Microsoft) in sequence:

KB823980
KB824146
KB828741
KB828749
KB835732

KB837001
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A Caution:

e This section is for reference only. If possible, please refer to the release notice of the hotpatches
on Microsoft homepage.
o Before installing the hotpatches, make sure that the Service Pack 4 has been installed.

Il. Log in Windows 2000 Server as administrator

After you have installed Windows 2000 Server and Service Pack4, the iGWB will
restart.

Log in as administrator.
lIl. Initializing setup

Proceed as follows:

Double-click the hotpatch file Windows2000-KB823980-x86.exe, a welcome dialog
box appears as shown in Figure 2-21.

Windows 2000 KEB23980 Setup Wizard x|

YWelcome to the
Windows 2000
KB823980 Setup Wizard

Before pou inztall thiz update, we recommend that pou:
- Update your system repair disk
- Back up your syztem
- Cloze all open programs

To complete thiz ingtallation, ‘Windows might require restarting
after pau finizh this wizard.

< Back I Mest I Cancel

Figure 2-21 KB23980 Setup welcome dialog box

Click <Next>.
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IV. Confirming license agreement

The license agreement dialog box appears as shown in Figure 2-22.

Windows 2000 KB823980 Setup Wizard

License Agreement

Fleaze read the following license agreement. To continue with zetup,
wou muzst accept the agreement.

SUPPLEMENTAL END USER LICENSE|AGREEMENT FOR =
MICROSOFT SOFTWARE ["Supplemental ELILA"

IMPORTAMNT: READ CAREFULLY - The Microzaft operating
zyztem components accompanying thiz Supplemental ELLS,
inzluding ary “onling" or electionic documentation [0S
Components™] are subject to the terms and conditions of the
agreement under which vou have licensed the applicable

Microsoft operating syztem product deszcribed below [each an LI

" 1 Do Not Agree | Agree Print |

< Back I Mext » I Cancel |

Figure 2-22 License agreement

Read it carefully, and proceed as follows:
Select [I Agree].

Click <Next>.
V. Updating your system

The setup wizard starts updating the system, as shown in Figure 2-23.
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Windows 2000 KES23980 Setup Wizard x|

Updating Your Spstem

Fleaze wait while setup inspects your cument configuration and updates
yaur files.

Checking for necezzar space

[retails

Running proceszes before ingtall

< Back Fimizh | Cancel I

Figure 2-23 Updating your system

The hotpatch starts to update your system. The process will take some 30 seconds.
VI. Completing setup

After the updating process completes, the [Completing the Windows 2000
KB823980 Setup Wizard] dialog box appears, as shown in Figure 2-24.
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Windows 2000 KES23980 Setup Wizard x|

Completing the
YWindows 2000
KB823980 Setup Wizard

ou have successfully completed the KBE23380 Setup
Wizard,

To cloze this wizard, click Finizh.

< Back I Finizh I Cancel

Figure 2-24 Completing the Windows 2000 KB823980 setup wizard

Repeat the above steps to complete the installation of other hotpatches.

2.3.5 Installing Drivers for iGWB Network Adapter and RAID Adapter

After Windows 2000 Server is installed, network adapter and RAID adapter should
be installed for the iGWB server. Proceed as follows:

1) At the Windows 2000 Server desktop, right-click the My Computer icon. Select
[Properties] from the shortcut menu. The [System Properties] dialog box is
displayed.

2) Inthe [System Properties] dialog box, select the [Hardware] tab. See
Figure 2-25.
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System Properties

Generall Metwork [dentification  Hardware | [REZ F'rnfilesl .&dvancedl

21

— Hardware Wizard

The Hardware wizard helps you install, uninztall, repair,
unplug, eject, and configure your hardware,

The Device Manager listz all the hardware devices installed
on your computer. Uze the Device Manager to change the
properties of any device.

Diriver Signing... CDevice Manager...

— Hardware Frafiles

Hardware profiles provide a way for you to set up and store
different hardware configurations.

Hardware Prafiles...

0K | Cancel | Apply |

Figure 2-25 [System Properties] dialog box

3) Click <Device Manager...>. The [Device Manager] window is displayed. All
Ethernet adapters and RAID adapters that are found but not operating well are
displayed under the [Other devices] node. See Figure 2-26.
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L. Device Manager

=101 ]

J Action  Yiew “ = -Pl

=48 1aWE1
Computer
(- Disk drives
[ Display adapters
-0} DYDYCD-ROM drives
-2 Floppy disk controllers
--@ Floppry disk drives
[-52 IDE ATA/ATAPT contrallers
@ Kevhoards
¥ 7y Mice and other painting devices
Manitars
J' Other devices
@) Ethernet Contraller
-~y Ethernet Controller
-~y Ethernet Controller
-~y Ethernet Controller
' RAID Controller
F- o Porks (COM & LFT)
H-4= SCSI and RAID controllers
t-£}|~ Sound, video and game controllers

- System devices
182 Universal Serial Bus controllers

Figure 2-26 [Device Manager] window

4)
is displayed. Select the [Driver] tab. See Figure 2-27.

Ethernet Controller Properties

General  Driver |Hesources|

W

2%

Ethemnet Contraller

Drrivver Provider: Unknown
Dirivver D ate: Mot available
Drriver Wersion: Mot available

Digital Signer: MHat digitally zigned

Mo driver files are required or have been loaded for thiz device. Ta uninstall
the driver files for this device, click Uninstall. To update the driver files for
thiz device, click Update Driver.

Driver Detalls... |Update Drriver.... |

ak. Cahicel |

Figure 2-27 [Ethernet Controller Properties] dialog box
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5) Click <Update Driver...>. The [Update Device Driver Wizard] dialog box is
displayed. Click <Next> to continue. See Figure 2-28.

Upgrade Device Driver Wizard

Ny Welcome to the Upgrade Device
| 4;‘ Driver Wizard

Thiz wizard helpz pou upgrade a device driver for a
hardware device.

Tao continue, click Mest.

< Back

Cancel |

Figure 2-28 [Update Device Driver Wizard] dialog box

6) In the [Install Hardware Device Drivers] dialog box, select [Search for suitable
driver for my device]. Click <Next> to continue. See Figure 2-29.

Upgrade Device Driver Wizard

Install Hardware Device Drivers
A device driver iz a software program that enables a hardware device to work, with
an operating gystem.

Thiz wizard upgrades drivers far the following hardware device:

@ Ethernet Contraller

Uparading to a newer verzion of a device driver may add functionality to or improve the
performance of this device,

‘wihat do you want the wizard to da?

* Search for a suitable driver far my device [recommendedf

€ Dizplay a list of the known drivers for this device zo that | can choose a specific
driver

< Back I Heut » I Cancel

Figure 2-29 [Install Hardware Device Drivers] dialog box
7) In the [Locate Driver Files] dialog box, select [CD-ROM drivers] in the [Optional

disk locations] area. Insert the network adapter driver CD into the CD-ROM
drive. Click <Next> to continue. See Figure 2-30.
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Upgrade Device Driver Wizard

Locate Driver Files
Where do pou want Windows to search for driver files?

Search for driver filez for the following hardware device:

@ Ethemet Contraller

The wizard gearches for suitable drivers in itz driver databaze on your computer and in
any of the following optional zearch locations that vou specify.

To start the search, click Mest. [f vou are searching on a floppy disk ar CO-ROM drive,
inzert the floppy digk or CO before clicking Mest.

Optional search locations:

v COD-ROM drives
[ Specify a location
[ Microsoft Windows Update

< Back I Hewt » I Cancel

Figure 2-30 [Locate Driver Files] dialog box

8) The system searches the CD for the driver of the network adapter. The [Driver

Files Search Results] dialog box is displayed with the path to the driver, for

example, d:\neti557x.inf. Click <Next> to continue. See Figure 2-31.

Upgrade Device Driver Wizard

Driver Files Search Rezults
The wizard haz finished zearching for driver files for pour hardware device.

The wizard found a driver for the following devwice:

@ Ethemet Contraller

iindoves found a driver that iz a cloger match for thiz device than your current driver,
Tainztall the driver Windows found, click Mext.

[
d:snetiBa,inf

The wizard alzo found ather drivers that are suitable for this device. To wview a lizt of
these drivers or install one of these drivers, select the following check box, and then click
Mest.

[ Install one of the other drivers

< Back

Cancel |

Figure 2-31 [Driver Files Search Results] dialog box

9) The system is installing the network adapter driver. After the installation, the

[Update Device Driver Wizard] dialog box is displayed. Click <Finish> to

complete the installation. See Figure 2-32.
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Upgrade Device Driver Wizard

Completing the Upgrade Device
Driver Wizard

|Bk 10700 Ethernet Server ddapter

5

windows has finished installing the software for thiz device.

To cloze this wizard, click Finish.

< Back [Carce]

Figure 2-32 [Update Device Driver Wizard] dialog box

10) The driver properties of the network adapter are displayed. See Figure 2-33.

1BM 10/100 Ethernet Server Adapter Pro ﬂﬂ

General  Driver |Hesources|

@ IBM 104100 Ethemet Server Adapter

Drrivver Provider: Intel
Dirivver D ate: Fa20s20m
Drriver Wersion: 5.41.27.0
Digital Signer: MHat digitally zigned
To views detailz about the driver files loaded for thiz device, click Driver

Detailz. To uningtall the driver files for thiz device, click Uninzstall. To update
the driver files far thiz device, click Update Driver.

Cloze | [Eatice] |

Figure 2-33 Adapter properties dialog box

Click <Close>. The driver of the network adapter is refreshed. Now, the installation
of the driver of the first network adapter is completed.
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11) Take the preceding steps to install the other network adapters and RAID
adapter.

d Note:

e The installation process of the RAID adapter is the same as that of a network adapter, except that
in the [Locate Driver Files] dialog box the floppy disk should be selected for searching the required
driver.

e The RAID adapter must have been installed before the hard disks are partitioned; otherwise, the
hard disks in the array cannot be identified.

2.3.6 Partitioning iGWB Hard Disk

In consideration of the requirement of the iGWB server software on hark disk
partitioning, the iGWB hard disks need be divided into three partitions. All the
partitions should use the NTFS file system. It is recommended to set the letters of
the partitions (logical drives) to “C”, “D”, and “E”, and the CD-ROM drive to “F”.

To ensure data security, the size of the partitions of the iGWB hard disks should be
set to the following:

e Partition C: 8 GB, used to install the operating system and the iGWB server
software.

A Caution:

8 GB is allocated to drive C in the hard disk of the server (about 34 GB), and the left space (26 GB) is
reserved for future use.

e Partition D: 105 GB, used to store the original bills, log files, and status files.
e Partition E: 105 GB, used to store the final bills and backup files.

According to the preceding requirements, you can use the disk management tool
provided by Windows 2000 Server to partition the iGWB hard disks and set drive
letters. To achieve that, proceed as follows:
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I. Starting the Computer Management tool

1) At the Windows 2000 Server desktop, select [Start/Programs/Administrative
Tools/Computer Management]. The [Computer Management] window is
displayed, as shown in Figure 2-34.

Lo
“ Action  Yiew “ = = |||§ ‘

Mame

i mSystem Toals

' @Storage

@Services and Applications

@ Event Yiewer
F-3g) System Information
ﬁ Performance Logs and Alerts
gl Shared Folders
Device Manager
M7 Local Users and Groups
EI& Storage
i) Disk Management
5*. Disk Defragmenter
= Logical Drives
@ Removable Storage
[]--& Services and Applications

4| | i

Figure 2-34 [Computer Management] window
2) As shown in Figure 2-34, select [Storage/Disk Management] in the tree pane.
The partitions of the server are displayed in the right pane.
Il. Changing driver letters

1) Right-click in the CD-ROM drive area. Select [Change Drive Letter and Path]
from the shortcut menu, as shown in Figure 2-35.
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O computer Management 10| =]

“ Ackion  Yiew |J¢=#||@|J§‘ﬁ@

Tree I Wolume | Layouk | Type | File Svstem |
g Computer Management (Local) = (c Partition Biasic MTFS
: Z=3020415_31P7... Partition Basic CDFS

Eﬁ System Toals
B-{3] Event Wiswer
-3 System Information
ﬁ Performance Logs and Alerts
gl Shared Folders
2, Device Manager
M7 Local Users and Groups

EI& Storage

i3] Disk Management 1

n*. Disk Defragmenter

=) Logical Drives ZPpisk 1

@ Removable Storage Dynarmic

=-ff# Services and Applications 205.09 GB 205.09 GB
Cnline Unallocated
Z=/CDRom D
CDRam ([:) 020415_31PTi
59 MB 29 pe ChES
Online Open
Explore

W Urcllocated W Prire 120k partivion Active
Change Drive Letter and Path. ..
Format. .

Delete Partition,..

Properties

Help

Figure 2-35 Right-click menu of CD-ROM drive

2) The [Change Drive Letter and Paths for (D:)] dialog box is displayed, as shown

in Figure 2-36.

Change Drive Letter and Paths for {D:) d |

Allow access to thiz volume through the drive letter and paths listed below.

dd. Edit._ Remove |

Close

Figure 2-36 [Change Drive Letter and Paths for (D:)] dialog box

3) Click <Edit...>. The [Edit Drive Letter or Path] dialog box is displayed. Assign
“F:” to the CD-ROM drive. Click <OK>. See Figure 2-37.
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Edit Drive Letter or Path d |

Edit the drive letter or dive path for (D:).
% Aesign a drive letter: -
€ bount in this MTFS falder:

Browse,.. |
ak. I Cahicel |

Figure 2-37 [Edit Drive Letter or Path] dialog box

4) The [Confirm] dialog box is displayed. Click <Yes>. See Figure 2-38.

x4

@ Changing the drive letter of a volume may cause programs to no longer run, Are you sure wou want ko change this

drive letter?
wo |

Figure 2-38 [Confirm] dialog box
lll. Creating an extended partition

1) As shown in Figure 2-35, right-click in the [Unallocated] area in [Disk 1]. See
Figure 2-39.
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-inx]
“ Aetion  View |J¢' -Pll@“é’1 ‘
Tree I Vaolume | Layout | Type | File Svystem |
@ Computer Management {Local) =i Part?t?on Bas?c Ll
Elﬁ@ System Tools @D2D415_31P?... Partition Basic COFS

[]—-@ Event Yiewer

[]—--ﬂ System Information

[+ Performance Logs and Alerts
- 2] Shared Falders

Device Manager

-7 Local Users and Groups
[—]--@ Storage
i3] Disk Management 1| | |
----- &? Disk Defragmenter
=1 Logical Drives =pisk O =
[]—-@ Removable Storage Basic {C:)
[]--& Services and Applications 53.89 GB 33.89 GE NTFS
Online Healthy {Syskem)
ErDisk 1
Basic
205,09 GB 205.09 GB
Onlirne: Unallocated Create Partition. ..
e~ | —— Froperties

B Unallocated [l Primary Partition
| | Help

Figure 2-39 Creating extended partition

2) Select [Create Partition] from the shortcut menu. The [Create Partition Wizard]
dialog box is displayed. Click <Next> to continue. See Figure 2-40.

Create Partition Wizard x|

Welcome to the Create Partition
Wizard

Thiz wizard helps you create a partition on a basic dizk.

A bazic disk iz a phyzsical disk that containg primary partitions,
extended partitions, and logical diives. & basic digk may also
contain volumes created with Windows MT 4.0 and earlier.
“ou can also uze M5-0085 o gain access bo partitionz on
bazic dizks.

Tao continue, click Mest.

< Back

Cancel |

Figure 2-40 [Create Partition Wizard] dialog box
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IV. Selecting the type of partition

In the [Select Partition Type] dialog box, select [Extended partition] to be the type of
the partition. Click <Next> to continue. See Figure 2-41.

Create Partition Wizard

Select Partition Type
'ou can specify what twpe of partition o create.

Select the type of partition you want tao create:

" Primary partition

€ Logical dive

Drescription

A extended partition iz a portion of a basic dizk that can contain logical drives.
Uze an extended partition if you want o have mare than four volumes an yaur
bagic disk.

< Back I Heut » I Cancel

Figure 2-41 [Select Partition Type] dialog box
V. Specifying the partition size

In the [Specify Partition Size] dialog box, retain the default value, that is, the
maximum disk space available. Click <Next> to continue. See Figure 2-42.
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Create Partition Wizard

Specify Partition Size
How big do pou want the partition to be?

Choosze a partition size that is smaller than the masimum disk space.

b axirnurn dizk space: 210011 MB

7MB

0 —

Minimum disk zpace:

Amount of disk space to uze:

< Back I Mewut » I

Cancel

Figure 2-42 [Specify Partition Size] dialog box

VI. Completing the partition creation

1)
in Figure 2-43.

Create Partition Wizard

Wizard

You have successfully completed the Create Partition
Wizard.

“'ou zpecified the following settings:

Completing the Create Partition

The [Completing the Create Partition Wizard] dialog box is displayed, as shown

X

Partition bepe: Estended Partition

Digks Selected:
Disk 1
Partition zize; 210011 MEB

To cloze this wizard, click Finish.

< Back I Finish I

Cahicel

Figure 2-43 [Completing the Create Partition Wizard] dialog box

2) Confirm the displayed information. Click <Finish>

to complete the partition

creation. The [Unallocated] area status of [Disk 1] changes into “Free Space”.
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VII. Creating a logical drive

Right-click in the [Free Space] area of [Disk 1]. Select [Create Logical Drive] from
the shortcut menu. The [Create Partition Wizard] is started. Click <Next> to continue.

See Figure 2-44.

O Computer Management 10l =l
|J&ction Eiew|J®-P|||§|JX |
Tree I Yolume | Layout | File System |
Q Camputer Management (Local) S Partitinn Wl
E-§, Svstem Tooks E)0z0415_31P7... Partition COFS
-{g] Event Viewer
[+ System Information
[+ Performance Logs and Alerts
ol Shared Folders
o B Device Manager
-7 Local Users and Groups
[—]@ Starage
4=5) Disk Management 4| | v
E Disk Defragmenter
=) Logical Drives E&Disk 0 =
@ Removable Storage Basic {C:)
- Services and Applications 33.89 GB 33,69 GB NTFS
Online Healthy (System)
ZDisk 1
Basic
205.08 GB 205,08 GB B ;
orline Free Space Create Logical Drive, ..

oternee

I
B Frimary Partition [l Extended Partition [T Free Space

Delete Partition...

Help

Figure 2-44 Creating logical drive

VIIl. Selecting the type of partition

In the [Select Partition Type] dialog box, [Logical drive] is automatically selected to
be the type of the partition. Click <Next> to continue. See Figure 2-45.
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Create Partition Wizard

Select Partition Type
Y'ou can specify what type of partition to create.

Select the type of partition wou want bo create;
€ Erimany partition
| Extended partition
& .

Dezcription

A logical drive is & volume you create within an extended partition oh a basic
disk.

< Back I Hewt » I Cancel

Figure 2-45 [Select Partition Type] dialog box

IX. Specifying the partition size

In the [Specify Partition Size] dialog box, enter “105001” in the [Amount of disk
space to use] box. Click <Next> to continue. See Figure 2-46.

Create Partition Wizard

Specify Partition Size
Hows big do you want the partition ta be?

Chooge a partition zize that iz emaller than the maximum digk space.

b amimumn digk space: 210003 MB

timimurn disk space: 7 B

Amount of dizk space to use; 1| I ﬁ ME

< Back I Hewt » I Cancel

Figure 2-46 [Specify Partition Size] dialog box
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X. Assigning a drive letter or path

In the [Assign Drive Letter or Path] dialog box, assign “D:” to the logical drive. Click
<Next> to continue. See Figure 2-47.

Create Partition Wizard

Asszign Drive Letter or Path
Y'ou can azsign a drive letter or drive path ta a partition,

(¥ hssign a diive letter: ID: j

" Mount this volume at an empty folder that supports diive paths:

I Browse...

{~ Do nat assign a diive letter or drive path

< Back I Heut » I Cancel

Figure 2-47 [Assign Drive Letter or Path] dialog box

Xl. Formatting the partition

In the [Format Partition] dialog box, select [Format this partition with the following
settings:] and [Perform a Quick Format]. Retain the default settings for the other
parameters. Click <Next> to continue. See Figure 2-48.
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Create Partition Wizard

Format Partition
'ou can customize the formatting of the partition,

Specify whether you want to farmat thiz partition.
Do not format this partition

&' Format this partition with the following settings:

— Farmatting
File system to use: INTFS ﬂ
Allocation unit zize: IDefauIt ﬂ
Yolume labet INBW Yolume
[ Enable file and folder compression

< Back I Heut » I Cancel

Figure 2-48 [Format Partition] dialog box

XIl. Completing the creation of the logical drive

In the [Completing the Create Partition Wizard] dialog box, confirm the preceding
settings and click <Finish> to complete the creation of the logical drive. See
Figure 2-49.

Create Partition Wizard x|

Completing the Create Partition
Wizard

You have successfully completed the Create Partition
Wizard.

“'ou zpecified the following settings:

Partition bepe: Logical Drve (.
Digks Selected:
Dizk. 1
Partition zize; 106001 MEB
Drrive letter or path: D:
File Spgterm: MTFS
Allocation Unit Size: Default ﬂ

Walime | ahel Mew Walime

To cloze thiz wizard, click Finish.

< Back I Firizh I Cancel

Figure 2-49 [Completing the Create Partition Wizard] dialog box

Drive D is automatically formatted. The creation of logical drive D is completed.
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XIll. Creating another logical drive

Refer to the preceding steps to create logical drive E.

2.3.7 Setting IP Address for iGWB Network Adapter

The network ports are initially set to dynamically obtain IP addresses. You can

assign an IP address for each network adapter according to the actual application.

Setting of IP address depends on the actual situations at the site and the software

installed. It is recommended to assign the following IP addresses for the network

adapters as shown in Table 2-3.

Table 2-3 Assignment of IP addresses

Network adapter
identifier

Connected device

IP address for
active iGWB

IP address for
standby iGWB

Virtual IP
address

Netcard0 to O#LAN
Switch

Connected to the
LAN Switch 0 for
communication with
the SoftX3000 on
the active plane.

130.1.2.1

130.1.2.2

172.20.200.1

Netcard1 to 1#LAN
Switch

Connected to the
LAN Switch 1 for
communication with
the SoftX3000 on
the standby plane.

130.1.3.1

130.1.3.2

172.30.200.1

Netcard2 to Office
LAN

Connected to the
bill console and
NMS, also
functioning as the
first heartbeat path
of the dual-system
iGWB.

130.1.1.1

130.1.1.2

129.9.1.1

Netcard3 to Billing
Center

Connected to the
billing center,
providing a billing
interface.

130.1.4.1

130.1.4.2

The recommendations are the default values in the igwb.ini file. The IP addresses of

the iGWB network adapters can also be differently planned with the following rules:

The dual-system iGWB communicates with outside through the virtual IP
address rather than the actual IP address of a network adapter.
The IP address of the network adapter to the billing center must be negotiated
with the billing center.

The IP addresses must be consistent with those set in the igwb.ini file.

2-45




User Manual
U-SYS iGateway Bill

Chapter 2 System Installation

I. Confirming Working Status of All Network Adapters

Normally, the system automatically configures the driver for all network adapters

after you install Windows 2003 Server successfully.

To verify the working status of the network adapters, proceed as follows.

1) At the Windows 2000 Server desktop, select [Start / Programs / Accessories /
Communications / Network and Dial-up Connections]. The [Network and
Dial-Up Connections] window appears, as shown in Figure 2-50.

4 Network and Dial-up Connections - 10| x|

J File Edit “iew Favarites Tools Advanced Help ﬁ

J d=Eack - = - | @Search L Folders @History ||E' 0E % w3 | -

J Address

Metwark and Dial-up Connections j (('-{”Go

Netw;:nrk and Dial-
up Connections

This folder contains network
connections For this corputer, and
a wizard ko help vou create a new
cannection,

To create a new connection, click
Make New Connection.

To open a connection, click its icon,
of a connection, right-click its icon
and then click. Properties,

To identify wour computer on the

network, click Metwark
Tdentifirakinn.

Fs

To access settings and components =

||

g’?l 1
= L 4 L4 L4

IMake Mew Local Area Local Area Local Area
Zonnection Conneckion  Conneckion 2 Conneckion 3
&,
Lk
Local Area

Connection 4

|5 objectis)

Figure 2-50 [Network and Dial-Up Connections] window

2) Check the network connections icons, as listed in Table 2-4

Table 2-4 Network connections icons

IF

THEN

=

The network connections icon is

(activated) or L ZE (inactivated)

=)
L 2 | The network adapter is installed and can be
used normally.

No corresponding icon is shown in the | The network adapter is not installed
[Network and Dial-up Connections] window | successfully. You need to reinstall the driver.
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Il. Checking and Reidentifying Network Adapters

The system also automatically searches for the network adapters and marks Local
Area Connection, Local Area Connection 1, Local Area Connection 2, and Local
Area Connection 3 orderly when installing the driver for (GWB network adapters.

The number sequence may be different from the actual physical numbering. Before
configuring the IP addresses of iGWB network adapters. You must confirm the
physical relationship between network adapters according to Figure 2-50, and
identify network adapters again. In this way, you can identify network adapters
correctly and prevent misoperations.

To achieve this purpose, proceed as follows:

Plug out all network cables connecting to iGWB network adapters. Then, the Local

=i
Area Connection icons for all network adapter change into (not activated).

Connect the corresponding network cable to the port of network adapter 3, and
ensure that the Core LAN Switch 0 connecting with network adapter 3 is started. In
this case, the “Local Area Connection” icon of one network adapter changes into

B,

L& (activated).

Right-click the activated icon, and select [Rename] from the shortcut menu to
rename the network adapter to “Net Adapter 3 to Core LAN Switch 0.

Identify the other three network adapters in the same way. It is recommended to
name network adapter 1, 2 and 3 to Core LAN Switch 1, Office LAN and Billing
System respectively.

lll. Setting IP Address of Network Adapter 0

To assign an IP address, for example, 130.1.2.1 to the Network Adapter 0 to Core
LAN Switch 0, proceed as follows.

At the Windows 2000 Server desktop, right-click the My Network Places icon. Select

[Properties].

1) In the displayed windows, right-click [Local Area Connection]. Select
[Properties].

2) Double-click [Internet Protocol (TCP/IP)]. Select [Use the following IP address].
Enter the following settings.

e |P address 130.1.2.1
e  Subnet mask 255.255.255.0
e  Default gateway (Entered as required)

3) Click <OK> to complete the setting.
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Repeat the preceding procedure to set the eight network adapters of the two

servers.

2.3.8 Setting Automatic Logon to Windows 2000 Server

It is strongly recommended to set the automatic logon to Windows 2000 Server for

security purposes. Proceed as follows:

1)

2)

3)

4)

Select [Start/Run]. In the displayed dialog box, enter “regedit” and press
<Enter>. The [Registry Editor] window is displayed.

Select [HKEY_LOCAL_MACHINE/SOFTWARE/Microsoft/Windows
NT/CurrentVersion/Winlogon] in the navigation tree. Select [Edit/New/String
Value] at the menu bar. Create a string of characters “AutoAdminLogon”.
Double-click the string. Assign “1” to it to enable the automatic logon.

Create a string of characters “DefaultUserName”. Double-click the string. Enter
the username for logon by default, for example, “Administrator”.

Create a string of characters “DefaultPassWord”. Double-click the string. Enter
the password for logon by default. If those values exist, double-click and edit
them.

A Caution:

If no password is set, the automatic logon will fail.

After the setting, close the registry.

Now, the installation of the operating system of the server is completed.

2.4 Installing Billing Interface

The iIGWB supports two types of online billing interfaces: FTP and FTAM. It is
unnecessary to install both of them at the same time. In fact, only one set of

interfaces is enough according to the design requirements.

Because the FTP server software is installed while Windows 2000 is installed, it is
only required to configure the FTP server in this section. If the FTAM interface is
used, the FTAM software must be installed and configured.

When the FTP interface is used, the iGWB serves as the FTP server, and the billing
center as the FTP client. When the FTAM interface is used, the iGWB serves as the
FTAM responder, and the billing center as the FTAM initiator.
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2.4.1 Installing FTAM Protocol

UTS-FTAM 7.3 developed by Vertel is adopted as the FTAM protocol in the iGWB. It
includes two sets of software: protocol stack software (UTS-NetLink 5.2) and
application layer software (UTS-FTAM 7.2).

I. Applying for license

UTS-NetLink 5.2 and UTS-FTAM 7.2 use separate installation CDs and independent
licenses. Each license is bound with the physical address (MAC address) of the
corresponding network adapter. It might take 24 hours to apply for the licenses;
therefore, application must be made in advance.

1) On each of the active and standby iGWB servers, run the command
C:\>ipconfig /all to obtain the MAC address of the network adapter from the
active/standby iGWB server to the billing center.

2) Send the MAC addresses (both of the servers must have their respective
license) to license@vertel.com. The licenses will be obtained in one day.

A Caution:

Do not send two or more MAC addresses of one server to the supplier, because it means two or more
licenses are bought for the same server.

3) Receive the license e-mail from Vertel. The following is a license sample of

Vertel:
SERVER snayl m 00065B24A878

VENDOR vertel I m
I NCREMENT UTSftam vertel I m 1.9999 30-jul -2002 4 F3A2A3EB13BA ck=129 \
SN=200003150434

I NCREMENT UTS-TCP vertell m5.9999 30-jul -2002 uncounted C51951682126 \
HOSTI D=00065B24A878 ck=129 SN=200003150434

I NCREMENT UTS- LAN vertel Il m5.9999 30-jul -2002 uncounted 807A7126DB50 \
HOSTI D=00065B24A878 ck=129 SN=200003150434

The first four lines are the contents of the UTS_FTAM license. The latter four lines
are the contents of the UTS_NetLink license. For the UTS_FTAM license, snaylm
should be replaced with the host name in actual installation. The usage of the
license file will be described in the subsequent installation steps in detail.
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Il. Installing UTS-NetLink 5.2

1) Insert the UTS-NetLink 5.2 CD into the CD-ROM drive. Double-click Setup.exe.
A setup message is displayed, as shown in Figure 2-51.

ey ]

UTS-Metlink Setup iz prepanng the [nstallShield[R]
whizard which will quide you through the rest of the
= setup process, Pleaze wait,

99 X

Figure 2-51 Setup message

2) After the InstallShield Wizard is prepared, the [Welcome] dialog box is
displayed. Click <Next>. The [Software License Agreement] dialog box is
displayed, as shown in Figure 2-52.

Software Licensze hAgreeme

Fleaze read the following License Agreement. Press the PAGE DOWH key to see
the rezst of the agreement.

(b} Bxpart - Inthe ewent that wou export or re-export the Software, you shall hawve full responsibility ;I
for obtaining all neceszary approvals, licenses, parmitz and the like which may be required by amy
regulatory or govemmental body. You agree to abide by the mles and requlations of the LS.
Department of Commerce, Office of Ecport Administration and the U5, Anti- Boycott provisions,

a=z well a= all applicable .5, federal, state and municipal statutes, rules and regulations and all

import and export regulations and of the Software’s destingtion country, when exporting or re-

exporting the Software, () Severability - If any provizion of this Agreement =hall be held to be

illegal or unenforceable for any reason, such provision shall, to the extent of such illegality or
unenforceability, be severed, but without affect to the remainder of such or any other provision
contained herein and zhall remain in full force and effect, and (d) Ertire Agreement - This

Pgreement constitutes the entire agreement between wou and Wertel conceming the subject hereof.
#ny terms and conditions appearing on wour purchase order or in any other writing received from

wou which are different from or in addition to the terms and conditions contained hersin are noll and
void and of no force or effect. This Agreement may only be modified by a8 wrting signed by
authorized representatives of both parties. -

Do vou accept all the terms of the preceding License Agreement’? [F pow chooze Mo, Setup
will close. Toinstall UTS-Metlink, pou must accept this agreement.

< Back Yes Ho |

Figure 2-52 [Software License Agreement] dialog box

3) Click <Yes> to accept the agreement. The [Choose Destination Location] dialog
box is displayed, as shown in Figure 2-53.
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Decztination La:

Setup will install ITS-HetLink in the following folder.
Toinztall to thiz folder, click Mext.

To ingtall to a different folder, click Browse and select another
folder.

Y'ou can chooze not to install UTS-MetLink, by clicking Cancel ta
exit Setup.

" D estination Folder

C:AProgram FilesWertel LITS-HetLink Browse... |

< Back Cancel

Figure 2-53 [Choose Destination Location] dialog box

4) Click <Browse> to select a destination folder. The default destination folder is
recommended. Click <Next>. The [Select Program Folder] dialog box is
displayed, as shown in Figure 2-54.

Select Program Folder x|

Setup will add program icons to the Program Folder listed belows.
'ou may type a new folder name, or zelect one from the exizting
Folders list. Click Mest to continue.

Program Folders:

LITS-MetLink]

E xizting Folders:

Billing Adminiztration Lnit -
CRCO 5 atewway Bill

Diirector

Director Augent

HuyperSnap-Di

Mortaon Antiirug Corporate E dition

ServeRAID Manager

Start

Startup &

< Back I Mext > I Cancel

b

Figure 2-54 [Select Program Folder] dialog box

5) Click <Next>. The [Start Coping Files] dialog box is displayed. Click <Next>.
The InstallShield Wizard starts copying files.
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6) After the files are copied, the [UTS-NetLink Configuration] dialog box is
displayed. Click <Next>. The [Configuration Applet] dialog box is displayed, as
shown in Figure 2-55.

¥Yertel UTS-NetLink 5.3.0.5 {(Jun 28 2002) - Configuration Applet ll
Froperties |
Select the zervices that should be enabled.
[~ wian License Mot Available
¥ TCP [RFC100E) Licenze Mat Available
IV L&N Licenze Mot Available
HostiD  |00D2B34BET13 =l
— D51 Tranzport
Masimum Transpart Connections I 64
WAk Address
Local DTE | Change Address |
Local NSAF |
—LaM Address
Change Address
Local H5AP I 47000100028 34BET1ND
Advanced Settings | Restore Defaults | Savefsnddpply |

0k I Cancel | Soply |

Figure 2-55 [UTS-NetLink Configuration] dialog box

7) Set the required parameters of the network adapter such as local NSAP. The
default settings are recommended.

8) (After the installation, you can select [Start/Setting/Control Panel] and
double-click Vertel UTS-NetLink in the control panel to open this configuration
dialog box to change or view the settings.) Click <OK>. The [Network
Configuration] dialog box is displayed. Click <Next>. The InstallShield Wizard
automatically configures the network components. After the configuration, the
[Setup Complete] dialog box is displayed, as shown in Figure 2-56.
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Before you can uze UTS-Metlink, you must restart pour
camputer.

& Nes | want to restart my compuber now

€ Mo, | will restart my computer later.

Setup hag finizhed instaling UTS-Metlink on pour computer.

< Back I Finigh I

Figure 2-56 [Setup Complete] dialog box

9) Select [No, I will restart my computer later]. Click <Finish>.

10) The UTS-NetLink license is copied to C:\Program Files\Vertel
UTS-NetLink\etc\license.dat. Save the file. Close the file. The installation of the
UTS-NetLink 5.2 is completed.

lil. Installing UTS-FTAM 7.2

1) Insert the UTS-FTAM 7.2 CD into the CD-ROM drive. Double-click Setup.exe. A
setup message is displayed, as shown in Figure 2-57.

In=tallShield Wizard

UTS_FTAM Setup iz preparing the InstallShield? \Wizard, which
will quide pou through the rest of the setup process. Please wait.

Figure 2-57 InstallShield Wizard message

2) After the InstallShield Wizard is prepared, the [InstallShield Wizard] dialog box
is displayed, and you are asked whether to install the UTS_FTAM 7.2. Click

<Next>. You are prompted to select a destination folder, as shown in
Figure 2-58.
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InztallShield Wizard
UTS_FTAM 7.2 Setup

Setup will inztall UTS_FTAM in the following folder.

Ta inztall ta thiz falder, click Mext. To install ba a ditferent folder, chick Browse and zelect
another folder.

CAUTS_FTaM Browse... |

ImstallEtield

" Destination Folder

< Back

Cancel |

Figure 2-58 Selecting destination folder

3) Retain the default destination folder. Click <Next>. You are prompted to select

the type of setup, as shown in Figure 2-59.

In=tallShield Wizard

UTS_FTAM 7.2 Setup

Click the tppe of Setup vou prefer, then click Mext,

Frogram will be installed with the mozst common options. R ecommended for
mast users.

" Compact  Program will be installed with minimum required options.

" Custom ‘You may chooze the options pou want to install. Recommended far advanced
LIZErS.

ImstallEtield

< Back | Heut » I Cancel

Figure 2-59 Selecting setup type

4) Select [Typical]. Click <Next>. You are prompted to select the installation folder,
as shown in Figure 2-60.
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UTS_FTAM 7.2 Setup

8

Setup will add program icong to the Program Folder listed below. v'ou may tope a new folder
name, or select one from the existing folders list. Click Mext to continue.

Program Falders:
LTS FTAk

Esizting Folders:

Billing Adriristration Linit =]
CRCO iG ateway Bil

Director

Director sugent

HuperSnap-Di

MHartan Ankiinug Corporate E dition

ServeRalD tanager

Start

Startup >

IrstalShield

¢ Back | Mest > I Cancel

Figure 2-60 Selecting installation folder

5) Click <Next>. The current setting status is displayed. Click <Next>. The
InstallShield Wizard automatically copies the files.

6) After the files are copied, the [install services] dialog box is displayed, as shown
in Figure 2-61.

install serwvices

Imord.exe :

IC:\UTS_FTAM\[IEHIm\Imgrd.EHe browse |
license file

IE:'\LITS_FTAM\fle:-:lm\liceme.dat browsee |
debug file

IE:'\LITS_FTAM\erHIm\Debug.Iog browse |

Figure 2-61 Selecting installation path

7) Retain the default settings. Click <OK>. The [InstallShield Wizard Complete]
dialog box is displayed, as shown in Figure 2-62.
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InstallShield Wizard

InstallShield Wizard Complete

The InstallShield YWizard has successfully inztalled
UTS_FTak. Before you can use the program, you must restart
your cornplter.

% es, | want to restart my computer now

€ Mo, | will restart my computer later,

Remove any disks from their drives, and then click Finish to
complete setup,

< Bacl | Finizh I [EafiEe]

Figure 2-62 [InstallShield Wizard Complete] dialog box

8) Select [No, I will restart my computer later]. Click <Finish>.

9) Create a license.dat under CA\UTS_FTAM\Flexim\. Copy the UTS_FTAM7.2
license to the license.dat. Save the file. Close the file.

10) Right-click the My Computer icon. Select [Properties] from the shortcut menu.
The [System Properties] dialog box is displayed. Click the [Advanced] tab. Click
<Environment Variables>. Check whether there is a variable
“‘LM_LICENSE_FILE” in the system variables. If there is not, create an
environment variable. Assign the installation paths to the UTS_NetLink and
UTS_FTAM licenses for the variable. If you retain the default installation paths
during the installation process, the value is “C:\Program Files\Vertel
UTS-NetLink\etc\license.dat; C:\UTS_FTAM\flexim\ license.dat”. (The paths are
separated by a semi-colon “;”.)

11) Restart the computer to complete the installation.

IV. Configuring FTAM parameters

The iGWB is the FTAM responder, and the configuration is not required. The FTAM
initiator (bill collector of the billing center), however, must be configured.

The local end should let the initiator know the NASP for configuration use.

2.4.2 Installing FTP Protocol

If the iIGWB is required to provide an FTP interface to the billing center, the FTP
server software must be installed and configured in the iGWB. Usually, the FTP
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server software is installed during the installation of the operating system. If the FTP
server software is not installed, install it as follows:

l. Installing FTP server

To install the FTP server, proceed as follows:

1) Insert the Windows 2000 Server CD.
2) Select [Start/Setting/Control Panel]. Double-click the Add and Remove
Programs icon, and install the Windows 2000 component.

Il. Setting FTP parameters

The FTP parameters to be set include the FTP user and the directory open to the
billing center. Proceed as follows:

1) Select [Start/Programs/Administrative Tools/Internet Service Manager]. See

Figure 2-63.
El";f Internet Information Services ;|g|5|
| acion wew || & 5 [ Bm| & RDE( R [E8]r = 0| |
Tree I Marme | Skatus |
% Internet Information Services ﬁdﬁ
B2 * bilzo @cnz

-4 Default FTP Site (Stopped) (@ cht
é Default Web Site (Stopped)
(-8 Adrministration YWeh Site (Ste
223 Default SMTP Yirtual Server

dl | ©
| |

Figure 2-63 Starting FTP configuration window

2) Right-click [Default FTP Site]. Select [Properties] from the shortcut menu. See
Figure 2-64.
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Default FTP Site Properties

FTP Site | Secuity Accountsl Messagesl Home Directoryl Directom Securityl

2|

r Identific.ation
Description: IDefauIt FTF Site
IP Address: [(4 Unassigned) |
TCP Patt: 2
r Connection
= Unlimited
& Limited To: I 100,000 comnections

Lonnection Timeaut: I 900 zeconds

—I¥ Enable Logging

Active log format:

ended Log File Format

Froperties. .. |
Current Sessions. .. |

Help |

o]

Cahcel | Apply |

Figure 2-64 [Default FTP Site Properties] dialog box

3) Click the [Security Accounts] tab. See Figure 2-65.

Default FTP Site Properties

FTF Site  Security Accounts | Messagesl Home Directoryl Directom Securityl

2=

— llow Anonymous Connections

Select the Windows [ ser Account to use for anenymous access bo this resource

Erowsze,.. |

(Uzemane: |IUSF|_BILL2D

Paseword: Ixxxxxxxxxx

™| Allow only anerymous connections

¥ | slloyw 15 o control|passward

—FTP Site Operators

Grant operator privileges to *indows User Accounts for this FTP gite only.

Operators: Adrministrators Add...

Eemoyve |

Ok I Cancel | Apply Help

Figure 2-65 [Security Accounts] tab

Do not select [Allow only anonymous connections]. Retain the settings of the other

parameters. Click the [Home Directory] tab.

4) At the [Home Directory] tab, click <Browse>.

Set the

local path to

"E:\backsave\second", that is, the directory for the iGWB to store the final bill
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files. Select the read and write attributes. Set the directory list style to “UNIX".
Click <OK> to complete the setting.

2.4.3 Setting User Authority

In view of security, the correct username and password must be entered when the
billing center attempts to fetch bills from the iGWB through FTP or FTAM. This
section presents how to set username, password, and access authority for the billing
center to get access to the iGWB.

1) Select [Start/Programs/Administrative Tools/Computer Management/Local
Users and Groups] to start the user management program. See Figure 2-66

E Computer Management = |EI|1|
J&ction Yiew |J¢'-D|||@ |
Tree I Mame | Full Name | Description
@ Computer Management. (Local) € administrator Built-in account far administeri
Elm Systern Tools gbi" hill
[]..@ Event Yiewer lgGuest Built-in account For guest acce
E]"'% System Infarmation QIUSR_BILLZD Inkernet Guest Account Built-in account For anonymou
[ Performance Lags and Alerts lQIW'AM_BILLZD Launch II5 Process Account  Built-in account For Internet Ir
(-G Shared Folders thersrvd trnerstyd Tivoli Unprivileged Operations
2 Device Manager QTsInternetUser TsInternetlser This user account is used by T
¥ Local Users and Groups G user Luser

EI@ Storage

----- (2 Disk Management

----- @ Disk Defragmenter
=) Logical Drives

E]--@ Removable Storage
[]--@ Services and Applications

Figure 2-66 Domain user management window
2) Select [Users]. Select [Action/New User] to create a username and password

for the billing center to log on to the iIGWB. A dialog box is displayed, as shown
in Figure 2-67.

2-59



User Manual
U-SYS iGateway Bill Chapter 2 System Installation

Newuser 2 x|

Uzer name: IBE

Full name: IEiIIing Certer
Description: I

Passwiord: I xxxxxxxx

Canfirmn password: I ””””””””

™| Wzer must change password at next logon
™ User cannot change passward

v Password never expires

™ &ccount is disabled

Create I Cloze

Figure 2-67 [New User] dialog box

3) Enter the username, password, and confirm password. Select [Password never
expires]. Do not select [User must change password at next logon] or [Account
is disabled]. Select [User cannot change password] as required. Click
<Create>.

4)  Quit the program.

2.5 Installing iGWB Server Software

2.5.1 Installing Server Software

Both the active and standby servers must be installed with the iGWB server
software by the following procedure:

l. Starting the server

Power on the server. After Windows 2000 Server is started, insert the iGWB
installation CD into the CD-ROM drive of the active server.
Il. Choosing the setup language

1) Double-click Setup.EXE. The [Choose Setup Language] dialog box is displayed.
The iGWB supports two languages: simplified Chinese and U.S. English. Select
[U.S. English]. See Figure 2-68.
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zl
Select the language for this installation from
e | the choices below.

U.S. English ~|

0K Cancel

Figure 2-68 [Choose Setup Language] dialog box

Click <OK> to continue.

2) The [Welcome] dialog box is displayed, as shown in Figure 2-69.

X

YWelcome to the iGateway Bill %200 Server Setup
program. T hiz program will install iG ateway Bill V200
- Server on pour computer.

It iz strangly recommended that yow exit all Windows programs
before running thiz Setup program.

Click Cancel to quit Setup and then close any programs youl
have running. Click Mest to continue with the Setup program.

WARMIMG: This program iz protected by copenght law and
international treaties.

Ilnauthorized reproduction or distibution of thiz program, or any
portion of it, may result in zevere civil and criminal penalties, and
will be prozecuted to the maximum extent poszsible under law.

M et = I Cancel

Figure 2-69 [Welcome] dialog box

Click <Next> to continue.

lll. Confirming the license agreement

The [Software License Agreement] dialog box is displayed, as shown in Figure 2-70.
Read the license agreement carefully.
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g Pleaze read the following Licenze Agreement. Press the PAGE DOWH key to zee
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the rest of the agreement.

j
License Agreement

karch, 2004

“v'our Wse of this software in installation, copy or ather way shall be deemed as vour
acceptance of the clauzes of this Licenze Agreement and vour consent to execute this
Lizenze Agreement with Huawei Techhologies Co., Ltd. [ hereinafter "Huawei" |

1. Software Product [hereinafter 'the Software' |

|

Do youw accept all the terms of the preceding Licenze Agreement? If you choose Ma, Setup
will cloze. Toingtall iGatewan Bill %200 Server, you must accept thiz agreement.

< Back Yes Mo |

Figure 2-70 [Software License Agreement] dialog box

Click <Yes> to accept the agreement.

IV. Entering user information

In the [User Information] dialog box, enter your name and company. See

Figure 2-71.
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User Information x|

Type your hame below. v'ou must alzo tppe the name of the
compary you wark for.

Mame: |2HﬂNI35HﬁN

Compary: IHuawei

< Back I M et = I Cancel

Figure 2-71 [User Information] dialog box

After the correct user information is entered, click <Next> to continue.
V. Selecting the program folder

In the [Select Program Folder] dialog box, enter a program folder. The default setting
is recommended. See Figure 2-72.
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Select Program Folder

x|

Setup will add program iconz ko the Program Folder listed below.
Y'ou may lpe a new folder name, or select one from the existing
Folders lizt. Click Mest to continue.

Proagram Falders:

iG ateway Bill Y200 Serve

E sisting Folders:

o

Adrminiztrative Toolz

Founder Wardlet Printer
Helpware

Microgoft SGL Server

Microzaft SEL Server - Switch
Marton Antirus Corporate E dition
Startup

Whdware ;I

¢ Back I Hewt > I Cancel |

Figure 2-72 [Select Program Folder] dialog box

Click <Next> to continue.

VI. Selecting the destination location

In the [Choose Destination Location] dialog box, you can click <Browse> to change

a destination folder. The default settings are recommended. See Figure 2-73.
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Choose Destination Location El

Setting procedure will ingtall iGateway Bill 200 Server to under
file folder:

Click the next one.install to thiz file folder:;

Click browwse ta select ather file folder pracedure will install ta the
other file folder:

|f wour zelect nat to install iG ateway Bill VY200 Server.click cancel
bo exit.

C:NiGWE Browse. . |
< Back I M et = I Cancel |

" Destination Folder

Figure 2-73 [Choose Destination Location] dialog box

Atfter the installation path is set, click <Next> to continue.
VII. Starting copying files

The current settings are displayed in the [Start Copying Files] dialog box. You are
prompted that file copying is to start. If the settings are not correct, click <Back> to
modify them. See Figure 2-74.
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Start Copying Files ﬂ

Setup haz enough information to start copying the program files.
[F wou want to review or change any settings, click Back. [F pou
are satizfied with the zettings. click Mext to begin copying files.

Current Settings:

=
company name: Huawe

uzer nameHAMGSHAN

program mensiGatesay Bill V200 Server

pragram inztall path: C: G B

i of

¢ Back I M et » I Cancel |

Figure 2-74 [Start Copying Files] dialog box

After the current settings are confirmed, click <Next> to start copying files.

VIIl. Completing the installation

After the files are copied, the [Setup Complete] dialog box is displayed, as shown in
Figure 2-75.
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Setup Complete

G ateway Bill Y200 Server inztall over.

Click Finizh to complete Setup.

< Back Firigh

Figure 2-75 [Setup Complete] dialog box

Click <Finish> to complete the installation of the iGWB software on the active server.

Switch the input and output to the standby iGWB server by using the integrated
converter. Insert the iGWB installation CD into the CD-ROM drive. Repeat the
preceding steps to install the software on the standby server.

2.5.2 Modifying Server Software Settings
After the software is installed on the active and standby iGWB servers, it is

necessary to set the parameters. The parameter configuration file of the server is

igwb.ini in, by default, C:\iGWB\config\ini. The file can be opened by text editor, for
example, Notepad.
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O Note:

o After editing the file, select [File/Save]. Do not select [Save as...] because it will change the
extension of the file into, for example, ".txt"” and cause the iGWB unbootable.

e When installing the second server, you can refer to the parameter configuration file for the first
server. The parameter values must be modified according to the fact, for example, ServerNo in the
common parameter, LocallP and PeerlP in the heartbeat link parameter, and OrginallP in the
shared resource parameter.

In the following description, the “non-mandatory” configuration items should use the
defaulting settings if it is not for a particular purpose, and the “mandatory”
configuration items can be modified according to the actual requirements.

l. Common parameters

The [Common] field defines the common parameters for the various processes at
the iGWB V200 server. Table 2-5 shows the parameter configuration.

Table 2-5 Configuration of common parameters

Configuration item Configuration description Recommended value

Non-mandatory, used to set the number of access
APCount points. If the iGWB server is installed in the | 1
SoftX3000, the value is 1.

Mandatory, used to set the active (0) or standby
(1) state for the iIGWB server. According to the
ServerNo installation requirement, the server installed in the | 0
lower position of the rack is the active one, while
the one in the upper position is the standby one.

Mandatory, used to set whether the current
system is a dual-system. The default value is 0, 0
indicating that the current system is a dual-system.
The value 1 indicates that it is a single system.

NoCluster

Il. Access point parameters

The [AccessPoint1] field defines the access point features. Table 2-6 shows the
parameter configuration.
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Table 2-6 Configuration of access point parameters

Configuration item Configuration description Recommended value

Mandatory, used to set the type of the access
point. The parameter value 0 indicates C&CO08
product, 1 indicates MSC product; 2 indicates
STP product; 3 indicates GPRS product; 4
indicates WCDMA product; 5 indicates SoftSwitch
product. For SoftX3000, it is 5.

APType

Mandatory, used to set the name of the access
APName point. For SoftX3000, it is “X3KM". This value | X3KF
must not be modified.

Mandatory, used to set the IP address of the
local active network port connected to the
SoftSwitch. Its value is the same as that of
VirtuallP of Resource2.

LocallpToEx 172.20.200.1

Mandatory, used to set the IP address of the
local standby network port connected to the
SoftSwitch. Its value is the same as that of
VirtuallP of Resource3.

LocallpToExBak 172.30.200.1

Mandatory, used to set the port number of the
LocalPortToEx local active network port connected to the | 9900
SoftSwitch.

Mandatory, used to set the port number of the
LocalPortToExBak | local standby network port connected to the | 9900
SoftSwitch.

Mandatory, used to set the size of an original bill

BillRecSize record. Use the default value.

156

Non-mandatory, used to set whether to send the
BinAlarmSend binary alarm. 0 indicates “not send”, and 1 means | 1
“send”. Use the default value.

Non-mandatory, used to set whether the back
disk file is saved in two copies. 0 indicates “not
saved’, and 1 means “saved”. Use the default
value.

SaveSecond

Ill. MML server parameters

The [MML] field defines the network parameters for the communication between
iGWB server and client. Table 2-7 shows the parameter configuration.
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Table 2-7 Configuration of MML parameters

Configuration item

Configuration description

Recommended value

LocallpToMMLClient

Mandatory, used to set the IP address of
iGWB server for connecting with iGWB client.
The IP address is also the virtual IP address of
the iGWB for connecting with the network
management system (the same as VirtuallP of
Resource1 to be mentioned below).

Be set according to the
actual situations.

IV. Dual-system parameters

The [Cluster] field defines the parameters for the running of the iGWB servers in

dual-system mode. Table 2-8 shows the parameter configuration.

Table 2-8 Configuration of dual-system parameters

Configuration item

Configuration description

Recommended value

InstallShareDiskArray

Mandatory, used to set whether the hard disk
array is shared between the dual systems. The
value 0 indicates the non-shared mode; the other
values mean the shared mode. Use the default
value.

HeartBeatBroken

Non-mandatory, used to set the heartbeat
timeout duration, in seconds, of the dual systems.
Use the default value.

300

HeartBeatCount

Non-mandatory, used to set the number of
heartbeat links. In normal cases, the iGWB has
two heartbeat links. One uses the network, and
the other uses serial port. Use the default value.

ResourceCount

Mandatory, used to set the number of resources
(virtual IP addresses) shared by the dual systems.
The iGWB requires a minimum of three virtual IP
addresses. One is used for connecting to OMC or
the bill console, another is for the active plane
network port of the SoftSwitch, and the other is for
the standby plane network port. In special cases,
the fourth virtual IP address might be required.

V. Heartbeat link parameters

The [Link1] and [Link2] fields define the features of the two heartbeat links between
the dual systems of the iGWB. [Link1] is used to set the parameters of the first
heartbeat link (private network). [Link2] is used to set the parameters of the second

heartbeat link (serial port). The parameters of the links are not exactly the same.
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Generally, the default values are used for the link parameters. Table 2-9 shows the
parameter configuration.

Table 2-9 Configuration of heartbeat link parameters

Configuration item

Configuration description

Recommended value

Type

Mandatory, used to set the type of the heartbeat
link. UDP indicates the adoption of UDP/IP
(private network). COM indicates the serial port.

Link1: UDP
Link2: COM

Name

Non-mandatory, used to set the name of the
heartbeat link. UDP_LINK is recommended for the
private network heartbeat link. COM_LINK is
recommended for the serial port heartbeat link.

Link1: UDP_LINK
Link2: COM_LINK

Port

Non-mandatory, used to set the serial port
number used when the heartbeat link adopts
serial port. The available values include 1 (COM1)
and 2 (COM2). Because the IBM343 server is
configured only with COM2, the value here must
be “2".

LocallP

Mandatory, used to set the local IP address for
communication use when the heartbeat link
adopts UDP.

Actual IP address of
network adapter 1

PeerlP

Mandatory, used to set the peer IP address for
communication use when the heartbeat link
adopts UDP.

Actual IP address of the
peer network adapter 1

VI. Shared resource parameters

The [Resource1], [Resource2], and [Resource3] fields define the shared resources

of the dual systems, usually the virtual IP addresses shared by the dual systems.

Supposing the ResourceCount in [Cluster] is set to N, the [Resource1], [Resource?2]

to [ResourceN] come into being.

The iGWB requires three virtual IP addresses, which has parameters with the same
meanings. Table 2-10 shows the parameter configuration.

Table 2-10 Configuration of shared resource parameters

Configuration item

Configuration description

Recommended value

Mandatory, used to set the resource

resource name.

ResType type. The resources are all assigned | IP
with IP.
Resource1: OMC_IP
ResName Non-mandatory, used to set the Resource2: IP_PLANE1

Resource3: IP_PLANE?2
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Configuration item Configuration description Recommended value
Resource1: Be set according to
the actual situations.

. Mandatory, used to set the local | Resource2: Be set according to

OrginallP o N

original IP address. the actual situations.
Resource3: Be set according to
the actual situations.
Resource1: Be set according to
) the actual situations.
VirtuallP Mandatory, used to set the virtual IP
address. Resource2: 172.20.200.1
Resource3: 172.30.200.1
VirtualMask Mandatory, used to set the mask of 255 955.0.0
VirtuallP.
Resource1 is independent and set
to “0%, that is, the setting is not
SwitchGroup No.n-mandatory, used fo set. the changed. Resource2 and
switching group. The default value is 0.
Resource3 are grouped together
and set to “1”.

VII. Network backup parameters

The [NetBackup], [BackupTask1], and [BackupTask?2] fields define the parameters
related to network backup. These fields are optional and configured only in the case
of network backup. Table 2-11 shows the parameter configuration.

Table 2-11 Configuration of network backup parameters

Configuration item

Configuration description

Recommended value

UserName

Conditionally mandatory, used to specify the
logon username when network backup is
adopted.

DestHostIP

Mandatory, used to specify the IP address of
the remote host when network backup is
adopted. If it is set to “local”, it indicates local
backup.

LocallP

Mandatory, used to set the IP address (virtual
IP address) of the local network adapter
connected to the OMC.

Be set according to the
actual situations.

Password

Conditionally mandatory, used to define the
password for logging on to the network backup
server. It is used together with UserName.
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Configuration item Configuration description Recommended value

Mandatory, used to set the number of backup
tasks. An access point can have several
BackupTaskCount | backup tasks to back up the original bills and
the final bills by channel. Each channel requires
independent backup tasks.

Be set according to the
actual backup situations.

Mandatory, used to specify the path to the
source file to be backed up. An access point
can have several backup tasks to back up the
SourceDir original bills and the final bills by channel. Each
channel requires independent backup tasks.
The SourceDir values vary with different
backup tasks.

Be set according to the
actual backup situations.

Conditionally mandatory, used to specify the
destination backup path. It can be an FTP
virtual directory when network backup mode is
adopted. An access point can have several | Be set according to the

DestDir backup tasks to back up the original bills and | actual backup situations.
the final bills by channel. Each channel requires
independent backup tasks. The DestDir values
vary with different backup tasks.
Note:

e A parameter configuration is subject to [BackupTaskN] (N represents the backup task number) if it
has been configured in [BackupTaskN]. Otherwise, its configuration is subject to [NetBackup].

o When network backup mode is adopted, password is presented in plain text when configured for
the first time. After the program runs, it will be set to be ciphered text automatically.

o For the parameters not listed here, use the default values.

e In the case of network backup, SourceDir must be a directory with a date folder or a directory
directly with bill files. Backup cannot be implemented if it is set to other directories.

After the active and standby servers are configured with the preceding parameters,
save the files and close them.

2.5.3 Modifying Software Watchdog Settings

After the iIGWB server software is configured, you need to modify the software
watchdog settings and start the related service.

1)  Switch the input and output to the active server. Select
[Start/Programs/Administrative Tools/Services]. The [Services] window is
displayed, as shown in Figure 2-76.

2-73



User Manual

U-SYS iGateway Bill Chapter 2 System Installation
=101
| adon vew ||« = |[B@E(EFEPB(2] > = 1 = |
Tree I Mame  / | Descripkion | Status | Startup Type | I;I
W & Network DDE DSDM Manages s... Manual |
%NMS Service Starked Automatic |
%Norton Antivirus Client Started Automatic |
MT LM Securiky Support Provider Provides s... Manual |
Performance Logs and Alerts Configures. .. Manual |
%Plug and Play Manages d...  Starked Automatic |
%Print Spaoler Loads Files ... Starked Aukomatic |
c e Aukomatic
%Protected Storage Provides pr... Started Automatic |
%QDS RSVP Provides n... Marnual |
%Remote Access Auto Connection Manager Creates a ... Manual |
Remote Access Connection Manager Creates a ... Manual |
%Remota Procedure Call (RPC) Provides th... Started Autarnatic |
%Remote Procedure Call (RPC) Locator Manages k... Manual
%Remote Registry Service Allowes rem...  Started Automatic |
%Removable Storage Manages r...  Starked Automatic |
%Routing and Remaote Access Offers rout... Disabled I
%Runns Service Enables st...  Starked Aukomatic |
%Security Accounts Manager Stores sec,,,  Started Aukomatic |
Server Provides R...  Starked Autlomatic 1
4 »

Figure 2-76 [Services] window

2) Right-click the Process Watch Dog Service icon. From the shortcut menu,
select [Properties]. The [Process Watch Dog Service Properties] dialog box is
displayed.

3) Confirm that “Automatic” is set in the [Startup type] box. Click [Start] to start the
service. Figure 2-77 shows the properties after the modification. Click <OK> to
complete the setting.
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Process Watch Dog Service Properties (Loca ed |

General I Log Dnl Fiec:over_l,ll Dependenciesl

Service name: FDService
Display nanme: IF'rcu:em Watch Dog Service
Dezcription: I

Path to executable:

CAGWESPWD exe

Startup twpe: Avtormatic j

Service status: Stopped

| Pause Besume

You can specify the start parameters that apply when vou start the service
fram here.

Start parameters: I

0K | Cancel | Apply

Figure 2-77 [Process Watch Dog Service Properties] dialog box after modification

4) Switch the input and output to the standby server. Perform the same setting

operations.

Now, the installation and configuration of the iGWB server software are completed.

Restart the server.

2.6 Installing iGWB Client Software

The iGWB client can run on multiple operating systems, such as Windows 98 and
Windows 2000. A computer is employed as the hardware. The software package to
be installed on the iGWB client includes the operating system and the iGWB client
software. In addition, it is necessary to set the client software.

2.6.1 Installing Operating System

Refer to the related installation guide of the used operating system.

2.6.2 Installing Client Software

I. Choosing the setup language

1) Copy the contents of the client software installation CD (Client directory) to any
directory of the client. Double-click \Clien\SETUP.EXE under this directory (or
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directly run it in the installation CD). The [Choose Setup Language] dialog box
is displayed. The iGWB supports two languages: simplified Chinese and U.S.
English. Select [U.S. English]. See Figure 2-78.

Choose Setup Language ﬂ

Select the language for this installation from
e | the choices below.

U.S. English M

0K Cancel

Figure 2-78 [Choose Setup Language] dialog box

Click <OK> to continue.

2) The [Welcome] dialog box is displayed, as shown in Figure 2-79.

x|

YWelcome to the iGateway Bill %200 Client Setup
program. T hiz program will install iG ateway Bill V200
- Clignt an your computer,

It iz strangly recommended that yow exit all ‘Windows programs
before running this Setup program.

Click Cancel to quit Setup and then close any programs you
have running. Click Mest to continue with the Setup program.

WARMIMG: Thiz program iz pratected by copyright law and
international treaties.

|Inautharized repraduction or diztribution of this pragram, or any
portion of it, may result in zevere civil and criminal penalties, and
will be prozecuted to the maximum extent pozsible under law.

M et = I Cancel

Figure 2-79 [Welcome] dialog box

Click <Next> to continue.
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Il. Confirming the license agreement

The [Software License Agreement] dialog box is displayed, as shown in Figure 2-80.
Read the license agreement carefully.

Software License Agreement El

Pleaze read the following Licenze Agreement. Press the PAGE DOWH key to zee
the rest of the agreement.

| j
Lizenze Agreement

Februany, 2004

Y'our uze af this zafbware in installation, copy or ather wap shall be deemed as vaur
acceptance of the clauzes of thiz Licenze Agreement and pour conzent to execute this
Licenze Agreement with Huawei Technologies Co., Ltd. [ hereinafter "Huawei'" |

1. Software Product [hereinafter "the Software'" |

=

Do you accept all the terms of the preceding Licenze Agreement? If you choose Mo, Setup
will cloze. To inztall iGateway Bill %200 Client, you must accept thiz agreement.

¢ Back Yes MHao |

Figure 2-80 [Software License Agreement] dialog box

Click <Yes> to accept the agreement.

lll. Entering user information

In the [User Information] dialog box, enter your name and company. See
Figure 2-81.
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User Information x|

Type your hame below. v'ou must alzo tppe the name of the
compary you wark for.

Mame: |2HﬂNI35HﬁN

Compary: IHuawei

< Back I M et = I Cancel

Figure 2-81 [User Information] dialog box

After the correct user information is entered, click <Next> to continue.
IV. Selecting the program folder

In the [Select Program Folder] dialog box, enter a program folder. The default setting
is recommended. See Figure 2-82.
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Select Program Folder

x|

Setup will add program iconz ko the Program Folder listed below.
Y'ou may lpe a new folder name, or select one from the existing
Folders lizt. Click Mest to continue.

Pragram Faolders:

i ateway Bill %200 Clien

Esisting Folders:

=53

Adrminiztrative Toolz

Founder Wardlet Printer

iGateway Bill V200 Server

Helpware

Microzaft SEL Server

Microgoft SEAL Server - Switch

Marton Antiirus Carporate Edibion

Startup ;I

¢ Back I M et » I Cancel |

Figure 2-82 [Select Program Folder] dialog box

Click <Next> to continue.

V. Selecting the destination location

In the [Choose Destination Location] dialog box, you can click <Browse> to change

a destination folder. The default settings are recommended. See Figure 2-83.
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Choose Destination Location El

Setting procedure will ingtall iGateway Bill 4200 Client to under file
folder:

Click the next one.install to thiz file folder:;

Click browwse ta select ather file folder pracedure will install ta the
other file folder:

|f wour gelect nat to install iG ateway Bill Y200 Client click cancel to
exit,

C:4iGWE_Client Browse... |
< Back I M et = I Cancel |

" Destination Folder

Figure 2-83 [Choose Destination Location] dialog box

Atfter the installation path is set, click <Next> to continue.
VI. Starting copying files

The current settings are displayed in the [Start Copying Files] dialog box. You are
prompted that file copying is to start. If the settings are not correct, click <Back> to
modify them. See Figure 2-84.
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Start Copying Files x|

Setup has enough information ko start copying the program files.
If you want ko review or change any zettings. clhick Back. If you
are zatisfied with the settingz, click Mext to begin copying files.

Current Settings:

=l

company name:Huawe
uzer name:ZHANGSHAM
pragram men;iGateway Bill %200 Client

program install path: C:hiEWE_Client

i Ny

< Back I M et = I Cancel |

Figure 2-84 [Start Copying Files] dialog box

After the current settings are confirmed, click <Next> to start copying files.
VII. Completing the installation

After the files are copied, the [Setup Complete] dialog box is displayed, as shown in
Figure 2-85.
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Setup Complete

iz ateway Bill V200 Client install over.

Click Finish to complete S etup.

¢ Back I Finizh I

Figure 2-85 [Setup Complete] dialog box

Click <Finish> to complete the installation of the iGWB client software.

2.6.3 Modifying Client Settings

l. Configuring the ports

The client uses two ports: a maintenance port and a debugging port. By default, the
maintenance port number is 6000, and the debugging port number is 6007. Use the
default values.

The client software supports the port configurations. You can open the configuration
file uiconfig.ini on the system directory (C:\Winnt\uiconfig.ini) to modify the
configuration items under [PORT] as follows:

[PORT]
MAINTAINPORT=6000

DEBUGPORT=6007
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d Note:

The setting of MAINTAINPORT should be consistent with that of the corresponding port of the server.

Il. Configuring the network adapter

Set the IP address of the network adapter of the client according to the related IP

address plan.

Now, the installation of the iGWB client software is completed. You can start the
client to connect to the server.

2.7 Modifying iGWB Factory Settings

2.7.1 Checklist of iGWB Factory Settings

Before the delivery, all other software except the iGWB server software has been

installed, and some key parameters required during the installation have been

preset. The preset information constitutes the factory settings of the iGWB, as
shown in Table 2-12.

Table 2-12 iGWB factory settings

Preset item

Preset value

Modified or not

Computer name

iGWBO for the active server

iGWBH1 for the standby server

Whether to be modified depends on
the actual situations.

Workgroup name

WORKGROUP

Whether to be modified depends on
the actual situations.

[P address of
network adapter 0

130.1.2.1 for the active server
130.1.2.2 for the standby server
172.20.200.1 as the virtual IP address

Whether to be modified depends on
the actual situations.

[P address of
network adapter 1

130.1.3.1 for the active server
130.1.3.2 for the standby server
172.30.200.1 as the virtual IP address

Whether to be modified depends on
the actual situations.

[P address of
network adapter 2

130.1.1.1 for the active server
130.1.1.2 for the standby server
129.9.1.1 as the virtual IP address

Whether to be modified depends on
the actual situations.
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Preset item

Preset value

Modified or not

network adapter 3

[P address of

130.1.4.1 for the active server

130.1.4.2 for the standby server

Whether to be modified depends on
the actual situations.

Windows 2000
Server
administrator

Password of

igwb

It must be modified.

If you select the on-site installation process of the iGWB server software (as shown
in Figure 2-2), the factory settings of the iGWB should be modified before the

installation.

I. Opening the [System Properties] dialog box

2.7.2 Modifying Computer Name and Workgroup

At the Windows 2000 Server desktop, right-click the My Computer icon. Select
[Properties] from the shortcut menu. The [System Properties] dialog box is displayed.
Click the [Network Identification] tab. See Figure 2-86.
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System Properties

General | Metwark Identification | Hardwarel Uzer

ah the netwark.

SOFT:3000-BAM.
WORKGROUP

Full cormputer name:

Workgraup:

T o rename thiz computer ar join a domain, click
Froperties.

| Q Wwindows uzes the following information ko identify pour computer

2| x|
Profilez I Advanced I

Fropertiez |

o ]

Cancel Apply

Figure 2-86 [Network Identification] dialog box

Il. Modifying the computer name and workgroup name of the iGWB

Click <Properties> in Figure 2-86. The [l

dentification Changes] dialog box is

displayed. Enter the computer name of the iGWB, for example, SHENZHEN, in the
[Computer Name] box. Enter the workgroup name, for example, SWITCH, in the
[Workgroup] box. Click <OK>. See Figure 2-87.
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Identification Changes e S

“f'ou can change the name and the memberzhip of thiz
computer. Changes may affect accesz to network, resources.

LComputer name:
SHEMZHEM

Full computer name:
SHEMZHEM.

More... |

— Member of
" Domair:;

|
" Workgroup:
ISWITEHI

QE. I Cancel

Figure 2-87 [Identification Changes] dialog box

lll. Confirming the changes and restarting the iGWB

1) The [Network Identification] dialog box is displayed, as shown in Figure 2-88.
Click <OK>.

Network Identification x|

@ Welcome ko the SWITCH warkgroup,

Figure 2-88 [Network Identification] dialog box (1)

2) Another [Network Identification] dialog box is displayed to prompt you to restart
the computer for the changes to take effect. Click <OK>. See Figure 2-89.
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Network Identification x|

@ ou must rebook this computer For the changes to take effect,

Figure 2-89 [Network Identification] dialog box (2)

2.7.3 Modifying IP Address of Network Adapter

The IP address of network adapter can be modified according to the actual

situations. For the operations, refer to section 2.3.7 Setting IP Address for iGWB
Network Adapter.

2.7.4 Modifying Administrator Password

l. Opening the [Computer Management] window

At the Windows 2000 Server desktop, right-click the My Computer icon. Select

[Manage] from the shortcut menu. The [Computer Management] window is
displayed, as shown in Figure 2-90.

E Computer Managemenkt

=10l x]
“ Ackion  Wiew |J1- -b| ||@ |
Marme
ﬁSvstem Tools
Starage
@ Event Yiewer &Services and Applications
- System Information
ﬁ Petformance Logs and Alerts
7]-42 Shared Falders
Device Manager
1 Local Users and Groups
EI--& Starage
i(_7]) Disk Management
m Disk Defragmenter
=) Logical Drives
@ Removable Storage
E]--& Services and Applications
< | i
| |

Figure 2-90 [Computer Management] window (1)
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Il. Displaying local users and groups

In the [Computer Management] window, select [System Tools/Local Users and
Groups] at the navigation tree. All defined users are listed in the right pane, as

shown in Figure 2-91.

E Computer Management

“ Action  View |J a o= | | | @

=101 %]

Tree I

Q Computer Management (Local)
Elﬁ System Tools

-5 Event Viewsr

- System Information

ﬁ Performance Logs and alerts
g Shared Folders

@ Device Manager

I:—]@ Storage

~[_7 Disk Management
E Disk Defragmenter
i-{=) Logical Drives
@ Removable Storage
I:I--@ Services and Applications

MNarne | Full Marme | Description

lg.ﬂ.dministnﬁtnr Built-in account For adrinisterir
mGuest Built-in account For quest acce:
#2750 L7500 Liweiping

lgNetShw\lServ... Wwindows Media services r..

stInternetUser TsInternetUser

Windows Media services run ur
This user account is used by Te

Figure 2-91 [Computer Management] window (2)

lll. Modifying the password of Windows 2000 Server administrator

1) Right-click Administrator in the right pane of the [Computer Management]

window. Select [Set Password] from the shortcut menu. See Figure 2-92.
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_ioix
|J Action  Wiew |J¢'-P||X||§ ‘
Tree I Mame | Full Mame | Description
Q Computer Managsment (Lacal) Adminiskrator Built-in account For administeri
Elﬁﬁ System Toals Iglﬁuest Built-in account For guest acce:
- (5] Event Viewer 127500 T R Liweiping
g System Information QNEtShDWSErV. Wl |=r... ‘Windows Media services run ur
; ﬁ Performance Logs and Alerts stInternetUser © Delete This user account is used by Te
bl Shared Falders Rename
2 Device Manager -
—-#7 Local Users and Groups (AT PEIEE
2] Users Help
e [:l Groups
[—]& Starage
Disk, Managemenk
Disk Defragmenter
-= Logical Drives
@ Remowable Storage
[]—-& Services and Applications
1] | |
|Set the user's password, |

Figure 2-92 [Computer Management] window (3)

2) In the [Set Password] dialog box, enter the new password and confirm the
password. Click <OK>. See Figure 2-93.

Ixxxmmxx

MNew paszwaord:

Confirm pazsword:

Ixxxxxxxx

] I Cancel

Figure 2-93 [Set Password] dialog box

3) The [Local Users and Groups] dialog box is displayed. You are prompted that
the password has been changed. Click <OK>. See Figure 2-94.

Local Users and Groups x|

@ The password has been changed.

Figure 2-94 [Local Users and Groups] dialog box
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2.7.5 Installing iGWB Server Software

Refer to section 2.5.1 Installing Server Software for the installation of the iGWB
server software.
Refer to section 2.5.2 Modifying Server Software Settings for the configuration of

the iGWB server software.

2.7.6 Modifying Software Watchdog Settings

Refer to section 2.5.3 Modifying Software Watchdog Settings for the modification
of the software watchdog settings.

2.7.7 Setting Automatic Logon to Windows 2000 Server

Refer to section 2.3.8 Setting Automatic Logon to Windows 2000 Server for the
setting of the automatic logon to Windows 2000 Server.

2.8 Checking Installed Hardware and Software

The software and hardware must be checked after they are installed. For the iGWB,
hardware installation checks should be performed on the cables, and software
installation checks should be on the operating system, the server software, and the
client software.

2.8.1 Checking Installed Hardware

Because the iGWB server is installed with the BAM server of the SoftX3000, the
iGWB server and the BAM server are checked together. For details, refer to U-SYS
SoftX3000 SoftSwitch System Hardware Installation Manual.

2.8.2 Checking Windows 2000 Server

I. Patch version

It is required to patch Windows 2000 Server so that the operating system can run
normally.
After Windows 2000 Server is installed, check the patch version as follows:

1) At the Windows 2000 Server desktop, right-click the My Computer icon. Select
[Properties] from the shortcut menu. The [System Properties] dialog box is
displayed, as shown in Figure 2-95.
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System Properties 2 x|

General |Nelwork Idenlificationl Hardwarel U zer F'rnfilesl .&dvancedl

Syztem:

ticrozoft Windows 2000
5.00.2195
Service Pack 4
Regiztered to:
= hawei
hawei

51876-0EM-0011023-12513

Caormputer:

Intel[R] *ea
n(Th) CPU 2 80GHz
AT/MAT COMPATIBLE
523,796 KB RaM

0Ok I Caticel Aomly

Figure 2-95 [System Properties] dialog box

2) The system information is displayed at the [General] tab. The correct version is
Service Pack 4.

3) If the patch version is not correct, for example, earlier than Service Pack 3,
check whether the installation process is carried out correctly. For example,
check whether the used installation CD is correct.

Il. Internet Explorer version

It is required to use Internet Explorer 5.5 or later versions so that the terminal OAM
software can run normally. If the Internet Explorer version is not correct, some
system functions will be influenced, such as online help functions.

A Caution:

IE uses the default version during the installation of the Windows 2000 server.

After Windows 2000 Server is installed, check the Internet Explorer version as
follows:

1) Start Internet Explorer.
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2) On the menu bar of Internet Explorer, select [Help/About Internet Explorer]. The
[About Internet Explorer] dialog box is displayed, as shown in Figure 2-96.

/3 About Internet Explorer x|

Mini'ﬂsiﬁ“ I E I

Version: 5.50,4507, 2300

Cipher Strength: S6-bit {Update Information
Product I0n52974-439-7619741-04560
IJpdate Yersions:; SPZ;

Based on MCSA Mosaic, NCSA Mosaic{TH); was il
developed ak the Mational Center For Supercomputing
Applications at the University of Ilinois at Urbana-

Charmpaign. ;I
Copwright ©£1995-2001 Microsoft Corp,

Acknowledgements

Figure 2-96 [About Internet Explorer] dialog box

3) The first line of words is the version of Internet Explorer, for example, Version:
5.50 4807.2300 (in Figure 2-96) in which “Version: 5.50” means that the version
of Internet Explorer is 5.5.

4) If the Internet Explorer version is not correct, for example, earlier than 5.5,
check whether the installation process is carried out correctly. For example,
check whether the used installation CD is correct.

lll. Automatic logon function

It is strongly recommended to set Windows 2000 Server to be in the automatic
logon mode when Windows 2000 Server is installed. The purpose is to ensure the
secure running of the system. In other words, the iGWB can automatically log on to
Windows 2000 Server after being reset as a result of instantaneous power outage,
operation mistake, or CPU overload.

After the automatic logon function of Windows 2000 Server is set, check the function
as follows:

1) At the Windows 2000 Server desktop, select [Start/Shut Down...]. The [Shut
Down Windows] dialog box is displayed. Select [Restart] from the drop-down
list. Click <OK>. See Figure 2-97.
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Shut Windows

@ what do wou wank the computer ko do?

Restark

Ends wour session, shuks down Windows, and starts
Windows again.

K I Zancel Help

Figure 2-97 [Shut Down Windows] dialog box

2)

3)

The iGWB is restarted. After the restart, the system automatically logs on to
Windows 2000 Server in the capacity of administrator, where you can perform
operations at the Windows desktop without entering the logon password.

If you are prompted to press <Ctrl+Alt+Del> after the iGWB restarts, the
automatic logon function of Windows 2000 Server is set unsuccessfully.
Re-setting is needed.

2.8.3 Checking Server Software

|. Working state

1)

2)

3)

Switch the input and output to the active server. Check the bulb in the status
area. If the bulb is lit, it indicates that the active server is configured correctly
and operating well.

Manually switch over the iGWB servers. Switch the input and output to the
standby server. Check the bulb in the status area. If the bulb is lit in five
minutes, it indicates that the standby server is configured correctly. Switch the
input and output to the active server. Check the bulb of the active server. If the
bulb is not lit, it indicates that the parameters of the active and standby servers
are all set correctly and both servers are operating well.

If a running status exception happens during the start process, check the trace
files in C:A\iGWB\trace, and correct the configuration file accordingly. If the
system is still abnormal after configuration correction, it is recommenced to
re-install the iGWB server software. For the analysis and modification of the
trace files, refer to Chapter 4 “System Maintenance”.
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Il. Program components

After installing the iGWB server software, check whether all program components
are installed as follows:

1) At the Windows 2000 Server desktop, select [Start/Programs/iGateway Bill
V200 Server]. The program components of the iGWB server software are
displayed in a menu.

2) A complete set of iGWB server software includes the following program
components:

e  Start iGateway Bill

e  Stop iGateway Bill

e Uninstall System

IIl. Software version

1) Log on to the bill console from the client.
2) Select [Help/About iGWB]. The [About iGWB Client] dialog box is displayed, as
shown in Figure 2-98. “V200R002” is the version of the iGWB software.

About iIGWE Client

L/ ———

(C) 2001-2004 Huawei Technologies Co.Ltd
411 rights reserved

Warning: iGWE Client is protected by cepyright law and
internaticnal treaties. Unauthorized reproduction or
distributicn of this proegram, ¢r any perticn of it, may
result in severe civil and criminal penalties, and will
be presecuted to the maximum extent pessible under the
Law.

Figure 2-98 [About iGWB Client] dialog box

d Note:

The version of the iGWB software can be queried only when the client successfully logs on.

2.8.4 Checking Client Software

After the iGWB client software is installed, check the program components as
follows:
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At the Windows 2000 Server desktop, select [Start/Programs/iGateway Bill V200
Client]. The program components of the iGWB client software are displayed in a
menu.

A complete set of iGWB client software includes the following program components:

° Help
e iGWB Client
e Uninstall System
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Chapter 3 Basic Operations

3.1 Introduction to CDR Console

CDR console, the client system of the iGWB, adopts graphical user interfaces (GUI). In
terms of functional structure, the CDR console is composed of a system management
part, a service function part, and a debugging function part. The major functions of each
part are as follows:

e The system management part provides login, logout, office management, and
system customization functions.

e The service function part provides CDR browse, CDR query, log browse, state
query, and user management functions.

e The debugging function part provides functions to graphically display debugging
information, protocol trace information, and service workflow information as well
as saving the information, which facilitates debugging and troubleshooting tasks.

3.1.1 Graphical User Interfaces

The iGWB client is designed in the GUI manner and composed of a navigation tree, an
operation window, a menu bar, and a toolbar, as shown in Figure 3-1.

E iG ient [#1]1 admin - [B bil [Current Page: 1 Current P 1
(1)—E—§Vstem View Eill Info Operation Security Window Help _IEILI
@—B&es 207 |

—————: (o @aa |

)
(3) E‘E'X,Sléil inal Bill net_type |b'111 iype |par‘t'1a1 record_indica &
= ‘ . fixed netwerk bill PSTN/ISDN/CTE ¢all r.. single recerd —] (4)
‘ " fized netwerk bill PSTN/ISDN/CTY call r... single recerd
fixed network bill PSTN/ISDN/CTY call r.. single record
fixed network bill PSTN/ISDN/CTY call r... single record
fized netwerk bill PSTN/ISDN/CTY call r... single recerd
e 20040314 fixed network bill PSTN/ISDN/CTY call r.. single record
o 20040315 fixed netwerk bill PSTH/ISDN/CTY <all r.. single recerd
2 20040316 fixed network bill PSTN/ISDN/CTX call r... single recerd
o 20040317 fixed network bill PSTN/ISDN/CTY call r.. single record T
) Final Bill fixed netwerk bill PSTH/ISDN/CTY ¢all r.. single recerd
= fixed network bill PSTN/ISDN/CTX call r... single recerd
'=f n . fixed network bill PSTN/ISDN/CTY call r.. single record
e dEtall fixed network bill PSTH/ISDN/CTE call r... single recerd
e METET fized netwerk bill PSTN/ISDN/CTY <all r... single record
wx meter_stat fixed network bill PSTN/ISDN/CTY call r.. single record
e trunk_stat fized network bill PSTN/ISDN/CTY call r.. single recerd
) free fixed network bill PSTN/ISDN/CTX call r... single record
- alarn fixed network bill PSTN/ISDN/CTX call r.. single recerd
fized network bill PSTN/ISDN/CTY call r.. single recerd
fixed network bill PSTN/ISDN/CTY call r... single record
fixed network bill PSTN/ISDN/CTY call r... single record -
B8 Y3KF 4 | | »
o T |Cormeeted TP:10.70. 33. 82 4
(1) Menu bar (2) Toolbar

(3) Navigation tree  (4) Operation window

Figure 3-1 Main interface of CDR console
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3.1.2 Menu Bar

On the CDR console, the menus dynamically vary with the current state. As shown in
Figure 3-1, the [Bill Info] menu is available when you are browsing CDRs. Table 3-1 lists

the menus on the main interface.

Table 3-1 Menus on the main interface of CDR console

Menu Sub-menu Function
Relogin To log out and log in as another user.
L To log out from the current user account and end the current
ogout .
operation.
Lock Svstem To lock the CDR console when it is not used. The
System y corresponding shortcut key is F12.
Office Management To set the offices managed by the CDR console.
. To set the automatic locking period and the response timeout
System Customize
of the system.
Exit To quit the CDR console.
. To show or hide the navigation tree. The corresponding
Navigator Tree .
shortcut key is F2.
Toolbar To show or hide the toolbar.
View
Status Bar To show or hide the status bar.
Refresh To rfefresh the interface display. The corresponding shortcut
key is F5.
Debug To enter the system debugging mode.
State Query To enter the state query mode.
Operation Switch To manually switch over the active and standby iGWB
Servers.
Upgrade To execute an auxiliary upgrade of the system.
Log Browse To view the operation records.
Security
Operator Management | To enter the operator management mode.
Cascade To cascade all windows.
Tile To tile all windows.
Window
Arrange Icons To arrange all window icons.
Close All To close all windows.
Help Topics To open the help.
Help
About iGWB To display the product version information.

3-2



User Manual
U-SYS iGateway Bill Chapter 3 Basic Operations

3.1.3 Toolbar

The toolbar provides shortcuts to the frequently performed operations. On the toolbar,
the shortcut icons also dynamically vary with the current state. Table 3-2 lists the
shortcuts on the toolbar.

Table 3-2 Toolbar on the main interface

Shortcut Matched menu option Function

&) Relogin To log out and log in as another user.

Office Management To set the offices managed by the CDR console.

e Logout To log out frqm the current user account and end the
current operation.

& Lock System To lock the CDR console when it is not used.

||¥| Navigator Tree To show or hide the navigation tree.
Debug To enter the system debugging mode.
T Help Topics To open the help.

3.2 System Management

3.2.1 CDR Console Management

To use CDR console functions, log in to the client. After the use, be sure to log out for
the sake of security.

|. Starting CDR console

1) Select [Start/Programs/iGateway Bill V200 Client/iGWB Client] to start the CDR
console. The [Login] dialog box is displayed, as shown in Figure 3-2.
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Figure 3-2 [login] dialog box

2) Enter a user name and the correct password. Select the office to be managed.
Click <OK>. The window as shown in Figure 3-3 is displayed. The navigation tree
of CDR files is displayed in the left pane of the window.

O Note:

For a newly installed iGWB client, the user name is admin and the password is null by default.

34
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BJiGWB Client [#1] adnin

System View Operation Security Windew Help
CEC RS
2l

B-o X3KF
#uy Original Bill
- Final Bill

=@ X3KF I

o | Cormected IP:10. 70. 33. 62 4

Figure 3-3 Main interface of CDR console after login

Il. Exiting CDR console

On the main interface of the CDR console, select [System/Exit]. A confirmation dialog
box is displayed. Confirm it to exit the CDR console.

lll. logging out

On the main interface of the CDR console, select [System/Logout], or click the icon

[}
on the toolbar. A confirmation dialog box is displayed.

Confirm it, and the system will clear the contents of the navigation tree, and closes all
windows of the CDR console.

IV. Re-logging in
1) On the main interface of the CDR console, select [System/Relogin], or click the

icon on the toolbar. If the user has logged in, the system prompts whether to

log out the current user. Click <OK>, and the [Login] dialog box is displayed. If the
user has not logged in, the [Login] dialog box is displayed directly, as shown in
Figure 3-4.
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User Name: I

Password: I

Office Name: |#1 * | Office Manasement. ..

IP Address: |10- 70.33.62

[ Use Gateway Gateway IP: I

QK Exit |

Figure 3-4 [Login] dialog box

2) In the [Login] dialog box, enter the user name and password. Select the name of
the office to be managed. Click <OK>.

The navigation tree is displayed after the successful login.
V. Locking system

When you are not operating the CDR console terminal, lock it to avoid unauthorized
operations.

1) On the main interface of the CDR console, select [System/Lock System], or click

the icon on the toolbar (or press <F12>). The [Lock System] dialog box is

displayed, as shown in Figure 3-5.

FIEIE iGWE Client has been locked. Only
gl?u user admin can unleck it. You can
relozin also.

Fassword:"

Relogin |

Figure 3-5 [Lock System] dialog box
2) To unlock the system, enter the correct password, and click <OK>. If you click

<Relogin>, the system will clear the navigation tree, close all the windows, and
display the [Login] dialog box as shown in Figure 3-4.
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3.2.2 Office Management

Office refers to an iGWB server site maintained by the CDR console.

The purpose of office management is to set the IP address of the office. The system

supports simultaneously setting the IP addresses of several offices. The client can

select an office to maintain.

l. Switching managed offices

When a CDR console manages more than one iGWB office, this operation is used to

switch between the managed offices. This operation is the same as “Relogin”.

1)

2)

On the main interface of the CDR console, select [System/Relogin], or click the

icon on the toolbar. If the user has logged in, the system prompts whether to
log out the current user. Click <OK>, and the [Login] dialog box is displayed. If the
user has not logged in, the [Login] dialog box is displayed directly.
In the [Login] dialog box, enter the user name and password. Select the name of
the office to be managed. Click <OK>.

The navigation tree is displayed after the successful login.

Il. Adding office

1)

2)

Obtain the IP address of the iGWB office to be added (the IP address for the
server to connect the network management system). Determine the name of the
office.

on the toolbar. The [Office Management] dialog box is displayed, as shown in
Figure 3-6.

On the CDR console, select [System/Office Management], or click the icon

0ffice Management

Office | 1P Address | Type |

Office: [F1 IF : [10 .70 .33 .62 g, [ic¥E ~|

=1

10,70 B2 iGWE

oet | Delete | SAVE I

Figure 3-6 [Office Management] dialog box
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3)

In the dialog box, set the parameters of the office, including the office name, IP
address, and type (only iGWB is available). Click <Set>. The information of the
office is added in the list box. Confirm it, and click <Save> to complete the addition
of the office.

lll. Deleting office

1)

2)

3)

Obtain the IP address of the iGWB office to be deleted (the IP address for the
server to connect the network management system) and the name of the office.

on the toolbar. The [Office Management] dialog box is displayed, as shown in
Figure 3-6.

In the list box, select the office to be deleted. Click <Delete>. The information of
the office is removed from the list box. Confirm it, and click <Save> to complete the

On the CDR console, select [System/Office Management], or click the icon

deletion of the office.

IV. Modifying office

1)

2)

3)

Obtain the IP address of the iGWB office to be modified (the IP address for the
server to connect the network management system) and the name of the office.

on the toolbar. The [Office Management] dialog box is displayed, as shown in

On the CDR console, select [System/Office Management], or click the icon
Figure 3-6.

In the list box, select the office to be modified. Enter the new IP address of the
office. Click <Set>. The information of the office is updated in the list box. Confirm
it, and click <Save> to complete the modification of the office.

A Caution:

When starting the client for the first time, be sure to configure the IP address of the server at the client.

Otherwise, the client does not know which office it is connected to. Therefore, when you select
[Start/Programs/iGateway Bill V200 Client/iGWB Client] to start the main interface of the CDR console and
the [Login] dialog box is displayed as shown in Figure 3-2, you should click <Office Management> in the

[Login] dialog box and add an office in the [Office Management] dialog box before login.
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3.2.3 System Customization

|. Customizing timeout setting

This operation is used to customize the maximum interval (that is, timeout setting)
before the system responds after a command is submitted. If the duration exceeds this
interval, the terminal system determines that the command is time out and provides a
prompt.

1) Onthe CDR console, select [System/System Customize]. The [System Customize]
dialog box is displayed, as shown in Figure 3-7.

» Systen Customize

System Customize

W Timecut Setting (20-R00S) |E*fJ
After waiting |20 minutes, System will

be locked(0~1440, 0:No Locking)

Cancel |

Figure 3-7 [System Customize] dialog box
2) Select the [Timeout Setting] check box. Enter the customized time value. (That
value is in the range of 20 to 600 seconds.)

Il. Customizing automatic locking time

This operation is used to set whether to lock the CDR console when necessary and, if
lock, how long to wait. If no operations are preformed on the CDR console for the
defined time, the CDR console will be locked automatically. To unlock the system, enter
the correct password.

Select [System/System Customize]. The [System Customize] dialog box is displayed,
as shown in Figure 3-7.

Enter the duration (in minutes) before the system is automatically locked. The time
value ranges from 0 to 1440 minutes. If it is set to “0”, the system will not be locked.
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3.2.4 View Functions

I. Showing or hiding navigation tree

Select [View/Navigator Tree]. If there is a check mark “v” before the [Navigator Tree]
option, the navigation tree is shown. Otherwise, it is hidden. Click that menu option or
press <F2>, and the navigation tree is shown or hidden.

Il. Showing or hiding toolbar

Select [View/ToolBar]. If there is a check mark “v” before the [ToolBar] option, the
toolbar is shown. Otherwise, it is hidden. Click that menu option, and the toolbar is
shown or hidden.

lll. Showing or hiding status bar

Select [View/StatusBar]. If there is a check mark “v” before the [StatusBar] option, the
status bar is shown. Otherwise, it is hidden. Click that menu option, and the status bar
is shown or hidden.

3.3 Service Operations

3.3.1 CDR Management

The CDR console provides the CDR management functions to browse, query, or print
CDRs.

|. Browsing CDR

To browse the CDRs based on the generation time and CDR type, proceed as follows:

1) After you log in to the CDR console, the main interface as shown in Figure 3-8 is
displayed.
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Bl icye client [#1] adnin — [X3KF\Original Bill\: 3104 [Sun of records is:
Q System View Operation Security Windew Help — |E|i|

oo @ %] 7

s E3EF e
oo Original Bill Refresh
----- 2y 20040310 Un
----- 2 20040311 Back
----- 20040312 Bill Query

1)
""" wx 20040313 Bill Browse
----- e 20040314

----- 2 20040315 Find. ..
----- 2 20040316
----- 2 20040317
2% Final Bill

..... e meter
----- e meter_stat
----- e Trumk_stat
..... wr frEE
..... e alarm

"8 ISKF I

o | Cormected IP:10. 70, 33, 62 4

Figure 3-8 Main interface of CDR console

The left pane shows the navigation tree of the CDR console. The navigation tree
visually displays the CDR storage mode in the server. Under [Original Bill], the original
CDRs are displayed according to date, and the corresponding CDR file is *.bil. Under
[Final Bill], several types of final CDRs supported by the system are displayed, which
are also called “channel”’, and the corresponding CDR file is *.dat. See Figure 3-8. The
options on the right-click menu are described as follows:

e Clicking [Refresh] re-obtains data from the server or from the navigation tree to
update the file list.

e  Clicking [Up] opens the upper-level directory list.

e Clicking [Back] opens the directory opened last time.

e Clicking [Bill Query] queries the CDRs according to the specified conditions.

e Clicking [Bill Browse] displays the contents of the selected CDR.

e Clicking [Find] invokes the search dialog box.

2) Double-click a CDR file. The [Choose Bill Format for File Browsing] dialog box is
displayed, as shown in Figure 3-9.
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Figure 3-9 [Choose CDR Format for File Browsing] dialog box

The CDR formats available in the window include the following:

e  Ordinary detail CDR

e  Free statistics CDR

e Intelligent network CDR

e Meter table statistics CDR
e Meter table CDR

e Alarm CDR

3) Select a desired CDR format. All the CDRs in the selected format in the original
CDR files are displayed, as shown in Figure 3-10. If the CDRs are displayed in
more than one page, right-click and select [Next Page] to view other pages.

. bil [Current

Egvs‘tem Wiew Eill Info Operation Security Window Help

1 Current Fro

ezl 7

44 ¢lo|8/H S|

P < [ P

)
El":" X:,E%F. inal Rill net_type |bill type |partia1 record indica a
B ® 5040510 fixed network bill PSTN/ISDN/CTX call r... single record
""" - s fized network bill PSTN/ISDN/CTX call r... single record
""" - fixed network bill PSTN/ISDN/CTX call r... single recerd
----- wx 20040312 fixed network bill PSTW/ISDN/CTE call r... single record
----- o 20040313 fized network bill FSTN/ISDN/CTY call r... single record
----- e 20040314 fixed network bill PSTN/ISDN/CTX call r.. zingle record
..... 2 20040315 fixed network bill PSTN/ISDN/CTX call r.. single record
..... 2 200403168 fixed network bill PSTH/ISDN/CTX call r... single recerd
_____ 2, 20040317 fixzed network bill PSTN/ISDN/CTE call r... single record
G Final Bill fixed network bill PSTN/ISDN/CTX call r.. single record
- fized network bill PSTN/ISDN/CTX call r.. single recerd
""" - ln fized network bill PSTN/ISDN/CTX call r... single record
""" wt detail fized network bill PSTH/ISDN/CTE call r.. single record
""" wrmEtEr fixed network bill PSTN/ISDN/CTX call r.. single recerd
----- e meter_stat fized network bill PSTHN/ISDN/CTE call r.. single record
..... 2 tnmk_stat fized network bill PSTWN/ISDN/CTE call r.. single record
..... 2 free fixed network bill PSTN/ISDN/CTX call r... single recerd
_____ )\ 21larm fixed network bill PSTN/ISDN/CTX call r... single record
- fixed network bill PSTN/ISDN/CTY call r.. zingle record
fixed network bill PSTN/ISDN/CTX call r.. zingle record
fized network bill PSTH/{ISDI'I/:CTX call r.. zingle record

wl

o

[Cormected IP:10. 70, 33. 62

4

Figure 3-10 CDR list window

4) Double-click a particular CDR. The CDR details are displayed in a list box, as

shown in Figure 3-11.
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Bill Detail Information

x|

partial record indicator
clock_indicator
free_indicator

call attempt indicator
complain indicator
cama_indicator
isz_credit indicator
charge party indicator
GtartTime

EndTime
conwversation time
caller_dnset
caller_address_nature
caller number

called dnset
called_address_nature

single record

Mo

charging

free call attempt

no complaint
non-centralized charging
non-credit call

charging the calling party
2003-07-14 1%:05: 22
2003-07-14 1%9:05: 28

&

1]

subscriber rumber
6663202

1]

subscriber number

-

e

Previous |

Next |

Figure 3-11 CDR details

The CDR details vary with the CDR type. For more, refer to U-SYS SoftX3000
SoftSwitch System Technical Manual-Structure & Principle.

After viewing the CDR, click <OK> to close the window.

Il. Saving CDR information

To save all or selected CDR records to the client in the text format for future reference,

proceed as follows:

1) In the CDR browse state, select [Bill Info/Save], or click the El icon on the

toolbar, or select [Save] from the right-click menu. The [Save Bill Information]

dialog box is displayed, as shown in Figure 3-12.

 Onlv save selected bills

Path: I

Erowse |

Cancel |

Figure 3-12 [Save Bill Information] dialog box
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2) According to your requirement, select [Save bills of the current page] or [Only save

selected bills]. Enter the name and the path of the destination file to save in, or

select an existing path by clicking <Browse>. Click <OK> to save the CDRs.

lll. Querying CDR

1) In the CDR file list window, right-click and select [Bill Query]. A dialog box as

shown in Figure 3-13 is displayed.

Eill Query-stepl: Choosing Eill Fo... B4

Please Gelect Eill Format:

I Eill 7

Next Step I

Cancel

Figure 3-13 [Bill Query-step1: Choosing Bill Format] dialog box

2) Select a desired CDR format. Click <Next Step>. The dialog box as shown in

Figure 3-14 is displayed.

Eill Query-stepZ: Setting Query Condition

Farameter Pagel

FormatType IN Eill
caller rnumber == 2604373
alled number == ZB0THE0

StartTime »=

StartTime <=

conversation durati

conversation durati

release_cause ==

Cancel

Figure 3-14 [Bill Query-step2: Setting Query Condition] dialog box

d Note:

CDR query conditions vary with CDR formats.

3) Set the query conditions in the fields. Click <OK>. If the records matching the
conditions are found, the CDR query result window will be displayed.

If the CDRs are displayed in more than one page, right-click and select [Next Page] to

view other pages.
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IV. Printing CDR
In the CDR list window as shown in Figure 3-10, select the CDR to be printed. Select

[Bill Info/Print], or click the % icon in the toolbar of the CDR browse window to print
the selected CDR.

3.3.2 State Query

l. Querying state

To query the running state of the iGWB such as CPU usage, heartbeat state, and disk
usage, proceed as follows:

1) In the main window of the CDR console, select [Operation/State Query]. The
[State Query] window is displayed with the current state information of the server,
as shown in Figure 3-15.

EFicyB client [#2] adnin
ayvstem ¥View State Query Operation Security Window Help

B g% W7 |
k! State Query
By L3KF 5

H-u% Original Eill El

----- 20040310 Pri... |Hea... |CFUL Us...|CPUZ Us... |Front D... |Back Di... | Fhy:

----- w2 20040311 0 0/0 0 - B401/8197 373474086  18/1

----- s 20040312 0 0/0 1 - B401/B197 373474086  18/1

----- 2, 20040313 0 0/0 1 - 640178197  3734/4086  18/1

..... 2, 20040314 0 00 1 - B401/8197  3734/4086  18/1

..... 2, 20040315 0 0/0 1 - G401/8197  3734/4086  18/1

_____ 3 20040316 0 0/0 1 - 640178197  3734/4086  18/1

_____ 20040317 0 00 0 - B401/8197  3734/4086  18/1

Nt : 0 0/0 1 - G401/8197  3734/4086  18/1
Eregt Final Bill 0 0/0 0 - 6401/8197  3734/4086 18/

----- o in 0 040 0 - B401/8197  3734/4086  18/1

----- sy detail

----- e MEtET

----- ey meter_stat

----- e tTUNk_stat

----- wy free

----- we alarm

" X3KF I

o] Cormected IP:10.70.33. 86 4

Figure 3-15 [State Query] window

2) Double-click any entry. The system opens a window, dynamically displaying the
information of all the items. See Figure 3-16.
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State Detalled Infoermatien

—CFU1 Tsed-—

0%

—CFUZ Teed—

0%

—MEN Used—

BE%

Frimary Server =

Frimary/Secendary State

Secondary Server @

—Heartbeat State

—Physical MEN
Total: 0 Total: 1270
betive: 0 Usable: 181
—Froent Disk Space —Back Disk Space
Total: 8197H Total: 4086
Usable: 64011 Usable: 3734M

Figure 3-16 [State Detailed Information] window

The items in the [State Detailed Information] window are interpreted as follows:

[CPU1 Used] and [CPU2 Used] indicate the CUP usage of the dual systems.
[MEM Used] indicates the memory usage.
[Primary/Secondary State] indicates the state of the active/standby server. If the

server is operating well, the corresponding green indicator is lit.
[Heartbeat State] indicates the working state of the heartbeat links.

[Total] indicates the total number of heartbeat links. [Active] indicates the number of
active heartbeat links.

e [Physical MEM] indicates the usage of the physical memory.

[Total] indicates the total capacity. [Usable] indicates the available size of the physical
memory.

e [Front Disk Space] indicates the space for storing the original CDRs.
[Total] indicates the total capacity. [Usable] indicates the available size.
e [Back Disk Space] indicates the space for storing the backup CDRs.

[Total] indicates the total capacity. [Usable] indicates the available size.
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Il. Setting properties of state query

This operation is used to set the properties of state query, including whether to
automatically save the query results and the state refreshing period during the query.

When the state query window is opened, select [State Query/Setting Properties] on the

Properties] dialog box is displayed, as shown in Figure 3-17.

main window of the CDR console, or click the icon on the toolbar. The [Setting

Setting Properties

(Save Status

& Close " Open

Time Span(0-600) : I5 Sec.
Cancel |

Figure 3-17 [Setting Properties] dialog box

Modify [Save Status] and [Time Span] as required.

e [Save Status] means whether to save the state information in the state query
window to the Statsinfo.txt file on the client installation directory. If the status is
[Close], the information will not be saved; if the state is [Open], the state
information will be saved.

e [Time Span] refers to the refreshing time interval in the range of 0 to 600 seconds,
which is used for refreshing the state information at the server.

3.3.3 Log Management

l. Browsing log

The system and operation logs are helpful in system maintenance. To browse a log,
proceed as follows:

1) In the main window of the CDR console, select [Security/Log Browse]. The
[LogView] window is displayed. See Figure 3-18.
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=10l x|
~IEIER

Sequence M... | UserName | Date | operation Place [ Lo

4| i

Figure 3-18 [LogView] window

2) In the main window of the CDR console, select [Log/Browse Log], or in the

P
[LogView] window, click the | icon on the toolbar. The [Set Log Browse
Property] dialog box is displayed, as shown in Figure 3-19.

Set Log Browse Properky El

zerM anme: If-'-.ll Uzers j

LogType: I System Log j

Stat |nesday. Mach v | [10:35:53 M

EE

End: Iasda_u, March j |1n:35:53m¢|

EE

F, Cancel |

Figure 3-19 [Set Log Browse Property] dialog box
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3) Enter the log browse conditions.

e The [UserName] field indicates the object for which a log is generated. The
drop-down options include [All Users] and created users. [All Users] indicates all
the users that have been created.

e Inthe [LogTypel] list, [System Log] and [Operation Log] are available. The system
log records the operations of the software modules of the system. The operation
log records the operations of users.

e The [Start] and [End] fields indicate the time range during which the log is

generated.

There are two types of operator authorities at the client: administrator authority and
normal user authority. If logging in as an administrator, you can browse the system log

and the operation logs of all users. If logging in as a normal user, you can browse only

your own operation log.

4)

Select the user name and the type of the log to be browsed. Set the start time and
the end time. Click <OK>. The found log list is displayed in the [LogView] window,
as shown in Figure 3-20.

=loix]
&
Sequence Number I LserMame | [rate | Dperation Flace I Lag Source &
GoStart..,
10 adrin 2004-04-02 14:55:41 127.0.0.1 adrmin
&Hn adrnin 2004-04-02 14:55:48 127.0.0.1 adrnin
812 admin Z004-04-02 14:57:43 127.0.0.1 adrmin
&3 adrnin 2004-04-02 14:57:55 127.0.0.1 adrnin
8y 14 admin 2004-04-02 14:58:00 127.0.0.1 admin
& s adrnin 2004-04-02 14:58:21 127.0.0.1 adrnin
By 16 adrin 2004-04-02 14:58:38 127.0.0.1 admin
&7 adrnin 2004-04-02 15:03:16 127.0.0.1 adrnin
815 adrin Z004-04-02 15:03:47 127.0.0.1 adrmin
819 adrnin 2004-04-02 15:04:35 127.0.0.1 adrnin e
820 admin Z004-04-02 15:04:57 127.0.0.1 adrmin
& adrnin 2004-04-02 15:14:50 127.0.0.1 adrnin
By 2z admin Z2004-04-02 15:15:50 127.0.0.1 admin
& o3 adrnin 2004-04-02 15:15:59 127.0.0.1 adrnin
By 24 adrin 2004-04-02 15:16:05 127.0.0.1 admin
& s adrnin 2004-04-02 15:16:24 127.0.0.1 adrnin
By 29 adrin Z004-04-02 15:16:24 127.0.0.1 adrmin
& =0 adrnin 2004-04-02 15:17:36 127.0.0.1 adrnin
851 q Z004-04-02 15:17:39 127.0.0.1 q
’gi 32 22z 2004-04-02 15:17:43 127.0.0.1 22z -
4 | M

Figure 3-20 List of found logs

5)

Double-click a log entry, or select it and press <Enter>. The [Detail Information of
Log] window is displayed. See Figure 3-21.
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Detail Information of Log x|

Jequence Number = 14 :J

UzerlName = adwmin
Date = 2004-04-02 14:58:00
Operation Place = 127.0.0.1

Log Source = admin
Operation Command = L3T 0P

Operation Result

LogType OFER

-

Previous | Next |

Figure 3-21 [Detail Information of Log] window

The log entry contains the following information:

Sequence Number: The sequence number of the log entry.

UserName: It is usually the same as Log Source, expressed in the manner of
access point name (for example, x3k) plus log storage position (for example,
frontsave).

Date: The time when the operation is performed.

Operation Place: The IP address of the workstation that sends the operation
command.

Log Source: The source of the log file. For example, “(x3k) mt_frontsave” refers to
the original CDR directory of the office x3k.

Operation Command: The executed operation command.

Command Detail: The details of the command, including the position (office) on
which the command is executed, and the character string of the command.
Operation Result: The execution result of the command. “SUC” indicates that the
command is executed successfully. “FAIL” indicates that the command is
unsuccessfully.

LogType: The type of the log. “SYS” represents the system log. “OPER”
represents the operation log.

To view the contents of the next log entry, click <Next>. To view the details of the

previous log entry, click <Previous>.

Il. Saving log information

To save all or selected log entries to the client in the text format for future reference,

proceed as follows:

1)

In the main window of the CDR console, select [Log/Save to File], or in the

[LogView] window, click the = icon on the toolbar. The [Save Log Information]

dialog box is displayed, as shown in Figure 3-22.
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Save Log Information ﬂ

* Save Al Log Record £ Only Save Selected Log Record

F'ath:l Browze |
5|

Figure 3-22 [Save Log Information] dialog box

2) According to your requirement, select [Save All Log Record] or [Only Save
Selected Log Record]. Enter the name and the path of the destination file to save
in, or select an existing path by clicking <Browse>. Click <OK> to save them.

3.3.4 User Management

In the main window of the CDR console, select [Security/User Management]. The
[Operator Management] window is displayed. See Figure 3-23.

_io/x]
yKALALY
Ciperakar Accounk | Descripbion | Limits af
ﬁ admin Adminiskrator Adrninisky
ﬁ ZHAMGESHAMN engineer Mormnal u
1| | v

Figure 3-23 [Operator Management] window

. Adding operator

To add an operator with “Normal User” authorities, proceed as follows:
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Log in as an administrator. In the main window of the CDR console, select [User/Add],

or in the [Operator Management] window, click the icon on the toolbar. The [Add

Operator] dialog box is displayed, as shown in Figure 3-24.

Add Operator x|

Mame; [ZHANGSHAN

Dezcription: |engineer

A Ltkarity: I MNarmal User

EERERTTETY

Pazsword: I

EERERTTETY

Corfirm ; I

ok I LCancel

Figure 3-24 [Add Operator] dialog box

Set the parameters. Click <OK>.

View the [Operator Management] window, and you can find that the newly added
operator is displayed.

O Note:

After the client software is installed, the system will automatically create an administrator account, which is
the only one in the system and cannot be deleted. An administrator can add or delete normal users, but a
normal user has no authority to add or delete other users.

Il. Deleting operator

To delete an unused operator with “Normal User” authorities, proceed as follows:

Log in as an administrator. In the [Operator Management] window as shown in
Figure 3-23, select the operator to be deleted. In the main window of the CDR console,

¢

select [User/Delete], or in the [Operator Management] window, click the icon on

the toolbar. A confirmation dialog box is displayed, as shown in Figure 3-25.
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iGWE Client |

@ Do wou wank ko delete ZHANGSHAMN 7

Yes Mo |

Figure 3-25 Deletion confirmation dialog box

Click <Yes> to delete the selected operator. Meanwhile, the user information list is
refreshed and the operator is deleted.

lll. Modifying operator properties

To modify the properties of an operator with “Normal User” authorities, including
operator description and password, proceed as follows:

In the [Operator Management] window, select the operator account to be modified. In
the main window of the CDR console, select [User/Modify], or in the [Operator

Management] window, click the @| icon on the toolbar. The [Modify Operator
Property] dialog box is displayed, as shown in Figure 3-26.

Modify Operator Properky 5[

Name: [ZHANGSHAN

D ezcriptian: Ienglneer

[T Change Pazsword

Pazzword |nformation

M ew paszward: I

Confirm niew pazswaord: I

|

Figure 3-26 [Modify Operator Property] dialog box

Modify the operator description and the password. (The operator name cannot be
modified.) Click <OK>.
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A Caution:

An administrator can modify the operator description and password of itself and normal users.

A normal user can only modify the own description and password.

3.3.5 Other Functions

A Caution:

Only administrator has the authority to perform the following service functions.

. Manual switchover

To forcedly switch over the active and standby iGWB servers, proceed as follows:

A Caution:

This is a dangerous operation, because a successful switchover will disconnect the server from the CDR
console.

Log in as an administrator. In the main window of the CDR console, select
[Operation/Switch]. A warning dialog box is displayed, as shown in Figure 3-27.

waningt i

& Do ol wank bo execute manual handover?

Yes | Mo I

Figure 3-27 Configuration of manual switchover

Click <Yes> to start the switchover between the active and standby iGWB servers.
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Il. Auxiliary upgrade

The purpose of “auxiliary upgrade” is to make preparations for server software upgrade,
such as combining all CDRs and stopping CDR receipt. Auxiliary upgrade is only
applicable to a special upgrade. (For details about special upgrade, refer to Chapter 4
“System Maintenance”.)

A Caution:

This is a dangerous operation, because CDRs might be lost. If this operation is mistakenly performed,
restart the iGWB program.

Log in as an administrator. In the main window of the CDR console, select
[Operation/Upgrade]. A warning dialog box is displayed, as shown in Figure 3-28.

warningt i

& Do o wank bo execute auxiliary upgrade?

Yes | Mo I

Figure 3-28 Confirmation of auxiliary upgrade

Click <Yes> to start the auxiliary upgrade of the iGWB server.

3.4 System Debugging

The iGWB debugger provides functions to display the debugging information, protocol
trace information, and service workflow information in real time, and save the
information as well.

e Debug information refers to the running state information of each module of the
server, and it is displayed according to different levels.

e  Protocol trace information is the message information between the SoftX3000 and
the iGWB.

e  Workflow information refers to the service message information among modules
and processes at the server.
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L

icon on the toolbar. The debugging information browse window is displayed, as shown
in Figure 3-29.

In the main window of the CDR console, select [Operation/Debug], or click the

2] adnin - [Deh
Ef Svstem ¥View Debug Protocol Yorkflow Window Help ;lilil
Gt E =&
Debug Content | Debug Level | Debuz Information
The status iz normal, current cenis 0 IMPORTANT MT_FROMNTSAVE
The status of channel{ default) is normal, current cen is 0 IMPORTANT MT_BACKZAVE
The status of channel{in) is normal, current csn is 0 IMPORTAMNT MT_BACKSAVE
The status of chatnel{ detail) iz normal current cands 0 IMPORTANT MT_BACKSAVE
The status of channel{meter) iz normal,current csn is 0 IMPORTANT MT_BACKSAVE
The status of channel{meter stat) i normal currentesn is 0 IMPORTAMNT MT_BACKSAVE
The status of channel(trunk stat) is normal currentesn is 0 IMPORTAMNT WT_BACKSAVE
The status of channel free) is normal, current cenis 0 INMPORTANT MT_BACKZAVE
The status of chatnel{alartn) is normal, cusrent cen is 0 IMPORTANT MT_BACKSAVE

4| i3

Ready | Network State :Connected 10,700 33,86

Figure 3-29 Debugging information browse window

3.4.1 Debugging Information

I. Browsing debugging information

This operation is used to browse the running state information of each module of the
iGWB system in real time. It can be used as an auxiliary means for troubleshooting
purposes.

When the debugger is started, the CDR console automatically opens the debug
information window as shown in Figure 3-29. You can also select [Debug/Browse

i

Debug Message] in the debugger window as shown in Figure 3-29, or click the —_—_

icon on the toolbar to open the debugging information window.

Right-click in the debugging information window. A shortcut menu is displayed, as
shown in Figure 3-30.

3-26



User Manual

U-SYS iGateway Bill Chapter 3 Basic Operations
& iGVE Deb 2] adnin - [Debuginfo]
g Svstem View Debug Protecel Yorkflow Windew Help — |E|i|
GetE =&
Detug Content |Debu§ Level |Debu3 Information
The status is normal, current cenis 0 IWMPORTANT MT_FROMTSAVE
The status of channeldefault) is norral current can iz 0 INPORTANT MT_BACKSAVE

The status of channel(in) iz normal current csnis 0 IMPORTAMNT MT_BACKSAVE
The status of channel{detail) is normal, curgent canis 1 IMPORETANT MT_BACKSAVE
The status of channel(meter) is normal,cue|  Refresh IMPORTANT MT_BACKSAVE

The status of channel(meter_stat) is norme__ 19 S¢ralling IMPORTANT MT_BACKSAVE
The status of channel(trunde stat) is normal, currentesn is 0 INMPORTANT MT_BACKSAVE
The statug of channel free) is normal current can is 0 IMPORTAMNT MT_BACKSAVE
The status of channel(alarm) is normal current csnis 0 INMPORTAMT MT_BACKSAVE
Send bin alarm(ID=1 type=1 para=0) URGENT WT_CONI

I

<| i

aute scrolling or noe screlling | lNetwork State :Connected 10, 70. 33. B6 4

Figure 3-30 Right-click menu in browse window

With the right-click menu, the displayed information can be refreshed, and scrolling of
the information can be disabled.

O Note:

The right-click menu functions are also provided in the protocol trace information windows and workflow
information window described later.

ll. Saving debugging information in real time

This operation is used to save the debugging information in real time to the client for
future reference.

This operation enables or disables the real-time saving switch.

In the debugger window, select [Debug/Save Debug Message] to enable the switch for
saving the debugging information. (After the switch is enabled, a check mark “v” is
displayed before the option.) The reported debugging information can be saved to the
client in real time.
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lll. Listing, setting, and deleting mask level

By setting the mask level of the debugging information, the debugging information of
specific levels can be masked and not be displayed in the browse window. The masked
information is not deleted, but its display is controlled.

A Caution:

Only administrator has the authority to perform the following operations.

1) Listing mask level

Log in as an administrator. In the debugger window, select [Debug/Mask Level/List
Mask Level] to open the mask level query result window. The information of the masked
level is displayed, as shown in Figure 3-31.

E iGYE Debugger [#2] admin — [Result of Query]

Q System View Debug Protocol Yorkflow Window Help — |E|i|
Bt E =&
Sequence Number | Mask Level |
0 NINOR
1 NORMAL
Ready Network State :Commected 10, 70, 33. 86 4

Figure 3-31 Query results of mask level

2) Setting mask conditions

Log in as an administrator. In the debugger window, select [Debug/Mask Level/Set
Mask Level]. The [Add Mask Conditions] dialog box is displayed. See Figure 3-32.
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v idd Mask Conditions

—Mask Conditions———

[~ URGENT
[~ IMPORTANT

[~ MINOR

[ NOREMAL Cmecl |

Figure 3-32 [Add Mask Conditions] dialog box

Select a mask condition as required. Click <OK>. A confirmation dialog box is displayed.
Then the information of the selected debugging level is masked.

3) Deleting mask conditions

Right-click in the query result window. A shortcut menu is displayed, as shown in
Figure 3-33.

BY iCVB Debugger  [#2] admin — [Result of Query]

givstem View Debug Protocol Yorkflow ¥Windoew Help _|E|i|
&R =&

Sequence Number | Mask Level |

0 MINOE
1 HORMAL

Delete Selected Condition

Delete 411 Conditions
Refresh

Ready

| Network State :Connected 10,70, 35. 86

Figure 3-33 Right-click menu in mask level query result window

e To delete all mask conditions, click [Delete All Conditions] and confirm it.

e To delete a specified mask condition, click [Delete Selected Condition] and
confirm it.

e Torefresh the mask information list, click [Refresh].
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IV. Setting debugging level color

The debugging information can be displayed in different colors according to different
levels. This operation is used to change the displayed color of each level.

In the debugger window, select [System/Set Debug Color], or click the == icon on the

toolbar. A [Set Debug Colors] dialog box is displayed, as shown in Figure 3-34.

» 3et Debug Colors

—Debug Colors

IMPORTANT |- vl
WINOR I-vl HORMAL I-vl

0K I Restore to default | Cancel |

Figure 3-34 [Set Debug Colors] dialog box

Set the color for each level using the drop-down list. To restore the colors to the default
settings, click <Restore to default>. Click <OK> to complete the setting.

3.4.2 Protocol Trace Information

The messages exchanged between the iGWB and the SoftX3000 can be traced for
troubleshooting use.

A Caution:

Only administrator has the authority to perform the following operations.

I. Browsing protocol trace information

Log in as an administrator. In the debugger window, select [Protocol/Browse Protocol

&

Message], or click the icon on the toolbar. The real-time protocol trace information

window is displayed.
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Il. Saving protocol trace information in real time

Log in as an administrator. In the debugger window, select [Protocol/Save Protocol
Message]. The reported protocol information can be saved in real time to a specified
file.

3.4.3 Workflow Information

The messages exchanged between the iGWB and the SoftX3000 can be traced for
troubleshooting use.

A Caution:

Only administrator has the authority to perform the following operations.

|. Browsing workflow information
Log in as an administrator. In the debugger window, select [Workflow/Browse Workflow

Message] or click the |icon on the toolbar. The real-time workflow information

window is displayed.
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E iGWE Deb [#2] admin - [Wer oW

Q System ¥View Debugz Protocol Yorkflow Window Help ;Iilil
S==Er

Sender PID | Sender MID | Receiver PID | Receiver MID | 4PP Type [MNML
PT_OUTSIDE T _UNENOWHN PT_OM MT MMLSERVER 7 1
PT_OM MT_MMLSERVER. PT_OUTSIDE MT_UNKMNOWH 7 1
PT_OUTSIDE MT_UNEMNOWH PT_OM MT_MMLSERVER. 7 2
PT_OM MT_MMLSERVER. PT_OUTSIDE MT_UNKMNOWH 7 2
PT_CLSTR MT_CLSTR PT_OM MT _PERF 0 0
PT_CLETR MT_CLETR PT_OM MT_PERF 0 0
PT_4P BASEL MT_UNEMNOWH PT_OM MT_MMLDERUG 8 0

| i

Ready | Network 3tate :Connected 10.70.33. 86

Figure 3-35 Workflow information browse window

Il. Saving workflow trace information in real time

Log in as an administrator. In the debugger window, select [Workflow/Save Workflow
Message]. The reported workflow information can be saved in real time to a specified
file.
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Chapter 4 System Maintenance

4.1 System User

The iGWB has two user roles that have two different authority levels. See Table 4-1.

Table 4-1 User authority roles

Role Description

The administrator is automatically generated while installing the system.

Administrator This role has the highest authorities.

The normal user is generated by the system user or other user who has
the authority to create users. The name and authorities of a normal user
are allocated by his creator, or modified by the system user or a user
having the modification authority after being created.

Normal user

4.2 Routine Maintenance

Routine maintenance is the basis to ensure that the equipment can be operating
securely, stably, and reliably for a long term. The routine maintenance of the iGWB is
associated with system running, hard disk detection, and operation tasks.

l. System running

Table 4-2 Routine maintenance tasks regarding system running

Maintenance task Operation guide Reference standard

For an active dual-system node, all

In  Windows 2000, start | Processes must be running.
[Windows Task Manager]. Click
the [Processes] tab. In the
[Processes] tab, check whether
the cls_proc.exe, ap_proc.exe, | 2) The number of the ap_proc.exe
knl_proc.exe, and om_proc.exe | processes on an active node should be the
processes are running. same as the settings of the
[Common]/APCount item in the igwb.ini file.

1) For an inactive node, only the
Checking process cls_proc.exe process is running.

running status
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Maintenance task

Operation guide

Reference standard

Checking
dual-system
heartbeat state

Start the iGWB maintenance
console. Select
[Operation/State  Query] to
check the heartbeat state. The
normal heartbeat state should
be displayed as “2/2”.

This operation is available only to
dual-system hardware configurations, not to
single-system office.

In the heartbeat state display “2/2", the
denominator indicates the total number of
the heartbeat links and the numerator
indicates the number of the currently
available heartbeat links. The two numbers
should be equal.

Checking bill
collection of billing
center

Log in to the iGWB. Start the
Windows Explorer. Open the
E:\Backsave\Second\"AccessP
ointName™\"PathName”  folder
to check whether bills of more
than one day are accumulated.

1) For “AccessPointName”, refer to the
settings of the [AccessPoint%d]/APName
item in the igwb.ini file. If there are several
access points, check them one by one.

2) “PathName” refers to the other folders
except “default’ in the
E:\backsave\second\"AccessPointName”
directory, corresponding to different types of
final bills. There might be one or several
folders. Check them one by one.

Checking file

system status

Log in to the active node of the
iGWB  dual-system system.
Check whether the D: and E:
disks on the hard disk array can
be accessed and whether the
access authority allows “write”.

This operation is applicable to the iIGWB
running on 32-bit Windows operating system
with dual-system hardware configurations.

If the hard disk array is shared, only the
active dual-system nodes can get access to
the D: and E: disks. If the hard disk array is
not shared, both active and inactive nodes
can get access to the D: and E: disks.

Il. Hard disk detection

Table 4-3 Routine maintenance tasks regarding hard disk

Maintenance task

Operation guide

Reference standard

Checking  access
permission to hard
disk

Log in to the iGWB. Check
whether  the  security
authorities of the C:, D:, and
E: disks are correct. For a
dual-system system, check
both devices.

Start the Windows Explorer. Right-click the C:
disk icon. From the shortcut menu, select
[Sharing], and the [Sharing] window is
displayed.  Click <Permissions>.  Check
whether administrators are added with the
complete control authority. If not added, add an
administrator and assign the complete control
authority to the administrator.

Perform the same operations on the D: and E:
disks.

Repeat Steps 1 and 2 on the standby device.
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Maintenance task

Operation guide

Reference standard

Checking hard disk
space

Start the iGWB maintenance
console. Select
[Operation/State ~ Query].
Check the size of the
available front disk space
and back disk space.

On the iGWB maintenance console, disk space
is expressed as "n/m", in which m represents
the total capacity in MBs, and the numerator n
indicates the usable space in MBs.

When the available disk space is less than
800MB (the minimum alarming space) by
default, the system generates an alarm
prompting that the medium space is
insufficient.

When the available disk space is less than
400MB (the minimum switchover space) by
default, the system generates an alarm
prompting that the media space is insufficient.
For the dual systems with the non-sharing hard
disk array, the systems will be switched over. If
it is a single system, the system cannot receive
charging tickets (bills).

Checking hard disk
fault

Check whether the hard disk
array of the iGWB server is
operating well.

Observe the hard disk status indicator on the
hard disk array. If the indicator is red, it
indicates that the hard disk is faulty and must
be replaced.

lll. Operation tasks

Table 4-4 Routine maintenance tasks regarding system operation

Maintenance task

Operation guide

Reference standard

Viewing bill

Start the iGWB maintenance
console. View the bill files to
check whether there are
incorrect bills.

If a bill cannot be resolved, the iIGWB
maintenance console will prompt the error.

Checking trace
information

Log in to the iGWB. Check
whether the latest contents of
the files in the “Trace” folder all
indicate normal.

1) This operation must be performed on both
nodes of the dual iGWB systems.

2) Each file in the “Trace” folder corresponds
to a process.

3) Not all the contents in the trace files
indicate abnormal. Analysis is required.
Refer to section 4.4.3 .
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Maintenance task

Operation guide

Reference standard

Checking
debugging
information  and
checking exception
alarm

Start the iIGWB debugging
console. Check whether the
debugging information outputs
indicate normal and whether
there are exception alarms.

1) Open the debugging information output
window of the debugging console. Observe
whether there are abnormal outputs.

2) Open the protocol information output
window of the debugging console. Observe
whether there are bill reception and
exception alarms.

3) Open the workflow information output
window of the debugging console. Observe
whether there are abnormal outputs.

Note: The outputs in the debugging
information window will be refreshed
frequently when the traffic is increasing,
which might influence your observation.
Consequently, use the  preceding
observation methods when appropriate, for
example, when the traffic is light.

Switchover test

In dual-system environments,
test whether the active and
standby devices can be
switched normally.

Manually switch over the iGWB servers.

Detect whether the standby device can be
activated within five minutes.

Manually switch over the iGWB servers
again. Detect whether the active device will
be activated and whether the standby device
will be deactivated.

Note: Switchover test might influence the
normal operation of the system. Do not use it
frequently.

4.3 Software Upgrade

4.3.1 Overview of Software Upgrade

There are two types of software upgrade of the iGWB, namely ordinary upgrade and

special upgrade.

An ordinary upgrade does not change the existing directory structure or program

structure of the original version. The ordinary upgrade does not influence any data

regarding the original version, either. After the ordinary upgrade, the system continues

to operate from the status of the original version, and the sequence number of bill file is

incremented continuously.

A special upgrade causes the change of the interface between the iGWB and the
SoftX3000 or between the iGWB and the billing center. The change of the interface
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between the iGWB and the SoftX3000 refers to the change of the format for the
charging tickets. Consequently, the length of a charging ticket is changed. The change
of the interface between the iGWB and the billing center refers to the change of the
format for the bill files. In a special upgrade, the igwb.ini file must be set again. If the
system status file is not deleted, however, the sequence number of bill file will be
incremented continuously.

A Caution:

o Before a special upgrade, ensure that the billing center can normally fetch bills from the iGWB and all
the bills have been fetched by the billing center. Otherwise, bills might be lost.

o The status file of the system is stored on E:\Statusfile by default. The backup of the status file is stored
on E:\Statusfileb. In a special upgrade, read the installation guide to determine whether to delete the
status file.

4.3.2 Ordinary Upgrade

In an ordinary upgrade, upgrade the standby iGWB server and then the active iGWB
server. Services are not interrupted during the upgrade process.

1) Use the integrated switcher to switch the input and output to the standby iGWB
server.

2) Select [Start/Programs/Administrative Tools/Services]. The [Services] window is
displayed, as shown in Figure 4-1.
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%, Services =] ]
J fction  View |J - -P|
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% Services (Local) %Network DDE DSDM Manages s... Manual I
%NMS Service Skarted Automatic I
%Nortnn Antivirus Client Skarted Aukomatic |
%NT LM Security Support Provider Provides s... Manual I
%Performance Logs and Alerts Configures. .. Maral I
%F‘Iug and Play Manages d... Started Automatic |
%Print Spoaler Loads files ...  Started Autamatic [

fatch Dog Service Autornakic
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%Remnte Access Auko Connection Manager Createsa .., Manual |
%Remnte Access Connection Manager Creates a ... Manual |
%Remnte Procedure Call (RPC) Provides th,.. Started Aukomatic |
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%Remnte Reqistry Service Allows rem...  Started Automatic I
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RunAs Service Enables st...  Started Automatic 1
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%Server Provides R...  Skarted Automatic [l
4 »

Figure 4-1 [Services] window

3)

4)

o)

6)

7)

8)

9)

Right-click the [Process Watch Dog Service] icon. From the shortcut menu, select
[Properties]. The [Process Watch Dog Service Properties] window is displayed.
Click the [Stop] button to stop the service.

Select [Start/Programs/iGateway Bill V200 Server/Stop iGWB]. It is found that
there is no bulb in the status bar.

Back up the original installation files. It is recommended to rename the original
installation directory root for backup purposes. For example, the original
installation directory root is C:\igwb. Rename it to C:\igwbbak.

Refer to Chapter 2 “System Installation” of this manual to install the new version of
the iGWB server. After the installation, replace the igwb.ini file on the installation
directory with the igwb.ini file (in Config\Ini) on the backup directory.

Open the [Process Watch Dog Service Properties] window. (Refer to Steps 2 and
3.) Click the [Start] button to start the Process Watch Dog service. The software
upgrade of the standby iGWB server is completed.

Switch the input and output to the active iGWB server. Repeat Steps 2 to 7 to
upgrade the software of the active iGWB server.

The upgrade is completed. Restart the servers.

4.3.3 Special Upgrade

To conduct a special upgrade, proceed as follows:
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1)

On the bill console, select [Operation/Upgrade]. Confirm the operation to execute
the auxiliary upgrade command.

A Caution:

The upgrade operation can be continued only after the client prompts “Auxiliary Upgrade Complete”.

Otherwise, bills might be lost.

2)

3)

4)

5)

6)

7)

8)

9)

Wait for the billing center to fetch all bills from the active and standby iGWB
servers.

Use the integrated switcher to switch the input and output to the standby iGWB
server.

Stop the Process Watch Dog service and the iGWB system. (Refer to Steps 2 to 4
in section 4.3.2 Ordinary Upgrade.)

Back up the original installation files. (Refer to Step 5 in section 4.3.2 Ordinary
Upgrade.)

Refer to Chapter 2 “System Installation” of this manual to install the new version of
the iGWB server. After the installation of the new version, re-configure the igwb.ini
file on the installation directory (c:\igwb\config\ini by default) according to the
version installation guide. Either, you can modify the igwb.ini file on the backup
directory according to the updates of the version and then replace the igwb.ini file
on the installation directory with it.

Start the Process Watch Dog service. (Refer to Step 7 in section 4.3.2 Ordinary
Upgrade.) The software upgrade of the standby iGWB server is completed.

Start the standby iGWB server, and then select [Operation/Switch] on the CDR
console to switch to the standby iGWB server manually.

Switch the input and output to the active iGWB server. Repeat Steps 2 to 8 to
upgrade the software of the active iGWB server.

10) The upgrade is completed. Restart the servers.

4.4 Troubleshooting

4.4.1 Introduction to Fault Positioning Information

Fault positioning information about the iGWB falls into the following types:

Device maintenance and fault positioning interfaces provided in the design of the
iGWB software, such as trace information, parameter configurations, and log.
Fault positioning measures provided by the operating system, such as
ifconfig/ipconfig, netstat, and ping.

4-7



User Manual
U-SYS iGateway Bill Chapter 4 System Maintenance

I. Fault positioning information provided by the iGWB software

1) Trace information

Trace information plays an important role in positioning a fault. Each piece of trace
information is expressed in the following format:

Trace generation time Module number writing the trace  Trace contents

Trace records are significant debugging information for the running of the system.
Trace is not equal to abnormality. Usually a large number of trace records are
generated when the system is started or shut down. A few trace records are generated
during the system is operating normally.

The iGWB application has four types of processes, namely dual-system process
(cls_proc.exe), kernel process (knl_proc.exe), access point process (ap_proc.exe),
and operation and maintenance process (om_proc.exe). In the actual running, the
dual-system process, kernel process, and operation and maintenance process have
only one respective process instance, but the access point process can start one or
more process instances depending on the parameter configurations. Each process
instance of the iGWB creates a trace file. The following is the format for naming trace
files of the dual-system process, kernel process, and operation and maintenance
process:

ProcessName_trace.txt

For example, the trace file of the operation and maintenance process is named
om_proc_trace.txt.

Because the access point process might have several process instances, the access
point ID is added in the trace file name for identification purposes. The specific format is
as follows:

ap_procAccessPointID_trace.txt
For example, the trace file of the first access point is named ap_proc1_trace.txt.

In addition, the size of each trace file is limited to 6 MB. If the trace file exceeds this limit,
the application changes its extension from “txt” to “tmp”, and then creates a new trace
file.

All trace files of the iGWB are stored in the trace folder on the installation directory
(C:\igwb by default).

2) Configuration information

Because a large number of faults are caused by parameter configuration errors, it is
recommended to analyze both parameter configuration files and trace information.

Configuration information of the iGWB includes parameter configuration information
and bill format configuration information. The parameter configuration information is



User Manual
U-SYS iGateway Bill Chapter 4 System Maintenance

stored in the \config\ini\igwb.ini file on the installation directory. Currently, that is the
only parameter configuration file. The bill format configuration information is stored in
the \config\format on the installation directory.

3) Billfiles

To remove a bill exception of the iGWB, analyze the original bill file and the final bill file.
The original bill files and the final bill files of the iGWB are respectively stored in
D:\Frontsave and E:\Backsave.

4) Log

Log records the operations performed on the device through the maintenance console.

Log is helpful in positioning faults.

Log files are stored in D:\Other\Log. The system creates a log file every day. The
generation date is used as the file name. The characters “log” are used as the
extension of the file. Log file of the iGWB is stored for one month by default. After
expiration, the log file will be deleted automatically.

5) State query
The iGWB provides the state query function to facilitate routine maintenance, but the

function is not very helpful in positioning faults.

On the maintenance terminal, you can query the current running state of the iGWB.
Table 4-5 lists the state available.

Table 4-5 Common running state of the iGWB

State Description

Active and standby nodes 0 represents the active node, and 1 represents the standby node.

Heartbeat state is expressed as “n/m”, in which the denominator m
indicates the total number of the heartbeat links and the numerator n
indicates the number of the currently available heartbeat links. Usually
two heartbeat links are configured, that is, m is equal to 2. If n is equal
to 0, it indicates that the heartbeat is abnormal; otherwise, the
Heartbeat state heartbeat is normal.

Note:

If nis not equal to 0 and m is not equal to n, it indicates that part of the
heartbeat links is faulty. To ensure the reliable running of the system,
check the heartbeat links and recover the faulty link.

The iGWB supports displaying a maximum of two CPU usages. If only

CPU usage one CPU is configured, “-“ is displayed in the place of the second CPU
usage.

The iGWB supports querying the total space and usable space of the
front disk and the back disk, which is expressed as “n/m”. In “n/m”, the
denominator m indicates the total space of the disk in MBs and the
numerator n indicates the usable space of the disk in MBs.

Disk usage
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State Description

The iGWB supports querying the usage of the physical memory, which
is expressed as “n/m”. In “n/m”, the denominator m indicates the total
size of the physical memory in MBs and the numerator n indicates the
usable size of the physical memory in MBs.

Memory usage

To start the state query function, select [Operation/State Query] on the iGWB client. In
the [State Query] window, click the Set Property icon. The [Setting Properties] dialog
box is displayed. Set the [Save Status] to “Open”, and the status information will be
saved in the StatsiInfo.txt file on the installation directory of the maintenance terminal.

Il. Information provided by the operating system

The operating system provides the following information:

1) IP address configuration

To obtain the IP address configuration, run #ipconfig -all.

2) Network connection state

To obtain the current network connection state, run #netstat —na.

To dump the outputs for future reference, run #netstat —na > 20031105.txt. It is

recommended to name the dumping file the operation date. For example, “20031115”
indicates that operation was performed on Nov 15th 2003.

3) System log

To obtain the system log, start the Event Viewer and dump the Application Log and the
System Log, as shown in Figure 4-2.
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_ioix

ElENE

J Action Wiew “ o o= |
Tree I Event Yiewer (Local)
-l ¥ ,_,,_d'j,' Tarie | Type | Description | Size
Application Log t4| Application Log Log Application Error Records 320.0 KB
Security Log Log Security Audit Records 4,0 ME
Swstem Log Log System Error Records 445.0 KB

4]

Figure 4-2 Dumping system log through Event Viewer

4) Process running status
To check whether the processes of the iGWB are running, start the Windows Task

Manager and click the [Processes] tab, as shown in Figure 4-3.
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E windows Task Manager

Wiew  Help

File Cprions

=10l x|

&pplications ~ Processes IPerFDrmancel

Image Mame | PIC | CPLU | CPU Tirne | Mem Usage |ﬂ
winlogon, exe 205 oo 0:00:01 480 K
SEFVICES . Exe 236 oo 0:00:02 5,424 K
lsass, exe 2448 oo :00:00 3,056 K
sychosk, exe 460 oo :00:00 2,724k
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defwatch. exe 634 00 0:00:00 943 K
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Iz, Bxe Foo 0o 0:00:00 1,240 K
TMMNC e e 724 oo 0:00:03 654 k.
rEvscan, exe el oo 0:00:01 5,0e0k
mstask, exe SZg oo :00:00 1,680k
PWDexe a5z o [:00:00 S50 K
rEgQsve, exe 876 oo 0:00:00 636 K
0:00:00
YMnetDHCP. exe 920 o 0:00:00 752K
winat, exe 97e oo 0:00:00 1,272k
winmgrmk.exe 285 oo 0:00:06 185 kK
swchost.exe 1000 a0 0:00:00 3,952 K ;I

End Process |

|F‘ru:u:esses: 35

(CPU Usage: 1%

|Mem Usage: 160472K [ 310716k o

Figure 4-3 Checking process status with Windows Task Manager

O Note:

e On a Windows-based platform, only the cls_proc.exe process is running at the inactive node, and the

cls_proc.exe, knl_proc.exe, om_proc.exe, and ap_proc.exe processes are all running at the active

node.

o In addition to the query of the process existence, query several times and observe whether the
process ID (PID) is changed. That is because the monitor process might frequently start the abnormal
process in the event of abnormality, which causes the PID to increase even though the process exists.

4.4.2 Collection of Fault Positioning Information

Collection of fault positioning information depends on the running of the system and the
type of the fault. The following section presents the required information according to
the type of the fault.
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I. Interface communication fault

This type of fault refers to the faults occurring to the interface between the SoftX3000
and the iGWB or the interface between the iGWB and the billing system. To remove
such a fault, the following information should be provided:

1) Parameter configuration file—igwb.ini

2) All trace files

3) IP address configuration (ipconfig/ifconfig) and network connection state (netstat)
of the operating system

Il. Bill exception

This type of fault refers to the exceptional billing information found when you are
viewing the bills or the billing complaints from subscribers. To remove such a fault, the
following information should be provided:

1) Parameter configuration file—igwb.ini
2) Bill format configuration files (all files in \config\format of the installation directory)
3) Original and final bill files containing the exceptional billing information

Ill. Start failure

This type of fault refers to the various exceptions occurring to the start process of the
iGWB application. To remove such a fault, the following information should be provided:

1) Parameter configuration file—igwb.ini

2) Bill format configuration files (all files in \config\format of the installation directory)
3) All trace files

4) IP address configuration (ifconfig/ipconfig) of the operating system

IV. Hardware fault

Provisioning of the hardware fault positioning system depends on the log function of the
operating system. It is required to dump the Application Log and the System Log in the
Event Viewer and observe whether the hard disk status indicator on the hard disk array
is normal. If the hard disk status indicator is red, it indicates that the hard disk is
damaged.

4.4.3 Common Trace Information and Related Maintenance

During the iGWB is running, some significant running information and fault information
is recorded in the trace files in C:\igwb\Trace.

The common trace information and the related maintenance measures are presented
as follows:

413
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I. Usable front disk space insufficient for the minimum alarming space

Open the C:igwb\Config\igwb.ini file. Check the FrontSaveRootDir and
MinDiskAlarmRoom configuration parameters under the DiskFile configuration item.
Confirm the disk storing the original bills (front disk bills) and the size of the minimum
alarming space. Check the available space of the corresponding disk. If the available
disk space is insufficient, consider to reduce the value of the
DiskFile/DeadLineOfAutoDel configuration item or delete unnecessary bill files.

If they are not configured, the default values for the parameters are D:\Frontsave and
800MB respectively.

Il. Usable back disk space insufficient for the minimum alarming space

Open the C:igwb\Configligwb.ini file. Check the BackSaveRootDir and
MinDiskAlarmRoom configuration parameters under the DiskFile configuration item.
Confirm the disk storing the final bills (back disk bills) and the size of the minimum
alarming space. Check the available space of the corresponding disk. If the available
disk space is insufficient, consider to reduce the value of the
DiskFile/DeadLineOfAutoDel configuration item or delete unnecessary bill files.

If they are not configured, the default values for the parameters are E:\Backsave and
800MB respectively.

lll. Usable backup medium space insufficient for the minimum alarming space

Open the C:\igwb\Config\igwb.ini file. Check the MinBakDeviceRoom parameter under
the NetBackup and BackupTask? configuration items, in which the question mark “?”
represents the specific backup task number. Check the available space of the
corresponding disk. If the available disk space is insufficient, consider to replace the
backup medium.

The default value for the MinBakDeviceRoom parameter is 50 MB.
IV. Usable front disk space insufficient for the minimum switchover space

Open the C:igwb\Config\igwb.ini file. Check the FrontSaveRootDir and
MinDiskHandoverRoom configuration parameters under the DiskFile configuration
item. Confirm the disk storing the original bills (front disk bills) and the size of the
minimum switchover space. Check the available space of the corresponding disk. If the
available disk space is insufficient, consider to reduce the value of the
DiskFile/DeadLineOfAutoDel configuration item or delete unnecessary bill files.

If they are not configured, the default values for the parameters are D:\Frontsave and
400MB of total space respectively.
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V. Usable back disk space insufficient for the minimum switchover space

Open the C:igwb\Configligwb.ini file. Check the BackSaveRootDir and
MinDiskHandoverRoom configuration parameters under the DiskFile configuration
item. Confirm the disk storing the final bills (back disk bills) and the size of the minimum
switchover space. Check the available space of the corresponding disk. If the available
disk space is insufficient, consider to reduce the value of the
DiskFile/DeadLineOfAutoDel configuration item or delete unnecessary bill files.

If they are not configured, the default values for the parameters are E:\Backsave and
400MB respectively.

VI. Access point type, access point type being %d

Open the C:\igwb\Config\igwb.ini file. Check whether the APType parameter under the
AccessPointN configuration item is correct. If not correct, correct the setting of the
parameter.

AccessPointN is the parameter related to a specific access point, in which N is the ID of
the access point in the range of 1 to m and m is the value of the APCount parameter
under the Common item.

APType refers to the type of the access point which must be entered correctly. The
value O represents the C&CO08 switch provided by Huawei. The value 1 represents a
Global System for Mobile Communications (GSM) or Code Division Multiple Access
(CDMA) product. The value 2 represents a signaling transfer point (STP). The value 3
represents a General Packet Radio Service (GPRS) product. The value 4 represents a
Wideband Code Division Multiple Access (WCDMA) product. The value 5 represents a
softswitch product.

VII. Failure of reading IP address from MML server (default value %s)

Open the C:igwb\Config\igwb.ini file. Check whether the LocallpToMMLClient
parameter under the MML configuration item is correct. If not correct, correct the setting
of the parameter.

LocallpToMMLClient refers to the local IP address of the MML server for the connection
to the MML client (the iGWB client), that is, the IP address for the iGWB to connect the
network management system.

VIII. Error code %d returned in socket registration when connecting kernel
process

Probably the kernel process is not running. To check whether the kernel is running,
press <Ctrl + Alt + Del> to display the [Windows Task Manager] window, and click the
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[Processes] tab to see whether the kernel process exists. If the process does not exist,
it is recommended to restart the iGWB server.

IX. Kernel process not running
For the cause and solution, refer to the problem 8.
X. Failure of opening listening port (IP = %s, Port = %d) with error code %d

Open the C:\igwb\Config\igwb.ini file. Check whether the IP address and the port
number of the MML server under the MML configuration item are correct. If not, correct
the settings.

LocallpToMMLClient refers to the local IP address of the MML server for the connection
to the MML client (the iGWB client), that is, the IP address for the iGWB to connect the
network management system.

LocalPortToCM refers to the MML maintenance port of the MML server. It takes the
value of 6000.

LocalPortToAR refers to the MML alarm report port of the MML server. It takes the value
of 6001.

LocalPortToRD refers to the MML debugging port of the MML server. It takes the value
of 6007.

XI. Activation failure of asynchronous resource (resource name %s and
resource type %d)

The asynchronous resource refers to the knl_proc.exe process. In this case, open the
trace\knl_proc_trace.txt file to position the failure. In addition, an activation failure of the
knl_proc.exe process might be caused by its sub-processes (ap_proc.exe and
om_proc.exe), so open the ap_proc_trace.txt and om_proc_trace.txt files for further
positioning purposes. For the specific positioning methods, refer to the problems 1 to
10.

XIl. Dual-system activation failure

Dual-system activation failure is caused by an activation failure of the asynchronous
resource. For the specific methods for positioning an activation failure of the
asynchronous resource, refer to the problem 11.

XIll. Unidentified heartbeat type (%s)

Open the C:\igwb\Config\igwb.ini file. Check whether the Type parameter under the
LinkN configuration item is correct. If not, correct the setting of the parameter.

4-16



User Manual
U-SYS iGateway Bill Chapter 4 System Maintenance

The Type parameter refers to the type of the heartbeat link. It can be set only to “UDP”
or “COM”. UDP represents a private network link. COM represents a serial port link.
Any other settings are incorrect.

XIV. Failure of creating heartbeat link %d (heartbeat name %s and heartbeat
type %d)

Check whether the heartbeat link configurations are correct based on heartbeat name
or heartbeat type. If the heartbeat type is UDP, the Locallp and Peerlp parameters must
be correctly configured. If the heartbeat type is COM, the Port parameter must be
correctly configured.

Such an error is probably caused by the configuration of an inexistent local IP address
or port number.

XV. Interruption of heartbeat link %d (heartbeat name %s and heartbeat type
%d)

According to heartbeat name or heartbeat type, check whether the cable connection of
the network port or serial port used to transmit heartbeat between the dual systems is
normal, whether the IP address setting is correct, and whether the peer end is running.

Such an error occurs probably because the peer is not running.
XVI. Starting to perform failover operation (switchover cause %d)

This piece of information indicates that because the local end of the iGWB becomes
faulty, it must be switched to the peer. Table 4-6 lists the switchover cause codes.

Table 4-6 Switchover cause table

Switchover cause code Explanation

0 Failed to write file, which is probably caused by insufficient disk space.

Insufficient front disk space, which means that the size of the available
1 space of the disk storing the original bills is less than the minimum
switchover space (400MB by default).

Insufficient back disk space, which means that the size of the available
2 space of the disk storing the final bills is less than the minimum
switchover space (400MB by default).

Asynchronous resource failure, which refers to the failure of the knl_proc
3 process. For specific troubleshooting methods, refer to the problem 11
earlier in the trace description.

Activation failure of the cls_proc.exe process, which is probably caused
by an asynchronous resource activation failure or resource creation
failure. Such a failure is positioned according to the specific trace
information.




User Manual
U-SYS iGateway Bill Chapter 4 System Maintenance

Switchover cause code Explanation

Resource failure. Resource failure includes virtual IP resource failure,
5 volume resource failure, and service failure. Refer to the trace
information for the further troubleshooting.

6 Damaged hard disk of the array. Replace the damaged disk.

XVII. Failure of failover operation

Such a fault is probably caused by the faultiness of the local iGWB, in which the local
iGWB detects the interruption of all heartbeats. In addition, such a fault occurs because
of an activation failure when the peer attempts to activate itself upon receipt of the
failover command.

Such a fault is generated by the local iGWB. In this case, confirm that the peer is
running, and remove the faults at the peer.

XVIII. Operation failure at failover response end

Such a fault is caused when the local iGWB attempts to activate itself upon receipt of
the failover command but fails.

Check other specific trace information to position the activation failure.
XIX. Starting to perform handover operation

Generation of this piece of information is caused by the following:

1) The active server is being started.
2) The peer iGWB is faulty, and the local end is deactivated.
3) The local iGWB receives a manual switchover command from the client.

XX. Multiple failed activation attempts at local node and never activatable
unless heartbeat is interrupted

The local end continuously performs activation attempts (three times by default), but all
fail. In this case, the local end stops the activation operation, and enters the
FAILDOWN state. After one hour, the local end restores to the normal state, and starts
the activation operation again. The local end repeats the same until the heartbeat links
are restored to be normal.

4.4.4 Frequently Asked Questions

I. Failure of logging in to bill console

1) Out-of-service iGWB
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When logging in to the bill console, you enter the correct username and password, but
the system prompts “Connect Server Failed, Relogin?” It indicates that the iGWB is not
running or is running abnormally. In this case, start the iGWB and log in again.

2) Network failure

If a network failure occurs when you are operating the bill console, for example, viewing
the bills or logs, the system prompts the corresponding message as shown in
Figure 4-4. In this case, check whether the network is normal, or exit the client and
re-connect again.

IGWB Client x|

‘_\ Metwork portis closed for reading and writing tmeout,
. Flease relogin!

Figure 4-4 Prompt message of bill console in case of a network failure

3) iGWB switchover

If an iGWB switchover happens when you are operating the bill console, the connection
between the client and the server is interrupted. After the switchover, log in again.

Il. Dual-system switchover

If the iGWB is backing up the bill files when a dual-system switchover happens, the bills
stop being backed up. The on-going backup will not continue after the other iGWB
starts.

Because the bill files are stored in the respective hard disk arrays of the active and
standby iGWBs, the bill data will be distributed after the switchover. To avoid that, insert
a new backup medium into the switched iGWB server and back up the bill files that are
generated after the switchover. The bills generated before the switchover continues to
be backed up after the switched iGWB server restarts. It is recommended to number
the backup media in the order of the generation of the bills for identification purposes.

If the stopped backup in the dual-system switchover is an automatic backup, the
automatic backup can also be performed correctly in future. If it is a manual backup, the
appropriate processing measures must be taken to continue the backup.

lll. Incorrect username or password

When you are attempting to log in to the bill console, the system prompts “Log Failed:
Password Error”. In this case, the entered password is not correct. Enter the correct
password.
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When you are attempting to log in to the bill console, the system prompts “Log Failed:
Account does not exist”. In this case, the entered username is not correct. Enter the
correct username.

IV. iGWB shutdown

Select [Start/Programs/iGateway Bill V200 Server/Stop iGateway Bill] on the active
server, and the bulb of the standby server is not on. Restart the active server, but the
bulb of the standby server is still off in five minutes.

This is caused by incorrect operation steps. Before stopping the iGWB, stop the
"Process Watch Dog Service” first. For details, see 4.3.2 2)
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Appendix A iGWB Configuration Instance

You can configure the iGWB running mode to single host or dual system according to
actual requirements. This chapter details the instances for these two configuration
modes.

A Caution:

e We should not manually set the virtual IP addresses of iGWB network adapters directly, which will
cause iGWB software start unsuccessfully;

o Configure the virtual IP address of the iGWB network adapter indirectly by configuring the igwb.ini file.
For details about igwb.ini configuration, see 2.5.2 Modifying Server Software Settings.

e The iGWB reads the igwb.ini file to obtain the information about the virtual IP address to be set, and
automatically adds the virtual IP address to the iGWB network adapter accordingly.

A.1 Configuration for Single-host Mode

This section shows the instance of setting the single-host mode from the aspects of
networking, IP address setting rules and configuration file contents.

A.1.1 Networking Diagram

Figure A-1 shows the networking of the iGWB working in the single-host mode.

Network
MMk agapter2| o Office LAN
«—»  Core LAN Switch 1 [¢——>[F*F* Cfe—>
Softx3000 | iGWB
To BC
5 CoelANSwich0 e »h He—»
Network Network
adapter 0 adapter 3|
BC: Billing Center iGWB: iGateway Bill

Figure A-1 Networking for single-host mode

Figure A-2 shows the location of four network adapters in Figure A-1.
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»  To 1#LAN Switch

Netw ork adapter
1

Network  Network

adapter 2 adapter 3
Netw ork adapter

0

HP server (rear view)

> To 0# LAN Switch

L

To billing center

To Office LAN
Figure A-2 Location of the network adapters

The IDs of the network adapters of the iGWB in Figure A-2 are as follows:

e Network adapter 0: NetcardO to 0# LAN Switch
e Network adapter 1: Netcard1 to 1# LAN Switch
e Network adapter 2: Netcard2 to Office LAN

e Network adapter 3: Netcard3 to Billing System

A.1.2 IP Address Configuration of Network Adapters

When the iGWB operates in the single-host mode, you do not need to configure the
virtual IP for the network adapters.

Table A-1 describes the IP address configuration of network adapters in Figure A-2.

Table A-1 IP address configuration

Network adapter ID Peer device iGWB IP Remarks

Used to communicate
with  SoftX3000 active
plane.

Netcard0 to 0# LAN | To O# LAN Switch. Communicate | 172.20.200.
Switch with SoftX3000 active plane. 1

Used to communicate
with SoftX3000 standby
plane.

Netcard1 to 1# LAN | To 1# LAN Switch. Communicate | 172.30.200.
Switch with SoftX3000 standby plane. 1

Used to connect Office
LAN, communicate with
129.9.1.1 WS. Determine the IP
address according to
actual conditions.

To CDR console and NMS
Netcard2 to Office | interface. Also work as the first
LAN heartbeat path for iGWB dual
system.

Determine  the IP
address according to
actual conditions.

Netcard3 to Billing | To the billing center. Provide the /
Center billing interface.
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A.1.3 Configuration of iGWB

You need to configure an “igwb.ini” file only when the iGWB operates in the single-host
mode,

The content of the “igwb.ini” file is as following:

;Configuration for single running server

;As a configuration template of iIGWB, this INI file supposes iGWB's IP addresses are as follows:

;NIC iGWB

;0 172.20.200.1

i1 172.30.200.1

;2 129.9.1.1

;3 /

[Common]

APCount = 1 ;Accesspoint count

ServerNo =0 ;Server No., 0-Primary, 1-Secondary

NoClusterMode =1 ;Flag of cluster or not, 1-cluster mode, 0-single-host mode

;Configuration of accesspoint 1, which means fix network in general.

[AccessPoint1]

APType =5 ;Accesspoint type, 0-128, 1-MSC, 2-STP, 3-GPRS, 4-WCDMA, 5-SOFTX
APName = X3KF ;Accesspoint name, need no modification

LocallpToEx =172.20.200.1 ;iIGWB's IP to connect SoftX 3000(VirtuallP of Resource2)

LocallpToExBak =172.30.200.1 ;iGWB's secondary IP to connect SoftX 3000 (VirtuallP of Resource3)

BillRecSize =156

BinAlarmSend = 1 ;Flag of sending binary alarm, 0-no, 1-yes
BaselD = 3200 ;Binary alarm base ID
SaveSecond =1 ;Flag of offering the second copy of final bill files, 0-no, 1-yes

MpuWindowSize=300

[MML]

LocallpToMMLClient =129.9.1.1 ;iGWB's IP to connect client(VirtuallP of Resource1)
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A.2 Configuration for Cluster Mode

This section shows the instance of setting the dual system backup mode from the
aspects of networking, IP address setting rules and configuration file contents.

A.2.1 Networking Diagram

Figure A-3 shows the networking of the iGWB working in cluster mode.

Network — Network ]
:Iadapter1 adapterl% To Office LAN

iGWB 1

ToBC

n O
L[ CoeLANSwitth1 | Netw°”‘u Ne‘w°”‘3

SoftX3000 |
| CoreLANSwitch0 | Nefwork  Network

adapter1  adapter2| To Office LAN
| —

iGWB 0
ToBC

[
Network Network

Ladapter 0 adapter 3l

BC: Billing Center iGWB: iGateway Bill

Figure A-3 Networking for cluster mode

Figure A-2 shows the location of four network adapters in Figure A-3.
The IDs of the network adapters of the iGWB in Figure A-2 are as follows:

e Network adapter 0: NetcardO to 0# LAN Switch
e Network adapter 1: Netcard1 to 1# LAN Switch
e Network adapter 2: Netcard2 to Office LAN

e Network adapter 3: Netcard3 to Billing System

A.2.2 IP Address Configuration of Network Adapters

When the iGWB operates in the cluster mode, you need to configure the virtual IP for
the network adapters.

Table A-2 describes the IP address configuration of network adapters in Figure A-3.

Table A-2 IP address configuration

Net""°’:‘Dada'°‘°’ Peer device iGWB 0 IP iGWB1IP | Virtual IP
To O# LAN Switch.
Netcard0 to 0% LAN | o o nicate with the | 130.4.2.1 130.1.2.2 172.20.200.1
Switch )
active plane of the host.
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Network adapter

D Peer device iGWB 0 IP iGWB 1IP Virtual IP

To 2#LAN  Switch.
Netcard1 to 1# LAN | Communicate with the
Switch standby plane of the
host.

130.1.3.1 130.1.3.2 172.30.200.1

To CDR console and
NMS interface. Also
work as the first | 130.1.1.1 130.1.1.2 129.9.1.1
heartbeat path for
iGWB dual system.

Netcard2 to Office
LAN

To the billing center.
Provide the billing | 130.1.4.1 130.14.2- /
interface.

Netcard3 to Billing
Center

Note:

You should define the virtual IP address and subnet mask of network adapter Netcard? to Office LAN
according to actual conditions.

A.2.3 Configuration of iGWB

When the iGWB operates in the cluster mode, you need configure an “igwb.ini” file for
each iGWB server.

The configuration content for the two iGWB severs is different.

. Configuration of the Primary iGWB

The primary iGWB is the primary server of the mutual backup iGWB servers. It is called
“iGWB 0”. The content of its “igwb.ini” file is as following:

;As a configuration template of iIGWB, this INI file supposes iGWB's IP addresses are as follows:

;NIC  iGWBO OriglP iGWB1 OriglP Virtual IP

i 1 130.1.1.1 130.1.1.2 129.9.1.1
;2 130.1.2.1 130.1.2.2 172.20.200.1
;3 130.1.3.1 130.1.3.2 172.30.200.1

;Configuration of primary iGWB(iGWB 0)
[Common]

APCount =1 ;Accesspoint count
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ServerNo =0 ;Server No., 0-Primary, 1-Secondary
NoClusterMode =1 ;Flag of cluster or not, 1-cluster mode, 0-single-host mode

;Configuration of accesspoint 1, which means fix network in general.

[AccessPoint1]

APType =5 ;Accesspoint type, 0-128, 1-MSC, 2-STP, 3-GPRS, 4-WCDMA, 5-SOFTX
APName = X3KF ;Accesspoint name, need no modification

LocallpToEx = 172.20.200.1 ;iIGWB's IP to connect fix network exchange(VirtuallP of Resource2)

LocallpToExBak = 172.30.200.1 ;iGWB's secondary IP to connect fix network exchange(VirtuallP of Resource3)

BillRecSize = 156 ;Original bill record size(Bytes)

BinAlarmSend = 1 ;Flag of sending binary alarm, 0-no, 1-yes

BaselD = 3200 ;Binary alarm base ID

SaveSecond =1 ;Flag of offering the second copy of final bill files, 0-no, 1-yes

MpuWindowSize=300

[MML]

LocallpToMMLClient = 129.9.1.1 ;iGWB's IP to connect client(VirtuallP of Resource1)

[Cluster]

InstallShareDiskArray = 0 ;Flag of using sharing disk array, 0-no, 1-yes
HeartBeatBroken = 300 ;Heartbeat link broken interval(seconds)
HeartBeatCount = 2 ;Heartbeat link count

ResourceCount = 3 ;Resource count

;Configuration of heartbeat link1

[Link1]

Type = UDP ;Heartbeat link type, UDP-private network, COM-serial communication port
Name = UDP_LINK :Heartbeat link name

LocallP =130.1.1.1 ;Local heartbeat IP(IP of local NIC1)

PeerlP = 130.1.1.2 ;Peer heartbeat IP(IP of peer NIC1)

;Configuration of heartbeat link2
[Link2]

Type = COM ;Heartbeat link type, UDP-private network, COM-serial communication port
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Name = COM_LINK

Port =1

;Configuration of resource1
[Resource1]

ResType = IP

ResName = [P_OMC
OrginallP = 130.1.1.1
VirtuallP = 129.9.1.1

VirtualMask = 255.255.0.0

;Configuration of resource2
[Resource?]

ResType = IP

ResName = I[P_PLANE1
OrginallP = 130.1.2.1
VirtuallP = 172.20.200.1
VirtualMask = 255.255.0.0

SwitchGroup = 1
happened

;Configuration of resource3
[Resource3]

ResType = IP

ResName = [P_PLANE2
OrginallP = 130.1.3.1
VirtuallP = 172.30.200.1
VirtualMask = 255.255.0.0

SwitchGroup = 1
happened

;Heartbeat link name

;Port No., 1-COM1, 2-COM2

;resource type, IP-virtual IP

:resource name, to connnect OMC or Client

;original IP, IP of NIC1
:virtual [P

:subnet mask of virtual IP

;resource type, IP-virtual IP
;resource name

;original IP, IP of NIC2
wvirtual IP

:subnet mask of virtual IP

;Only all the resources in the same SwitchGroup No. fail, the switch will be

;resource type, IP-virtual IP
;resource name

;original IP, IP of NIC3
wvirtual IP

:subnet mask of virtual IP

;Only all the resources in the same SwitchGroup No. fail, the switch will be

Il. Configuration of the Secondary iGWB

The secondary iGWB is the secondary server of the mutual backup iGWB servers. It is
called “iGWB 1”. The content of its “igwb.ini” file is as following:
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;Configuration of Secondary iGWB(iGWB 1)
;As a configuration template of iIGWB, this INI file supposes iGWB's IP addresses are as follows:

NIC  iGWBO OriglP iGWB1 OriglP Virtual IP

i1 130.1.1.1 130.1.1.2 129.9.1.1

;2 130.1.2.1 130.1.2.2 172.20.200.1

;3 130.1.3.1 130.1.3.2 172.30.200.1

[Common]

APCount = 1 ;Accesspoint count

ServerNo =1 ;Server No., 0-Primary, 1-Secondary

NoClusterMode =1 ;Flag of cluster or not, 1-cluster mode, 0-single-host mode

;Configuration of accesspoint 1, which means fix network in general.

[AccessPoint1]

APType =5 ;Accesspoint type, 0-128, 1-MSC, 2-STP, 3-GPRS, 4-WCDMA, 5-SOFTX
APName = X3KF ;Accesspoint name, need no modification

LocallpToEx = 172.20.200.1 ;IGWB's IP to connect fix network exchange(VirtuallP of Resource2)

LocallpToExBak = 172.30.200.1 ;iGWB's secondary IP to connect fix network exchange(VirtuallP of Resource3)

BillRecSize = 156 ;Original bill record size(Bytes)

BinAlarmSend = 1 ;Flag of sending binary alarm, 0-no, 1-yes

BaselD = 3200 ;Binary alarm base ID

SaveSecond =1 ;Flag of offering the second copy of final bill files, 0-no, 1-yes

MpuWindowSize=300

[MML]
LocallpToMMLClient = 129.9.1.1 ;iGWB's IP to connect client(VirtuallP of Resource1)

[Cluster]

InstallShareDiskArray = 0 ;Flag of using sharing disk array, 0-no, 1-yes
HeartBeatBroken = 300 ;Heartbeat link broken interval(seconds)
HeartBeatCount = 2 ;Heartbeat link count

ResourceCount =3 :Resource count
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;Configuration of heartbeat link1

[Link1]

Type = UDP

Name = UDP_LINK
LocallP =130.1.1.2

PeerlP = 130.1.1.1

;Configuration of heartbeat link2

[Link2]
Type = COM
Name = COM_LINK

Port=1

;Configuration of resource1
[Resource]

ResType = IP

ResName = IP_OMC
OrginallP = 130.1.1.2
VirtuallP = 129.9.1.1

VirtualMask = 255.255.0.0

;Configuration of resource2
[Resource?]

ResType = IP

ResName = [P_PLANE1
OrginallP = 130.1.2.2
VirtuallP = 172.20.200.1
VirtualMask = 255.255.0.0

SwitchGroup = 1
happened

;Configuration of resource3
[Resource3]

ResType = IP

;Heartbeat link type, UDP-private network, COM-serial communication port
;Heartbeat link name
;Local heartbeat IP(IP of local NIC1)

;Peer heartbeat IP(IP of peer NIC1)

;Heartbeat link type, UDP-private network, COM-serial communication port
;Heartbeat link name

;Port No., 1-COM1, 2-COM2

;resource type, IP-virtual IP

;resource name, to connnect OMC or Client
;original IP, IP of NIC1

virtual IP

:subnet mask of virtual IP

;resource type, IP-virtual IP
;resource name

;original IP, IP of NIC2
:virtual IP

;subnet mask of virtual IP

;Only all the resources in the same SwitchGroup No. fail, the switch will be

;resource type, IP-virtual IP
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ResName = I[P_PLANE2 ;resource name
OrginallP = 130.1.3.2 ;original IP, IP of NIC3
VirtuallP = 172.30.200.1 virtual IP
VirtualMask = 255.255.0.0 :subnet mask of virtual IP
SwitchGroup = 1 ;Only all the resources in the same SwitchGroup No. fail, the switch will be
happened

A.3 Port Usage

The common ports and their functions are listed below.
l. Ports sued by iGWB
Table A-3 lists the ports used by iGWB while iGWB runs normally.

Table A-3 Ports used by iGWB

Port Function
21 FTP server (control channel)
20 FTP server (data channel)
137 NetBIOS name service
138 NetBIOS datagram service
139 NetBIOS session service
161 SNMP
162 162 SNMP

Il. Ports used by application
Table A-4 lists the ports used by the application while iGWB runs normally.

Table A-4 Ports used by the application

Port No. Function Parameters modifii?l;n the configuration
6000 '(I:'l?:n;naintenance port open to the IMML]LocalPortToCM
6001 The alarm port open to the client | [MML]LocalPortToAR
6002 ngn 'fsfh?mge statistics port | 1L ocalPortToPF
6007 Il?:ntdebugging port open {0 the | i 1 ocalPortToRD
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Port No. Function Parameters modlfu;?I ;n the configuration
6010 The parametgr configuration port IMML]LocalPortToCS
open to the client
The synchronization configuration
6099 port open to the NMS [MML]LocalPortToSynConf
6100 The port that IGWBV300 opens o |y 4 o calPortToAlarmBox
the alarm box
9900 The slide window port that | [AccessPoint%d]LocalPortToEx
iIGWBV300 opens to SoftX3000 LocalPortToExBak
The communication port between
9999 . -
internal processes
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Appendix B Software Directory Description

B.1 Disk Directory Structure of iGWB Server

If you select the default directories during iGWB server installation, the directory
structure on the hard disk of the iGWB server is as follows.

I. Structure of iGWB server installation directory

e Directory structure

Table B-1 Directory structure

Path Description
CAIGWR Stores. the process exactable files, all configuration files and
trace files.
C:\iGWB\Config Stores all configuration files of iGWB.
C:\iGWB\Config\alarm Stores all alarm configuration files.
Stores the configurations files for area code and prefix, which
C:\iGWB\Config\area are used for number change in some special cases. Judge
whether to use these files according to actual conditions.
C:\iGWB\Config\format Stores the configuration file of the CDR format being used.
C:\iGWB\Config\ini Stores the parameter configuration file igwb.ini currently.
C:\iGWB\Config\mml Stores the operation command table of iGWB.
CAIGWB\Configiresource Stores Chinese/English resource data, which are used to

support bi-lingual operation interface.

C:\iGWB\Config\specailformat

Stores the configuration files of some special CDR formats.
To use the special format, copy the corresponding
configuration file to the directory C:i\GWB\Config\format.

C:\iGWB\trace

Stores the trace files recording important operation trace
information or fault information during operation of iGWB. For
more information about analysis and maintenance of the trace
fles, see 433 Common Trace Information or Its
Maintenance.

. Main files
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Table B-2 Main files

Path

Description

C:\iGWB\cls_proc.exe

The executable file of the dual system process. For details,
see 1.3 System Software Architecture.

C:\iGWB\ap_proc.exe

The executable file of the access point process. For details,
see 1.3 System Software Architecture.

C:\IGWB\knl_proc.exe

The executable file of the kernel process. For details, see 1.3
System Software Architecture.

C:\iGWB\om_proc.exe

The executable file of the operation maintenance process. For
details, see 1.3 System Software Architecture.

C:\iGWB\Config\alarm\alarmconfig.cf
g

The alarm parameter configuration file. Through this file, you
can se the alarm related parameter, such as severity.

C:\iGWB\Config\area\ area.map

The area code configuration table, which is used for number
change in some special cases.

C:\iGWB\Config\area\ prefix.map

The prefix configuration table, which is used for number
change in some special cases.

C\IGWB\Config\initigwb.ini

The file used to set the important parameters of the system,
such as the system working mode and external interface. For
details, see 2.5.2 Configuring iGWB Server.

C:\iGWB\trace\knl_proc_trace.txt

The trace file of the kernel process.

C:\iGWB\trace\om_proc_trace.xt

The trace file of the operation and maintenance process.

C:\iGWB\trace\cfg_proc_trace.txt

The trace file of the parameter configuration process.

C:\iGWB\trace\ap_procN_trace.txt

The trace file of the access point process. An access point
process may have multiple process instances. Herein, N is
the access point ID.

Il. Structure of CDR storage directory

e Directory structure

Table B-3 Directory structure

Path

Description

d:\frontsave

The original CDRs of iGWB are stored in the d:\frontsave
directory, firstly by access point, for example, X3KF, and then
by date under each access point.
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Path

Description

e:\backsave

The final CDRs of iGWB are stored in the e:\backsave
directory, usually in two copies.

1) The CDRs are stored in the directory of
e:\backsave\access point\path\date, that is, stored by access
point, by path, and then by date.

2) The copies are stored in the directory of
e:\backsave\Second\poinfipath, in a slightly different
structure. That is, the copies are no longer stored by date.
This directory is usually open to the billing center to get CDRs,
and the billing center is required to delete its obtained CDRs
in real time. That's why there are usually no accumulated
CDRs in this directory.

° Main files

Table B-4 Main files

Name and path

Description

d:\frontsave\access
poinf\path\date\b?.bil

SoftX3000 sends a 156-byte CDR to iGWB regularly. Then,
iGWB fills the content of the received CDR into the original
CDR file till the file size exceeds the specified size, usually
3M. Afterwards, the preceding operations repeat for different
original CDR files.

The name of the original CDR file is b?.bil. Herein, the
question mark ? is the serial number of the CDR, numbered
from 0000000001 to 9999999999 by access point. For
example, the file  b0000000009.bil in  the
d:\frontsave\X3KF\20040314 directory is the ninth original
CDR file generated by the access point X3KF on Mar 14,
2004.

e:\backsave\access point\path\date\
b?.dat

iGWB converts the received CDR information and fill it into the
final CDR file while generating the original CDR, till the file
size exceeds the specified size, usually 1M. Afterwards, the
preceding operations repeat for different original CDR files.

The name of the original CDR file is b?.dat. Herein, the
question mark ? is the serial number of the CDR, numbered
from 00000001 to 99999999 by path. For example, the file
b00000009.dat in the e:\backsave\X3KF\detail\20040314
directory is the ninth detailed final CDR file generated by the
access point X3KF on Mar 14, 2004.

Note:

1) For different conversion types, the generated CDR files are
different.

2) In the CDR storage directory, the “access point name”
comes from the [ AccessPoint%d ] /APName setting in the
parameter configuration file igwb.ini.
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Ill. Structure of other common directories

e Directory structure

Table B-5 Directory structure

Path

Description

d:\other

Stores the alarm, log and status files.

d:\other\alam

Stores the history alarm information.

d:\other\log

Store the log files. For the log related operations, see 3.3.3
Log Management.

d:\other\mml

Stores the operator information.

d:\other\perf

Stores the performance status information.

d:\StatusFile

Stores the system status files. Two types of subdirectories
under this directory, one is the subdirectory named as the
access point name, for example X3KF, and the other is the
Status subdirectory.

d:\StatusFile\Status

Stores the system status files that are irrelevant to the
specific access point, for example, the status file of the
backup module and the backup of the front and back disk
status files.

d:\StatusFile\access point

Stores the system status files of the corresponding access
points.

d:\StatusFile\access poinfinetwork

Stores the status files for communication between access
point and host.

d:\StatusFile\access poinf\save

Stores the status files of the front and back disks of the
access point.

e:\ StatusFileB

Stores the backup of the d:\StatusFile directory.

° Main files

Table B-6 Main files

Name and path

Description

d:\other\log\?.log

The log file, with the log generated date as its prefix, for
example, 20040420.log.

d:\StatusFile\Status\backup_status.b
sf

The status file of the backup module.

d:\StatusFile\access
poinfinetwork\status.dat

The status file for communication between the access point
and host.

d:\StatusFile\access poinfisave\
X3KF_FS_MAIN.stf

The status file of the front disk of the access point, for
example, X3KF_FS_MAIN.stf is the front disk status file of
the access point X3KF.
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Name and path Description

The status file of the back disk of the access point. Herein,
d:\StatusFile\access poinfisave\ | the question mark ? is the path number. For example,
X3KF_BS_?_MAIN.stf X3KF_BS_00_MAIN.stf is the back disk status file of path 0
of the access point X3KF.

B.2 Structure of Client Software Directory

The default installation directory of the iGWB client is c:\igwb_Client where the
subdirectory Bin and Data exist. Herein, the Bin subdirectory stores the executable files
and dynamic link files, and the Data subdirectory stores the client data files and help
files.

e Directory structure files

Table B-7 Structure of the client installation directory

Path Description
C:\IGWB_Client\bin Stores the executable files and dynamic link files.
C:\iGWB_Client\data Stores the client data files and help files.

. Main files

Table B-8 Main files

Path Description

The client parameter configuration file. Usually, you do not
C:\WINNT\UICONFIG.ini need to modify the configuration of the maintenance and
debugging ports of the client manually.

The executable file of the CDR console. This file can be

C:\iGWB_Client\bin\Frame.exe .
directly run.
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Appendix C Acronyms and Abbreviations

Abbreviation Full name
A
AP Access Point
B
BAM Back Administration Module
BIOS Basic Input/Output System
BS Billing System
BC Billing Center
C
CDR Call Detail Record
F
FE Fast Ethernet
FTAM File Transfer Access Management
FTP File Transfer Protocol
G
GMT Greenwich Mean Time
I
iGWB iGateway Bill
IP Internet Protocol
L
LCD Liquid Crystal Display
LED Light Emitting Diode
LAN Local Area Network
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Abbreviation Full name
M
MAC Media Access Control
MML Man Machine Language
MSC Mobile Switching Center
MTBF Mean Time Between Failure
MTTR Mean Time to Repair
N
NSAP Network layer Service Access Point
o
OoMC Operation & Maintenance Center
P
PCI Peripheral Component Interconnect
PSAP Presentation layer Service Access Point
Q
QoS Quality of Service
R
RAID Redundant Arrays of Inexpensive Disks
S
SCSI Small Computer Systems Interface
SMUI System Management Unit
STP Signaling Transfer Point
T
TCP Transfer Control Protocol
TSAP Transport layer Service Access Point
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Abbreviation

Full name

ubpP

User Datagram Protocol
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