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Important User Information

Solid state equipment has operational characteristics differing from those of
electromechanical equipment. Safety Guidelines for the Application,

Installation and Maintenance of Solid State Controls (Publication SGI-1.1

available from your local Rockwell Automation sales office or online at
http://www.ab.com/manuals/gi) describes some important differences
between solid state equipment and hard-wired electromechanical devices.
Because of this difference, and also because of the wide variety of uses for
solid state equipment, all persons responsible for applying this equipment
must satisfy themselves that each intended application of this equipment is
acceptable.

In no event will Rockwell Automation, Inc. be responsible or liable for
indirect or consequential damages resulting from the use or application of
this equipment.

The examples and diagrams in this manual are included solely for illustrative
purposes. Because of the many variables and requirements associated with
any particular installation, Rockwell Automation, Inc. cannot assume
responsibility or liability for actual use based on the examples and diagrams.

No patent liability is assumed by Rockwell Automation, Inc. with respect to
use of information, circuits, equipment, or software described in this manual.

Reproduction of the contents of this manual, in whole or in part, without
written permission of Rockwell Automation, Inc. is prohibited.

Throughout this manual we use notes to make you aware of safety
considerations.

Identifies information about practices or circumstances
that can cause an explosion in a hazardous environment,
which may lead to personal injury or death, property
damage, or economic loss.

IMPORTANT Iden.tifie.s information that i§ critical for successful
application and understanding of the product.

Identifies information about practices or circumstances
that can lead to personal injury or death, property
damage, or economic loss. Attentions help you:

ATTENTION

¢ identify a hazard

ol

e avoid a hazard
e recognize the consequence

GuardPLC is a trademark of Rockwell Automation.
Modbus is a registered trademark of Schneider Automation, Inc.
DeviceNet is a trademark of Open DeviceNet Vendor Association.

All other trademarks are the property of their respective holders and are hereby acknowledged.



Summary of Changes

The information below summarizes the changes to this manual since
the last publication.

To help you find new and updated information in this release of the
manual, we have included change bars as shown to the right of this
paragraph.

Programming and configuration procedures and examples have been
removed from the GuardPLC Controller Systems User Manual,
publication 1753-UMO001 and assembled in this programming manual.
In addition, new and updated information has been provided as
described in the table below.

For Information About See

The hardware, installation, wiring, and communications the GuardPLC Controller
information for GuardPLC controllers and distributed |/0 Systems User Manual,
modules publication 1753-UM001
The purpose of this manual page P-1

Related publications pages P-1 and P-2
What to do if communication to a new controller fails page 1-22

Connecting to GuardPLC distributed I/0 modules Chapter 2
Understanding the Signal Editor page 3-5

Connecting distributed 1/0 module signals page 3-10

Connecting analog signals page 3-10

Connecting high-speed counter signals page 3-11

Recovering from a FAILURE_STOP page 4-2

Archiving and restoring projects Chapter 7

Valid data types for variables page 8-4

Programming software versions, compatibility, and firmware | Appendix A

upgrades

Converting projects developed in different software versions | page A-5

Creating time-based variables Appendix C
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Preface

Who Should Use This
Manual

Purpose of this Manual

Related Documentation

Use this manual if you are responsible for programming, or
troubleshooting control systems that use GuardPLC controllers.

Personnel responsible for installation, programming, operation, and
troubleshooting of safety-related controllers must be familiar with
relevant safety standards for Programmable Electronic Systems (PES).

The manual provides procedural information on programming your
controller system, including information on establishing
communication between your programming terminal and the
GuardPLC controller, creating a GuardPLC project, adding GuardPLC
distributed 1/O to your project, and creating user-defined function
blocks.

For information on installing, configuring, operating, and monitoring
the status of your GuardPLC controller system, refer to the GuardPLC
Controller Systems User Manual, publication number 1753-UMO001.

This manual does not provide information on SIL 3 or Cat. 4 safety
application requirements. For detailed information on the safety policy
regarding GuardPLC controllers, including information on the
controller’s central functions, input and output channels, operating
system, application program safety and regulations for use, refer to the
GuardPLC Controller Systems Safety Reference Manual, publication
number 1753-RM002.

The table on the following page lists documents that contain
additional information concerning Rockwell Automation GuardPLC
products.

If you would like a manual, you can:

e download a free electronic version from the internet at
www.rockwellautomation.com/literature.

e purchase a printed manual by contacting your local
Allen-Bradley distributor or Rockwell Automation sales office.
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For Read this Document Document
Number

In-depth information on the safety concept of GuardPLC GuardPLC Controller Systems Safety Reference 1753-RM002

controller systems, including the DeviceNet Safety Scanner for | Manual

GuardPLC Controllers.

Information on installing, configuring, operating, and GuardPLC Controller Systems User Manual 1753-UM001

monitoring the status of your GuardPLC controller system.

Information on installing, configuring, and operating a DeviceNet Safety Scanner for GuardPLC Controllers | 1753-UM002

DeviceNet Safety Scanner in a GuardPLC application.

User Manual

Information on operating 1791DS DeviceNet Safety I/0
Modules

DeviceNet Safety 1/0 User Manual

1791DS-UM001

Information on using Certified Function Blocks in your GuardPLC | GuardPLC Certified Function Blocks Safety Reference | 1753-RM001
safety application. Manual

In-depth information on grounding and wiring Allen-Bradley Industrial Automation Wiring and Grounding 1770-4.1
programmable controllers Guidelines

A description of important differences between solid-state Application Considerations for Solid-State Controls | SGI-1.1

programmable controller products and hard-wired
electromechanical devices

An article on wire sizes and types for grounding electrical
equipment

National Electrical Code - Published by the National Fire Protection

Association of Boston, MA.

A glossary of industrial automation terms and abbreviations

Allen-Bradley Industrial Automation Glossary

AG-7.1
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Chapter 1

In This Chapter

Connect to the Controller
via RSLogix Guard PLUS!
Software

Connect to the GuardPLC Controller

For information about See page
connecting to the controller via RSLogix Guard PLUS 1-1
going online with the GuardPLC controller 1-5
configuring the programming terminal 1-19
login dialog 1-20
determining the IP address and SRS of the controller 1-21
changing the SRS of the controller 1-22
changing the IP address of the controller 1-23

You connect the controller to the programming terminal via an
Ethernet port on the controller. The programming terminal must have
an Ethernet port or Ethernet communication card.

To directly connect the programming terminal to the controller, use a
cross-over Ethernet cable. The GuardPLC 1600 and 1800 controllers
feature auto-sensing ports so that a cross-over or straight-thru cable
may be used.

Connect to a GuardPLC 1200 Controller

oo I@I®I®I®I®l®l®
RlsESSREELE]

1754-128888

Ethernet port
(on the bottom of the controller)
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1-2 Connect to the GuardPLC Controller

Connect to a GuardPLC 1600 or 1800 Controller

Ethernet Ports 3 and 4

:::::

GuardPLC Ethernet
10/100 BaseT
e 12

Ethernet Ports 1 and 2

Connect to a GuardPLC 2000 Controller

[ON@)

Tx COL

Ethernet port

10/100 Base T

GuardPLC Controller Factory Default Settings

Parameter Setting

IP Address 192.168.0.99
Subnet Mask 255.255.252.0
SRS 60000

(1) The SRS code is compiled with the program. It guarantees that the program can only be
downloaded to a GuardPLC controller with a matching SRS stored in non-volatile memory.

Understand Ethernet Addressing

As with any connection between devices on Ethernet, the IP address
and subnet mask determine if the connection can take place. Every
device on Ethernet has an IP address and subnet mask.

The IP address and subnet mask are made up of four (4) octets
(001.002.003.004) The IP address is made up of the Network ID
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Connect to the GuardPLC Controller 1-3

(octets 001 and 002) and the Host ID (octets 003 and 004). The
Network ID portion of the IP address is derived from the subnet mask.

When any two devices attempt to talk on Ethernet, a check is made to
see if the Network ID of both the originator and the destination
address match. If they match, then the message is sent on the local
network. If they do not match, then the message is sent to the
Gateway to route the message to the destination. The subnet masks of
all the devices on a local network should be the same.

The example below illustrates how to derive the Network ID based on
the GuardPLC controller’s IP address and subnet mask defaults.

EXAMPLE Determine the Network ID

Default Settings:

IP Address 192.168.0.99
Subnet Mask 255.255.252.0
Network ID

11000000 . 10101000 . 00000000 . 01100011
11111111 . 11111111 . 11111100 . 00000000
11000000 . 10101000 . 000000XX . XXXXXXXX

Set up the programming terminal’s IP address so that it has the same Network ID as
the GuardPLC controller. Octets one and two have to be the same because the
subnet mask octets are 255. The third subnet mask octet is 252, which means that
only the last two bits can be different.

If the factory default settings above are used, the allowable IP addresses for the
programming terminal running RSLogix Guard PLUS! software are:

e 192.168.0.xxx (xxx represents any value between 000-255)

® 192.168.1.xxx

® 192.168.2.xxx

® 192.168.3.xxx

Configure the IP Address of Your Programming Terminal

I gl [he first ime you connect to a controller, you must
use the factory-set IP address of 192.168.0.99 and the

default SRS of 60000. After you establish
communications with the controller (using the steps
on the following pages), you can change the IP
address and SRS to better accommodate your
Ethernet network.
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1-4 Connect to the GuardPLC Controller

General

r Cannection
Status:
Duratici
Speed:

Local Area Connection Status

Change the IP address of your programming terminal running RSLogix
Guard PLUS! software so that the GuardPLC controller and
programming terminal can communicate on a local network.

TIP

If you suspect the GuardPLC controller has the

factory-set default IP address of 192.168.0.99 and the
default subnet mask of 255.255.252.0, set your
programming terminal’s IP address to 192.168.0.98
with a subnet of 255.255.252.0 to establish

communications.

To change the IP address:

1. In Windows 2000, choose Start>Setting >Control Panel>Network

and Dial-up Connections.

2. Open Local Area Connections and click Properties. Select TCPIP

and click Properties.

3. Set the General TCP/IP Properties as shown below.

21|

Local Area Connection Properties

General |

Connect using,

At

Packets:

i
Sent ——
en| T

BA0 |

I Lonfigure

Compaonents checked are uzed by this connection:

. Client for Micrasoft Networks

“Broperties

Disable

ile and Printer Sharing for Microzoft Networks
TCP/P)

Intemet

Install Uninstall Properties

— Description
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Tranzmission Control Protocol/|ntemet Protocol. The default
wide area network protocal that provides communication
across diverse interconnected networks.

¥ Show icon in taskbar when connected

Ok |

LCant

J
Internet Protocol (TCP/IP) Properties

2=

21x|

| 3Cam 30920 Intearated Fast Ethernet Contraller [3C305C  General |

‘f'ou can get IP seltings asszigned automatically if your network supports
this capability. Otherwise, you need to ask vour network administrator far
the appropriate IP zettings.

" Dbtain an IP address automatically

¥ Use the following IP address:

1P address: 192 168 . 0O . 98
Subnet mask. lm
Default gateway: l—
| Obtain DNG server address automatically

—{% Use the following DNS server addresses ————————————————
Prefenned DMS server: l—
Alternate DNS server: l—

Advanced...

Cancel

4. Confirm your settings by clicking OK in both dialog boxes.
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Go Online with the
GuardPLC Controller

The following flowchart illustrates the steps required to successfully
go online with the GuardPLC controller.

Step 1: Open RSLogix
Guard PLUS!

!

Step 2: Create a New

Notes:

(1) Assume correct SRS was entered in Step 3.

(2) The controller reverts back to its prior settings if it is
not re-configured before the next power cycle.

(3) If the controller was previously running and the SRS
was changed in Step 5, or if the controller is new
(out-of-box), the only way to clear the FAULT is to
download a program with a matching SRS.

Project

A

Step 3: Configure the
controller type and SRS

GuardPLC 1200 and GuardPLC 2000
controllers.

NO | Step12:Fault Recovery
after Reset.

Do you already know
settings?

Step 8: Change
Controller Mode to

STOP

Step 4: Communication
Settings

communication
settings read IP/SRS
successfully?

YES

Do you
Wwant to change these
settings in the
controller?

Is the

Step 6: Mo

ve Settings

into Offline Project

controller in RUN
mode?

Yy

4

Step 7: Connect to
Controller Using
Control Panel

A

Step 5: Change

A

Are you online with
the correct settings?

Settings via MAC
Address

I
I
|
I
|
I
|
I
|
I
|
I
|
|

Is the
FAULT LED
{luminated?

I

Step 9: Reset Controller
Default Settings @

A

NO

think you know the
controller settings?

Step 10: Ping the
Controller

Ping successful?

Step 11: Configure
Controller IP

Address )

The steps are described in detail in the following sections.

—_ — —_— — e — e — e —_— —
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Step 1: Open RSLogix Guard PLUS! Software

) RSLogix Guard PLUS Project Management
Project Cbject Edt Window TIools Help

=T

Choose Start>Programs>RSLogix Guard PLUS>RSLogixGuardPLUS.

Dlel=| = Blm®| 4] B & &

POU | TYPE
PROJ

Ertor-state viwer |

Date/Time_/ [ Level [ Ten

i Page name|

Page no-, Pos:

Step 2: Create a New Project

Open an existing project or create a new project that contains a
GuardPLC controller.

1. To create a new project, choose Project>New from the main

menu or click the New icon.

2. Enter the name of the project in the Object Name field.

i New Project

=10l x|

IE:\Program Filez4RSLogix Guard PLUSSPROJECT \Onlinelab

-E2 NetMeetir;l
-0 Metscape
-1 Outlook E
-2 QuickTirm
-1 Real )
-1 Rockwell
-1 RSLogixC
E|{:| R5Logis C
[ Ac:c:;? hd

FirstProject

Object name: IDnIineLab

QK I Qancell

Help |

3. Click OK.
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The RSLogix Guard PLUS! Hardware Management window opens.
Both the Project Management and Hardware Management windows
are normally open when running RSLogix Guard PLUS! software.

ERSLogix Guard PLUS Hardware Management = | EIIEI
Project Edit Signals Online Windows Help
E- 'E= Orilinelab
-- Al Configuration
E----gF'logramming Terminal

e — = =
03/25/2004 15:11:15.391. Info: help.dll, Wersion: 4.0.26 RSLogix Guard PLUS English ;I
03/25/2004 15:11:15.401. Info: revisuals.dll, Version: 4.0.26 RSLogix Guard PLUS

03/25/2004 L4071, Info: diagtext.dll, Yersion: 4.0.26 RSLogix Guard PLUS English J
03/25/2004 15: L4071, Info: oemeettings. dil, Version: 4.0.28 RSLogix Guard PLUS

03/25/2004 15:11:

.854, Info: Set Logging to directory 'C:\Program Files\RSLogix Guard PLUSAPROJECT O nlinelab 2Pz 3log’ j

Step 3: Configure the Controller Type and SRS

To go online, you must specify the controller type and change the
default SRS. The software defaults to an SRS of zero (0), which is the
only illegal SRS value. To accept the controller type, the SRS must be

changed to a value between 20 and 65535.

1. Expand the project tree in the Hardware Management window
until [0] Resource is visible.

ERSLogiH Guard PLUS Hardware Management - |EI|1|
Project Edit Signals Online Windows Help
(-8 OnlineLab

- A Configuration

; - E [0] Resource

E----QF'rogramming Terminal

03/08/2004 19:31:30.156, Info: Set Logging to directory 'C:\Program Files\RSLogix Guard
FLUSYPROJECT OnlineLab. L2P4z3log’ for project 'C:\Program Files\RSLogis Guard
PLUS4PROJECT Onlinelab.L2F".

Ll v

2. Right-click [0] Resource and choose Properties.

(1) The programming terminal defaults to 1.
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1-8 Connect to the GuardPLC Controller

3. Specify the controller type and enter an SRS of 60000.

You must use the default SRS of 60000 the first time you connect
to a GuardPLC controller.

|EIRSLogix Guard PLUS Hardware Management =101x]
Project Edit Signals Online windows Help

- T OnlineLab ‘Configuration;/Resaurce
- Configuration
Bl [0] Rescuree Type [ GuardPLC 1800
{3 Programming Teminal Name [Resaurce
System 1D [SAS] [eno00
Safety Tirne [ms] [100
watchdog Time [ms] [50
Main Enable I
Autostart =
Start/Restart alowed v
Loading allowed i
Test Mode allawed =
Online Test sllowed =
Forcing allowed =
Stop on Force Timeout [
ek, Com Time Slics [ms] [10
Cods Generation Version [3
Ok | LCancel | Apply
[03708/200 19.31 28,664, Info. cemeetings dl, Version, 4.0.25 AELogk Guard FLUS |
03/08/2004 19:31:30.156, Info: Set Logaing to directory C:\Program Files\RSLogix Guard PLUS\PROJECT\OrlineLsb L2PAc3log for project T:\Progiam
Files\RSLogix Guard PLUS\PROJECT\OrlineLab L2P 21

4. Click OK.

The Hardware Management window appears as shown below.
Notice that the SRS has changed to 60000.

1E505t0gox Guord PLUS Hardware Management S LT
Project Edit Signals ©nline Windows Help
=2 f:DnIineLab
[=I- 4 Configuration
- B [B0000] Resource
gProglammmg Termninal

03/26/2004 08:29:28.295, Info: oemsettings. dll, Version: 4.0.26 RSLogix Guard PLUS
03/26/2004 08:29:29.807, Info: Set Logging to directory 'C:\Program Files\R 5 Logix Guard
PLUSYPROJECT Onlinelab.L2P4e3log’ for project ‘C:A\Program Files\RSLogix Guard PLUSAPROJECT \0nlineLab, L2F".

el ]
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Step 4: Get Communication Settings

1. Choose Online>Communication Settings from the pull-down

menu.
ZIRSLogix Guard PLUS Hardware Management N | 5]
Project Edit Signals Online Windows Help
BS T =
£} A Configuration
Rl (60000 s Aekdross PES using
{3 Progiamming Terminal MAC Addhess 00 -8 -al- | - - L‘
~fuldress FES using.
P fuddress " .0 0.0
System Flack E B ot
s o
P biddress 192 165 . D . @ Fastory Saitings
Subnet Mask EREERE  Project
Default Gateway a 1] o 1]
System Rack El
SetvishaC | Setvialp | caeel | Hep |
(570572004 19.31-26. 564, Ino, oemsettings.dl, wersion &0 25 NoLogh Gusid PLUIG B
03/08/2004 18.31:30.156; Infa: St Logging to diectary T-\Pragram Flles\RSLogis Guard PLUSAPROJECTA0nineL.ab L2P\c3ag for praject C:AProgram
Files\R5Logis G usrd PLUISYPROJECT {OnlneL sb.L2F"

2. Enter the last three elements of the MAC address into the MAC
Address field and click Get.

The MAC address is on the sticker on the side of a GuardPLC
1200 controller, on the label positioned over both lower RJ-45
connections on GuardPLC 1600/1800 controllers and 1/O, or on
the front bezel of the AB-CPU module of a GuardPLC 2000
controller.

The IP address and SRS of the GuardPLC controller should
appear in the Address PES using... fields.

TR 5Login Guard PLUS Hardware Management: I B [ 5]
Project Edt Signals Orline Windows Help
=T OniireLab =10l
- A Configuration
L Rlieooon) Ressres Adhess PES using
- [B Progamiming Terminl MAC Addisss 00 - 6D - a1 - 00 - Te - 02 G
~Addiess PES using.
IF Address 12168 0 . 9
System Rack 50000 0 Gt
o .
1P Address 12168 0 . 9§ Factory Seltings
Subnt Mask % %5 k2 0 > Projeot
Default Gateway a 1] o 1]
System Rack El
SetvishaC | Setvialp | caeel | Hep |
(370072004 15 31-28 504, Ifo. cemoetings.dl, Version: &0.26 5 Logi Guaid FLUS =l
IU3/08/2004 19:37: 30158, Irfo: Set Leaging to cirecleny T+\Pragram Fles\RSLoghs Guerd PLUSYPROJECT WDnineLat, L2PA=og for project T:\Pragram
Files\RELogi Buard PLUS\PROJECT\GrineL ab.LoP" =
TIP If communication fails, you may need to

disable your fire wall or security settings.
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Step 5: Change Settings via MAC Address

1. Enter desired settings for the IP and SRS in the Communication
Settings fields indicated by the arrows below.

|2 |RSLogix Guard PLUS Hardware Management i

Project Edit Signals Online Windows Help

[=] rlinslab Communication Settings [Resource] . [l )

- 5 (0001 s ’—Address PES using...
e [ Distributsd 111 MAC Address 00 - el - a1 - 00 - Te - 02 Get
[ Protosols
fETypelnstance ~Address PES using...
- ) GuardPLE 1800 1P Addiess 192 168 . 0 . 99
{9 Programming T erminal

System Rack 60000 1} Get

- Communication Setting:

1P Addiess 19 188 . 0 100 m
Submet Mask R > Project

Detault Gateway o o 1} 1}

System.Rack 10d 0

Set via MAC | Set via IP |

03/25/2004 15:11:15.391, Infa: help.dll, Yersion: 4.0.25 ASLogix Guard PLUS Engish =l
03/25/2004 15:11:15.401. Info: tvisuals.dll, Version: 4.0.26 RS Logix Guard PLUS

03/25/2004 15:11:15.401. Info: diagtest, dl, Version: 4.0.26 RSLogix Guard PLUS Engiish N
03/25/2004 15:11:15.401, Info: oemsettings.dl, Version: 4.0.26 RSLogix Guard PLUS
03/25/2004 1511116854, Info: Set Logaing to directory 'C:4Program FilsshASLogix Guard PLUSAPROJECTAOnlineLab L2P4e3log' for project |

Click the Set via MAC button.

N

3. Enter the default username ‘Administrator’ in the Authentication
window, as shown below.

Enuthentication _-j:: LI
Uszer name IAdministratod
Passward I

QK I Cancel Help

4. Click OK.
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The TP address and SRS should have changed. A prompt appears at
the bottom of the window and the settings in the middle fields

change.

ERELngix Guard PLUS Hardware Management
Project Edit Signals ©nline Windows Help
= & OnlireLab

= 4 Configuration

Communication Settings [Resource]

=g [E0000] Alssource —Address PES using...

System.Rack

... ] Distributed 1/0 MAC Address Joo - en - a1 -0 te 02 Gt
[ Protocols
= :T}lpelmslamca —&ddress PES uging...
- [I0] GuardPLC 1600 IP Address 152, 188 . 0 . 100
e gProglammmg Termninal

—Communication Setting:

Default Gatewsy

System.Rack

IP Address 192 . 168 o 100 Factory Settings
Subnet Mask 286 285 22 .0 -» Project

Set via MAC |

Setvialp |

Cancel | Help

~1ojx]

'C:\Program Files\R S Logix Guard PLUS\PROJECT \OnlineLab. L2P".
03/25/2004 15:47:17 527, Info: Processing command. Please wait..
03/25/2004 15:47:18.629, Info: Communication settings successfully changed.

013/25/2004 15:11-16.854, Infor Set Logaing to directory C:\Program Files\ASLogix Guard PLUSYPROJE CTA0nlinelsb.L2Phe3liog for project

-

Step 6: Move the Settings Into You

r Offline Project

If you wish to connect using the current GuardPLC controller settings,
move the settings into your offline project.

1. Left-click -> Project.

|2 |RSLogix Guard PLUS Hardware Management i
Communication Settings [Resource] . [l )

Project Edit Zionals Online windows Help
OriineLab
- 4 Configuration

I [T

- b5 [BU000] Flsource Address PES using...
- (9 Programming T erminal MAC Address

00 - e - &1 - 00 - 1 - 02 Get

~Address PES using...

IP Address

System.Fiack

60000 1} Get

192 188 . 0 3

- Communication Setting:

IP Address
Subnet Mask
Detault Gateway

Spstem.Rack

192 188 0 .o

60000 1}

Factory Settings

285 .286 .22, 0 -» Project

o o 1} 1}

Set via MAC |

St via IP |

03/08/2004 19:31:28 584, Into: oemsettings dil, Yersion: 4.0.26 HELDQ\K Guard PLUS

Files\RSLagix Guard PLUS\PROJECT \Onlinelab L2P"

03/02/2004 19:31:30.156. Info: Set Logging to directory 'C:A\Program Files\RSLogix Guard PLUS\PRIOJECTAOnlineLab L2P%e3log' for project 'T:\Program
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2. Make sure Resource is selected in the Resource Selection
window and click OK.

7 |Resource Selection ‘ x|

[ Onlinelab

akK I Cancel Help

3. Click Yes.
‘Write metwork settings ko project?
This will overwrite the current settings.

es | Mo I

This moves the IP address and SRS of the GuardPLC controller to your
offline project and overwrites the existing values. These new values
are used in the login screen to connect with the GuardPLC controller.

Step 7: Use the Control Panel to Connect to the GuardPLC
Controller

1. Right-click [60000] Resource.
2. Choose Online>Control Panel.

3. Type [Ctrll+[A] to fill in the default Username, Password, and
Access Type in the Login Window.

: x|
COMIF  [len Bl
IPaddess [ 132 . 188 . ©0 . 99
System. Rack I 2 I 1}

Uszer name IAdministratod

Passward I

Access type I Adminigtratar LI

QK I Cancel | Help |

4. Click OK.
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The Control Panel Online indicator will be GREEN if the controller is
in RUN Mode. The Online indicator may also be yellow, white, or red
based on its current state.

|7 |RSLogix Guard PLUS Hardware Management e P [ 5
Project Edit Signals Online Windows Help
=) T8 OnlineLab Control Panel [ Resource ] =10l x|

PADT Resource Communication TeskMode Extra Help
Z 7y mEl»

Resource Stats | Safety Parameters | Statistios | PP State | Distibuted 140 | HH State | E4[»

8 Programming Terminal

CFU State AUN
COM State RUN
Program Name Typelnstance
Frogiam State RUN
Faulty 10 Modules 0

Farce Stale Forcing disabled
Femaining Force Time [¢] 0

IF 70 [online [Administrator

130872004 195959 564, Irfo: | Fesource | Settings wers witten o the project |

03/08/2004 20:02:07.188, Info: [ Resource | Offline.

03/08/2004 20:03:10.829, Infor [ Resource | Resource grants administrator access for user Administiator j
TIP If you are successfully online with the GuardPLC

controller and in RUN mode (Green Online indicator
as shown above), you do not need to continue with
the steps 8 through 12. However, if you are not
online and in RUN mode, consult the flowchart on
page 1-5, and perform the appropriate steps.
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Step 8: Change the Controller to STOP Mode

To change the controller to STOP mode, choose Resource>Stop from

the Control Panel or use

the Stop icon.

When in STOP Mode, the Control Panel appears as follows:

[EIR5Logix Guard PLUS Hardware Management B 1ol

Broject Edit Sgnals Online Windows Help

=- & OnlineLab “Control Panel [ Resource ] =10l x|
& AEFigu'ation PADT Resource Communication TestMade Extra Help
- &l [50000] Resource =
2 | 13
[IDistibuted 170 2| Lol
IPratocols Riesouice State ISafely Parameters | Statistics | P2P State | Distibuted 14D | HH <[ »
IEF Tupelnstance
IB(0] GuardPLE 1800
18 Programming Terminal
CFU Siate STOF /VALID CONFIGURATION
COM State STOP /WALID CONFIGURATION
Frogiam Name Typelnstance
Program State STOP
Fauly 10 Modules [
Force State Forcing disabled
Fiemaining Force Time [5] [
[F /0 fonline Jadministratar
013/25/2004 15.47.18.623, Info: Communication setiings successfully changed. =]
03/25/2004 16:10:09.192, Info: Processing command. Please wait
(03/25/2004 16:10:10.414, Infor: Communication settings successfully changed.
03/25/2004 16-10:20 490, Info: [ Resource | Fesource qiants adminishator access for user ‘Administiator :I

Close the Control Panel.

Step 9: Reset the Controller to the Default Settings

In some cases, you may

have to reset the GuardPLC controller to its

default IP address and SRS.

GuardPLC 1600 and 1800 controllers have a Reset button that is
accessible via a small hole directly to the right of the Ethernet ports on
top of the controller. The Reset button returns the IP address, SRS and

Password settings to:

Parameter Setting

IP Address 192.168.0.99
SRS 60000
Username Administrator
Password [none]
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To reset the controller:

1. Hold down the Reset button, then power cycle the GuardPLC
controller.

2. Continue to hold down the Reset button until the PROG led
stops flashing.

At the next power cycle, the settings will revert back to the last
configured settings. These could be the settings in place prior to the
Reset operation, if you did not reconfigure them after resetting the
controller.

Step 10: Ping the Controller

Use the Start menu to open the RSLogix Guard PLUS! Command
Prompt.

1. Choose Start>Programs>RSLogix Guard PLUS>RSLogix Guard
PLUS Command Prompt.

2. Run IPCONFIG at the DOS Command prompt to verify your
computer’s IP address. It must be on the same local network as
the GuardPLC controller.

[ | select Command Prompt

Microsoft Windows 2088 [Version 5.88.2195%1
{C» Copyright 1985-280808 MHicrosoft Corp.

IC:“>ipconfig
Hindows 2888 IP Configuration

Ethernet adapter Local firea Connection:

Cunnsctiun—specific DHE Suffix

I i 192.168.8.98
: 255.255.255.9
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3. Ping the GuardPLC controller using the command shown at the
C:\> below. If the ping is successful, the IP address of the
GuardPLC controller has been verified and the Ethernet link is
operating. If the ping was not successful either the IP address,
subnet mask, or Ethernet link is not correct. The picture below is
the result of a successful ping.

‘ommand Prompkt

Microsoft Windows 28M@ [Uersion 5.8@.21951

<C> Copyright 1985-2880 Hic;nsnft Corp.

G:\Dping 192.168.8.99
Pinging 192.168.8.99 with 32 hytes of data:

Reply From 192.168.8.99: bytes=32 time{1Bms TTL=b4
Reply From 192.168.8.99: hy 2 time{1Bms TTL=b4
Reply From 192.168.8.99: hyt 2 time{1Bms TTL=b4
Reply From 192.168.8.99: bytes=32 time{1Bms TTL=64
Ping stat ics for 192.168.8.99:

Packe Sent = 4, Received = Lost = B (@% loss2.
Approximate round trip tim in milli-seconds:

Minimum = Bms, Maximum = @ms. Average = Hms

4. Type EXIT at the command prompt to close the Command
Prompt window.

Step 11: Configure the GuardPLC Controller’s IP Address

1. Expand the project tree in the Hardware Management window
until the controller COM icon is visible.

|2 |RSLogix Guard PLUS Hardware Management N [ 553
Project Edit Zionals Online windows Help
T 0nlineLab
i Configuration
5- D1 (60000 Resource
{en [ Distributed 10
[ Protocols
-JEF Typelnstance
0] GuardPLE 1800

3] MI 24/8FS1000
B Programming Terminal

4 (0]

03/25/2004 16:10:10.414, Info; Communication settings successfully changed Al
03/25/2004 16:10:20.430, Into: [ Resource | Resourse grants administrator access for user Administrator’

03/25/2004 16:24:40.652, Waming: [ Resource ] Connection lost

03/25/2004 16:30:53.912, Info: [ Resource ] Ofine. j

2. Right-click COM and choose Properties.
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3. Edit the IP address to match the GuardPLC controller and click
OK.

P =[5

JTRSLogix Guard PLUS Hardware Management
Broject Edit Signals Oniine Windows Help

=- & OnlineLab /Configuration/Resource/GuardPLC 1800/COM M =] E]
-l Configuration
- B [E0000] Reesource Tope [com
[ Distributed 10 1P ddress [ 1z
g"m‘m‘s SubnetMask | 255
Typelnstance
& JERI0) GuardFLE 1800 By |
@ com IF Device [
B cru |
g-nioos oK Canel
Bel21HsC 2
[B-131 M1 2478 F5 1000
18 Programming Terminal
4 |
013/25/2004 16:10:10.414, Infor Cammunication setings successiully changed B
03/25/2004 16:10:20 490, Info: | Resource | Resource qiants adminishator access for user dministiator
/2572004 162440 BE2, /sy | Resoiics | Connachion st
03/25/2004 16:30:53. 912 Infe: | Resource | Difine :I

Step 12: Recover from a Controller Fault After Using the Reset
Button

After using the Reset button, the Control Panel appears as follows if
the SRS was not originally 60000 prior to the Reset. The Fault LED on
the front of the GuardPLC controller is illuminated, and the CPU State
of the Resource is STOP/INVALID CONFIGURATION.

I [Tl

|2 |RSLogix Guard PLUS Hardware Management

Project Edit Zionals Online windows Help

B~ Ml Coniguration PADT Resource Communication Test Mode Extra Help
- B (60000 Resource P’ff'l 5O Ei'l T

- [ Distributed /0
[ Protacols Resource State ISaIEty Parameters | Stalisics | P2PState | Distibuted 10 | HH State | Envion <[ »

~JIF Typelratance
0] GuardPLE 1800

=10l

CPL State STOP / INVALID CONFIGURATION
COM State STOP / INVALID CONFIGURATION
(B, Programming Terminal Program Name B

Proaram Stats

Faulty [/0 Modules 1]

Force State Foreing disabled

Remaining Farce Time (5] 1]

| - F 176 |G fociristrator
4 »

>»> TPG: Wrong SRS

03/25/2004 16:45:12.232, Into: [ Resource | Resource grants administrator access for user Administrator’
03/25/2004 16:45.14.015, Error. [ Resouce ] CPC-DIAG: Command »3» statistic data of time sclices of communication << FAILED [enor: 3008502)
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To recover from this fault:
1. Choose Extra>Change System ID from the Control Panel.

2. Verify that 60000 appears in the first window with 0 in the
second, as shown below.

System. Rack

Ok I Lancel | Help |

3. Click OK.

The Fault LED should turn off, and the Control Panel should show
that the CPU State has changed to STOP/VALID CONFIGURATION, as
shown below.

Il
Project Edit Signals ©nline Windows Help
=) T8 OnlineLab Control Panel [ Resource ] =10l x|
£ o Configuration PADT Resource Communication TestMode Extra Help
- B [B0000] Riesource =
n 1
[ Distibuted 120 Z 2y nE[
Protocels Resource State ISaFelyPalamEtels | Statistics | P2P State | Distibuted /0 | HH < [+
o Typelnstance
IB(0] GusrdPLE 1800
8 Programming Terminal
CPU Stals STOP 7 ¥ALID CONFIGURATION
COM Stale STOP /VALID CONFIGURATION
Program Name Typelnstance
Frogram Slate STOP
Faulty 17D Mordules i
Force Slate Forcing disabled
Fiemaining Force Time [s] [
[F [0 [oniine [Administrator
013/25/2004 154718 629, Infor Cammunication setings successiully changed B
03/25/2004 1610:03.192, Infe: Processing command. Flease wail.
03/25/20004 161010 414, Info: Communication settings suscesshuly changed
(13/25/2004 16:10:20.490 Info: [ Fiesource | Resauice grants adminisiiator aceess for user Adminisrator :I
TIP The Online indicator is white because the GuardPLC

controller is in STOP/VALID mode.
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Configure the Programming Specify the Host SRS
Terminal

From the Hardware Management window, you can specify the host
SRS of the programming terminal.

1. Right-click Programming Terminal and choose Properties.

2. Enter the host SRS (1 to 65535) for the programming terminal.

Project Edit Sinals Qnline Windows Help
= Tl example
- Configuration
- B [2] Resource
[ Distibuted 10
[Protosols
o Typelnstance
IBB(0] GusrdPLE 1500
P ing Tey
FE HH-Metwark_1 e
Copy
Paste

R

Type [Pragramming Terminal

System (D [1

Timeoutfms]  [2000

Delete

Resend Time [ms] [300

‘} oK | Cancel Apply | Help |

Make sure the host SRS of the programming terminal is not identical to
the system ID (SRS) of any other controllers or programming
terminals.

In a network, as many as five programming terminals can connect to
the same controller at the same time. However, only one
programming terminal can have read/write access.

If another controller logs in with read access, that additional user can
query controller states and parameters (RUN, STOP, controller
switches, etc.) with the Control Panel. The additional user can also
display data values if the programming terminal has the same
configuration as the controller.

If there are multiple programming terminals in one network, each
programming terminal must have a unique host SRS.
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Login Dialog

The Login dialog defines the communication parameters between the
controller and the programming terminal.

Field

Description

IP address

The IP address of the controller on the Ethernet network.
The factory-set IP address is 192.168.0.99.

SRS

SRS stands for System, Rack, Slot. The rack and slot IDs are already preset by the controller, so you only
need to enter the system ID. You can enter any number from 1 to 65,535. However, the number must be
unique from the programming terminal and from any other GuardPLC controllers on the same
Peer-to-Peer Ethernet.

The default (factory-set) SRS is 60000.

Username
(default = Administrator)

Your username.

The Administrator assigns a username. The username is sensitive to upper and lower case characters. A
username can only contain letters, numbers, and underscore characters.
You can define as many as 10 usernames per GuardPLC controller.

Password
(default = <blank>)

Your password.

An Administrator assigns a password. The password is case sensitive. A password can only contain
letters, numbers, and underscore characters.

Access Type

Your access level.
Login as one of these options:

Administrator highest privileges
manage usernames and passwords
read data from controller
write routines and data into controller
force tags
stop, start, freeze, and force a routine
download an operating system
change IP address and system ID
reboot the controller
can also login under read/write and read levels

Read/Write read data from controller
write routines and data into controller
force tags
start, stop, freeze, and force a routine
can also login under read level

Read lowest privileges
only read data from controller

As many as five users can login to the same controller at the same time; however, only one of those
users can login as Administrator or Read/Write. The others must login with Read access. If you login
while someone else is logged in with Administrator or Read/Write access, you automatically get Read
access, regardless of the access type you select.

For new controllers, and if the backup battery was removed from a GuardPLC 1200 or 2000 controller,
access is available using the following system defaults:

Username: Administrator
Password <blank>
Access Type Administrator
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Determine the IP Address
and SRS of the Controller

The default IP address of a new controller is 192.168.0.99. The default
SRS of a new controller is 60000. To check the current IP address and
SRS of a controller:

1. Choose Online>Communication Settings.

project Edit Signals | onine Windows Help
[=! Hexamp\g‘\ Contral Panel
- M Configuatic Force Editor
=-BIRIRes  piagnostics

2. In the MAC address field, enter the MAC address of the
controller.

The MAC address is on the sticker on the side of a GuardPLC
1200 controller, on the label positioned over both lower RJ-45
connections on GuardPLC 1600/1800 controllers and 1/O, or on
the front bezel of the AB-CPU module of a GuardPLC 2000
controller.

Communication Settings [GPLC1600_1] I ] 5

’—Addless PES using

MAC Addiess o - el - al - - - Get.

—Addiess PES using
IF Address 0.0 . 0.0

System.Rack 1} 1} Get.

i on Setting

IP &ddress 192 168 . 0 . 93 Factory Settings
Subnet Mask 285 285 . 242 o > Project

Default Gateway 0 0 [

System.Rack E0000 a

SetvisMaC | setvialP | cancel | Help

3. Click Get.

The controller responds back with the IP address and the SRS it
is currently using.
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TIP If communication fails:
e check to make sure you entered the address
correctly.
e check that your PC is configured properly.

e anti-virus or firewall programs have blocked
communications.
e the cable is not connected or is not the correct
cable.
— A GuardPLC 1600 or 1800 controller can use
direct or cross-over cable.

— A GuardPLC 1200 or 2000 controller can use a
cross-over cable connected directly from a PC
to the controller or direct cables connected to
a switch or hub.

e your hardware (either the controller or the PC) is
not working.

Change the SRS of the There are two ways to change the SRS of the controller:
contm"er From the Control Panel:

1. Choose Change System ID (SRS) from the Extra menu.

2. Enter the SRS.

3. Click OK.
| “Control Panel [ GPLC1600_1 ]
PADT Resource Communication Test Mode | Extra Help i “Change System 1D [ GPLELE 5I
sy mal| Set Date/Time. .
Resource State | Safety Parameters | Stal System ID System Fiack [ o
Device Settings...
L3
Update 05 ok | cocel | Heb |

Rebaot Resource

Load Resource Configuration from Elash

Clear Resourcs Canfiguration

Set Backplane Type

Or follow Step 4: Get Communication Settings on page 1-9 and
Step 5: Change Settings via MAC Address on page 1-10.
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TIP Typically, you change the SRS of the GuardPLC
controller to match that of the controller/routine that
you wish to download to it. Recall that the SRS is
compiled into the executable and ensures that this
.EXE can only be downloaded to a GuardPLC
controller with a matching SRS.

Change the IP Address of After you establish communications with the controller, you can

the Controller change the IP address of the controller to match your Ethernet

network. There are two ways to change the IP address of the
controller:

From the Control Panel:

1. Choose Device Settings from the Extra menu.

2. Enter the new IP address.

3. Click OK.
| > Control Panel [ GPLC1600_1 ] . - -
1 ~Device Settings [ GPLC1600_ x|
PADT Resource Communication Test Mode | Extra Help
= ﬁl ) m §|| 1 Set Date/Time. ., [ Interface ET -
Resource State | Safety Parameters | Stat Changs System ID... )
P Address 192 68 0 . 93
Update 05 b \} Subnet Mask X5 %5 252 . 0
(B R DefauGateway | 0 0 0 0
Date / Time [ 03/03/2004 16:11:17 Load Resaurce Canfiguration Fram Flash
Clear Resource Corfiguration o | g | Hee |
Set Backplane Type

Or follow Step 4: Get Communication Settings on page 1-9 and
Step 5: Change Settings via MAC Address on page 1-10.

TIP To re-establish communications with the new IP
address and subnet of your GuardPLC controller, you
may need to change the IP and subnet address of
your programming terminal. Use the Network
section of the Windows Control Panel to change the
programming terminal’s IP address and subnet mask.
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Chapter 2 I

Connect to GuardPLC Distributed I/0 Modules |

In This Chapter
For this information See page
Understand Module Addressing 2-1
Add the Module to the Hardware Configuration 2-2
Configure the Module 2-3
Go Online With the Module 2-5
This chapter guides you through the process of addressing,
configuring, and connecting to the distributed I/O modules. GuardPLC
distributed I/O modules are ‘owned’ by a GuardPLC controller. This
allows the parent controller to connect signals to the inputs and
outputs of the distributed I/O modules the same way that signals are
connected to the controller’s local 1/0.

Understand Module Module Default Settings

Addressing

The out-of-box settings for a GuardPLC distributed I/O module are
shown in the table below.

Parameter Setting

IP Address 192.168.0.99
Subnet Mask 255.255.252.0
SRsit) 60000.1

(1) The SRS code is compiled with the program.

SRS (System.Rack.Slot)

The SRS of the parent controller is always xxxxx.0. For example, the
default SRS of a GuardPLC controller is 60000.0. If you change the SRS
to 25, the actual SRS of the controller is 25.0.

Publication 1753-PMO001A-EN-P - November 2005



2-2 Connect to GuardPLC Distributed I/0 Modules

Add the Module to the
Hardware Configuration
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Distributed I/O modules inherit the first portion of the SRS from the
parent controller. You configure the second part of the SRS. For
example, the default SRS of distributed I/O modules is 60000.1. If the
module is owned by a controller with an address of 25, then the SRS
of the distributed I/O should be 25.1. If a second module is added to
the controller, its SRS is then 25.2. A third module would be SRS 25.3.

IP Address

Like any Ethernet device, the distributed I/O module requires a
unique IP address.

To add a distributed I/O module to your GuardPLC project’s hardware
configuration:

1. In the Hardware Management window of RSLogix Guard PLUS!,
right-click the Distributed I/O folder under your controller

Resource.

2. Choose New and the desired I/O module.

ERSLogiH Guard PLUS Hardware Management 10l =|

Project Edit Signals Online Windows Help

-8 1B20:088
E| A Configuration
- - B (50000] Resource

m GuardPLC 16pt DC In

| ST m GuardPLC 16pk DC Out
...[n] | Paste [
?....nggramming Delete

Prink...

Properties

7 B R R O o e e e e
07/09/2004 10:13:21.204, Info: ihvisuals.dll, Version: 4.0.26 RSLogis Guard PLUS
07/09/2004 10:13:21.204, Info: diagtext.dll, Version: 4.0.26 RSLogix Guard PLUS English
O7/09/2004 10:13:21.214, Info: oemsettings.dl, Version: 4.0.26 RSLogix Guard PLUS
07/09/2004 10:13:22.837, Info: Set Logging to directory 'C:\Program Files\RSLogix Guard

Lol v

The Specify HH Network dialog appears. Because the controller
and the distributed I/O modules communicate via GuardPLC
Ethernet, you must specify a GuardPLC Ethernet network.

ESpecif\r HH-Metwork-Configuration of parent Resource... ll

Skt HHNetwork: | - |

Select Token Group: I LI MHew..

0K | Skip | Help |
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3. Click New....

The Create HH Network dialog appears.

jicreate HH-Network... g x|

Mame of new HH-Metwark: HH-Metwork_1

Cancel |

4. Click OK.

The Specify HH Network window reappears showing the
selected network.

ESpecif\r HH-Metwork-Configuration of parent Resource... ﬂ

Select HH-MNetwork:

Select Token Group: I Token Group LI Mew...

QK | Skip | Help

i

5. Click OK to confirm your selection.

The distributed I/O module now appears in the project tree.

ERSLogiH Guard PLUS Hardware Management _ = |EI|1|
Project Edit Signals Online Windows Help
- TEIB20:088
E| A Configuration

- B [50000] Resource

&[0 GuardFLC 208 DC In_Out_1
[ Pratocols

‘Typelnstance

- [ 0] GuardPLE 1600

gProgramming Terminal

- |8 HH-Netwark_1

- e e e T
PLUSSPROJECT B 20x0B 8 L2P4c3log’ forsproiect ‘C:\Program Files\HSLogix G:ard PLUS4PROJECTIB20x0BE.L2P" ;I
07/09/2004 10:29: 28,625, Info: /Configuration/[60000] Resource/Distributed 1/0/[0] GuardPLC 20_8 DC In_Ouwt_1

deleted.

c°nfigure the Module To configure the module, you need to:

e set I/O properties

e configure the offline TP address

Publication 1753-PM001A-EN-P - November 2005



2-4 Connect to GuardPLC Distributed I/0 Modules

Publication 1753-PM001A-EN-P - November 2005

Set 1/0 Properties

1. In the RSLogix Guard PLUS! Hardware Management window,
right-click the module in the project tree and select Properties.

2. You must change the Rack ID [SRS] to configure the second
portion of the SRS. Change the Rack ID [SRS] value to 1.

ERSLogiH Guard PLUS Hardware Management

Project Edit Signals Online Windows Help

-8 1B20:088

= A Configuration

——— e [50000] Fesource

- [ Distributed 1/0

--3[1] GuardPLC 20_8 DC In_Out_1
[ Pratocols

‘Typelnstance

B0 GuardPLL 1600
gProgramming Terminal

- 8 HH-Network_1

3. Click OK.

/Configuration/Resource /Distributed L1 ;|g|5|
Type IGuardF’LE 2048 DC In/Out
Mame IGuardF’LE 20_80C In_Ow_1
S afety Time [ms] |20
watchdog Tme [ms] [0
max. Com. Time Slice [mz] |5
Rack ID [SRS] 1
Timeaout [ms] |eoao
Riesend Time [ms] Jeon
&live Interval [ms] J300

Ok | Lancel | Apply Help

The offline SRS is now 60000.1. The 60000 comes from the
parent controller, as shown by the arrow in the illustration

above.

Configure the Offline IP Address

1. Expand the module in the project tree.

2. Right-click COM and choose Properties.

ERSLogiH Guard PLUS Hardware Management

Project Edit Signals Online Windows Help

-8 1B20:088
B- Al Configuration
- B [R0000] Resaurce
- (2] Distributed 140
& [1] GuardPLC 20_8 DC In_Out_1

/Configuration/Resource/Distributed I ;|g|5|
Type |com
IP &ddress | 192 . 188 . a 100
SubnetMask | 255 . 285 . 252 0
DefautGateway [ 0 . 0 . 0@ 0
IP Device Jo
ok | LCancel | Apply Help

3. Change the IP address to match the module.

4. Click OK.




Connect to GuardPLC Distributed 1/0 Modules

2-5

Go Online With the Module

Make a point-to-point connection between your programming
terminal and the distributed I/O module. Over this connection,
change the IP address and SRS of the module, following these steps:

The offline configuration of the module is complete. The next section
explains how to go online with the module and change the IP address
and SRS to match the offline settings.

1. Right-click the module in the project tree and choose Online >

Communication Settings.

2. Enter the MAC address, which is located on the label positioned
over the RJ-45 connectors.

Communication Settings [GuardPLC 20_8 DC In_0O

=10 ]

Address PES uging...
’VMAE Address foo -

- 00 - 26 - 51

3. Click Get.

The IP address and SRS of the module appear. If the module is

new, it has the default IP address of 192.168.0.99, the same as
any GuardPLC controller. However, the default SRS is 60000.1.

|EIRSLogix Guard PLUS Hardware Management

Frojsct Edit Signals Online Windows Help

- TalB20:088
(= 4l Configuration

- B [60000] Resource
=[] Distributed 10

B com
B cru
B+10120
B+z008
[ Protocols
IIE Tvpelnstance
(0] GuardPLE 1600
{8 Programming Terminal
E- 2 HH-Hetwork_1

- fg[1] GuardPLE 20_8 DC In_Out_1

Communication Settings [GuardPLC 20_8 DE In_0O:

Address PES using,
{ HAL Address

=100 ]

00 - el - &l -00 - 26 - 51 Get...

—Address PES using
IF feddress

Spstem.Rack

192 168 . 0 @

60000 1 Get...

i~ Communication

ing:
IP Address R Factoy Sellings
Subnet Mask 285 . 285 . 252 1) -» Project
Default Gateway 8.0 .0
System. Rack goao [ 1

SetviaMal | Setvialp | cancel | Help

Publication 1753-PM001A-EN-P - November 2005



2-6 Connect to GuardPLC Distributed I/0 Modules

4. To change the IP address and SRS settings, enter the new data
into the Communication Settings fields.

Communication Setting

IP Address 192 0168 . 0 . gl Factory Settingsl

Subnet Mask 28R 285 . 2Bz .0 -» Project |
Default Gateway I o .0 1] 1]

Systern.FRack I BO000 I 1

SetviaMsC | SetvislP | cancel | Help

5. Click the Set via MAC button.

6. Enter Administrator in the User Name field and click OK.
[SAuthentication x|

Uszer name IAdministrator

Passward I

QK I Cancel Help

The new IP address and SRS settings are shown in the Address
PES using ... fields.

ol
—&ddress PES using...
MAC Address IDD - el - a1 -00 - 26 - 51 Get...

—&ddress PES using...

IP &ddress 192 0168 . 0 . 100
System. Rack I BO000 I 1 Get...

—Communication S etting:

IP Address 192 0168 . 0O . 100 Factory Settingsl

Subnet Mask 28R 285 . 2Bz .0 -» Project |
Default Gateway I o .0 1] 1]

Systern.FRack I BO000 I 1

SetviaMsC | SetvislP | cancel | Help

7. Close the Communication Settings dialog by clicking the Cancel
button.

Publication 1753-PM001A-EN-P - November 2005



Chapter 3

In This Chapter

Start a New Project

Create a GuardPLC Project

This chapter guides you through the following basic steps required to
create a project:

e Start a new project.

e Configure the project and hardware.

e Create signals.

e Connect signals to the I/O points.

e Create a Function Block program using the signals.

e Save, compile, test, and download the program to the GuardPLC
controller.

e Monitor the project online.

To start a new GuardPLC project:
1. Start RSLogix Guard PLUS! software.

2. Create a new project using the New icon or by choosing
Project>New.

3. Enter ‘FirstProject’ in the Object Name field as shown below and
click OK.

i New Project (=] ]

IE:\Program Filez4RSLogix Guard PLUSSPROJECT “FirstProject

=7 RSLogix Gl;l example 1
] Access
£ &P

RIS r |

Object name: IFirstProiect

QK I Qancell Help |

The Hardware Management window opens. This window is
used to configure the project, controller, I/O, and signals.

ERSLogiH Guard PLUS Hardware Management :E 10l =|

Project Edit Signals Online Windows Help
B & FirstPraject

-- A Configuration

E----QF'rogramming Terminal

03/08/2004 20:28:22.0 2, Info: oemsettings.dl, Version: 4.0.26 RSLogix Guard PLUS ;I
03/08/2004 20:28:22.813, Info: Set Logging to directory 'C:\Program Files\RSLogix Guard
FLUSYPROJECT YFirstProject L2P4z3log’ for project 'C:\Program FileshRSLogix Guard PLUSAPROJECT \FirstProject. L2F". j
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t’ RSLogix Guard PLUS Project Management: “C:Program Files',RSLogix Guard PLUSPROJEC - |EI|1|

Project  Object Edit ‘Window Tools Help

4. Return to the Project Management window and expand the
project tree until it matches the example below.

=\ = Blm=l & = $ml Oaee =

PROJ |POU | TvPE |

E‘Q

Configuration
=B Resource
[ JIF Typelnstance
E‘I; StandardLibs

- = DataType
+-- ] IECE1131-3
- [ECET131-3_(Ext)

Error-state viewer |

Date/Time  # | Level | Text

4| | i

FPage name:l FPage no.:l Pos.:l

Configure the Project and
Hardware

ERSLngiH Guard PLUS Hardware Management 10l =]
Project Edit Signals Online  windows Help

When the project is expanded, you can see that it contains a
Configuration and under the Configuration there is a Resource, which
is the actual GuardPLC controller. Under the Resource is the program
Typelnstance that will run on the GuardPLC controller.

TIP You can add an additional controller to the project
by right-clicking Configuration and choosing
New > Resource.

Configure the Controller Resource

1. In the Hardware Management window, expand the project tree
so that the Configuration, Resource, and Typelnstance are
visible, as shown below:

- 4l Configuration
E- B [0] Rezource

! L JIF Typelnstance
g Programming Terminal

03/08/2004 20:28:22.012, Info: oemzettings. dll, Version: 4.0.26 R5Loaix Guard PLUS ;I
03/08/2004 20:28:22.813, Info; Set Logging to directory 'C:\Program FileshRS Logix Guard
PLUSYPROJECT “WFirstProject. L2Pc3log' for project 'C:\Program Filez\RSLogix Guard PLUSYPROJECT WFirstProject L2F'. j
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3. Edit the properties as shown below.

ERSLngiK Guard PLUS Hardware Managemenk o ] 55|
Project Edit Signals Online Windows Help
E|-E=Fusle|Ect— [A/Configuration/Resource 8 [ 5]
=1~ il Configuration
© G B D] Fesource Type [ GuardPLE 1800 =l
E--gF'rogrammimg Terminal Hame IHESOUICE
System D [SRS] [eoood
Safety Time [ms] [100
Watchdog Time [ms]  [50
Main Enable I3
Autostart =
Start/Restart allowed I3
Loading allowed I~
Test Mods allowed il
Driine Test allowed il
Foicing allowed =
Stop on Force Timeout W
max. Com. Time Slice [ms] |1 o
Code Generation Yersion |3 ﬁ’
oK | LCancel | Apply | Help |

The Resource Type needs to match the type of GuardPLC
controller to which you want to connect. The SRS is a code that
is compiled with the function block routine. The routine can be
downloaded only to a GuardPLC controller with a matching SRS
code stored in its non-volatile memory. For more information on

configuring the controller, refer to the controller configuration

chapter of the GuardPLC Controller Systems User Manual,

publication number 1753-UMO0L1.

TIP The default SRS of a new controller is 60000.
You must use this SRS to initially establish

communications with the controller. Once you

have established communications, you can

change the SRS.

4. Click Apply to move these values

into the project.

5. Check the four (4) unchecked boxes and click OK.

You can rename
Program Management window. Expand the

the controller using the

project tree and the Configuration.
Right-click on Resource and choose

Rename.
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ERSLogix Guard PLUS Hardware Management

6. Expand the Resource so that the Hardware Management project
tree appears as shown below.

=1olx]

Project Edit Signals oOnline Windows Help

B- 'E= FirstProject

----gProgramming Terminal

[ Distributed 140
2] Protacols
é----iT}lpelnstance

= [0 GuardPLE 1800

L [Bel31M 24/8 F51000

ERSLogiH Guard PLUS Hardware Management
Project Edit Signals Online Windows Help

= FaFirstProject
B- 4l Configuration

Create Signals
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- B2 [E0000] Fresource Type Y
b [ Distributed 1/0 IP &ddress (REE 168 ] EE|
(X Protocols SubretMask [ 25 255 252 0
;----iT_l,lpelnstance
E--.[U] GuardFLC 1800 Default G ateway | i] . 0 . i . 0
COM IP Device Jo
tFu | Cancel | Appl |
-[1]D0 8 = el

7. Right click COM under the GuardPLC 1800 controller, and
choose Properties.

8. Enter the IP address of your GuardPLC controller. Neither the
Subnet Mask nor the Default Gateway should require changes.

The GuardPLC controller’s default IP address is

192.168.0.99.
9. Click OK.

Because the example in this chapter uses the GuardPLC 1800
controller, there are predefined I/0O listed under the controller in the
project tree. The 1200/1600/1800 are fixed controllers with
pre-configured I/O. If you use a GuardPLC 2000 controller, the I/O
must be configured, since it is a modular controller.
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Understand the Signal Editor

The Signal Editor lets you define the signals for your application.

ol
J_|New Signal [ [relete Signal [ Help|

Mame Type Retain | Constant | Description It Y alue
1|

The Name column contains a unique name for the signal. The Name is
required and must be less than 32 characters in length.

The Type column indicates the desired data type for the signal. The
default is Boolean.

Signals are typically stored in RAM memory. However, a checkmark in
the Retain column specifies that the signal be stored in Flash memory,
thus retaining its value following a restart caused by a power cycle or
a STOP to RUN mode transition.

T s g LCven if a signal is marked as Retain, specific program
code is required to prevent it from being overwritten.

In addition, the Retain feature requires a warmstart,
either by choosing Warmstart from the Resource menu
of the Control Panel or by right-clicking on the Type
Instance of the Resource in the project tree and
choosing Properties. Then, choose Warmstart from the
Autostart Enable pull-down menu.

RSLagix Guard PLUS Hardware Management

Project Edit Signals Online Windows Help

= Tl Retain_Test —
FI i ion;/| L e | X|
S 4 Configuration £} /Configuration/Resource/Typelnstanci i ] 3]
- 51 [50000] Resource Tz [Frogram
(-] Distributed 1/0 n =
(= Pratscdls ame ypelnstance
EFT: Tyl nstancs Dala Size [ED
=+ [RI0] GusrdPLC 1600 Code Size [E120
COoM
g — Execution Time [ms] [0
Be(1101 20 Autostart Enable  [wamstart =]
21008
B2 ok | gl | ey uep |
8 Programming Terminal

The Constant column specifies that the value of the signal cannot be
changed in program code. It will always equal the value entered in
the Init Value column.

The Init Value column specifies the initial value of the signal. This
value can be changed by program code if Constant is not checked.
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Create Signals in the Signal Editor

1. To open the Signal Editor, choose Signals > Editor from the
Hardware Management menu bar.

2. Create 3 new signals, START, STOP, and MOTOR:

a. Left-click on New Signal in the Signal Editor. Type START in
the Name field and press the Enter key.

b. Left-click on New Signal again. Type STOP in the Name field
and press the Enter key.

c¢. Left Click on New Signal again. Type MOTOR in the Name
field and press the Enter key.

ERSLogix Guard PLUS Hardware Management
Project Edit Signals ©nline Windows Help

= T FirstPraject
=)+ Configuration
=~ Bl [50000] Resource
- (2] Distributed 1/0
- [T Protocols
= ‘Typelnslance
=-[@B[0] GuardPLC 1200
B com
- cru
-[@-011008
-[Bel2IHsC 2
o .n-[ﬁ] M1 24/8 FS1000
e gProglammmg Termninal

=10l ]
i
UNew Signhal [ Delete Signal [ Help|
Mame Tupe Retain | Constant | Description It W alue:
1 START EOOL
2 STOP BOOL
3 MOTOR EOOL

.

03/08/2004 20:28:22.012, Info: oemsettings. dll, Version: 4.0.26 R5Logix Guard PLUS

03/08/2004 20:28:22 813, Info: Set Logging to directory 'C:5Program Files\R S Logix Guard PLUSSPROJECT FirstProject. L2P4e3log' for project 'C:\Program

Files* A5 Logis Guard PLUSSPROJECT FirstProject. L2P"

-

-

Connect Signals to 1/0
Terminals
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Connect signals to I/O by dragging the signals from the Signal Editor
to the Input or Output tabs of the Connect Signals dialog.
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Connect Digital Input Signals

1. Right-click on the controller’s inputs (DI 20 for 1600 or MI 24/8
FS1000 for 1800) or on a Distributed I/O module and choose |
Connect Signals.

ERSLugiH Guard PLUS Hardware Management I ] 55|
Project Edit Signals Online ‘Windows Help
Bl E:Fi'SIP'DiECt =l0l=l [ Signal Connections [ /Configuration;;
=+ o Configuration || New Signal | Delete Signal | Help| 1 He
Bl ﬂ[sonu_ﬂ]ﬂesowce Mame | Type | Fietain| Constant| Deserption| Init Yalue [l oyt IDulputs |
i [ Distributed /0 ] MOTOR |BOOL
[Fratocals 2 START [BOOL w e e Sgrall <]
- Typelnstance 3 STOP  |BOOL 13 | DoTlvae EOOL
=IO GuardPLE 1800 20| DI[01]Vaue Andog |INT
B cow 21 DI[02)Emor Code |BYTE J
5--.-[57?)0 g 22 DI[02]Value BOOL
.4-[2]HSC2 23 DI[02]W alue &nalog |INT
E"."[3] W1 2448 FS1000 24 DI[03].Emar Code BYTE
gProgrammimg Terminal 25 DI[03]Value BOOL
| | 1l 28 DI[03] Value Analog [INT
DI[04].Erar Code BYTE
DI[04] Value EOOL
DI[04]\ alue snalog |IMT
DI[05].Errar Code BYTE
DI[05] Value BOOL

Set up your screen so that you can easily drag
signals from the Signal Editor window to the
Signal Connections window. Both the Name
fields in the Signal Editor and the Signal fields
in the Signal Connections window must be
visible, as shown above.

2. Verify that the Inputs tab is selected on the Signal Connections

dialog.
[E; signal Connections [ / Aglﬂ
|| Help
Inputs I Outputs I
Mame Type Signal -
1 Dl.Ermar Code WwORD
2 DI[01].Eror Code  |BYTE
3 DI[01] 4 alue EOOL
4 DI[02].Eror Code  |BYTE
5 DI[02]. alue EOOL
E DI[03].Eror Code  |BYTE
7 DI[03] ¥ alue EOOL

Two signals exist for each input: Value and Error Code. The
GuardPLC 1800 controller adds another signal called Value
Analog.

Error Code is a status signal that can be used for point-level
diagnostics. The Value contains the actual field state of the input:
ON (1) or OFF (0).
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3. Connect the START and STOP signals to inputs by dragging
START and STOP from the Name field in the Signal Editor to the
Signal field in the Signal Connections window.

a. Make sure the cursor is not active in any field in either the
Signal Editor or the Signal Connections dialog.

b. Left-click and hold on the Name field. Drag the signal to the
Signal field in the Signal Connections dialog.

c. Release when over the proper field.

Signals can only be dragged and dropped onto
Signal fields of the same data type. Dropping a
BOOL signal onto a BYTE field is not
permitted.

When both signals have been connected, the screens should
appear as follows:

ERSLugix Guard PLUS Hardware Management =13 =]
Project Edit Signals ©nline Windows Help
= T&FirstProject ', Signal Editor ol
(= 4l Configuration = =
5. B [B0000] Resource Mew Signal [ Delete Signal [ Help| || Heln
(=] Distributed 140 Mame Type F\etaﬁl Conztant| Description] Init alue Inputs I Dutputs |
MOTOR [BOOL
- [[7] Protocols ] Tope
T ipelnstance START~ ; (U TGl EfEr tade™ BT TE
=-[RI0] GuardPLC 1300 STeR_JBOOL DI[16] ¥alue BOOL
. COM DI[1E]Value Analag |IMT
- cru [l EYTE
B+111008 DI[17] Valuz E 27l
- .n-[2] HSC 2 RULI7] Value Analog (INT
13141 2478 F5 100 DI[13] Enor Code—BYTE

(B Progiamming Terminal DI[18] Valus BDDE"STDF’
- [ HH-Hetwork_1 DI[18] Valus Analog |INT
DI[19]Emor Code |BYTE
D19 Valus BOOL
DI[19] Value Analog |INT
DI[20]Eror Code |BYTE
DI[20] Valus BOOL
4 | | ﬂ DI[20] ¥alue Analog |INT

B e T LA = i L o R e e e e == =
03/09/2004 10:37:55.400, Info: rtvisuats.dll, Yersion: 4.0.26 RSLogix Guard PLUS
03/09/2004 10:37:55.400, Info: diagtext.dl, Version: 4.0.26 RSLogix Guard PLUS English
03/09/2004 10:37:55.400, Info: cemeettings. dil, Yersion: 4.0.26 RSLogix Guard PLUS

el v

4. If your controller is a GuardPLC 1800, an additional step is
required. The digital inputs on a GuardPLC 1800 controller are
actually analog circuits with a resolution of one (1) bit. Any
voltage greater than 13V dc will be a 1. Any voltage less than
7V dc will be a 0. Since GuardPLC analog circuits require the
user to specify which channels are being used, this is also
required for the 24 digital inputs on the GuardPLC 1800
controller.

a. Add a new signal, called USED, to the Signal Editor.

b. Give this signal an initial value of 1. You will never change
this value in your program, so USED will always be 1.

¢. Choose the Outputs tab of MI 24/8 FS1000.
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d. Connect USED to the DI channels being used: DI[17].Used,
and DI[18].Used

j=|RSLogix Guard PLUS Hardware Management B —151%]
Project Edit Signals Orline Windows Help

= Tl FirstProject =
2 4 Configuration = = =
2 B [0000] Riesource S =101/ || Help
1| Wew Signal | Delete Siaral | Help 0
[ Distributed 1/0 Inputs | Outputs
IProtocal: Wame | Type | Retain| Constant| Description| Init Value Noms Type [ Signal] =]
ST Typelnstancs 1 MOTOR [BOOL 55 [DITapose i
& [0 GusrdPLC 1800 2 5TART [BoOL 54 DI[16] Hysteresis HIGH [INT
oM 3 STOP  [BoOL 55 DI[1E]Hysteresis LOW [INT
B cru 4 USED ~fe@al | 1 56 DI[16] Used BO0L
B-rioos 57 DI[1 7] Hysteresis HIGH [INT
Ber21HsC2 T5E—— ssteresis LOW [INT
B«131M1 228 FS100C 59 DI[17)Used USED
8 Programming Terminal &0 FoU16] Hysterssis HIGH [INT

61 DI[18} Hystereerb0uy[INT,
52 DI} Used El*‘ UsED

63 DI[19] Hysteresis HIGH |INT

54 DI15} Hysterssis LOW [INT
65 DI 3} Used BOOL
56 DI[20} Hysterssis HIGH [INT
67 DI[20} Hysteresis LOW [INT
&8 DI[20} Used BOOL
69 DI[21} Hysteresis HIGH [INT
70 DI[21} Hysterssis LOW [INT
71 DI[21} Used BOOL
72 DI[22} Hysterssis HIGH [INT
7 DI[22} Hysteresis LOW [INT
2] DI[22} Used BOOL

75 DI[23} Hysteresis HIGH [INT
76 DI[23] Hysterssis LOW [INT

77| Dif23)Osed BOOL
78| Di[24)Hysteresis HIGH |INT
73| DI[24]Hysteresis LOW |INT
50| Dif24)0sed BOOL =
Il | -
(0370572006 1055:45 421 Info: [ Fesource | Hesouice successiully started 7|
03/0/2004 10.56:31.955, Info: | Resounce | User ‘dministrator' logged out
03/03/2004 10:56:31 356, Info: | Resouree | Offine :I

5. Close the DI Signal Connections window.

Connect Qutput Signals

1. Right-click the controller’s outputs (DOS8) or a Distributed I/O
module and choose Connect Signals.

2. The Signal Connections window defaults to the Inputs tab.
Choose the Outputs tab to view the output fields.

3. Connect the MOTOR signal to the first output, as shown below.

ERSLugin Guard PLUS Hardware Management

Project Edit Signals Online Windows Help

E T EEN

[ Signal Connections

21+ A Configuration || New Sigal | Delet= Signsl | Help | Heip |
E“&[EUUUU]HESUWCE Mame Tupe Fietain| Constant | Description | Init Value| Inputs | Outpuits |
to- (7] Distributed 140 1 WOTOR JBa—. i
B E— {Hame
'gp’mm‘s 2 STeRT [BOOL T Toom e
-JIE Typelnstance £
H 3 STOP  [BOOL
B e oo vas
4 DO[04]¥alue (BOOL
5 DO[0&)Value (BOOL
5 DO[0B]Valus (BOOL
LB l3 Ml 248 FET00C 7 D007 ¥alue [BOOL
o DO[0&)¥alue (BOOL
gprugmmm\ngTermmal ‘l |L| ) [08]Value

Publication 1753-PM001A-EN-P - November 2005



3-10  Create a GuardPLC Project

Publication 1753-PM001A-EN-P - November 2005

Connect Distributed 1/0 Signals

For distributed I/O modules, you connect signals to the distributed

I/O module’s inputs and outputs just as if they were I/O points on a
controller.

1. Expand the distributed I/O module in the Hardware

Management project tree and right-click on DI for inputs or DO
for outputs.

2. Choose the proper tab, Inputs or Outputs, on the Signal
Connections dialog.

17" sogn cuord s e vamagement—————— o
Project Edit Signals Orline Windows Help
£-TiB20:088 1ol
- A Corfigurstion 1 Help | Helo
£ g (50000 Resource ioputs | ot | I
i (2] Distiibuted 110 Inpuls | Dutputs |
§ A (1] GuaidPLC 20 80C In Jhme Lips__LSignal = Hae Type | Signal
[ 1 DlEnorCode | WORD z B[O e [BOOL
R cru 2 DI[0]Enor Code |BYTE = B[O alue [BO0L
i-Belr 0120 3 G oL 3 DO[03] Value [B0OL
L g-mons 4 DI[02]Eno Code |BYTE a S0 atwe [B0L
i [ Protacols 5 Di[02]Vahe BOOL 5 D[] Value [BOOL
i~ Typelnstance L} OIS o (Cets |[EHTE 6 DOI0E] Yalue [BOOL
- 0] GuardPLE 1600 7 DI[0:|Vake __[EOOL 7 DO[07]Value [BOOL
9 Programming Teminal [ DI[04] Enor Code |BYTE s DO[08] Value [BOOL
- £ HH-etwork_1 ] DI[04] Vaie BOOL
10| DIBS|Enci Code |BYTE
11| DiBslVake  |BODL
12| DIDIEno Code |BYTE
12 DI[06] Vale: BOOL
14| DIOT}Enoi Code |BYTE
15 | DI07}Vake  |BOOL
16 DI[08] Error Code  (BYTE
17 |DigelVae  |BODL
18| DIDSIEno Code |BYTE
19 DI[09] Vale BOOL
— |
‘ pEm

3. Drag and drop signals from the Signal Editor onto the Input or

Output tabs to map the signals to the appropriate terminals on
the distributed I/O module.

Connect Analog Input Signals (GuardPLC 1800 Controllers)

1. Right-click the GuardPLC 1800 controller’s inputs (MI 24/8
FS1000) and choose Connect Signals.

2. In the Signal Editor, create signals for the analog values.
=10l

J_|New Signal [ [relete Signal [ Help

Mame Type Retain) Constant| Description | Init Yalue|
MOTOR |EOOL

sTaRT [poOL
sToP  [eooL
UsED [pooL 1
(| sivale [INT

[, I PO P
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3. Connect these signals to the analog inputs on the Inputs tab of
the Signal Connections dialog.

i P [aTEY
|| Help || Meww Signal [ Delete Signal | Help
Inputs IDutputs I Mame Type Retain) Constant| Description | Init Yalue|
Name T B 1 MOTOR (BOOL
1 #lEnorCods  [WORD £ START [BOOL
Z | A]EvorCode  |BYTE £ STOP _[BOOL
3| AoVake INT g USED _[BOOL !
4 | A02]EvorCode  |BYTE FAlValue [INT
5 AI[02] ¥alue INT AlYalue T
E Al[03]Error Code BYTE
7 AI[03] ¥alue INT A
4. Choose the Outputs tab of the Signal Connections dialog.
5. Connect the USED signal from the Signal Editor to the analog
input channels you are using for your application.
-loix
- S
Inputs | Outputs | - -
- J_|New Signal [ [relete Signal | Help
= m Tvpe Signall. = Mame Type Retain) Constant| Description | Init Yalue|
B Al[0B] Uzed BOOL  |USED 1 MOTOR |EOOL
7 Al[07] Uzed BOOL 2 STaRT |EOOL
8 Al[08]) Used BOOL  |USE 3 STOP  [BOOL
g DI[01] Hysteresis HIGH [INT 4 LUsED  [BoOL 1
10 DI[01] Hysteresis LOW (INT 5 AlValue [INT
11 DI[01] Used BOOL
12 DI[02] Hysteresis HIGH |INT
13 DI[02] Hysteresis LOW |INT
14 RUINRT | wad RAAI r =

Connect High-speed Counter Signals (GuardPLC 1800 Controllers)

To connect signals to the high-speed counters on the GuardPLC 1800
controller, you must first create signals to configure the high-speed
counters. You will also need to create signals for the counter values.
Then, connect these signals to the counter inputs and outputs.

Create Configuration and Counter Value Signals

1. In the Signal Editor, create true and false signals with constant

K Signal Edito

J_|New Signal [ [relete Signal [ Help|

=100 ]

Mame

Type

Retain

Constant

DescriEtid Init 4 alue

MOTOR

BOOL

START

BOOL

STOP

BOOL

USED

BOOL

Al alue

INT

Compare

INT

500

Count

UDINT

False

BOOL

woﬁwmmhwm—t

True

BOOL

values. True signals have a value of 1; false signals have a value
of 0.
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2. Create a Count signal for counter value.

gnal =lol|
J_|New Signal [ [relete Signal [ Help|
Mame Type Fietain| Constant DescriEtid It Y alue
1 MOTOR |BOOL
2 START |BOOL
3 STOP  |[BOOL
4 USED  (BOOL 1
5 AlValue (INT
B~ et HoHF ~ 500
Count  |upiNT | v )
8 fFake EOOC C4 - a

Connect Configuration Signals and Counter Value Signals

1. Right-click the GuardPLC 1800 controller’s high speed counters
(HSC2) and choose Connect Signals to open the Signal
Connections dialog.

2. Choose the Outputs tab.

3. Connect the True and False signals to the counter outputs to
configure the desired counter behavior.

ERSLogiH Guard PLUS Hardware Management

Project Edit Signals Online Windows Help

=10l

=100 ]

B- T8 Guard1800 E signal Connections [ /Configuration/[60000] Resou; E; Signal Editor
= ‘ Cerifiguration || Help || Meww Signal [ Delete Signal [ Help|
SF --[ED[D)?s]t:‘bzst:;[E?D Inputs | Outputs | I ame Type Retain| Constant DescriEtid Inittalue|
-‘NewTypeInstar Hlane Type Eimic MOTOR [E0R
[ Pratacols 1 Counter[01].5/24Y Mode BOOL  |Falze START |BOOL

2 Counter[01].Auta. Advance Senze |EOOL Falze STOP  |BOOL
3 Counter[01].Direction BOOL  |Fake USED |BOOL
4 Counter[01].Gray Code BOOL Falze AlValue (INT
5 Counter01].Reset BOOL True Compare (IMT
E Counter[01].5parel BOOL Count UDINT
7 Counter[01].5pare2 BOOL LEalse BOOL

----gProgramming Terminal ] Counter[01].5pare3 BOOL L True BOOL

- E HH-Metwark,_1 9 Counter[02].5/24 Mode BOOL Falze
10 Counter[02].Auta. dvance Senze |EOOL True
11 Counter[02].Direction BOOL
12 Counter[02]. Gray Code BOOL
13 Counter[02]. Reset BOOL
14 Counter[02].Sparel BOOL
15 Counter[02]. S pare2 BOOL
16 Counter[02]. S pare3 BOOL

K ol
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Count Up regardless of Direction

K Signal Connections [ /Configuration/[60000] Re: ol x| Counter[xx] Output Variable Description
J_| Help
Inputs ‘ Outputs | 5/24V |\/|Ode TFUB (1 ) = 24V
MName Type I —
1 Caounter[01] 5/24Y Mode BOOL / Falze False (0) - 5V
I T B Auto Advance Sense True (1) = Count Up or Down Based on Direction
4| Countel0i) Gray Cade BOOL| [Fake False (0) = Count Up Regardless of Direction
5 Counter[01] Reset BOOL True
5 Etmp; sggt _/ Direction If Auto Advance Sense is False (0), then count in the
7 ountEr] pale: . . . . .
B oo e A indicated Direction:
3 Counter[02].5/24Y Mode BoaL /|Fake \ _
10 Counter[02] Auto. Adwahce Sense |BOOL True ® True (1 ) - DOWﬂ
1 Counter[02] Direction BOOL Falze _
12 Caunter[02] Gray Cade BOOL Falzse s False (0) - Up
13 Counter02] Reset BodL \ [Tue /
15[ Courtarl02) Spared T N4 Gray Code True (1) = Use Gray Code Mode
15| Counter02) Spare2 Boo. |/ False (0) = Use Pulse Mode
16 Counter[02] Spare3 BOOL
// Reset True (1) = No Counter Reset
—— False (0) = Reset Counter
Count Up based on Direction

4. Select the Input tab on the Connect Signals dialog.

5. Connect the Count signal you created to the Counter Value

input.

[ signal Connections [ /Configuration/[60000] Re:

=10 ]

1 e -lgix|
Inputs I Outputs I || Meww Signal [ Delete Signal [ Help|
" _réganr?\mlw“"“cu e UT&IE?_ Signal ;l Mame Type Fietain| Constant Descwue
11 Counter[01]. Time Stamp UDIMNT 1 MOTOR [BUOE
12 Counter[01]alue UDIMNT  [Count 2 S1ART NIBUOE
13 Counter[01].Walue Overflow BOOL ‘ g STOF BeiSO0E
14 Counter[0 JErmor Code BYTE d JSED piEREE L
15 | Counterl02)5/28 Mods BOOL 2 AlValue INT
16 Counter[02].Auta. dvance Senze |EOOL 8\ EomparelIHil hd ot
17 | Counter02] Direction BOOL 2 fount |UDINT | v
18| CounterD2] Gray Code BOOL 5 Fake BOOL hd g
19 | Counter02]Reset BOOL Twe  [BOOL
20 Counter[02].Sparel BOOL
21 Counter[02]. S pare2 BOOL
22 Counter[02]. S pare3 BOOL
23 Counter[02]. Time Overflow BOOL
24 Counter[02]. Time Stamp UDIMNT
25 Counter[02].alue UDIMNT  [Count2
26 Counter[02]. W alue Overflow BOOL

Create a Function Block
Program

These signals can

now be used in your application program logic.

The following example creates code to start and stop a motor using
the two input signals we created earlier.

TIP

For more information on Function Block
programming, consult the online Help and
Chapter 8, Create User-Defined Function Blocks.
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1. Close the Signal Connections window. Leave the Signal Editor
active, and restore the Project Management window.

2. If necessary, expand the project tree in Project Management
until [I] Typelnstance is visible and double left-click
(1] Typelnstance to open the Function Block Editor program
page.

) RSLogix Guard PLUS Project Management: "C:\Program Files\RSLogix Guard PLUSYPROJECT FirstProject™ - Configu i [=] 3]
Project Object Edit Window Tools Help

& gloal 4] o B B &l oo = =

FROJ |PDU | TrE | T Type [TypeInstance] (unchanged)
e FirstProject
E| A Configuration
E Fiesource

ul

-
StandaldL\bs
-] DataType
N ECEN3-3
= IECE1131-3_[Ex]

HHH‘%

VAR | wam MPUT | vaR oUTPUT | vaR GLoBaL |van +l>

Name | Declaration [Linitial value | Longname

4 |

Page name:|-- Pageno:| A/ Pos.:| 72/0%

3. Drag signals from the Signal Editor (in Hardware Management)
to any location on the FB Editor program page.

) RSLogix Guard PLUS Project Management: M [=[ B3| |7 R sLogix Guard PLUS Hardware Management E , =] 53

Project Object Edit Window Tools Help Project Edit Signals Orline Windows Help

eS| | BloEl Al B B B %|n] QG| TEeeee

[ Signal Editor

EJ- l Canfiguration || New Signal | Deiste Sianal | Help
PROJ
- QlFT[:D,IE;YPE | T Type [TypelInstance] (4 changes) = HIBUUSU] F::SD:';?ED Name | Type | Retain| Gonstant| Descript
- Configurstion - Daubue r——aTaA 0oL
B MR Resouce || i iiiniiiiiniiniiniinin = rSTART [BOOL
JIF Typelnstance 1 ] lSTOP  [BOOL
5 StandardLibs M
< DataType - - oM

Y IECE11313
~{ [ECET131-3_[Ext

®

a

B+1mpos
Belz1HsC 2
[Be121141 24/8 FS100C
(B Programming Temminal

To make the Signal Editor and the FB Editor fit
comfortably on your screen, restore both the
Project Management and Hardware
Management windows. Then, choose Tile
Windows Vertically from the Windows task bar
located on the bottom of your screen.

Whenever a page is edited for the first time, a window appears
asking for a page name. You do not need to name the page.
Click OK to close this dialog box.
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4. Minimize the Hardware Management window.

You can delete the white areas under the
signals, which are used for descriptions, by
clicking the white area and hitting the Delete
key.

5. In the Project Management project tree, expand StandardLibs,
IEC61131-3, and Bistr as shown below.

PROJ |POU | TvPE |

=-4% FirstProject -
A Configuration
=B Resource

StandardLibs
-] DataType
-] IECE1131-3
- =] Bistable
Bitstr
AND
NOT
oR
ROL
ROR
SHL
SHR
%OR
t- ] Compare
H- = Conwvert
b Counter —
H- <] Edge
)
)
)

-] Mumeric
- Select
- =] String LI

T W O R W B e B

6. Drag an AND and an OR block onto the routine (Left-click, hold,
drag and release).

I [=] 1]

Project Object Edit  Window Tools Help

lel=| el slmal sl =l

INEIE

PROJ |PoU | TveE |
= Q FirstProject
= 4 Configuration
=B Resource
i Typelnstance
StandardLibs
q DataType
N ECE1131-3
q Bistable
N Bitstr 4
A= |
NOT
OR
ROL
ROR
SHL
SHR
] Compare K| [
S Corvert VAR | wam INPUT | waR OUTPUT | vaR GLOBAL |ve<l®
N Counter — i
< Edge L
< Murneric
q Select
q String LI

| v

5%

[0

| Declaration | Initial walue | Longname

-E-E-E-E-E-E
[ - -

Page ﬂame.l Page FIU..I A F'Ds..l 34/70%
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7. Connect the blocks with lines by left-clicking and holding the
very small dots on the edges of the boxes. Drag and release over
the destination dot.

TIP Use the Zoom In tool on the toolbar to

zoom in to see the dots on the edge of the
boxes.

8. Create a duplicate MOTOR signal by right-clicking MOTOR and
choosing Duplicate. Drag and drop the signal on the page.

9. Invert the STOP signal by right-clicking on the dot and choosing
Invert.

=18 x]

TIP In addition to standard function blocks, you can
create user-defined function blocks that consist of
standard function block logic, as described in
Chapter 8. You can also purchase
application-specific safety function blocks that have
been certified by TUV. Go to www.ab.com/guardplc
or contact your local Rockwell Automation
representative for more information.

Save, Compile, Test, and Save the Program
Download the Program
1. Left-click the Save button to save your program edits.

A window appears, which you can use to document your
changes.
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2. Click OK
TIP The FB editor menu bar displays the number of

edits since the last save. Following a save, it
displays ‘(unchanged)’.

Compile the Code

1. Close the Type Instance Program.
2. Right-click Resource and choose Code Generation.

3. The results of the code generation are shown on the Error State
Viewer.

If the Error State Viewer is not visible, click the red triangle él
to make it visible.

) RSLogix Guard PLUS Project Management: "C:\Program Files\RSLogix Guard PLUS|PROJECT'|Fir: N [=[E}
Project Object Edit Window Tools Help

el | = BlO®E Al = a8 B &lsls| QlE@s =
P01 [pou | Tvee |
-4 FistProject 5 | (s S — T
E‘Eonf ation :f - .
=] e IR o o : ]
: IF Tppelnstance - HOTOR
B StandardLibs
- DataType Dol DR o MR X D
BN IECET131-3
B~ Bistable
B Bitstr
- ot
i on A l
~Jff PoL AR | wam IMPUT | vaR OUTPUT | vaR GLOBAL |ved
~1g ROR | Name T Declaration | Intial value T Lonarame
S sHL i
-38F SHR
T} ®OR Errar-state viewer |
-] Compare
-0 C N Date/Time 4 |Lave\ ITth ;l
pah _— | | 3/8/2004, 102530 PM Information FOS T-Comple finshed
-] Edge 37872004, 10:25:30 P Information MCGO04: Binary code generation finigher <Resources
- Nureric 3/8/2004, 102530FM  Information MCGOE: Enors=0/Aamings=0
#- ] Select 3/8/2004,10:25:30 PM Information MCGO09: Encr-free code generated for <C:\Program FileshRS -
B Sting ] (1K1 L'j
I Page name:| Page no[ A/0  Pos.| 9/73%

If the compile was successful, ‘Error Free code generated’ appears in
the Error-State Viewer.

TIP If you are using a GuardPLC 1800 controller, you will
see a warning in the Error State Viewer. Go to the
Hardware Management window to view the
warning, which reads ‘USED’ has an initial value, but
no source.” Disregard this warning, because the
‘USED’ signal has an initial value of 1, but no source
drives its value.
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Run an Off-Line Simulation

To test the code before downloading it to the GuardPLC controller,
run an off-line simulation:

1. Right-click Resource and choose OFF-Line-Simulation.

The OLS tab appears.

t’ RSLogix Guard PLUS Project Management: " rogram Files' RSLogix Guard PLUS,PROJECT ' FirstPre -0l x|
Project Object Edt Window Tools Help

[wle| m Bloel Al Bl — RNl

PROJ | POU | TYPE OLS <

R

o

Resource

MName | State

I Resource Stopped
‘ Typelnstan... Stopped

--JIF Typelnstance : Configuration\Resourcet Typelnstanceh Ty

Eror-state: viewer |

Date/Time # | Lewel | Text ;I
3/8/2004, 10:25:30 PM Infarmation POST-Campiler finizhed
3/8/2004, 10:25:30 P Infarmation MCGEO04; Binary code generation finist
34872004, 10:25:30 P Information MCGOS: Errore=0/% armingz=0
348/2004, 10:25:30 PM Infarmation MCGO09: Eror-free code generated fo +
| 0| | | J:I
| Page namel Page no. | ? Pos. | ?

2. Double left-click [1] Typelnstance.

The following appears.

‘) RSLogix Guard PLUS Project Management: “C:4Program Files\RSLogix Guard PLUS,PROJECT®, & - |E||L|
Project Object Edt Window Tools Help

2| = Blmel al = ¥ mls] Oae s

=

PROJ | POU | TYPE OLS

AR E
Fesource

Name | State |
M Resource Stopped

i Typelnstan... Stopped

W OLS: TypelInstance : Configuration’,Res:

=18 x|

- SRR ERAREE
f {1
IJMOTOR

NSRS
L HOTOR ]

..]JSTop
| [
WAR | wam NPUT | waR OUTPUT | WAR GLOBAL |v.¢
| Niame [ [ Declaration [ Initial va\uEI [ Lonaname
4

Error-state viswer |

Date/Time I Level I Text :I
3/8/2004, 10:25:30 PM Information POST-Compiler finished
3/8/2004, 10:25:30 PM Information MCGO04: Binary code generation finished for <Resources
3/8/2004,10:2530 PM Information MCG 018 Enors=0/wamings=0
34842004, 10:25:30 PM Infarmation MCGO0S: Error-free code generated for <C:\Program Files\RE -
| | | _>|:|
[ Page: name:| Page no.| A0 Pos.[ 49/65%
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3. Choose points to toggle/view during the simulation. To activate
a point, left-click on a point, drag, release, and left-click again.

) RSLagix Guard PLUS Project Management: "C:\Program Files'RSLogix Guard PLUS|PROJECT! FirstProject = [ - 1ol x|

Project  Object Edit  Window Tools Help

C|=ls| & Slmel 4 =l % [mln] OEQe &

FROJ | POU | TYPE OLS
w0 el e] =

& OLS: Typelnstance : Configuration',Resour: 1 - |E' |_|

Resource

Hame

b Resource

I Typelnstan...

START 1 .
| Stale | r s ==1

HOTOR :
FAunring R, :

Running

MOTOR

jﬁé

J| |
VAR | R INPUT | AR OUTPUT | vaR GLOBAL |vwam 4[*

- = d 5 Marne 4 [ Declaration [ initial value [ Lonaname [ Attib
i Typelnstance : Configuration’\Resource | i F | _’i
Etror-state: wiewer I
Date/Time # | Level | Text ;I
3/8/2004, 10:25:30 Pt Infarmation POST-Compiler finished
34842004, 10:25:30 Pt Infoimation MCGO04: Binany code generation finished for <Resources
34872004, 10:25:30 P Information MG S: Enore=0/% amings=0
34872004, 10:25:30 P Infarmation MCGO09: Enor-free code generated for <C:\Program Files\RS Logis [+
4 I »
| Page namel Page no. | A0 Pos. |'|E.-’T=l°/.=

4. Start the simulation by left-clicking the blue flag button.

PROJ | POU | TYPE OLS
1.3 3 8 e R

ki

5. Double left-click the yellow field to toggle TRUE/FALSE. Blue
lines represent OFF. Red lines represent ON.

6. When finished testing, stop the simulation by choosing the Stop

icon.

PROJ | POU | TYPE OLS
L L S

7. Close the Off-line simulation using the Close OLS icon.

PROJ | POU | TYPE OLS
w2 o)== I»»«I““I

TIP If you do not save your changes, you will
have to re-select the points to simulate.

8. Click the PROJ tab to return to the project tree.
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Download the Program

1.

El:ontrol Panel [ NewResource ] ;lglﬁl

PADT Resource Communication Test Mode Extra Help

Connect the GuardPLC controller to your PC’s Ethernet port
using a Cat. 5 Ethernet cable.

In the Hardware Management window, close the Signal Editor.
Right-click [60000] Resource.
Choose Online>Control Panel.

Enter the default Username (Administrator) with no password
and click OK.

The Control Panel opens.

TIP You can use the [Ctrl]+[A] shortcut to enter the
default Username and Password.

If you are unable to go online, see Chapter 2 for information on
determining the TP address and SRS of the GuardPLC controller
and for information on the appropriate setting for your PC’s IP
address.

Z 7 v mEA|

Resource State ISafely Parameters I Statistics I PZ2P State I Femote [/0 I HH State I Environment data I as I 1|>

CPU State RUN

COM State RUN

Program Mame FirztProject

Program State RUM

Faulty 1/0 Modules 1]

Force State Forcing dizabled

Remaining Force Time [g] 1]

F h’_o Enline Edministrator A

6.

7.
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If the GuardPLC controller is in RUN mode, change to STOP
mode. Left-click the Stop icon on the Control Panel.

| *Control Panel [ GPLC1600_1
PADT Resource Cu:ummunic/atjaﬁ/
&7 maT

Answer Yes to the warning prompt.
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8. Left-click on the Download icon.

| = Control Panel [ GPLC1600_1

PADT Resource Communication
Fay mEey
]

9. Answer Yes to the warning prompt.

10. Make sure the download was successful by checking the Status

Field for a ‘Resource Configuration successfully loaded’
message.

[ RSLogix Guard PLUS Hardware Management

I [= 1)1
Frojsct Edit Signals Online Windows Help
= TaFirstProject
=) 4 Configuration

TG control Panel [ NewResource ]

I8 =
E EREETE PADT Resource Communication TestMode Extra Help
= EFOUICE -
[DDis]umuteduu #2r mE]
[1Protacals Fiesource State ISafelyF‘alametels | Statistiss | P2P State | Remote /0 | HH State | Ervionmentdata | 05 | 4| »
IEF Tupelnstance
= [ERI0] GuardPLC 1800
oM
B cru
Borioos CPU Stale STOF /VALID CONFIGURATION
"'[? :f:ja pop | [COMState STOP /VALID CONFIGURATION
gpmg,amm'm"g[:erminal FerEnitne FietFioject
Program State STOP
Faully 1/0 Modules [
Force State Forcing disabled
Fiemaining Force Time [5] [

F 0 rive Panessrair

02/29/2004 14:37:13.157, Into: [ NewResowce ] Loading the Resouce Configuration stated ;I
02/29/2004 14:37.:14.028, Info: [ MewResource ] All files successfully flashed to resource,
02/29/2004 14:37:14.563, Into: [ NewResource ] Resource Configuration successfully Inaded

11. Put the GuardPLC controller into RUN mode by clicking the
Coldstart button and answering Yes to the warning prompt.
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How to Monitor the Routine To monitor the routine online, you must be online with the controller,
Online and the controller must be in RUN mode.

1. In the Project Management window, right-click Resource and
choose ON-Line Test.

The Project Manager appears as shown below.

=10l x|

Project Object Edt Window Tools Help

o sl gBmal al = R EEE
PROJ | POU | TYPE OLT
gl el 2] s 2] 4l

Resource: IH ezource [Configuration]

MName | State |

--JIF Typelnstance : Configuration\ R esourceh Typelnstance\Type

Entor-state viswer |

Date/Time  / | Level | Text ;l
| 3/9/2004,10:5529AM  Information N}CG 009: Enrar-free code generated for ii;l
1 »
[ Page: name: | Pageno:| 7 Pos[ 7

2. Double left-click [1] Typelnstance.

() RSLogix Guard PLUS Project Management: "C:\Program Files'RSLogix Guard PLUS' PROJECT FirstProject™ = Conl -] x|

Project Object Edt  Window Tools Help

sl = BlmE Al B (Bl Qe ® o
FROJ | FOU | TYFE OLT p ==l x|

& OLT Typelnstance : Configuration’Reso

Resource: |Resource (Configuration] Do fRALBE e
W ..... s ]
Wame | State | ]l— ..... ==
-_'],_'.MOTOR h

-]JSTOP

o
L HOTOR 1

[l [
‘ Typelngtance : ConfigurationtR esourcehTypelhst, VAR I WAR INPUT | VAR OUTPUT I VAR GLOBAL
Mame # | Declaration | Initial walue | Longname

/ 1 |

Enmor-state viewer I

Date/Time  # | Level | Texnt

|
| | | (1T | LI_I

| Page name" Page no | A0 Paos. I B/75%

If the lines appear RED (TRUE) and BLUE (FALSE), then the
monitor is active. Test the routine and monitor the function
code.
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3. Close the On-Line Test when finished testing.

PROJ | POU | TvPE OLT |
olw]e o] z]2] Al

4. Click the PROJ tab to return to the project tree.

RoJ | Pou | TvPe OUT |
gl ]e e la]z]z] 4]

If the lines are RED/BLACK striped, then the Control Panel is
NOT online with the GuardPLC controller or the controller is not
in RUN mode.

See Chapter 2 for information on going online with the
GuardPLC controller.

TIP For more information on downloading, see
Chapter 4.
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Chapter 4

Check, Download, Start, and Test a Routine

Using This Chapter

For information about See page
checking consistency (whether you need to download your routine) 4-1
downloading a routine 4-2
starting a routine 4-4
testing a routine 4-5
how a routine executes 4-6

To download and run a routine, you must:

e Complete your system configuration and your routine logic.
e Save your logic by choosing Object>Save on the Project
Management menu bar.

e Generate code. Make sure all your system configuration is
complete before you generate code.

e Connect the programming terminal (running RSLogix Guard
PLUS! software) to the controller.

e Download the routine to the controller. See page 4-2.

e Start the routine. See page 4-4.

Check C(msistency To determine whether or not you need to download your routine, you
can use the Check Consistency feature to verify whether the routine
running in the controller is the same routine you are editing in
RSLogix Guard PLUS! software. Choose Resource>Check Consistency
to compare the two programs. If all the codes match, your oftline
routine has been previously downloaded to the controller.
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Check, Download, Start, and Test a Routine

Download a Routine

1. Choose Online>Control Panel.

The software automatically asks you to log in.

|2 RSLogix Guard PLUS Hardware Management

Project Edit Signals | online. Windows Help

- P example1
2] 4 Corfiguratic

E- R 2]

Eorce Editar

Diagnostics

Access Management

Communication Settings

Multi Cantrol Panel

COMIE  [len

x|
|

IPaddess [ 132

. 168

=1

a3

System Fack |

2|

1}

Username  [Adninistato]

‘ Password |
Accesstype | Administrator

o |

Cancel

|

| hee |

2. After you successfully log in, the Control Panel opens.

| ~Control Panel [ GPLC1600_1 ]

PADT Resource Communication Test Mode Extra Help

=100 ]

Coldstart —

Stop ——

> n Gl

CPU State RUN

COM State RUN
Program Mame Fioutine
Program State RUM
Faulty 1/0 Modules 1]

Force State Forcing dizabled
Fiemaining Force Time [g] 1]

Download
Resource Statef| Safety Parameters I Statistics I F2P State I Digtributed 10 I HH State I Environment ['ata I 0s I IF Se<|>

F m - Edministrator 4
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3. The routine must be stopped before downloading is permitted.
Choose Resource>Stop.

4. Choose Resource>Download to load the routine into the
controller.

_ *Control Panel [ GPLC1600_1 ]
PADT | Resource Communication Te
ﬁ Warmstart
Resa. P Coldstart

W Stop

=0

Check Consistency...

Safety

IMPORTANT

If your controller is in FAILURE_STOP, it must be
rebooted before you can download a routine. While
online with the controller, choose Reboot Resource
from the Control Panel.

For more information on recovering from a
FAILURE_STOP, refer to the GuardPLC Controller
Systems User Manual, publication number
1753-UMO01.
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Troubleshoot the Download Process

The SRS of the controller must match the SRS saved in the routine in
order to download the routine. When you specify an SRS for a
controller in a project, that SRS gets saved in the routine when you
generate code.

Check the SRS of the Controller

1. Choose Online>Communication Settings.

R=F
Project Edit Signals | Cnline Windows Help Addhess PES using
oo | Carilpad (Mmm oo T o
E| Configuratic Force Editor ~Address PES using
&[2]F!es Diagnostics P Address 5 0 0 o
i Access Management S [ of ¢ —IEEI'
Cornrmunicatic
G o Sting
Multi Cantrol Panel IP Address N Factory Settings
Subiet Mask [25 25 22 0 5 Project
Dicfault Gateway 5.0 0.0
oo lEE [ 2 o
SetvisMaC | setvialP | cancel | Help

In the MAC address field, enter the MAC address of the
controller.

The MAC address is on the sticker on the side of a GuardPLC
1200 controller, on the label positioned over both lower RJ-45
connections on GuardPLC 1600/1800 controllers and 1/O, or on
the front bezel of the AB-CPU module of a GuardPLC 2000
controller.

Click Get.

The controller responds back with the IP address and the SRS it
is currently using.

Now you know the correct SRS to use. Change the SRS and generate
code again. Then the download should work.

Update the SRS in the Controller
In some cases, most likely after a reboot due to a FAILURE_STOP, the
SRS of the controller might be the same as the SRS in the routine, but

the routine still will not download. If this happens, change the SRS to
the same number and click OK, as shown on the following page. This
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updates the SRS in the controller and corrects the issue. You should
now be able to download the routine.

TIP For more information on recovering from
FAILURE_STOP, refer to the GuardPLC Controller
Systems User Manual, publication number
1753-UMO01.

1. Choose Extra>Change System ID (SRS).

PADT Resource Communication TestMods |Extra Help
S 7y mE » Set DatefTime...

Resouice Stale | Safely Paameters | Stat

Device Settings...

Update 05 »
Reboot Resource

Load Resource Configuration from Flash

Clear Resource Configuration

Set Backplane Type

2. Enter the SRS and click OK.

3. Try the download again.

Start a Routine After you successfully download a routine, you can start the routine.
From the Control Panel, choose Resource>Coldstart or use the
Coldstart button on the menu bar.

| ~Control Panel [ GPLC1600_1 ]

PADT |Resource Communication Te
o Warmstart or =
Pkl = PADT Resource Communication
Resol P "7/? > .QII1’
W Stop '
QI Download
Check Consistency. ..
Safety 3
Options Description
Warmstart Allows the user routine to be started by the programming terminal

and to continue with the previously saved Retain signals.
You must have Administrator or Read/Write access to initiate a
warmstart.

Coldstart If a routine is in STOP or FREEZE mode, it can be started using this
cold start option. The cold start option re-initializes the routine and
available process values are lost.

Stop Use this option to stop a routine that is in RUN or FREEZE mode.
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Test a Routine

Test a routine to check for and eliminate errors. You must have
Administrator or Read/Write access to test a routine. Test options are
discussed in the table below.

From the Test Mode menu on the Control Panel, choose the test
option you want.

| ~Control Panel [ GPLC1600_1 ]

PADT Resource Communication | Test Mode Extra Help
o F7 I | I | QI I 1P Enter Test Mode {Hot Start)

Resource State I Safety Parame  Enter Test Mode (Warm Start)
Enter Test Mode {Cold Start)

1P Single Cycle

Continue with Run

Test Option

Description

Enter Test Mode (Hot Start)

To enter test mode hot, a routine must be loaded and started in the controller.

After a security query, the routine is paused (FREEZE) while retaining the current process
data after terminating the cycle. No input signals are processed. The output signals retain
their current state.

Enter Test Mode (Warm Start)

Halts the execution of the routine with the signals declared as Retain retaining their
values and with all other signals being reset.

Enter Test Mode (Cold Start)

A routine must be loaded in the controller to allow you to enter test mode cold.

After a security query, the routine is initialized, started, and immediately enters FREEZE
mode. No input signals are processed, and all the output signals stay in their basic state.

If the routine was in RUN mode when enter test mode cold was selected, the cycle in
progress is terminated and the process data is re-initialized.

Single cycle

Single cycle can only be executed when the controller is in the test mode. Use single cycle
to manually trigger the execution of a single cycle of the routine. The routine is executed
exactly once. The input signals are read in, processed, and the resulting output signals are
transferred.

Use the force editor to perform a step-by-step check of the data. See Chapter 5 for
information on forcing.

Continue with Run

This option terminates the test mode. The routine mode changes from FREEZE to RUN
without re-initialization. The current process data are retained. (This corresponds to a
routine hot start.)
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How a Routine Executes A controller has only one routine. A routine can be in any one of

these states:

Routine State Description

RUN_RUN The controller is in the RUN mode.
o The routine is executed cyclically by the controller.
e Input data are processed in the routine.
o (Qutput data of the routine are operated.

RUN_FREEZE The controller is in the RUN mode.
e The routine is not executed.
¢ No input data are processed by the routine.
¢ No output data of the routine are operated.
IMPORTANT: This mode is not permissible for safety-related
operation!

STOP The controller is in the STOP mode.
e The routine is not (no longer) executed.
o All outputs have been reset.

FAILURE_STOP The controller is in the STOP mode.
¢ The routine was stopped due to an error.
o All outputs have been reset.

Controlling a Routine

You can control a routine using the actions described below:

Control Action

Description

Start the routine from STOP

Starting the routine is the same as transferring the controller from the STOP mode into the RUN mode. The
routine is then transferred into the RUN_RUN mode. If Freezing is activated while starting, the routine will
be in the RUN_FREEZE mode. However, freeze operation is only possible if the Freeze Enable software
switch has been enabled. In addition to starting in freeze mode, cold start is also possible.

Starting a routine is only possible when both the controller restart switch and the routine restart switch
are enabled.

Start the routine from RUN

The routine is transferred into the RUN_RUN mode if it has not already been operating in this mode.
Starting is also possible in cold start, hot start, and no-freeze modes.
IMPORTANT: This function is not allowed for safety operations of the controller!

Single cycle the routine

The routine must be in the RUN_FREEZE mode. Exactly one RUN cycle of the routine is executed, and the
routine is then put back into the RUN_FREEZE mode. The command for the single cycle is the start
command with the attributes hot start and freeze. This does not have any effect on the mode of the
controller. Single cycle is only performed by the controller for the routine if freeze mode is enabled.
IMPORTANT: This function is not allowed for safety operations of the controller!

Restart the routine

If the routine is in the FAILURE_STOP mode, it can be restarted via the programming software using a start
command. After the restart, the entire routine is checked again.

Stop the routine

Stopping the routine is the same as transferring the controller from RUN mode into STOP mode. The
routine is then transferred from RUN into the STOP mode.

Freeze the routine

The routine is transferred from the RUN_RUN mode into the RUN_FREEZE mode. This does not affect the
mode of the controller. Freeze mode must be enabled for the routine.
IMPORTANT: This function is not allowed for safety operations of the controller!
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In This Chapter

Monitor Signals

Monitor and Force Signals

For information about See page
monitoring signals 5-1
forcing 5-3
enabling forces 5-4
starting the force editor 5-4
force time 5-6
specifying force values and force marks 5-5
starting forces 5-6
stopping forces 5-7

The Force Editor provides a window that lets you choose signals to

monitor, whether they are forced or not.

1. Right-click the Resource and choose Online>Force Editor.

If the Control Panel is already open, you do not have to login.

Otherwise, the software asks you to log in.

! Project Edit Signals Online ‘Windows Help

-8 CAT4E stop
B- Al Configuration

Peer-to-Peer Editar

Prink...
About configuration

Properties

ERSLogiH Guard PLUS Hardware Management

i
‘ . Online Control Panel
‘ ..... il Force Editor

B E HH-Netw Copy. Diagnostics
P Toke
Paste Access Managemenk

i Delete Comrmunication Settings

Multi Control Panel
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2. After you successfully log in, the software displays the Force
Editor.

IR 5Logix Guard PLUS Hardware Management oy [ 5
Project Edit Signals Online Windows Help
= TECAT4E stop
(= 4 Configuration [E Force Editor [ Resource ]
27 & [50000] Fresmurce Fle View options Help
- [ Distributed 170 -
gl GuardPLC 15al || St | Stop.. | Takeover | Configwe.. | Send.. | Espor.. Import.. Append..|
[Protacals Resource  [Fiesource
IEF Tupelnstance
@0 GuardPLC 1800 I Forcing activated Fores Tirme 0 sec
B com
B cru W Forcing allawed Fiemairing Force Time 0 sec.
B-rio0s
Bel21HsC 2 ¥ Stop on Timeout
8131 M1 2408 F5 1000

18 Programming Teminal gy || Wi
- 8 HH-Netwark_1 Signal [ Force [F[Type [Rvale [ A-Force
“E Token Goup

Enline F\dministratnr
' ~ CoNtrol Fanel [ RESHuL= | P |

g T T =

03/21/2004 11:09:43 588, Info: [ Resource | Resource successhully stopped. B
03/21/2004 11:09:53 503, Infor [ Resource | Loading the Resource Configuration started

03/21/2004 11:09.55.446, Infor [ Resource | AN files successfully flashed to resource.

03/21/2004 11:09:56 247, Infor [ Resource | Resource Configuration successtully loaded

03/21/2004 11:10:02.408, Infor [ Resource | Resource successhully started. j

3. In the Force Editor, choose Configure.

The software displays a list of force signals you can choose
whether to view or not.

54 Select signals to Yiew

Signal

O Circuit_Resst BOOL
O Cycle_lnputs BOOL
EStop_ch1 EOOL
EStop_ch2 EOOL
Fault_Reset BOOL
Input_F ault BOOL
O Lamp3 BOOL
O Output BOOL
O Pulse_Test_Fault BOOL |

Ok Select all Clear all | Lancel I
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E Force Editor [ GuardH

File Yiew Options Help
Start..

Dizzonnest »

Send.. [Etl+5
Takeower [l
Exit

The R-Value (Resource Value)
column displays the current
values of the signals.

Forcing

4. If you are not already connected, in the Force Editor, choose
File>Connect.

The software displays the values of the signals you selected.

= |RSLogix Guard PLUS Hardware Management B Y ] 1|

Project Edit Signals Online Windows Help
E-FECAT4Estop
= il Configuration [ Force Editor [ Resource ]

- B (60000] Resource

Distibuited 1D
g4 1) GuarcPLE T6pL || Start. | Stop.. | Takeower | Configure.. | Send.. | Export.. Import.. Append..|

Fle Wiew Options Help

[ Protacols Resource  [Resource
JIF Typelnstance

) GuiardPLE 1800 ™ Forcing activated Force Time 0 sec

¥ Forcing allowed Fiemaining Force Time 0 sec

¥ Stop on Timeout

---.Q-[B] M1 24/8 FS1000

- { Prorammineg T ertins] Sighals | 1/0-Channels
- & HH-Network_1 Signal
T Token Group 1 EStop_chl FALSE]
2 EStop_ch2 FALSE
3 Faul_Reset FALSE
4 Inpul_Fault FALSE
5 Lamp_Test FALSE
Joriine [administrator
* - Control Panel L Resoue; | ps|
L ——
7 T T o
03/21/2004 11:0355 446 Info: [ Resource ] Al flss succasstull ashed o resource =

03/21/2004 11:09:56.247, Info: [ Resource ] Resource Configuration successfully loaded.
03/21/2004 11:10:02. 4086, Info: [ Resource | Resource successtully started

03/21/2004 11:11:13.418, Error: [ Resource ] Timeout marnitoring force-value
03/21/2004 11:11:13.488, Errar: Force Maonitaring failed

You can force any of the signals that have been configured in the
Force Editor.

Forcing describes the intervention of the user in the logic of the
application program loaded into the controller. When data is forced,
the controller uses the forced values rather than its process values.
This changes the value of one or more signals and affects the safety of
the controller.

Only signals used in the controller can be forced. The application
program and the inputs and outputs are only affected when the
controller is in RUN mode.

ATTENTION When using forcing on a controller with safety tasks,
always obey the restrictions listed in the GuardPLC

Controller Systems Safety Reference Manual,
publication number 1753-RM002.
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Enable Forces

Start the Force Editor
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To enable forcing, both the Forcing allowed and Main Enable switches
must be set. The Forcing allowed switch can be set via the

programming software, but only if the controller is in RUN or STOP
mode.

A forced value remains saved in the controller until:

e the user program is stopped,

e the force value is replaced by another value, or
e the controller is switched off.

TIP If a new configuration is loaded, all of the force
switches and associated force values are reset.

Any user can start the Force Editor, regardless of access privilege.
However, you can only force signals if Forcing allowed is enabled for
the controller. Forcing is always disabled for users with Read access.

j=|RSLogix Guard PLUS Hardware Management

IOl x|
Project Edit Signals Online Windows Help

= FECAT4E stop
- Configuration
- B [B0000] Riesource
- [ Distributed 140
gl GusrdPL 155t || Start.. | Stop.. | Takeaver | Corfigwe.. | Send.. | Export.. Import.. Append..|
[Protosols
o Typelnstance
- [I0] GuardPLC 1800

[ Force Editor [ Resource ]
Flle View Options Help

Fiesource  [Resource

™ Forcing activated Farce Time 0 sec.

¥ Forcing sllowed RemainngForce Tive [ 0 sec.
B-rioos
Bel21HsC2 ¥ Stop on Timeout
[B«[31 M1 2478 Fs1000
B Preysroming T sminal Signals | 140-Channels
- 8 HH-Network_1 Signal Fialue Fi-Force
f Token Group EStop_chl

TRUE FALSE
EStop_chZ TRUE FALSE
Faull_Reset FALSE FALSE
Inpui_Fault FALSE FALSE
Lamp_Test FALSE FALSE

[oriine: Jadninistrator

' CONEro P ane! LIRS0 |

Before you start the Force Editor, make sure the program running in

the controller is the same program that you are editing in RSLogix
Guard PLUS! software.

To verify whether these programs are the same:

1. Start the Control Panel and choose Resource>Check
Consistency.

2. If the offline/online programs are not identical then the Force
Editor will come up offline.
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Spemfy Force Values and To set a signal with a force value, you:
Force Marks

1. Enter the force value for the signal in the Force column.

TIP For Boolean signals, True or False and
1 or 0 are acceptable values.

2. Double-click in the F column to mark that you want the
controller to use the force value rather than the process value.

3. Send the force value(s) to the controller.

The Force Editor displays the force value(s) in the R-Force
column. A mark in the RF (resource force) column indicates that

the controller will use the corresponding force value instead of
the process value when forcing is enabled.

Multiple force values can be written into the controller at the same
time. The force values remain saved in the controller until the routine

is reloaded. If the routine is stopped, the resource force marks are also
reset.

JTRSLogix Guard PLUS Hardware Management

i ~=lol =
Project Edit Signals Online Windows Help
= TECAT4E stop
= 4 Configuration [ Force Editor [ Resource |
- B [50000] Riesource Fie Wisw Gptions Help
- [ Distributed 10 -
gl GuardPLC 15al || St | Stop.. | Takeover | Configwe.. | Send.. | Espor.. Import.. Append..|
[Protacals Resource  [Fiesource
IEF Tupelnstance
=0 GrardPLE 1800 ™ Forcing activated Force Time 0 sec
B com
B cru
¥ Forcing llowed Remaining Force Time 0 sec.
B-rio0s
Bel21HsC 2 ¥ Stop on Timeout
13111 24/8F51000 -
18 Frogiamming Teminal gz || b
= 8 HH-Network_1 Sianal AValus
“E Token Goup EStap_chl TRUE FALSE
EStop_ch2 TRUE] FALSE|
Faull_Fiese! FALSE| FALSE|
Input_Fault FALSE TRUE
Lamp_Test FALSE] TRUE]
F rline: F\dministratnr
+ -~ Control Fanel ﬂe‘ -
|| — B
e T m
03/21/2004 11:10:02.408 Info: [ Resaurce | Resource successfully started. B
03/21/2004 11:11:13 418, Enor: [ Resource | Timeout moritoring force-value
03/21/2004 11:11:13.468. Enor. Force Monioring falled
03/21/2004 11:18:18 791, Enor: [ Resource | Timenout moritoring force-vaue
03/21/2004 11:1%13.831. Enor. Force Moniaring falled
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Field Description
Signal The name of the signal you want to force.
Force The value you want to force the signal to have.

The value you enter must match the type displayed in the Type field.

F (force mark)

A check in this field identifies that the force value you entered is sent to and saved in the
controller and will become active when forcing is active.

Double-click in this column to mark that you want the controller to use this force value rather than
the controller's process value.

Type

Displays the type of the signal, as defined in the signal Editor.

R-Value (resource value)

Displays the controller value, resulting from the current process and program logic.

R-Force (resource force value)

Displays the value of the signal while forcing is active.

RF (resource force mark)

A check in this field identifies that the controller is using the force value rather than the process
value as soon as forcing is active.

Force Time

Start Forces

The force time is monitored by the controller. To enter the force time
in seconds, the controller must be in RUN or STOP mode with Forcing
allowed set. For unlimited forcing activity, enter ‘-1".

The force time begins when the force process starts. The time is reset
to 0 if a new configuration is loaded or if the operating voltage is
disconnected.

After the specified time, forcing activity ends. If the controller switch
Stop on Force Timeout is enabled, the routine returns to STOP mode
when forcing ends. If Stop on Force Timeout is disabled, the routine
continues with the current process values once forcing ends.

To start forces:
1. Choose the Start... tab or choose File>Start.

2. Enter the Force Time in the Start forcing dialog box and click
Start.

[ Start forcing x|
Force Time I 0] ssc
Start |
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3. The Force Editor opens.

JEIRSLogix Guard PLUS Hardware Management B

Frojsct Edit Signals Online Windows Help

- TECAT4Estop
E+ o Configuration

£+l [60000] Resource
E- (23 Distributed 140

[ Pratocols
IIE Tupelnstance

[ RUDLE]
Bel21HsC2

L~

(1] GuardPLE 16t

B30 M1 2472 FS 1000

File Wisw Options Help

[ Force Editor [ Resource ]

=10l

I =13}

at.. | Sgp.. | Takeover | Configue.. | Send.. | Evport.. Impor.. Append..|

ssource  |Resoue

[¥ Forcing activated

¥ Farcing allowed

¥ Stop on Timeout

Farce Time

1 sec
Remaining Force Time: A sec

{8 Fiagranming Terminel Sl || WD Eenrets
- & HH-Netwark_1 (Sl Force Type | Falue R-Force RF
% Token Group 1 EStop_ch FaLSE[ [BOOL TRUE] FALSE
2 EStop_ch2 FALSE| |BOOL TRUE| FALSE|
3 Faull_Reset FaLsE[ [BOOL FALSE FALSE
4 Input_Fault TRUE| w|BOOL TRUE| TRUE| »
5 Lamp_Test 1 w[pooL FALSE TRUE|

* ~Control Fanel [ Resous=) 18 .|

F nline ﬁdm\mstratnr

Once forcing starts, the Forcing activated box is checked and R-Force
values take precedence over R-Values.

To stop forcing, click the Stop... tab or choose File>Stop.

Stop Forces

= ]RSLogix Guard PLUS Hardware Management

=1o|x|
Project Edit Signals Orline Windows Help
= FECAT4E stop
i A Configuation
= B [60000] Resource
(] Distributed 1/0
(1] GuardPLC 16pt [
[Pratocols
o Typelnstance
= [EBI0) GuardPLL 1398
»

[ Force Editor [ Resource ]

Flle View Options Help

=151

| Takeover | Configue... | Send.. | Export.. Import.. Append. |

1 sec
Remaining Force Tims 0 sec

™ Forcing activated Farce Time

H CPU

H W Forcing slowed
B-rioos

Bel21HsC2

8 Programming Terminal

(31 M 2448 FS1000

¥ Stop on Timeout

Sinals J_I;‘D—Channels

-J- [8 HH-Network_1 Eianal Force Type | Ralie Ri-Force RF
i Token Gioup i EStop_ch1 FALSE| |BOOL TRLE| FALSE
2 EStop_ch2 FALSE| [BOOL TRUE] FALSE|
3 Fault_Resst FALSE| [BOOL FALSE| FALSE|

4 Input_Faul TRUE| v[B0OL FALSE| TRUE v

5 Lamp_Test 1| w|BOOL FALSE| TRUK| v

! ~Control Panel [ ResousEy= )= |

[oriine: Jadninistrator

Once forcing is stopped, the Forcing activated check box is cleared.
However, the Resource Force Mark (RF) field is still checked,
indicating that force values remain in the resource, but are inactive.
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Chapter 6

Access Management

In This Chapter

For information about See page
how the controller uses access levels 6-1
creating user access 6-2

How the Controller Uses An Administrator can set up access privileges for a maximum of ten

Access Levels

users per controller. The controller stores the access privileges in its

non-volatile memory. The access privileges are not saved with the
program, and are not downloaded to the controller with the program.
If the controller is changed, access privileges must be re-entered.

Every controller has the same default user account, which applies

when:

e the controller is new, out of the box.

e disconnecting the operating voltage with the backup battery
removed (GuardPLC 1200/2000 controllers only).

e using the Reset button (GuardPLC 1600/1800 controllers only).
Refer to the GuardPLC Controller Systems User Manual,
publication number 1753-UMO001, for details on how to use the

Reset button.

The default account is:
Username: Administrator
Password: <blank>

Access Type: Administrator
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The following access levels are available:

This access level Allows

Administrator

highest privileges

manage usernames and passwords

read data from controller

write routines and data into controller

force tags

stop, start, freeze, and force a routine
download an operating system

reboot the controller

change IP address and system ID

can also login under read/write and read levels

Read/Write

read data from controller

write routines and data into controller
force tags

start, stop, freeze, and force a routine
can also login under read level

Read

lowest privileges
¢ only read data from controller

Create User Access To create a user access level:

1.
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Choose Online>Access Management.

If the Control Panel is open, you do not have to login.
Otherwise, the software asks you to log in.

ERSLogiH Guard PLUS Hardware Management

Project Edit Signals | Online ‘Windows Help
B 'E= Praject1 Control Panel
- Confi

Force Editor

Diagnostics

Communication Settings

Multi Control Panel
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2. After you successfully log in with Administrator access, the
software displays the Access Management window.

-lgix]
Communication Access Help
IEAEE
Uzer name Fazzword FPazsword verification | Access type

1 Mo access

2 Mo access

3 Mo access

4 Mo access

5 Mo access

B Mo access

7 Mo access

g Mo access

g Mo access

10 Mo access

Enline Edministrator 4
Field Description
Username Name of the user.
Password Password of the user.
The password is case sensitive.

Password Verification Verify the password specified above.
Access Type The access level of the user.

Specify Administrator, Read/Write, Read, or No Access.

The username and password are case sensitive and can contain as
many as 31 characters. You can use letters, numbers and
underscore ( _ ) characters.

At least one of the users must have Administrator privileges.

If you make changes to the user list, use the Set Accounts button to
save the changes in the controller.

The Administrator can delete access privileges of all users with the
default account access and reset the Administrator account to the
default setting of Administrator and no password (blank).

IMPORTANT Changes to access privileges can only be executed
when the controller is in the state STOP.

TIP If battery and external power to the GuardPLC 1200 I
or GuardPLC 2000 controller are simultaneously off,
the controller loses all account information and
reverts to the default account.
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Chapter 7

Archive and Restore Projects

In This Chapter

For information about See page
Archive a Project 7-2
Restore a Project 7-3

Archiving a project moves the project to a back up location. It also
freezes a project so that no changes can be made to it. The archived
project can be moved from one PC to another or emailed. You should
archive all of your project prior to installing a new version of RSLogix
Guard PLUS! software to ensure that projects are not lost if problems
occur in the installation process.

A project, even one with multiple resources, can be archived. The
archive process creates a folder entitled archivename.L3P, where
archivename is the name of the archive. The folder contains three
archive files. When an archived project is restored, a projectname.L2P
folder is created.
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Archive a Proiect To archive a project:

1. Open the RSLogix Guard PLUS! Program Management window.

2. Right-click the project name in the project tree and choose
Archive.

ﬂ RSLogix Guard PLUS Project Managemen!
Project  Object  Edit Window Tools Help

el | BB Al & b lme| QlE|R@ o

FROJ | Pou | TYPE I W Type [TypelInstance] {unc
E\Q quickstart 1]
- A Configuration
B Resouce
E"iT}DB‘mtance
K NewResource EEEE fEnablEPE ;— L ]JRDthEnab_LE :-l .
StandardLias o ° o . [
=‘DataT_upe
- IECET" 313 AT .|
-] Bistablz Ce L.
g iarchiee x|
| Tegefie: | o e R
é---)(I]FE - Desciiptor | B L.
- G = 5
N o = I~ SaveVerion Auchive S
oo, B0 Archive Cancel Hell
#- N Ecge 4 _nep B
- Humeric 552 PR Trfammation Mo vendor funchon Blocks used
B Select ZADGZFM  Infunnalion POST-Curnpies finistel
- Sting 215:52 P Information MCGO04: Binary code generation finished for <Aesources
@Y {!’“a 21552PM  Infomation MCEO18: Enors=0/w amings=D
- Tiner 21552PM  Information MCE00Y: Emorfree code generated for <C:\Program Files\AS Logis Guard PLUS\PROJECT Sauick—
- IECHT31-3_[Fw) =l

3. Click the Browse button and choose the folder into which you
want to place the archived project.

4. Enter the name of the archived project in the Object Name field.

The name you choose for the archive does not have to match
the current name of the project.

5. Click OK.

6. Verify that the target directory and name are correct and click
Archive.

When the archive process is complete, the Project Management page
reappears.
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Restore a Project

Restoring an archived project extracts the project files from the archive
file and creates the .L2P files and folders that can then be edited.

To restore an archived project:

1. Open the Project Management window, but do not open a
project.

2. From the Project pull-down menu, choose Restore Project....

ﬂ RSLogix Guard PLUS Project Management

Project Object Edit ‘Window Tools Help

Mew
Open
Close

Project Wizard. ..

Sork Projeck Tree

Restore Project...

Open Template Project

The Restore dialog opens.

3. Browse for the target directory where you want to place the
restored project.

4. Browse for the archived project that you want to restore.

5. Click Restore.

i Restore % ﬂ
Target-directary: IE:\Program Filez'\ASLogix Guard LI Browse... |
Archive-name: IE:\Program Filez'\ASLogix Guard PLL | Browse... I

¥ Restore Yersion Archive

Description: |
Archive-Date and Time:  07/23/04 - 11:14:29

Archive-Preview:

Eﬂ Tupelnstance ;I

E Parent i

IS L B
Hestorel Cancel | Help |

The project is restored to the target directory and opened.
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Chapter 8

Create User-Defined Function Blocks

In This Chapter

For information about See page
creating user-defined function blocks 8-1
declaring variables 8-4
moving declared variables to the user-defined function block page 8-9
generating function block code 8-10
Create User-Defined With RSLogix Guard PLUS! software, you can create user-defined
. function blocks that consist of standard function block logic, as shown
Function Blocks 8

in the illustrations below.

Existing Function Block

input Fault

4

User-Defined Function Blocks

[Safety_Relky] v
Cutput "on" LT1
FB4 Input 1
Cutput "OfE" LT2
FBS Input 2
Inputs "Off" LT3
FES Reset
Input Fault LT4
Fault Reset
Reset Fault LTS

Publication 1753-PMO001A-EN-P - November 2005
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To create a function block:

1. In the Program Management Window, right-click Configuration
and choose New>Library.

t’ RSLogix Guard PLUS Project Management: “C:Program Files\,RSLo

Project  Object Edit ‘Window Tools Help

2| = Blm= Al =

IFRID | FOU I TPE I ‘ B Type [TypeInstance] {44 chg

-4 examplel

Open

K G

R
b I o

Code Generation

Chrl+M
B Stand oo as Fofder Resaurce
Rescan F5 Global Yariable
: N IMatch Data Access Path
-] IE
Table of Contents Struck, Faolder
Link.

Wariahle Trammrt

Right-click the new Library and choose New>Function Block

Type to create the new function block.

You can rename the new function block by right-clicking it and

choosing Rename.

t’ RSLogix Guard PLUS Project Management: “C:Program Files',RSLogix Guar:

Project  Object Edit ‘Window Tools Help

| = Blmal 2 B

PROJ |POU | TvPE |

D Type [TypeInstance] {44 changes})
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3 Object... Chrl+M
- |ECE17 v Shiow as Folder Data Type
Rescan F5 Program Type
[Match Data Function Block Type
) Function

Print
Table of Contents Library

K Struct, Folder
‘ariable Impork ks

EQ example]

Configuration
x GRLC2000_1
“4EF Typelnstance
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4. Double-click the new function block to start the editor.

t) RSLogix Guard PLUS Project Management: “C:\Program Files',RSLogix Guard PLUS,PROJECT \examplel™ - Configuration’,NewL) = |E‘ 1[
Project  Object Edit Window Tools Help

D zle| = Bloel Al B Bl slwls Qlalaie) &
FROJ |PDU I TYPE | & samplel {(unchanged} EIET

EI--Q examplel

= Configuration

S B GPLC2000_1

: ‘ Typelnstance
B GPLC_1200_1
K GPLC_1200_2

Interface

Editor ™

= DataType
= IECE1131-3

‘ Functiork
N IECE1131-3_(Ext)

‘Overview
Window

| wam NPUT | vaR OUTPUT |vaR ExTERNAL]  acTion |
Mame 7 | Declaration | Initial value | Laongname | Attribute | Type Path |

Variable Declaration Editor

The FBD editor for user-defined function blocks differs slightly from
the FBD editor for routines. The components of the editor are:

Use this component To

Overview Window displays the function block diagram in reduced scale.

Drawing field create the logic of the FB-type.

Variable declaration editor create and define internal variables of a block and initialize them for further use.

(only in FB type editor)

Interface declaration editor define the graphical appearance of a block.

(only in FB type editor) The appearance of the block will match the appearance of the user-defined function block
in the FBD Editor.

T gd You cannot place an instance of a user-defined
function block within itself.
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Declare variables

Variable declaration defines the connecting points of the function
block. There are tabs for these types of variables.

Use this tab To define
VAR an internal variable without type limitations.

You can also define the attribute:

CONST  aconstant value that cannot be changed by logic
VAR_INPUT an input variable, which is also displayed on the block.
VAR_OUTPUT an output variable, which is also displayed on the block.

VAR_EXTERNAL

a global variable that can also be used and edited within

function blocks or functions. Value changes are also visible
to the outside.

an action block.
Action blocks describe what action should be performed and
which behavior should trigger it.

ACTION

Valid data types for variables are: BOOL, BYTE, DINT, DWORD, INT,
LREAL, REAL, SINT, TIME, UDINT, UINT, USINT, WORD. The default
type is BOOL.

The controller handles REAL values as float values and LREAL values
as double values.

To declare a variable, choose the tab for the type of variable from the
user-defined FBD editor. Right-click in any blank area and choose
New Variable.

Yariable Declaration : samplel x|
Sark:
Find/Replace AR
Find — Declaration [direct input] — Declaration [dialog driven)
Filtet: M ame:
Undo Filker Drerivation types
Export... Declaration: Direct | Subrange |
Irnpork. .. j
Print Initial walue: s | EnunEetion |
Export ko Text File... I
Wigw
e = Fasition — Techn. unit/zcaling
Expand Al i Techn. unit
1| Collapse all o icsiion; r I vl
. Irwerted
VAR ! OUTPUT |
Match Variables .
] i . value: . value:
Name +  ———|ital value o ?{3%}% ' alemate |/0-identifier [T, TELE RS, LS
Help I
~ internally represented as
Long name: Attributes Comment:
I~ BYREF =l
FPhysical address: [~ COMST
[~ RETAIN LI
Add pdate [elete | Unda Lloze Help |
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You can either define the variable

here or use the Derivation Type

buttons (recommended). The Derivation Type buttons activate dialogs
to help declare a variable of the chosen type. Use these buttons to

ensure accurate syntax.

This button Defines a variable type

Direct derived directly from another variable type

Yariable Declaration - Direct Derivation : samplel.¥a;

Name
[iart

Type.

BOOL

Typedefinition [DiaghDrop)

BYTE

DATE
DATE_AMD_TIME
DINT

R nEn

=]
—

[Drop user-defined datatype into

rectangle]

String-size:

Initial value:

o |

Cancel | Undo

Array array of one or more dimensions

variable Declaration - Array : sample1.¥arl

Name,
[rart

Type:

ST Typedefintion (DragdDrop)

DATE
DATE_A4MD_TIME

DWORD

[Drop usar-defined datatype it

rectangle]

String-size

—

Ay limits - Anay dimension:

Stat-indes:
1

End-indes:
100

110
1.100

Add

Apply

Bemove

Iritial valug:

Ok | Cancel Unda

Help

For example:

ARRAY:array[1..10] of INT
¢ one-dimensional array of INT values
o ARRAY[7] accesses the 7th element

ARRAY:array[1..10,1..10] of REAL
o two-dimensional array of REAL values

e ARRAYI3,5] accesses the 3rd element of the 5th row
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This button Defines a variable type

Subrange has values that should be within a certain range
X

Mame:
[vart

Type:

—
T

Subrange—————————————

tinimum value:

UDINT Mavimum value:
UINT 10

Initial walue:
|5

0K | Cancel | unde Help

For example:

DINT(0,200) is an DINT value where
e the minimum allowable value is 0 and
o the maximum allowable value is 200

Enumeration not yet implemented

Define Technical Units and Scaling

You can define technical units and scaling for each variable:

In this field Define

Techn. unit an available unit from the pulldown menu

min. value reference points to convert a technical unit into an internal value
max. value For example:

internally represented as e technical unit from 0 to 24V

¢ internal representation from 0 to 1000

Enter floating point numbers for the scaling.

The available technical units are:

Abbreviation Unit Definition
A Ampere electrical current
Bg Bequerel activity of a radioactive source,
disintegration rate
C Colomb electrical charge
cd Candela light intensity
F Farad capacitance
Gy Gray absorbed dose
H Henry inductance
Hz Hertz frequency
Joule energy
K Kelvin temperature (in Kelvin)
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Abbreviation Unit Definition

kg Kilogram mass
Im Lumen illumination
X Lux illumination density
m Meter length

mol Mol amount of substance
N Newton force

Ohm Ohm electrical resistance
Pa Pascal pressure

Rad Radiant plane angle
S Siemens electrical conductance
S Second time
sr sRadiant solid angle
T Tesla magnetic flux density
V Volt electrical potential
W Watt power

Whb Weber magnetic flux

Define I/0 Positions

For input and output variables, you need to define the variables’
positions on the function block. The position portion of the variable

declaration display is only available for input and output variables.

You can define:

In this field Define

Connection the side of the block (left, top, right, or bottom) to which the input or output should be connected
Position the position of the input or output within the block

Inverted whether to invert |/0 of data type BOOL

You can only invert BOOL data. Inversions are indicated by a circle around the 1/0.

Alternate I/0 identifier

an |/0-name

This name appears in the block, rather than the generated name.
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How the Variables Display

Once you declare your variable, the editor displays the variables.

VAR | waR INPUT | VAR OUTPUT |vam ExTERMAL]  ACTION |

Mame | Declaration | Initial value | Longname | Altribute ~
=4 ar] BOOL TRUE Long text for Y ariable 1
=Yard BOOL TRUE Long text for Yariable 3
= Y ard BOOL TRUE Long text for Yariable 4
s EOOL TRUE

Long text for Yariable 5 -
< | »

The editor uses these symbols to identify the variables:

Symbol

Definition

Used as source
The variable is read from.

Used as sink
The variable is written to.

Used as source and sink
The variable is read from and written to.
Variables used in different types of connections are also identified by this symbol.

Not used as source or sink; but the variable is set in the function block diagram.

Not used
The variable is declared but not set in the function block diagram.
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Move Declared Variables to
the User-Defined Function

Block Page

In order to use these declared variables, you must:

1. Drag them from the Variable Definition Editor to the
user-defined function block page.

(@) rSLogix Guard PLUS Project Management:

Froject Object Edit Window Tools Help

‘ogram Files\RSLogix Guard PLUS'PROJECTYCAT4Estop" - Configuration!CFBlocks'f 18] x|

1 = TR

P =Y e [ e

PROJ |poy | TveE |

=4 CATdEston

A Configustion

U CFBlocks
DIN_1_00
DINAR_1_00
ENFEN_1 00

ENPEN_PT_1_00
ESTP_1_00
ESTP_AR_I_00
ESTP_PTAR_1_00
ESTP_PT_1_00
FPMS_1_00

RIN_AR_1_00
RIN_PTAR_1_00
RIN_PT_1_00
ROOT_1_00
RPTO_1_00
SPTO_1_00
THRS_0_02
THRS_AP_0_02
NewF8
B Resouce

I Typelnstance
N Standardlivs
N DataType
~ IECET313
U IECET131-3_(Ex)

T NewFB (23 changes) -

Push Button 1 !

Push Button 2

Push Button 3 i

RIS

=8l x|
A

_—
Pilot Light 1 !

R AL LR,
Ipnuc Light Z i

FunctionBlock

—
. Ipnn: Light 3 I L

aa . :

VAR | vam INPUT

VAR_DUTPUT |vam ExTERNAL]  acTION |

Name_~ [ Declaration

[Initial value [ Longname [ Atibute [ Type Path | -]

= Pilet Light 1 BOOL
= Piot Light 2 BOOL
= Pt Light 3 BOOL

2. Drag down the required function blocks and make all the
necessary con

nections.

¢) RSLogix Guard PLUS Project Management: "C:\Program Files\RSLogix Guard PLUS\PROJECT\CAT4Estop" - Configuration\CFBlo —[&]x

Project Object Edt Window Tools Help

el @ Blosl Al B

B B &wss Slmee) m o

PROJ |Fou | TPE |

-4 CAT4Esop 2
A Configuration

N CFBlocks

DIN_1_00
DIN_AR_1_00
ENPEN_1_00
ENPEN_AR_1_00
ENPEN_FT_1_00
ESTP_1_00
ESTP_AR_1_00
ESTP_PTAR_1_00
ESTP_PT_1_00

T NewFB (77 changes)

=l x|
=

Push Button 1
Push Button 2 |

Push Button 3 |

: s il ]
B ] jPilot Light 1 N

fec |
—’:],—fl?)lnt Light 2 ’

cienBlock

5 Butven L Pilot Ligl

P PR I Bucton Z  Pilot Ligh
Button 3 Pilot Ligh

EROE .-l
I TPilot Lignt 3 |

a JPilot Light 3

THRS_AP_0_02

NewFB

K FResource

JF Typelnstance

S Standardlibs

N Datalype |
N ECEIT3-3

N Bitsr K

T AND VAR | vaR INPUT

VAR_OUTPUT |vam ExTERNAL]  acTion |

1 nat Name_* [ Declaration

[ Initial vahue

T Longname [ Attibute [ Tgpe Path [ |

T or <& Pilat Light 1 BOOL
B ;g; +E3 Pilot Light 2 BOOL
" c=Piotligh3  BOOL

Page name: Pageno:[ A0 Pos:[17/34%

To use the completed user-defined function blocks, you must drag
them to the function block page and connect signals to them.
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Generate Function Block
Code

Publication 1753-PM001A-EN-P - November 2005

When you complete your function block logic, you must compile that
logic into code the controller can execute. In the Program
Management Window, expand the project. Right-click the Resource
and choose Code Generation.

ﬁ RSLogix Guard PLUS Project Management: "C:'Pr
Project  Object Edit  Window Tools Help

= BlOB| al =

PROJ | POU | TYPE | ”

El- Q example]
=S8 | Eonflguratlnn
N g L0

o]
FM GPLC 1z

OFF-LIME-Simulation

¢ H-N Newlib Code Generation
B- o Standardlibs — opLINE Test
-] DataType
oW crcii Mew »

T ad You should save before every Code Generate. A save
is required for any change to the function block

page.
Any time a change is made, the number of changes

displayed on the function block menu bar
increments.

@ Type [TypeInstance( {21 changes
~ —

When the save is complete, the menu bar displays
unchanged.

@ cat4estop {unchanged)

The software compiles your function block logic and generates the
files that you download to the controller.

I nd  When the code generator compiles logic, it also
takes into consideration the settings you specified in

the Hardware Management Window. If you change
these settings and want the changes to take effect,
you must compile and download the project again.
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Check for Errors and Warnings

After performing a code generate, check the status bar at the bottom
of the Project Management window. The status bar indicates whether
or not a .L2P file was successfully generated.

If a .L2P file was not created, check the Hardware Management
Window to view the errors and/or warnings compiled during the

process of code generation.

The window below shows an example of code generation warnings.

03/22/2002 10:24:57. 786, Info: [ Controller] 200 | :Code generation started

03/22/2002 10:25:38. 815, Warning: [ Controller1 200 1. /Controller1 200/R ack/[1] AB-DI0 AB-DID: Used Tag 'OUT™ has no source
03/22/2002 10:25:38 825, Warning: [ Controller1 200 ] /Controller1 200/R ack /[1] AB-DI0 AB-DID: Used Tag 'OUTE has no source
03/22/2002 10:2%:39.065, Infor [ Controller] 200 | :Code generation finished, W amings: 2, Erors: 0

Ll b
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Appendix A I

Programming Software Versions,
Compatibility, and Firmware Updates

In This Appendix I
For information about See page
RSLogix and RSLogix Guard PLUS! Versions A-1
RSLogix Guard PLUS! Software and GuardPLC Firmware Compatibility A-3 |
Convert Projects A-5
Upgrade GuardPLC Firmware A-5
RSLogix and RSLogix Guard
PLUS! Versions
Programming Catalog Version | Supported Controllers | Limitations Activation |
Software Number
1755-PCS 33 GuardPLC 1200 series B® | © 850 tags
GuardPLC 2000 series B o 40 user-defined function
blocks per routine
¢ 100 pages vati
RSLogix Guard | pag Soft\_/va(rje activation
1754-PCS 33 GuardPLC 1200 series B e 200 tags required.
o 15 user-defined function
blocks per routine
¢ 100 pages
1753-PcS-Usg(! | 3.5 GuardPLC 1200 series C
RSLoaix Guard PLUS! GuardPLC 2000 series C No tag, user-defined function | Hardlock activation
9 " | 1753-PCS-PAR) | 3.5 GuardPLC 1600 block, or page limitations. required.
GuardPLC 1800
1753-Pcs-uspl! | 4.0/4.1 | GuardPLC 1200 series C
. GuardPLC 2000 series C No tag, user-defined function | Hardlock activation
|
RSLogix Guard PLUS! 11754 pes pAR@ | 4.0/4.1 | GuardPLC 1600 block, or page limitations. required.
GuardPLC 1800

(1) USB hardlock.
(2) Parallel port hardlock.
(3) See About RSLogix Guard Software, Version 3.3 for information about using RSLogix Guard software with Series C controllers.
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About RSLogix Guard Software, Version 3.3

RSLogix Guard software can go online to any GuardPLC controller to
start, stop or reboot the controller. However, you cannot open any
projects that include unsupported controllers in the project tree, for
example GuardPLC 1600. RSLogix Guard software cannot download
programs to a GuardPLC 1600 or 1800.

RSLogix Guard software can go online, download, and monitor
programs in series C GuardPLC 1200 and GuardPLC 2000 controllers.
However, not all functionality is supported. RSLogix Guard does not
allow you to configure GuardPLC Distributed I/O on GuardPLC
Ethernet. If you are online with a series C controller, some items, such
as the subnet mask appear incorrectly due to memory map changes

between series B and series C controllers.

About RSLogix Guard PLUS!

RSLogix Guard PLUS! version 3.5 added support for GuardPLC 1600
and GuardPLC 1800 controllers, and GuardPLC Distributed 1/0, as
well as offline simulation and online test features.

RSLogix Guard PLUS! can be used to monitor, start, and stop an
operational series B GuardPLC 1200 or GuardPLC 2000 controller.

TIP If you need to download to a series B controller
using RSLogix Guard PLUS!, update the controller to
series C. This prevents the problem of downloading
with functionality that the series B GuardPLC
controllers do not support.

RSLogix Guard PLUS! version 4.0 adds support for DeviceNet Safety to
GuardPLC 1600 and GuardPLC 1800 controllers. Version 4.0 supports
the DeviceNet Safety Scanner for GuardPLC Controllers (1753-DNSI),
and 1791DS DeviceNet Safety I/O. GuardPLC 1200 and

GuardPLC 2000 do not support DeviceNet Safety.
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RSLogix Guard PLUS!
Software and GuardPLC
Firmware Compatibility

RSLogix Guard PLUS! Software and Associated GuardPLC

Firmware Versions

The table below describes the firmware version associated with each
major release of RSLogix Guard PLUS! Software. Backward
compatibility is maintained so that user programs developed using an
earlier version of RSLogix Guard PLUS! software will work with later

versions of GuardPLC firmware.

Programming Software Version

GuardPLC Platform and Firmware
Version

New Functionality

RSLogix Guard
Project Manager version 3.3 Build 4903
Hardware Manager version 2.2.12

GuardPLC 1200 and GuardPLC 2000
Series A CPU Firmware version 1.04
Series A COM Firmware version 1.00

GuardPLC 1200 and GuardPLC 2000
Series B CPU Firmware version 2.04
Series B COM Firmware version 2.80

Initial release

Added peer-to-peer communications

RSLogix Guard PLUS!
Project Manager version 3.5 Build 6817
Hardware Manager version 4.0.26

GuardPLC 1200 and GuardPLC 2000
Series C CPU Firmware version 4.32
Series C COM Firmware version 4.24

GuardPLC 1600 and GuardPLC 1800
Series A CPU Firmware version 4.32
Series A COM Firmware version 5.14

GuardPLC DIO Firmware 4.28

Distributed /0 modules

Added support for GuardPLC 1600 and
GuardPLC 1800

RSLogix Guard PLUS!
Project Manager version 4.0 Build 6104
Hardware Manager version 6.56.0

GuardPLC 1200 and GuardPLC 2000
Series C CPU Firmware version 6.12
Series C COM Firmware version 8.32

GuardPLC 1600 and GuardPLC 1800
Series B CPU Firmware version 6.12
Series B COM Firmware version 8.32

GuardPLC DIO Firmware 6.12

GuardPLC 1200 and GuardPLC 2000 do not
support the 1753-DNSI DeviceNet Safety
Scanner.

Added support for 1753-DNSI DeviceNet
Safety Scanner (GuardPLC 1600 and
GuardPLC 1800 only)

RSLogix Guard PLUS!
Project Manager version 4.1 Build 6111
Hardware Manager version 7.56.10

GuardPLC 1200 and GuardPLC 2000
Series C CPU Firmware version 6.28
Series C COM Firmware version 8.32

GuardPLC 1600 and GuardPLC 1800
Series C CPU Firmware version 6.28
Series C COM Firmware version 10.36

GuardPLC DIO Firmware 6.28

Added support for 4 new distributed I/0
modules and the 1753-HHT hand-held
terminal.

Added EtherNet/IP communications for
GuardPLC 1600 and GuardPLC 1800
controllers.

Added support for GuardPLC Ethernet ‘
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Firmware and Software Version Compatibility

The following table shows the best choice combinations of GuardPLC
controller and distributed I/O firmware and RSLogix Guard PLUS!
software versions. When other combinations are used, you will not
have access to certain functional upgrades.

CPU/COM | GuardPLC Distributed RSLogix Guard PLUS! | Compatible?
Version Controller 1/0 Firmware | Software Version
Platform Version
CPU 1.04 3.3 Yes
1200 and 2000 N/A
COM 1.00 3.5 and above No
CPU 2.04 3.3 Yes
1200 and 2000 N/A
COM 2.80 3.5and above No
CPU 4.32 3.5and above Yes
COM 4.24 1200 and 2000 428
CPU 4.32 3.5 and above Yes
COM 5.14 1600 and 1800 4.28
CPU 4.32 1200 and 2000 | 6.12 and above 3.5and above No
COM 4.24
gngi/l453124 1600 and 1800 | 6.12 and above 3.5and above No
CPUB.12 | 1200, 2000, 178 3.5 and above Yes!112)
COM 8.32 | 1600 and 1800 :
CPUB.12 1200, 2000, 6.12 3.5and above Yes 12
COM 8.32 | 1600 and 1800 :
CPU6.12 | 1200, 2000, 6.28 3.5 and above Yes!!
COM 8.32 | 1600 and 1800 :
CPU 6.28 1200, 2000, 478 3.5 and above Yes?)
COM 8.32 | 1600 and 1800 :
CPU6.28 | 1200, 2000, 6.12 3.5 and above Yesl?)
COM 8.32 | 1600 and 1800 :
CPU 6.28 1200, 2000, 6.28 3.5and above Yes
COM 8.32 | 1600 and 1800 :
CPU6.28 3.5 and above Yes?)
COM 1036 1600 and 1800 6.12
CPU 6.28 3.5and above Yes
COM 10.36 1600 and 1800 6.28

(1) We recommend upgrading your CPU firmware to version 6.28.

(2) We recommend upgrading your distributed /0 firmware to version 6.28.
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Convert Projects

Upgrade GuardPLC
Firmware

Consult the following table for information on converting existing
projects from one software version or package to another.

Conversion

Procedure

From:

RSLogix Guard v. 3.3

To:

RSLogix Guard PLUS! v. 3.5

Use the project converter tool that ships with
RSLogix Guard PLUS! to convert projects. This tool
only works for conversions from RSLogix Guard v. 3.3
to RSLogix Guard PLUS! v. 3.5. For the tool to
operate, both RSLogix Guard and RSLogix Guard
PLUS! must be installed on the same PC as the
converter tool and both must have the proper
activations.

From:

RSLogix Guard v. 3.3

To:

RSLogix Guard PLUS! v. 4.0
orv. 4.1

1. Convert from RSLogix Guard version 3.3 to
RSLogix Guard PLUS! version 3.5.

2. Convert from RSLogix Guard PLUS! version 3.5 to
RSLogix Guard PLUS! version 4.0 or version 4.1

If you do not have RSLogix Guard PLUS! version 3.5,
contact Rockwell Automation Commercial
Marketing for assistance.

From:

RSLogix Guard PLUS! v. 3.5

To:

RSLogix Guard PLUS! v. 4.0
orv.4.1

1. Archive the project in version 3.5.
2. Restore the project in version 4.0 or version 4.1.

NOTE: You cannot convert version 4.0 or version 4.1
projects back to version 3.5. By archiving the version
3.5 project and then restoring in version 4.0 or
version 4.1, you preserve the original project.

GuardPLC firmware is upgraded in two parts, the CPU and COM. To
determine what CPU and COM Operating System (OS) versions you
currently have installed in your GuardPLC controller:

1.

Go online with the GuardPLC controller and open the Control
Panel in the Hardware Management window.

Select the OS tab of the Control Panel. The table lists the CPU
OS version and COM OS versions.
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Upgrade CPU Firmware

1. From the Control Panel menu, choose Extra > Update OS >
Update CPU.

2. Browse to the folder that contains the new firmware and find
the appropriate file. The CPU firmware file includes ‘cpu’ in the
filename and has a .Idb file extension.

3. Select the firmware file and click Open to start the upgrade
process.

4. After the firmware downloads, the GuardPLC controller reboots.

Wait for the reboot to complete before proceeding to the next
step and upgrading the COM firmware.

TIP If the firmware upgrade was successful, the
version table on the OS tab of the Control
Panel indicates the new CPU OS version
number. The log file at the bottom of the
Hardware Management window also shows
that the upgrade was successful.

Upgrade COM Firmware

1. To upgrade the COM firmware, choose Extra > Update OS >
Update COM from the Control Panel menu.

IMPORTANT B4 you are .upgrading from a QOM firmware
version prior to 7.0 to a version above 7.0,

then you must first upgrade to version 7.2 and
then to the newer version, such as 8.32.

If you do not perform this intermediate step,
the GuardPLC Operating System may be
corrupted. The file to select for this interim
step is ‘macom_ha_L2_bs_v7_2_up.ldb’.

This interim step is also required when going
backward from a version above 7.0 to a
version below 7.0. The required file is
‘macom_ha_L2_bs_v7_2_down.ldb’.

Publication 1753-PMO001A-EN-P - November 2005



Programming Software Versions, Compatibility, and Firmware Updates ~ A-7

2. Browse to the folder that contains the new firmware and find
the appropriate file. The COM firmware file includes ‘com’ in the
filename and has a .Idb file extension.

3. Select the firmware file and click Open to start the upgrade

process.

4. After a COM update the Control Panel goes offline. Click the
Connect button in the upper left corner of the Control Panel to
go online again.

If the firmware upgrade was successful, the
! version table on the OS tab of the Control

Panel indicates the new COM OS version
number. The log file at the bottom of the
Hardware Management window also shows
that the upgrade was successful.

5. If you upgraded to version 7.2 as an interim step, you can now
follow steps 2 through 4 to upgrade to the desired version.

Reset Your SRS

The firmware upgrade resets the SRS to its default, so you must
change your SRS back to its original value after completing the
firmware upgrade.

1. From the Control Panel menu, choose Extra > Change System

ID.

2. Enter the SRS and click OK to reset the SRS.

IMPORTANT

After you upgrade your controller firmware, you
must upgrade to a corresponding version of RSLogix
Guard PLUS! software.

When you open existing projects, created in
previous versions of RSLogix Guard PLUS! software,
the software automatically converts the project to the
new version.

If you want to keep an existing version of your
project created under the old version of RSLogix
Guard PLUS! software, you must archive the project
using the older version of the software.

It is not possible to revert a project back from a
newer to an older version of the software.
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Appendix B

In This Appendix

Configure the GuardPLC OPC Server

For information about See page
choosing an IP address B-2
adding the controller and OPC server to a project B-2
configuring the GuardPLC system for OPC communications B-3
generating code for the OPC server B-8
going online with the GuardPLC controller B-8
using the OPC server B-8

OLE for Process Control (OPC) is a standard interface for exchanging
data between different applications. The GuardPLC OPC server
provides an Ethernet interface between the GuardPLC system and
other systems with OPC interfaces.

This chapter describes the steps required to configure the GuardPLC
OPC server to read and write data to an OPC client, in this case, a
GuardPLC 1600 controller. RSLogix Guard PLUS! software is used to
create a token group and make an HH network connection between
the OPC server and the controller. Signals are connected to the input
and output sections of this connection. Signals connected to the
output section are sent out of the controller to the OPC server. Signals
connected to the input sections are sent from the OPC server to the
controller.

To create an XML file for use by the OPC Server, follow the steps
below, which are described in detail in the following sections.

e Choose the IP Address for the OPC Server.

e Add the controller and the OPC Server to an RSLogix Guard
PLUS! project.

e Configure the GuardPLC System for OPC Communication.
e Generate XML Code for the OPC Server.
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Choose an IP Address Choose an IP address for the OPC Server and the GuardPLC controller.
In this example, we used the default IP address of the GuardPLC
controller, 192.168.0.99. The IP address of the OPC Server is
192.168.0.216.

Add the GuardPLC 1. In RSLogix Guard PLUS! software, choose Project>New.

Controller and the OPC 2. Enter the name of the project and confirm OK. In this example,
Server to the PfOlect our project is called ‘OPCtest’.

3. In the Hardware Management window, expand Configuration so
that the Resource is visible.

In this example, we renamed the resource to G160PCO1. It is
not necessary to rename the resource.

4. Right-click GI60PCO01 and choose Properties.

Project Edit Signals Online Windows Help

-8 0PCtest
E| A Configuration
=™ (0] G160PCOT

[dew L5

5----&Programming Termir
Copy
Paste

Delete

Prink...

5. Change the SRS to 60000 and the Type to the controller you are
using. This example uses a GuardPLC 1600 controller.

6. Press Apply and check the remaining check boxes.

[M/Configuration/G160PCO1 Ol =]
Tupe | GuardPLE 1800 |
Name [a160PCO1
System ID [SRS] |BDDDD
Safety Time [ms] J100
watchdog Tme [ms] ~ [50
Iain Enable v
Autostark [v
Start/Restart allowed Jv
Loading allowed v
Test Mode allowed v
Online Test allowed v
Forcing allowed v
Stop on Force Timeout v
max. Com. Time Slice [mz] I‘ID
Code Generation Version |3 ﬁl

Ok | Lancel | Apply Help |

7. Click OK.
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Configure the GuardPLC

System for OPC
Communication

8. In the project tree, right-click Configuration and choose
New>OPC-Server. The OPC server appears in the project tree.

ERSLogiH Guard PLUS Hardware Management

Project Edit Signals Online Windows Help

= TEOPCtest

Delete

Configure the Communication Network

Code Generatar

Properties

ERSLogiH Guard PLUS Hardware

Project Edit Signals Online Window

= TEOPCtest

e [0] OPC Server_1
& [50000] G1ROPCOT

g Frogramming T erminal

1. In the Hardware Management window, right-click the OPCtest
Project and choose New>HH-Network.

2. Expand the HH-Network.

ERSLogiH Guard PLUS Hardware Manageme

Project Edit Signals Online Windows Help

e

3. Right-click Token Group and choose Node Editor.

4. Drag the OPC-Server and G160PC01 onto the Node Editor.

ERSLogiH Guard PLUS Hardware Management

Project Edit Signals Online Windows Help
Node Editor [/HH-Network_1,/Token Group] ;|g|5||

-8 0PCtest
E| A Configuration

- 8 HH-Netwark_1
E----:\C"\_Token Group

5. Close the Node Editor.

|| Delete Nade [ Help|

--E[D] OPC Server_1 N
- B [50000] GTE0PCH
----- gProgramming Terminal

Resource COw IP Device
G160PCOT COM le0
OPC Server_1 IP Address led

6. Right-click OPC-Server and choose Edit.
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7. Drag G160PCO1 onto the OPC-Server Resources Editor.

ERSLogiH Guard PLUS Hardware Management

Project Edit Signals Online Windows Help

B- 'E= OPChest E Resources Editor [ OPC Server_1 ] 9 ][
- A Configuration J_| [elete Resource [ Connect OPC-Signals [ HH-Metwark-Configuration [ Help|
"E[D] OPC Server_1 Resource SRS
- B [50000) GE0PCOT G160PCOT BD000
; gProgramming Terminal
= 8 HH-Network_1 |
E----:\C"\_Token Group
A

The Specify HH-Network Configuration for OPC dialog opens.

8. Click OK.

Connect Signals

1. Choose the Signals pulldown menu from the menu bar and
choose Editor.

2. Add two new signals:
e DI1 - input sent to the OPC Server
¢ DOL1 - output sent from the OPC Server

[ signal Editor Filter:*
J_|New Signal [ [relete Signal [ Help|

=10 ]

Mame | Type Retain) Constant| Description | it Yalue|
1 0 |BoOL
2 Lo1  |BoOL

3. Left-click 1 in the OPC-Server Resources Editor. Choose Connect
OPC-Signals.

4. Drag DOI1 from the Signal Editor to the Inputs section of the
OPC Signal Connections window.
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5. Choose the Outputs tab. Drag DI1 from the Signal Editor to the
Outputs section of the OPC Signal Connections window.

[ Resources Editor [ OPC Server_1 ] =10l x| [ OPC Signal Connections [ /Confit I =] 5

|/ Delete Resource | Connect OPC-Signals | HH-Network-Corfiguration | He\p\ || Wew Connected Signal | Delete Connected Signs) | He\p\
Fiesouice | 5Rs | Inputs | Outputs |

il j [ | EI] | T TS T
[ 1 BOOL o |

| signal Editor Filter:*

|| New Signal | Delete Sianal | Help|

Mame | Type | Retain] Constant| Deseription| Init Value|
1 DIl |BOOL

=151

2 DO1_[BOOL |

TIP Input and Output are identified from the
controller’s perspective. Therefore, output
means signals sent out from the GuardPLC
1600 controller and input means signals sent in
to the GuardPLC 1600 controller.

6. Close the OPC Signal Connections window and the OPC-Server
Resources Editor.

7. Completely expand the G160PCO1 tree. Right-click
[1] DI 20 and choose Connect Signals.

8. Drag DI1 from the Signal Editor to DI[01].Value Signal field.

ERSLogiH Guard PLUS Hardware Management

Project Edit Signals Online Windows Help
E--ﬁDPEtest [ signal Connections [ /Configuration, [ =]

: | -0 %
[=- 4 Configuration JJ Help - - —I—I—I
- [0] OPC Server_1 | Meww Signal | Delete Sigral [ Help|
T - Inputs IDutputs I = — -
= B [50000] G1E0PCH = Mame | Tupe Retain) Constant| Description | it Yalue|
£ ] Distibuted 140 Hame Tupe 5'9”{_5' | | 1 |eooL
[ Protocols 1 Dl.Ermar Code WwORD ool |BooL
: LB OPC [OPC Server_1] 2 DI[01].Emor Code  |BYTE
$F Typelnstance B 3 DI[1] alue BooL  |on
é...[g] GuardPLC 1800 4 DI[02].Eror Code  |BYTE
. COM 5 DI[02]Walue EOOL
CPU E DI[03].Eror Code  |BYTE
«[1]D1 20 7 DI[03] Y alue EOOL
.4[2] oos g DI[04].Error Code  |BYTE
(B Programming Terminal 5 DI[04] Value BOOL
=1 2 HH-Network_1 10 DI[05] Error Code [BYTE 4
PoE.EL -

9. Close the DI1 Signal Connections window.
10. Right-click [2] DO 8 and choose Connect Signals.

11. Choose the Outputs tab.
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12. Drag DO1 from the Signal Editor to the DO[01].Value signal
field.

ERSLogiH Guard PLUS Hardware Management

Project Edit Signals Online Windows Help

= E..D:E[tisr:ﬁgu,ation nal Eonnectmns ;IEIZI E Signl Editor FiII:er:” ;lglzl
"E[D]DPC Server_1 T | Outputs | | Meww Signal | Delete Sigral [ He|p|
E..&[ggggg]mggpcm - Mame | Tupe Retain) Constant| Description | it Yalue|
b (] Distributed /0 iz Type | Sigrl 1 Di__[BOOL
é--[“_‘lProtocols 1 DO[01])Value |BOOL (D01 2 Dol |BOOL
:-EDPE [OPC Server 1] 2 DO[02]Value |BOOL
3 DO[03)Value |BOOL
E--.[D]GuardPLE‘IBDD 4 Da[04] W alue (BOOL
. COM 5 Da[05]Value (BOOL
CPU E DO[06]Value |BOOL
~[ge01101 20 7 D0[07] Yalue [BOOL
?.....-.[2]DD 3 3 DO[08).Value |BOOL
----gProgramming Terminal
> B 4

13. Close the DO Signal Connections window and the Signal Editor.

Set the System Properties

Controller

1. Right-click COM under the GuardPLC 1600 controller tree and
choose Properties.

2. Set the TP Address to 192.168.0.99 and click OK.
3. Right-click Programming Terminal and choose Properties.

4. Set the System ID (SRS) to 5. Click OK.
P =T

Type IProgramming Terminal

Syztem |0 |5

Timeout [ms] — [2000

Resend Time [ms] [200

Ok | Lancel | Apply | Help |

TIP There are 3 devices in our system:

e the PC running the Signal Editor,
e the OPC Server, and
e the GuardPLC controller.

All must have unique SRS numbers.

5. Right-click OPC-Server and choose Properties.
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6. Set the System ID (SRS) to 1 and click OK.

Project Edit Signals Online Windows Help

B T OPCrest K /Configuration/OPC Server_1 ;IEIZI'
E| Al Configuration
T "z[ﬂ OFC Server.T Tupe IDF'E Server
B R& (60000 G160PCOT Mame |DF'E Server_1
i [ Distributed 140 System 1D [SRS] |1|
[ Pratocals
JEE Tupelnstance Ok | LCaneel | Apply | Help
(=~ IR0 GuardPLC 1600

7. Expand the OPC-Server and double-click IP Address.

8. Set the IP Address to 192.168.0.216 and click OK.

ERSLogiH Guard PLUS Hardware Management

Project Edit Signals Online Windows Help

B- T8 OPCtest 14 /Configuration/DPC Server_1/IP Address Ol =]
B- A Configuration
5. ®K[1] OPC Server_1 Tupe ||F' Address
g IP Address IP Address |REE 168 i 216
5B [B000) G1E0PCOT SubnetMask | 2% 255 252 0
(£ Distributed /0
[ Protocols Default Gateway I 1] 1] ]
‘Typelnstance IF Device |D
[0] GuardPLE 1600
@ COM ok | LCancel Apply Help
|

Token Group
1. Right-click Token Group and choose Properties.
2. Change the profile to Medium.
3. Verify that the Token Group ID is 4.
4. Click Apply and then OK.
/HH-Network_1/Token Group ;|g|5|
Type IToken Group
Mame IToken Group
Prafile [ Medium =l
Token Group 1D |4
Protocol Mode I Marmal _I
Link Mode | TCS TOKCYC _I
Fiesponze Time [mg] |1 E
Bus Cyele Time [ms] J152
Token Alive Timeout [mz] |48
Frimary Timeout [ms] |4DD
Secondary Interval [mz] |2DD
Link Mode [Extern) I TCS TOKCYC _I
Fiesponze Time [external] [ms] |1 E
Ok Lancel | Apply Help |

Publication 1753-PM001A-EN-P - November 2005



B-8  Configure the GuardPLC OPC Server

Generate Code for the OPC 1. To generate the XML file for the OPC server, right-click the OPC

Server and choose Code Generator.

Server
The process should take only 1 or 2 seconds. Make sure there
are no warnings or errors.
2. The resulting XML file is located in the project path of the
RSLogix Guard PLUS! project. Make note of this path so that you
can point to it from the GuardPLC OPC Server.
02/24/2004 10:22:50.174, Info: [ OPC Server_1 ] Code generation started d'
02/24/2004 10:22:50.264, Info: [ OPC Server_1 ] OPC-Server configuration file: [ ae = 0l o e te] Rats o E{e=10s ) W k=t o A = )= o e T o eI | = g KTt
02/24/2004 10:22:50.264, Info: [ OPC Server_1 ] Code generation finished. Warnings: 0, Errors: 0 j
3. Return to the Project Management window and save the project.
4. Right-click Configuration and choose Code Generation. Check
the Error State Viewer to make sure there are no errors or
warnings. Correct any errors indicated.
Go Online with the 1. Return to the Hardware Management window and download the
project to your controller.
Controller :

Use the OPC Server 1.

#% GuardPLC OPC Server =]

File Mode Window Help

Put the controller into RUN.

Minimize RSLogix Guard PLUS! software.

Start the GuardPLC OPC Server by choosing
Start>Programs>RSLogix Guard PLUS>GuardPLC OPC Server.

EELY IR

Structure I Roat

oot Mame System |d/SRS | Connection state IP Addreszes

4 | |

02/24/2004 11:22:01.122, Info: New OPC status: Mo Config
02/24/2004 11:22:01.162, Info: GuardPLC OPC Server started.
02/24/2004 11:22:01.162, Info: Version: 3.38.0

02/24/2004 71: 2201212, Info: New OPC status: Suspended

Server state: Suspended S
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2. Choose File >Open.

3. Point to your opc.xml file and click Open.

4. The controller and the OPC Server should appear in the Root

window.
Root
Name System | Connection state IP Addresses
ID/SRS
G160PCO1 60000.1 Not connected 192.168.0.99, 127.0.0.1

OPC Server_1

1

Not connected

192.168.0.216, 127.0.0.1

5. Click the Connect to HIPRO button. ﬁ|

6. Answer Yes to the query.

7. A connection opens between the G160PC01 and the OPC

Server.
Root
Name System | Connection state IP Addresses
ID/SRS
G160PCO1 60000.1 Connected on channel one 192.168.0.99, 127.0.0.1

OPC Server_1

1

Connected on channel one

192.168.0.216, 127.0.0.1

8. In the structure view, expand Root.

9. Expand G160PCO1.

10. Use the Export and Import icons to view input (DI1) and output
(DO1) data, respectively.
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Appendix C I

Create a Time-based Variable

To create a timer variable, you need to create a value field, enter the
time value, and connect that field to your function block.

1. In the Function Block Diagram Editor, right-click in any open
space on the page and choose Create Value Field.

& Type [Routine] (unchanged)

BIT | Bistable.-"TimerI Ewnten"SeIe:tI Eomparel Numericl Eonvertl
s R

Create Value Field CreF
Create Commen Field* Chrk-b
Craate Cornactar Crlk.
Faste [Etrlst
Erint

Check Lagc
BlI=ar-Sheck

ls checked

Help

Properties

2. Move the cursor to position the value field.
3. Click on the place where you want the value field to reside.

4. Enter the timer value preceeded by T#.

& Type [Routine] (¢ changes)

BIT | BistabchTimuI Countur’ScbctI Comparcl Numcricl Convcrtl

’@lNDTl ."\NIJ| DRlXDRl NDLlFIJHl SHL|SHR|

Time values can be entered in days (d), hours (h), minutes (m),
seconds (s), and milliseconds (ms).

Timer Value Examples | Description

T#14.7h 14.7 hours
T#10ms 10 milliseconds
T#23h17m 23 hours and 17 minutes

T#5d13h45m6Bs7.8ms 5 days, 13 hours, 45 minutes, 6 seconds, and
7.8 milliseconds
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notes, sample code and links to software service packs, and a MySupport
feature that you can customize to make the best use of these tools.

For an additional level of technical phone support for installation,
configuration and troubleshooting, we offer TechConnect Support programs.
For more information, contact your local distributor or Rockwell Automation
representative, or visit http://support.rockwellautomation.com.

Installation Assistance

If you experience a problem with a hardware module within the first 24
hours of installation, please review the information that's contained in this
manual. You can also contact a special Customer Support number for initial
help in getting your module up and running:
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Monday — Friday, 8am — 5pm EST

Qutside United Please contact your local Rockwell Automation representative for any
States technical support issues.

New Product Satisfaction Return
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when shipped from the manufacturing facility. However, if your product is
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Outside United Please contact your local Rockwell Automation representative for
States return procedure.
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