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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to

Part 15 of FCC Rules. These limits are designed to provide reasonable protection against harmful

c interference in a residential installation. This equipment generates, uses, and can radiate radio

frequency energy and, if not installed and used in accordance with the instructions, may cause

harmful interference to radio communications. However, there is no guarantee that interference will not occur in

a particular installation. If this equipment does cause harmful interference to radio or television reception, which

can be determined by turning the equipment off and on, the user is encouraged to try to correct the interference
by one or more of the following measures:

1. Reorient or relocate the receiving antenna.
2. Increase the separation between the equipment and receiver.

3. Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

4. Consult the dealer or an experienced radio technician for help.

FCC Caution:

To assure continued compliance, (example-use only shielded interface cables when connecting to computer or
peripheral devices) any changes or modifications not expressly approved by the party responsible for
compliance could void the user’s authority to operate the equipment.
This device complies with Part 15 of the FCC Rules. Operation is subject to the Following two conditions:

(1) This device may not cause harmful interference

(2) This Device must accept any interference received, including interference that may cause undesired

operation.

Any changes or modifications not expressly approved by the party responsible for compliance could void the
user’s authority to operate the equipment.



Federal Communication Commission (FCC) Radiation Exposure Statement

This equipment complies with FCC radiation exposure set forth for an uncontrolled environment. In order to
avoid the possibility of exceeding the FCC radio frequency exposure limits, human proximity to the antenna
shall not be less than 20 cm (8 inches) during normal operation.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/CE OF THE EUROPEAN
PARLIAMENT AND THE COUNCIL OF 9 March 1999 on radio equipment and telecommunication terminal
Equipment and the mutual recognition of their conformity (R&TTE).

The R&TTE Directive repeals and replaces in the directive 98/13/EEC (Telecommunications Terminal
Equipment and Satellite Earth Station Equipment) As of April 8, 2000.

Safety

This equipment is designed with the utmost care for the safety of those who install and use it. However, special
attention must be paid to the dangers of electric shock and static electricity when working with electrical
equipment. All guidelines of this and of the computer manufacture must therefore be allowed at all times to
ensure the safe use of the equipment.

National Restrictions

This device is intended for home and office use in all EU countries (and other countries following the EU
directive 1999/5/EC) without any limitation except for the countries mentioned below:

Country Restriction Reason/remark

) General authorization required for outdoor use and
Bulgaria None ) )
public service

Outdoor use limited to 10 Military Radiolocation use. Refarming of the 2.4 GHz

France mW e.irp. within the band band has been ongoing in recent years to allow current
2454-2483.5 MHz relaxed regulation. Full implementation planned 2012

If used outside of own premises, general authorization is
Italy None )

required

General authorization required for network and service
Luxembourg None

supply(not for spectrum)

This subsection does not apply for the geographical area
Norway Implemented

within a radius of 20 km from the centre of Ny-Alesund
Russian None Only for indoor applications
Federation

Note: Please don’t use the product outdoors in France

WEEE regulation

To avoid the potential effects on the environment and human health as a result of the presence of
hazardous substances in electrical and electronic equipment, end users of electrical and electronic
equipment should understand the meaning of the crossed-out wheeled bin symbol. Do not dispose of
WEEE as unsorted municipal waste and have to collect such WEEE separately.



Revision
User's Manual for PLANET 150Mbps 802.11n Wireless Range Extender
Model: WNAP-1110
Rev: 2.0 (February, 2014)

Part No. EM-WNAP-1110v2_v2.0 (2081-E10350-002)



Chapter 1.

1.1
1.2
1.3
1.4

Chapter 2.

2.1

Chapter 3.

3.1
3.2

Chapter 4.

41

4.2

Chapter 5.

5.1
5.2
5.3

54
5.5

5.6

CONTENTS

Product INtroducCtion..........cceiiememinemn s 10
Package CONENTS ..o e s 10
L o To 18 o il DT o 0] (o] o TSR 10
ProduCt FEAUIES.......cooiiiei e e 11
Product SpecCifiCations............uuiiiiii e 12
Hardware Installation ... 14
Hardware DeSCHIPLON. ......cooi e e 14
211 The Front PANEl........coo it 14
212 The ReAr PAnel........oooi it 15
ConNNECHING the AP ... s e e e e e e e mn e e 17
System ReqUIrEMENTS ........ooiiiiiii e e e 17
INSTAIING TE AP ... e e 17
Quick Installation GUIdEe ........ccccceiiiiiiirir 21
Manual Network Setup - TCP/IP Configuration ............ccccoiiiieiiiiiiiie e 21
4.1.1 Configuring the IP Address Manually ...........cccccueiiiiiiiiiii e 21
Starting Setup iIN Web Ul......o e 25
Configuring the AP ... e s e e e e e e e smn e e nnes 29
SHATUS et e e e e e e e e e nes 29
L@ T o 1T (1o SRR SPURRPR 31
OPEration MOAE .........uuiiiiiieeee et e e e e e e e e et e e e e e e e eearareees 31
5.3.1 Operation Mode — ACCESS POINt ........ccuiiiiiiiiiii e 32
5.3.2 Operation Mode — MUlti-SSID...........cooiiiiiiiiiiiiiie e 34
5.3.3 Operation Mode — Repeater (Range Extender) ..........ccccoviieiiiiiiiiiiiei e 38
5.3.4 Operation Mode — Bridge With AP .........cooiiiiiiiiiie e 44
5.3.5 Operation Mode — ClENt.........cooiiiiiiiii e 49
LA ST 52
=] 4 SRR SPP 56
ST T I I SRR 56
WWITBIESS. ...ttt et ettt s 58
5.6.1  WIreless SettiNgS ....ccccuuiiiiiiiee e 58
5.6.2  WIreleSS SECUIMLY ...coiiiiiiiiiiiiiee ettt e e 60
5.6.3 Wireless MAC FilteriNg .....cocieeiiiiiiiiieeie ettt a e e e 65
5.6.4  WIreless AQVANCEA ........cooiiiiiiiiiiiiie et e e e e 68
5.6.5 Antenna AlIGNMENT.........ooiiiiiiiii e 69



5.6.6  Throughput MORNITOF .........coiiiiiiiiiiieeee e e e e e e e e e enaeae s 70

5.6.7  Wireless StatiStiCS........uuiiiiiiiiei i 71

LT ] [ SRR 72

B.7.1  DHCP SetiNGS.....ueiiiiiiiiii ittt e e e st e e e st e e e s snteeeeesntaeeeean 72

5.7.2 DHCP ClENES LISt ....cciiiieiiiieiiieeee ettt e e e 74

5.7.3  Address ReSErvation ..........c.coiiiiiiiiiiiiiie et 75

5.8 SYSIEM TOOIS .. .eiiiiiiiiiie ettt et e e e ettt e e ettt e e e ente e e e e ante e e e e ataeaeearaeeaean 77

581 SNIMP ..ttt ettt s te e ae e te e teeereeeneeenteenaee e 77

B5.8.2  TiME SEINGS ..ooiiiiieie ittt et e e e st e e e st e e e et e e e e anaee e e e anraeeeean 79

5.8.3  DIAQNOSIC .....eeiiiiiiieie it e e e e e b e e e a 81

5.8.4  Ping WatCh DOg ...cceiiiiiiiieiie et 84

5.8.5 Firmware UPGrade .........ooo ittt 84

5.8.6 Factory Defaults.........ccuiiiiiiiiii et 85

5.8.7 Backup & RESIOME......uuiiiiiiiiiii e 86

5.8.8  REDOOT ...t 87

5.8.9  PASSWOIG ...ttt e e e e e et eeeaa 87

B5.8.10 SYSEM LOG ..uiiiiiiiiiiei ittt e st e e et e e e sttt e e e sbt e e e e ennte e e e e anteeaeeanraeaeean 89

D811 StAISHICS ..ot 92

Chapter 6. Quick Connection to a Wireless Network..........ccccocerireememrncsmerrssseee e ressee e s smeeeeas 94
6.1 Windows XP (Wireless Zero Configuration)............cceeiiiiiiiiiiiiiiie e 94

6.2 Windows 7 (WLAN AULOCONTIG) .eeeiiuriiiiiiiiiei e 96

R T |V = Vo © 1 30 G SRR 99

6.4 iPhone /iPod TOUCK /iPad ......ccoouiiiiiiiiiiee e 101
Appendix A: Planet Smart Discovery Utility ......ccccccmniiimiinis s 105
Appendix B: Factory Default Settings.........ccccccriiniiimiinnis s, 106
Appendix C: TroubleShOOtING .......cccvireeirircrre e rr e e n e s s s e s sn e s s mr e e sme s ensmn e e ennnnes 107
Appendix D: SPecCifiCatioNs........cccci i nnnn e neen 109
APPENIX E: GIOSSANY ....cciiiiceeeiriiiiiisccssmcene e s s ssssssssne s e e s ssssssssssss s e e e sssssssnnmesenssessssssnnnsnensssnssssnnnnnnennssan 110

\



FIGURE 2-1
FIGURE 2-2
FIGURE 3-1
FIGURE 3-2
FIGURE 3-3
FIGURE 4-1
FIGURE 4-2
FIGURE 4-3
FIGURE 4-4
FIGURE 4-5
FIGURE 4-6
FIGURE 4-7
FIGURE 4-8
FIGURE 4-9
FIGURE 4-10
FIGURE 4-11
FIGURE 4-12
FIGURE 5-1
FIGURE 5-2
FIGURE 5-3
FIGURE 5-4
FIGURE 5-5
FIGURE 5-6
FIGURE 5-7
FIGURE 5-8
FIGURE 5-9
FIGURE 5-10
FIGURE 5-11
FIGURE 5-12
FIGURE 5-13
FIGURE 5-14
FIGURE 5-15
FIGURE 5-16
FIGURE 5-17
FIGURE 5-18
FIGURE 5-19
FIGURE 5-20
FIGURE 5-21

FIGURE

WINAP-1110 FRONT PANEL ....ccetie ettt e ettt e e e e e e st e e e e e e e e aaaneneeeeaaaaeas 14
WINAP-T110 REAR PANEL. ...ttt ettt sttt e enn e e e 15
ADJUST THE DIRECTION OF THE ANTENNA .....ueiuiiitieiieiteesiestesteessesteessesseessessesseessesseessessesnsesses 18
HARDWARE INSTALLATION OF THE WNAP-1110 WIRELESS AP ....cooiiiiiiii e 19
HARDWARE INSTALLATION OF THE WNAP-1110 WIRELESS AP ......ccooiiiiiieieieicieee e 19
TOP/IP SETTING. ...ttt iittte ittt ettt ettt ettt ettt b et sttt e st e s bt e s e e et e e nar e e e nnneeneneas 22
WINDOWS START MENU .....viiiiiiiieieitieie sttt steste et ste e e stesseessesseenbesseessessesseessessaessesseensessens 23
SUCCESSFUL RESULT OF PING COMMAND .......eiitiiuieitietienteetieeesteeeessesseesseseeenssseeeseensesneensenns 23
FAILED RESULT OF PING COMMAND .....couiiuiiuietiatiaieeteseesteseesseeeseeseeseeseesessessessessessenseneenseseanas 24
LOGIN THE AP .ottt bttt ettt a e e bt st e e et e e e sab e e e nnneenaneeaas 25
LOGIN WINDOW ....uvitieiieiteetteeteeeeeete et et steesaesbesseesbessaessesbeensesseessesbeeseessessaesesseanbesneesnense e 25
WINAP-1110 QUICK SETUP ....eetiiiittiee ettt ettt sttt ettt e et e et e e s aabe e e e s abre e e e enes 26
QUICK SETUP — OPERATION IMODE ......utiiiiiieiieeesitee ettt ettt st e b e nneeesbeeesaneeans 26
QUICK SETUP — WIRELESS ......tiiitiiitieiite et ettt set sttt ettt see e te e sbe e saeesaeennbeebeenneesneesnnas 27
QUICK SETUP — INETWORK ....eeiiuteieiutieesteeeauteeaateeeaneeeanaeeesnseaasseeeanseesaseeeanseeaseeeanseesssseesnses 27
QUICK SETUP — FINISH ...ttt ittt ettt sttt sttt ss et esee s e seseeensesneeneanne e 28
BASIC WIRELESS INTERNET CONNECTION ....c.vttiiiteteieeeeeseeseeseesessessessessessensesessesessessens 28
IMAIN IMIENU .t ettt a e e bt e st e et et esab e e e nnreesanee e 29
ST ATUS ettt ettt ettt s bt ettt et e e b e e e b e e b e et e be st ehe e Re et eae et e beeReeeteeteenbenaeene e b nneenrens 30
OPERATION IMODE ...ttt it eteeete ettt ettt ettt e teeaeeseesae e st e s tesaeeasesseeneesseeneeeseeseensesneeneeneenns 31
WIRELESS — AP IMODE .....cuiuiitiiteete st ste ettt ettt sse st st e e eseeseeseesessessessessennenseneeneas 33
TOPOLOGY — AP IMODE ..ottt ittt ettt et nn e e es 33
OPERATION MODE — MULTISSSID ...ttt ettt s 34
TOPOLOGY — MULTI=SSID ...ttt ettt st e st e e eseenaenseseeenneneens 36
MULTI-SSID — ENABLE VLAN......ei ittt ittt ettt ettt et st e bt e e s b e nnnee e 36
MULTI-SSID — VLAN TOPOLOGY ....cttiitiieitiieiiriesteeesitee st sse e st sbe e ssseesneessnneesneeenanee s 38
OPERATION MODE - REPEATER (RANGE EXTENDER)......cceiuieiiitieiesieetienieseeeee e eeesresnee e 39
TOPOLOGY — UNIVERSAL REPEATER ....cviiuiiiiitieiistieie st etee e steeaeseeeneentesneesnesseenseseeeneenneas 39
REPEATER (RANGE EXTENDER) — UNIVERSAL REPEATER ......cuviviitiitiiteieeseesieneeneeneeneenesneenens 40
TOPOLOGY — WDS REPEATER ... .cttittteitieititesiteeeieeesireesassee st e sbeeesere e e ssneesineesneeeseneeenes 40
REPEATER (RANGE EXTENDER) — WDS REPEATER .....ccoviitieieiieeeieteeeiesesseeeessesssessesseennens 41
REPEATER (RANGE EXTENDER) — SURVEY .....ciuiiiiiitiiieiiietiesieseeesiesieeeessesseeseesseeneeseesneenens 42
REPEATER (RANGE EXTENDER) — AP LIST ..eiiiiiiiiie ittt e et e e e 43
REPEATER (RANGE EXTENDER) — FINISH SETTING......cettiiiiiiiiiiiiiiieee e e eeeeiireee e e e e e sevnaee s 43
REPEATER (RANGE EXTENDER) — SECURITY ..e.viiiiitiiiieiteetieniesieessestesseessesseessesreensessesseenens 44
REPEATER (RANGE EXTENDER) — STATUS ...c.utiuieiiiitieiesieetiesie e eseesteeseessesseessesreeneeseeeneenens 44
OPERATION MODE = BRIDGE WITH AP ...ttt ettt 45
TOPOLOGY - BRIDGE WITH AP ...ttt 46

Wl



FIGURE 5-22
FIGURE 5-23
FIGURE 5-24
FIGURE 5-25
FIGURE 5-26
FIGURE 5-27
FIGURE 5-28
FIGURE 5-29
FIGURE 5-30
FIGURE 5-31
FIGURE 5-32
FIGURE 5-33
FIGURE 5-34
FIGURE 5-35
FIGURE 5-36
FIGURE 5-37
FIGURE 5-38
FIGURE 5-39
FIGURE 5-40
FIGURE 5-41
FIGURE 5-42
FIGURE 5-43
FIGURE 5-44
FIGURE 5-45
FIGURE 5-46
FIGURE 5-47
FIGURE 5-48
FIGURE 5-49
FIGURE 5-50
FIGURE 5-51
FIGURE 5-52
FIGURE 5-53
FIGURE 5-54
FIGURE 5-55
FIGURE 5-56
FIGURE 5-57
FIGURE 5-58
FIGURE 5-59
FIGURE 5-60
FIGURE 5-61

BRIDGE WITH AP — SURVEY .....uttiiieiitiitesiiite e ettt e e s sttt e e e st eeessseeaesnnsseaesansseeasannseeesannseeens 47

BRIDGE WITH AP — AP LIST ...ttt ettt sttt sse st seenseneeneeneeneeneas 47
BRIDGE WITH AP — FINISH SETTING ..uviivieiiitiiiiesiestieeesteeseestesseessessesssessesseessesseensessesssessens 48
BRIDGE WITH AP — STATUS ....euiiiteetieste st eie et eeesteseeseesteessesteeseesesseessesseaneessesseensesseansesnens 48
VWIRELESS = CLIENT 1 uttteiutee ettt e sttt ettt e st e eate e st ettt e st e e shb e e sabe e e be e e eabe e e smbeesmbe e e anbeeenneeenee 49
TOPOLOGY — CLIENT IMODE .....ciiutiiitit ettt ettt sttt ene e 50
CLIENT = SURVEY ..tiitiitieuieiteeseeeteeseeetesseestesteessesseeseenbesseessesteansesseeseesesseensesseessessesseessesss 50
QT 1IN N IR USSR 51
CLIENT — FINISH SETTING ...ttt ittt ittt ettt rtte et e st e st e e be e sse e e sbe e e sabeesnbeeeaneeesneeenaneas 51
CLIENT — STATUS ..ttt ettt ettt ettt ettt et e e ea e e e bt e s e e et e e sar e e e nnneenaneas 52
LA S SPPPERR 52
HARDWARE WPS BUTTON . ....cuiiitietieiteeiteteeteeeestesseeseesteessesteeseensasseensesseeneessesssensesseansesnens 53
SOFTWARE WPS BUTTON ....utiiiittieiitieatie ettt ettt ettt e sabe e beeesssessbeeesabessnbeeeanseesbeeennneas 53
AADD ANEW DEVICE .....euteuteteateetestesteseeaeeseesesseseeseeseaseesessessessensesenseseeneeseaseaseseessesensensenens 54
NEW DEVICE CONNECT SUCCESSFULLY ......vviitiiuieiiiteeiesteeseestesseessessesssessesseessessesssessesseessens 55
THE NETWORK MENU ....utieuiitiieieieeetiestesteestesteeneaseesseesaeeseensesseessasseaneassesseeasesseensessesneesens 56
I RS ] = 1 N1 PRSP 56
WIRELESS MENU ....cciittieiitee ettt e sttt est e sttt et nab et e bt e sne e e nin e e et e e e nnr e e e ne e e e 58
WIRELESS SETTINGS...uviitieititiitieiteeseestesteessestesseassesssessesseensesseessessesssessesseessessesssessessessenns 58
WIRELESS SECURITY ...eitieiiiitiiiie it eteestesteeseesteeseessesneessesseensesseessanseaneessesneensesseensesseaneasens 60
WIRELESS SECURITY = WEP ......oiiiiiiiiiieieieeee ettt 61
WIRELESS SECURITY - WPA/WPA2 ENTERPRISE .....ceeiitiieiriieiiieesree et e 62
WIRELESS SECURITY - WPA/WPA2 PERSONAL.......ccutiuieiiiitieiteeieeiesseeeessesseessesseensesseeneens 63
WIRELESS MAC ADDRESS FILTERING ....c.viitiitiiiieieitieie st eiie st eieeee e ee st eeeseesneennesneenee e 65
ADD OR MODIFY WIRELESS MAC ADDRESS FILTERING ENTRY .....oouiiiierienieiinieeieseesieseeseens 66
WIRELESS MAC ADDRESS FILTERING .....uvteiutiieiureeeieeesiteesne et st ssre e e e snee e e s 67
WIRELESS ADVANCED .....viuvitiieieiteeseetesteessestesseassesseessesssensesseessessesssessesssessesseessessessessens 68
ANTENNAALIGNMENT ..ottt ettt aeteeteeteeeesseeneesseseeansesaeansensesseessesseansesseaneessesseansesseaneensenns 69
THROUGHPUT IMONITOR ....ccvtetiettiteete sttt seeseeseeseeseesessessessesseseseeneeseeseesessessessesnensenseneenis 70
THE AP ATTACHED WIRELESS STATIONS ......ceuieuiatietestesteseesseeeseeseeseeseasessessessessessensenseneeseanes 71
THE DHOCP MENU. ..ottt ettt e e ettt e e e e e e st e eeaeeeesannnaaeeeaeeeessannsnaneeaaasanannns 72
[ [ T = o 1T R 73
D] 01 e @7 = N o I PRSI 74
ADDRESS RESERVATION ......cutititiitestesteteseeseeseeseeseasessessesseseeseneeseeseeseasesseaseseessessensenseneens 75
ADD AN ADDRESS RESERVATION ENTRY ....cctiiiiiiiiieciieite ettt ettt nne e 76
MODIFY AN ADDRESS RESERVATION ENTRY ....ouiiiiiiiiieiieeiiesie ettt see e eee e enee s 76
THE SYSTEM TOOLS MENU ...utiieuteteiieeniteeateeesiteeeieeesabeeessteesaneesbeeesabeeessseesnseesanseesnneeennns 77
THE SYSTEM TOOLS MENU ....uttiiiteieteeeeitee sttt ettt sse et s bt s e nse e e saneenaneeennneeenes 78
TIME SETTINGS ...euvtittenteiteete it eitesteeteestesteesbesteessesbesseesaeeseenbesseesseeseeseessesseessesseensesneeneensenns 79
DIAGNOSTIC TOOLS ...t tieteetieeeeteestesteeeeetesseeseassesaeeasesseansesseessesseeseensesseensesseeneessesseansesneas 81

Vil



FIGURE 5-62 DIAGNOSTIC RESULTS .. ..uuuttiiiiiaeaaeiiititetetaaee e s sttt eeaaaesaaaabsbeeeeeaeeeaaansnseeeeeaaeeaaaannnseneeaaeeas 83

FIGURE 5-63 PING WATCH DOG ......cciutiiitiiiiiie ittt sttt nnneennee e 84
FIGURE 5-64 FIRMWARE UPGRADE ........ccvtitiitieitietiesteiteestesseaseessesssessesseensesssessessesssessesssessesseessessesssessens 85
FIGURE 5-65 RESTORE FACTORY DEFAULT .....uiiitiitieiiittetiesteeseestesteestesteeneesteeneesnesneessesneenseseeensessesneenee e 86
FIGURE 5-66 BACKUP & RESTORE CONFIGURATION .....cutttittteiutieateeestteesteeessseesseessmsessseeesneeesnseeesnneesns 86
FIGURE 5-67 REBOOT THE AP ...ttt ettt ettt eb e st e e s e e snneennee e 87
FIGURE 5-68 PASSWORD .....ccuviitiitiiiiitietiiteetesteestestesseestesseessessesssestesseensesseensesseassessesssessesseensesseensensenns 88
FIGURE 5-69  SYSTEM LOG ....uoiiiiiiiiii ittt ettt ettt sttt s ae e e aeeneesaeeeeensesaeeneenee e 89
FIGURE 5-70 MAIL ACCOUNT SETTINGS......utittteiuisteeeseeseaseeseaseasessessessessessessessessesessessesssssessessessensensensanes 90
FIGURE 5-71  STATISTICS ...eeiiitiiitite ittt ettt sttt se etttk e e s bt e sa bt e st et eab b e e e be e e ssn e e sbe e e sareennneens 92
FIGURE 6-1 WIRELESS ZERO CONFIGURATION .......utetiitiestestesseessesseessesseessessesseessesseessesseansessesssessesseessenns 94
FIGURE 6-2 VIEW AVAILABLE WIRELESS NETWORKS ......eeuiiitiiuieiieitieiesieeseesteeeeensesseeneesseaneessesseensesneensenns 94
FIGURE 6-3 CHOOSE AWIRELESS NETWORK .....cuviteuieuiesiaseeseaseasessessessessensesseseeseesessessesssssessessessensensensens 95
FIGURE 6-4 ENTER THE ENCRYPTION KEY ..eiiuttteiuteteiureesittesateeesuseeeteeesebeesssseesineesbeeesaneeaseeesnreesanneennneeans 95
FIGURE 6-5 WIRELESS NETWORK CONNECTED.......cccuiitiereeiteiseestesseensesseessesseeseessesssessesseansessesssessesssensenns 96
FIGURE 6-6 WLAN AUTOCONFIG. .....uiiuieiiitieieiteetiesteeteantesteaseassesneessesseensesseansesseansessesnsessesseansesseensessenns 96
FIGURE 6-7 WLAN AUTOCONFIG WINDOW ....c.veuvieerieneeseeseeseasessessessessessensesseneaseesessessessessessessessensensessanes 97
FIGURE 6-8 WLAN AUTOCONFIG — TYPE THE NETWORK SECURITY KEY .....uttiiiuiienirieireeesireesreeesireessneeenes 98
FIGURE 6-9 WLAN AUTOCONFIG — CONNECTING.....cuuiiuieriiiteiseetesseetesteessessesseessesseessesseessessesseessesseessenns 98
FIGURE 6-10 WLAN AUTOCONFIG — CONNECTED ......ciuieuiitieuieseesseeeeseeessesseeseessesseensesseansessesseensesnsensenns 99
FIGURE 6-11 THE AIRPORT NETWORK CONNECTION ICON.....cuttititeeesieneeseeseaseesessesseseessesseseeneeseeneeseenes 99
FIGURE 6-12 THE AIRPORT NETWORK CONNECTION MENU ....ceetrieiureierireeeteeesireessnneesineesneeesneeesnnee e 100
FIGURE 6-13 THE AIRPORT NETWORK CONNECTION — ENTER PASSWORD.......cuceiueitieieiteenresteeneensesneenes 100
FIGURE 6-14 THE AIRPORT NETWORK CONNECTION — CONNECTED.....c.vteutetieiieseeaeieneeseeeneesneeneesseeneesnes 101
FIGURE 6-15 THE WI-FI SETTINGS IN IPHONE/IPOD TOUCH/IPAD.......cciiiiiiiiiiniiie it 101
FIGURE 6-16 GENERAL SETTINGS ...ccutttiiurititteesiteeaateeesteeesseeesateeessbeesseeesseeesneeesaneeenseeesnreeeanneenaneeenes 102
FIGURE 6-17 GENERAL SETTINGS — NOT CONNECTED .....uveiveiuieiteetieiesreessesseeseessesseessesseensesseessessesneesnes 102
FIGURE 6-18 GENERAL SETTINGS — WI=FI ON ..ottt 103
FIGURE 6-19 GENERAL SETTINGS — ENTER PASSWORD.....cccuuttiitiieiieeeiiee et esiieessieeesneessbeessbeeesnneesnes 104
FIGURE 6-20 GENERAL SETTINGS — WI-FI NETWORK CONNECTED ....cccutteitrienireesnreeesneeeieeesreeesenee e 104



User’'s Manual of WNAP-1110

Chapter 1. Product Introduction

1.1 Package Contents

The following items should be contained in the package:

B WNAP-1110 Wireless Range Extender
B Power Adapter

B Passive PoE Injector

B 4dBiAntenna x1

B Quick Installation Guide

B CD-ROM (User’s Manual included)

If there is any item missing or damaged, please contact the seller immediately.

1.2 Product Description

PLANET 802.11n Wireless Access Point (WNAP-1110) features 802.11n radio with 1T1R MIMO technology. It is
also backward compliant with 802.11b/g standard. Compared with simple Access Point, the WNAP-1110 offers

more powerful, flexible capability for wireless client to access Internet.

The WNAP-1110 provides multiple operation modes including AP (Multi-SSID), Client, Repeater, Universal
Repeater (Range Extender), and WDS Bridge (Point to Point and Point to Multiple Points) that can play different
roles in different situations. To secure the wireless communications, the WNAP-1110 supports 64/128/152-bit
WEP encryption, WiFi Protected Access (WPA/WPA2, WPA-PSK/WPA2-PSK). Furthermore, in order to simplify
the security settings, the WNAP-1110 supports WPS configuration with the PBC/PIN type. Your whole wireless

network can be secured within a few seconds.

Being an Access Point, the WNAP-1110 supports the VLAN function to allow multiple SSIDs (Four sets of SSID
and tagging VID) to access Internal VLAN topology via the VLAN Switch function. Moreover, WMM capability
can provide better service to selected traffic or application, which utilizes the network usage. In the wireless

security aspect, the WNAP-1110 supplies MAC address filtering which prevents possible hackers attack.

The WNAP-1110 provides a total solution for the Small Office and the SOHO users. With the MIMO 11n wireless

technology, it's easy to combine the wireless devices with the existing wired network.
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1.3

Product Features

Standard Compliant Hardware Interface

B 150Mbps wireless transmission rate with MIMO technology
m |EEE 802.11n, 802.11b/g standard compliant
B 1x10/100Base-TX Port with Passive PoE supported

Secure Network Connection
Advanced security: 64/128/152-bit WEP, WPA/WPA2, WPA-PSK/WPA2-PSK (TKIP/AES
encryption) and 802.1X Radius Authentication

Easy setup secure wireless connection by one-touch WPS (Wi-Fi Protected Setup) button
Supports MAC address filtering

Supports multiple SSIDs to allow users to access different networks through a single AP

ireless Network Range Extende

B Multiple wireless modes: AP, WDS, Repeater, Universal Repeater, Client
B Supports WMM (Wi-Fi Multimedia), wireless QoS

B Supports wireless roaming

Easy Installation & Management

Flexible deployment with passive PoE/PD supported
Web-based Ul and Quick Setup Wizard for easy configuration

SNMP-based management interface
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1.4 Product Specifications

. WNAP-1110

150Mbps 802.11n Wireless Range Extender
NP POE LAN Port. 1 x 10/100Mbps Auto MDI/MDI-X RJ45 port

% Passive PoE/PD Port

PoE Passive PoE (Up to 30 meters)
Antenna Detachable 4dBi antenna x1

WPS Button Press the WPS button on the front panel of the device.
Button Reset Button Press for about 5 seconds to reset the device to factory default.
LED Indicators PWR/SYS/LAN/WLAN/WPS LED
Material Plastic
Dimensions (W x D x H) 174 x 110 x 23 mm
Weight 2509
Power Requirements 9V DC, 0.85A or Passive PoE
Power Consumption 2W (max.)
Standard Compliance with IEEE 802.11b/g/n
Frequency Band 2.4~2.4835GHz
Extended Frequency DSSS
Modulation Type DBPSK, DQPSK, QPSK, CCK and OFDM (BPSK/ QPSK/ 16-QAM/ 64-QAM)

IEEE 802.11n: up to 150Mbps(Dynamic)

Data Transmission Rates | IEEE 802.11g: 54/48/36/24/18/12/9/6Mbps (Dynamic)
IEEE 802.11b: 11/5.5/2/1Mbps (Dynamic)

America/ FCC: 2.414~2.462GHz (11 Channels)

Frequency Band Europe/ ETSI: 2.412~2.472GHz (13 Channels)
Japan/ TELEC: 2.412~2.484GHz (14 Channels)
Channel Width 20 or 40MHz

Transmission Distance Indoor up fo 100m
Qutdoor up to 300m (it is limited to the environment)
IEEE 802.11b: 18dBm

IEEE 802.11g: 15dBm

IEEE 802.11n: 15dBm

130M: -70dBm@10% PER

108M: -72dBm@10% PER

54M: -74dBm@10% PER

11M: -86dBm@8% PER

6M: -91dBm@10% PER

1M: -91dBm@8% PER

‘ Wireless Management Features

Wireless Modes m AP (Multi-SSID)

Max. RF Power

(Intentional Radiator)

Receive Sensitivity
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m WDS

B Repeater (WDS+AP)

B Universal Repeater (AP+Client)
B Client

Encryption Security

WEP (64/128/152-bit)

WPA-PSK (TKIP) / WPA2-PSK (AES)
WPA (TKIP) / WPA2 (AES)

802.1x Authentication

Wireless Security

Enable/Disable SSID Broadcast

Wireless LAN ACL (Access Control List) MAC filtering

AP Isolation: Enable it to isolate each connected wireless client to let them cannot access

Wireless Advanced mutually.
Supports 802.11e WMM (Wi-Fi Multimedia)
Wired: 32

Max. Supported Clients
Wireless: 20

System Management

Web-based (HTTP) management interface

Supports SNMP v1/v2

Supports Planet Smart Discovery

Supports Scheduling Reboot

System Log
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Chapter 2. Hardware Installation

Please follow the instructions below to build the wireless network connection between WNAP-1110 and your computers.

2.1 Hardware Description

2.1.1 The Front Panel

The front panel provides a simple interface monitoring the AP. Figure 2-1 shows the front panel of WNAP-1110.

Front Panel
Power LED — - WPS Button
System LED ———— WPS LED
LAN LED Wireless LED
Figure 2-1 WNAP-1110 Front Panel
LED definition
Object Color State Description
PWR Green On Device power on
Off Device power off
On Device is initialising
SYSTEM | Green | Flash The device is working properly
Off The device has a system error
On There is a device linked to the corresponding port but no activity
LAN Green | Flash Packets are transmitting or receiving
Off LAN port is not connected
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WLAN Green Flash The Wireless function is enabled
Off The Wireless function is disabled
0 A wireless device has been successfully added to the network by
n
WPS function.
A wireless device is connecting to the network by WPS function.
WPS Green | gjow Flash
This process will last in the first 2 minutes.
. A wirel ice fail h k
Quick Flash wireless device failed to be added to the network by WPS

function.

2.1.2 The Rear Panel

The rear panel of the WNAP-1110 consists of buttons, connection port, and power connector. Figure 2-2 shows
the hardware interface of WNAP-1110.

Rear Panel

4dBi Antenna

10/100Mbps LAN Port

Power ON/OFF Button

Power Connector
9V DC Input

e =
LAN - /
Reset Button

(Press and hold the Reset button for
about 5 seconds for factory default)

Figure 2-2 WNAP-1110 Rear Panel

Button definition

Object ‘ Description
WPS Press the button for less than 3 seconds for WPS configuration.
Power ON/OFF Press the button to power on the device.

Reset Press and hold the button for about 5 seconds to the factory default setting.
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H/W Interface definition

Object Description

Antenna Detachable 4dBi Antenna with RP-SMA (male) connector.

10/100Mbps RJ-45 port, Auto MDI/ MDI-X & Passive PoE supported
Connect LAN port to the PoE injector to power on the device.

LAN (Passive PoE)

10/100Mbps RJ-45 port, Auto MDI/ MDI-X
Connect this port to the LAN port of the Router or Ethernet Switch.

LAN

Power Connector Connect this port to the 9V DC power adapter to power on the device.

The WNAP-1110 supports only 9VDC power adapter or passive POE injector (RJ45 pin
4, 5: +; pin 7, 8: -). It cannot work with IEEE 802.3af PSE for its power source.

At the same time, either 9V DC adapter from the DC-jack or passive PoE injector from
the UTP LAN port can be connected to the device at one time. Use of two power sources
will damage the device permanently.
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Chapter 3. Connecting the AP

3.1 System Requirements

Broadband Internet Access Service (DSL/Cable/Ethernet connection)

L 2

+ One DSL/Cable Modem that has an RJ-45 connector (not necessary if the AP is connected directly to

the Ethernet.)
* PCs with a working Ethernet adapter and an Ethernet cable with RJ-45 connectors

¢  Subscribers can utilize Windows 98/ME, NT4.0, 2000/XP, Windows Vista / Win 7, MAC OS 9 or later,
Linux, UNIX or other platforms compatible with TCP/IP protocols

* The above PC is installed with a Web browser

It is recommended to use Internet Explore 7.0 or above to access the AP.

3.2 Installing the AP

Before installing the AP, make sure your PC is connected to the Internet through the broadband service
successfully at this moment. If there is any problem, please contact your local ISP. After that, please install the

AP according to the following steps. Don't forget to pull out the power plug and keep your hands dry.

Step 1. Power off your PC, Cable/DSL Modem, and the AP.

Step 2. Locate an optimum location for the AP. The best place is usually at the center of your wireless
network.

Step 3. Adjust the direction of the antenna. Normally, upright is a good direction.

-~

Al
i G|
1@

go
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Figure 3-1 Adjust the direction of the antenna

-18-



User’s Manual of WNAP-1110

Method A — Hard to find the power socke

Figure 3-2 Hardware Installation of the WNAP-1110 Wireless AP

ij Check connection before powering on. Wrong connection may cause device

malfunction, say, your PC or other Ethernet device.
Caution

Method B — Power Socket nearb

Figure 3-3 Hardware Installation of the WNAP-1110 Wireless AP
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Chapter 4. Quick Installation Guide

This chapter will show you how to configure the basic functions of your AP using Quick Setup within minutes.

%" A computer with wired Ethernet connection to the Wireless AP is required for the first-time

Note configuration.

4.1 Manual Network Setup - TCP/IP Configuration

The default IP address of the WNAP-1110 is 192.168.1.253. And the default Subnet Mask is 255.255.255.0.

These values can be changed as you want. In this guide, we use all the default values for description.

Connect the WNAP-1110 to your PC with an Ethernet cable plugging in LAN port on one side and in LAN port of
PC on the other side. Please power on the WNAP-1110 by PoE switch through the PoE port.

In the following sections, we’ll introduce how to install and configure the TCP/IP correctly in Windows 7. And
the procedures in other operating systems are similar. First, make sure your Ethernet adapter is working, and

refer to the Ethernet adapter manual if needed.

4.1.1 Configuring the IP Address Manually
Summary:
m  Set up the TCP/IP Protocol for your PC.

B Configure the network parameters. The IP address is 192.168.1.xxx (if the default IP address of the
WNAP-1110 is 192.168.1.253, and the DSL router is 192.168.1.254, the "xxx" can be configured to any
number from 1 to 252), and Subnet Mask is 255.255.255.0.

1 Select Use the following IP address radio button, and then configure the IP address of the PC.

2 For example, as the default IP address of the WNAP-1110 is 192.168.1.253 and the DSL router is
192.168.1.254, you may choose from 192.168.1.1 to 192.168.1.252.
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Internet Protocol Version 4_E!CF‘;'IP'_U4; F':rDErr.ie_s mq

General |

‘fou can get IP settings assigned automatically if your network supports
this capability, Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(™) Obtain an IP address automatically
i@ Use the following IP address:

IF address: 192,168, 1 . 100
Subnet mask: 255,255 .255. 0
Default gateway:

Obtain DNS server address automatically

[A]

i@ Use the following DNS server addresses:

Preferred DMS server:

Alternate DMS server:

Figure 4-1 TCP/IP Setting

Now click OK to save your settings.

Now, you can run the Ping command in the command prompt to verify the network connection between your

PC and the AP. The following example is in Windows 7 OS. Please follow the steps below:

1.  Click on Start > Run.

2. Type “emd” in the Search box.
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Programs (1)

B cmd

Files {1

+/ See more results

| Shut down | » |

‘ [ - d y: ! ! _;:
* Figure 4-2 Windows Start Menu

3.  Open a command prompt, and type ping 192.168.1.253, and then press Enter.

+*

*

If the result displayed is similar to Figure 4-3, it means the connection between your PC and the AP

has been established well.

BN Administrater: C:\Windows\system32\cmd .exe uﬁﬁ

Microsoft Windows [Uersion 6.1.76811
Copyright <(c) 2089 Microsoft Corporation. HAll rights reserved.

C:~>ping 192.168.1.253
Pinging 192.168.1.25%3 with 32 hytes of data:

Reply from 1922.168.1.253: bytes=32 time=17ms
Reply from 1922.168.1.253: bytes=32 time=18ms
RHeply from 192 _168.1.2%3: bytes=32 time=18ms
RHeply from 192 _168.1.2%3: bytes=32 time=18ms

Ping statistics for 192_168.1_253:

Packets:- Sent = 4. Received = 4, Lozt = B (Bx lossd>.
Approximate round trip times in milli-—seconds:

Minimum = 1?ms,. Maximum = 18ms. Average = 17ms

Gz~

Figure 4-3 Successful result of Ping command

If the result displayed is similar to Figure 4-4, it means the connection between your PC and the AP
has failed.
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ER Administrator: C\Windows\system32\cmd exe e | [ |t

Microsoft Windows [Uersion 6.1.76811
Copyright <(c> 2089 Microscft Corporation. HAll rights reserved.

C:“Documents and Settings“user>ping 192_.168.1.253

Pinging 192.168_1.253 with 32 bytes of data:

Deztination host unreachable.
Destination host unreachahble.
Destination host unreachahble.
Destination host unreachahle.

Ping statistics for 192.168.1.253:
Packets: Sent = 4, Received = B, Lost = 4 (188 loss).

C:“Documents and Settingsuser >

Figure 4-4 Failed result of Ping command

If the address is 0.0.0.0, check your adapter installation, security settings, and the settings on your AP. Some

firewall software programs may block a DHCP request on newly installed adapters.
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4.2 Starting Setup in Web Ul

It is easy to configure and manage the WNAP-1110 with web browser.

Step 1. To access the configuration utility, open a web-browser and enter the default IP address
http://192.168.1.253 in the address field of the browser.

E) http://192.168.1.253/

C 192168.1.253
File Edit Wiew Favorites Tools Help

Figure 4-5 Login the AP

After a moment, a login window will appear. Enter admin for the User Name and Password, both in lower case

letters. Then click the OK button or press the Enter key.

Windows Security ﬁ

The server 192168.1.253 is asking for your user name and password. The
server reports that it is from 150M Wireless M Access Point.

s

Warning: Your user name and password will be sent using basic
authentication on a connection that isn't secure,

| ok || cancel

Figure 4-6 Login Window

Default User Name: admin

Default Password: admin

Default SSID: WNAP-1110

Default Wireless Password: PIN code (refer to the label on the bottom of the WNAP-1110.)

If the above screen does not pop up, it may mean that your web-browser has been set to
a proxy. Go to Tools menu>Internet Options>Connections>LAN Settings, in the screen
that appears, cancel the Using Proxy checkbox, and click OK to finish it.

Step 2. After successfully login, you can click the Quick Setup to quickly configure your AP.
-25-
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(P LLANET

Wireless Range Extender

Quick Setup Quick Setup Help
With this guide, you can setthe basic parameters to get a
connection to the internet. Even if you are not familiar with
Welcome this product you can still finish the settings easily. If you
This Quick Setup will guide you to setup the device step by step by performing some simple configurations. S5 ) SPR A, Ol GAN Giso SIOCSR D st wital s wastin

the menu rather than to use this.
To continue, please click the Next button.

Click the Next button to continue, or the Exit button to quit.
Otherwise, you can click the Exit button to manually configure the device by yourself.

| Exit ] [ Next

Figure 4-7 WNAP-1110 Quick Setup

Step 3. Select the proper operation mode according to your needs.

Quick Setup - Operation Mode

Flease selectthe proper operation mode according to your needs:

(%) Access Point - Transform your existing wired netwark to a wireless netwark.

(3 Multi-SSID - Create multiple wireless networks to provide different security and VLAN groups.
(") Repeater{Range Extender) - Extend your existing wireless coverage by relaying wireless signal.
(") Bridge with AP - Combine twa local networks via wireless connection.

{7y Client - Acting as a "Wireless Adapter” to connect your wired devices (e.g. Xbox/PS3) to a wireless
networlk,

|  Back || Mext |

Figure 4-8 Quick Setup — Operation Mode

Click Next, and then Wireless Setting page will appear, shown in Figure 4-9.

Step 4. Enter a string of up to 32 characters into the SSID field. Then select one of the supported
security options and configure the password for your wireless network.
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Quick Setup - Wireless

Wireless Network Mame( SSID): WHNAP-1110
Wireless Security Mode: Most Secure(WPAANPAZ-PSK »

Wireless Password:

[ Back || Next |

Figure 4-9 Quick Setup — Wireless

Step 5. Click Next to continue. The Network settings page will appear as shown in Figure 4-10.

You can configure the IP parameters of LAN on this page.

Quick Setup - Network
DHCP Server: (¥ Disable ) Enable
IP Address: 192.168.1.253
Subnet Mask: 266 256 2560 ™
Change the login account: @ MNOD (IYES
[ Back | [ Next |

Figure 4-10 Quick Setup — Network

Step 6. Click the Next button. You will then see the Finish page.
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Quick Setup - Finish

Canfirm the canfiguration you have set. If anvthing is wrang, please go BACK to reset.
When confirmed, please click Finish/iReboot button to make all configurations take effect.

Wireless Setting

Operation Mode: Access Paoint
Wireless Network Name(55ID): WHAP-1110
Wireless Security Mode: Most Secure(WPAMWPAZ-PSK)
Wireless Password: 12345678

Network Setting

Login Account: admin/ admin
LAMN IP Address: 192 168.1.253
OHCP Server: Disakled

Save these settings as a text file for future reference

Figure 4-11 Quick Setup — Finish

Step 7. Once the basic configuration is done, connect the WNAP-1110 with the xDSL modem/ router
through the Ethernet cable. Then, you will be able to surf the Internet using the wireless client through the
WNAP-1110.

Laptop

0)) Tsomeps  (((10

—

’_!. I] Sem— f Smart Phone

xDSL/Cable WNAP-1110
(7 g B

Modem
PSP/NDSL

Figure 4-12 Basic Wireless Internet Connection
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Chapter 5. Configuring the AP

This chapter delivers a detailed presentation of AP’s functionalities and features under main menu below,
allowing you to manage the AP with ease.

Status

Quick Setup
Operation Mode
WPS

Hetwork
Wireless

DHCP

System Tools

Figure 5-1 Main Menu

5.1 Status

On this page, you can view information about the current running status of the WNAP-1110, including LAN
interface, wireless interface settings and status, and firmware version information.
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Status

Traffic Statistics

Firmware Version:

Hardware Version:

Wired
MAC Address:
IP Address:
Subnet Mask:
Wireless

Operation Mode;
Hame (S5I10):
Channel:

Mode:

Channel Width:
MAC Address:

Bytes:

Packets:

System Up Time:

2.7.2 Build 081231 Rel.On
YWMAP-1110 w2 00000000

00-30-4F-AB-53-62

Access Point
WHAP-1110

Auto (Current channel &)
11bgn mixed

Automatic

00-30-4F-AB-53-62

Received Sent
811496 256071
601 861

0 days 00:07:46

Figure 5-2 Status

This section allows you to view the AP’s basic info listed below:

Object Description

Firmware Version

Displays the current firmware version.

Hardware Version

Displays the current hardware version.

MAC Address

Displays AP’s LAN MAC address.

IP Address

Displays LAN IP address.
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Subnet Mask Displays LAN subnet mask.
Operation Mode Displays AP’s current operation mode.
Name (SSID) Displays AP’s SSID.
Channel Displays AP’s current channel.
Mode Displays AP’s current wireless mode.
Channel Width Displays AP’s current wireless channel width.
MAC Address Displays AP’s Wireless MAC address.
Traffic Statistics Displays the AP's traffic statistics.
System Up Time Displays the System Up Time.

5.2 Quick Setup

Please refer to Chapter 4.2 Starting Setup in Web UI.

5.3

Operation Mode

Operation Mode

Flease select the proper cperation mode according to vour needs:

(& Access Point - Transform your existing wired network to a wireless network.

7 Multi-SSID - Create multiple wireless networks to provide different security and VLAN groups.
() Repeater{Range Extender) - Extend your existing wireless coverage by relaying wireless signal.
(" Bridge with AP - Combine two local networks via wireless connection.

() Client - Acting as a "Wireless Adapter” to connect your wired devices (e.g. Xbox/P53) to a wireless
network.

|  Save |

Figure 5-3 Operation Mode
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The page includes the following fields:

Object Description

AP In this mode, the device will act as a wireless central hub for your wireless LAN

clients, giving a wireless extension for your current wired network.

Multi-SSID In this mode, the device can create up to 4 wireless networks labeled with
different SSIDs and assign each SSID with different security or VLAN, especially

for the situation when the various access policies and functions are required.

Repeater(Range In this mode, the device can copy and reinforce the existing wireless signal to
Extender) extend the coverage of the signal, especially for a large space to eliminate

signal-blind corners.

Bridge with AP In this mode, the device can be used to combine multiple local networks together
to the same one via wireless connections, especially for a home or office where

separated networks can't be connected easily together with a cable.

Client In this mode, the device can be connected to another device via Ethernet port
and act as an adaptor to grant your wired devices access to a wireless network,
especially for a Smart TV, Media Player, or game console only with an Ethernet

port.

Be sure to click the Save button to save your settings on this page.

The device will reboot automatically after you click the Save button.

When you change the operation mode to Client/Repeater, WPS function will stay disabled.
Please manually enable this function if needed when you switch back to Access
Point/Multi-SSID/Bridge mode.

5.3.1 Operation Mode — Access Point

Choose menu “Quick Setup — Next — Access Point”, or “Operation Mode — Access Point” to configure
the device as a general wireless access point.
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Wireless Network Name:
Reqgion:

Warning:

Channel:

Mode:

Channel Width:

Wireless Settings - Access Point

(WHAP-1110 |(Mlso called the SSID)

| United States V|

Ensure you select a correct country to comply local law.
Incarrect settings may cause interference.

| 11bgn mixed V|

Enable Wireless Radio

Enable 230 Broadcast

[  save |

Figure 5-4 Wireless — AP Mode

For the definition of each field on this page, please refer to Chapter 5.6.1 Wireless Setting.

» Example of quickly set up a wireless network using AP Mode:

To configure each wireless parameter, please go to the “Wireless — Wireless Settings” page.

AP Mode

RJ-45 Port

L@AP Mode

WNAP-1110 (((((m

Laptop

Step 1. Create an easy-to-remember name for your wireless network, write it into Wireless Network

Name (SSID).

Figure 5-5 Topology — AP Mode
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Step 2. Select the Most Secure (WPA/WPA2-PSK) encryption mode and enter a password below to prevent

unauthorized access to your AP.

Step 3. Click Next and you will then come to the Network Setting page for further configuration.

Step 4. Refer to Step 5 of Chapter 4.2 to continue the setting. Then, refer to Chapter 6 to quickly connect to a

wireless Network.

5.3.2 Operation Mode — Multi-SSID

Choose menu “Quick Setup — Next — Multi-SSID”, or “Operation Mode — Multi-SSID” to configure the
device as a general wireless access point with multiple SSIDs.

Operation Mode

Flease selectthe proper operation maode according to your needs:

() Access Point - Transform your existing wired network to a wireless network,

(& Multi-SSID - Create multiple wireless networks to provide different security and VLAN groups.
) Repeater{iRange Extender) - Extend your existing wireless coverage by relaying wireless signal.
() Bridge with AP - Combine two local networks via wireless connection.

() Client - Acting as a "Wireless Adapter” to connect your wired devices (e.g. Xbox/P53) to a wireless

netwaork:.

Figure 5-6 Operation Mode — Multi-SSID

The page includes the following fields:

Object Description

Enable VLAN Check this box and then you can change the VLAN ID of each SSID. If you want
to configure the Guest and Internal networks on VLAN, the switch you are using
must support VLAN. As a prerequisite step, configure a port on the switch for
handling VLAN tagged packets as described in the IEEE802.1Q standard, and

enable this field.

SSID (1-4) Up to 4 SSIDs for each BSS can be entered in the field like SSID1 ~ SSID4. The
name can be up to 32 characters. The same name (SSID) must be assigned to

all wireless devices in your network. If Enable VLAN is checked, the wireless

stations connecting to SSID of a different VLANID cannot communicate with each
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other.

VLAN ID (1-4)

Provide a number between 1 and 4095 for VLAN. This will cause the AP to send
packets with VLAN tags. The switch connecting with the AP must support VLAN
IEEE802.1Q frames. The wireless stations connecting to the SSID of a specified
VLANID can communicate with the PC connecting to the port with the same
VLANID on the Switch.

Channel

Determines the operating frequency to be used. It is not necessary to change the
wireless channel unless you notice interference problems with another nearby

access point.

Mode

This field determines the wireless mode which the device works on.

11b only - Only 802.11b wireless stations can connect to the AP.

11g only - Only 802.11g wireless stations can connect to the AP.

11n only - Only 802.11n wireless stations can connect to the AP.

11bg mixed - Both 802.11b and 802.11g wireless stations can connect to the AP.

11bgn mixed - All 802.11b, 802.11g and 802.11n wireless stations can connect to
the AP.

Channel Width

Determines the channel width to be used. It is unnecessary to change the default

value unless required.

Enable Wireless Radio

Select or deselect this check box to allow or deny wireless stations to access the
AP.

Enable SSID Broadcast

Select or deselect this check box to allow or deny the AP to broadcast its name
(SSID) on the air. If it's allowed, when wireless clients survey the local area for
wireless networks to associate with, they will detect the SSID broadcast by the
AP.

You are suggested to implement Multi-SSID function with a switch that supports Tag VLAN feature.
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» Example of how to configure Multi-SSID Mode. Please take the following steps:

To configure each wireless parameter, please go to the “Wireless — Wireless Settings” page.

AP (Multi-SSID) Mode

; ©) Multi-SSID Mode

Smart Phone

ssm-z(((((m

Laptop

Figure 5-7 Topology — Multi-SSID

1. Configuring the Access Point

Enable VLAN
S5101:

S5I02:
5SID3:
55104:
Region:
Warning:

Channel:
Mode:
Channel Width:

Wireless Settings - Multi-SSID

(WNAP-1110 | vLANID;
[WNAP-1110_2 | vLANID:
[WNAP-1110_3 | VLANID;
[WNAP-1110_4 | VLANID:

|Llr1ited States V|

Ensure you select a correct country to comply local law.
Incaorrect settings may cause interference.

| 11bgn mixed V|

Enahle Wireless Radio

Enable 5510 Broadcast

[  save |

Figure 5-8 Multi-SSID — Enable VLAN

Step 1. Select the checkbox “Enable VLAN" to enable VLAN function for this access point.
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Step 2. Configure the SSID and its corresponding VLAN ID. The detailed parameters are shown as the figure
above.

Step 3. STA1, STA2, STA3 and STA4 join to the wireless network with SSID1, SSID2, SSID3 and SSID4,

respectively.

Step 4. Click Save to apply the current security settings for the selected SSID.

1. The wireless STAs, joined to the network with different VLAN IDs, cannot communicate with
each other, for example, STA1 and STA2.

2. The wireless STAs, joined to the network with the same VLAN ID, can communicate with
each other, for example, STA1 and STAS3.

3. All wireless STAs can log on to the Web management page of the WNAP-1110 and manage
the access point, for example, STA1, STA2, STA3 and STA4.

4. All the packets received in the wired network from the wireless STA will be added a
corresponding VLAN Tag of the wireless STA, unless the VLAN ID of the wireless network is
setto 1.

2. Configuring the Switch

Step 1. Enable 802.1Q Tag VLAN function on the switch.

Step 2. Make sure the Untag frames are forwarded.

The following table shows the detailed configuration of the switch

Port VLAN ID PVID Egress Rule Processing mode of Untag Frames
1 1 1 Untag Forwarding
2 2 2 Untag Forwarding
3 3 3 Untag Forwarding
4 4 4 Untag Forwarding
5 Port 5 belongs to all VLANs 1 Tag Forwarding

Step 3. Connect PC1, PC2, PC3 and PC4 to port1, port2, port3 and port4 of the switch, respectively. The
corresponding VLAN IDs of the four ports are 1, 2, 3 and 4.

Step 4. Configure port5 of the switch to be the member of VLAN1, VLAN2, VLAN3 and VLAN4 and connect it
to the LAN port of the WNAP-1110.

Step 5. Configure the VLAN ID of the PC that can log on to the Web management page of the WNAP-1110 via
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the LAN port equal to the PVID of port 5.

3. Verifying the communication status after the above configuration is completed.

Step 1. If VLAN ID of the PC connected to the switch is different from the VLAN ID of the wireless STA, the
two cannot communicate with each other, for example, PC1 and STA2.

Step 2. If the PC connected to the switch and the wireless STA have the same VLAN ID, the two can

communicate with each other, for example, PC2 and STAZ2.

SSID1

STA PC1

Port 2

»

$SID2 <(( () )))

ssip3  WNAP-1110 Switch

PC2

Port 3

SSID4

» 2

STA4

Figure 5-9 Multi-SSID — VLAN Topology

If the LAN port of the WNAP-1110 is not connected to a switch but directly to a PC,

1. The PC can directly log on to the Web management page of the WNAP-1110 and manage
the access point.

2. Only the wireless STA with its VLAN ID set to 1 can communicate with the wired PC.

5.3.3 Operation Mode — Repeater (Range Extender)

Choose menu “Quick Setup — Next — Repeater (Range Extender)”’, or “Operation Mode — Repeater
(Range Extender)” to configure the device as a general wireless access point with multiple SSIDs.
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In this mode, the product can extend the coverage of another wireless Access Point or Router. The universal
repeater mode is for the wireless Access Point or Router which does not support WDS function.

Operation Mode

Flease selectthe proper operation mode according to vour needs:

() Access Point - Transform your existing wired network to a wireless network.

7 Multi-SSID - Create multiple wireless networks to provide different security and WLAM groups.
(#) RepeateriRange Extender) - Extend your existing wireless coverage by relaying wireless signal.
(" Bridge with AP - Combine two local networks via wireless connection.

() Client - Acting as a "Wireless Adapter” to connect your wired devices (e.g. Xbox/P33) to a wireless netwark.

|  Save

Figure 5-10 Operation Mode - Repeater (Range Extender)

1. Universal Repeater
This mode allows the AP with its own BSS to relay data to a root AP to which it is associated with WDS disabled.

The wireless repeater relays signal between its stations and the root AP for greater wireless range.

Internet o )))

Cable/xDSL
Modem Wireless Router

_ @ Universal Repeater Mode WNAP-1110 iPad

Figure 5-11 Topology — Universal Repeater
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Wireless Settings - Repeater

Repeater Mode; (%) Universal Repeater () WDS Repeater
Wireless Name of Root AP: | |(also called SSID)
MAC Address of Root AP: | |
Region: | LInited Kingdam V|

Ensure you select a correct country to comply local law.
Incorrect settings may cause interference.

Channel Width: 40MHz »

Enakle Wireless Radio

Warning:

[  save |

Figure 5-12 Repeater (Range Extender) — Universal Repeater

2. WDS Repeater
This mode allows the AP with its own BSS to relay data to a root AP to which it is associated with WDS enabled.

The wireless repeater relays signal between its stations and the root AP for greater wireless range.

WDS Repeater Mode

WDS Repeater Mode
Intemet ))
Cable/xDSL —I
Modem T 4 e ——y
WNRT-617 ——
(©) WDS Repeater Mode WNAP-1110 iPad
~ .

Figure 5-13 Topology — WDS Repeater
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Wireless Settings - Repeater

Repeater Mode: () Universal Repeater &) WDS Repeater
Wireless Name of Root AP; (also called 3310}

MAC Address of Root AP;

Survey

Region: United States v
Warning:
Channel Width: 40MHz »

Enable Wireless Radia

| Save

Figure 5-14 Repeater (Range Extender) — WDS Repeater

The page includes the following fields:

Object Description

Repeater Mode Choose mode for repeater.

e WDS Repeater - In WDS Repeater mode, the AP with WDS enabled will
relays data to an associated root AP. AP function is enabled
meanwhile. The wireless repeater relays signal between its stations
and the root AP for greater wireless range. Please input the MAC
address of root AP in the field "MAC of AP".

¢ Universal Repeater - In Universal Repeater mode, the AP with WDS
disabled will relays data to an associated root AP. AP function is
enabled meanwhile. The wireless repeater relays signal between its
stations and the root AP for greater wireless range. Please input the
MAC address of root AP in the field "MAC of AP".

Wireless Name of Root | The SSID of the AP your device is going to connect to as a client. You can also use the

AP search function to select the SSID to join.

MAC Address of Root The BSSID of the AP your device is going to connect to as a client. You can also

AP use the search function to select the BSSID to join.
Survey Click this button; you can search the AP which runs in the current channel.
Region Select your region from the pull-down list. This field specifies the region where the

wireless function of the device can be used. It may be illegal to use the wireless
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function of the device in a region other than one of those specified in this field. If
your country or region is not listed, please contact your local government agency
for assistance.

Channel Width The bandwidth of the wireless channel.

Enable Wireless Radio | The wireless radio of the AP can be enabled or disabled to allow or deny wireless
stations to access. If enabled, the wireless stations will be able to access the AP,
otherwise, wireless stations will not be able to access the AP.

»  Example of how to configure Repeater Mode. The procedure of Universal Repeater and WDS Repeater

modes are the same. Please take the following steps:

To configure each wireless parameter, please go to the “Wireless — Wireless Settings” page.

Step 1. Select one of the Repeater Modes, and then click “Survey”.

Wireless Settings - Repeater

Repeater Mode:; & Universal Repeater ) WDS Repeater
Wireless Name of Root AP; (also called 2310}

MAC Address of Root AP:

Region: United Kingdom w
Warning:
Channel Width: 40MMHz =

Enakle Wireless Radio
Save

Figure 5-15 Repeater (Range Extender) — Survey

Step 2. Click “Connect” to choose the root AP from the list to repeat the signal. If the root AP is not listed in

the table, click “Refresh” to update the list.
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AP List

AP Count 10

ID |BSSID SSI0 Signal |Channel | Security Choose
1 |00-30-4F-AB-FF-FF AP 81dB 1 WPAZ-PSK Connect
2 | 00-30-4F-CE-24-63 HITROMN-5F-3 7dB 1 WPAMWPAZ-PSK Connect
3 | 00-30-4F-52-834-28 LinFamily 15dB 1 WPAWPAZ-PSK Connect
4 | 00-30-4F-4A-C7-84 Luster-tw gdB 1 WPA-PSK Connect
5 00-30-4F-BB-56-76 baal 10dB 1 WPAMPAZ-PSK Connect
6 | 00-30-4F-21-D5-FO Air3Gl 16dB G WPAMWPAZ-PSK Connect
T 00-30-4F-29-92-98 10F 7dB ] WPA-PSK Connect
g 00-30-4F-08-71-B4 HP-Frint-B4-LaserJet 1102 1dB ] OFF Connect
9 |00-30-4F-FO-CB-D9 MNEXUS 38dB 3] WPAZ-PSK Connect
10 | 00-30-4F-E1-DA-29 bluepobo 4dB ] WPAZ-PSK Connect

[ Back ][ Refresh ]

Figure 5-16 Repeater (Range Extender) — AP List

Step 3. The selected AP’s wireless name and MAC address will be automatically filled in the relevant fields.

Wireless Settings - Repeater

Repeater Mode; (#) Universal Repeater () WDS Repeater
Wireless Mame of Root AP |AF' |[a|sc| called 5310}
MAC Address of Root AP: | 00-30-4F-A3-FF-FF |

Region: | United States V|

Warninog:

Channel Width:
Enable Wireless Radio

The change of wireless config will not take effect until the Device reboots, please click here to rekoot.

|  save |

Figure 5-17 Repeater (Range Extender) — Finish Setting

Step 4. Go to Wireless Security page to configure the repeater's security as the same as the root AP's.
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Wireless Security

 Disable Security

® WPAMWPAZ2 - Personal(Recommended)

Version: WPAZ-Personal hd
Encryption: AES M
Password: 12345673

(You can enter ASCIl characters between 8 and 63 or Hexadecimal characters between & and 64)

Group Key Update Period: 0 (in second, minimum is 30, 0 means no update)
O WEP
Type: Open System (%
WEP Key Format: Hexadecimal v
Key Selected WEP Key Key Type

Key 1: Disahled

Key 2: Disahled

Key 3 Disahled +

Key 4: Disahbled +

Figure 5-18 Repeater (Range Extender) — Security

Step 5. You can go to Status page to check the repeater’s signal.

Wireless
Operation Mode: Iniversal Repeater
Signal: G4dB
Name (55I0): AP
Channel: 1
Channel Width: 40MHz
MAC Address: 00-30-4F-AB-53-62

Figure 5-19 Repeater (Range Extender) — Status

5.3.4 Operation Mode — Bridge with AP

Choose menu “Quick Setup — Next — Bridge with AP”, or “Operation Mode — Bridge with AP” to
configure the device as a general wireless access point with multiple SSIDs.

In this mode, the product can extend the coverage of another wireless Access Point or Router. The universal
repeater mode is for the wireless Access Point or Router which does not support WDS function.
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Operation Mode

Flease selectthe proper cperation mode according to your needs:

() Access Point - Transform your existing wired network to a wireless network.

) Multi-SSID - Create multiple wireless netwaorks to provide different security and VLAN groups.
() Repeater{Range Extender) - Extend your existing wireless coverage by relaying wireless signal.
(%) Bridge with AP - Combine two local netwarks via wireless connection.

() Client - Acting as a "Wireless Adapter” to connect your wired devices (g.g. Xbox/P33)to a wireless
netwaorl,

Save

Figure 5-20 Operation Mode - Bridge with AP

The page includes the following fields:

Object Description

Wireless Name of The SSID of the AP your device is going to connect to as a client. You can also
Remote AP use the search function to select the SSID to join.

MAC Address of The BSSID of the AP your device is going to connect to as a client. You can also
Remote AP use the search function to select the BSSID to join.

Survey Click Survey button, you can search the AP which runs in the current channel.
Key type This option should be chosen according to the AP's security configuration. It is

recommended that the security type is the same as your AP's security type

Password If the AP your device is going to connect needs password, you need to fill the
password in this blank.

Local Wireless Name Enter a value of up to 32 characters. The same Name (SSID) must be assigned
to all wireless devices in your network.

Region Select your region from the pull-down list. This field specifies the region where
the wireless function of the AP can be used. It may be illegal to use the wireless
function of the AP in a region other than one of those specified in this filed. If your
country or region is not listed, please contact your local government agency for
assistance.

Channel This field determines which operating frequency will be used. It is not necessary
to change the wireless channel unless you notice interference problems with
another nearby access point.
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Mode This field determines the wireless mode which the AP works on.

Channel Width The bandwidth of the wireless channel.

Enable Wireless Radio | The wireless radio of the AP can be enabled or disabled to allow or deny wireless
stations to access. If enabled, the wireless stations will be able to access the AP,
otherwise, wireless stations will not be able to access the AP.

Enable SSID Broadcast If you select the Enable SSID Broadcast checkbox, the AP will broadcast its
name (SSID) on the air.

Disable Local Wireless | If you select the Disable Local Wireless Access checkbox, the AP will deny
Access wireless stations to access, allowing only wired network while bridging with
remote AP.

»  Example of how to configure Bridge with AP Mode. Please take the following steps:

To configure each wireless parameter, please go to the “Wireless — Wireless Settings” page.

~ WDS Bridge - PtP Mode

WDS PtP Mode WDS PtP Mode

Client

Internet

A )
Cable/xDSL
Modem

WNRT-617

\@ Bridge - PtP Mode

Figure 5-21 Topology - Bridge with AP

Step 1. Click “Survey”.
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Wireless Settings - Bridge with AP
Wireless Bridge Setting

Wireless Name of Remote AP: |

|(also called SSID)

MAC Address of Remote AP; |

| Example: 00-30-4F-11-22-33

Key type;

| Mo Security

v

Figure 5-22 Bridge with AP — Survey

Step 2. Click “Connect” to choose the root AP from the list. If the root AP is not listed in the table, click

“Refresh” to update the list.

AP List

AP Count: 10

I |BSSID S50 Signal |Channel | Security Choose
1 |00-30-4F-A8-FF-FF AP 81dE |1 WPAZ-PSK Connect
2 |00-30-4F-CE-94-33 HITROMN-5f-3 7dB 1 WPAMWPAZ-P3K Connect
3 | 00-30-4F-62-84-28 LinFamily 15dB |1 WPAMPAZ-PSK Connect
4 | 00-30-4F-44-C7-34 Luster-tw BdB 1 WPA-PSK Connect
5 | 00-30-4F-B3-56-76 baal 1048 |1 WPAMWPAZ-PSK Connect
6 | 00-30-4F-21-05-F0 Air3Gll 16dB |6 WPAMWPAZ-P3K Connect
7 | 00-30-4F-29-82-98 10F 7dB ] WPA-FSK Connect
& | 00-30-4F-08-71-B4 HP-Frint-B4-Laser)et 1102 1dB G OFF Connect
g |00-30-4F-FO-CB-DE MNEXUS 38dB |6 WPAZ-PSK Connect
10 | 00-30-4F-E1-DA-28 bluepoho 4dB G WPAZ-PSK Connect

[ Back ][ Refresh ]

Figure 5-23 Bridge with AP — AP List

Step 3. The selected AP’s wireless name and MAC address will be automatically filled in the relevant fields.

Select the root AP’s security key type and enter the password to finish the setting.
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Wireless Settings - Bridge with AP

Wireless Bridge 3etting

Wireless Name of Remote AP: TAF'

(also called 3510

MAC Address of Remote AP;

{ 00-30-4F-A8-FF-FF

Example: 00-30-4F-11-22-33

Key type:

ﬁu’lnst Secure(WPANMPAZ-PSK »

Password: L1234EE?B

Local Wireless AP Setting

Local Wireless Name: WHAP-1110

\(alsa called SSID)

Region: | United States V|
Warning: E—_ —'_ _ _
Channel:

Mode: | 11bgn mixed V|

Channel Width:

Enakle Wireless Radio

Enable 251D B

[]Disable Local Wireless Access

l

Save

roadcast

Figure 5-24 Bridge with AP

Step 4. Click “Save” to save and apply the setting.

— Finish Setting

Step 5. You can go to Status page to check the repeater’s signal.

Wireless
Operation Mode:
Signal:
Remote AP(BSSID):
Channel:
Mode:
Channel Wiclth:
MAC Address:

Bridge with AP
Z9dB
00-30-4F-AB-FF-FF
1

11hgn mixed
40MHz
00-30-4F-AB-53-62

Figure 5-25 Bridge with
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5.3.5 Operation Mode - Client

Choose menu “Quick Setup — Next — Client”, or “Operation Mode — Client” to configure the device as a
general wireless access point with multiple SSIDs.

In this mode, the product can extend the coverage of another wireless Access Point or Router. The universal
repeater mode is for the wireless Access Point or Router which does not support WDS function.

Wireless Settings - Client

Wireless Hame of Root AP; (also called 2310

MAC Address of Root AP:

Survey

Region: United States v
Warning:
Channel Width: 40MHz »

Enakle Wireless Radio

| Save

Figure 5-26 Wireless - Client

The page includes the following fields:

Object Description

Wireless Name of Root | The SSID of the AP your device is going to connect to as a client. You can also

AP use the search function to select the SSID to join.

MAC Address of Root The BSSID of the AP your device is going to connect to as a client. You can also
AP use the search function to select the BSSID to join.

Survey Click Survey button, you can search the AP which runs in the current channel.
Region Select your region from the pull-down list. This field specifies the region where

the wireless function of the AP can be used. It may be illegal to use the wireless
function of the AP in a region other than one of those specified in this filed. If your
country or region is not listed, please contact your local government agency for
assistance.

Channel Width The bandwidth of the wireless channel.

Enable Wireless Radio The wireless radio of the AP can be enabled or disabled to allow or deny wireless
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stations to access. If enabled, the wireless stations will be able to access the AP,
otherwise, wireless stations will not be able to access the AP.

»  Example of how to configure Client Mode. Please take the following steps:

To configure each wireless parameter, please go to the “Wireless — Wireless Settings” page.

Client Bridge Mode

AP Mode Client Mode .
Wireless Router WNAP-1110 Client
Internet

\ @©)Client Mode

Figure 5-27 Topology — Client Mode

Step 1. Click “Survey”.

Wireless Settings - Client

Wireless Name of Root AP: | (also called SSID)

MAC Address of Root AP; |
' Survey '

Region: |Llr1ited States V|

Ensure you select a correct country to comply lacal law.
Incorrect settings may cause interference.

Channel Width: 40MMHz =

Enable Wireless Radio

Warning;

[  save |

Figure 5-28 Client — Survey
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Step 2. Click “Connect” to choose the root AP from the list. If the root AP is not listed in the table, click
“Refresh” to update the list.

AP List

AP Count: 10

I |BSSID SSID Signal |Channel | Security Choose
1 | 00-30-4F-A8-FF-FF AR g1de |1 WPAZ-PSK Connect
2 | 00-30-4F-CE-24-53 HITROMN-5f-3 7dB 1 WPAWPAZ-PSK Connect
3 | 00-30-4F-62-84-28 LinFamily 15dB |1 WPAMPAZ-PSK Connect
4 | 00-30-4F-4A-CT-84 Luster-tw gde 1 WPAPSK Connect
§ | 00-30-4F-B8-56-76 baal 10de |1 WPAWPAZ-PSK Connect
6 | 00-20-4F-21-D5-FO0 Air3Gll 16dB |6 WPAWPAZ-PSK Connect
7 | 00-30-4F-29-82-98 10F 7dB ] WPA-FSK Connect
& | 00-30-4F-08-71-B4 HP-Frint-B4-Laserlet 1102 1dB & CFF Connect
9 |00-30-4F-F0-CB-D9 NEXUS 38dB |6 WPAZ-PEK Connect
10 | 00-30-4F-E1-DA-29 bluepoho 4dB i WPAZ-PEK Connect

[ Back ][ Refresh ]

Figure 5-29 Client — AP List

Step 3. The selected AP’s wireless name and MAC address will be automatically filled in the relevant fields.

Click “Save” and “click here” to save and apply the setting.

Wireless Settings - Client

Wireless Name of Root AP: TAF‘ 'I |[a|sn called 55107

MAC Address of Root AP: | 00-30-4F-A3-FF-FF

Region: |LJnited States V|

Warning;

Channel Width: A0MHz »

Enable Wireless Radio

The change of wireless config will not take effect until the Device relocts, please click here to reloot.

|  save |

Figure 5-30 Client — Finish Setting
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Step 4. You can go to Status page to check the repeater’s signal.

Wireless
Operation Mode: Client
Signal: 59dB
Hame (55ID); AP
Channel: 1
Channel Width: 40MHz
MAC Address: 00-30-4F-AB-53-62

Figure 5-31 Client — Status

54 WPS

This section will guide you to adding a new wireless device quickly to an existing network by WPS (Wi-Fi
Protected Setup) function.

Step 1. Choose menu “WPS”, and you will see the next screen (shown in Figure 5-32 ). Click “Enable WPS”
button to enable the WPS function.

WPS (Wi-Fi Protected Setup)

WPS Status: Enabled Disable WPS

CurrentPIN: 49434194 | Restore PIN || Gen New PIN
[[] Disahle PIM of this Device

Add A New Device: Add Device

Figure 5-32 WPS

The page includes the following fields:

‘ Object ‘ Description
WPS Status Enable or disable the WPS function here.
Current PIN The current value of the AP's PIN displayed here. The default PIN of the AP can

be found in the label or User Guide.

Restore PIN Restore the PIN of the AP to its default.
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Gen New PIN Click this button, and then you can get a new random value for the AP's PIN. You

can ensure the network security by generating a new PIN.

Add device You can add the new device to the existing network manually by clicking this

button.

Step 2. To add a new device:

If the wireless adapter supports Wi-Fi Protected Setup (WPS), you can establish a wireless connection between
wireless adapter and AP using either Push Button Configuration (PBC) method or PIN method.

To build a successful connection by WPS, you should also do the corresponding configuration
of the new device for WPS function.

Step 1 By Push Button Configuration (PBC)

If the wireless adapter supports Wi-Fi Protected Setup and the Push Button Configuration (PBC) method, you
can add it to the network by PBC with the following two methods.

Step 1: Press the WPS/Reset Button on the front panel of the AP.

() PLANET

rrwmrrmg 4 Dor mppmrwime

WHNAF-T1T0

Figure 5-33 Hardware WPS Button

Or you can keep the default WPS Status as Enabled and click the Add device button in Figure 5-34, and then

the following screen will appear.

Add A New Device

) Enter the new device's PIN
PN

(® Press the button of the new device in two minutes

Back || Connect |

Figure 5-34 Software WPS Button
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Choose Press the button of the new device in two minutes, and click Connect.

When pressing and holding the WPS/Reset Button on the AP for more than 5 seconds, you
will reset the AP.

Step 2: Press and hold the WPS Button equipped on the adapter directly for 2 or 3 seconds. Or you can click

the WPS button with the same function in the configuration utility of the adapter.

Step 3: Wait for a while until the next screen appears. Click Finish to complete the WPS configuration.

Step2 ByPIN

If the new device supports Wi-Fi Protected Setup and the PIN method, you can add it to the network by PIN with

the following two methods.

Method One: Enter the PIN of your Wireless adapter into the configuration utility of the AP

Step 1: Keep the default WPS Status as Enabled and click the Add device button in Figure 5-35, then the

following screen will appear.

Add A New Device

@& Enter the new device's PIN
PIM

() Press the button of the new device in two minutes

Back || Connect |

Figure 5-35 Add a new device

Step 2: Choose Enter the new device's PIN and enter the PIN code of the wireless adapter in the field

behind PIN in the above figure. Then click Connect.

The PIN code of the adapter is always displayed on the WPS configuration screen.
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Step 3: For the configuration of the wireless adapter, please choose the option that you want to enter PIN
into the AP in the configuration utility of the WPS, and click Next.

Method Two: Enter the PIN of the AP into the configuration utility of your Wireless adapter
Step 1: Get the Current PIN code of the AP in Figure 5-32 (each AP has its unique PIN code).

Step 2: For the configuration of the wireless adapter, please choose the option that you want to enter the PIN
of the AP in the configuration utility of the Wireless adapter, and enter it into the field. Then click
Next.

The default PIN code of the AP can be found in WPS configuration screen as shown in Figure
5-32.

Step 3. You will see the following screen when the new device has successfully connected to the network.

Add A New Device

& Enter the new device's PIN
PIM

() Press the button of the new device in two minutes

Connect successfully!

|  Back || Connect |

Figure 5-36 New device connect successfully

1.  The WPS LED on the AP will light green for about 5 minutes if the device has been
successfully added to the network.

2.  The WPS function cannot be configured if the Wireless Function of the AP is disabled.
Please make sure the Wireless Function is enabled before configuring the WPS.
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5.5 Network

There are three submenus under the Network menu (shown in Figure 5-37): WAN, LAN, and MAC Clone.
Click any of them, and you will be able to configure the corresponding function.

- LAN

Figure 5-37 The Network menu

5.5.1 LAN

Choose menu “Network—LAN” to configure the IP parameters of the LAN on the screen as shown below:

LAN
MAC Address: 00-30-4F-AB-53-52
Type: Static IP h
IP Address: 192.168.1.253
Subnet Mask: 255 255 2550 e
Gateway: 0000

Save

Figure 5-38 LAN Settings

The page includes the following fields:

Object Description

MAC Address The physical address of the AP, as seen from the LAN. The value can't be
changed.
Type Select Dynamic IP to get IP address from DHCP server or select Static IP to

configure IP address manually from the drop-down list.

IP Address Enter the IP address of your AP or reset it in dotted-decimal notation (factory
default: 192.168.1.1).

Subnet Mask An address code that determines the size of the network. Normally use
255.255.255.0 as the subnet mask.
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Gateway

The gateway should be in the same subnet as your IP address.

If you change the IP Address of LAN, you must use the new IP Address to login the AP.
If the new LAN IP Address you set is not in the same subnet, the IP Address pool of the
DHCP server will change accordingly at the same time while the Virtual Server and DMZ

Host will not take effect until they are re-configured.
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5.6 Wireless

There are five submenus under the Wireless menu (shown in Figure 5-39): Wireless Settings, Wireless
Security, Wireless MAC Filtering, Wireless Advanced and Wireless Statistics. Click any of them, and you

will be able to configure the corresponding function.

-Wireless Settings
-Wireless Security

- Wireless MAC Filtering
- Wireless Advanced

- Antenna Alignment

- Throughput Monitor

-Wireless 5tatistics

Figure 5-39 Wireless menu

5.6.1 Wireless Settings

Choose menu “Wireless—Wireless Settings” to configure the basic settings for the wireless network on this
page.

Wireless Settings - Access Point

Wireless Network Name: |'u"-.-‘[*~Jﬁ~.F'-1 110 |[.'~".I5-:| called the 3510
Region: |Uniten:| States V|
Warning;
Channel:
Mode: | 11bgn mixed V|

Channel Width:

Enable Wireless Radio
Enakle 551D Broadcast

|  save |

Figure 5-40 Wireless Settings

The page includes the following fields:
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Object Description

Wireless Network Name Enter a value of up to 32 characters. The same name of SSID (Service Set

(SSID) Identification) must be assigned to all wireless devices in your network.
Considering your wireless network security, the default SSID is set to be
WNAP-1110. This value is case-sensitive. For example, PLANET is NOT the same

as planet.

Region Select your region from the pull-down list. This field specifies the region where the
wireless function of the AP can be used. It may be illegal to use the wireless
function of the AP in a region other than one of those specified in this field. If your
country or region is not listed, please contact your local government agency for
assistance. Please be note that selecting the incorrect country may cause

interference to other devices and violate the applicable law.

Channel This field determines which operating frequency will be used. The default channel
is set to Auto, so the AP will choose the best channel automatically. It is not
necessary to change the wireless channel unless you notice interference

problems with another nearby access point.

Mode Select the desired mode. The default setting is 11bgn mixed.
11b only, 11g only, 11n only, 11bg mixed, 11bgn mixed.

It is strongly recommended that you set the Mode to 802.11b&g&n, and all of
802.11b, 802.11g, and 802.11n wireless stations can connect to the AP.

Channel width Select any channel width from the pull-down list. The default setting is Auto, which

can adjust the channel width for your clients automatically.

Enable Wireless Radio The wireless radio of this AP can be enabled or disabled to allow wireless stations

access.

Enable SSID Broadcast \When wireless clients survey the local area for wireless networks to associate
with, they will detect the SSID broadcast by the AP. If you select the Enable SSID

Broadcast checkbox, the Wireless AP will broadcast its name (SSID) on the air.

If 11b only, 11g only, or 11bg mixed is selected in the Mode field, the Channel Width selecting field
will turn grey and the value will become 20M, which is unable to be changed.
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5.6.2 Wireless Security

Choose menu “Wireless—Wireless Security” to configure the security settings of your wireless network.

Wireless Security

> Disable Security

& WPAMWPAZ - Personal(Recommended)

Version: Automatic(Recommended) +
Encryption: Automatic(Recommended) +
Password: 12345673

(You can enter ASCIl characters between 8 and 63 or Hexadecimal characters between 8 and 64)

Group Key Update Period: 0 {in second, minimum is 30, 0 means no update)

) WPAMWPAZ - Enterprise

Version: Automatic b
Encryption: Automatic “
Radius Server IP:

Radius Port: 1812 (1-69535, 0 stands for default port 1812)

Radius Password:

Group Key Update Period: 0 {in second, minimum is 30, 0 means no update)
) WEP
Type: Automatic b
WEP Key Format: Hexadecimal v
Key Selected WEP Key Key Type

Key 1: Disabled v

Key 2: Disahled

Key 2 Disahled +

Key 4: Disabled +

Save

Figure 5-41 Wireless Security

The AP supports the following wireless security modes:

Object

Disable Security

‘ Description
If you do not want to use wireless security, select this check box, but it's strongly

recommended to choose one of the following modes to enable security.

WEP

WEP (Wired Equivalent Privacy) is a security protocol, specified in the IEEE
Wireless Fidelity (Wi-Fi) standard, 802.11b, that is designed to provide a wireless

local area network (WLAN) with a level of security and privacy comparable to what
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is usually expected of a wired LAN.

WPA/WPAZ2 - Personal

WPA-Personal (a.k.a. WPA-PSK) is a common method to secure wireless
networks. In the Personal mode, a pre-shared key or passphrase is used for
authentication. This pre-shared key is then dynamically sent between the AP and

clients.

WPA/WPA2 - Enterprise

WPA-Enterprise (a.k.a. WPA-802.1x, RADIUS) includes all of the features of
WPA-Personal (WPA-PSK) plus support for 802.1x RADIUS authentication and is
appropriate in those cases where a RADIUS server is deployed. WPA-Enterprise

should only be used when a RADIUS server is connected for client authentication.

A. WEP
O WEP
Type: Automatic A
VWEP Key Format: Hexadecimal v
Key Selected WEP Key Key Type
Key 1 Disahled
Key 2 Disabled
Key 3: Disabled
Key 4 Disahbled »

Object

Figure 5-42 Wireless Security — WEP

Description

WEP It is based on the IEEE 802.11 standard. If you select this check box, you will find
a notice in red as show in Figure 5-42 Wireless Security — WEP.
Type you can choose the type for the WEP security on the pull-down list. The default

setting is Automatic, which can select Open System or Shared Key
authentication type automatically based on the wireless station's capability and
request.

WEP Key Format

Hexadecimal and ASCII formats are provided. Hexadecimal format stands for
any combination of hexadecimal digits (0-9, a-f, A-F) in the specified length.
ASCII format stands for any combination of keyboard characters in the specified
length.

WEP Key

Select which of the four keys will be used and enter the matching WEP key that
you create. Make sure these values are identical on all wireless stations in your
network.
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Key Type You can select the WEP key length (64-bit, or 128-bit, or 152-bit.) for encryption.
"Disabled" means this WEP key entry is invalid.
64-bit You can enter 10 hexadecimal digits (any combination of
0-9, a-f, A-F, zero key is not promoted) or 5 ASCII
characters.
128-bit You can enter 26 hexadecimal digits (any combination of
0-9, a-f, A-F, zero key is not promoted) or 13 ASCII
characters.
152-bit You can enter 32 hexadecimal digits (any combination of
0-9, a-f, A-F, zero key is not promoted) or 16 ASCII
characters.

If you do not set the key, the wireless security function is still disabled even if you have selected
Shared Key as Authentication Type.

B. WPA/WPA2 - Enterprise

O WPAMWPAZ - Enterprise
Version: Automatic b
Encryption: Automatic w
Radius Server IP:
Radius Port: 1812 (1-68535, 0 stands for default port 1812)
Radius Password:

Group Key Update Period: 0 {in second, minimum is 20, 0 means no update)

Figure 5-43 Wireless Security - WPA/WPA2 Enterprise

The page includes the following fields:

Object ‘ Description

W It is based on Radius Server.

Version You can choose the version of the WPA security on the pull-down list. The default
setting is Automatic, which can select WPA (Wi-Fi Protected Access) or WPA2
(WPA version 2) automatically based on the wireless station's capability and

request.

Encryption You can select either Automatic, or TKIP or AES.
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Radius Server IP

Enter the |IP address of the Radius Server.

Radius Port

Enter the port that radius service used.

Radius Password

Enter the password for the Radius Server.

Group Key Update

Period

Specify the group key update interval in seconds. The value should be 30 or

above. Enter 0 to disable the update.

If you check the WPA/WPAZ2 radio button and choose TKIP encryption, you will find a notice in red
as shown in Figure 5-43.

C. WPA/WPA2 - Personal

& WPAMWPAZ - Personal(Recommended)
Version: Automatic(Recommended) v
Encryption: Automatic(Recommended) v
Password: 12345678
(You can enter ASCIl characters between 8 and 63 or Hexadecimal characters between 8 and 64)
Group Key Update Period: 0 {in second, minimum is 30, 0 means no update)

Figure 5-44 Wireless Security - WPA/WPA2 Personal

The page includes the following fields:

Object Description

WPA-PSK/WPA2-PSK It's the WPA/WPA2 authentication type based on pre-shared passphrase.

Version You can choose the version of the WPA-PSK security on the drop-down list. The
default setting is Automatic, which can select WPA-PSK (Pre-shared key of
WPA) or WPA2-PSK (Pre-shared key of WPA) automatically based on the
wireless station's capability and request.

Encryption When WPA-PSK or WPA is set as the Authentication Type, you can select either
Automatic, or TKIP or AES as Encryption.

PSK Password You can enter ASCIl characters between 8 and 63 characters or 8 to 64
Hexadecimal characters.

Group Key Update | Specify the group key update interval in seconds. The value should be 30 or

Period above. Enter 0 to disable the update.
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Be sure to click the Save button to save your settings on this page.

If you check the WPA-PSK/WPA2-PSK radio button and choose TKIP encryption, you will find a
notice in red as shown in Figure 5-44.
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5.6.3 Wireless MAC Filtering

Choose menu “Wireless—MAC Filtering”, and you can control the wireless access by configuring the Wireless
MAC Address Filtering function, shown in Figure 5-45. This function is not available when the operation is set to
Client.

Wireless MAC Filtering

Wireless MAC Filtering: Disabled

Filtering Rules

() Cenythe stations specified by any enabled entries in the list to access.

(3 Allow the stations specified by any enabled entries in the list to access.

I} MAC Address Status Description Moty

Add Mew

Figure 5-45 Wireless MAC Address Filtering

» Wireless MAC Filtering : Click the Enable button to enable the Wireless MAC Address Filtering. The

default setting is disabled.

» Filtering Rules : Select "Allow the stations specified by any enabled entries in the list to access.” if you
only want selected computers to have network access and all other computers not to have network access.
Select "Deny the stations specified by any enabled entries in the list to access." if you want all computers
to have network access except those computers in the list.

» Add New... : Click “Add New...” to create a user profile to which wireless network access is denied or

allowed.

To add a Wireless MAC Address filtering entry, click the Add New... button. The "Add or Modify Wireless
MAC Address Filtering entry" page will appear, shown in Figure 5-46:
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Add or Modify Wireless MAC Address Filtering entry

MAC Address: 00-30-4F-11-22-33
Description: Wy Pad
Status: Enahled w
| save || Back

Figure 5-46 Add or Modify Wireless MAC Address Filtering entry

Object Description
MAC Address The wireless station's MAC address that you want to filter.
Description A simple description of the wireless station.
Status The status of this entry either Enabled or Disabled.

To add or modify a MAC Address Filtering entry, follow these instructions:
Step 1. Enter the appropriate MAC Address into the MAC Address field. The format of the MAC Address is
XX-XX-XX-XX-XX-XX (X is any hexadecimal digit). For example, 00-30-4F-11-22-33.

Step 2. Enter a simple description of the wireless station in the Description field. For example, Wireless
station A.

Step 3. Status - Select Enabled or Disabled for this entry on the Status pull-down list.

Step 4. Click the Save button to save this entry.

To modify or delete an existing entry:
Step 1. Click the Modify in the entry you want to modify. If you want to delete the entry, click the Delete.

Step 2. Modify the information.
Step 3. Click the Save button.

Click the Enable All button to make all entries enabled
Click the Disabled All button to make all entries disabled.
Click the Delete All button to delete all entries

Click the Next button to go to the next page
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Click the Previous button to return to the previous page.

For example, if you desire that the wireless station 1 with MAC address 00-30-4F-11-22-33 and the wireless
station 2 with MAC address 00-30-4F-A8-FF-FF are able to access the AP, but all the other wireless stations
cannot access the AP, you can configure the Wireless MAC Address Filtering list by following the steps

below:
Step 1. Click the Enable button to enable this function.

Step 2. Select the radio button: Deny the stations not specified by any enabled entries in the list to

access for Filtering Rules.
Step 3. Delete all or disable all entries if there are any entries already.

Step 4. Click the Add New... button and enter the MAC address 00-30-4F-11-22-33 /00-30-4F-A8-FF-FF in the
MAC Address field, then enter wireless station 1/2 in the Description field, while selecting Enabled in

the Status pull-down list. Finally, click the Save and the Back button.

The filtering rules that configured should be similar to the following list:

Wireless MAC Filtering

Wireless MAC Filtering: Enabled

Filtering Rules

{(®) Cenythe stations specified by any enabled entries in the listto access.

(O Allow the stations specified by any enabled entries in the list to access.
ID MAC Address Status Description IModify
1 00-30-4F-11-22-33 Enabled Iy Client Modify Delete
2 00-30-4F-AB-FF-FF Enabled My Pad Modify Delete
AddMew . | [ Enable Al | [ Disable Al | [ Delete All |

Figure 5-47 Wireless MAC Address Filtering
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5.6.4 Wireless Advanced

Choose menu “Wireless—Wireless Advanced”, and you can configure the advanced settings of your wireless

network.

Wireless Advanced

Beacon Interval : 100 (40-1000)
RTS Threshold: 2346 (256-2345
Fragmentation Threshold; (256-2346)
OTIN Interval: 1 (1-2558)
Enable WK

Enable Shaort Gl
[] Enable AP Isalation

Save |

Figure 5-48 Wireless Advanced

The page includes the following fields:

Object ” Description

Beacon Interval Enter a value between 20-1000 milliseconds for Beacon Interval here. The
beacons are the packets sent by the AP to synchronize a wireless network.
Beacon Interval value determines the time interval of the beacons. The

default value is 100.

RTS Threshold Here you can specify the RTS (Request to Send) Threshold. If the packet is
larger than the specified RTS Threshold size, the AP will send RTS frames to
a particular receiving station and negotiate the sending of a data frame. The
default value is 2346.

Fragmentation This value is the maximum size determining whether packets will be
Threshold fragmented. Setting the Fragmentation Threshold too low may result in poor
network performance since excessive packets. 2346 is the default setting

and is recommended.

DTIM Interval This value determines the interval of the Delivery Traffic Indication Message
(DTIM). ADTIM field is a countdown field informing clients of the next window
for listening to broadcast and multicast messages. When the AP has buffered
broadcast or multicast messages for associated clients, it sends the next

DTIM with a DTIM Interval value. You can specify the value between 1-255

-68-



User’'s Manual of WNAP-1110

Beacon Intervals. The default value is 1, which indicates the DTIM Interval is

the same as Beacon Interval.

Enable WMM

WMM function can guarantee the packets with high- priority messages being

transmitted preferentially. It is strongly recommended enabled.

Enable Short Gl

This function is recommended for it will increase the data capacity by

reducing the guard interval time.

Enabled AP Isolation

This function can isolate wireless stations on your network from each other.
Wireless devices will be able to communicate with the AP but not with each

other. To use this function, check this box. AP Isolation is disabled by default.

If you are not familiar with the setting items on this page, it's strongly recommended to keep

the provided default values; otherwise, it may result in low wireless network performance.

5.6.5 Antenna Alignment

The Align Antenna utility allows the user to point and optimize the antenna in the direction of the maximum link
signal. Choose menu “Wireless—Antenna Alignment”, and you can align the remote site by reference to the

RSSI value of the remote AP. You can observe the remote AP’s signal strength changes while changing the

antenna's direction.

Antenna Alignment

Signal Percent: 100%

RSSI Range: | | [30

Remote RS5I: G2 dB

Figure 5-49 Antenna Alignment

The page includes the following fields:

Object Description

Remote AP RSSI

Remote AP's signal strength value.

Signal percent

The ratio of RSSI to RSSI RANGE in percentage.
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RSSI RANGE

The "RSSI Range" slider bar allows the range of the meter to be either
increased or reduced. If the range is reduced, the Signal Percent change will
be more sensitive to signal fluctuations as RSSI Range slider actually

changes an offset of the maximum indicator value thus the scale itself.

You can drag the Slider to set or input the RSSI RANGE value.

client mode.

The Antenna Alignment only works after you have established connection to remote AP in

5.6.6 Throughput Monitor

Choose menu “Wireless—Throughput Monitor” to help you to monitor the current wireless throughput.

Throughput Monitor

Rate: Kbps

280

Fun Time: 376 =

Current Max Ain Average
EFEnEE 102705 bps 70
[ EREERR

—————

102K bps S1.7848K bps 110.151Kbps

J6Kbps 3.3234Kbps 7280Kbps

- SE- ] | Stop |

Figure 5-50 Throughput Monitor

»  Click the Start button to start wireless throughput monitor.
»  Click the Stop button to stop wireless throughput monitor.
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The page includes the following fields:

Object ﬂ Description ‘
Rate The Throughput unit.
Run Time How long this function is running.
Transmit Displays the wireless transmitting rate information.
Receive Displays the wireless receiving rate information.

5.6.7 Wireless Statistics

Choose menu “Wireless—Wireless Statistics”, and you can see the MAC Address, Current Status, Received

Packets and Sent Packets for each connected wireless station.

Wireless Statistics

Current Connected Wireless Stations numbers: 1

1D MAC Address Current Status Received Packets Sent Packets
1 00-30-4F-A8-FF-FF WPAZ-Personal 1616 1517

Figure 5-51 The AP attached wireless stations

The page includes the following fields:

Object Description

MAC Address The connected wireless station's MAC address

Current Status The connected wireless station's running status, one of STA-AUTH /
STA-ASSOC / STA-JOINED / WPA | WPA-PSK /| WPA2 | WPA2-PSK /
AP-UP / AP-DOWN / Disconnected

Received Packets Packets received by the station

Sent Packets Packets sent by the station
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You cannot change any of the values on this page. To update this page and to show the current connected

wireless stations, click on the Refresh button.

If the numbers of connected wireless stations go beyond one page, click the Next button to go to the next page

and click the Previous button to return to the previous page.

This page will be refreshed automatically every 5 seconds.

5.7 DHCP

There are three submenus under the DHCP menu (shown in Figure 5-52): DHCP Settings, DHCP Clients List

and Address Reservation. Click any of them, and you will be able to configure the corresponding function.

- DHCP Settings
- DHCP Clients List

- Address Reservation

Figure 5-52 The DHCP menu

5.7.1 DHCP Settings

Choose menu “DHCP—DHCP Settings” and you can configure the DHCP Server on the page (shown in
Figure 5-53).The AP is set up by default as a DHCP (Dynamic Host Configuration Protocol) server, which
provides the TCP/IP configuration for all the PC(s) that are connected to the AP on the LAN.
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DHCP Settings

DHCP Server: {(#) Disable ) Enable
Start IP Address: 192.168.1.100
End IP Address: 192.168.1.199
Address Lease Time: 120 minutes (1-~2880 minutes, the default value is 120}
Default Gateway: 0.0.0.0 {optional)
Default Domain: {opticnal)
Primary DM S: 0000 {opticnal)
Secondary DN S: 0.0.0.0 {optional)

Save

Figure 5-53 DHCP Settings

The page includes the following fields:

Object Description

DHCP Server Enable or Disable the DHCP server. If you disable the Server, you must have
another DHCP server within your network or else you must configure the

computer manually.

Start IP Address Specify an IP address for the DHCP Server to start with when assigning IP addresses.
192.168.1.100 is the default start address.

End IP Address Specify an IP address for the DHCP Server to end with when assigning IP
addresses. 192.168.1.199 is the default end address.

Address Lease Time The Address Lease Time is the amount of time a network user will be
allowed connection to the AP with their current dynamic IP Address. Enter the
amount of time in minutes and the user will be "leased" this dynamic IP
Address. After the time is up, the user will be automatically assigned a new
dynamic IP address. The range of the time is 1 ~ 2880 minutes. The default

value is 120 minutes.

Default Gateway (Optional.) Suggest to input the IP address of the LAN port of the AP, default
value is 192.168.1.1

Default Domain (Optional.) Input the domain name of your network.
Primary DNS (Optional.) Input the DNS IP address provided by your ISP. Or consult your
ISP.
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Secondary DNS

(Optional.) Input the IP address of another DNS server if your ISP provides

two DNS servers.

To use the DHCP server function of the AP, you must configure all computers on the LAN as

"Obtain an IP Address automatically" mode.

5.7.2 DHCP Clients List

Choose menu “DHCP—DHCP Clients List”, and you can view the information about the clients attached to

the AP in the next screen (shown in Figure 5-54).

DHCP Clients List

I Client Name

1 My Client

MAC Address Assigned IP Lease Time

00-30-4F-AB-FF-FF 192.168.1.100 01:59:58

Refresh

Figure 5-54 DHCP Clients List

The page includes the following fields:

Object Description

ID The index of the DHCP Client

Client Name The name of the DHCP client

MAC Address The MAC address of the DHCP client

Assigned IP The IP address that the AP has allocated to the DHCP client.

Lease Time The time of the DHCP client leased. After the dynamic IP address has expired,
a new dynamic IP address will be automatically assigned to the user.

You cannot change any of the values on this page. To update this page and to show the current attached
devices, click the Refresh button.
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5.7.3 Address Reservation

Choose menu “DHCP—Address Reservation”, and you can view and add a reserved address for clients via
the next screen (shown in Figure 5-55). When you specify a reserved IP address for a PC on the LAN, that PC
will always receive the same IP address each time when it accesses the DHCP server. Reserved IP addresses

should be assigned to the servers that require permanent IP settings.

Address Reservation

1D MAC Address Reserved IP Address Status Modify

Add Mew

Figure 5-55 Address Reservation

The page includes the following fields:

Object Description

ID Displays the index of the DHCP client.

MAC Address The MAC address of the PC for which you want to reserve IP address.

Reserved IP Address Displays the IP address that the AP is reserved.

Status The status of this entry either Enabled or Disabled.

Modify To modify or delete an existing entry.

To Reserve IP addresses:

Step 1. Click the Add New ... button.

Step 2. Enter the MAC address (in XX-XX-XX-XX-XX-XX format.) and IP address in dotted-decimal notation
of the computer you wish to add.

Step 3. Click the Save button when finished.
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Add or Modify an Address Reservation Entry
MAC Address: 00-30-4F-A3-FF-FF
Reserved IP Address: 192.166.1.100
Status: Enabled +
| save || Back

Figure 5-56 Add an Address Reservation Entry

The page includes the following fields:

Object ‘ﬂ Description

MAC Address The MAC address of the PC for which you want to reserve IP address.

Assigned IP Address The IP address of the AP reserved.

Status The status of this entry either Enabled or Disabled.

To modify or delete an existing entry:

Step 1. Click the Modify in the entry you want to modify. If you want to delete the entry, click the Delete.
Step 2. Modify the information.

Step 3. Click the Save button.

Address Reservation

10 MAC Address Reserved IP Address Status Modify
1 00-30-4F-AB-FF-FF 192.168.1.100 Enabled IModify Delete
AddMew | [ Enable Al | [ Disable Al | [ Delete Al

Figure 5-57 Modify an Address Reservation Entry

Click the Enable/ Disabled All button to make all entries enabled/disabled
Click the Delete All button to delete all entries

Click the Next button to go to the next page and click the Previous button to return to the previous page.
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5.8 System Tools

Choose menu “System Tools”, and you can see the submenus under the main menu: SNMP, Time Settings,
Diagnostic, Ping Watch Dog, Firmware Upgrade, Factory Defaults, Backup & Restore, Reboot,
Password, System Log and Statistics. Click any of them, and you will be able to configure the corresponding

function. The detailed explanations for each submenu are provided below.

- SNMP

- Time Settings

- Diagnostic

- Ping Watch Dog

- Firmware Upgrade
- Factory Defaults

- Backup & Restore
- Reboot

- Password

- System Log

- Statistics

Figure 5-58 The System Tools menu

5.8.1 SNMP

Choose menu “System Tools—SNMP” to enable this function to allow the network management station to
retrieve statistics and status from the SNMP agent in this AP. Simple Network Management Protocol (SNMP) is
a popular network monitoring and management protocol, used to refer to a collection of specifications for

network management that includes the protocol itself.
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SNMP 3ettings
SNMP Agent; (3) Enable ) Disable
SysContact: Planet
Syshame: WHAP-1110
SysLocation: Taiwan
Get Community: public
Get Source: 0o0oo
Set Community: private
Set Source: 00o0o
Save

Figure 5-59 The System Tools menu

The page includes the following fields:

Object Description

SNMP Agent Select the radio button before Enable will enable this function if you want to
have remote control through SNMPv1/v2 agent with MIB-Il. Select the radio
button before Disable will disable this function. The default setting is Disable.

SysContact The textual identification of the contact person for this managed node.
SysName An administratively-assigned name for this managed node.

SysLocation The physical location of this node.

Get Community Enter the community name that allows Read-Only access to the AP's SNMP

information. The community name can be considered a group password. The
default setting is “public”.

Get Source Get source defines the IP address or subnet for management systems that can
read information from this 'get' community device.

Set Community Enter the community name that allows Read/Write access to the AP's SNMP
information. The community name can be considered a group password. The
default setting is “private”.

Set Source Set source defines the IP address or subnet for management systems that can
control this 'set' community device.
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A restricted source can be a specific IP address (e.g. 10.10.10.1), or a subnet - represented
as IP/BITS (e.g. 10.10.10.0/24). If an IP address of 0.0.0.0 is specified, the agent will accept
all requests under the corresponding community name.

5.8.2 Time Settings

Choose menu “System Tools—Time Settings”, and you can configure the system time and the auto reboot

time on the following screen. Click the "GET GMT" to update the time from the Internet with the pre-defined

servers or entering the customized server (IP Address or Domain Name) in the above frames.

Time Settings

Time zone:
Date:

Time:

NTP Server I:
NTP Server Il

Start:
End:

Daylight Saving Status:

AutoReboot Setting:
Start Time:

Reboot Plan:
Weekday:

|[GI‘JIT+UB:UD] Beijing, Hong Kong, Perth, Singapore hd
1 | [1 ] [1970 | camoom

o |7 ][zt | HHmwes)

| 0.0.0.0 | (Opticnal}

10000 | (Optional)

[]1Enakle Daylight Saving

daylight saving is down.

|Enah|ed V|
Q0-00 {Hour:Minute}
Weekday V|

(] 5un. [ Mon. [] Tue. [] Wed. [] Thu. [] Fri. Zat.

Mate: Click the "GET GMT™ to update the time from the internet with the pre-defined servers
ar entering the customized server(IP Address or Domain Mame) in the above frames.

Save

Figure 5-60 Time Settings
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The page includes the following fields:

Object Description

Time Zone Select your local time zone from this pull down list.

Date Enter your local date in MM/DD/YY into the right blanks.

Time Enter your local time in HH/MM/SS into the right blanks.

NTP Server Prior Enter the address for the NTP Server, then the AP will get the time from the

NTP Server preferentially. In addition, the AP builds in some common NTP

Servers, so it can get time automatically once it connects the Internet.

Enable Daylight Saving = Check this option if your location observes daylight saving time.

Auto Reboot Setting Enable this option to enable auto reboot function to clear the memory buffer
regularly.

Start Time Enter the Start Time (24-hour format) to enable the auto reboot function to
take effect.

Reboot Plan Choose “Everyday” or "Weekday" in the Reboot Plan field to schedule your

auto reboot frequency.

Weekday When you choose “Weekday” as reboot plan, you need to select at least one

day of a week for the plan.

To configure the system manually:
Step 1.  Select your local time zone.
Step 2.  Enter date and time in the right blanks.
Step 3. Click Save to save the configuration.

To configure the system automatically:
Step 1.  Select your local time zone.
Step 2.  Enter the IP address for NTP Server Prior.
Step 3. Click the Get GMT button to get system time from Internet if you have connected to the Internet.

To enable Auto Reboot:
Step 1.  Select the Auto Reboot Setting checkbox.
Step 2. Enter the Start Time (24-hour format) to enable this function to take effect. For example, if you
want this function to work at 18:00 every Sunday, you need to choose "Weekday" in the Reboot
Plan field, and select the "Sun" checkbox in the Weekday field. If you want this function to work
at 18:00 every day, you just need to choose "Every day" in the Reboot Plan field.
Step 3.  Click the Save button to effect this function.
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1. This setting will be used for some time-based functions such as firewall functions. These
time dependant functions will not work if time is not set. So, it is important to specify time
settings as soon as you successfully login to the Device.

2. The time will be lost if the Device is turned off.

3. The Device will automatically obtain GMT from the Internet if it is configured accordingly.

4. In daylight saving configuration, start time and end time will be within one year and start
time will be earlier than end time.

5. After you enable daylight saving function, it will take action in one minute.

6. The Auto Reboot setting will only take effect when the Internet connection is accessible
and the GMT time is configured correctly.

7. You must select at least one day when choosing "Weekday" as your reboot plan.

8. When choosing "Every day" as your reboot plan, the "Weekday" will be grayed out
(disabled), which means Every day will auto reboot at the time that you scheduled.

5.8.3 Diagnostic

Choose menu “System Tools — Diagnostic”, and you can transact Ping or Traceroute function to check

connectivity of your network in the following screen.

Diagnostic Parameters
Diagnostic Tool: (%) Ping (O Traceroute

IP Address/ Domain Name:

Ping Count: 4 {(1-50)
Ping Packet Size: 64 (4-1472 Bytes)
Ping Timeout: a00 (100-2000 Milliseconds)
Traceroute Max TTL: (1-30)

Diagnostic Results

Figure 5-61 Diagnostic Tools
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The page includes the following fields:
Object Description
Diagnostic Tool Check the radio button to select one diagnostic tool.

+ Ping - This diagnostic tool troubleshoots connectivity, reachability,

and name resolution to a given host or gateway.

+  Traceroute - This diagnostic tool tests the performance of a

connection.

IP Address/Domain Name (Type the destination IP address (such as 74.125.153.103) or Domain name

(such as http://www.google.com)

Pings Count The number of Ping packets for a Ping connection.
Ping Packet Size The size of Ping packet.
Ping Timeout Set the waiting time for the reply of each Ping packet. If there is no reply in the

specified time, the connection is overtime.

Traceroute Max TTL The max. number of hops for a Traceroute connection.

Click Start to check the connectivity of the Internet.

You can use ping or traceroute to test both numeric IP address or domain name. If pinging or
tracerouting the IP address is successful, but pinging or tracerouting the domain name is not,
you might have a name resolution problem. In this case, ensure that the domain name you
are specifying can be resolved by using Domain Name System (DNS) queries.

The Diagnostic Results page displays the result of diagnosis.

If the result is similar to the following screen, the connectivity of the Internet is fine.
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Diagnostic Parameters

Diagnostic Tool: (®) Ping (O Traceroute

IP Address/ Domain Name:

Ping Count: (1-50}

Ping Packet Size; (4-1472 Bytes)
Ping Timeout: a00 (100-2000 Milliseconds)

Traceroute Max TTL: (1-30}

[y T I =

T oo
oo
oo
[}

Diagnostic Results

 Replyfram 8.8.8.8; bytes=64 time=25 TTL=48 seq=1
EHepI'y'frum 3.8.8.8; hhvtes=064 time=25 TTL=48 seq=2
Reply fram 8.8.8.8; hytes=064 time=27 TTL=48 seq=3 .
EHepI'y'frum 3.8.8.8. hhvtes=064 time=38 TTL=48 seq=4
' Ping stafistics for 8.8.8.8 5
(F‘ackets: Sent=4, Received = 4, Lost=0 (0% |nssj:.] :
:.ﬂ.pprnximate round trip times in milliseconds:
v Minimum = 25, Maximum = 38, Average = 28 :

Start

Figure 5-62 Diagnostic Results

Only one user can use this tool at one time. Options “Number of Pings”, “Ping Size” and “Ping Timeout”
are used for Ping function. Option “Tracert Hops” is used for Tracert function.
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5.8.4 Ping Watch Dog

Choose menu “System Tools — Ping Watch Dog” to allow you to continuously monitor the particular
connection between the AP to a remote host. It makes this AP continuously ping a user defined IP address (it
can be the Internet gateway, for example). If it is unable to ping under the user defined constraints, this device

will automatically reboot.

Ping Watch Dog Utility

Enable Ping Watch Dog

IP Address: 5.8.0.8
Interval: 300 [{10-300) seconds
Celay: 300 [(60-300) seconds
Fail Count: 3 (1-65535)

Save

Figure 5-63 Ping Watch Dog

The page includes the following fields:

Object M Description

Enable Turn on/off Ping Watch Dog.

IP Address . L .
The IP address of the target host where the Ping Watch Dog Utility is sending

ping packets.

Interval Time interval between two ping packets which are sent out continuously.
Delay Time delay before first ping packet is sent out when the device is restarted.
Fail Count Upper limit of the ping packet the device can drop continuously. If this value is

overrun, the device will restart automatically.

5.8.5 Firmware Upgrade

Choose menu “System Tools — Firmware Upgrade”, and you can update the latest version of firmware for

the AP in the following screen.
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Firmware Upgrade
File: Browse. ..
Firmware Version: 3.7.2 Build 081231 Rel.On
Hardware Version: WHNAP-1110 w2 00000000
Upgrade

Figure 5-64 Firmware Upgrade

The page includes the following fields:

‘ Object

Firmware Version

Description

This displays the current firmware version.

Hardware Version

This displays the current hardware version. The hardware version of the

upgrade file must accord with the AP’s current hardware version.

To upgrade the AP's firmware, follow these instructions below:

Step 1. Download a more recent firmware upgrade file from the Planet website

Step 2. Type the path and file name of the update file into the File field. Or click the Browse... button to

locate the update file.

Step 3.  Click the Upgrade button.

New firmware versions posted on the website of PLANET Technology can be downloaded for

free. There is no need to upgrade the firmware unless the new firmware has a new feature

you want to use. However, when experiencing problems caused by the AP rather than the

configuration, you can try to upgrade the firmware.
When you upgrade the AP's firmware, you may lose its current configurations, so before

upgrading the firmware please write down some of your customized settings to avoid losing

important settings.

Do not turn off the AP or press the Reset button while the firmware is being upgraded;

otherwise, the AP may be damaged.

The AP will reboot after the upgrading has been finished.

5.8.6 Factory Defaults

Choose menu “System Tools — Factory Defaults”, and you can restore the configurations of the AP to

factory defaults in the following screen
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Factory Defaults

Click the following button to reset all configuration settings to their default values.

Figure 5-65 Restore Factory Default

Click the Restore button to reset all configuration settings to their default values.

Default IP Address: 192.168.1.253

Default User Name: admin

Default Password: admin

Default SSID: WNAP-1110

Default Wireless Password: PIN code (refer to the label on the bottom of the WNAP-1110.)

Any settings you have saved will be lost when the default settings are restored.

5.8.7 Backup & Restore

Choose menu “System Tools — Backup & Restore”, and you can save the current configuration of the AP as

a backup file and restore the configuration via a backup file as shown in Figure 5-66.

Backup & Restore

Backup: | Backup |

File: Browse... Restore

Figure 5-66 Backup & Restore Configuration

Click the Backup button to save all configuration settings as a backup file in your local computer.
To restore the AP's configuration, follow these instructions.
Step 1.  Click the Browse... button to locate the update file for the AP, or enter the exact path to the
Setting file in the text box.
Step 2.  Click the Restore button.
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The current configuration will be covered by the uploading configuration file. The upgrade

process lasts for 20 seconds and the AP will restart automatically. Keep the AP power on

during the upgrading process to prevent any damage.

5.8.8 Reboot

Choose menu “System Tools — Reboot”, and you can click the Reboot button to reboot the AP via the next

screen.

Reboot

Click this button to reboot the device.

Reboot

Figure 5-67 Reboot the AP

Some settings of the AP will take effect only after rebooting, which include
+ Change the LAN IP Address (system will reboot automatically).
¢  Change the DHCP Settings.
+  Change the Wireless configurations.
* Upgrade the firmware of the AP (system will reboot automatically).
* Restore the AP's settings to factory defaults (system will reboot automatically).

. Update the configuration with the file (system will reboot automatically.

5.8.9 Password

Choose menu “System Tools — Password”, and you can change the factory default user name and

password of the AP in the next screen as shown in Figure 5-68.
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Password

The usermames and password must not exceed 14 characters in length and must not include any spaces!

Old User Name: | |

Old Password: | |

New User Name: | |

New Password: | |

Confirm New Password: | |

| Save || ClearAll

Figure 5-68 Password

It is strongly recommended that you should change the factory default user name and password of the AP,
because all users who try to access the AP's Web-based utility or Quick Setup will be prompted for the AP's

default user name and password.

The new user name and password must not exceed 14 characters in length and not include

any spaces. Enter the new Password twice to confirm.

Click the Save button when finished.
Click the Clear All button to clear all.
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5.8.10 System Log

Choose menu “System Tools — System Log”, and you can view the logs of the AP.

System Log

Auto Mail Feature: Disabled | Mail Settings |

Log Type: | All v Log Level: | ALL v

Index Time Type | Level Log Content
6 |1stday00:02:29 DHCP |MOTICE |DHCPS:Send ACK fo 192.168.1.100
5 |1stday00:02:29 DHCP MOTICE |DHCPS:Recy REQUEST from 00:20:.4F 48 FF.FF
4 Mstday00:02:29 DHCP |MOTICE |DHCPE:Send OFFER with ip 192.168.1.100
3 |1stday 00:02:28 DHCP |MOTICE |DHCPS:Recy DISCOVER from 00:30:4F .48 FFFF
g |stday 00:00:16 |DHCP  |NOTICE DHCP server started
1 stday 00:00:07 OTHER |INFQ System started

Time =1870-01-01 0:36:13 2174s

H-Ver = WHAP-1110 v2 00000000 (BETA) : 5-Ver = 3.7.2 Build 081231 Rel.0n (BETA)
L=192.168.1.2583 : I = 255.255.255.0

VWM =DHCP:W=0.000:M=0000:G=0.0.0.0

Refresh

J |

Savelog | [ Maillog | [ ClearLog |

CurrentMo.| 1 » | Page

Figure 5-69 System Log

The page includes the following fields:

Object

Auto Mail Feature

\ﬂ

Description ‘

Indicates whether auto mail feature is enabled or not.

Mail Settings Set the receiving and sending mailbox address, server address, validation
information as well as the timetable for Auto Mail Feature, as shown in Figure
5-70

Log Type By selecting the log type, only logs of this type will be shown.
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Log Level By selecting the log level, only logs of this level will be shown.

Refresh Click the Refresh button to show the latest log list.

Save Log Click the Save Log button to save all the logs in a txt file.

Mail Log Click the Mail Log to send an email of current logs manually according to the
address and validation information set in Mail Settings. The result will be shown
in the later log soon.

Crerltee Click the Clear Log button to delete all the logs from the system permanently,
not just from the page.

Previous Click the Previous button return to the previous page.

Next Click the Next button to go to the next page

Mail Account Settings

From:
To

SMTP Server:

Authentication
User Hame:
Password:

Confirm The Password;

] Enable Auto Mail Feature

Everyday, mail the log at

[Mail the log every haurs

| save || Back

Figure 5-70 Mail Account Settings

Click Save to keep your settings.

Click Back to return to the previous page.
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The page includes the following fields:

Object Description

From Your mail box address. The AP would connect it to send logs.

To Recipient’'s address. The destination mailbox where the logs would be
received.

SMTP Server Your SMPT server. It corresponds with the mailbox filled in the From field. You
can log on the relevant website for Help if you are not clear with the address.

Authentication Most SMTP Server requires Authentication. It is required by most mailboxes
that need User Name and Password to log in.

User Name Your mail account name filled in the From field. The part behind @ is
excluded.

Password Your mail account password.

Confirm The Password | Enter the password again to confirm.

Enable Auto Mail Select it to mail logs automatically. You could mail the current logs either at a
Feature specified time everyday or by intervals, but only one could be the current
effective rule.

o Everyday, at specified time, the Device will automatically send the log to
specified mailbox.

o Every few hours, such as 2 hours, the Device will automatically send the
log to specified mailbox.

Only when you select Authentication, you have to enter the User Name and Password in the

following fields.
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5.8.11 Statistics

Choose menu “System Tools — Statistics”, and you can view the statistics of the AP, including total traffic

and current traffic of the last Packets Statistic Interval.

Statistics

Current Statistics Status: Disabled Enable

Packets Statistics Interval{5~60): 10 % | Seconds

Auto-refresh Refresh

Sorted Rules: Sorted by Current Bytes | [ Reset All ] [ Delete All
Total Current
; Maodify
I Address, Packets | Bytes | Packets | Bytes | ICMPTx | UDPTx | SYNTx
MAC Address

The current list is empty.

q w | enfries per page. CurrentMo. | 1 = |page

Figure 5-71 Statistics

The page includes the following fields:

Object M Description

Current Statistics Status |[Enable or Disable. The default value is disabled. To enable, click the Enable
button. If disabled, the function of DoS protection in Security settings will be

disabled.

Packets Statistics Interval The default value is 10. Select a value between 5 and 60 seconds in the
(5-60) pull-down list. The Packets Statistic interval indicates the time section of the

packets statistic.

Sorted Rules Choose how displayed statistics are sorted.

Select the Auto-refresh checkbox to refresh automatically.
Click the Refresh button to refresh immediately.
Click Reset All to reset the values of all the entries to zero.

Click Delete All to delete all entries in the table.
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Statistics Table:

IPIMAC Address The IP and MAC address are displayed with related statistics.
Packets The total number of packets received and transmitted by the AP.
Total
Bytes The total number of bytes received and transmitted by the AP.

The total number of packets received and transmitted in the last Packets

Packets

Statistic interval seconds.

The total number of bytes received and transmitted in the last Packets
Bytes

Statistic interval seconds.

The number of the ICMP packets transmitted to WAN per second at the
ICMP Tx specified Packets Statistics interval. It is shown like “current transmitting

Current rate / Max transmitting rate”.

The number of UDP packets transmitted to the WAN per second at the

UDP Tx specified Packets Statistics interval. It is shown like “current transmitting

rate / Max transmitting rate”.

The number of TCP SYN packets transmitted to the WAN per second at
TCP SYN Tx | the specified Packets Statistics interval. It is shown like “current

transmitting rate / Max transmitting rate”.

Reset Reset the value of he entry to zero.
Modify

Delete Delete the existing entry in the table.

There would be 5 entries on each page. Click Previous to return to the previous page and Next to the next
page.
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Chapter 6. Quick Connection to a Wireless Network

6.1 Windows XP (Wireless Zero Configuration)

Step 1: Right-click on the wireless network icon displayed in the system tray

r

71 wireless Network Connection

Click. here to select a certificate or other credentials For
conneckion ko the netwark voe-wlan

j ..\:I:I:I I.:‘}.;.f -'\-..-'-‘ " -ﬂ%\ 3:19 PM

Figure 6-1 Wireless Zero Configuration

Step 2: Select [View Available Wireless Networks]

Dis able
Status
Fepair

Yiew Ay milable Wireless Metworks

Change Windows Firewall settings

Open Mebwork Conneckions

Figure 6-2 View Available Wireless Networks
Step 3: Highlight and select the wireless network (SSID) to connect

(1) Select SSID [PLANET]
(2) Click the [Connect] button
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"1" Wireless Network Connection r;l

h'etvmrlt Tasks . Choose a wireless network
@, Refresh natworl: list Click: . ibam in the list below ta connect b a wirsless nstwark in ranga or o gat mars
information
<) Setup & wirsless network (@) DSL-GE41K A
Foe & home or small office ?
Unsecured wireless nebwork I“H
Related Tasks
‘_p Learn a-bcu.t wireless
Lcier u reight meed to enter
Change the coder of
prefesred networks
g Change advanced
oattings
{ii )
‘i Security-enabled wineless network |IIM
{Ii! )
‘I Security-enabled wirelsss network (WRAZ) ||ilil]
EcedAP
{{? )] - @
Connect

Figure 6-3 Choose a wireless network

Step 4: Enter the encryption key of the Wireless AP
(1) The Wireless Network Connection box will appear
(2) Enter the encryption key that is configured in Section 5.6.2
(3) Click the [Connect] button

Wireless Metwork Connection

The network 'PLAMET' requires a netwaork, key (also called a WEP key or WPA key),
& nebwork key helps prevent unknown inkruders From connecting ko this network,

Type the key, and then click Connect,

Metwork key: ||-|||-|||-|- |

Confirm nebwork key: |....".....".| |

[ Conneck l [ Cancel ]

Figure 6-4 Enter the encryption key

Step 5: Check if “Connected” is displayed
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MNetwork Tasks

g. Refrash netwaork list

<% Setupawirsless natwork
Far & home or smal office

Related Tasks

Learn about wireless
networking

5y Changa the order of
preferred nabworks

f§* Change advanced
setbings

51 Wireless Metwork Connection

Choose a wireless network

Click. an item in the list below to connect to a wireless network in range or bo get more

information.

X]

PLANET

gQ (tiﬂ

' Security-enabled wireless network (WPAZ) |l|li
ﬂiﬂ
Unsecured wireless network il

ﬁi'ﬂ -
Unsecured wireless network
H?J‘] T A e TR S

't Secirity-enabled wireless netvork
-

Hi}."
I Securniby-enablad wireless network
(ti:rj M-

‘i Security-snablad wiraless network

Figure 6-5 Wireless Network Connected

Some laptops are equipped with a “Wireless ON/OFF” switch for the internal wireless LAN.

Make sure the hardware wireless switch is switch to “ON” position.

6.2 Windows 7 (WLAN AutoConfig)

WLAN AutoConfig service is built-in in Windows 7 that can be used to detect and connect to wireless network.

This built-in wireless network connection tool is similar to wireless zero configuration tool in Windows XP.

Step 1: Right-click on the network icon displayed in the system tray

Mot connected - Connections are available

EN « |Ir

Figure 6-6 WLAN AutoConfig

Step 2: Highlight and select the wireless network (SSID) to connect

(1) Select SSID [PLANET]
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(2) Click the [Connect] button

Mot connected 3
I:[! | | Connections are available
Dial-up and VPN A
Office VPN X
Wireless Metwark ~
Sy i~
ki M
PLAMET ﬁﬁ_
Connect automnatically
R M
o e— O

Open Metwork and Sharing Center

Figure 6-7 WLAN AutoConfig window

If you will be connecting to this Wireless AP in the future, check [Connect automatically].

Step 4: Enter the encryption key of the Wireless AP
(1) The Connect to a Network box will appear

(2) Enter the encryption key that is configured in Section 5.6.2
(3) Click the [OK] button
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_E" Connect to a Network

Type the network security key

Security key:

[ Hide characters

You can alse connect by pushing the
button on the router.

Figure 6-8 WLAN AutoConfig — type the network security key

r@ Connect to a Network
Getting information from PLANET .,
e —— =)

Figure 6-9 WLAN AutoConfig — connecting

Step 5: Check if “Connected” is displayed
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Currently connected to:

F=% PLANET
Internet access

Dial-up and VPN
Office VPN
Wireless Metwork

PLANET Connected

Open Metwork and Sharing Center

Figure 6-10 WLAN AutoConfig — Connected
6.3 Mac OS X 10.x

Step 1: Right-click on the network icon displayed in the system tray

The AirPort Network Connection menu will appear

D3 = e =@ Q Q

Figure 6-11 The AirPort Network Connection icon

Step 2: Highlight and select the wireless network (SSID) to connect
(1) Select and SSID [PLANET]
(2) Double-click on the selected SSID
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D3
AirPort: Looking for Networks...
Turn AirPort Off

hinet

Join Other Network...
Create Network...
Open Network Preferences...

Figure 6-12 The AirPort Network Connection menu

Step 4: Enter the encryption key of the Wireless AP
(1) Enter the encryption key that is configured in Section 5.6.2
(2) Click the [OK] button

«, The network “PLANET" requires a WPA password.
]
-,

Password:

sssonsuovens ]

__| Show password
™ Remember this network

{ Cancel } E oK -3

Figure 6-13 The AirPort Network Connection — enter password

If you will connect this Wireless AP in the future, check [Remember this
network].

Step 5: Check if the AirPort is connected to the selected wireless network.
If “Yes”, then there will be a “check” symbol in the front of the SSID.
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AirPort: On
Turn AirPort Off

Join Other Network...
Create Network...
Open Network Preferences...

Figure 6-14 The AirPort Network Connection — connected

6.4 iPhone / iPod Touch / iPad

Step 1: Tap the [Settings] icon displayed in the home screen

Settings

Figure 6-15 The Wi-Fi Settings in iPhone/iPod Touch/iPad

Step 2: Check Wi-Fi setting and select the available wireless network
(1) Tap [General] \ [Network]
(2) Tap [Wi-Fi]

If this is the first time to connect to the Wireless AP, it should show “Not Connected”.
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10:35 AM

Settings General

Airplane Mode T oFF

— >

ﬁ Wi-Fi Not Connected | About |
Usage >

@ Notifications On g

u Carrier Sounds 3

¥y Cellular Data

K oainess 8 Vtpaper

Bluetooth off >
Picture Frame | uetoo |

Location Services On >
@ General

Mail, Contacts, Calendars

b}ﬁ Safari

Spotlight Search >

Figure 6-16 General Settings

(iPld 1o038AM (@ 100%
Settings @ Network
Airplane Mode OFF
— VPN Not C ted >
ﬁ Wi-Fi Not Connected of bonnecte

@ Notifications oL Wi-Fi Not Connected >

G Carrier
¥y cellular Data

H Brightness & Wallpaper

Picture Frame
General

Mail, Contacts, Calendars

b_,’ﬂ Safari

Figure 6-17 General Settings — Not Connected
Step 3: Tap the target wireless network (SSID) in “Choose a Network...”

(1) Turn on Wi-Fi by tapping “Wi-Fi”
(2) Select SSID [PLANET]
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Settings [ etwark | Wi-Fi Networks
kd Airplane Mode ToFF
ﬁ Wi-Fi Mot Connected ki m
{j Motifications On Choose a Network...
u o PLAMNET BT ©
@ Ceiluler Data Other... >
§ Brightness & Wallpaper Ask 1o Join Networks _on_ |
@ Picture Frame Known networks will bo joined automatically. If no
— knonwn networks are available, you will b ashed
'__F:J General bolore joining & new nebwork,

Mail, Contacts, Calendars

Figure 6-18 General Settings — Wi-Fi On

Step 4: Enter the encryption key of the Wireless AP
(1) The password input screen will be displayed
(2) Enter the encryption key that is configured in Section 5.6.2
(3) Tap the [Join] button

Eniie tha paaswted ¢ TLANET WIAT-817T

— Entes Passmord
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Figure 6-19 General Settings — Enter password

Step 5: Check if the iDevice is connected to the selected wireless network.
If “Yes”, then there will be a “check” symbol in the front of the SSID.

Settings

i

Wi-Fi Networks

Airplane Mode OFF

= L
Notifications

b Carrier

k. ceilular Data

PLAMET_WNRT-B17

On

H Brightness & Wallpaper

H Picture Frame

I_4 Mail, Contacts, Calendars

Wi-Fi

Choose a Network...

v PLANET

Other...

Ask to Join Metworks Qﬂ
Enddwt natworks will ba joiniad ul,|'.|,|rn;r||r:;|ll:,' If rity
known nebworks ang avalablo, you will bo askod
bofare [ining & new nedwork

Figure 6-20 General Settings — Wi-Fi Network Connected
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Appendix A: Planet Smart Discovery Utility

To easily list the device in your Ethernet environment, the Smart Discovery Utility from user’s manual CD-ROM

is an ideal solution.

The following installation instructions guide you to running the Smart Discovery Utility.

Step 1: Deposit the Planet Smart Discovery Utility in the administrator PC.

Step 2: Run this utility.

-

Flanet_TTtility e
e

Step 3: Click “Refresh” button for current connected devices in the discovery list as shown in the following

screen.

« PLANET Smart Discovery Lite
File Option Help

{3 Refresh x| Exit .. ) pLﬂNET
== Networking & Communicaiion

AL Address Device Mame  |%ersion DevicelP NewPasswordI IP Address Methd azk ]Gateway I Description |
1 |00-30-4F-AB-53-62 |'WNAP1110 372 192.168.1.253 192.168.1.253 255,265, 255.0 0.0.0.0 SMAP-1110 ]
2 |00-30-4F-ED-CE-49)WC-230M ¥1.16120420  [192168.1.1 19216811 285.255.255.0/192168.1.1  VC-230M
3 |00-30-4F-67-4E-96 |GSW-24045F |w21b0805230 |10.1.1.233 1011233 285.285.254.0/10.1.1.233  GSW-24045F
4 100-30-4F-63-54-5C |GSW-24045F  |Wer2 Ob020103E10.1.1.232 1011232 255.255.254.0/10.1.1.254  GSW-24045F

Select Adapter |192.188.'I.1'I [EC:AS:EE:DE:99:.C4) j | Control Packet Force Broadeast
Update Device Update kulti ‘ Update All ‘ Connect to Device

Device : GEW-24043F (00-30-4F-63-54-5C) Get Device Infornmation done.

Step 4: Navigate to the device, and then click “Connect to Device” button to connect to its Web configuration
page.

1. Before connecting to device, please ensure your network adapter has been configured to the
IP address in the same subnet.
2. The fields in white background can be modified directly, and then you can apply the new

setting by clicking the “Update Device” button.
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Appendix B: Factory Default Settings

Item

Default Value

Common Default Settings

Username admin
Password admin

IP Address 192.168.1.253
Subnet Mask 255.255.255.0
Wireless

SSID WNAP-1110

Wireless Security

PIN Code (refer to the label on the bottom of the
WNAP-1110.)

Wireless MAC Address Filtering Disable
DHCP
DHCP Server Disable

Start IP Address

192.168.1.100

End IP Address

192.168.1.199

Address Lease Time

120 minutes (Range:1 ~ 2880 minutes)

Default Gateway (optional) 0.0.0.0
Primary DNS (optional) 0.0.0.0
Secondary DNS (optional) 0.0.0.0
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Appendix C: Troubleshooting

If you found the AP is working improperly or stop responding to you, please read this troubleshooting first before

contacting the Planet Tech Support for help.. Some problems can be solved by yourself within a very short time.

Scenario Solution

The AP is not responding to me when | a. Please check the connection of the power cord and the

| want to access it by web browser. Ethernet cable of this AP. All cords and cables should be
correctly and firmly inserted to the AP.

b. If all LEDs on this AP are off, please check the status of
power adapter, and make sure it is correctly powered.

c. You must use the same IP address section which AP
uses.

d. Are you using MAC or IP address filter? Try to connect
the AP by another computer and see if it works; if not,
please reset the AP to the factory default settings
(pressing ‘reset’ button for over 10 seconds).

e. Set your computer to obtain an IP address automatically
(DHCP), and see if your computer can get an IP
address.

f. If you did a firmware upgrade and this happens, contact
the Planet Tech Support for help.

g. Ifall the solutions above don’t work, contact the Planet
Tech Support for help.

| can’t get connected to the Internet. a. Check the Internet connection status from the router that
is connected with the AP.

b. Please be patient, sometime Internet is just that slow.

If you have connected a computer to Internet directly
before, try to do that again, and check if you can get
connected to Internet with your computer directly
attached to the device provided by your Internet service
provider.

d. Check PPPoE /L2TP / PPTP user ID and password in
your router again.

e. Call your Internet service provider to check if there’s
something wrong with their service.

f.  If you just can’t connect to one or more website, but you
can still use other internet services, please check
URL/Keyword filter.

g. Try to reset the AP and try again later.

h. Reset the device provided by your Internet service
provider, too.

i. Tryto use IP address instead of host name. If you can
use IP address to communicate with a remote server,
but can’t use host name, please check DNS setting.
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| can’'t locate my AP by my wireless

device.

o0 oo

‘Broadcast ESSID’ set to off?

The antenna is properly secured.

Are you too far from your AP? Try to get closer.

Please remember that you have to input ESSID on your
wireless client manually, if ESSID broadcast is disabled.

File download is very slow or breaks

frequently.

Are you using QoS function? Try to disable it and try
again.

Internet is slow sometimes, so be patient.

Try to reset the AP and see if it's better after that.

Try to know what computers do on your local network. If
someone’s transferring big files, other people will think
Internet is really slow.

If this never happens before, call you Internet service
provider to know if there is something wrong with their
network.

| can’t log into the web management

interface; the password is wrong.

Make sure you’re connecting to the correct IP address of
the AP.

Password is case-sensitive. Make sure the ‘Caps Lock’
light is not illuminated.

If you really forget the password, do a hard reset.

The AP becomes hot

This is not a malfunction if you can keep your hand on
the AP’s case.

If you smell something wrong or see the smoke coming
out from AP or A/C power adapter, please disconnect
the AP and A/C power adapter from utility power (make
sure it's safe before you’re doing this!), and call your
dealer of purchase for help.
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Appendix D: Specifications

WNAP-1110
150Mbps 802.11n Wireless Range Extender

Product

Hardware Specifications

1 x 10/100Mbps Auto MDI/MDI-X RJ45 port

Interface PoE LAN Port: < Passive PoE/PD Port
PoE Passive PoE (Up to 30 meters)
Antenna Detachable 4dBi antenna x1
WPS Button Press the WPS button on the front panel of the device.
Button Reset Button Press for about 5 seconds to reset the device to factory default.
LED Indicators PWR/SYS/LAN/WLAN/WPS LED
Material Plastic
Dimensions (W x D x H) 174 x 110 x 23 mm
Weight 2509
Power Requirements 9V DC, 0.85A or Passive PoE
Power Consumption 2W (max.)
Standard Compliance with IEEE 802.11b/g/n
Frequency Band 2.4~2.4835GHz
Extended Frequency DSSS
Modulation Type DBPSK, DQPSK, QPSK, CCK and OFDM (BPSK/ QPSK/ 16-QAM/ 64-QAM)

IEEE 802.11n: up to 150Mbps(Dynamic)

Data Transmission Rates | IEEE 802.11g: 54/48/36/24/18/12/9/6Mbps (Dynamic)
IEEE 802.11b: 11/5.5/2/1Mbps (Dynamic)

America/ FCC: 2.414~2.462GHz (11 Channels)

Frequency Band Europe/ ETSI: 2.412~2.472GHz (13 Channels)
Japan/ TELEC: 2.412~2.484GHz (14 Channels)
Channel Width 20 or 40MHz

Transmission Distance Indoor up to 100m
Outdoor up to 300m (it is limited to the environment)
IEEE 802.11b: 18dBm

IEEE 802.11g: 15dBm

IEEE 802.11n: 15dBm

130M: -70dBm@10% PER

108M: -72dBm@10% PER

54M: -74dBm@10% PER

11M: -86dBm@8% PER

6M: -91dBm@10% PER

1M: -91dBm@8% PER

Max. RF Power

(Intentional Radiator)

Receive Sensitivity
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Appendix E: Glossary

802.11n - 802.11n builds upon previous 802.11 standards by adding MIMO (multiple-input
multiple-output). MIMO uses multiple transmitter and receiver antennas to allow for increased data
throughput via spatial multiplexing and increased range by exploiting the spatial diversity, perhaps
through coding schemes like Alamouti coding. The Enhanced Wireless Consortium (EWC) [3] was
formed to help accelerate the IEEE 802.11n development process and promote a technology
specification for interoperability of next-generation wireless local area networking (WLAN) products.

802.11b - The 802.11b standard specifies a wireless networking at 11 Mbps using direct-sequence
spread-spectrum (DSSS) technology and operating in the unlicensed radio spectrum at 2.4GHz, and
WEP encryption for security. 802.11b networks are also referred to as Wi-Fi networks.

802.11g - specification for wireless networking at 54 Mbps using direct-sequence spread-spectrum
(DSSS) technology, using OFDM modulation and operating in the unlicensed radio spectrum at
2.4GHz, and backward compatibility with IEEE 802.11b devices, and WEP encryption for security.

DHCP (Dynamic Host Configuration Protocol) - A protocol that automatically configure the TCP/IP

parameters for the all the PC(s) that are connected to a DHCP server.

DNS (Domain Name System) - An Internet Service that translates the names of websites into IP

addresses.
Domain Name - A descriptive name for an address or group of addresses on the Internet.

SSID - A Service Set Identification is a thirty-two character (maximum) alphanumeric key identifying a
wireless local area network. For the wireless devices in a network to communicate with each other, all
devices must be configured with the same SSID. This is typically the configuration parameter for a
wireless PC card. It corresponds to the ESSID in the wireless Access Point and to the wireless network

name.

WEP (Wired Equivalent Privacy) - A data privacy mechanism based on a 64-bit or 128-bit or 152-bit
shared key algorithm, as described in the IEEE 802.11 standard.

Wi-Fi - A trade name for the 802.11b wireless networking standard, given by the Wireless Ethernet
Compatibility Alliance (WECA, see http://www.wi-fi.net), an industry standards group promoting

interoperability among 802.11b devices.

WLAN (Wireless Local Area Network) - A group of computers and associated devices communicate

with each other wirelessly, which network serving users are limited in a local area.
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EC Declaration of Conformity

For the following equipment:

*Type of Product : 150Mbps 802.11n Wireless Range Extender
*Model Number : WNAP-1110

* Produced by:

Manufacturer’s Name :  Planet Technology Corp.

Manufacturer’s Address:  10F., N0.96, Minquan Rd., Xindian Dist.,
New Taipei City 231, Taiwan (R.0.C.)

is herewith confirmed to comply with the requirements set out in the Council Directive on the
Approximation of the Laws of the Member States relating to 1999/5/EC R&TTE. For the
evaluation regarding the R&TTE the following standards were applied:

EN 60950-1 (2006 + All: 2009 + A1:2010 + Al2:
2011)

EN 300 328 V1.7.1 (2006-10)

EN 301 489-1 V1.9.2 (2011-09)

EN 301 489-17 V2.2.1 (2012-09)

EN 62311 (2008)

Responsible for marking this declaration if the:

Manufacturer O Authorized representative established within the EU

Authorized representative established within the EU (if applicable):

Company Name: Planet Technology Corp.

Company Address:  10F., No.96, Minquan Rd., Xindian Dist., New Taipei City 231, Taiwan (R.0.C.)
Person responsible for making this declaration

Name, Surname Tom Shih

Position / Title : Product Manager

Taiwan 24" Jan.. 2014 j;/%f( jz""ﬂ/ |

Place Date Legal Signature

PLANET TECHNOLOGY CORPORATION

e-mail: sales@planet.com.tw  http://www.planet.com.tw
10F., No.96, Minquan Rd., Xindian Dist., New Taipei City, Taiwan, R.O.C. Tel:886-2-2219-9518 Fax:886-2-2219-9528



EC Declaration of Conformity

English Hereby, PLANE.T Technology Corporz_atlon, Listuviskai Siuo PLANET Technology Corporation,, skelbia,
declares that this 150Mbps 802.11n Wireless .
. . . kad 150Mbps 802.11n Wireless Range Extender
Range Extender is in compliance with the . ) L .
) . tenkina visus svarbiausius 1999/5/EC direktyvos
essential requirements and other relevant reikalavimus ir kitas svarbias nuostatas
provisions of Directive 1999/5/EC. ’
Cesky Spole¢nost PLANET Technology Corporation, Magyar A gyarté PLANET Technology Corporation, kijelenti,
timto prohlasuje, Ze tato 150Mbps 802.11n hogy ez a 150Mbps 802.11n Wireless Range
Wireless Range Extender splnuje zakladni Extender r megfelel az 1999/5/EK iranyelv
pozadavky a dalSi pfisluSna ustanoveni smérnice alapkdvetelményeinek és a kapcsolddo
1999/5/EC. rendelkezéseknek.
Dansk PLANET Technology Corporation, erklaerer Malti Hawnhekk, PLANET Technology Corporation,
herved, at falgende udstyr 150Mbps 802.11n jiddikjara li dan 150Mbps 802.11n Wireless Range
Wireless Range Extender overholder de Extender jikkonforma mal-htigijiet essenzjali u ma
vaesentlige krav og gvrige relevante krav i direktiv provvedimenti ohrajn relevanti li hemm fid-Dirrettiva
1999/5/EF 1999/5/EC
Deutsch Hiermit erklart PLANET Technology Corporation, | Nederlands
dass sich dieses Gerat 150Mbps 802.11n o .
Wireless Range Extender in Ubereinstimmung Hierbij verklaart , PLANET Technology orporation,
mit den grundlegenden Anforderungen und den dat 150Mbps 302.j1n Wireless Ra._r_'lge Extender n
d | t overeenstemming is met de essentiéle eisen en de
an erer? relevan e.n N ) andere relevante bepalingen van richtlijn 1999/5/EG
Vorschriften der Richtlinie 1999/5/EG befindet".
(BMWi)
: Ké&esolevaga kinnitab PLANET Technology Polski
Eesti keel olski L ) .
estikeeles Corporation, et see 150Mbps 802.11n Wireless Niniejszym firma PLANET Technology Corporation,
Range Extender vastab Euroopa Ndukogu oswiadcza, ze 1_50Mbps 8_02_.11n ereless_ _Range
direktiivi 1999/5/EC pahinduetele i del Extender spetnia wszystkie istotne wymogi i klauzule
rektivi 195 pohinduetele ja muudele zawarte w dokumencie ,Directive 1999/5/EC”.
olulistele tingimustele.
EAANVIKG ME THN I.7APOYZA , PLANET Technology Portugués
Corporatlc:n, AHAQNEI OTI AYTO 150Mbps PLANET Technology Corporation, declara que este
802.11n Wireless Range 150Mbps 802.11n Wireless Range Extender esta
Extender2 YMMOPPQNETAI INMPOZ TIX conforme com os requisitos essenciais e outras
OYZIQAEI> AMNAITHZEIZ KAI TIZ AOIMNES disposi¢des da Directiva 1999/5/CE.
SXETIKES AIATAZEIZ THX OAHIAZ 1999/5/EK
Espafiol Por medio de la presente, PLANET Technology Slovensky
Corporation, declara que 150Mbps 802.11n Vyrobca PLANET Technology Corporation, tymto
Wireless Range Extender cumple con los deklaruje, ze tato 150Mbps 802.11n Wireless Range
requisitos esenciales y cualesquiera otras Extender je v sulade so zakladnymi poziadavkami a
disposiciones aplicables o exigibles de dalSimi relevantnymi predpismi smernice 1999/5/EC.
la Directiva 1999/5/CE
Francais Par la pré.sente,’PLANET Technolog.y Slovensko
Corporation, déclare que les appareils du PLANET Technology Corporation, s tem potrjuje,
150Mbps 802.11n Wireless Range Extender sont da je ta 150Mbps 802.11n Wireless Range
conformes aux exigences essentielles et aux Extender skladen/a z osnovnimi zahtevami in
autres dispositions pertinentes de la directive ustreznimi dolodili Direktive 1999/5/EC.
1999/5/CE
Italiano Con la presente , PLANET Technology Suomi PLANET Technology Corporation, vakuuttaa taten
Corporation, dichiara che questo 150Mbps .. .
. R . ettéd 150Mbps 802.11n Wireless Range Extender
802.11n Wireless Range Extender & conforme ai . i s .
. o . L tyyppinen laite on direktiivin 1999/5/EY oleellisten
requisiti essenziali ed alle altre disposizioni . i . s .
. . . o vaatimusten ja sité koskevien direktiivin muiden
pertinenti stabilite dalla direttiva ehtoien mukainen
1999/5/CE. ) '
Latviski Ar So PLANET Technology Corporation, Svenska

apliecina, ka 8T 150Mbps 802.11n Wireless Range
Extender atbilst Direktivas 1999/5/EK
pamatprasibam un citiem atbilstoSiem
noteikumiem.

Harmed intygar, PLANET Technology Corporation,
att denna 150Mbps 802.11n Wireless Range
Extender star i dverensstdammelse med de vasentliga
egenskapskrav och évriga relevanta bestdmmelser
som framgar av direktiv 1999/5/EG.
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