matlguard

Unified Management Console

Transition Guide

The unified management console provides the same functionality that the older MailGuard and WebGuard
management consoles provided — if not more. This guide is aimed at helping you make the transition from
the old to the new as quickly as possible.

This guide covers the following topics:
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Hopefully, the simplicity of the console should mean that anything else you’d like to do that isn’t included in

this document will be easy to find. If not, please contact our service desk at support@mailguard.com.au or
telephone 1300 30 65 10.

As the console has been completely re-written from the ground up, there might be areas that don’t work as
they should. In that case, please report bugs to console-bugs@mailguard.com.au. We’d also love to hear

your feedback on the new console, so drop us a line using that address or tweet about it using our
@mailguard.
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1. User Management

The way users are managed is one of the most significant changes in the new Unified Management

Console.

Configured Users
A configured user is a person who can have MailGuard or WebGuard policies applied to them and

can be put into groups for group based policies (currently only available for WebGuard users).

Configured users can also be granted rights in the management console.

Unconfigured Users

An unconfigured user is a person who has been seen using the MailGuard or WebGuard service,

but who hasn’t been set up with policies, groups or console access rights.

/B

To get to User configuration, use the Configure menu and select Users

1.1 Creating a new User

Page | 2

There are two ways to configure a new user starting from either the Users or Unconfigured Users

section. The simplest way to configure a new user is to start from the Users page and create a

brand new user.

L

v

Click on the [Add] button at the top of the Configure Users list

Enter the requested details and click [Submit]

Enter an email address for the user

If their email should be redirected to one or more other addresses, enter these addresses
(one per line)

Click [Submit]

You can now add further inbound email addresses for this user, or you can set up footers
or auto responders

From the left-hand menu you can set up a console login or individual mail policies.

On the other hand, if you user already exists in the Unconfigured Users section, it can be easier to

start there.

Click the [Configure] button next to the user you want to set up

You’ll now be asked if the user has already been configured (possibly using a different
username, or as a user of a different service).

If the user has already been configured, select them from the drop down menu, click
[Submit] and you’re all done.

If not, use the option labeled “unknown, create a new user” and configure as per above.
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1.2 Editing an existing user

From the Users section, you can edit configured users Mail or Web policies, or you can click [Edit]
to access further configuration data. You can also elect to [Delete] a user; whereupon you’ll be
prompted to confirm that you want to delete them.

For information on editing policies, please see section 2.1 for Mail policies and 3.1 for

Web policies

2. MailGuard

The unified nature of the new management console means that configuring the MailGuard service

is not separated from general configuration.

The email-specific parts of the management console are organized into logical places based on how

they’re used. Here’s where to find the most common features:

/B

Feature New Location
Quarantine Tools > Quarantine
Contacts Configure > Users
Domains Configure > Domains
Company Configure > Account

Contact Policies

Configure > Users > (user) > Email Policies

Domain Policies

Configure > Domains > (domain) > Email Policies

Company Policies

Configure > Account > Email Policies

Contact Footers

Configure > Users > (user) > Footers

Domain Footers

Configure > Domains > (domain) > Footers

Company Footers

Configure > Account > Footers

Stats

Reports > MailGuard Reports > Traffic

Support Tickets

Support > Tickets

2.1 MailGuard Policies

When we asked which parts of the management console most needed work, your answer was
clear: the policy editor. There was too much reloading and too many annoying popup windows. So
we've fixed it and I’'m sure you’ll like the changes.

You can create (and edit) policies that apply to just one user, to everyone in a domain, or to
everyone in the company.

To find the entity on which you want to create a policy, look for the Policy features in the
YD navigation table in Section 2: MailGuard.
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Company Mail Policies
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This company's mail policies for the MailGuard service. Policies are applied in the order that they are
displayed. Company paolicies are applied after user and domain policies

3 Delete when inbound message has a virus

3 Quarantine when outbound message has a virus

» 1 Send when inbound message has offensive image (sensitivity: 10}
» 1 inbound message matches sender conditions

» 1 Cuarantine when inbound message matches subject conditions

» 1 Cuarantine when inbound message matches subject conditions

» 1 Send when inbound message matches attachment conditions

» 1 Delete when inbound message is spam (threshold: 15)

» 1 Cuarantine when inbound message is spam (threshold: 7)

» 1 Send when inbound message matches flename conditions

The policy list shows the names of all the

a
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policies for the entity that you are viewing. Names for

existing policies have been created for you, and you are free to edit them. Each policy can be edited
with the Edit button or deleted with the Delete button.

Policies are displayed in order of priority, with the highest priority policies at the top of the list. You
can re-order the policy priorities by clicking on the {f drag handle icon and dragging the policy to a
new position. Anti-virus policies cannot have their priority changed.

You can view all details of each policy by clicking on the policy row.
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Creating a new policy

By clicking the Add button in the policy list you can create a new policy.

Create Company Mail Policy

) Matlguard

Policy
Name:
Direction: [ Inbound & Qutbound H
Type: [ Anti-viral H
Conditions
Constraint: Message contains a virus
Actions
Action: [ Quarantine message I-G-‘
Warn recipients: m =
Wam recipients 24 hours before deleting message
Also send a copy to! Add email address
Indicate message as duplicate: u Yes
Alerts
Alert sender: [ No I-%-i
Alert recipient: [ Mo I-G-]
Alert administrator: [ Mo I-G-i
SMS administrator: m Yes
Alert other: [ Mo I-G-i

New policies must have names to make them easy to identify. All policies must have a policy type
and an action.

If your policy type is Content Filter, then you must specify the conditions on which to filter.

Type: [ Gontent Fiter )
Conditions
Match: [ A )
Add condition:
Atichment oo
Conditions: Ftacipianl[ p—m—m— .I
AND
Filename| containg I-_'-“
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Simply click the condition type to add to the list of conditions. You can delete any single condition
using the Delete button.

Alert recipient: { Immediately +]
Alert administrator: [ Scheduled digest ==

:- Every hour
«—5:00 am, 11:00 am, 2:00 pm, 5:00 pm

' 5:00 am and 5:00 pm
12:00 am

1:00 am
2:00 am
3:00 am
4:00 am
5:00 am
6:00 am
7:00 am
B:00 am
5:00 am
10:00 am
11:00 am
12:00 pr
1:00 pm
2:00 pm
3:00 pm
4:00 pm
5:00 pm
B:00 pm
7:00 pm
B:00 pm
5:00 pm
10:00 prn
11:00 pm

Send digest at next of:

If you choose to send any alerts for this policy, then you can specify immediate alerts or provide
times when alert digests should be sent.

Editing an existing policy

Clicking the Edit button for an existing policy allows you to edit a policy. This page is identical to the
Add Policy page with the details for your policy filled in. Please refer to the Add Policy section
above to learn how to edit a policy.

2.2 Quarantine Search
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The new quarantine interface is designed to be intuitive and should be very quick to comprehend.

‘/@ To get to the email quarantine, use the Tools menu and select Quarantine

There are three ways to locate quarantined messages, depending on what information you have.

ID: When you know the Message ID

Search Recently Quarantined Mezzages

Message Id:

This is the fastest way to find a message in the quarantine. The Message ID can be found in alert
and digest emails (based on policy actions).
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Search: When you have other information, but not the Message ID

d Search Recently Quarantined Mezzages
Location: Subject -
Keyword:

Sometimes you don’t have any way to access the Message ID, but need to find a message in the
qguarantine. The Search screen lets you search quarantined messages based on Subject, Sender,
Recipient, or the Reason the message was quarantined.

Recently Quarantined Messages: When you don’t know anything

d Search Recently Quarantined Meszages

Mumber of meszages: 50 -

Show Recently Quarantined Messages

If you have no searchable information, or just want to browse, you can use the Recently
Quarantined Messages tab.

& To see more messages, use the » button at the bottom of the results page

2.3 Quarantine Results
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The results page gives quick access to quarantine features for one or more messages.

Delete selected a
Date 1 Now 2010 %:00 am

Subject Re: Reaching out to the World

Sender alertz@bounces.mailguard.com.au

Recipients  google@twitter.isite.net.au

Reason Message was identified as spam with a score of 7.803 out of 7
Date 28 0ct2010 11:33 pm

Subject Forros a la Medida para Loz Asientos de tu Vehiculo ®

Sender mgil@relis.com.ve

Recipients  google@twitter.isite.net.au

Reason Message was identified as spam with a score of 10.981 out of 7

Copy Me Select

Showing 1 to 10 .
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Single Message Actions
Each message has a group of five buttons associated with it. Each button takes action on just that
message.

The view button will show a preview of the message headers and the start of the
message body

Send a copy of this message into your own inbox rather than the intended recipient. The
message will still be show in the quarantine for release to the intended recipients

HEEENS|  Take the message out of the quarantine and deliver it as intended
Delete Permanently remove the message from the quarantine without keeping or sending a

copy to anyone.

Select Toggle selection of this message for multiple-message actions (see below)

Multiple Message Actions
At the top of the results list, there are four buttons that affect multiple messages

De-select any messages that are currently selected in this results set
Select every message in the current results set

HEEENS]  Take every currently selected message out of the quarantine and deliver it as intended

Delete Permanently remove every currently selected message without keeping or sending a

copy to anyone.
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3. WebGuard
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The unified nature of the new management console means that configuring the WebGuard service

is not separated from general configuration.

The WebGuard-specific parts of the management console are organized into logical places based

on how they're used. Here's where to find the most common features:

/B

Feature New Location

Users Configure > Users

Groups Configure > Groups

Networks Configure > Networks

Splash page Configure > Account > Daily Welcome Message
Company Web Configure > Account > Company Web Policies
Policies

Group Web Policies

Configure > Groups > Group Web Policies

User Web Policies

Configure > Users > (user) > Web Policy

User Usage report

Reports > WebGuard Reports > User Usage

Domain Usage
report

Reports > WebGuard Reports > Domain Usage

Email reports

Reports > WebGuard Reports > Usage Summary

Sessions reports

Reports > WebGuard Reports > Web Browsing Sessions

Exception reports

Reports > WebGuard Reports > Exceptions

3.1 WebGuard Policies
WebGuard policies work very similarly to MailGuard policies. Please refer to section 2.1 MailGuard
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policies for how to view and manage your policies. This section will show the features that are

specific to WebGuard.

To find the entity on which you want to create a policy, look for the Policy features in the
“D navigation table in Section 3: WebGuard
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Adding and Editing Policies
A policy can be edited using the Edit button, or a new policy may be created with the Add button.

Create Company Web Policy

Policy
Name:
Conditions
Add condition:
Time of day Fie ype Web adcress L Coment ¥ Amivins
i Category Always match File extension Phishing [ Quota
Conditions:
File type [ is  [4]( Executable File -
Actions
Add action:

Rediect X Viussoan ¥ Wam ¥ Dontviussoan ¥ Block

Redirect

Actions:

Block

WebGuard policies require a name, at least one condition and at least one action. You can have as

many conditions and actions as you want.

To add a condition, simply click a condition type. Each individual condition can be deleted with the
Delete button.

To add an alert, simply click an alert type. Each individual alert can be deleted with the Delete
button.

3.2 WebGuard Networks
The new Networks interface allows for simpler configuration of each of your locations.

Creating a new network
1. Click on the [Add] button at the top of the Networks list
2. Enter the network details and click [Submit]

Setting the network proxy preference
1. Click on the [Edit] button for the network on the Networks list
2. Click on the "Proxy Preferences" link from the left-hand menu
3. If the Proxy Preference list is empty, click the [Add] button to add proxies
4. Use the arrows on the left of each proxy to sort the order of your preference

Adding URL routing (formerly proxy hosts)
1. Click on the [Edit] button for the network on the Networks list
2. Click on the "URL Routing" link from the left-hand menu
3. Click [Add] to add a URL Route for the proxy
4. Select "DIRECT" for direct routes, or (proxy) to redirect the selected proxy

The URL Route can also be deleted from this interface.
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Editing an existing network

From the Networks list, you can click [Edit] to edit the details of each network. You can also elect to
[Delete] a network.

3.3 Monitoring and Reporting

Exceptions
This report replaces the ‘exceptions’ tab in the old WebGuard console.

Number of Cacoptions: | 10 . a
Polcy
Time User Name uaL

29 Oct 2010
1237 pm JAMLS-POGnn No Pom

29 Cct 2010 P Swrww manchest comGaterse Repa

RS sweseooms  mme TN Ve §
A pelontis GLENS RS0 o Poen SR e
BeeTC swssoowe R, DI Ve i
A HAES POGiann ™o Pom i s wen @

7 Ot 2010 hp Mwrws DUNSBSOverage cory Fpo
531 p,,( JAMES-POGIen No Pom Moot @
27 Oct 2010 a hep Mwww bustedcoverage comy s i
591 o JAMES PO Gisns No Por B4 @
27 Oct 2010 ¢ D Mwww bustedooverage comv repa
335 pm JAMES-POGons No Porn ot @

7 gﬁm WORKGROUPOatto Anon e A¥roadom nesvt net "AB

Showing ' % 10

By default, the 10 most recent exceptions are shown. To view more results, click on the drop down
box and select one of the other options.

The list of exceptions shows the time at which the exception was triggered, which user triggered
the exception, the name of the policy that was triggered and the offending URL.

For each exception, you may click on a button to view the policy that was triggered, the user who
triggered the policy or report the URL as a false positive.
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User Usage and Domain Usage
These reports replace both of the ‘report’ and ‘usage’ tabs in the old WebGuard console.

Initial Search

Report Period: [ Today %J

Time: 8:00 am - | 10:00 am

Order Resutts By: | Browsed Time >+l

Mumber of Resutts: [ 5 FH

Y

Username $Ir:11;\.lsod Pages Bandwidth
Glenn-PC\Glenn 1h 44m 1880 35.9 MB
IARKE [INGLTTChris 58m 375 808 10.9 MB
GLENE\Rose 54m 225 439 3.6 MB
JAMES-PC\Glenn 54m Gs 610 8.3 MB
SDAGENT2\Darren Conti 52m G4s 412 6.1 MB

Showing 1t0 &

Select a report period. If you select ‘Today’ or ‘Yesterday’, you also have the option of searching
between specific hours of the day. ‘9am’ and ‘5pm’ are example values.

You may select the order in which the results are sorted. The sorting will be in descending order,
e.g. if you order by ‘Bandwidth’, then the top result will be the user or domain for which the
greatest amount of bandwidth for the report period was consumed.

Lastly, you may select the number of results you wish to see.

The list of results shows the users or domains, the total browsed time, the number of pages
requested and the total bandwidth consumed within the report period. You may click ‘More Detail’
to get more detail of the web browsing usages for a particular user or domain in this report period.

More Detail
There are multiple levels of detail which allow you to see specifically which pages were viewed for
a particular user or domain within the report period.

Session Detail

Sesslon Start Browsing Time Bandwlidth Pages

17}
3 Nowv 2010 3:01 am 58m a7s 10.9 MB 808
Showing 1101
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Session Detail

Browsing Time Domain Bandwidth
™}
3 Mow 2010 9:01 am wWww. silverpop.com 102.1 KB More Detail
3 Now 2010 9:01 am wiww . google-analytics.com 1.1 KB More Detail
3 Now 2010 8:01 am api.twitter.com 216.2 KB Maore Detail
3 Now 2010 5:01 am content. mkt51.net 358 B Maore Detail
Session Detail
Browsing Time Page Bandwidth
[}
;OF:G:W?OW http:/fwww. siverpop.comfimages/bg_herotablink_active.jpg 37T KB
3 Now 2010 hittp:/Awww.silverpop.com/images/bg_herotablink_fir 11KB
8:01 am st_inactive.jp... '
;ﬂl’:o:"?ﬂm hittp:/fwww.silverpop.com/images tabs-dollar-on.png 895 B
;Or:o:"?mn http:/fwww. siverpop. comiimages/tabs-email-off. prg Sa2 B
3 Now 2010 hittp:/fwww.silverpop.com/marketing-solutions/email- B8 KB
8:01 am marketing. htm. .. ’

Web Browsing Sessions
This report replaces the ‘sessions’ tab in the old WebGuard console.

Custi I
Report Pericd: [ ustom ""‘
1 Nov 2010 -1 Nov 2010

Recipient: example®@mailguard com.au

Report Type: |+ User
Croup

admintemp@mailguard.com.au
admin_demo@mailguard.com.au
alfiej®mailguard.com.au
alissa@mailguard.com.au
andrew®@mailguard.com.au
anwar@maiguard.com.au
carelinat® mailguard.com.au
chrisd@mailguard.com.au
chrisw®mailguard.com.au v

Anonymise: m Yes

Select a report period. You have the option of some pre-set report periods, or you may specify a
custom period.

L= ARv )

Users:

»

The recipient email address of the report must be specified.
You can choose to report of a particular user or users, or a particular group.
You may opt to anonymise the names in the report.

Submitting the form will place a report request into a queue, and will be run as soon as possible.

Page | 13 Printed 1 November 2010



matlguard

Usage Summary
This report replaces the ‘email reports’ tab in the old WebGuard console.

Initially, a list of the currently scheduled reports are displayed, including who the recipient of the
report is, how often they receive the report and whether or not the names on the report are
anonymised. You have the option to edit an existing scheduled report, delete a scheduled report,
or create a new scheduled report.

Reciplent Frequency Anonymise

L Add Gy
craig@mailguard.com.au Weekly No [ Edit ]
anwar@maiguard.com.au Daily No =

When creating or editing a scheduled report, you can configure who the recipient of the report is,
the frequency of the report, whether or not the report is anonymised and the group to report on.

Create

Recipient: | suppor il l.com.au

Freguency: | Daily

Ancnymise: m Yes

Group: [ All Users '%l

Report Archive

The report archive replaces the ‘documents’ tab in the old WebGuard console. This allows you to
view the recent documents that have been placed into the document repository and the details of
the report.

Report Archive

Wit aeird
Creos tha Past | Day -+
 Show Documara
Deeument Typs Sran of Repest End &l Repan Driginal Reeipient
Lianga Repon 2 Mo 2010 1:00 am 2 Mgre 2010 5200 am R DG GO M. Com [ Downinsd
Lisaga Repon 2 Mgre 2010 §:00 am 2 Mgwe 2010 10500 am R DG, GO0 NS oom =0
Monitoring Widgets

On the front page of the console, there are a couple of widgets that you may choose to display
which allow you to see your company’s recent web usage.

Top web users - past hour

Top web users - past hour

Browsed
Username Time Pages Bandwidth
JAMES-PChGlenn 58m57s 1482 14.8 MB
GLENE\Rose 58m34s 258 B79.4 KB
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4, SafeGuard

4.1 Archive Search
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‘f@ To get to the archive search, use the Tools menu and select SafeGuard

There are two ways to search for messages; depending on how detailed you want your search to
be.

Basic Search

Search Advanced Search Zip manager

Anywihere

Period: Today -

Search everyone: m Yes

With basic search you only need to supply the text that you are searching for and the time period
during which the email was delivered. This method will search the email body and the addresses of
the sender and recipients. You will only have the option of searching all mail if you have been
authorized to do so.

Printed 1 November 2010



matlguard

Advanced Search

Search Advanced Search Zip manager

Find messages that have ...

In the subject:

In the text:

Find messages that include ...

The sender:

The recipient:

Find attachments with ...

In the text:

The filename:

Find messages that were sent ...

[ This month 4]
1 Nov 2010 -[3 Nov 2010

Period:

Additional Options

O sent (outbound)
Diirection: N
 Received (Inbound)

Advanced search allows you to fully customize your search. This search will find messages that
match all the criteria that you specify. You will only have the option of searching all mail if you have
been authorized to do so.

4.2 Archive Results

Date From Recipients Subject
(=%

3 Nov 2010 . . . . Analytics www.mailguard.com.au - —

K 1 " " == opy Zip
12:16 am R mail.cem rickmi d.comau 20101025-20101031 (WEEKLY) e
2 Nov 2010 . ; ; Analytice www.ccrm.com 20101025-20101031 . s
11:53 pm Ricl mail.com rickmi com.au WEEKLY) Previev Copy
5‘24“2”;?1 0 Rickh mail.com rickmi d.com.au Analytics www.ccrm.com 201010 (MONTHLY} Copy Zip
25 Oct 2010 N . . Analytics www.ccrm.com 20101018-20101024 - -

. - @ matguars.
507 am Ricl com ricl com.au WEEKLY) Preview [ Zip ]
25 Oct 2010 N . . Analytics www.mailguard.com.au ~ —

K mail K d —— opy Zip
7:54 am R com e o cemau 20101018-20101024 (WEEKLY'} e

The results list shows you details about the messages that matched you search. For each message
you can:
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Use the Preview button to view text from start of the message.

9:07 am

26 Oct 2010
7:54 am

19 Oct 2010
722 am

19 Oct 2010
5:32 am

12 Oct 2010
9:41 am

RickMeasham@gmail com rickm)
RickMeasham@gmail com rickm)
RickMeasham@gmail com rickm)
RickMeasham@gmail com rickm)

e aRerras e R W -_—aa
Analytics www.mailguard.com.au %
20101018-20101024 (WEEKLY) Zip

- This is a weekly email from Google Analytics. You 1-2010104T

received this email because someone reguested the
report to be sent to you. You will receive the next report
next Menday. If you would like to opt-o
e i
Y zp

Use the Copy button to send a copy of the message to yourself.

If you were the sender, then use the Replay button to resend the messages to the original

recipients.

Use the Zip button to add the message to your zip. You can use the zip to download many

messages at once using the Download Zip button in the Zip Manager tab.

Search Advanced Search Zip manager

2 messages in zip
L Zi Contents L Empty Zip_L Download Zpp J

Each results page shows 50 messages. If more than 50 messages matches your search you can get
the next (or previous) page of result using the buttons that the bottom of the results list.

L

To see more messages, use the » button at the bottom of the results page

5. New Features

Frequently Asked Questions

The Frequently Asked Questions section is a new section. It allows you to view questions related to

specific products of services that you have subscriptions for.

Frequently Asked Questions

MailGuard

SafeGuard cCAM SafeGuard Media ImageGuard Managed Mail WebGuard MailGuard Live

gl MailGuard

* How can MailGuard protect against now viFuses?

M What is an Access Contral List, why do | nead one, and how do | 5ot @ up?

* | have a Lotus Notes server. la this compatibia?

p oo ot have a mail server my ISP hests our mailboxes, 15 MailGuand compatisie?

» lam going on leave. Can MaillGuard send an autoreply to my correspondents?

Yes! You can configure an aud reply via Mailzuard's managerment ConSod. Thi: AUlofeSponG e MOeChanism will return & G [with text of
your chiice) 10 anyona that sends you an emai. This is configured within the MailGeard Management Console by editing the relevant contact.

Kloda: Miaks mma s o smmen et mee A Gn ae ek e e oo

Additional detail (related questions) may be viewed about a particular question.
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5.2 Dashboard
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Quarantine Quick Access - ¥ MailGuard blog - % Resources - %
= - - { 0y
Quarantine Quick Access MailGuard blog N Resources
Catch up on the latest news from the team at *‘-»——. Learn more and participate —
Meszage Id: MailGuard
* Transttion Guide
Malware attacks from legit websites on the * Frequently Asked Questions
m rise * Product Brochure
= MailGuard Website
The level of malware attacks where the site browser is
automatically redirected to infected websites has surged
Service Status - % in recent months. N
read more guaaestonlox - %
Service Status Data security: how safe is your .
organisation? Suggestion Box b
Is it me? or is it you?

The global economic crisis has generated increasing We've setup a feedback forum so you can tell S
levels of danger to data security, at a time when stronger
compliance requirements places extra pressure on T heard
budgets. Does data security pose a threat to your
organisation?

Let me add some of the reports to Voo |

read more -
:2te, the front page Vote

us what's on your mind. Please go there and be

MailGuard Emai Fitering
Mo current issues

Search and retrisve functions are currently

i : s " 4 updates in vour RSS read
sxperiencing & latency of spx 15 minutes. Subscribe to read updates in your RSS reader

Allow staff to log in to access their
\

voles Own quarantine

SafeGuard Media Email Media Archive

Media production has begun.

» 2D

» Go to our Feedback Forum (2 ideas)

The dashboard is presented when you first log into the console, and is accessible via the “Home”
menu item. It consists of a set of “widgets”, each of which contains a small function or piece of
information. You can drag these around to arrange them to your liking, and add and remove those
that you don’t want to see.

Quarantine Quick Access (MailGuard subscribers only)
Provides fast direct access to a quarantined message when the Message ID is known

Inbound Email Profile (MailGuard subscribers only)
Graphically describes the ratio of inbound spam, virus, etc. email to that which is delivered

Service Status
Shows the current status of each service. Any planned or unplanned outages or degradations will
be visible here.

Suggestion Box
Provides access to a feedback forum so you can tell us how we’re doing

Recent Viruses (MailGuard & WebGuard subscribers only)
Describes the most recent virus and spyware discoveries by our Anti-virus vendors

Top Web Users - past hour (WebGuard subscribers only)
Shows who are the heaviest web users in the past hour

Top Web Users — today (WebGuard subscribers only)
Shows who are the heaviest web users today

Resources
Quick links to documentation, FAQs, product brochures and other useful resources

MailGuard blog
The latest news from the MailGuard Team
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Transition Guide

One page cheat sheet

MailGuard Console

Feature New Location
Quarantine Tools > Quarantine
Contacts Configure > Users
Domains Configure > Domains
Company Configure > Account

Contact Policies
Domain Policies

Company Policies
Contact Footers
Domain Footers
Company Footers
Stats

Support Tickets

Configure > Users > (user) > Email Policies
Configure > Domains > (domain) > Email Policies

Configure > Account > Email Policies
Configure > Users > (user) > Footers
Configure > Domains > (domain) > Footers
Configure > Account > Footers

Reports > MailGuard Reports > Traffic
Support > Tickets

WebGuard Console

Feature New Location

Users Configure > Users

Groups Configure > Groups

Networks Configure > Networks

Splash page Configure > Account > Daily Welcome Message
Company Web Configure > Account > Company Web Policies
Policies

Group Web Configure > Groups > Group Web Policies
Policies

User Web Policies
User Usage report
Domain Usage
report

Email reports
Sessions reports
Exception reports

Configure > Users > (user) > Web Policy
Reports > WebGuard Reports > User Usage
Reports > WebGuard Reports > Domain Usage

Reports > WebGuard Reports > Usage Summary

Reports > WebGuard Reports > Web Browsing Sessions

Reports > WebGuard Reports > Exceptions
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