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Network Management Card

Chapter 1 Overview

NMC (Network Management Card) can receive the status information of
UPS, and also can send commands to control UPS. User can manage UPS
with NMC via web browser or via network management software which
supports SNMP protocol.

Once UPS output is abnormal or other events are touched off, NMC will
protect server or client operating system being shut down safely by working
with system protect software (SPS) that can be installed on various operating
system. The conditions include: UPS output abnormal, UPS battery low, UPS
overload, over temperature, schedule shutdown, etc. User can set the
condition, once the event is touched off, NMC will inform SPS of the event
and SPS will shut down operating system safely according to the setting of
SPS.

Note: NMC is short for Network Management Card in the following
description.
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1.1 NMC package contents

1. NMC with mounting bracket, packaged with ESD bag.
2. RJ45 to DB9 converter cable.

3. Quick Installation Guide.

4. NMC CD-ROM.

1.2 NMC CD Resources

NMC CD-ROM contains NMC Utility, Quick Installation Guide, User Manual,
MIB files, System Protect Software for various OS, and NMC firmware
upgrade SOP.

. NMC Utility --- for searching NMC in LAN and linking to web of the card
Quick Installation Guide --- for describing how to configure NMC

User Manual --- for NMC function introduction and settings

MIB files --- for SNMP monitoring use

System Protect Software --- for protecting server or client operating
system shutdown safely

NMC firmware upgrade SOP --- for describing how to upgrade NMC
firmware

N

o

1.3 Features

e UPS management by network connection through RJ45 connector
User can monitor UPS status and control UPS via web browser on the
internet.

e UPS and NMC configuring via SNMP protocol

User can configure parameters of NMC and control UPS via SNMP protocol
on a network management station.

RTC function supporting

Standard MIB (RFC1628.mib) and user-defined MIB (EPPC.mib)

EMP (Environment Monitoring Probe) supporting

SSL supporting

Operating system shutdown safely

System Protect Software can protect server or client operating system
shutdown safely.

¢ Redundant UPS input shutdown

If there is more than one UPS supply power to server, user can configure the
redundant UPS input shutdown function of SPS (System Protect System),
SPS will shut down server safely when the last one UPS can’t supply power.
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1.4 NMC Applications

NMC is kind of SNMP (Simple Network Management Protocol) manager to

communicate UPS via Ethernet, it provides access information and send

commands for the UPS. NMC supports two communicating protocols which
are SNMP and HTTP for application. Through NMS (Network Management
Station) or web browser user can access UPS information via Ethernet directly,

meanwhile user can manage both UPS and NMC parameters as well.

NMC provides an application program which named SPS (System Protect

Software) for multi-servers shutdown purpose. The program provides

shutdown function for different operating systems when shutdown events are
appearing on UPS. Shutdown events are configurable by user. The shutdown
software will proceed the automatic shutdown orderly to prevent the abnormal

shut-off of the clients or servers.

0OS with SPS 0OS with SPS 0S with SPS
PC/Server PC/Server PC/Server
| |
UPS NMS
with or
NMC Web browser
RS5232 PC
Power Internet
NIMIS —— Network Management Station

SPS —— System Protect Software
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Chapter 2 NMC parameters setting via serial COM

port

There are more methods for NMC parameters setting: setting via serial COM
port, setting via telnet program, setting via SSH, and setting via web browser. It
offers basic parameters setting through a serial COM port for NMC configuration
such as IP Configuration, Pass Through, and Reset Configuration to default,
Restart and Password. In this section, it particularly introduces the parameters
setting via serial COM port. It is worth mentioning that the telnet/SSH program
settings menu is same with the serial port settings.

2.1 Configure NMC via serial COM port

1.

2.
3.
4

a1

Prepare a computer (with Microsoft Windows XP or later version)

Insert NMC into UPS’s intelligent slot exactly.

Tighten NMC with screw.

Connect the serial port of computer with NMC via RJ45 to DB9 converter
cable, the cable is supplied in NMC package.

On the computer with Microsoft Windows, for XP operation system, select
Hyper Terminal from start->all programs to communicate with serial
port; For XP above version, communicate with serial port via serial port
debug tool (Putty is used as example in this manual).

For Windows XP or other Windows operation system that support Hyper
Terminal, select Accessories>Communication-> Hyper Terminal to
create seriglupgmmunicatioq:u

QLT UL UL S 1 W SHIULE LESMUL U S
Li’ J|nhua(${% 4 @ Windows Media Player (11} Synchronize
pj 7-Zip v L wWindows Explorer
| ) treelPrOSEt Wireless vil @ wordead
£ Internet - i :
Internet Explarer I Inkerviden WinDvD 4 M Communications B HyperTerminal
i]ﬂ E-mail ) Roxio » & NetMeeting
L= Micrasoft Office Outly I Trend Micro OFficeSean Client » & network Connections
- ‘) windows Search Q Metwork Setup Wizard
ii Microsoft Office Worll
! I Powerwaord2009Eaton Edition » 4| Mew Connection Wizard
'% Micrasaft Office Excd “m Juriper Metworks 3 \z ‘Wireless Mebwork Setup Wizard
oo S I CuterDF 3 I} HyperTerminal 3
. PowerWaor atdl = ) ]
L& Edition ﬂ Microsoft Office Communicator 2007
) I Tortoisesvn 4
kg Paint ,@ Mozilla Firefox 4
[F RegisterMachine »
Adobe Reader 8 @
Iy AFEngine 3
Pt .
E‘@ Motepad I PL-2303 USE-Serial Driver »
I Microsoft Sitverlight 3 DK »
~ ) Microsoft SGL Server 2008 ’
All P 5 .
Healitine m Microsoft Sync Framework 4
IE) Microsoft visual Studio 2010 »
) Filezila FTP Client ’
= - g o
'~ |7 Eaton Electrical Inc » Gom -

Input a name and select the connection icon.
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Connection Description

' MNew Connection
Enter a name and chooze an icon for the connection:

M amme:

|NMC |

lzon:

[ 1]8 H Cancel ]

Enter detailz far the phone number that you want bo dial;

Country/region;

Arga code; I:I

Phone number: | |

Comect using: | EERI ~ |

[ ] H Cancel ]

Configure the parameters of the serial port: 9600 bps, 8 bits, None parity,
1 stop bit and None flow control.
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COM3 Properties

Fort Settings |
Bitz per zecond: |E|EEIEI V|
Drata bikg: |E v|
Parity: |N|:une v|
Stop bitz: |1 v|
Elow control: | v|
[ Bestore Defaultz ]
[ ()4 ] [ Cancel ] [ Apply ]

® For XP above Windows version, communicate with serial port via serial
@ putty.exe
port debug tool. Double click Putty icon , open Putty and
select serial session, configure the correct serial port and baud rate
9600 bps-



Network Management Card

ﬁpum{'aﬂﬁgu‘r“' E
Categary:
TLm Specify the destination you want to connect to
ki Serial ine Speed
- Bell ComM 5600
- Features Connection type:
= Window Raw () Telnet () Rlogin () SSH |@ Senal
i Load, save or delete a stored session
Diefault Seft
. [ led | |,
e [ Sae |
- Proxy
- Tebet Delete
#- 55H
| - S Cloze window on exit: |
| |
sbout _Open [ Cancdt |

Select “Serial” node on the left tree, and configure the parameters of the
serial port on the right window: 9600 bps, 8 bits, None parity, 1 stop bit
and None flow control. And then open the putty serial communication
window by click “open” button.
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‘I_gtgéﬁﬁn- ] ﬁmbnsmrudhgbcdﬂmdhws
Logig Select 3 sl line
- Keyboard Serial line to connect to CoM

i Corfigure the serial line

-%-?ﬂndnw Speed (baud) 600

E ': Diata bits g

?-Tﬁmﬂaﬂa1 Stop bits 1
| . Colose Parity |Hme v|
= Connection Elow control |mwﬁ Y|

== | e |

6. Please turn on UPS and waiting NMC start successfully, there will be
some information shown on the hyper terminal interface. Refer to the
following diagram, input NMC password, the default password of NMC is
password

Password:_

7. After inputting the NMC password, all main menus will be shown on the
hyper terminal interface, refer to the following diagram.

1. IP Configurations

2. Pass Through

3. Reset Configuration to default
4. Restart

5. Change Password

0. Exit

Please Enter Your Choice :

8. Basing on the main menus, please select “1” to configure IP address,
gateway, subnet mask and DHCP, refer to the following diagram.

10
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MAC Address : 00:20:85:F7:18:1F
1. DHCP : Enable
IP address : 172.18.127.42
Subnet mask : 255.255.255.0
Gateway :172.18.121.1
Primary DHS address c172.18.121.17
Secondary DNS address : 151.110.232.21
1. IPv6 Configure
B. Return to previous menu

Please Enter Your Choice :

9. Basing on the main menus, please select “2” to send command to UPS,
the function is just for double checking UPS reply data correctly or not.

10. Basing on the main menu, please select “3” to configure NMC parameters
to default value.

11. Basing on the main menus, please select “4” to restart NMC.

12. Basing on the main menus, please select “5” to modify NMC password.

13. Basing on the main menus, please select “0” to exit main menus. It is
suggested exit the main menu page when the configurations is completed,
and then close the serial debugging tool.

Note: User can configure NMC through Telnet program; the menu options
of Telnet program are as same as the serial port setting menu.

11
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Chapter 3 NMC&UPS management via web browser

In this section, it particularly introduces how to configure NMC, manage UPS
and monitor UPS parameters via web browser.

3.1 NMC Parameters setting via web browser

Please Note: Before implementing the NMC setting for all configuring
parameters, user has to become NMC administrator first. While configure
parameters for NMIC via web browser, there will be a pop-up dialog to ask
the name and password of NMC administrator. Only NMC password can be
changed, regarding to change password by serial COM port, please refer
to the item 15 of the section 2.1.

3.1.1 NMC System menu

NMC system menu can be accessed by Settings>NMC System. In this
menu it offers configuring for DHCP function, default is enabled; NMC IP
address; SNMP version; SMTP function; UPS description; UPS location; NMC
web language change function and data log interval. Please refer to the
following diagram 3.1.1.

Please Note: NMC must restart via Reboot System menu after changed IP
address via web browser to make IP setting active immediately.

e (=B
= - - - — A AT
(=2)| @ hrtp://172,18.139,607 suthority_ok.html £ ~ & || @ Network ManagementC... i ook
S, MR (A Al - L
ON-LINE
NETWORK MANAGEMENT CARD FOR UPS Location: Office
21/01/2014 16:06:28
UPS Monitoring Settings » NMC System help
UPS Status System Configuration
VELS e BoOIPIDHCP Enable | v
UPS Parameters
: 1P Adoress (EZETRECN
UPS Powered Devices
UPS Identification iy ansra less 265 2560 |
UPS Management Gateway Address [rzi81381 ]
UPS Battery Test Primary DNS [ EEE
UPS Battery Test Schedule Secondary DNS :|
SNMP TRAP Receivers P [Enable v|
O Comtperation IPvE Auto Ceonfiguration Enable v
UPS Control = - | ‘
IPv6 Address
UPS Shutdown sifnand i
Shutdown Schedule PO ]
HNMC System IPv6 Local Address | ‘
Reboot System IPv6 Address 2 [ |
Access Control
Date and Time
| snmPys USHM Table SHMP Support SNMP v3 v
Wake On LAN Teinet Connection Enable v
| Email Notification 88H Connection Disable v
| Firmware Upload SMTP Enable | v
| PR Login required for web access Disable v
AT I —
e UPS Location
Event Log Default Language English v
System Log History Log IntervaliSec)
Statistics Log Interval(Min)
Save
< >

#100% ~

* Diagram 3.1.1
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3.1.2 Date and Time menu

Date and Time menu can be accessed by Settings->Date and Time.
There are three methods for configuring NMC date and time: configure the
date and time of NMC same as user’s computer; manually setting the date
and time through input the date and time by user self; enter the NTP server
address and select a time zone, make the NMC clock synchronized with the
NTP > server time. Please refer to the following diagram 3.1.2.

. {— Sl @ hitpy//172.18.139.60/ D - € | @ Network Managemert C...
ON- LINE
NETWORK MANAGEMENT CARD FOR UPS Location: Of
zzinuznm 13 37:27
UPS Monitoring ~ || Settings » Date and Time help
| uPs Status
UPS Alarm
UPS Parameters ?yn chronize with comput_e‘r-nrne
UPS Powered Devices Computer Date(dd/mmyyyy 221012014
! UPS Identification Computer Time(hnimmss 14:26:18
UPS Battery Test E‘ Setting manually
UPS Battery Test Schedule Date (ddimmiyyyy l:l
SNIMP TRAP Receivers Time (hhmmess |:|
UPS Configuration
UPS Control Synchronize with NTP server time
UPS Shutdown Server Address
Shutd Schedul
Seﬂ s e Time Zone (GMT+08:00) Beijing, Hong Kong, Kuala Lumpur, Singapore, Perth, Taipei El
|ngs
able Daylight Saving Time
NMC System @ Enable Dayligh ing Ti
Reboot System
Access Control
Date and Time
SNMPv3 USM Table
Wake On LAN
Email Notification
| Firmware Upload
File Management
Logs
UPS Log
UPS Statistics Log
il EventLog v
System Log
< >
H100% -~
— — —
Diagram 3.1.2

3.1.3 Email Notification menu

Email Notification menu can be accessed by Settings—> Email
Notification. NMC will send an Email to user when UPS event happens.
Email Message Setting, there are columns which Mail Server, User Account,
User Password, Sender’'s Email address, Mail Subject Prefix, Mail Server Port,
Mail Daily Report At and Attached File must be input according to what user
wants to define.

Recipient List Settings, four Email receiver address can be configured at
most; user can input description for each Email address. The functions of Mail
Type and Event Level are as following.

Email Type:

- None: It means that NMC won’t send any Email to the mail account

when event happens on UPS.

- Events: It means that NMC will send an Email when to the mail account

when event happens on UPS.

- Daily status: It means that NMC will send UPS daily logs reports to the

mail account and the delivery time is configured by “Mail Daily Report
At” column. Note: user is able to select History Log, Event Log and
System Log report by tick Attached File column.

13
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- Events/Status: It means that NMC will send an event report to the mail
account when event happens on UPS and meanwhile NMC will send
the daily logs reports as well.

Event Level:

- Information: It means that NMC will send an Email to the mail account
once event happens on UPS.

- Warning: It means that NMC will send an Email to the mail account
once warning event happens on UPS.

- Severe: It means that NMC will send an Email to the mail account once
severe event happens on UPS.

Refer to the following diagram 3.1.3.

O e wnnsine

R R

» =
L-c|a

Network Management

NETWORK MANAGEMENT CARD FOR UPS

ON-LINE
Location: Office
22/01/2014 13:37:53

UPS Monitoring A

UPS Status

UPS Alarm

UPS Parameters

UPS Powered Devices

UPS ldentification

UPS Battery Test

UPS Battery Test Schedule

SHMP TRAP Receivers

UPS Configuration

UPS Control

UPS Shutdown

Shutdown Schedule
Settings

HMC System

Reboot System

Access Control

Date and Time

SHMPv3 USM Table

Wake On LAN

Settings » Email Notification
Email Message Settings
Mail Server
User Account

User Pas

Wail Daily Status Report At
Attached Files
Recipient List Settings

Index Mail Account

[151 110 126 205

|E2018827

|susanxia@ea“on com

0:00

T
Hbr,l: Log

L ]

Descriptien

EventLag

System Log

Mail Type

Event Level

1 \Yiqiongzha»@ea‘{on.com

|EverrtsfStatus ﬂ

Information El

|Evem s/Status ﬂ

Information ﬂ

Events/Status 1]

Information 1]

Events/Status ﬂ

Informaticn ﬂ

Set Value

Email Notification
Firmware Upload

File Management

UPS Log

UPS Statistics Log

Event Log

System Log

< >

R100% ~

Diagram 3.1.3

3.1.4 SNMP TRAP Receivers menu

SNMP trap receivers menu can be assessed by UPS
Management->SNMP TRAP Receivers. In this menu, the columns NMS IP
address, Trap Type, Severity and Description are configured by user’s
demand. The default of Community Strings column is “public”, and it can’t
change by anyone. Trap type support two trap types which are RFC1628 Trap
and EPPC Trap.

Severity:

- Information: It means that NMC will send a trap message to the NMS IP
address once event happens on UPS.

- Warning: It means that NMC will send a trap message to the NMS IP
address once warning event happens on UPS.

14
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- Severe: It means that NMC will send a trap message to the NMS IP

address once severe event happens on UPS.
User can input description for each NMS IP address in description column.
Refer to the following diagram 3.1.4.

- - W p—— —_—

P+C H 2 Network Management C... ‘

eL | @ hitpy//172:18.139,60/authority_ok html

NETWORK MANAGEMENT CARD FOR UPS

ON-LINE
Location: Office
22/01/2014 13:40:52

UPS Monitoring ~

UPS Status

UPS Alarm

UPS Parameters

UPS Powered Devices
UPS ldentification

UPS Battery Test

UPS Battery Test Schedule
SHMP TRAP Receivers
UPS Configuration
UPS Control

UPS Shutdown
Shutdown Schedule
HMC System

Reboot System
Access Control

Date and Time
SHMPv1/2 Configuration
‘Wake On LAN

Email Notification
Firmware Upload

File Management

UPS Log

UPS Statistics Log
Event Log

System Log

< >

Index HNMS IP Address

UPS Management » SNMP TRAP Receivers

Community String

Trap Type

help

Severity

1 [172.18.139.127

RFC1628 Trap v|

Waming | V|

2 [17218 139 27

EPPC Trap | v|

‘ln&]rmatrnniil

2 |

None

Information El

MNone

Information :]

MNone

hﬁmmatmnzl |

MNone

Information i]

None

lnknmattm.il

[li<l<lelieli<]

None

Information ﬂ

#H100% ~

Diagram 3.1.4

3.1.5 SNMPv1/2 Configuration

NMC Support SNMPv1 and SNMPv2 monitor, refer to Diagram 3.1.5.

User can set SNMPv1 and SNMPv2 community strings.
The default public community string is public. And the private community

string is private.

15
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@ hitpy/172.18.139.60/authority_okhtm B+ & || @ Network Managemeri C...

NETWORK MANAGEMENT CARD FOR UPS

ON-LINE
Location: Office
22/01/2014 13:41:20

UPS Monitoring ~ Settings » SNMPv1/2 Configuration

UPS Status SNMPv1/2 Community Strings
UPS Alarm Public Community String
UPS Parameters

Private Community String

UPS Powered Devices
UPS Identification

UPS Battery Test

UPS Battery Test Schedule
SHMP TRAP Receivers
UPS Configuration

UPS Control

UPS Shutdown
Shutdown Schedule
NMC System

Reboot System

Access Control

Date and Time
SHMPv1/2 Configuration
Wake On LAN

Email Notification
Firmware Upload

File Management

UPS Log

UPS Statistics Log
Event Log

System Log

< >

#100% -

Diagram 3.1.5

3.1.6 SNMPv3 User Management

To enhance security users can enable SNMPv3 management mechanism,
NMC can add SNMPv3 user through setting user name and validate

password.

EnterSettings ?NMC System, select SNMP Support to SNMPVS3, the
SNMPv3 menu option will appear to the left window, and then select settings
->SNMPv3 USM Table to add SNMPv3 user, refer to Diagram 3.1.6.

User need set SNMPv3 user name, Authentication password, Private

password, Security level, Authentication, User status.

Security level can choose no Authentication no Private password,
Authentication but no Private, or both Authentication and Private password;

Authentication is MD5 encryption mode;
User status can choose enable or disable.

16
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UPS Monitoring ~

UPS Status

UPS Alarm

UPS Parameters

UPS Powered Devices
UPS Identification

UPS Management

UPS Battery Test

UPS Battery Test Schedule
SHMP TRAP Receivers
UPS Configuration

UPS Control

UPS Shutdown

Shutdown Schedule

NMC System
Reboot System
Access Control
Date and Time
SNMPv3 USM Table
Wake On LAN
Email Notification
Firmware Upload
File Management

Logs

UPS Log
UPS Statistics Log

Event Log

System Log

< >

Authentication

e(;c- | @ hitp://172.18.139.60/authority_ck htm D+ ¢ || @ Network Managemerit C... ‘ | ' o) g 2o
ON-LINE
NETWORK MANAGEMENT CARD FOR UPS Location: Office
22/01/2014 13:42:58
Settings » SNMPv3 USM Table help

User Name avwwoid Private Password Security Level Authentication User Status
\ | || 1|1 | [oAuthioPm v]  [HMACMDS v]  [Disable v]
\ | | | | [noAuthloPrivv [HMACMDSE ~| [Disable |
‘ n i | |noAuthhoPriviv|  |HMAC-MOS |  [Disable v
\ | | | | | [roAuthNoPrivv| [HMACHMDE ~| |Disable v
‘ | | | | | MNIHNDPF'NE HMAC-MBS:I Disable i‘
\ || ] |1 | [noAuthNoPriv~| [HMACMDE | [Disable v
\ || ] [ | [noAuthNoPrvv] [HMACMDS ~| [Disable v
\ || 111 | [noAuthlioPrv v| [HMACMDE | [Disable v
s >
®100% v |

3.1.7 Wake On LAN

Diagram 3.1.6

Wake On LAN menu can be accessed by Settings->Wake On LAN. This
menu is used to start up client computer from network by MAC address. When
the client PC shutdown cause of UPS shutdown events, "Wake On LAN"
packet will send to client to start up PC after shutdown events returned the
normal. User can set almost 16 MAC address of client from this page. Refer to
Diagram 3.1.7.

17
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F =)
e ) @ hitp://172.18.139.60/autharity_okhtm D+ & || @ Network Management C... * | f o
ON-LINE
NETWORK MANAGEMENT CARD FOR UPS Location: Office
22/01/2014 13:43:30
UPS Monitoring ~ || Settings » Wake On LAN help
S Sy Index MAC Address Description Actions
e i 00-20°857-100b [Disable| v
UPS Parameters -
2 00:20.857-10.0¢ Disable| v
UPS Powered Devices
UPS Mdentiication 3 L ] L | Dissble |
 — — [Dstie[~]
UPS Batn Tes Schele e—— s el
UPS Configuration
UPS Control ]
UPS Shutdown L ] I Disable| v
Shutdown Schedule 10 L L | Disable v|
— — [Deabil~]
R s ] i
focsss Comrd 4 — L | [Disable ]
Date and Time
— — Db s
SNMPv3 USM Table
Wake On LN 16 L ] I Disable V|
Email Notification
Firmware Upload
File Management
UPS Log
UPS Statistics Log
Event Log v
System Log
< >
%100% ~
Diagram 3.1.7

3.1.8 Firmware Upload menu

Firmware upload menu can be accessed by Settings—->Firmware Upload.
This menu offers upload NMC firmware via web browser. When user is going
to upload NMC firmware, user has to become administrator of NMC first. The
default name is “roof’, and the default password is “password’ for login as
administrator. Regarding upload NMC firmware procedure, please refer to the
file NMC Firmware Upgrade SOP.pdf for detail information.

3.1.9 File Management menu

NMC file management menu can be accessed by Settings>File
Management. The function of this menu is uploading files for the same
configuration for different NMC. Only confsnmp.cfg (about NMC parameters)
and confups.cfg (about UPS parameters set by NMC) these two files are
available for application. After uploaded files NMC has to reboot immediately
to make new configuration active. Regarding to reboot NMC system via web
browser, please refer to section 3.1.9 and for reboot NMC system via serial
COM port, please refer to item 14 in section 2.1. Furthermore it also can
reboot NMC system manually by pull-out and push-in NMC from the Intelligent
slot of UPS.

Note: Once .cfg file is deleted, and then reboots NMC system. The
configuration of NMC system and UPS will be back to the default setting.

If user would like to save .cfg and .csv file on local computer, it can be
achieved by click the file name directly.
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3.1.10 System Log menu

NMC system log menu can be accessed by Logs—>System Log. The
menu allows user to view NMC system

refer to diagram 3.1.10.

(|6

-

- - -

2 hitp://172.18.139.60/autharity_ok.ht:

m

P-c !} 2 Network Management C...

logs. Please

- -

-

—

= =

NETWORK MANAGEMENT CARD FOR UPS

ON-LINE
Location: Office
22/01/2014 13:44:06

UPS Monitoring A

UPS Status
UPS Alarm
UPS Parameters
UPS Powered Devices
UPS Identification
UPS Battery Test
UPS Battery Test Schedule
SHMP TRAP Receivers
UPS Configuration
UPS Control
UPS Shutdown
Shutdown Schedule
HMC System
Reboot System
Access Control
Date and Time
SNIMPv3 USM Table
Wake On LAN
Email Notification
Firmware Upload
File Management

Logs
UPS Log
UPS Statistics Log
Event Log
System Log
< >

Logs » System Log
Date

System manual restarted by user.

Description

#100% ~

Diagram 3.1.10

3.1.11 Reboot system menu

NMC reboot system menu can be accessed by Setting—>Reboot System.
The menu offers a function for user to reboot NMC system if it is necessary.
When user is going to reboot NMC system, user has to become administrator
of NMC first. The default name is “root” and the default password is
“password’ for login as administrator.

3.1.12 Access Control

NMC Access Control menu can be accessed by Setting->Access Control.
This menu displays a list of the workstations enabled access to NMC. User
can enter workstation's IP address in IP Address column. 0.0.0.0 means entry
not configured. User can choose access type in Access Type column, the
available options are: Enable/Disable. "Enable" means the entry IPs have
access to visit NMC via web or SNMP, "Disable" means the entry IPs have no
access to visit NMC. For example, an entry 192.168.1.255 means the client

with the IP address within the range from 192.168.1.0 to 192.168.1.255

become the management station with the access type set by Administrator.
Please note 255.255.255.255 grant the access right to all IP. Please refer to

diagram 3.1.12.
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: et
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Diagram 3.1.12
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3.2 UPS monitoring via web browser

3.2.1 UPS Status menu

UPS status menu can be accessed by UPS Monitoring—>UPS Status.
User can view real-time operating status of the UPS from the web page
directly. Please refer to diagram 3.2.1.

ei-_:- @ hitp://172.18.139.60/autherity_ok htm| N D« & || @ Network Management C.. Aok T

ON-LINE
NETWORK MANAGEMENT CARD FOR UPS Location: Office
22/01/2014 13:45:24

UPS Monitoring A | UPS Monitoring » UPS Status help

UPS Status
UPS Alarm UPS Status Line
UPS Parameters UPS Temperature 23.0 °C
UPS Powered Devices Input
UPS Identification Voltage 2248V
UPS Management Frequency 499 Hz
UPS Battery Test Output
| UPS Battery Test Schedule Load(%)
SHMP TRAP Receivers
UPS Configuration
Frequency
UPS Control
Battery
UPS Shutdown ik ere—
Shutdown Schedule e s dsdisi
Capacity{%) 100
NMC System Voltage
Reboot System Time On Battery 00

Access Control
Date and Time
SNIMPv3 USM Table
‘ Wake On LAN
Email Notification
il Firmware Upload
File Management
Logs
UPS Log
UPS Statistics Log
Event Log
System Log
! < >

®100% -

Diagram 3.2.1

3.2.2 UPS Alarm menu

UPS Alarm menu can be accessed by UPS Monitoring->UPS Alarm.
User can view the current warning of UPS on the interface. Please refer to
diagram 3.2.2.
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UP$§ Monitoring A | UPS Monitoring » UPS Alarm help

UPS Status
UPS Alarm
UPS Parameters

Date and Time Descriptien Severity
210172014 13:56:32 The UPS temperature is over the setting limit WARNING

UPS Powered Devices
UPS Identification
UPS Battery Test
UPS Battery Test Schedule
SHMP TRAP Receivers
UPS Configuration
UPS Control

| UPS Shutdown
Shutdown Schedule
HMC System
Reboot System
Access Control

Date and Time
| SNMPv3 USHK Table
| wakeonLan
Email Notification
Firmware Upload
File Management
Logs
UPS Log
UPS Statistics Log
Event Log
System Log
< >

% 100% ~ |

[ —

Diagram 3.2.2

3.2.3 UPS Parameters menu

UPS Parameters menu can be accessed by UPS Monitoring>UPS
Parameters. User can view the rating parameters of UPS on the interface.
Such as rating output voltage, rating output frequency, rating output power,
different parameters shown on the interface is depended on different UPS
type. Please refer to diagram 3.2.3.
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UPS$ Monitoring A | UPS Monitoring » UPS Parameters help

UPS Status
UPS Alarm
UPS Parameters
UPS Powered Devices
UPS Identification
|\ UPS Battery Test
UPS Battery Test Schedule
SHMP TRAP Receivers
UPS Configuration
UPS Control
UPS Shutdown
Shutdown Schedule

Output Rating Voltage

Qutput Rating Freguency

Qutput Rating VA

HMC System
Reboot System

Access Control

Date and Time

I SNIMPv3 USM Table

‘ Wake On LAN

Email Notification

Il Firmware Upload
File Management

Logs

‘ UPS Log

UPS Statistics Log

Event Log

System Log

< >

®100% -

Diagram 3.2.3

3.2.4 UPS Powered Devices Menu

UPS Powered Devices menu can be accessed by UPS Monitoring>UPS
Powered Devices. The table shows the amount of computers with SPS
(System Protect Software) connected with NMC. Once UPS output is
abnormal, NMC will send shutdown command to the computer with SPS, and
computer will be shut down safely by SPS.

User can test remote computer with SPS shutdown function by configure
test event.

Please refer to diagram 3.2.4.
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ON-LINE
NETWORK MANAGEMENT CARD FOR UPS Location: Office
22/01/2014 13:46:41

UPS Monitoring A | UPS Monitoring » UPS Powered Devices help

UPS Status
UPS Alarm
UPS Parameters The amount of connected devices is: 1
UPS Powered Devices Index IP Address Host Name Date Time
UES SR AOh 1 172.18.139.21 BAOCNWHP2004159.napa.ad.stn.com | 2200172014 13:48:31

UPS Management

UPS Battery Test P
Remate PC Shutdown Test AL Failed v -Submnt
UPS Battery Test Schedule :l

SHMP TRAP Receivers
UPS Configuration
UPS Control
UPS Shutdown
Shutdown Schedule

| HMC System
Reboot System
Access Control
Date and Time
SNIMPv3 USM Table
Wake On LAN
Email Notification
Firmware Upload
File Management

Logs
UPS Log
UPS Statistics Log
Event Log
System Log
| € >

®100% ~

K= —— —_—

Diagram 3.2.4 o

3.2.5 UPS Identification menu

UPS Identification menu can be accessed by UPS Monitoring—>UPS
Identification. There will be UPS type, UPS description (refer to section
3.1.1), UPS firmware version, NMC firmware version and MAC address.
Please refer to diagram 3.2.5.
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UPS Status
UPS Alarm
UPS Parameters
UPS Powered Devices
UPS Identification
UPS Battery Test
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SHMP TRAP Receivers
UPS Configuration
UPS Control
UPS Shutdown
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| HMC System
Reboot System
| Access Control
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Wake On LAN
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Firmware Upload
File Management
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UPS Statistics Log
Event Log
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UPS Model
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help

CN-LINE
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Network Management Card

1402

00:20:85°F7:11:12

# 100%
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Diagram 3.2.5 o

3.2.6 UPS Log menu

UPS Log menu can be accessed by Logs>UPS Log. There are two
hundred latest data logs shown on the interface at most. Please refer to
diagram 3.2.6. User can export upsdata.csv file to view more data logs from
file management interface, please refer to section 3.1.7.
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UPS Monitoring A

Logs » UPS Log help e
UPS Status
UPS Alarm
UPS Parameters Date Time Input Output Battery
UPS Powered Devices Voltage Freguency Voltage Freguency L;‘::;’ Capacity(%) Time :J"r:igrltery
5 WEbi o 12014 | 10:283:10 | 2224 458 2200 50.0 o 100 o
12014 | 10:28:10 | 2220 50.0 220.0 488 ] 100 00
UPS Battery Test
P Bartery Toat Schotua 10:30:10 | 2213 499 2198 50.0 ] 100 0e
SHMP TRAP Receivers 10:31:10 | 2216 488 220 50.0 [ 100 0o
UPS Configuration i0 | 2200 50.0 198 50.0 0 100 oo
UPS Control 0:33:40 | 220.3 50.0 220.0 s0.1 (] 100 00
UPS Shutdown 10:34:10 | 220.3 50.0 220.3 50:0 ] 100 0
|  Shutdown Schedule 310 | 2200 50.0 2200 50.0 o 100 0o
1 10:36:10 | 2205 488 2200 488 0 100 oe
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Date and Time
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Email Notiication 104210 | 22286 50.0 50.0 ] 100 0.
Firmware Upload 10:43:10 222 488 220.( 498 1] 100 o0
File Management 10:44:10 | 2220 498 2198 499 0 100 oe
Logs 1045:10 | 22 50.0 2203 499 0 100 00
UPS Log 10:46:10 | 2220 499 2188 499 B 100 00
NS Ses by 1047:10 | 2218 408 20 50.0 o 100 00
SN 10:48:10 | 2218 498 50.0 [ 100 l
?Stem Log 5 104910 | 2207 50.0 50.0 (] 100 v
#100% -~

Diagram 3.2.6

3.2.7 UPS Statistics Log menu

UPS Statistics Log menu can be accessed by Logs—->UPS Statistics Log.
This page shows a statistics log of the UPS parameters taken over a period of
time. For each of the UPS parameters, minimum, maximum and the average
values is shown in each of the records. Please refer to diagram 3.2.7.
Statistics log interval can be changed by modifying the variable "Statistics Log
Interval” in "NMC System" page.
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Date and Time 06/I1/2014 | 142028 | 06MU2014 152028 | 2168 | 2203 | 2224 | 485 | 489 | 500 | 2196 | 2211 | 2224
SHMPy1/2 Configuration 06012014 | 152028 | 06012014 162025 | 2140 | 2195 | 2224 495 | 489 500 | 2196 | 2210 | 2210
Wake On LAN 06/I1/2014 | 16:2028 | O0BOW2014 17:20:28 | 2154 | 2210 | 2224 | 486 | 489 500 | 2210 | 2210| 2210
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Firmware Upload 0012014 | 182028 O0BID12014 2208 | 2237 | 495 | 500 oS00 | 2210 2216 2210
Fie Ma s DB/NIZ0N4 | 19:20:28 | 0EO12014 2920 | 2237 499 | #89  m00 | @m0 | e | 20
T 3 v
06/01/2014 | 20:20:28 | DEOH2014 2223 | 2251 485 | 500 500 | 2210 | 2216 | 2210
UPS Loa
< > < >
#100% -

“Diagram 3.2.7

3.2.8 Event Log menu

Event Log menu can be accessed by Logs->Event Log. There are two
hundred latest event logs shown on the interface at most. Please refer to
diagram 3.2.8. User can export upsevent.csv file to view more event logs
from file management interface, please refer to section 3.1.7.
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UPS Monitoring A

Logs » Event Log help e
UPS Status E
Date Time Description
UPS Alarm e = — "
2501212013 | 08:45:39 WARNIMG: Utility power not available
UPS Parameters
UPS P e 25122013 | 08:47:39 INFCRMATION: Uttility power has restored.
UPS identification 251212012 | 08:48:25 WARNING: Utility power not available.
UPS Management 25122013 | 08:51:29 INFORMATION: Utility power has restared
UPS Battery Test 25M2/2013 | 08:52:08 WARNING: Utility power not available
UPS Battery Test Schedule 25122013 | 08:53:09 INFCRMATION: Utility power has restored.
SHIP TRAP Receivers 25M2/2012 | 08:52:41 WARMNING: Utility power not available.
i e s et 251212013 08:5545 | INFORMATION: Utility power has restored.
UPS Control 2311202012 | 131251 | WARNING: UPS Output OFF
A - 3122013 | 13:22:26 INFCRMATION: UPS Output On
Shutdown Schedule
3IN22013 | 132226 INFORMATION: The UPS has enabled bypass
e 311202013 | 13223 A S y a o
NMC System | 311272013 13:22:30 INFORMATION: The UPS is not on Bypass and retumn to normal status
Reboot System 0210172014 | 20:30:57 WARNING: Utility power not available
Access Control 02/01/2014 | 20:37:08 SEVERE: The UPS batleries are low and will soon be exhausted.
Date and Time 020112014 | 20:43.35 WARNING: The UPS batteries capacity is lower than sefling limit.[29% = 30%)]
SNIPv3 USM Table 0201/2014 | 2004530 WARNING: UPS Dutput Off
Wake On LAN DS/01/2014 | 195253 WARNIMNG: Utility power not available
Email Notification 05/01/2014 | 20:0216 | SEVERE: The UPS batleries are low and will seon be exhausted
Firmware Upload 05/04/2014 | 20:04:38 | WARNING: The UPS batteries capacity is lower than sefting limit [28% < 30%]
sl 05/01/2014 | 20007:32 WARNING: UPS Output Off
ogs
- 08/01/2014 | 17:22:02 WARNING: Utility power not available
UPS Log
UPS Statistics Log | 08/01/2014 | 17:22:04 INFORMATION: Lttility power has restored.
j 09/01/2014 | 16:57:56 WARNING: Utility power not available
Sys‘ter.n Log V(| oomi2014 | 1rOT2T SEVERE: The UPS batteries are low and will soon be exhausted
W
< > 09/0172014 | 17:09.59 WARNIMG: The UPS batteries capacity is lower than sefting limit [29% < 30%)]
#100% ~

i Diagram 3.2.8

3.3 UPS control via web browser

Please Note: Before implementing the NMC setting for all configuring
parameters, user has to become NMC administrator first. While configure
parameters for NMC via web browser, there will be a pop-up dialog to ask
the name and password of NMC administrator. Only NMC password can be
changed, regarding to change password by serial COM port, please refer
to the item 15 of the section 2.1.

3.3.1 UPS Battery Test menu

UPS Battery Test menu can be accessed by UPS Management->UPS
Battery Test. UPS battery latest test result and test time is shown on the
interface. User can configure “Quick Battery Test”, “Test Until Battery Low”,
“Timed Test”, “Cancel Test” and “Clear Test Information”. For some offline
UPS, UPS can’t support “Test Until Battery Low” and “Timed Test” function,
the function is depended on UPS firmware. Please refer to diagram 3.3.1.
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3.3.2 UPS Battery Test Schedule menu

UPS Battery Test Schedule menu can be accessed by UPS
Management->UPS Battery Test Schedule. User can configure schedule
test on specific day or weekly day. User can configure “Quick Battery Test”,
“Test Until Battery Low” and “Timed Test”. “Battery Test setting Time” is for
“Timed Test” function. For some offline UPS, UPS can’t support “Test Until
Battery Low” and “Timed Test” function, the function is depended on UPS
firmware. Please refer to diagram 3.3.2.
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Diagram 3.3.2

3.3.3 UPS Control menu

UPS Control menu can be accessed by UPS Management->UPS Control.
User can control UPS output on or off on the interface, please refer to
diagram 3.3.3.

When selecting “UPS turn off” item, NMC will send shutdown command to
UPS, UPS will shut down output once the delay time has run out. When
selecting “UPS Sleep” item, NMC will send shutdown command to UPS, UPS
will shut down output once the delay time has run out, and UPS will turn on
output once the UPS sleep time has run out. When selecting “UPS Turn on /
Cancel shutdown” item, NMC will send cancel shutdown command to UPS,
and UPS will turn on output. Users can manual Turn On or Turn off UPS Load
Segment in this page.
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Diagram 3.3.3

3.3.4 UPS Shutdown Schedule menu

UPS Shutdown Schedule menu can be accessed by UPS
Management->UPS Shutdown Schedule. User can control UPS output on
or off on specific day or on weekly day, please refer to diagram 3.3.4.
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Diagram 3.3.4

3.3.5 UPS Shutdown menu

UPS Shutdown menu can be accessed by UPS Management->UPS
Shutdown. Please refer to diagram 3.3.5. When the selected event happens,
NMC will inform the computer installed with SPS (System Protect System) of
the event and send the shutdown command to the computer. Here, the
computer installed with SPS is the computer shown on UPS powered devices
interface (refer to section 3.2.4).

Action type:

- Disable: It means that NMC will do nothing even the event happens on

UPS.

- Warning: It means that NMC will inform the computer installed with SPS
of the event once the shutdown condition happens.

- Client Shutdown: It means that NMC will inform the computer installed
with SPS of the event and send shutdown command to the computer
once the shutdown condition happens.

- “UPS Turn Off” means that NMC will inform the computer installed with
SPS of the event, send shutdown command to the computer, and also
send shutdown command to UPS once the shutdown condition
happens, when the delay time has run out, UPS will shut down output.
The default value of delay time is 120 seconds.

Warning period means the overall time the warning will be repeatedly once
event happens. Warning interval means that NMC will inform the event to the
computer installed with SPS every short period once event happens. N=
(Warning period / Warning interval) +1, N means the warning times.

Please Note: for client shutdown setting information, please refer to
System Protect Software User Manual.pdf
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3.3.6 UPS Configuration menu

UPS Configuration menu can be accessed by UPS Management->UPS
Configuration. User can configure the limited point of UPS overload and
over-temperature. For Innova UPS, User can configure UPS buzzer bee. User
can configure the limited point of EMP temperature value and humidity value.
User can configure the warning setting of EMP: “Normally open”, “Normally
closed” or “Not used”. User also can configure UPS last replaced date. User
can set the lower limit of battery capacity. When the battery capacity is below
the set point, NMC will take action that is specified in the UPS Shutdown
menu. The default value is 30%. User can set the lower limit of battery backup
time. When the battery backup time is below the set point, NMC will take
action that is specified in the UPS Shutdown menu. Refer to the following
diagram 3.3.6.
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Chapter 4 NMC & UPS management via SNMP

Please note: if user wants to use NMC via SNMP protocol, please make
sure IP address and Gateway of NMC correct. Please refer to section 2.1 or
section 3.1.1 for IP address and Gateway settings.

NMC support SNMP protocol, user can manage NMC and UPS via SNMP
NMS (Network Management Station). Load the NMC MIB to the database of
SNMP NMS, and user can read or configure the parameters of NMC and UPS.
The read community strings is “public’, and the write community strings is
“private.” NMC support two type MIB: one is RFC1628.mib, the other is
EPPC.mib. MIB files can be found in NMC CD-ROM packaged with NMC.

Furthermore, NMC can be monitored by Winpower software via SNMP
protocol. For more detail information, please refer to the user manual of
Winpower.
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Chapter 5 NMC Utility - Find NMC in the LAN

Via NMC Utility, user can find NMC automatically and quickly in the

LAN. User can link to the web of NMC. Please refer to the foIIowinﬁ diaﬁram.

Tazks: Devices:
|Qewce|nfo| IP Address | AL Address | Praduct | |
17218127114 00:20:85:f7:10:14 Metwork tanagement ... =
Refresh List 1721812793 00 20:85% 7108 Metwork Management ... f&3
Cloze

NMC Utility can be found in NMC CD-ROM packaged with NMC,
NMC Utility supports Windows XP / Windows 7.
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1 Introduction

The SPS (System Protect Software) is one utility which communicates with NMC (Network
Monitoring Card). SPS provides logs events, notifies users of events, arranges actions for
application and is also able to offer shutdown parameters setting for PC when it is necessary. SPS
can provides safety shutdown method against unexpected interrupted due to the power failure.
With the SPS, it can save application’s data and documents before shutdown of system as well.

SPS has two major components: “SPS Service” and “SPS Interface”, SPS Service runs in the
background as a system service; and SPS Interface is a user interface application that allows the
user to tailor the configuration parameters.

1.1 Supported platforms

Supported platforms (validated):

Windows
Windows XP Home Edition

Windows XP Professional
Windows 2000

Windows Server 2003 x32,x64

Windows Server 2008 x32,x64

Windows Server 2012 x64

Windows Vista x32, x64

Windows 7 x32, x64

Windows 8 x32, x64

Hyper-V Server 2008/2012

LINUX

Red Hat Enterprise Server 5.x for i386,AMD64
Red Hat Enterprise Server 6.x for i386,AMD64
SUSE Enterprise Server 10.x for i386,AMD64
SUSE Enterprise Server 11.x for i386,AMD64
Ubuntu 8.x for i386,AMD64

Ubuntu 9.x for i386,AMD64

Ubuntu 10.x for i386,AMD64

Ubuntu 11.x for i386,AMD64

Ubuntu 12.x for i386,AMD64

MAC 0S

Mac 0S 10.5 for PPC

MAC 0S10.6/10.7/10.8/10.9 for Intel
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VMware Server

VMware ESXi 4.0/4.1/5.0/5.1/5.5(Paid Version)
VMware ESX 4.0/4.1

Citrix XenServer

Citrix XenServer 6.2

Unix

Solaris 10 for Intel/Sparc

FreeBSD 7.X, 8.X,9.X

HP UX11.31

1.2 Quickly setup for SPS on Windows

e  Download and unzip the SPS installation package, Double click the “setup” program, install
the SPS

e  The SPS service will be started automatically when the system boots

e  Double click the SPS icon in the taskbar, open the SPS interface, Input the NMC IP address to
add the device

e  Select the alarm events from Events list. The alarm events are selected as default:
Ac Fail, Battery Low, Schedule Shutdown, Battery Capacity below Limit, Battery Backup Time
below Limit

e  To check the setting, simulate the system shutdown by SPS according to section 8.5

1.3 Quickly setup for SPS on Linux (Mac OS) with GUI

e  Download and unzip the SPS installation package, Enter the command to install the
SPS: ./SPS.install

e Gototheinstallation path “/opt/sps”, Enter the command to start the SPS
service: ./SPSService
The SPS service will be started automatically when the system boots

e  Enter the command to open the SPS interface in the Linux: ./SPS
Input the NMC IP address to add the device

e  Enter the command to open the SPS interface in the MacOS: open SPS.app
Input the NMC IP address to add the device

e  Select the alarm events from Events list. The alarm events are selected as default:
Ac Fail, Battery Low, Schedule Shutdown, Battery Capacity below Limit, Battery Backup Time
below Limit

e  To check the setting, simulate the system shutdown by SPS according to section 8.5

1.4 Quickly setup for SPS on Linux (Unix) with CUI

e  Download and unzip the SPS installation package, Enter the command to install the
SPS: ./SPS.install
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e  Go to the installation path “/opt/sps”, Enter the command to start the SPS
service: ./SPSService
The SPS service will be restarted automatically when the system boots

e  Enter the command: ./SPS -i, input the password, the default password is “admin”, edit the
configuration, find the below line, Input the NMC IP address to add the device:
<Remote name="NMC IP" serv="2993" model=""/>

e  The alarm events are selected as default:
Ac Fail, Battery Low, Schedule Shutdown, Battery Capacity below Limit, Battery Backup Time
below Limit

e  Restart the SPS Service by the command: ./SPS —r

e  To check the setting, simulate the system shutdown by SPS according to section 8.5
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2 Installation and configuration for SPS in the Windows

2.1 Installing the SPS

e  For Windows XP operating system, open the Windows folder, the installing process can be
executed by double click the program icon (“setup.exe” or “setup.msi”) directly. For
Microsoft Windows Vista, server 2008, server 2012,Windows 7 and 8 operating systems, it
recommends the installing process is executed with the administrator account; If it is not
login as administrator for the operating system the installing process is also able to be
executed by right click the program icon and then click “Run as administrator”. It will execute
the installing process as the administrator account.

| L setur 097011 207PM  Application 336 KB |

B ety Open /2011 207PM  WindowsInstaller.. 3,815 KB
% Run as administrator

For Windows 2000 operating system, open the Windows-2000 folder, the installing process
can be executed by double click the program icon “setup.exe”.

Note: The setup.msi is not available for Windows Vista operating system, Windows 7 and
Windows 8 OS.

e  Follow the instructions step by step to finish the installing process.
- By default of 32 bit operating system, SPS installs to “C:\Program Files\System Protect
Software”.
- By default of 64 bit operating system, SPS installs to “C:\Program Files (x86)\System
Protect Software”

2.2 Starting the SPS

SPS service starts automatically when operating system boots as default.
e  There are two methods to start the SPS manually:
- Select Start menu > All Programs > System Protect Software to start the Tray Icon and
SPS service.
- Select Start menu > Control Panel > Administrative tools > Services, and find the service
System Protect Service. Right click it and select Start to start the SPS service.

%stllssw Manual Local System
%System Event Mokification Tracks syst,,,  Skarked Aukomatic Local Syskem

stem Protect Service Starked Automatic Local Syskem
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e  SPS Icon appears in status area of the task bar after the SPS service start. Double click the
Icon will start up the SPS interface screen.

2.3 Configuring the SPS

e  SPS offers authority system. Only the administrator of SPS has full privilege to configure and
access in SPS. Users have privilege for reading SPS only. The administrator of SPS is able to
login by click “System” > “Act as Administrator” and then enter the password. By default, the

password is “admin”.

e  Enter the IP address of NMC via click “Add” button on the screen of SPS.
Enter the Cluster name if the computer is protected by the redundant UPS Input.
The NMC UPSs that under the same Cluster name will become a group.
Note: Please add the network id as suffix at the end of IP address (for example: %4) as the
below image, if the IP address is IPV6.

CAWINDOWS\system32\cmd.exe

Jindows IP Configuration

thernet adapter Local Area Connection:

Connection—specific Suffix

IP Address. . . . . 172.18.127.97

Subnet Mask . . . . 255.255.255.8

IPF Address. . . . . fefd::-3ed?:2bff:febS:belexd
Default Gateway . . 172.18.127.1

Add X
IP Address or Host Mame: | 12200 85FF FEF7: 1IZ|IZ|
Service ar Pork: 2993
Dervice Model:

Cluster: w
ok l [ Zancel ]

e  The device icon in the tree view will be abnormal if enter the error IP address.
Click the View button, the Connection Status shows Not Connected

Note: The connection will fail if the UPS output is off.
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B | System Protect Configuration — P

System Log Language

Device List Events
-6l 172.18.127.83(2993) [¥] Ac Fail =
L1 172.18.127.11(2993) [¥] Battery Low
[ UPs Overload -
View Device and Warning = .. m n
down

1721812711 -

Device Model:

IP Address: 172.18.127.11 b

Mali| Host Name: Unknown = b

| Connection Status: Not Connected |
Local O Shutdown Status: Unknown
UPS Shutdown Delay: Unknown

]

Synchronously, the Tray Icon in the task widows will be signed with warning.

Alias:

=
4

Default

System

Move the mouse to the Tray Icon, The detailed information will be prompted.

Can not conneck ko 172.18.127.1
FREE Y, 0z

e Select the alarms checkbox in the Event list: When the events occur, the SPS will pop up
alarm dialog or shutdown the computer gracefully.
Unselect the alarms checkbox in the Event list: When the events occur, the SPS will not pop
up alarm dialog and will not shut down the computer.
Supported Alarms:
AC fail, Battery Low, UPS overload, UPS over temperature, Weekly Schedule Shutdown,
Specific Day Schedule Shutdown, EMP over Temperature, EMP over Humidity, EMP Contactl
Alarm, and EMP contact2 Alarm.

e Inthe Action option, select Event Warning, Shutdown, or Sleep button.
By the default, Shutdown is selected

Action Definition

Event Warning When the events occur, The SPS will pop up the alarm
dialog, but the computer will not shut down or sleep.

Shutdown When the shutdown condition is met, the SPS will send
the shutdown command to system.

Sleep When the shutdown condition is met, the SPS will send

the sleep command to system.

e Inthe System shutdown option, set the shutdown parameters.
The parameters are defined as following:
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Shutdown Parameters

Definition

Cancel Shutdown if events
Restored in Shutdown Delay

If the checkbox is selected, the shutdown (sleep) will be
cancelled in system delay when the events restore to
normal.

If the checkbox isn’t selected, the system will be shut
down (sleep) in shutdown delay even if the events
restore to normal.

The checkbox isn’t chosen as default.

Shutdown Delay

The SPS will send the shutdown (sleep) command to the
computer after shutdown delay time when the shutdown
condition is met.

The shutdown Delay is 0 s as default.

Run Script Before Shutdown

If the checkbox is selected, the Script will be executed
before the system shutdown (sleep).
By the default, the SPS will not execute the script before

system shutdown.

Script Max Execution Time

The script run will be ended when the max execution
time is met.
The script max execution time is 60s as default.

2.4 Uninstall the SPS

e  Right click the Tray Icon, select Exit.
Select the Exit System Protect Service in the prompted dialog to exit the SPS user interface

and SPS service.

Confirm

Exit Syskem Prokect Software?

X

{ ﬂjt Swstem Proteck Service:

If exit service, syskem would lost protection!

[ 8] 4 ] [ Cancel

e  Select Start menu > All Programs > System Protect Software > Uninstall System Protect

Service, uninstall the SPS

2.4 Configuring the Port

The SPS use UDP 3034 as the communication port with NMC as default. Please open the

port according the command as below:

netsh. exe firewall add portopening udp 3034 SPSPort
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Note: If the UDP 3034 is captured by the other program, the number of the port value will
be added 1(range from 3034~3083)
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3 Installation and configuration in Linux, MAC OS and

Unix

3.1 Installing the SPS

Operation System packages

Linux i386 with GUI (Graphics User SPS-GUI-*.* * *-linux-i386.tar.gz

Interface Mode) SPS-CUI-*.* * *-linux-i386.tar.gz
The two packages above are supported in GUI
mode

Linux i386 with CUI (Console User SPS-CUI-*.* * *-|linux-i386.tar.gz

Interface Mode)

Linux AMD 64 with GUI(Graphics Mode) | SPS-GUI-*.* * *-[inux-x86_64.tar.gz
SPS-CUI-*.* * *-linux- x86_64.tar.gz

The two packages above are supported in GUI

mode
Linux AMD 64 with CUI (Console Mode) | SPS- CUI-*.* * *-linux-x86_64.tar.gz
MAC 0S 10.7 for Intel SPS-*.* * *.MACOSX-10.7-intel.tar.gz
MAC OS 10.6 for Intel SPS-*.* * *.MACOSX-10.6-intel.tar.gz
MAC 0S 10.5 for PPC SPS-*.* * * MACOSX-10.5-ppc.tar.gz
Solaris 10 for Intel SPS-CUI-*.* * *-solaris-intel.tar.gz
Solaris 10 for Sparc SPS-CUI-*.* * *-solaris-sparc.tar.gz

° Extract the file, Enter the command:
tar —zxvf SPS*
Note: for the solaris OS, please extract as following:
gunzip SPS*.tar.gz
tar —xvf SPS*.tar

e Installing the file, Enter the command:
./SPS.install

e  Finish the installation, Enter “y”

e By default, the SPS is installed to /opt/sps
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3.2 Starting the SPS

3.2.1 Linux (MAC 0S) with GUI

e  Start the SPS service in the installation directory, enter the command:

./SPSService

SPS service will run automatically in the background when the system boot.

Select to start the SPS service or not when the system boots by the following command in

table.

Operation | Starting the SPS Service when system | Stopping the SPS Service when system

System boot boot

RedHat chkconfig --add SPSService chkconfig --del SPSService

SUSE chkconfig --add SPSService chkconfig --del SPSService

Ubuntu sudo update-rc.d SPSService defaults | sudo update-rc.d —f SPSService remove

MAC OS sudo launchctl load sudo launchctl unload
/Library/LaunchDaemons/SPSService. | /Library/LaunchDaemons/SPSService.p
plist list

° For the Linux , Start the SPS user interface in the installation directory, enter the command:

./SPS

For the MAC OS, Start the SPS user interface in the installation directory, enter the

command:

open SPS.APP
The packages in the below table are needed. In generally, the packages will be installed in

the system as default:

Library Name Provided by Package Super Package
gtk-x11-2.0 gtk2

gdk_pixbuf-2.0 gtk2

gthread-2.0 libgthread-2_0-0 glib2
glib-2.0 glib2 glib2
gmodule-2.0 libgmodule glib2
gobject-2.0 libgobject-2_0-0 glib2
atk-1.0 atk/libatk

pango-1.0 pango

freetype freetype2

fontconf fontconfig

Xrender xorg-x11-libXrender xorg-x11
x11 xorg-x11-libX11 xorg-x11
Xext xorg-x11-libX11 xorg-x11
pngl2 libpng12-0

z zlib
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3.2.2 Linux (Unix) with CUI

Note: The GUI mode of SPS for Unix OS is not supported. Please use the CUl mode of SPS for Unix.
e  Start the SPS service in the installation directory, enter the command:

./SPS —s

Restart the SPS service if necessary, Enter the command: ./SPS -r

SPS service starts automatically at system boot as default.

e The SPS user interface is unavailable in the Linux with CUI, refer to the SPS command

parameters in the below table:

Parameter | Function Comment
-h Print all the parameters and functions
-V Show the software version

and copyright

-S Start SPS service automatically at Take effect at next boot
system boot

-X Stop SPS service at system boot Take effect at next boot
-S Start SPS service Take effect immediately
-X Exit SPS service Take effect immediately
-r Restart SPS service Take effect immediately

-1 List all the device and status

-p Check the shutdown parameters

-i Modify the configuration parameters Enter the password, edit the
configuration by the vi tool

-C Modify the password Enter the old password, then

input the new password

3.3 Configuring the SPS

3.3.1 Linux (MAC 0S) with GUI

Refer to the SPS configuration in Windows (section 2.3)

Note: Please add the network id as suffix at the end of IPV6 address (for example: %eth0) as the
below image if the communication mode is IPV6.
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root@pcl: ~

File Edit View Terminal Help

connect: Invalid argument &
root@pcl:~# ping FEBO::220:85FF:FEF7:1373

ping: unknown host FE8®::228:85FF:FEF7:1373

root@pcl:~# ifconfig
= Llnk encap Ethernet HwWaddr 80:19:21:bb:fd:42

[

RX packets 249695 errors:@ dropped B overruns:@ frame a
TX packets:127784 errors:0 dropped:® overruns:® carrier:@
collisions:® txqueuelen:l0@@

RX bytes:17467825 (17.4 MB) TX bytes:125197970 (125.1 MB)
Interrupt:21 Base address:@xaboe

lo Link encap:Local Loopback
inet addr:127.0.0.1 Mask:255.0.0.8
ineté addr: ::1/128 Scope:Host
UP LOOPBACK RUNNING MTU:16436 Metric:1
RX packets:4 errors:0 dropped:® overruns:® frame:®
TX packets:4 errors:0 dropped:@ overruns:® carrier:@
collisions:@ txqueuelen:@
RX bytes:240 (240.0 B) TX bytes:240 (240.0 B)

root@pcl:~#
System Protect Configuration I;llEllil
System Log Language
Device List Events
@ Ac Fail A
Battery Low
UPS Overload
UPS Over Temperature
Weekly Schedule Shutdown
B Specific Day Schedule Shutdown
Add
Modify IP Address or Host Name: 1373%eth(| -
Local Confiqural  S€Tvice or Port: 12993 |
Alias: [pc1 Device Model: | || Default
System Shutdo|  Cluster: |
Cancel
Shutdown Del Cancel | OK |  [waming

3.3.2 Linux(Unix) with CUI

Note: The GUI mode of SPS for Unix OS is not supported. Please use the CUl mode of SPS for Unix.
e  Enter the command: ./SPS-i.

Input the password, the password is admin as default. Open the configuration by vi tool.

e  Modify the parameters configuration, save and exit.

15/42



System Protect Software User Manual

3.3.2.1 Add one device, or set the Redundant UPS Input if the computer is protected by
multi-devices.
Add one device. Add the NMC IP address in the name parameter. (e.g the NMC IP
address is 172.18.139. 60)
<RemotelList>

<Remote name="172.18.139.60" serv="2993" model=""/>
</RemotelList>

Or you can use the following format also:
<RemotelList>
<Remote name="172.18.139.60" serv="2993" model=""/>
<Cluster name="">
<Remote name="" serv="2993" model=""/>
</Cluster>

</RemotelList>

<Remotelist>

" model="""

<AcFail>1<-AcFail>
<BatteryLouw>1<{-BatterylLouw>
<0Overload>0<s0verload>
{OverTp>0<-0verTp>
<EMPTp>8<-EMPTp>
<EMPHum>0<-EHPHum>
<EMPCt1>0<-EHPCt1>
<EMPCtZ>0<-EHPCtZ>
<W83>1<-U33>
<383>1<-383>
<Lapﬂhj1u\1«zlnpn||tg

localdom<-Alias>
el If>
(+ShutDelay>
(LnﬂhIPerlpt 1<{sEnableScript>

Add redundant devices in groups, system will be shutdown whenever any of the
group met the shutdown condition:
For example:
The IP address of NMC is 172.18.127.65 and 172.18.127.66 in group1l
The IP address of NMC is 172.18.127.73 and 172.18.127.74 in group2
<RemotelList>
<Cluster name="group1">
<Remote name="172.18.127.65" serv="2993" model="/>
<Remote name="172.18.127.66" serv="2993" model="/>
</Cluster>
<Cluster name="group2">
<Remote name="172.18.127.73" serv="2993" model=""/>
<Remote name="172.18.127.74" serv="2993" model=""/>

</Cluster>
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</RemotelList>

Note: Please add the network id as suffix at the end of IPV6 address (for example: %eth0)
if the communication mode is IPV6. Refer to the section “3.3.1 Linux (MAC OS) with GUI”.

3.3.2.2 Set the alarm attribute

Enable the alarm, set the value to 1. The SPS will pop up alarm in the console and protect

the system to shut down gracefully.

Disable the alarm, set the value to 0. The SPS will not pop up alarm and will not shut down

the system.

The default setting as below:
<AcFail>1</AcFail>
<BatteryLow>1</BatteryLow>

<Overload>0</Overload>

<OverTp>0</OverTp>

<EMPTp>0</EMPTp>

<EMPHum>0</EMPHum>

<EMPCt1>0</EMPCt1>

<EMPCt2>0</EMPCt2>

<WSS>1</WSS>

<S§55>1</SSS>

<Capacity>1</Capacity>

<RemainTime>1</RemainTime>
Event parameters Alarm
<AcFail> Ac Fail
<BatteryLow> Battery Low
<Overload> UPS Overload
<OverTp> UPS Over Temperature
<WSS> Weekly Schedule Shutdown
<SSS> Specific Day Schedule Shutdown
<EMPTp> EMP Over Temperature
<EMPHuUm> EMP Over Humidity
<EMPCt1> EMP Contactl Alarm
<EMPCt2> EMP Contact2 Alarm
<Capacity> Battery Capacity Below Limit
<RemainTime> Battery Backup Time Below Limit

3.3.2.3 Set the shutdown parameters
<Cancellf>0</Cancellf>
<ShutDelay>0</ShutDelay>
<EnableScript>0</EnableScript>
<Script></Script>
<MaxScriptTime>60</MaxScriptTime>

Shutdown Parameters Definition
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Cancel Shutdown if events Restored
in Shutdown Delay

<Cancellf>0</Cancellf>

If the value is 0, the system will be shut down
(sleep) in shutdown delay even if the events
restore.

If the value is 1, the shutdown (sleep) will be
cancelled in system delay when the events restore.

Shutdown Delay
<ShutDelay>0</ShutDelay>

The SPS will send the shutdown (sleep) command
to the computer after shutdown delay time when
the shutdown condition is met.

The shutdown Delay is 0 s as default.

Enable or disable the Script
<EnableScript>0</EnableScript>

If the value is 1, enable to run the script
If the value is O, disable to run the script

Run Script Before Shutdown
<Script></Script>

Enter the path of the script; the script will be
executed before the system shutdown (sleep).
By the default, the SPS will not run the script
before system shutdown.

For example:
<Script>/opt/sps/shutdown.sh</Script>

Script Max Execution Time
<MaxScriptTime>60</MaxScriptTime>

The script run will be ended when the max
execution time is met.
The script max execution time is 60s as default

3.3.2.4 Set the actions
<Action>1</Action>

Note: The system should have hibernation function if the action is set to 2.

Action Definition

Event Warning When the events occur, The SPS will pop up the alarm
(The action value is set to 0) dialog, but the computer will not shut down or sleep.
Shutdown When the shutdown condition is met, the SPS will send
(The action value is set to 1) the shutdown command to system.

Sleep When the shutdown condition is met, the SPS will send
(The action value is set to 2) the sleep command to system.

e  Restart the SPS service after configuration end, Enter the command:

./SPS —r

e View the device status by the command:

./SPS -l

For example: The device status for 172.18.127.65 as below image.
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[ rootaFCo0l spslF . /5FS -1
172.15.127.65[ groupl ]

Device Mode: CI1K

[F Address: 172.18.127.65
Host Name: Unknown
Connection Status: Connected
Shutdown Status: Normal

[FS Shutdown Delay: Zs

e  View the shutdown configuration by the command:
./SPS —p
For example, the shutdown configuration as below image:

[rootaPCo01 sps]7 . /SPS —p

Event Accepted:

Ac Fail: enable

Battery Low: enable

UF5 Overload: enable

UPS Over Temperature: enable
Weekly Schedule Shutdown: enable
Specific Day Schedule Shutdown: enable
EMF Over Temperature: enable

EMF Over Humidity: enable

EMP Contactl Alarm: enable

EMP Contact2 Alarm: enable

l[gnore restore event in shutdown delay: enable
Shutdown delay: Os

Run script before shutdown: disable

e  Modify the password, enter the command:./SPS —c

3.4 Uninstall the SPS

e  Exit the SPS user interface, Select the Exit System Protect Service in the prompted dialog to

exit the SPS service.

P Exit Swskem Protect Software?
. ]
\I'J { £}_it Swskem Proteck Service:

I exit service, swstem would lost protection!

[ Ok ] [ Cance

For the Linux with CUI, exit the SPS service, run the command: ./SPS —x

e  Uninstall the SPS, enter the command in the directory where the installation package

extracted:
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./SPS.remove

3.5 Configuring the Port

e  The SPS use UDP 3034 as the communication port with NMC by default.
Note: If the UDP 3034 is captured by the other program, the number of the port will be
added 1(range from 3034~3083)

e  Open the UDP port by the following command:
iptables -1 INPUT -p udp --dport 3034 -j ACCEPT
iptables -l OUTPUT -p udp --dport 3034 -j ACCEPT
/etc/rc.d/init.d/iptables save
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4 Installation and configuration for SPS in the VMware ESX

4.1 Configuring for VMware ESX

4.1.1 Configuring VMs startup/shutdown automatically

e  Start VMware Client, select Configuration -> Virtual Machine Startup/Shutdown->Properties

localhost ¥Mware ESX, 4.1.0, 260247

Getting Started | Summary | Wirkual Machines ree dllacation s W Performance s | Ealyli=0E )
Hardware ¥irtual Machine Startup and Shutdown
Health Status Start and Stop wirtual Machines with the swskem Disabled
b Default Startup Delay Z minutes
rocessors Default Shutdawn Delay 2 minutes
Memory
Storage Startup Order

Metworking Order | Wirtual Machine Startup Startup Delay Shutdown | Shutdown Delay
Manual Startup
&1 redhats Disabled 120 seconds Power O.,, 120 seconds

&1 xppro Disabled 120 seconds Power 0.,., 120 seconds

Storage Adapters
Metwork, Adapters
Advanced Settings
Power Management

Software

Licensed Features
Time Configuration
DMS and Routing

| v Wirtual Machine Startup)Shutdown

Wirkal Machine Swapfile Location

Security Profile
Swskemn Resource Allocation

Advanced Settings

Mame, Target or Statuz contains: - x

e  Select Allow virtual machines to start and stop automatically with the system checkbox.

Enter the settings as shown on the Virtual Machine Startup and Shutdown window:
For each virtual machine, set delay startup for 10 seconds

For each virtual machine, set delay shutdown for 30 seconds

Move up the virtual machines to the Automatic Startup list.

The virtual machines will start/stop when the host start/shutdown automatically.
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) Virtwal Machine Startup and Shutdown

System Settings

[V Allow virtual machines to start and stop automatically with the system
Default Startup Delay —Default Shutdown Delay
For each virtual machine, delay startup for: For each virtual machine, delay shutdown for:

|1o—seamtk |-30_m

¥ Continue immediately if the VMware Tools start Shutdown Action: [Power off
Startup Order
Power on the spedfied virtual machines when the system starts, During shutdown, they will be stopped in the opposite or

Ordeerirtuai Machine 1 Startup | Startup Delay [Shutdownl Shutdown Delay

Automatic Startup

1 G windows2003 Enabled  10seconds Shut do... 30 seconds

2 & redhats Enabled  10seconds Shut do... 30seconds

3 & vMA4.0 Enabled  10seconds Shut do... 30seconds

Any Order

Manual Startup

4.1.2 VMware tools

e Install the VMware tool for each guest OS.

Select the guest OS, click summary menu, the status for VMware tools will show OK if the
VMware tools is installed successfully.

Fle Edit Wiew Inventory Administration Plug-ins Help

G &

E: Homg D@'j Inventary DE" Inventary

BN )0 GHE2RD
= | 18.127.73 red hat 5
T redhat 5
5 ¥p pro Getting Skarted Resource Allocation  Performance | Events | Console  Permissions

General Resources
Guest 05 Red Hat Enterprise Linux 5 {32-bit) i Mg OO0 50 MHz
¥ Version: 7 Consumed Host Memary ! 283.00 MB
CRU: 1vcpU Active Guest Memory: 20.00 MB
Mermory: 256 MB Refresh Storage Usage
Memary Overhead: 118,45 MB Provisioned Storage: 8.25GB

[Wﬂware Tadls: oK ] Mot-shared Storage: 8.00 GB
TP Addresses: 172.18.127.124 Wiew al Used Storage: 8.00 GB
DS Name: localhast. localdomain Datastare v Capacity Free LastUpdate |
Sk Basrashily @ datastorel 67.0068 43,0kt updated on: 2
Huost: localhost ¢ | »
Aickive Tasks: X >

Metwark, Type
Commands 9 VM Network Standard switch network
B Shut Down Guest
Uil Suspend
G Restart Guest
(s Edit Settings
Ig COpen Console
==
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4.1.3 Configuring the Port

e  The SPS use UDP 3034 as the communication port with NMC as default.
Note: If the UDP 3034 is captured by the other program, the number of the port will be
added 1(range from 3034~3083)

e  Open the UDP port by the following command:
esxcfg-firewall -o 3034,udp,in,SPS
esxcfg-firewall -o 3034,udp,out,SPS

4.2 Configuring the SPS

e Start the VMware Server host, refer to the chapter 3 (Linux with CUI) to finish the SPS
Installation and configuration.

e  Set the shutdown script for VMware ESX. The document of shutdownESX.sh is the script for
shut down the virtual machines.
Enter the command: ./SPS -i
Find the two lines in the configuration and edit it as below:
<EnableScript>1</EnableScript>
<Script>/opt/sps/ShutdownScript/shutdown</Script>

e  Setthe Script Max Execution Time based on the amount of Virtual machines. Set apart 30s
for each virtual machine.
For example: there are ten virtual machines:
Enter the command: ./SPS -i
Find the line in the configuration and edit it as below:
<MaxScriptTime>300</MaxScriptTime>

e  Restart the SPS service by the command: ./SPS —r
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5 Installation and configuration for SPS in the VMware ESXi

(paid version)

5.1 Configuring for VMware ESXi

5.1.1 Installing and configuring the VMA

e  Go to the website :http://www.vmware.com/support/developer/vima/
Download the VMA, and extract it, the format for the VMA document is *.OVF.

e  Start the VMware Client, select File > Deploy OVF Template, click the browse button, select
the OVF document.

e  Start VMA, the default user name is vi-admin. Set the password for the first login.

5.1.2 Configuring VMs startup/shutdown automatically

e  Start VMware Client, select Configuration -> Virtual Machine Startup/Shutdown->Properties

localhost ¥Mware ESX, 4.1.0, 260247
Getting Started | Summary | Wirkual Machines | Resource Allocation | Performance - | EelylylaliE )

Hardware ¥irtual Machine Startup and Shutdown

Health Status Skart and Skop Wirtual Machines with the system Disabled
b Default Startup Delay Z minutes
roeessarE Diefaule Shutdown Delay 2 minukes
Memory
Storage Startup Order
Metworking Order | Wirtual Machine Startup Startup Delay Shutdown | Shutdown Delay

Manual Startup
&1 redhats Disabled 120 seconds Power O.,, 120 seconds
&1 xppro Disabled 120 seconds Power 0.,., 120 seconds

Storage Adapters
Metwork, Adapters
Advanced Settings
Power Management

Software

Licensed Features
Time Configuration
DMS and Routing

| v Wirtual Machine Startup)Shutdown

Wirkal Machine Swapfile Location

Security Profile
Swskemn Resource Allocation

Advanced Settings

Mame, Target or Statuz contains: - x

e  Select Allow virtual machines to start and stop automatically with the system checkbox.
Enter the settings as shown on the Virtual Machine Startup and Shutdown window:
For each virtual machine, set delay startup for 10 seconds
For each virtual machine, set delay shutdown for 30 seconds
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Move up the virtual machines to the Automatic Startup list
The virtual machines will start/stop when the host start/shutdown automatically.
Note: if the “shutdown” is selected in the Shutdown Action, make sure the vmware tools

installed for each virtual machine.

(v} Virtual Machine Startup and Shutdown

System Settings
[V Allow virtual machines to start and stop automatically with the system
‘Default Startup Delay ~Default Shutdown Delay
For each virtual machine, delay startup for: For each virtual machine, delay shutdown for:
[0 [
V' Continue immediately if the VMware Tools start Shutdown Action: [power off
Startup Order
Power on the spedfied virtual machines when the system starts, During shutdown, they will be stopped in the opposite or
Order | Virtual Machine | Startup | Startup Delay | Shutdown | Shutdown Delay
Automatic Startup
1 G windows2003 Enabled 10seconds Shut do... 30seconds
2 {5 redhats Enabled  10seconds Shut do... 30seconds
3 & vMA4.0 Enabled  10seconds Shut do... 30seconds
Any Order
Ma nual Startup

5.1.3 Configuring the port

e  The SPS use UDP 3034 as the communication port with NMC as default.
The port is opened as default in the vMA.
Note: If the UDP 3034 is captured by the other program, the value of the port will be added
1(range from 3034~3083)

e  Neglect this step unless the port is disabled:
iptables -1 INPUT -p udp --dport 3034 -j ACCEPT
iptables -1 OUTPUT -p udp --dport 3034 -j ACCEPT

5.2 SPS Configuration

e Start VMA, refer to the chapter 3 (Linux with CUI) to finish the SPS Installation and
configuration.
Note: please add with sudo because root privilege is forbid as default.
For example: (the NMC IP address is 172.18.139.60)
1. Enter the /opt/sps directory, start the SPS service by the command: sudo ./SPSService
2. Open the configuration document by the command: sudo ./SPS —i
Input the password: admin
3. Addthe NMC IP address
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<RemotelList>
<Remote name="172.18.139.60" serv="2993" model=""/>

</RemotelList>

{RemotelList>
<Remote nam "172.18. J . SEru= model="""»>

Batterylo
[ load > r load
{OverTp>B<-0verTp>
<EMPTp>0<-EHPTp>
MPHum >
IMPCt1>
BD<-EMPCtZ2>

Capacity>

inTime>1<-RemainTine>

as>localho ncaldom<-sAlias>
{Cancel If>B<-Cax
<ShutDelay>0 wtDelay’
<Enable3cript>1<{-Enable3cript>

ipt>-opt~ tdowun3criptsshutdownESXi.sh<{ 3cript>

tTine>

{Action>1<{-Action>
{Pud>YURtaW4=< Pud>

4. Restart the SPS Service by the command: sudo ./SPS —r
5. List the added NMC by the command: sudo ./SPS —I

[-h]l [-vl
help print this help me
version print product vers
start Sys Protect Service at next boot
Service at next boot
5 start : vice now
ek op System Protect 21 o
-restart tart System Protect Service

ist all ote information
modify configuation
view the nf iguration
change password
] k- 1

?2.18.139.60
Host Name: Unknoun
Connection S.:
Shutdouwn Status: No
UPS8 Shutdown Delay:
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e  The config.plis used to add the hosts to be shutdown.
Go to the ShutdownScript subdirectory: cd /opt/sps/ShutdownScript
Enter the command: sudo ./config.pl
Input the target VMware host ip(or hostname), username, password. SPS supports
multi-hosts shutdown.
For example: 172.18.139.35 and 172.18.139.36 will be added:

15 1721813935 - vSphere Client
File Edit View Inventory Administration Plug-ins Help

a 3 £ Home P &8 Inventory » [l Inventory
_u B & Do
E 172.18.139.35

(B VMAS.5

&5 win2003

f hostlist

pt # . config.pl

t host ip or hostname

usernamne

:70ptssps/ShutdownScript # .-,config.pl
jour target host ip or hostname:

.139.36

jour host usernane

your hos
and not

cat hostlist

ch

The VMware host information will be saved in hostlist document.
Note: The password will be encrypted.

e Set the shutdown script for VMware ESXi. The shutdownESXi.sh is the script to shut down
the host and virtual machines.
Enter the command: sudo ./SPS -i
Find the two lines in the configuration and edit it as below:
<EnableScript>1</EnableScript>
<Script>/opt/sps/ShutdownScript/shutdownESXi.sh</Script>

e  Setthe Script Max Execution time. Time based on the amount of Virtual machines. Set apart
30s for each virtual machine.
For example: there are ten virtual machines:
Enter the command: sudo ./SPS -i
Find the line in the configuration and edit it as below:
<MaxScriptTime>300</MaxScriptTime>

° Restart the SPS service, enter the command : sudo ./SPS —r
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e  The time sequence for host and VMs shutdown can be seen by VMware client as below:

Recent Tasks

Marne Target Status Details Initiated by Requested Start Ti... =—  Start Time

ﬂ Pawer OFF virtual maching & wmad.0 ® Completed rook 2012-11-8 &:48:16 2012-11-8 G416
@ Pawer OFF virtual machine ﬁl ySphereMana.,. @ Completed rook 2012-11-8 8:48:14 2012-11-8 B:48:14
éﬁ Power OFF virkual machine @ Windows ¥PP... @ Completed raok 2012-11-8 848012 2012-11-8 84812
:5_1| Initiated guest OF shutdown @ redhats @ Completed root 2012-11-8 84743 2012-11-88:47:43
:ﬁj Ak power OFF @ Completed root 2012-11-8 8:47:43 2012-11-8 §:47:43
¥ Shutdown Host 0 1zaaz71 @ Completed root 2012-11-8 8:47:42 2012-11-8 814742

<

& Tasks
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6 Installation and configuration for SPS in the Hyper-V Server

6.1 Hyper-V configuration

e  Start Hyper-V Manager in the client
For example: there are two virtual machines, Windows server 2003 and 2008.

Select the VM. Click Setting ->“Automatic Stop Action Save”, there are three methods.
Save the virtual machine state:

Turn off the virtual machine:

Shut down the guest operating system:
Hyper-V Manager 8 x]
4 Fle Action View Wndow Hep [ISETET
Iq- | 2= HE

23 Hyper-¥ Manager
s .

| Actions

2 : WIN-TSOGOFSK378 -
= | State | CPUUsage [ Memory | Uptme | status -

Server 2003 Runring 0x 512 MB 01:26:50 New 4

server 2008 Funning 0% 512 MB 01:26.45

(3 et Wkl ..
3 =10l [ Hyper Settings..
PG 4

¥1 virtual Network Mana...

HA Settings for Server 2003

fﬂ Stop Actic & EditDisk..,

-
ot oy o S i i b e vyl comguer sholb ket Lf Ampcrtinh;
& Save the virtual machine state (m) Stop Service
€ Turn off the virtusl machine J* Remaove Server
" shut down the guest operating system r () Refresh

The integration service that controls shutting down the guest operating system (= View >
must be installed and enabled on the virtual machine.

New Window from Here
H rer

Server 2003 -

né Connect...

| (@) TumoOff.,
@ shutpown...
O save

Il Pause

1P Reset

Zs Snapshot

=] Rename... ]

F Heo =
s —=3] | —_— \ I
ol B & LF RO

If the third method is selected, install the “Integration Service” in the Action menu
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";;.Fde Action View Window Help

MMEEE

== ﬁyper—»‘ Manager
= 3 WIN-TS0GOFSK378

virtual Machines

Mame - I éde I .CF'U Usage ] Memory I Uptime 1 Status
a Server 2003 i 0% 512 MB 01:27.59
S server 2008 Running E 512 MB 01:28:00
¥ Server 2003 on localhost - Virtual Machine Connection o] x|

File | Acton Media Clpboard View Help

3

Ctri+Alt+Delete

Turn Off...
Shut Down...
Save

Pause
Reset...

Snapshot...
Revert...

Cirl+Alt+End

Ctri+5
Ctri+D
Ctri+&

Ctrl+P
Ctri+R

Ctri+N
Ctri+E

Insert Integration Services Setup Disk

Ctri+I

for Small Business Server

_M] 3 a 58I~

6.2 Installing and configuring the SPS

New >

=5 Import Virtual Machin. ..
¥~ Hyper-V Settings...
1 virtual Network Mana. .,
g4 EditDisk..,
(El nspect Disk...
(m) Stop Service
/% Remove Server
() Refresh
View 4
New Window from Here
E Help
-_,_j Connect...
37 Settings...
l Turn Off..,
@ shutDown...
O Save
Il Paus=
Ib Reset
% Snapshot
) Revert..

-
=l Rename... —

F Heb ﬂ

250 PM
1/23/2010

2 oG B

e  Copy the installation file “setup.exe” to Hyper-V server 2008, enter the path where the

installation file exists

e |Install the SPS, enter the command: setup.exe.

By the default, the SPS file is installed to the directory C:\Program Files\System Protect

Software for the 32 bit windows. And it is installed to the directory C:\Program

Files(x86)\System Protect Software for the 64 bit windows.
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2 172.18.127.34 - Remote Desktop

Doun Servepr

to Command Line

p1./15,2008 @1:31 AM  <DIR> S S Featest Satkoare
@ File<sd
ERE ALY  Welcome to the System Protect Software Setup

>:nProgram Files (xBb)Jre: Wizard

:nJjones—newsWindows >1s

1s* dis not recognized as an intep

perable program or hatch file. The installer will guide you through the steps required toinstall Spetem Pratect Software on pour
computer,

:snJjones—newsHindows >dir

Uolume in drive E iz KINGETON

Uolume Serial Mumber iz CC42-7BA4

Directory of E:“\jones—newsWindows

1-22-2011 @A3:55 PM {DIR>
11-22,2811

11,22 ,2811

‘wWARMING: Thiz computer program iz protected by copuright law and intemnational treaties.
:\jones—news\Windows >setup Unauthorized duplication or distribution af this program, or any partion of it, may result in severe civil
or criminal penalties, and will be prozecuted to the maximum estent pozsible under the law.

:snJjones—newsWindows »setup

njones—new ndows >zetup

:sjones—newsWindows >N

Cancel ! i _l

e  Enter to the installation path: cd C:\Program Files(x86)\System Protect Software
Start SPS service and user Interface by the command: StartSPSService.exe
Add the NMC IP address in the SPS interface

Administrator: C\Windows\system32\cmd.exe
Directory of C:\Program Files (xB86>

o5/87,2014 _@1:46 oM CDIR>

System Protect Configuration

Device List Events
S bct Software
& 1T, . mr
£ 172.18,139,60(2993) ¥ Ac Fail
Campar ¥ Battery Low

[] UPS Overload View Device and Warning

[ ] UPS Ower Temperature 172.18.139.60
[ Weekly Schedule Shutdown Device Model:

3 i IP Address: 172.18.139.60
a2 Specific Day Schedule Shutdo BT Pt
\ [ EMP Over Temperature Cennection Status: Connected ]
Date and 1 [ EMP Dver Humidity Shutdown Status: Mormal

Help imp Add R — - .
; emove [ EMP Contact] Alarm UPS Shutdown Delay: 120s

Modify View ["1EMP Contact2 Alarm |

Local Configuration

Enter number Alias: !q\t

System Shutdown Options

[] Cancel Shutdown if events Restered in Shutdown Delay Action

Shutdown Delay: 3 Event Waming
[] Run Script Before Shutdown B it
File Path:

Sleep
Script Max Execution Time:
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e  Refer to the chapter 2.3 to finish the SPS configuration.
The SPS Service will be started automatically when the system boots
If the parameters need to be set, open the SPS interface by the command: SPS.exe

6.3 Uninstall the SPS

e  Close the SPS user interface.

Confirm ['5__<|

9P Exit Swskem Protect Software?
. ]
\") { £}_it Swskem Proteck Service:

I exit service, swstem would lost protection!

[ Ok ] [ Cancel

e Enter to the directory where the installation package existed. Enter the command:

setup.exe:

1? System Protect Software &

Welcome to the System Protect Software Setup 4,
Wizard

Select whether you want to repair or remove System Protect Software.

" Repair System Protect Software

Cancel < Back Finish
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7 Installation and configuration for SPS in the Citrix XenServer

SPS is installed on the XenServer host. When the shutdown condition is met, the SPS will
notify the XenServer host to shutdown.
The VMs will be shut down automatically before the host shut down. (This action takes effect

as default by the XenServer)

Virtual/ Virtual/ Virtual/
Guest 051 Guest 052 Guest 0Sn
(Windows) {Linux) (Solaris)
Applications, Applications, Applications,
Services, Bic Services, ex Senices, gL,

E -
L

XenServer host -

7.1 Citrix XenServer Configuration

7.1.1 Installing XenServer tools for each Virtual Machine

e  Open the XenServer Client, Choose the VMs, Right click VMs, Click “Install XenServer Tools”
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File View Pool Server VM Storage Templates Tools Window Help

0 Back = () Forward @. Add New Server New Pool B New Storage E\ New VM ) Shut Down Reboot \__P Suspend V No Syst
Views: @ Windows Server 2008 (64-bit) on 'xenserver6' Logged in as: Local |
o | General Memory | Storage | Networking | Console | Performance | Snapshots | Logs

) XenCenter

| & xenservers

Bl Windows Server 2008 (64 bil
i DVD drives

i@ Local storage

& Removable storage

Looking for gue:

c

Recyd| Citrix XenServer Tools Installer :

Installing Citrix XenServer Tocls

Drivers : Instaling
Vss Provider Insizling
Guest Sgent Inaizling

start| | o M @ | € CitixNenserver Tock

e  The XenServer Tools is installed as below image:

3 XenCenter

File View Pool Server VM Storage Templates Tools Window Help
e Back - () Forward % Add New Server New Pool E} New Storage B New M @ Shut Down % Reboot 0 Suspend V Mo System Alerts
Views: | Server View - ¥ Windows Server 2008 (“-biﬂ on 'xenserver6' Logged in as: Local root account
searck o General | Memory | Storage | Networking | Console | Performance | Snapshots | Logs
) XenCents _ %

s VM General Properties
[ xenserver6

LY Windows Server 2008 (64-bi

5 DVD drives Properties Expand all  Collapse all
3 Local storage

5 Removable storage

General

Name: Windows Server 2008 (64-bit)
Description:

Tags: <None>

Folder: <None>

Operating System: Windows Server® 2008 Standard

BIOS strings No
copied:

Virtualization state: ~ Optimized (version 6.2 installed)

Time since startup: 3 minutes

uuID: €9d71cab-8885-a2c4-c975-048140c2bcfa

Boot Options
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7.1.2 Open XenServer host ports

e  The SPS use UDP 3034 as the communication port with NMC as default.
Note: If the UDP 3034 is captured by the other program, the value of the port will be added
1(range from 3034~3083)

e  Open the XenServer Client, click the host console, Open the UDP port by the following
command:
iptables -1 INPUT -p udp --dport 3034 -j ACCEPT
iptables -l OUTPUT -p udp --dport 3034 -j ACCEPT
/etc/rc.d/init.d/iptables save

7.2Installing and Configuring for SPS

7.2.1 Installing SPS

e Upload the installation file “SPS-CUI-*.* * *-linux-i386.tar.gz” to the XenServer host using
WinSCP tools

e  Unzip the installation file and install the SPS by the command
tar —zxvf SPS-CUI-*.** *-linux-i386.tar.gz

e Install the SPS by the command:
./SPS.install

7.2.2 Configuring SPS

e  Enter the /opt/sps directory, start the SPS service by the command: ./SPSService
e  Open the configuration document by the command: ./SPS —i
Input the password: admin
Add the NMC IP address, for example the NMC IP is “172.18.139.102”
<RemotelList>
<Remote name="172.18.139.102" serv="2993" model=""/>
</RemotelList>
e  Please refer to chapter 3 (Linux with CUI) for more information about shutdown parameter
setting
e  Restart the SPS Service by the command: ./SPS —r
e  Check the NMC is connected or not by the command:
./SPS -|
The NMC will be connected as below:
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€ XenCenter El ‘E

File View Pool Server VM Storage Templates Tools Window Help

Q Back - Forward dh Add New Server _[' New Pool T8 New Storage [EJ] New VM @ Shut Down @ Reboat Suspend V No System Ale
Views: ‘ Server View 'I [& xenserver6 Logged in as: Local root acco
o Search | General | Memory | Storage | Networking | NICs Console  Performance | Users | Logs

E € xencenter ]
= [ [ xenserveré server console

T Windows Server 2008 {
& DVD drives

&3 Local storage

5 Removable storage

<EMPHum >0 ¢~EMPHun>
<EMPCt1>0</EM
<EMPCtZ>0</EMPC:
<WSS>1<-USS>
>1</388>
y>1</Capacity>

<EnableScript>8< EnableScript>
<Script>< Script>
"Prof .conf" 31L,

Connected

otatus: Nor
S Shutdoun Delay:

e  The alarm will pop up when the AC fail as below image

L"o xenservers Logged in as: Local root accoun

Search | General | Memory | Storage | Networking | NICs Console | Performance | Users | Logs

xenserveré server console

[Broadcast message from root (Wed Apr 16 17:46:07 2014):

wallmsgTJOPAlwall stem Protect Software Message: Top Event Warr
| 2014-04-16 17:46:07 Who: 172.18.139.102 What: Hility power is not available

[Broadcast message from root (Wed Apr 16 17:46:17 2014
sual lmsgZ YNAhu
[Broadcast message from root (Wed Apr 16 17:4 7 2014

psuwal ImsgZ¥NAhuwall stem Protect Software Message: Top Event Wary
| 2014-04-16 17:46:17 Who: 172.18. .10 vt Utili is not available

[Broadcast me:

e from root (Wed Apr 16 17:46:

UNkwall System Protect Software He [
46:27 Who: 172.18.139.10Z2 Wha i p ~ is wot available
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8 Shutdown Operation

8.1 Shutdown flow chart

NMCe

Shute
Downe

Y+

UPS«

o SPS-cliente
Shutdown/alarm-
notification+

Pop-up+

Shutdown-
Prompted«

command« .

dialogs

k J
System«

8.2 Shutdown setting (NMC Webpage Side)

8.2.1 Shutdown actions setting

e  Open the NMC website, select UPS Management ->UPS shutdown, and check the Actions

setting.
There are four kinds of define for Actions:
Action Definition
Disable The NMC will not send the alarm and shutdown
notification to the SPS client, when the events occur.
Warning The NMC will send the alarm notification to the SPS client,

when the events occur.

Client Shutdown

The NMC will send the alarm and shutdown notification to
the SPS client, when the events occur.

Client &UPS Shutdown

The NMC will send the alarm and shutdown notification to
the SPS client when the events occur. Besides, the NMC
will send the shutdown command to the UPS.

Note: Select the action to Client Shutdown or Client &UPS Shutdown, so that the system can
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be shut down gracefully by the SPS client.

8.2.2 Warning Period Setting

Open the NMC website, select UPS Management ->UPS shutdown. Check the warning
period setting.

For example:

The Warning Period is set to 30S and the Warning Interval is set to 10S.

The NMC will send the alarm notification to the SPS client every 10 seconds and will last
about 30 seconds.

8.2.3 UPS Shutdown Delay Setting

Open the NMC website, select UPS Management ->UPS shutdown. Check the UPS Shutdown
Delay setting.

The NMC will send the shutdown notification to the SPS client when the warning period is
met, then the UPS will be shut down after the shutdown delay interval if the action is “Client
&UPS Shutdown”.

By the default, the UPS shutdown delay timer is 120 seconds.

Make sure the time for UPS Shutdown Delay should be longer than the timer for Shutdown
delay plus Script MAX Execution time in SPS client, or else the warning dialog will pop up
that the time is unreasonable.

For example:

The Shutdown delay timer is 90 seconds and the Script Max Execution Time is 60 seconds,
The total time value is 150 seconds in SPS client.

But the UPS shutdown Delay time is 120 seconds in NMC webpage side.

The UPS shutdown Delay time is shorter than the 150 seconds, so the alarm dialog will pop
up that the time is unreasonable.

Syskerm Shukdawn Options

[ ancel shutdown if events Restored i Shutdown Delaw— action

shutdown Delay: S, i) Event Warning

Run Script Before Shutdown

%) shutdown
File Path: |E:'|,I:est.l:|at.txt |[ ]
) Sleep
Scripk Max Execution Tirne: Sec.
(] 4 l [ Cancel ] [ Apply ]
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X)

System Protect Software

"j Topic:  Unreasonable Time
J Whern: 2011-11-15 14:49:23
Who:  172,18.127.20

What:  The UPS shutdown delay (12005 isn't greater than the setting kime (1500s

[ ]Don't show this message again

8.2.4 Shutdown continue or not if events restored.

Open the NMC website, select UPS Management ->UPS shutdown, enable/disable the checkbox

for Cancel UPS shutdown if events restored.

e Select the checkbox: The NMC will cancel the shutdown notification to the SPS client if the

events restored during the system shutdown delay interval.

° Unselect the checkbox: The NMC still send the shutdown notification to the SPS client if the

event restored during the system shutdown delay interval.

8.3 Shutdown order

8.3.1 Shutdown continue if events restored

For example:
e  NMC webpage side:

Set the action to Client &UPS Shutdown, set the warning period to 30s, set the UPS

Shutdown Delay to 120s, unselect the Cancel UPS shutdown if event restored checkbox.
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UPS Management » UPS Shutdown help

Event S —— :a";aercr;ing Period :";Zrcr;ing Interval

4C Failed I Client&UPS 3 Sertdown V |30 | |1U |
Battery Low |_—Ch9ﬂlé_€.UPS_ Shutdown v v' [30 | | |10 |
UPS Qverload [(_TI_;;_!&_L_IP_S_ ZS_h_Ef_tf_ﬂ_}_W_"_ :f_: |3{] | |10 |
UPE Over Temperature |Cl|em8.UF'S Shutdown V' |30 | |‘10 |
Weekly Schedule | Client&UPS Shutdown 'v |30 | |10 |
Specific Day | Client8UPS Shutdown |  [30 | | [e |
EMP Temperature Threshold LCH_E_'r]t_ﬂ_Tlﬂ_PiS__@E&i;v-«'r{_v- |30 | |1IJ |
EMF Humidity Threshaold | Client&UPS Shutdo';r_r_\' [30 | | {10 |
EMP alarm-1 | Client&UPS Shutdown v | [30 | | [0 |
ENP Alarm-2 ChientaUPS Shmdow_r[mff [0 | [0 |

{ Cancel UPS Shutdown if events Restored in Shutdown Delay | |[IT E
UPS Shutdown Delay(Sec) (120 |
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° SPS client side:

Set the Shutdown Delay to 60s, set Script Max Execution Time to 40s, unselect Cancel

Shutdown if events restored in Shutdown Delay.

System Shutdown Options
[ ancel Shutdown if events Restared in Shutdown Delay! — Action
Shutdown Delay: Sec. () Event Marning
Run Script Befare Shutdawn
] : %) Shutdown
File Path: |E:'|,test.|:uat.txt | [ ]
) 5lesp

Scripk Max Execution Time: Sec,

Ik l [ Cancel ] [ Apply ]

° Shutdown order:

When the events occur, the SPS will pop up warning dialog, the system start to shut down

delay counter after 30 seconds warning.

When the shutdown delay time is met (60s), the system starts to execute the shutdown

script. And the system starts to shut down after 40s.
The UPS will be shut down after 20s (120-60-40=20).

Note: The system and UPS shutdown continue if the events restored during the system

shutdown delay interval. It will take effect to sleep function as also.

8.3.2 Shutdown discontinue if events restored

For example:
e NMC webpage side:

Set the action to Client &UPS Shutdown, set the warning period to 30s, set the UPS
shutdown Delay to 120s. Select the Cancel UPS shutdown if event restored checkbox.

UPS Management » UPS Shutdown

Event Actions

CienUPS Shudomn ¥
Battery Low _CIient&UF‘S Shutdown o |
UPE Overload | Client&UPS Shutdown

UPS Over Temperature __CI'tent&UF'S Shutdaown E
| Client&UPS Shutdown
| Client&UPS Shutdown
| Client&UPS Shutdown
| Client&UPS Shutdown
| Client&UPS Shutdoun
| Client&UPS Shutdown

EMP Temperature Threshold
EMP Humidity Threshold
EMF Alarm-1

EMP Alarm-2

— — —
i”ancel UP2 Shutdown if events Re
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EIEIEIRIRI A ES]

Shutdown Delay

Warning Period
{Sec)

help

Warning Interval
(Sec)

[30 | |10 |
[30 | |10 |
[30 | | [10 |
[30 | |10 |
30 | [0 |
[30 | | |10 |
[30 | |10 |
[30 | 10 |
[30 | |10 |
[30 | | [10 |
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e  SPSclient side:
Set the Shutdown Delay to 60s, set Script Max Execution Time to 40s.
Select Cancel Shutdown if events restored in Shutdown Delay.

Sysbem Shutdown Options
Cancel Shutdown if events Restored in Shutdown Delay Ackion

Shutdown Delay: Sec, () Event ‘Warning

Fun Script Before Shutdown
] : (%) shutdawn

File Path: |E:'|,test.|:uat.txt |[ ]

acripk Max Execution Time: Sec.

K l [ Cancel ] [ Apply ]

) 5leep

e  Shutdown order:
When the events occur, the SPS will pop up warning dialog, the system start to shut down
delay counter after 30 seconds warning.
When the shutdown delay time is met (60s), the system starts to execute the shutdown
script. And the system starts to shut down after 40s.
The UPS will be shut down after 20s (120-60-40=20).
Note: The system and UPS shutdown discontinue if the events restored during the system
shutdown delay interval. It will take effect to sleep function as also.

8.4 Redundant UPS Input shutdown

For a computer powered by more than one NMC UPS, we can add them into cluster.

Enter the IP address of NMC via click “Add” button on the screen of SPS.

Enter a Cluster name, for example, group1.

Add second NMC IP address, and enter the same Cluster name.

The NMC UPSs that under the same Cluster name will become a group

The system will start to shut down when the shutdown conditions are all met for the devices
under the groupl
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® | System Protect Configuration = -

System Log Language

Device List Events

| =4 groupl ¥] Ac Fail “
- 172,18.127.83(2993) [¥] Battery Low

-8 172.18.127.75(2993) | UPS Overload =
L6 172.18.127.86(2993) [v| Weekly Schedule Shutdown

i...#‘; group2 "] UPS Over Temperature

[¥] Specific Day Schedule Shutdown
| EMP Over Temperature

| Add | ‘ Remove [ EMP Over Humidity
EMD Cantartl Alarm -
| Modify |‘ View 4 i b
Local Configuration i
Alias: BAOCNWHP7501365napa.ad.etn.com Default

8.5 Simulate shutdown by event

Before doing this simulate test, please make sure the computer system is not running critical

mission, and is allowed to shut down for a while.

Open the NMC website, select UPS Management -> UPS Powered Devices.

e  The server for the SPS client will be added to the table if the communication is established
between the SPS and NMC.

e Select the event in the Remote PC Shutdown Test list, click submit button, the NMC will send
the warning/shutdown notification to the SPS client.

e  The SPS will show the alarms and shutdown or sleep the computer system. NMC will send
the shutdown notification during the “UPS Shutdown Delay”.

e After the test, wait for “UPS Shutdown Delay” time, then turn on the computer system.
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