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Key reports are accessible from within SIM™ manager via the Reports Tab. Additional reports are available external
to the SIM™ system. These reports rely on Microsoft’s SQL database and report writer tools.

To access external reports, your IT department may need to make changes to the server on which the SIM™ system
operates. Instructions on how to set this up are provided in this manual and may need to be modified depending on
your facility’s specific IT infrastructure.

The external reports, although useable as they are, are provided as a starting point for your facility to design reports
tailored specifically to your needs. The number and variety of external reports will increase over time, please refer
to Simavita’s training web-site regularly for updates http://simavita.com/training/.
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The SIM™ system utilises an SQL database to store information. This database is installed on the SIM™ server on
which the SIM™ software operates. By default this database is not accessible from client machines. To access
external reports (either for editing or running reports) additional system setup steps need to be taken.

This document provides a guide to the steps required to gain remote access to the server’s database. These steps
are not specific to SIM™ but are related to Microsoft’s SQL database infrastructure and Microsoft’s SQL report
writing tools. Please refer to information provided by Microsoft for additional details.

Following are five main sections:

e 3.0 Information on Server User Permission: This section covers required permissions in the SIM™ server to
access external reports from client machines.

e 4.0 Client Computer Access for Reporting (no editing): This section describes the process of configuring the
server (running the SIM™ software and SQL database) to allow client computers database access via an SQL
web interface. This is useful for accessing reports for reporting purposes only (no editing is possible).

e 5.0 Adding External Reports to the Server: This section covers access to reports on client machines for
reporting and editing.

e 6.0 Editing and Reporting from Client Computers: This section is similar to section “4.0 Client Computer
Access for Reporting (no editing)” but includes additional instructions to provide editing capability from the
client computer.

e 7.0 Using SQL Report Builder: This section provides a brief primer to writing and running SQL reports using
SQL Report Builder

Note:

It is expected that the reader has prior knowledge of SQL, configuring an SQL database server and SQL Report Builder
before applying any information provided in this document. This document is provided as a setup guide only and
setup may differ depending on specific IT infrastructure.

CAUTION

Editing or modifying any information in the SIM™ SQL database may render the SIM™ system inoperable.

CAUTION

There are important data security implications with providing remote database access. This document does not
cover or discuss any these. Please refer to information provided by Microsoft for further details.

Pre-requisites: To view, modify or create the external reports, Report Builder 3.0 (Microsoft SQL Server) or
Microsoft SQL Server Reporting Services (SSRS) must installed on the server running the SIM™ system and/or the
client machines. The reports will not be accessible or function from remote machines unless step described in this
document are performed.
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To access the SIM™ system database for reporting purposes, the SIM™ system server user (often the Administrator)
must have clicked ‘Select’ and ‘Execute’ permissions in SQL server for SIMdb30 and SIMdb30Audit databases. To do
this, follow these steps:

1. Onthe SIM™ Server, open SQL Server Management Studio:

Programs (2}

i 5L Server Configuration Manager Location: Ssms (C:\Program Files {x86)\Microsoft SQL Server) 1000 Tools\Binn),
vSshelly Common7IDE)

- See maore resulks

I SQL Server Man| B4 Llog off | »

|( 'Sl:arl:J _:l,!j? [_] L‘ l\?

2. Press connect in the “Connect to Server” window:

g! Connect to Server

E} S'BQL Server2008 R2

Server type: IDatabase Engine j

Server name:

Authentication: IW’indows Authentication j
User name: IWIN-VB.&BKDDGHSd\.&dministratur j
Pazzword: I

™| RBemember password

Connect I Cancel | Help DOptions >>
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3. From the Tree View on the left, Expand Database ->SIMdb30. Right click on SIMdb30 and press Properties.
In the pop-up window, click on Permissions from left menu titled “Select a page”. Select “NT
AUTHORITY/IUSR” user. In the bottom grid, ensure that for Execute and Select row, the checkboxes are
checked under the Grant column is checked.

"+ Microsoft SQL Server Management Studio

File Edit Wiew Debug Tools ‘Window Community  Help
P Newouery |y [ |5 H & | &
[ Irer

Connect~ 3 3 w F (3] 5

_' Database Properties - SIMdb30 = [=]

Select apage L8 Seript ~ [ Help
= lﬂ WIN-YBABKODGRIHSIMIERVERDYS (SOL Server 10DERI4Y ﬁ‘ General
| L5 Files
B Svstem Databasss R Fiegroups Server name: |WIN-VEABKDDGH94\SIMSEHVEHDVS
IJ ReportServer$3IMIERVERDYS ﬁ" Options Wiew server permissions

ReportServerSIMSERVERDY3TempDE Change Tracking

== : SIkdb30

= smmdb30 D atabase name: I
|1 Database Diagrams

& g Tabl ﬁ‘ Extended Properties ey — |
ables

[ Views | Name | Type ]
[ Synonyms A ONS Uszer
(3 Programmability A LocalSystem User
£ servics Broker A T NT AOTHORITYHOSA [ lser |
[ Storage ; i
= [ Security
[ Users
[ Roles
[ Schemas
[l Asymmetric Keys
[l Certificates
) [ Symmetric Keys
IJ SIMdb30audit . Permizzions for NT ALTHORITYSIUSE:
" Connection i
L seeurtty Explicit | Effective |
[ Server Objects Carver — -
[ Replication WINVEABKIDGRIASIMSERVE | | Pemission | Grantor | Grant With Grant_| Deny |-l
[ Management Connection: |Execute dho 12
wINAVEABK D GR94\Administrate Insert dba |4
_i:ﬂ Wiew connection properties References . dbo ~
| Selest ~dho
Show plan dbo

Subscribe query nat... | dbo

Feady

Take ownerzhip dbo
Update dbo

i e e i S i |

EUjmn e

i e e i S i |

u]: I Cancel |
4] | i 4
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This section describes the process of configuring the server (running the SIM™ software and SQL database) to allow
client computers database access via an SQL web interface. This is useful for accessing reports for reporting
purposes only (no editing is possible).

1. Onthe server running the SIM™ system database, open Reporting Service Configuration Manager.

Programs (4)
il Report Builder 3.0
_@ Report Builder 3.0 Help

onfiqur ation Manager

=] SQL Server Error and Usage Reporting Location: RSConfigToal {C:\Program Files (86N Microsoft SOL Servert 1004 Tools!
=
Contral Panel (100 L)

‘P Choose how ko report problems
F’ View all problem reports
F‘" Wiew the Microsoft error reporting privacy statement online
] Generate a system health report
F’ View recent messages about vour computer
F" Rewview your computer's status and resolve issues
‘P Yiew solutions ko problems
F’ Fix problerms with your computer
F" Wiew recommended actions to keep Windows running smoothly

‘P Yiew message archive

+ See more results

| repor| B4 Logoff |k
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2. Press Connect on the pop up window.

ﬁ' Reporting Services Configuration Manager

E’ §6‘I: Server2008R2

Reporting Services Configuration Manager

44 Connect

Server

f, Service Account

49 Web Service URL

F Mi
Database & SS‘I: SerVEfZODB R}I
Reporting Services

instance ko configure,

E-mail Settings

Reporting Services Configuration Connection

Report Manager LRL Pleass specify a server name, click the Find butkon, and seleck a repart server

server Name: [#Ih-veRBKODGRS4
Execution Account Repoart Server Instance: ISIMSERVERDVS
Encryption keys
44 Srale-out Deployment @

Conneck I

Cancel

3. Click on “Report Manager URL”. Change the Virtual Directory to

and press Advanced button.

- e b
34 Conned Report Manager URL

5 WIN-VEABKODGR M SIMSERVERDVE
=2, Service Account 0 pararneters on the URL,

A Web Service URL Report Manager Site Identification
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Wirtual Directory: FeportsiE)
! Database
LPLs hkkpe fPWIN-WEAB K OD GRIH180/Reparts SIMSERVE ...
a Repork Manager LRL
] E-mail Settings
ﬁ Execution Account
I Encryphion Keys
,5"',5 Scale-out Deployment
Results

1S [=] B3

| Ezit: |

“Reports” from “Reports_SIMSERVERDV3”

Configure a URL to access Report Manager, Click Advanced to define multiple URLs, or to specify additional

Advanced

Copy |

| Exit |

Page 9 of 39




4. On clicking “Advanced” button (as seen in Step 3), will bring up a pop up window as below. Click on the first

Edit button.

Advanced Multiple Web Site Configuration E3

@ Configure vanous identities for Feport Manager.

kultiple 1dentities for Repart kanager

IP Address TCP Port Hosk Header

All Assigned a0

Add | Remove | | Edit [

Multiple 551 Identities for Report Manager

IP Address | 551 Port | 551 Certificate ‘ Issued To
Add | F— | Edit |
ok | Cahcel |

@.

5. Inthe next pop up window, change the IP Address drop down list from “All Assigned” to the specific IP
address of the server (in the example below this is 192.168.0.161) and press OK and then click Apply in the

main window (please make sure the Virtual Directory has changed to “Reports” from
“Reports_SIMSERVERDV3”, or change it again as described in Step 3).

Edit a Report Manager HTTP URL

| dentification
@& |P Address 192.168.0.161 |
All Azsigned
™ Host Header Mame .ﬁ.IIUnassiined
TCP Port [:1]
= 127.0.0.1
RL http: £ AWM BAB K.ODGR34:30/Reparts ..
7] ok | Cancel |

6. Now the external reporting system is accessible with entered IP address within the network http://[SIM

Server IP]/Reports (for example: http://192.168.0.161/Reports ). Open Internet Explorer (on the server
machine) and enter the IP address (as above) into the Address Bar and press Enter. The following pop up
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window will appear for login:

E’hl:l:p:,.-",.-"192.153.0.151,.-"Repurts,-" - Windows Internet Explorer

@: = | @ repiingzaes.asirepors) O || B X | © waiting for 192.168.0.161 xl | {7 g 503

Windows Security E

Connecting ko 192,165.0,161,

Password

—_

7. Enter the Windows login credentials for the server Administrator or the currently logged in server user. SQL
Server Reporting Services page will come up

E’Home - Report Manager - Windows Internet Explorer !E[ E
@: @ @ http:jj192.168.0.161/Reports, O || | 42 @ Home - Report Managsr - | | A ok

Home | Site Settings | Help
7 SQL Server Reporting Services
—u\ﬁ Home Search |p |

[l New Folder =|,L Mew Data Source La Folder Settings {t Upload File I.|_|5-| Details View

There are no items in Home. Click Help for more information about this page.

8. If there is a red message saying “This page might not function correctly because either your browser does
not support scripts or active scripting is disabled”, then follow the instruction provided on this link
“http://www.mytechmantra.com/LearnSQLServer/Troubleshooting-SQL-Server-Reporting-Service-

Error.html” to enable active scripting for the browser.

9. To Add the External Reports to Reporting Services for web access, click on the “Upload File” (red box in Step
7). Note that report templates can be downloaded from Simavita’s training website. In the subsequently
displayed screen, click the Browse button which will pop up a File Browser window. Go to “External Report
Templates” folder on the server’s desktop. Enter a filename (or select a file to replace) and press Open and
then OK in the Upload File page.
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10.

11.

12.

g:Uplnad File - Report Manager - Internet Explorer

@A @ |2 hipis2.168.0.161/R O | |4 (2 UploadFile - Report Manager % | I 5% o

Home Home | Site Settings | Help

i SQL Server Reporting Services
|
] Upload File Search |2
Upload  repart (.rdl). model (.smdl), shared dstaset (.rsd). report part (.rsc), or other g:thoose Li=Lollinkcad [X]
. - A
File to upload: | | Browse... I e I C:1,Users\,Puin%\Desktop\,External Report Templates| | j (2] I Search External Report Templ. ..
Name: INew Itern _
Organize »  Mew folder H= - (7]
[ ovenwrite item i it exists 0l @
- N .
e | pr— ‘v Favorites 21 Mame | Date modified | Type |
Bl Desktop IL_._]] ACFT Report gi20f2014 2:42 PM Report Builder Repo...
& Downlaads 8 Audit Report 612014 10
15 Recent Pl
=L Recent Flaces IL_._J] Continence Schedule - Wing Report  7f17J2014 1:49 PM Report Builder Repo...
=5 Libraries Ix_.j Resident Outcome Repaort 5/19)2014 2:23 PM Report Builder Repo...
3 Docurnents
J’- Music
=] Pictures
B videos
1M Computer
& ke fo
i Local Disk (1) ;I A | _’I
File name: IAudit Report | JanFiles ¢ |
Qpen I Cancel |
< |

Now the report will show in the SQL Server Reporting Services Homepage. Follow the step above to add all
the reports to the web reporting system.
Now any user on client machines can go to address (http://<IPADDRESS>/Reports) in Internet Explorer and

view the reports with the login credentials of the SIM™ system server Windows login. Note that this is a
significant security risk. It is preferable to create one or more normal user accounts (without admin
privileges) on the SIM™ system server and give the individual users permissions for viewing the reports. To
do this, follow the subsequent steps.

To create a user account with standard login privileges, on the server, open Control Panel and click “Add or
remove user accounts” under User Accounts.
Efl Control Panel H=] B3
( ;“:_;" E v Control Panel ~ A [‘i}]llSearch Contral Panel [:]
Adjust your computer's settings View by Category =

. System and Security
I.e,l Review your computer's skakus Ll_ser Accounts
4 9 Check firewall skakus ‘ﬁxl Add or remove user accounks

'&'\ﬁ'iew event logs

Appearance

sy Network and Internet i hange desktop background
E' ) Adjust screen resolution

[ T PR PR TN WP [T P
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13. Click “Create a new account”.

Guest
Guesk account is off

| Create a new account |

What is a user account?

Additional things you can do

30 to the main User Accounts page

-

14. In the next page, enter “report” or any other preferred username in the textbox and check the “Standard

user” and then click “Create Account”.

&£ Create New Account =] B3

G{\_)v lﬂi = Mana.., = Create M., - lgj I Search Control Panel Fel

Mame the account and choose an account type

This name will appeat on the Welcome screen and on the Start menu,
I repu:nrt|

=" standard user

Standard account users can use most software and change system settings that do
nok affect other users or the security of the computer,

™ administrator
Administrators have complete access ko the computer and can make any desired
changes, Based on notification settings, administrators may be asked to provide their
password or confirmation before making changes that affect other users,
‘e recommend that you protect every account with a strong password,

hey is a standard account recommended?

Create Account Cancel |

-
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15. You will be brought back to the Manage Account window. Click on the “report” or the newly created user. In

the next window, click on “Create a password”.

&£ change an Account

M= E3

P, o

° = |.‘?e) + Mana... = Change a... - l@] I Search Control Panel @

Make changes to report's account

Zhange the account name s

Create a password repork
Standard user

Zhange the picture
Zhange the account bype

Delete the account

Manage another account

16. Provide a strong password which should be at least 8 characters, containing at least one capital letter, one
number and one special character (For example “RepOrt!@#”). Provide a hint for the password and press

“Create password”.

17. Go to web report URL (http://<IPADDRESS>/Reports) and login with Admin (or logged in user). Click on the

“Folder Settings” link.

E:Hnme - Report Manager - Internet Explorer

Coaw |E . *y| 25 ;
@1?.4@ hikkpe /192, 166.0,161 /R .Dj 4| {2 Home - Report Manager

- SQL Server Reporting Services

1 ] 3
|l oS

Home | Site Settings | Help

[BEE Home ‘Search

2]

E:‘ Mew Folder .:L‘L Mew Data Source M Folder Settings ‘& Upload File

[ petaits iew

% ACFI Report % Audit Report

% Continence Schedule - Wing Report % Resident Qutcome Report
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18. In the next page, click “New Role Assignment”

g!— Report Manager - Windows Internet Explorer

@@ e I::‘_—Q fittp://192.168.0.161 /R Pj b f_% - Report Manager x | | }UqJ\ rﬁ_" {:}

Home | Site Settings | Help

| SQL Server Reporting Services

& Home Search 2

X Delete

7 New Role Assignment

Security U] + Role(s)
[] Edit BUILTIN\Administrators Content Manager

19. In the New Role Assignment page, put the “report” or the newly created username in the “Group or user
name” text box. Check the “Browser” checkbox and press OK.

,ﬁ’New Role Assignment - Report Manager - Windows Internet Explorer

@:‘: e I:% fitbp:[/192,168.0. 161/ ‘oj " i% Mews Role Assignment - Repo,,, X | | )LT'U\ ‘_“_’ ‘:,:’

Home Home | Site Settings | Help

ﬁ?& SQL Server Reporting Services
New Role Assignment Search »

Use this page to define role-based security for Home.

‘ Group or user name: |report

Select one or more roles to assign to the group or user.

O i Description

Browser May view folders, reports and subscribe to reports.

[0 Content Manager May manage content in the Report Server. This includes folders, reports and resources.

[0 My Reports May publish reports and linked reports; manage folders, reports and resources in a users My Reports
folder.

[] Publisher May publish reports and linked reports to the Report Server.

[0 Report Builder May view report definitions.

OK I Cancel
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20. Data read permissions also need to be given to the newly created user from the SQL Server. On the server,
open SQL Server Management Studio:

Programs (2}

i 5L Server Configuration Manager Location: Ssms {C:iProgram Files {x8aY\Microsoft SQL Server) 1004 ToolsiBinn),

v5Shell Commaon 7 IDE)

! See more results

ISQL Server Man| B4 Log off | ¥
E| | | == >

£ 75tart =l ry [

| | o b o @

21. Press connect in the “Connect to Server” window:

¥ Microsoft®
?ﬁ SQL Server2008r2

Server ype: IDatabase Engine j

Server name:

Authentication; IWindows Authentication j
Uszer name: IWIN-\:"E\.&B KODGR 3454 dministrator j
Pazzword; I

I Femember password

Connect I Cancel | Help Optiong 2>
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22. From the Tree View on the left, Expand Database -> SIMdb30 -> Security -> Users

a Microsoft SOL Server Management Studio

File Edit ‘iew Debug Tools ‘Window Community Help

=2

Cnnect' a2l a8l m T [Z] ﬁ

= Ld WIN-VEAEKODGR 24 SIMSERVERDYS (S0L Server

= | Databases
] Swstem Databases

[J ReportServersSIMSERYERDVS

ReportServerfSIMSERVERDYATempDE
= SIMdb30

[l Database Diagrams
[ Tables

[ views

[ Synaryms

[ Programrnahility
[ Service Broker

[ Starage

18 dbo

I& guest

L& s

Ilgl INFORMATION_SCHEMA
|8 Lacalgystem
|_a MNT AUTHORITY ISR
I& Sys

[ Roles

[ schemas

[ Asymmetric Keys

[ ertificates

[ Symmetric Keys

23. Right click Users and click on “New User”. In the pop up window, for User name and Login name text boxes
enter “BUILTIN\Users”. In the 2" group of checkboxes (Database role membership), select db_datareader

and press OK.

' Database User - New

H[=1 E3

Select apage 5 Script ~ m Help
2 General

2 Securables -

A4 Exterded Properties |Qser name:

% Login name:;

) Certifizate name:
) Kev name:

) Without login
Default schema:

Schemas owned by this user

Owned 5chemas

- db_acceszadmin
I_ db_backupoperator
T db_datareader
I db_datavriter

™ db_ddladmin

r

db_denpdatareader

I I>

I db_dergpdatawriter ;I
Server | Database role membership:
N EABKOD GRS IMSERVE R =
Connection: b dmi
WINYEABKID GRS Adrministiate | | | CP-3ccessadmin
T db_backupoperator
_i!ﬂ “igw connection properties |: e
. db_datavriter
db_ddladrmin
db_denpdatareader
db_denypdatawriter LI
QK I Cancel I
A
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24. Double click on “NT AUTHORITY\IUSR”. From the second checkbox list (Database role membership), select

db_datareader and press OK
Anewouery [0y | |5 W & | & g

m
| v| ! Execute b W

w
a2
L

I_,""_ INFORMATION_SCHEMA

[ & Localsyskem
|5y sys
[ Roles
1 Schemas
[ Asymmetric Keys
[ Certificates
[ Symmetric Keys
B [ Simdbaosudi
|1 Database Diagrams
[ Tables
[ Miews
[ Synonyms
[ Programmability
[ Service Broker
[l Storage
= [ Securiky
= [ Users
(A dbo
I_,f;_ guest
L& s
|8, INFORMATION_SCHEMA ||
[ A, Localsystem
I._,’_.'. MT AUTHORITYIIUSR
| svs
3 Roles
I3 schemas -l L1]

Comnect ~ &3 3 w T [£] ; =d
[ Storage ;I
= [ Securiky 3
[l [ Users F
(A dho L
19, guest
A us |
)
4

' Database User - NT AUTHORITY'IUSR

=1 E3

24 General
2 Securables
A Evtended Propertiss

5 Script - m Help

User name:
& [oginname:
| Cetificate name;
") Key name:
1 Without login

Default schema:

Schemas owned by thiz uzer:

|NT AUTHORITYIUSR

INT AUTHORITYSIUSR

Owned Schemas

db_acceszadmin

db_backupoperator
db_datareader
db_datawriter
db_ddladmin
db_denypdatareader

mininlnlinlints

db_denpdatawriter

Server. [atabaze role membership:
WINVEABKODGRISIMSERVE T e
Connection: db dmi
N VEABK IDGROM Admiristate | | | B-acesssadmin
[ db_backupoperator
3¢ View connection properties ||7 T ol eherealy
I~ db_datawriter
[ db_ddiadmin
Feady [~ db_denpdatareader
[ db_denpdatawriter LI
Ok I Cancel |
3

25. Repeat the previous 2 steps for “SIMdb30Audit” database.
26. Right Click on SIMdb30Audit database and click on Properties. Then click on Permission and then select
“BUILTIN\Users”. From the list of checkboxes, scroll down to “Execute” and check the Grant checkbox and

press OK.

'r‘< Microsoft SQL Server Management Studio

File  Edit

o1 ew Query
Explore

Connect~ 47 4 o

Wiews Debug Tools  Window

|| =HS|E

rE3

=] Ld WIN-YE6ABKODGR941SIMSERYERDYS (0L Server 10,50,255

= [ Databases

3 Fystem Databases
[_J ReportServer$SIMSERVERDYS
[_J ReportServer$SIMSERVERDY3TempDE
| stmdbso
B | S
[ Databaseg Mew Database. ..
3 Tables Mew Query
[ Views .
£ Synonym Script Database as 3
[ Prograrnn Tasks -
[ Service By
[ Storage Palicies 3
= [ Security Facete
[l [ Userg
L& g Start PawerShell
2 d
I;" q| Reports 3
AT
I:}: 1 Rename
|.£\ L Delete
Y
[ENE Refresh
3 Role Properties |
[ Scherm=

[ Asymmetric Keys
[ Certificates
[ Symmetric Keys
[ Security
[ Server Objects
[ Replication

Community  Help

' Database Properties - SIMdb30Audit

S[=l E3

Selectapa L6 scipt ~ Y Help

A General

g

= Fies Server name: [[w/IN-VEABKIDGR34\SIMSERVERDY3
2 Filegroups =

A4 Options Wigw Server permissions

44 Change Tracking

A Pemizsiors
& Extended Properties

Server
WwiN-AVEABKODGRI4MNSIMSERVE

Connection:
i -AEABKODGRS94 A dministrate

27 View connection properties

Feady

[ Managerment

Databasze name: ISIMdeDAudit
Users aor roles: Search... |
| Mame | Tvpe ]
A BUILTINWSsers | User
A NS Uszer
A LocalSystem Uszer
A NT AUTHORITYSUSR User
Permizzions for BUILTINY sers:
Explicit | Effectivel
Permizsion | Grartor I Grant IWith Grant | Deny I;I
Create ML schem...  dbo [l - I
Delete dbo | - I
Execute ¢ dho v | ul o
Trzert dbo | - I
Feferences dbo - - I
Select dbo - - I
Show plan dbo - - I —I
Subscribe query not...  dbo - - - -|
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27. Now, anyone can access the reporting system with the newly created username and password through the
http://<IPADDRESS>/Reports link.
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External reports may be added to regularly to Simavita’s training resource website (http://simavita.com/training/).
Once these external report templates are downloaded, these need to be added to the server so that they become
available for all users via a web-based interface. The addition of these reports can be achieved via a client computer
through the interface described in preceding sections. Alternatively the files can be added directly to the server.
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5.1 ADDING REPORTS FROM CLIENT COMPUTERS
The procedure below describes how to add new external reports to the system from a client computer.

1. On aclient computer open Internet Explorer and enter the http://[SIM Server IP]/Reports (for example:
http://192.168.0.161/Reports) into the Address Bar and press Enter. The following pop up window will
appear for login:

Qe’http:,.-",.-"192.163.0.161,.-"Reports,.-" - Windows Internet Explorer

@:' | &tz aea.0. 161 meportst O] |B [ X| ¢ Waiting For 192,168.0.161 xl | A ok

Windows Security B

Connecting ko 192,168,0,161,

m_

|
y 4
|

oK I Cancel

2. Enter the login credentials for an administrator for SIM™ server. SQL Server Reporting Services page will be

displayed.
E’Home - Report Manager - Windows Internet Explorer !E[ E
@:\/ @ |2 hitp:f192.168.0.161 reports, O ¥ || B 42 @ Home - Report Managsr = | | A ok

Home | Site Settings | Help
| SQL Server Reporting Services
I_..\i] Home Search |p |

[ New Falder ) New Data Source [ Folder Settings & Upload File | [[[] Details view

There are no items in Home. Click Help for more information about this page.

3. Ifthere is a red message saying “This page might not function correctly because either your browser does
not support scripts or active scripting is disabled”, then follow the instruction provided on this link
“http://www.mytechmantra.com/LearnSQLServer/Troubleshooting-SQL-Server-Reporting-Service-
Error.html” to enable active scripting for the browser.

4. To Add the External Reports to Reporting Services for web access, click on the “Upload File” (highlighted in
red in Step 2). In the subsequently displayed screen, click the Browse button which will pop up a File
Browser window. Go to the folder where the new report file was downloaded and select the report and
press Open and then OK in the Upload File page.

5. Now the report will show in the SQL Server Reporting Services Homepage.

6. Now any user on client machines can go to address (http://<IPADDRESS>/Reports) in Internet Explorer and
view the reports with the login credentials
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5.1 ADDING REPORTS DIRECTLY ON SERVER
External report template files can be added directly to the server by following these steps:

1. Loginto the server through the standard Windows login
On the SIM™’s Desktop you will see a folder named “External Report Templates”. This folder is
automatically created during SIM™ installation. If this folder does not exist and SIM™ has been installed, you
can create this folder manually.

3. Download template files from Simavita’s training website.

4. Copy the downloaded files into “External Report Templates” folder on the desktop.
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This section describes the process of configuring the server (running the SIM™ software and SQL database) to allow
client computers running SQL Report Builder remote database access. This is useful for accessing full report editing
and reporting.

The following sections describe the changes needed on the server. The subsequent section describes how to change
the connection strings in the template reports so that these point to the (now) remote SIM™ system server.
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6.1 SERVER SETTINGS

1.

have to be taken on the SIM™ software server.

2. Open SQL Server Configuration Manager.

Programs (&)

-'59 S0l Server Management Studio

"’g SGL Server Business Inteligence Development Studia

5_1 SOL Server Error apdllesne Bennrbinn

[Location: mmc (C:windows) syswows4)]

T 5GL server Installafion Center (G3-0I)

T4 5GL Server Installation Center (B4-bit)

-/ See mare resulks

| 50t server] B Logoff >|

oo | B &5 D €

the right window and Enable.

Sql Server Configuration Manager

File  Action  Wiew Help

&= |x|0=H

‘@ SQL Server Configuration Manager (Local)
H 50l Server Services
G 50L Server Metwaork Configuration (32bit)
> S0QL Native Client 10,0 Configuration {32bit)
J [ S0L Server Network Configuration |
EF Protocols For SIMSERVERDYS
> S0L Mative Client 10,0 Configuration

B Client Protocols
B pliases

Probocol Mame | Skatus |
" Shared Mermory Enabled
¥ Mamed Pipes Lisabled

Disable

Properties

Help
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4. After enabling TCP/IP, right click again and click on Properties. In the Properties window go to second tab
“IP Addresses”. In the “IP All” section enter the TCP Port as 1433 and press OK.

Protocol Mame | Skatus |
- Shared Memory Enabled
¥ Mamed Pipes Lisabled

Enable
Disable

Help

VI

TCP/IP Properties EE
"Pretocol
B 1p4 -
Active Yes
Enahled Mo
IP Address 127.0.0.1
TP Doynarnic Porks o
TiZP Pork
B 1ps
Active Yes
Enabled Mo
IP Address fedi: Sefe:192,168.0,161%12
TP Deyniamnic Parks o
TP Port
=
TP Deyniamnic Parks 499273
TCF Part
-
TCP Port
TP pork
Cancel Apply Help

5. Open to SQL Server Management Studio:

Pragrams (2}

#34 SQL Server Configuration Manager

! See more results

Location: Ssms (C:Program Files (x86)\Microsoft SQL Server 1001 ToolsiBinn,

vSshell Common7IDE)

B4 Logoff |» |

I SOL Server Man|

=N
=

@ €

|[ TStart

M
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6. Press connect in the “Connect to Server” window:

f_"l:unnecl: ko Server E
Microsoft*

Z SQL Server2008r2

Server type: I Databaze Engine j

Server name:

Authentication: I'W'inu:lu:uws Authentication j
Lzer name: IWIN-\-"B.-‘-‘-.B K.O0GR 3454 driniztrator j
Pazzwiord: I

™| Bemember password

LConnect I Cancel | Help Dptions =

7. Inthe Tree View expand Security -> Logins. Right Click on Logins and Click “New Login”

o Microsoft SQL Server Management Studio

File Edit Miew Debug Tools ‘Window  Community  Help

E_::J;.NEWQUEP:.-'|DJ|DE|[3‘E‘ _=_.";|ﬂ _

Chiject Explorer

Connect - _ﬂ!j! 3& B T IE 5

= L.ﬂ Wy TM-YaABK0DGER 94 SIMSERYERDY 3 (S0L Server
[ Databases

= [ Security
= Lo
1 Mews Login.., tin##
X g |
& 5 Filter y ¥
£ b
ﬁ Skart Powershell
A CE
A Reports b
DY
E Refresh

a WIN-YEABKODGR 94 Administrator
[ Server Roles
[ Credentials

[ Server Objects

[ Replication

[ Management

8. Inthe popup window, perform the following actions:
i) Enter alogin name (for example: “report”)
ii) Check SQL Server authentication
iii) Enter and confirm the password

iv) Uncheck “Enforce password policy” (this depends on your password security preferences, for this

example it is disabled)
v) Set the Default database to SIMdb30
vi) Then click on User Mapping from left menu titled “Select a page”

vii) In the User Mapping window, check SIMdb30 and SIMdb30Audit. Make sure in the bottom list public is

selected.
viii) Press OK
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EL

General

Selectapage L5 Seript = I Help

[_[Ofx]

Server Roles

Login name:

[reporf

User Mapping
ecurables

Status

£ lindows authentication

& S0L Server authentication

Seaich

Password:

Confirm password

™| Spec old password

Old password: [

™ Enforce passward policy

= Enforce password expiiation

™| Wser must change passwordiat nest login o
" Mapped to cettificate | j
" Mapped to asymmetric key | =l
™ Map to Credential [ =l Add
Mapped Credsnisls Ciedertial Provider I
Server: Server
WINVEABKIDGRSMSIMSERVE WINAVEABKIDGRMASIMSERVE
Connection: Connection:
WIN-A/EABKOD BRI Administrate WINAEAEKOD GRS\ dministrate
4 View connection properties 33 Wiew connection propetties
ey
Ready Default databass: SIMdb30 | ‘ Ready
Default language: <default> =

User Mapping

Users mapped to this login:

Secuables

[T Guest account enabled for: SMdbEMAud

Map | Datshase [ User | Defauil Schema |

master

midz|

msdh
ReportServertSIMSER.
ReportServertSIMSER.

teport

SiMdbatAudt
tempdb

|

" report

b 15t e o e e i i

Database role membership for: SIMdb304wudit

[ db_accessadmin

] db_backupoperator

] db_datareader

] cb_datawiter

[] cb_ddisdmin

[ cb_denydatarsader

[ cb_denydatawiter

[ db_owner

] db_secuityadmin
public

4

o ] _omea |,

'j Microsoft SQL Server Management Studio

Expand the Tree View on the left to Databases -> SIMdb30 -> Security -> Users. Right click on the user you
created (in this example ‘report’) and click Properties. In the pop-up window, check db_datareader from the
second list and press OK. Repeat the same step for SIMdb30Audit database.

File:

J]_ Mew Query

Edit  View Debug Tools

O | b |5 H S| B

‘“Window  Community

=y

Connect > &3 21 w T 7] 55

= Us WIN-YEABKODGEROHNSIMSERVERDYS (SCL Server

=2

[ System Databases

U ReportServer§SIMSERVERDYS
ReportserverdSIMSERVERDY3TempDE
SIMdb30

+ |_J Database Diagrams

[ Tables

[ Wiews

[ Synonyms

[ Programmability

|1 Service Broker

[ Storage

= |3 Security

=1 [ Users

BUILTIN\Users

o @
=l =

|& INFORMATION_SCHEMA
Ia LacalSystem

I& sys Mew User, ..
|1 Roles Script User as
3 Schemas
3 Asyrmmet] Policies
[ Certificat] Facets
B [ Symmetri
& | stMdba0Aodit Start: Powershell
[ Security
1 Server Objects heRorts
[ Replication Rename
[ Management
Delete
4 | Refresh
Ready FProperties

Help

P patabase User - report
Select apage

General

Securables

E stended Pioperties

Server
WwINABABKODGRIMSIMSERVE

Connectior:
M ABAB K DD GR 94\ Administrate

2 Yiew connection properties

S Script + m Help

User name:

= Login name:

1 Certiicate name;
' Key name:

£ without lagin

Default schema:

Ireport

|report

Schemas owned by this user:

Owned Schemaz

db_accessadmin
db_backupoperator
db_datareader
db_datawriter
db_ddladmin
db_denydatareader
db_denydatawriter

Database rale membership:

Role Members

T db_accessadmin
db_backupoperatar

v | db_datareader

T db_datawiter

I db_ddiadmin
[T db_denydatareader
r

db_denydatawriter

10. Right click on the server (start of the Tree View in the left panel) and select Properties. In the pop up
window, select Security from the left menu (titled ‘Select a page’). Check “SQL Server and Window
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Authentication mode” and then click OK.
[

crosoft SOL Server Management Studio

Fle Edit VYiew Debug Tools “Window Community Help

Smewquery | [y | [ |5 W & | E 2

[ Server Properties - WIN-¥6ABKDDGR94\SIMSERVERDY3 [_[O]x] h

S Script + HE Help
General
i Memary
= [ Databases Cannect... Processars Server authentication H

[0 System Databases Disconnect

| ReportServerfSIMSERVERDYS " windaws Authentication mode

U ReportServerfSIMSERVERDY3Temply e Elon & Database Settings [ 50L Server and Windows Authentication mode
-1 El
| 51Mdb30 New Query Adva.nc.ad
|1 sirdba0Audit Pemissions o
A B Login auditing
(=] [ Security Aikivity Monitor
= 3 Logins " Mone
Ay #2m5_PolicyEventProcessinglogi Start & Fa .
&. ##115_PolicyTsglExecutionLogin#: Stap * Failed lagins only
BUILTINiUsers
@ﬂ i Pause " Successful login only

£5] NT AUTHORITYAIUSR
A NT AUTHORITY\METWORK SERVI Resume
A NT AUTHORITY\SYSTEM

" Both failed and successful loging

Restart
8] NT SERVICE\MSSCL$SIMSERVERTY Server prosy account
& sa Policies 3 ™ Enable server prosy account
i WIN-\:SABKUDGR941,Adm|n|strator Eaccs Pl ey I . |
repen T
[ Server Roles Start PowerShell Password: I
[ Credentials )
3 Server Objects Reparts 3 Server Optians
3 Replication WINAVEABKIDGRISMSIMSERVE
Refresh X
=4 Management Connection: r Enable C2 audit tracing

“wlNABAB K OD GR 34\ Administratc

. " " ™ LCross database ownership chairing
y Wigw connection properties

Cancel | Y

%

11. Right Click on S;IMdb3OAudi't and click on Properties. On the pop-up window, select Permission from the left
“Select a page” options. Then select the user you created and in the bottom grid, scroll down to “Execute”
and check the checkbox under Grant column and press OK.

'f Microsoft SQL Server Management Studio

File Edit View Debug Tools ‘Window  Community  Help

Hvewouery | [0y | [y | (5 H & | 2

_' Database Properties - SIMdb30Audit =] E3

S Script = m Help

' General

| Fles Server name: [fw/INVEABKIDGR4\SIMSERVERDY3
_j System Databases ) Fllegroups ) -
|J ReportServerSIMSERVERDYS ' Options ) Wigw server permissions
] Reportserver$SIMSERVERDY3TempDE gha”_ge_T'aCk'”g Database name: [GiMdbatAud
s1Mdb30 EImissions .
i 5 Extended Properties Users or roles: Search.. |
i Mew Database. ..
[ Database I — I Tome I I
3 Tables Mew Query
[ views ) A BUILTINWUsers ser
£3 Synonym Script Database as A NS User
[ Programn Tasks A LocalSystem Uszer
L3 Service b 5 A NT AUTHORITYSUSR User
[P Storage Palicies a e =
= [ Security P H H
=l [ User
|.£'. B Start PawerShell
LA d
|§: g Reparts
L& 11
li;: " Rename Permizzions for report:
Connection
I_A L Delete Explicit | Effectivel
- Server — =
& W Refresh WINVEABKODGRIMSIMSERVE | [ Pemission | Grantor | Grant | with Grant | Deny |«
# s Properties Connection: Lreate t}fpe dbo r r r
[ Roles 'wINAYEABKODGR94%Administrate Create view dbo [ - r
[ schemas J View connection propettes Create ML schem.. | dbo - - -
[ Asyrmetric Keys Dielete dbo - - -
[ Certificates R o o o o |
[l Symmetric Keys | ; b r r r
|l Security Ready rser a _I
[ Server Objects References dho r r r
[ Replication Select dbo - |l |l -|

[ Management

< |
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12. Go back to SQL Server Configuration manager (step 2). Select “SQL Server Services”. In the right panel,
select SQL Server (SIMSERVERDV3), right click and press Restart.

F= Sl Server Configuration Manager

File  Action Wiew Help

il AN ENEYN ? NECRONONG)

@ SGL Server Configuration Manager (Local)

SOL Server Services

50L Server Mebwork Configuration (32bit)

1500 Full-text Filker Daemon Launcher (SIM=

Stark

Skatt Mode
Autamatic

NT AUTHORITYR|
Manual MT AUTHORITY L

3. SQL Native Client 10.0 Configuration (32bit) | (3,505, Server Reporting Services (SIMSERVER  =MoP Autornatic T AUTHORITYiN
=5, SQL Server Network Configuration FR1SCL Server Agent (SIMSERVERDYS) PRLEE Other (Boot, System...  NT AUTHORITYiN
B Protocols for SIMSERVERDYS FE50L Server Browser s Other (Boot, System... T AUTHORITYILt

=] % S0L Mative Client 10,0 Configuration

Client Protocols
Aligzes

Properties

Help

13. Open Windows Firewall with Advance Security

Microsoft SQL Server Management Studio

File Edit “ew Debug Tools ‘Window  Community  Help

P Newauery | [y |y | (5 I 5 | )

Object Explorer

Connect > 43 & m L7

=] Lﬂ WIN-YEAEKDDGERINSIMSERYERDYS (SCQL Server 10,50,2550 - re
= [ Databases
[ System Databases
L__j ReportServer$SIMSERVERDYS
IJ ReportServer$SIMSERVERDY 3TempDE
= | sMdb30
[ Database Diagrams
[ Tables
[ Wiews

Programs {1}

Contral Panel (4) (Configure policies that provide enhanced network security For Windows computers,
0 ‘indowes Firewall

ﬂ Allow a prograrn thraugh Wwindows Firewall
ﬂ' Check firewall status

P Check security status

7 See more results

Log off >|
R

14. In the “Windows Firewall with Advance Security” window, first click on “Inbound Rules”, then from the right
of the window (Actions) click “New Rule”. In the pop-up window check the “Port” radio button and click the

I Firewsall
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Next button.

* windows Firewall with Advanced Security o [=] 3

File  Action  View Help

€= | 7[El= -

i indows Firewal with Advanced 5 | Actions

bound Rules

Rule Type

[
i Connection Security Rules 21 NewRule...
@rortoea Select the type of frewall rule to create.

s Maritaring @ Portaoar T Filter by Profile

I Teamvie Steps: T Filter by State

'@ Teamie ‘what type of rule would you like to create?

'g‘ Teannvie

@ Teamvie @ FProtocol and Ports

D Branchc. o

& Branchc

@ eranchc Frefie |i=b Export List...

@ com+ R ule that controls connections for a TCP or UDP port, fm v

g e ' Predefined:

@ Core el [BranchCache: - Content Retrieval (Uses HTTP) =

& core et Rule that controls connections for a Windows experience

'ﬂ‘ Core Mel

.& care Nel " Custom

,& Core Nel Custamn rule.

@ core Nel

'@‘ Core Nel

'g‘ Core Nel

"ﬂj‘ Care MNel

'ﬂ‘ Core el

'@‘ Core el

'@‘ Core Mel Learn more about rule types

@ core Nel

'@‘ Core Nel

'g‘ Core Nel

'9:‘ Care Nel < Back l Mest > I Cancel |

'ﬂ‘ Core el

D istribut,

@ pistributed Transaction Coordinator (RPC-EP... Distributed Transaction Coordi... Al Mo Allow Mo oSyste...  Any _ILI
3

K | K1l I
| |

= Rule Type T Filter by Group

v v v v

Wigw
Action " Program

) |G| Refresh
Rule that contrals connections for a progran.

15. In the next page, enter 1433 for “Specific local ports:” and click Next

Protocol and Ports

Specify the protocols and ports to which this rule applies.

Steps:

» Fule Type [roes this rule apply to TCP or UDP?
& Protocol and Ports + 1CP

@ Action " Upp

@ Profile

@ Mame

Does thiz rule apply to all local ports or specific local ports?

= All local ports

' Specific local ports: |1433
Example: 50, 443, 5000-5010

Leartn more about protocol and porks

16. In next 2 pages, Press Next button. In the last page, in Name field enter “SQL Server” and click Finish.
17. Restart the SIM™ system server.
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6.2 CHANGING CONNECTION STRINGS

To modify the reports from client computers, the client computers need to have Report Builder 3.0 (Microsoft SQL
Server) or Microsoft SQL Server Reporting Services (SSRS) installed.
Copy the report templates provided by Simavita (or available on the server) to the client machine. By

default, the reports will be on the desktop on SIM™ system server. The folder name is “External Report

1.

Templates”.

Start the Report Builder 3.0 on the client computer.
From file menu, open any of the external reports.
By default, the reports will not work as the reports are set up to access the database on same computer.
Therefore, the connection string must now be changed in the report so that it connects to the SIM™ system

server database remotely (from the client machine).
Expand the Data Sources, right click on the data source and press “Data Source Properties”

WS

-

Z .
= Home Insert View

nw

Run Paste B I [A Al EE = iz,
Views Clipboard Font Paragraph
Report Data X | 1 2 . 3
Mew = Edit.. X =+ = |

-3 Built-in Fields
--{ﬁ Parameters
--{ﬁ Images

El [= Data Sources

-0 Datasets

ST DS _SIMdb30Aucy

Audit Report
- Period: :[@StartDate]

Add Dataset...

Delete

Data Source Properties

In the first pop-up window, click on the “Build” button.

In the next pop-up window, change the server name from “.\SIMSERVERDV3” to
“<SIMSERVERIP>,1433\SIMSERVERDV3” (see the screenshot below for an example).
Select the “Use SQL Server Authentication” radio button and enter the username and password created for
enabling remote access to SIM Server. Check the “Save my password” option.
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9. Press “Test Connection” which should say “Test connection succeeded”. Then press OK.

U EINETIE] |USEIFUINETTIE] ENERENES AP F o B
| | Connection Properties ‘[&g
Data Source Properties RS
il | Data source:
Change name, type, and connection options. L S e (e e [ Crange... |
Credentials Server name:
Name: 192.168.0.241,1431\5IMSERVERDV3 - ‘ Refresh
D5_SIMdb30Audit Log on to the server
(") Use a shared connection or report model _) Use Windows Authentication
Use a connection embedded in my report | ) Use SQL Server Authentication
Username:  report
Select connection type: Password:
Microsoft SQL Server v]

Connection string:

- ; Connect to a database
Data Source=\SIMSERVERDV3;Initial Catalog=5IMdb30Audit

@) Select or enter a datat name:
SIMdb30Audit

() Attach a database file:

| || Browse. .. |

Use single transaction when processing the queries | |

10. Now you can run or modify the report.
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This section provides an example of running an external report template as provided in the SIM™ system software
package or creating a new report. The information provided here should be considered a high-level introduction to
running or creating reports. It is assumed that the user has significant prior knowledge of how to use SQL databases
and develop SQL reports. Please refer to Microsoft’s manuals and instructions for further details.

Different report examples and/or templates can be found at http://simavita.com/training/.
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7.1 EXISTING REPORTS

Once downloaded and installed as per the instruction provided in this document, these reports are directly
accessible on the server by double clicking on the report files (*.rdl files) and opening these reports via Report

Builder. Alternatively the reports may be accessible from client computers depending on the setup. The steps
described below assume that a report has been opened directly on the server.

1. Either double click the report template to be opened or open SQL Report Builder and select the file from

Open file option from FILE menu. By default the report opens in the design view.
2. Toview the report click the “Run” button, as shown below

R W S rdl - Mi §
@i |9 ¢ ) Observation List for Resident.rd| - Microsoft SQL Server Report Builder _
il
e Home Insert View
= 2y
=) B s )| o] e
M
LB g 15 split
Run J Paste B L 0 [ A| A ot e | (23~ | b o e |61 28
|5 Align ~
Views Clipboard Font Paragraph Border Number Layout
Report Data x 1 2«3 +4 5 .« §F 7 8 9 14 11 12 13 14 15 16 17 18 19 20 21 22 23 24 25 26

New ~ Edit.. % & =

(3 Built-in Fields
(- Parameters
- Images
-1 Data Sources
-3 Datasets

- |«Expr»

ClientID  Full Name Date Of Birth Gender |Event Time Stamp Staff Memeber Observation Event  Details

[clientid]  [FullName] [DateOfBirth]  [Gender] [EventTimeStamp] [StaffMlemeber] [CbservationEvent]  [ModifiedDetails]

3. Once the “Run” button is clicked, the parameter prompt will be displayed if parameters are needed for the
report. Once the parameters are selected, the report can be viewed by clicking on “View Report” button:

_(’g.\\,‘ HY o~ ) Observation List for Residentrdl - Microsoft SQL Server Report Builder _ = x
&
T )
% - 1 Refrash Ei o > 5 Document Map
4 < < & [ a —
Design || Zoom | First Previous of Mext Last ¥ Step Print  Page  Print Export %P“m"‘ﬁe’s
- 4 Back Setup  Layout -
Views Zoom Navigation Print Export Optians Find
Resident [<select a values = View Report
a Valu
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7.2 CREATING A NEW REPORT

1. To create a new report, the user needs to open the SQL Report Builder and click on ‘New’ from the File

Menu

Care Plan:

s

Recent Documents

i/ Publish Report Parts

K
%

| Check For Updat
i eck For Updates

Care Plan In Use Report.rdl
Observation List for Resident.rdl
Residentlist.rdl

Fadiity Details.rdl

Staff List.rdl

Audit Report.rd

Residentlist.rdl

Repartl.rdl

CarePlanReport.rdl

test.rdl

(121 options | [ > Exit Report Buider |

i )

Print  Page Print
Setup Layout

Print

teport

5ep-2013

2. The New Report wizard option will be shown as below

r
{ui] New Report or Dataset

sk d) 4 Ve

Create a report from 5 wizard or from 3 blank report.

o New Report

\ Display data fram various

\ ill data sources in tables, Table or Matrix Wizard
charts, and other formats. 4‘;4

Guides you through choosing the data source connection, layout, and style for a table

or matrix report.

New Dataset

i Chart Wizard

| Share queried data amang ?@;& Guides you through creating column, line, pie, bar, and zrea charts.
| multiple reports.

|

Map Wizard
Displays report data against a geographical background.

D Blank Report

|

3. Click on Table or Matrix Wizard, if tabular report is needed and Chart Wizard, if report with chart is needed.
Once either of these are selected, the user will be prompted to select the dataset. Select “Create a dataset”

before selecting “Next >”.
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4. Inthe next screen, click the “New” button to create a Data Source Connection.

-
New Table or Matrix

o a B ans né u1

[ .

Choose a dataset

Choose a dataset

(:j Choose an existing dataset in this report or a shared dataset

Browse...

@ Create a dataset

o a B s sr» 9 ﬂ

[ .

p
New Table or Matrix

Choose a connection to a data source
Choose a published data source, or create a connection for use only in this report.

Data Source Connections:

Browse... ] ’ Mew... ]

Test Connection

In the Data Source Properties window, provide a name for the data source.
6. Click the “Build” to create the connection.

A pop up window for Connection Properties will be displayed. Enter “.\SIMSERVERDV3” for the Server name
and select “SIMdb30” as the database and click OK (If used from client machine, then connection string has
to include IP address of SIM™ Server and 1433 port number as Server name and also username and
password needs to be entered. See Section 0 part b for details).
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8. On Data Source Properties window, the connection can be tested by clicking “Test Connection” button.

wisei s
= | | Connection Properties LM-
Data Source Properties L%
| | Data source:
Change name, type, and connection options. Microsoft SQL Server (SalClient) Change....
Credentials Senceroame: )
1 Name: | A\SIMSERVERDV3 ~ | Befresh
H I D5_TEST I Log on to the server
Use a shared connection or report model @ Use Windows Authentication
@ Use a connection embedded in my report | () Use SOL Server Authentication
Uszer name: | |

Select connection type:

Microsoft SQL Server v] Password: | |
Save my password

Connection string:

Click here to type or paste a connection string |i Build... i Connect to a database

(@) Select or enter a database name:
(&) ' SiNidb30 [

-~ |master |

" model
msdb

Test Connection SamplePemits2 _

|:|Usesingletransactionwhenprocessingthequenes | SIMdbSﬂ | |

tempdb

Advanced...

[ (e )

’-E Row Groups
[

9. If the connection test is successful, press the “Ok” button to return to “Choose a connection to data source”
window. With the new connection selected, press “Next”.

10. The “Design a query” window will be displayed. This window lists the Tables, Views, Stored Procedures and
table-valued Functions of the selected database (SIMdb30). Pressing the “+” (plus) beside the Table will list
all the tables available to select for the report.

11. Tables can be chosen for reporting by clicking the checkboxes beside the table names. If there are multiple
tables selected the “Auto Detect” button must be clicked to ensure the relationships between the tables are

properly selected. “Run Query” can be clicked to see if the data can be properly accessed. Click “Next >” to

select the fields for the report.

New Table or Matrix — —— - — —— u

[ Test Connection | [ ok [ cancel |

Design a query

Build a query to specify the data you want from the data source,

@Edlt as Text Elmport... |} Run Query

Database view Selected fields Group and Aggregate X & 8 =2
! EJ--|:| ClientRooms «| [ Fiela rggregate '
[T T Clients ] A
= " {none)
@] |2 ClientSkinProblems
([ |2 ClientStatus ClientGID (nong)
2} [(EIE0 CognitiveSkillLevels [ T, =
E-[ JE Contacts Relationships | Auto Detect |Edn; Fields 68 % # & ¥
f-[] 5] ContactUsers ] |
- |E ContinenceAidCapacityTypes Applied filters b T
#-[ ] ContinenceAidCategories
[ | E ContinenceAidColors Field name Operator  Value Parameter
@[ |2 ContinenceAidManufacturers
[ ] ContinenceAidPadTypes
&-[ |2 ContinenceAidProductGroups i
Query results F3
ClientID ClientGID ClientUID Firsthame Lasthame DateOfBirth GenderlD Weight Clients Cogniti... IsHistorical =+
. ool . 5N i a5 D] vaie
P B0

e
EEERRN TV 4791 " (LR UWFITV W § 55 n Falig
A 073582bFegf-..  TM.II63K Jomaaaa 1., 6 0 .
COnT A g T3, ITROET. 52 False Ty
. =' £9 Lh-gadl-r i 5L 3 W Falze 2 E 7
< n 3
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A\ WARNING

If the user selects multiple tables without knowledge of the database structure, the system may cease to function
correctly and the data in the reports may show incorrect data.

12. The selected fields need to be selected and arranged as required before going to Next layout window where
the report layout can be selected.

-
MNew Table or Matrix - - M

Arrange fields

Arrange fields to group data in rows, columns, or both, and choose values to display. Data expands across the page in column groups and
down the page in row groups. Use functions such as 5um, Avg, and Count on the fields in the Values box

Available fields [ Column groups

CreatedTimestamp -
PressurelllcerRiskScorelD
QuestionResponsiblelD
AbilityToUnderstandLevellD
ClientUserID

SkinConditionID

CognitiveskillLevels_CognitiveS... 5 Row groups E Values

CognitiveSkillLevel GID FirstMame -
et Lastrame -
IsDefault Drescription -
Locale E

Code

<Back |[ met> | [ cance |
MNew Table or Matrix - - M

Choose the layout

alg

If you choose to show subtotals and grand totals, you can place them above or below the group. Stepped reports show hierarchical structure
with indented groups in the same column.

Options: Preview

Show subtotals and grand totals
FirstName LastName Description

Elocked, subtotal below [Rrsthzms] [Lastheme] [Description]

Blocked, subtotal above

Stepped, subtotal above

Expand/collapse groups

[ < Back ][ Next = ][ Cancel ]

13. In the “Choose a style” window, different pre-defined styles can be selected. Once the selection is complete,
click “Finish>>" to view the report.

External Reports — Instruction Guide | Prod. Code: 02580_02 Page 38 of 39



SIM

u MADE IN AUSTRALIA by Simavita (Aust) Pty Ltd, L13 54 Miller Street, North Sydney, NSW 2060, Australia.

See www.simavita.com for more information.
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