Network WIFI IP Camera and DVR

Quick User Guide

(\Version 3.0.4)




Note: This manual may have not described the technical details correctly and even

have some printing mistakes. If you have some problems when using this user guider,
please contact our customer service department. And relevant operations in this

manual will update regularly without prior notice.
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1. Video encoder Technical parameters

Video standard PAL, NTSC

Image compression H.264

Encode rate 16 kbps -16Mbps

Local functions Video recording and picture capture
Mobile function Support 3G, and real-time surveillance
Network functions IE Brower, configuration, update
Network methods Support DNS, LAN, WAN

Equipment interfaces Series transmission and alarm interface
Encode mode Support double encode stream

2. Product appearance & structure

2.1 Connections Diagram
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1. LAN Connection ( for WIFI initial setup using PC)

2. DVR Switch ON/OFF



3. Hardware Installation

3.1 external equipment connections

*

Step 1: Connect the Power into the unit.
€ Step 2: Connect the unit on to the Router or Hub and make sure is on the same
network as your PC.

€ Step 3: See the picture below for your reference.
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Please note that at this moment, the video server is running with its default setting

with IP address: 192.168.1.100 Sub mask: 255.255.255.0 Gateway: 192.168.1.1

Note: If users have forgotten the password and net parameters

accidentally, press the ‘RST’ button under the left for 5 seconds after
start the equipment, the indicator light of RUN will disappear and all

the parameters restore to default immediately.



4. System Requirements

4.1 Operating System

32-bit/64-bit Simplified Chinese/English Windows 2000, Windows 2003, Windows
XP/Vista and Windows 7

4.2 Minimum Configuration of Hardware Environment

CPU: Pentium 2.0Ghz

Memory: 256 MB

Display Card: TNT2

Sound Card: Necessary for voice monitoring and two-way intercom

40G Hard Disk: Shall be not less than 40G if the video recording is necessary

4.3 Recommended Configuration of Hardware Environment

CPU: Intel Core2 Duo E7400 2.8G

Memory: 2G

Display Card: NVIDIA GeForce 9600GSO

Hard Disk: SATA Hard Disk, 8M or above cache memory, 2000G

4.4 Software Environment Configuration

1E 6.0 or above
DirectX9.0 or above
TCP / 1P Internet Protocol

5. NVClient Software



5.1 Installation Options

Place the CD supplied with the network camera or network video server in the CD-ROM driver
and find the installation file of center management software and then copy the installation file to
your personal computer. Double click the installation file to start setup. After completion of
installation of this software, you can find the NVClient software under [“Digital Video
Management Center” under “All Programs” under “Start” ] menu, and you can directly double
click the “NVClient” to run the main program.

You can also contact your local technical support department or Access our website to download

this software.

5.2 Software Installation

Select and double click the installation program file of the center management software. The

dialog box as below will appear.
InstallShield Wizard X
Welcome to the InstallShield Wizard for NYClient

The InstallShield? *Wizard will install MW Client an wour
computer. Ta continue, click Mest.

Cancel

Figure (1)
Click [Next] following the prompt until the [Finish] button appears.



Click the [Finish] buttonto [Finish] installation.

5.3 Software Removal

There are two methods to delete the center management software:
»  In the Start menu, select “Programs” — “Digital Video Management Center” — “Uninstall”
to conduction the uninstallation of this software.
»  Open the “Add or Remove Programs” of “Control Panel”, and then select the “NVClient”
option in the program list to delete it.
The dialogue box of deletion is as below:
InstallShield ¥izard

Welcome

tadify, repair, or remove the program.

Welcome to the MY Client Setup Maintenance program. Thiz program lets you modify the
current inztallation. Click one of the ophions below.

" Modify

Select new program components to add or select curently inztalled
components to remove.

" Repair

Reinstall all program components installed by the previous setup.

Remove all installed components.

Mest » | Cancel

Figure (2)

5.4 Software Login

When you run this software for the first time, the dialog box as below will appear. You need

to register a user for administrator (The password must be at least 6 digits long).



Register Administrator

X

Fegister a user for admin.

Llser Mame: |

FPassword:

Fe [nput:

Ok l [ Cancel

Figure (3)

And then when you double click the center management software icon BEMBEIKY the login

dialog box of center management software as below will pop up.

Login b—q

? | zernarme: ‘ |

Pazzword: ‘

[]5ave D And Password

Figure (4)

[User Name] : Input the registered user name.
[Password] : Input the registered password.
[Remember Password] : When this box is checked, the system will automatically login the

center management software screen when you enter this management software next time.



6. Introduction to Main Interface

A single screen of main interface of this center management software can display up to 64

ways of images, and you can manually switch between screens as required or set the automatic

switching to patrol all connected channels.

Image Display

System Setup Area Window Area & Status

About, Min and Close Button

[2010-63-27 14:00 .38

Cradle Head

Control Area
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61688211
72.16.80.15DMS 8208
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® [ight

152.168.1.100(3000).DM58316
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- Device Management
List Area
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152.168.168.183(8200) Metwork Vide

152.168.168.88(8200): Networklideo
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37 LOVR

152.168.168.39(8200) Network Yidec
152.168.2.100(3000): 37 DVR

2010-09-27 14:01:35

Snapshot Audio Interaction Screen Display Switch

Date Display

6.1 System Setup Area

Dan

A

Playback

Blarm Infa Ly gtch Group Switch Local Setup Remote Setup

Figure (6)
This area includes the following options:

[ Alarm Info] Click this button to view the detailed information of video alarm

m
||
Lock/Unlock



[ Cycle Switch] Click this button to enter the screen cyclic switching status
[ Group Switch] Click this button to manually conduct the video switch on group.

For detailed settings, please see the section Video Switch On Group on 7.0.

[Local Setup] This item totally includes [ General Settings], [Local Image View!], [Group
Switch], [Time Video Recording Settings), [Services], [Log View], [Advanced Settings],
[ Digital Matrix] and [ Virtual Matrix ]
For detailed information, please the section Local Setup on 7.0.
[Remote Setup] This item is mainly intended for the settings of front-end video encoder and
decoder
[Playback] Support online playback of the video recording files

For detailed information, please the section File Playback Setup on 7.0.

[ Lock/Unlock ] After this button is clicked, the system will enter into a status where the user
is required to input the User Name and Password and he can not operate any function. The user

can only normally operation this center management software after the system is unlocked.

6.2 Device Management List Area

1592.168.1.1180M5 3208 A
3.168.10[8200): Metwork, Widec

21

192.168.168.173[5200): N ebwork. Vide
192.168.168.139(5200): N ebwork. Yide
1592.168.168.83[53200): M ebworkyideo
192.168.168.99(5200): M ebwork. Videc
1592.168.2.100(3000):37 DVR
192168, 2.1 20037 dwr]
37 DA
37 DVAN2

CH1

CHZ2

CH3 w

Figure (7)
This area is used for centralized management and control of front-end video encoding and
decoding devices.

For details, please see the section Device Management List Area Setup of Chapter V.



6.3 Channel Status Ares

Click on this button to display the status of the video codec connected to this center

management software. For details, please see the figure below.

Server Name IP/DMNS Port Channel = Record Status | Alarm Status

6 192168168189 5200 1 Alarming

6 192168168121 192168168121 9000 1

6 192168168121 192168168121 9000 2

6 192168168121 192168168121 9000 3

6 192168168121 192168168121 9000 4

6 192168168121 192168168121 9000 ]

6 192168168121 192168168121 9000 g

6 192168168121 192168168121 9000 7

6 192168168121 192168168121 9000 g

E 7 DVRIZ 172168812 9000 2 Recording

e 7 DVRIZ 172168812 9000 1 Recarding

e 7 DVRIZ 172168812 9000 3 Recarding

e 7 DVRIZ 172168812 9000 4 Recarding

e 7 DVRIZ 172168812 9000 ] Recarding

e 7 DVRIZ 172168812 9000 g Recarding

e 7 DVRIZ 172168812 9000 7 Recording

e 7 DVRIZ 172168812 9000 g Recording

< 2
F.eep Recarding Channel All ' aps Online [ Fiebrsh ] [ Close

Figure (8)

6.4 Snapshot Area

Click this button to take snapshot. The picture will be saved in a specified directory of the

computer.

6.5 Sound Switch Area

On and Off.

6.6 Audio Interaction Area

Click this button to set the voice intercom function.



For details, please see the section Voice Intercom Setup on 7.0.

6.7 Screen Display Switch

Figure (9)
Yon can select to switch between 1/4/9/16/25/36 screens in this area (If you want to display
other screens than the options mentioned hereinabove, please right click the preview screen, and
then select [ Screen Display] to display 6, 10, 24, 49 and 64 screens).

6.8 Cradle Head Control Area

1 Z00mM : A
I FOCUS o « ‘_‘; [

IRl = v

= Call [l NPreset

2 Brysh ® [ight

Figure (10)
Function Description: This area is mainly intended for control of front-end cradle head,
such as cradle head movement, preset position setup, focus, zoom, iris, wiper and auxiliary

lighting.

For details, please see the section Cradle Head Control Setup on 7.0

6.9 Date Display Area

This area displays the current time and date of the system.

2010-11-1911:36:13

6.10 Image Display Window Area

Function Description: Real-time display of front-end video images and client settings.



_9_1!]‘3’308 26H 10:

Figure (11)

For details, please see the section Image Display Window Area Setup on 7.0

7. Details for Function Settings

7.1 System Setup Area

This item includes the function modules [Alarm Infol, [Cyclic Switchl, [Group Switchl,
[Local Setup] , [Remote Setup] , [Playback] and [Lock/Unlock] .

7.1.1 Local Setup

This item includes [Common Setup], [Local Picture View], [Video Switch On Group],
[On Time Record], [Servicel, [Local Log Viewl, [Stream Matrix] and [ Virtual MatrixJ.
7.1.1.1 Common Setup



Local Setup
Local Log Wiew SetupEx Strearn b atriv Wirtual b atrix
Common Setup | Lacal Picture Wiew Wideo Switch On Group On Tirme Record Service
Local Record Disk: User fAnd Pazsword
Disk. *Free Free Tatal S Local UserL:
O B2 17% 24642 59 29589 524 |JserM ame Power
O=b =1 I =4 24516.80M 3000418k wuping Admin
=EN B.96% 2087.11M 2958952 guest Operator
=IFN 412% 2062 BEM B000E. 38k
=GN 204% 2039.02M 100008 16M Ta change the passward for
. " <Admin, clhick Set
=H:A 216% 2158.09M 995817214 Passward
=]k 24 74% 74211.034 300002 86k bt

Set Pazzword(P)
Enable Shapshat.

X

Ereviranmment
Server Manage Enable Prestore Record .
Server Mame | IP/DMS Port . Device Type
192.168,168... 192.168.168.12 3000 ADP-37DVR £ il oG
anws 3322 arg  anwve 3322.0mg 000 AOP-370WR
ppd03.3322...  ppd03.3322.01g 5000 AOQP-37DVR Enable Sound Alam B
1721688688 17216.88.88 8200 Metvideo Server i
192168.168.... 192.168.168.14 g200 AOP-37DVR [C] Enable Auta Lagan Client
Record Size:
() MauTime Minute
(O MaxSize I:l M Bytes
Add ] [ Search F.eep Free Space 2048 t Bytes
QK l [ Canicel ]
Figure (12)

This item is mainly intended for the configuration of [Local Record Disk] , [User and

Password] , [Record Size] , [Environment] and [Server Manage]
7.1.1.1.1 Local Record Disk

Function Description: Set the saving path of video recording files. Under this option, the total
space and free space available of the disk can be displayed visually. This way the user can easily
select the path to save the images according to the actual situation.

For example: If you want to save the video recording files in the Disk C, please proceed with the

following procedures.

Check the disk C, and the system will automatically create a folder NVFile under the root
directory of disk C. All video recording files and shot images of this center management software

will be saved in this directory.

7.1.1.1.2 User and Password



Function Description: Set the user name and password for login of this center management
software

When you login the center management software for the first time, you must firstly create a

user for administrator. After the user successfully logs in this software, he/she can modify

his/her user name and password. The modification steps are as below:

Step 1: Click [ Administrator/Operator]

Step 2: Click [Set Password] , and the dialogue box below will pop up.

S5et Lisername and Password [5__<|
Mew Mame[M]: || |
Mew Pazswaord(C): | |
Re Input(C): | |
[ Ok ] [ Cancel ]
Figure (13)

Step 3: Input your new user name, new password and confirmed password after the boxes
[New User Name] , [New Password] and [Re-input] and then click [OK] to save the

settings.
7.1.1.1.3 Record Size
The user can set the record size as required. There are two recording methods:

»  Per Duration Length: The minimum record duration is 1 minute, and the maximum record

duration is 720 minutes
»  Per File Size: The minimum file size is 1M, and the maximum file size is 2048M
7.1.1.1.4 Server Manage

Function Description: The client software can only search for the video devices in the local
area network. Therefore if the user needs to conduct the centralized management of remote
devices, he/she needs to manually add the server. The steps to add the server are as below:

Click the [Add] button, and the dialogue box below will pop up.



Add Server

Server Type: | Metyfideo Server w |

Address: | |

Local Mame: | |

Remate Mame: | |

200 Stream type

x)

Main stream

ChD Port:
Fremark:
e Yideo Encode b | Group Set
Infomation:
[] Enable &uto Logon
[]view Video By RTSP

[ Cancel ]

Figure (14)

Step 2: Input the address of device (IP address or domain name) after the Address box.

Step 3: Input the use defined local name after the Local Name box.

Step 4: Input the data port number of the device after the CMD Port box. The default port number
for DVS/IP Camera/37 series network DVR is 8200, this port is user definable. You can fill this

box using the data port number in the networking settings.

Check the box

necessary to input user name and password.

In the local area network, the steps to add the DVS/IP Camera/37 series network DVR

server are as below:
Click the

[Search] button, and the dialogue box below will pop up.

Step 1: Click the Server Type drop-down list box, and then select the device type to be added.

[Enable Auto Logon] . When you logon the server next time, it is not




SEARCH AND ADD SERVER

Mame Address Part Type Channel Count
Metwarkhideaserver 192 168.168.34 g200 Metviden Server 1
Metwork?ideoServer 192.168.168.33 200 Metfideo Server 1

Metwork Yideo Server 192 168.168.72 | 8200 | Metvideo Server
37 DvR 192168.8.108 9000 ADP-370DVE 4
MetfideoServer 172.16.88.88 200 Metideo Server 1

SoftwareT ezt 192.168.168.189 gz200 Metvideo Server 1

DM58208 192168.1.100 a200 ADP-370DVE a

Oh58208 192.168.168.15 000 A0P-37DVA a

Metwork, Video Server 13216816817 gz200 Metvideo Server 4

DM58208 192168.8.180 002 ADP-370DVE a
MetworkideoServer 16.16.33.130 200 Metideo Server 1

37 DvR 192.168.168.12 000 A0P-370VA a

T 16.1E.88.188 2800 Metideo Server 1

() [

Figure (15)

Step 1: Select the device which you want to add in the search box.
Step 2: Click the [Add] button, and the dialogue box below will pop up.



Add Server b__<|
Server Type: | Metyideo Server
Addiess: | 192.168.162.72 |
Local Mame: | |

Remate Mame: |Netwu:urk Wideo Server |

CHD Part: |82DEI Stream type
Remark:
Giroup: Yideo Encode W | Group Set
Infarmaticr:
[] Enable Auto Logon
[ view Viden By RTSP

Lok |

[ Cancel ]

K C16)
Step 3: Input the use defined local name after the Local Name box.

Check the box [Enable Auto Logon] . When you logon the server next time, it is not

necessary to input user name and password.

>

7.1.1.1.5 Environment

[Enable Pre-store Record] When you select this function, the system will pre-store the
videos for 5 — 60 seconds before alarm when the system start the alarm linkage video
recording.

[Enable Auto Reconnect] When you select this function, the system will automatically
reconnect to the front-end video server when the network recovers to the normal status in
case of font-end device disconnection.

[Enable Sound Alarm] When you select this function, PC will give off the alarm sound to

prompt the user when there is an front-end alarm output.



> [Enable Auto Logon Client] When you select this function, it will not prompt you to input

the user name and password any more when you logon the system next time.
7.1.1.2 Local Picture View

This function is used to view the surveillance pictures saved in the local system. Please see

the below screen:

Local Setup @

Lacal Lag Wiew Setup Ex Strearm b atrix “Wirtuaal b atrix
Common Setup Local Picture View Widen Switch On Group On Time Record Semvice
Disk: 4™ 5
Diste: 2010-09-29 -
Server. | Al N
[1Laop Show
Ficture Fath ~

05[22 22 30 54516, J:\MVFleA201
OB(22_21_30_86116... J:\MVFile\20T
05[22 02_56_G11)6... J:\MVFiled201
05[22 31_30_54516... J:\MVFile\20l1
05(22_30_30_85118... J:\MvFileh20m1
05[22 23 30 54516... J:\MVFiledz0l1
05(22_26_30_86116... J:AMVFile\201
O5(22_27_30 04516, J:AMVFleA2001
O5(22_26_30_54516... J:\MVFile\20
05[22 25 30 G4516... J:\NVFleA201
05[22 2430 86116... J:ANVFile\20T
JAMYE 201!

] 2 A JAMWFileh 201
Infarmation 05(22_21_30 B45).B... JAMNWFileh20T1
. " 05[22 20 30 B451B...  JAMNWFileh20T1

Image Size: 3027288 e .

I 05[22_02_56_B11).B... JAMWFileh20T1
Flle SIZEED41 84 B-lrltes HJE"\"'\_"H_"'\ﬂ_ﬁ.“:! n] LRIy n'l'!l?\ Eala Ll b
Create Time:2010-03-23 22:22:30 ¢ »
Check Water mask.Error

l Frintet Set ] [ Frirt
Ok, ] l Cancel ]

Figure (17)
[Disk] Search for the picture file by the position where the picture is saved.
[Date] Search for the picture file by the date.
[Server] Search for the picture file by the video server name.
[Loop Show] Preview the searched picture files in loop.

[Print] Print out the selected picture file.



7.1.1.3 Video Switch On Group

The user can set many groups as required, and display the videos by group or in circle.

Local Setup
Local Log Yiew Setup Ex Stream b atrin Wirtual b atrix
Common Setup Local Picture Wiew | Yideo Switch On Group | On Time Record Service
Group Mame; Channel Setup;

Group Marme Ch..  IF/DNS Server Name Fart -

1 192.166.168.121 192.168.168.121 9000
2 152.168.168.121 192.168.168.121 9000

v

aroup 2 3 192168168121 192168163121 9000
4 192.168.168.121 1592.168.168.121 9000
A 192.168.168.121 192.168.168.121 9000
B 192.168.168.121 192168.168.121 9000
7 192.168.168.121 192.168.168.121 9000
a 192.168.168.121 192.168.168.121 9000
| 172168812 37 DWR12 9000
10 I W
1 1]
12 I
13 1]
14 I
15 1]
16 I
17 I
18 1]
19 I v
< | =

[ 2dd | [ Modiy | | Delete | [ set || Clear || Clearan

Option For Switch On Group

Switch Group Cycle Time: [5-30 Second)
[] Open Group On Open Soft
ak. l l Cancel

Figure (18)
The setting steps for video switch on group are as below:
Note: The video switch on group can only be conducted when you automatically logon
the server.
Solution 1: Set the group in the Video Switch On Group setting box (take the setting of
Group 1 as an example)
Step 1: Set the video server to automatically logon this software.

In the software screen, select the video server, and then right click the mouse, and
then select the [Properties)] .The dialogue box [Change Server Parameters ] will pop
up.

Check the box Enable Auto Logon, and then input the correct user name and

password after the [User Name] and [Password] boxes, and then click [OK]J,



to save the settings. For details, please see the below screen:

Add Server E|
server Type: | Metviden Server w |
Address: | 192.168.1.144 |
Local Mame: | 192.168.1.144 |

Femote Marne: | |

CMD Part: 8200

Remark:;

Group: ideo Encode b | Group Set

|nfomation:

Enable Auto Logon

Channel Hum:

Llzer Marne: admin Pazsward:

[I*iew Video By RTSP

I
1]

[ Ok, ] [ Cancel ]

Figure (19)
Step 2: Add a group
Click the [Add] button on the screen above to add the group name

Group Setup [z

Group Marme: |gruup 3 |

Figure (20)
Step 3: Allocate the video server to a group
Select the group and click the Setup button to add the video server that is needed to allocate

to the group. Up to 36 video channels can be allocated to a group, and up to 36 groups can be

added.



Step 4: In the [Option for Switch On Group] , set the switch group cycle time between

groups. The minimum switch interval is 5S and the maximum switch interval is 120S.

Step 5: Select  [Apply] , [OK] to save the settings.
Solution 2: Quick setting of group (take the setting of Group 1 as an example)

Step 1: Set the video server to automatically logon this software.
Step 2: Open the channel to be allocated to the group in the Video Window Area.
Step 3: Right click the mouse and then select [ Save Current Channel As] .

Step 4: Input the user defined group name, for example “Group 1”.

Step 5: Click [OK]J to save the settings.

7.1.1.4 On Time Record

Remark: The setting for on time record can only be conducted when the network video

encoder automatically logon the server.

Local Sefup D__<
Local Log Yiew Setup Ex Strearn b atrin “Wirtial b atrix
Common Setup Local Picture Wiew YWideo Switch On Group | On Time Record Service
Server Name Chanrel | Time Status

1,234

00:00:00 - 23:53:59
00:00:00 55:69

Taszk Setup

Server | 172.16.88.12(3000): 37 v| [Only Supper The Server That Enable Auta Lagan)
Chantel:

Begin Time: | 12000040 % Stop Time: | 115353 P %

Fiun Fre: (O EveryWeek (%) Everpday
tdonday Tuezday Whednesday | Thursday Friday S aturday Sunday
AddTask | [ ModiyTask | | Delete Task
I QK. l l Cancel ] Apply
Figure (21)

The setting steps for on time record are as below:



Step 1: Set the video server to automatically logon this software.

Step 2: Select [Server], select the server for which you need to make on time record in the

drop-down menu.

Step 3: Select the [Channell] (make selection according to the number of channels of the

device) for which the server needs to make on time video.

Step 4: Set [Begin Time] and [Stop Time] of on time record.

Step 5: Set [Run Fre] of on time record: [Every Week

and [Every Dayl .

Step 6: Click thel Add Task Jbutton, and then click [Apply] and [OKlto save the settings.

7.1.1.5 Service

Function Description

This item is intended for settings of alarm linkage, alarm sound and hardware decode.

3

Local Setup
Local Log Wiew Setup Ex Stream b atrix Wirtuaal b atrix
Common Setup Local Picture View ideo Switch On Group On Time Record | Service
Enable &larm Record Enable Record On Alarming
Record Time: 3 Feocrd Channel List:
Server | 192.168.2120(9000] + | BOEAGENE [ Channeld

Alarm Sound Setup
Move Detect Sound:
Video Lost Sound:
Probe Alarm Sound:

I etwork, Buffer

(%) Enable default buffer set [LAN 0 second
buffer,Intemet 2 second buffer]

. [ Channel2
Alarm Type: [ Channel3

Chanmel: Channell w

kare Info

| C:AProgram FileghMefyideo Ny Client'Alarm, waw

Browse

| C:AProgram FileghMefyideo Ny Client'Alarm, waw

| C:AProgram FileshM efyideo Ny ClientAlarm waw

[ Browse

|
| Browse
|

)

Enable Auto Shaw Alarm Channel

[[]Enable Show Alam Info

7.1.1.5.1 Alarm Linkage

() Buffer 0 second [JPop Emap On &lam
118 break keep last image
[C]Enable Channel Hame &s Fiecord Path,
Hardware Decode
Total DSP number is 0. T% Output Format: B40°520 b
ak. ] l Cancel ] l Apply
Figure (22)

Enable Alarm Linkage refers to selecting the video server to make the video recording when




there is a font-end alarm event.

The settings are made as below:

Step 1: Check the box [Enable Alarm Record] . When the system sets the alarm status, the
sub-option can record the video occurring when the alarm is present. The record time can be set
between 30 and 600 seconds.

Step 2: Check the box [ Enable Alarm Linkage] .

Step 2: Inthe [Server] option, select the server to make alarm linkage.

Step 3: Inthe [Alarm Typel option, select the alarm type.

There are three alarm types available: [Move Detect] , [Probe Alarm] and [Video
Lost] .
Step 4: Check the box [Enable Record On Alarming] (Channel 1 - 4 available)
Step 5: Click the [Apply] and [OK]J to save the parameters.

7.1.1.5.2 Alarm Sound Setup

The user can set the Move Detect Sound, Video Lost Sound and Probe Alarm Sound as
required.

Note: The sound file must be of wav format.
7.1.1.5.4 Auto Channel Popup for Alarm

When this item is checked and the server is in the logon status, the center management
software will automatically open the alarm channel and maximize the screen when there is an

alarm.
7.1.1.5.5 Hardware Decode

When you build the TV wall using the decoding card, it will display the status of DSP
channel.
For detailed settings, please refer to User Manual for Video Encoding Card.
[TV Output Format] It can configure different resolutions according to the actual situation

appearing on the monitor.

There are two resolutions available: [640*520] and [704*576] .

7.1.1.6 Local Log View

This item is used to view the system log file, and makes the user easily manage and use the

system. For details, please see the screen below:



Local Setup g|

|  CommonSetup || LocalPictwreView | VideoSwitchOnGroup |  OnTimeRecord | Service |
Local Log View | Setup Ex || Strearm b atrix || “Wirtuaal b atrix |

[rate: Server | A | Type: |.~’-‘-.II Infomation w |

Alarm Tope Time Server Name Channel  Infamation
+  Software Operation 2010-09-27 00:20: 20 M Client &dmin Login
& 4
]S ] [ Cancel l [ Apply
Figure (23)

The settings are made as below:
Step 1: Click the Date drop-down list to select the date that the log is need to be viewed.
Step 2: Select the log display type.
There are two types: [By Server] and [By Typel .
Step 3: View the log.
Step 4: Click [OK]/ to exit the log view.

7.1.1.7 Setup Ex

Remark
This item is mainly used for enabling local serial port transparent transmission function and

automatic logon server function.



Local Setup
Commat Setup Local Picture iew Widen Switch On Group On Time Record Service
Lacal Lag Wiew | Setup Ex | Strearm b atrix “Wirtuaal b atrix
[ Enable Transparence (Local Camn) [] Send Com Data ta All Server
CIOM: DataBits: Farity:
Rate StopBit e

Enahle Sync Time On Server Open.

On Start &pp JAuto Open Server

On Check Camera | Open Image at Free Pos % |

On Open Server | Mo doing. ha |

[]Enable Back Connect
Listen Port: I:l

Enable Change Screen On Saft Start.

[10pen Charnel Na Shaw Yideo On Record Task.
[ 5tart Record On Open Channel

[1Use Overay Show Videa Stream

[15how EMap On Otker Monitar,

[ QK H Cancel ” Apply

3

Figure (24)

7.1.1.7.1 Enable Transparence (Local Com) and Send Com Data to All Server

Function Description: When the “Enable Transparence (Local Com)” function is enabled,

the date collected on the spot can be transmitted to the serial port of the computer in the
surveillance center via 485 interface (or 232 interface) of the video server. For example, the video
server is configured in the factory and you want to transmit the data such as voltage to the
surveillance center via video server. At this time the local serial port can receive the data from the
control port of the video server. When the “Send Com Data to All Server” function is enabled, you
can connect the keyboard to the serial port of the computer via “485 to 232 converter” to conduct
the direct control of cradle head device connected to the video server or cradle head of the

network camera.

It is necessary to match the parameters of serial port devices connected to this computer. The

items to be setare [Coml) , [DataBits] , [Parity] , [Rate] and [Stop Bit] .

7.1.1.7.2 Enable Sync Time On Server Open




This item can synchronize the time of front-end video server with that of this computer. The

update period is one hour.

7.1.1.7.3 On Start App Auto Open Server

If you select this item, it will automatically logon the video server and video encoder that are
preset to be logoned automatically when the center management software is opened. (For those
servers that are not preset to be logoned automatically, the center management software will try to

logon them using the default user name and password “admin”.
7.1.1.7.4 Enable Back Connect

Function Description: This function is used to mirror remote online video server, and logon

the remote video server via client.

Characteristics: With this function, the remote video server will voluntarily report the video
data to the client and make connection with the client. Therefore the user can connect the remote

video server without troublesome settings such as port mapping.
7.1.1.7.5 Enable Change Screen On Software Start

Function Description: When the client does not support the resolution of your display, if
you enable this function, the center management software will automatically modify the resolution

of the display to make the software display in full screen.
7.1.1.7.6 Open Channel No Show Video On Record Task

Function Description: When your computer has a relatively lower configuration, the
occupation rate of system resource will be high when you open many images at the same time.
Therefore you can consider enabling this function to reduce the occupation rate of system resource
when you set multiple channels on time record, this way real time video recording can be

conducted without image preview.
7.1.1.7.7 Start Record On Open Channel

Function Description: After you logon the video server, once you open a video channel, it

will start recording without need to set other parameters.

7.1.1.7.8 Video Encoding Method Setup
When your computer has a relatively lower configuration, please don’t check the box [Use

Overlay Show Video Stream] when the display card does not start the hardware acceleration.



8. Access DVS/IP Camera through IE

8.11E Plug-in Installation and Login

When accessing to DVS/IP Camera through IE (Internet Explorer), you must install the video
plug-in firstly. If you have installed the digital video central management software, then you will
not need to install IE video plug-in anymore.

StepI:  Turn on IE on the computer;

Step II:  Input the “http:// 1P address (or URL): web port” in the address column, then press
ENTER Port number is 80 (when in default value, no need to input port number)

Example: http://192.168.168.72

Internet Explorer, - Security Warning E|

The publisher could not be yverified. Are you sure you want to install this
software?

Mame: jbrvocx.cab

Publisher: Unknown Publisher

Inskall ] uan't Inskall |

should anly install saftware From publishers you trust, How can I decide what
sofbware to install?

@ This File does not have a wvalid digital signature that verifies its publisher, You

Now the system will prompt you to install ActiveX control as shown above; if above dialog box
does not appear, then set the safety setting of IE explorer, the detailed setting is as follow:

1) Open IE explorer, click “Tool” on menu bar.

2) Select “Internet Option” in pull down list.



Internet Options

General | Security |F'rivao_l,l Content | Connections | Programs | Advanced

Select aWeb content zone to specify it security settings

ruh-rrn-r Local intranet  Trusted sites Resztricted
zites
Internet

Thiz zone containg allWweb sites you
hawven't placed in other zones

Secunty level for thiz zone

Custom
Custom zethings.

- To change the settings, click Cuztom Lewvel.
- To uge the recommended settingz, click Default Level.

[ Cuztom Lewvel...

J

Default Level ]

[ k. ][ Cancel ]

3) Select “Internet”, then click “Customized level (C)

” select Enable
of “ActiveX control and plug-in”, and set Safety Level to Low.

or Prompt in the options

Security Settings Security Settings
Settings: Setkings:
@ A and plug-ins ~ @ Download unsigned Activer controls ”~
[‘:] Automatic prampting for Activel controls = Disable |
Disable B Enable
Enable Prompt N
Blnary and script behaviors @ Initialize and script Activel controls not marked as safe
Administrator approved Disable
Disable Enable
Enable Prompt
Download signed Activex contrals @ Run Actives contrals and plug-ins
Disable Administrator approved
Enable Disable
Prompk Enahble
Download unsigned Activel controls Prompt
S b [ T O T S S I M
< | > < >
Reset cusktom settings

Resek to:

Reset cusktom settings

Medium v| [ reset |

Reset bor | Medium

w | [ Reset ]

Ok l[ Cancel ]

K l[ Cancel ]

4) Click “OK” to save and exit, refresh to access DVS/IP Camera address

5) If your browser don’t load correctly, click on compatibility icon located right next to the



search bar.

b > [l (& WebClient

Step 3: type user name and password (default user name and password are: admin)

& WebClient - Microsoft Internet Explorer

Flle Edt Wiew Favorites Tools Help

Q- Q ¥R ) search 57 Fevortes 7) - B 3

Address | @] http:fj192.168.168.72

v B e ks *

NVS & HD IPCamera

Language: | English
User Name:  admin

Pasgword: sesss

Met Type: | LAM

&) Done ® Internet

Step 4: click Login button to enter video preview interface



-2 WebClient - Microsoft Internet Explorer _- ‘El

Elle Edit View Favorites Tools  Help ”

@Back A > | Iﬂ @ _-7;} /:._\J search ﬂ:(Favontes €‘3 [_':v :l_‘ '3
address |[{] htps/f192.168. 168,721 ! Go Links **
SETTING oL +

PLAY CONTROL

Wl M@

£

€] Done ) Internet

8.21E real time browser operation

In real time browse page, you can carry out video image recording, snapshot, talkback, PTZ etc
operations.



-2 WebClient - Microsoft Internet Explorer E||EE|
o

Elle Edit View Favorites Tools  Help "

eBack A > | Iﬂ @ h /_\J Search \;:( Favorites €‘3 [_':v :l_' '3
address |[{] htps/f192.168. 168,721 ! Go Links **
SETTING LOGOUT

€] Done ) Internet

Interface function description

Click this button to open or close channel picture.

®
Click this button to carry out snapshot to front end video.

™™
-Click this button to enable talkback function with front end DVS/IP Camera.

Click this button to enable talkback function with front end DVS/IP Camera.

Click this button to switch between audio enable and disable.

Click this button to enable rain strip function.

Click this button to enable lighting function.

Control Up, Down, Left and Right of camera PTZ automatically



Control Zoom, Focus, and aperture of camera

el - Set and call the preset position of PTZ

L
_Click this menu to switch to real time preview interface

Click this button to switch to record playback interface

SETTING

Click this button to pop up parameters setting diagram

OG0T

Click this button to exit login

8.2.1 IE playback operation

In record playback page, you can carry out query, playback and download etc operations to the
recorded files.

@ WebClient - Micrasoft Internet Explorer;

File Edit Wiew Favorites Tools Help

Qe - © ) B @ ) seah 7 Favores {2 2 ; 3

address | &) hitp:/192,166, 168,72/

SETTING

211 Channe « |11 Types - 1

14435 KB
13852 EB
13783 EB

|

01:40 / 00:08
1:40 Download Tasks

254,

&) Dore 4 Internet

Interface function description



n January, 2011 u

Setting the time interval of record query

Nate | Channel | File 3Fi=ze |
0e4721.asf 0O 14435 KB
064722 .asf 1 13852 KB
0e4724.asf 2 13793 KB

O0ad206.asf 1 1738 KB

IQuery result, double click record file to play

Download

After record files for download are selected, click this button to download.

Download Tasks

'When multiple files are down loaded at the same time, click this button to

see the download tasks.

Click this button to browse and play the down loaded record files.

Click this button to play the record file.

Click this button to pause the playing of record file.

Click this button to stop the playing of record file.



9.DVS/IP Camera parameters setting

There are two methods to enter DVS/IP Camera Parameters Setting Interface; the operations
are detailed as follow:

Method 1: Use IE to access DVS/IP Camera, after login, click “Setting” on the page to enter
DVS/IP Camera Parameters Setting Interface.

Method 2: Use digital management center software (CMS) to log in DVS/IP Camera, after
the device is selected, click “Remote Setting” on software menu to enter DVS/IP Camera
Parameters Setting Interface.

8.3Channels Settings

Profile
Please see the figure below as the interface for channels setting. Within the setting options, users

may configure DVS/IP Camera for its channel name, audio parameter, etc.

Parameter Setting 192.168.168.72(8200)

F Camnera Sety,
P Camera Setup Channel | Charnel 1 hd

Color Satup

250 Setup

Name: | Channel Ffo-1
Metwork Setup

COM Setup

Sensor Setup Encode Mode: |ru1ain Strearm j
Wideo Alarm Setup W Enable Videa

Alarm Out Setup Video Forrat |H264 j

PPPOEZDDMS Setup

Loca el Frame Rate:
alarr Infarnation Widen Size:
MO Record

- |Fixed Byte Rat ity:
FTP Uplnad Stream Mode; ixed Byte Rate & Cluality:
EMail Setup Fixed Byte Rate | 1536 {16 — 2048)khps

Center Setup

) | Frame Interval; 100
iireless Setup

ARRET W Enable Audio

Swstern Seb

BES RS Audio Format | GT114 ~| sampieRate: | =
User Right

Refresh

Channels Setting

Functional description of options



[ Channel] 2/4 channel DVS, select different channel to configure

[ Channel Name] set the channel name of camera

[ Encode Mode] support 3 streams: main stream, sub-stream, mobile steam

[ Encoding Format] set encoding format, support H.264

[Frame Rate] set the frame rate of encoding, which means how many frames of image DVS/IP
Camera can compose in 1 second.

[Video Sizel set the size for the image of video encoded by DVS/IP Camera, carry out
corresponding setting depending on which encode mode is selected.

[ Stream Mode] Constant Bit Rate and Constant Quality options, when Constant Bit Rate is
selected, the camera will control the bit rate within the range of set value of constant bit rate; when
Constant Quality is selected, encoding will be carried out according to the option of [Encoding
Quality ]

[ Encoding Quality] five encoding qualities are available for option: Best, Good, General, Not
Good, Poor

[ Constant Bit Rate] DVS/IP Camera will carry out encoding according to the value of Constant
Bit Rate

[T frame interval] means the number of P frames or B frames between key frames (I frames) in
the frames (I frames, B frames, P frames) encoded by DVS/IP Camera, that is, how many frames
have been encoded when a key frame appears

[ Bit rate ] means the quantity of stream in bps encoded by encoder in 1 second. It can be adjusted

continuously from 16k to 16000k.

8.4Color Setting

General
The color setting interface is shown below; in this setting item, you can configure video brightness,

contrast, saturation, sharpness, hue and automatic diaphragm etc options of DVS/IP Camera



Parameten Setting 192.168.168. 7 2(8200)

[ Seb
ErEet Color Setup el Channel 1 =
¥ Caolor Setup
250 Sebup Common Setup
i |
Mebwark Sebup Lightness A 104
| 108
oM Setup Contrast |
i | 124
Sensor Setup Saturation I
| 124
Widea Alarm Setup Hues 1]
" 1 .
Alarrn Cut Setup Definition |
PPPOERDDNS Setup Advaned Setup
) ) :
Lacal Setup Moise Reduction | i ¥
Alarm Infornation Rar J| .
ML Record Blue J, . -
FTP Upload Graer J, .
EMail Setup I
Exposura - m =
Center Setup i 1
Gamn
Wiraless Setup :
Gain - 5[
UPHP Setup ) ) 1
Wide Dyharnic < 7
Systemn Setup
Scense J Mirrar | J r
Uszer Right
IRIS
|
IRIS Base | 2 r
Default | Save |

Color setting

Functional description of options

[ Channel] 2/4 channel DVS, select different channel to configure

[Brightness] adjust the brightness degree of picture

[ Contrast] adjust the ratio between brightest and darkest areas of picture

[Saturation)] adjust the vividness of picture color

[Huel adjust the hue of picture

['Sharpness] adjust the sharpness of each detail shadow and its border

[ Noise reduction] adjust digital noise value

[ Auto color balance] enable this function to restore other colors more correctly by taking
“White” as base color in the images obtained

[Red, Blue, Green] adjust color values of red, blue, and green

[Exposure] adjust the photographic quantity of image sensor

[Gamma] Gamma correction compensates the color display differences of different output
devices, so that the image will appear the same affect on different monitors

[Gain] when Auto Gain is enabled, small signal will be raised, so that noise level will also be
increased

[ Wide dynamics] it is enabled so that bright area and dark area, foreground and background can

be seen clearly at the same time



[Scene] four options available in pull down list: outdoor, indoor, manual and auto

[ Automatic diaphragm] adjust the diaphragm of lens

8.50SD Setting

Profile

OSD is an abbreviation of On Screen Display, used in CRT/LCD displayer to create some special

words or graphics on the screen of displayer, helping users to acquire some assistant messages.

OSD Setting includes the setting of OSD/MASK. Among the setting items, all marked with “\” in
their “0” mean the corresponding overlap options have been switched on; otherwise off; please
see the figure below as example:

Parameter Setting 192.168.168.72(8200)

Camnera Sety
& T Seliy Channel | Channel 1 :Iv

Color Setup
05D Setup
kOS50 Setup
¥ Show Time  Time Format; |W"’MMHDD hh:mim: zs j
Mebwork Setup
¥ Showinfo  PositionfY): 550 520

COM Setup
String: |camera1|
Senzor Setup

Wideo Alarm Setup Save

Alarm Out Setup

i

Cowering
FPPOERDDMS Setup

Laocal Setup
Alarm Infamation
MO Record

FTP Upload
EMail Setup
Centar Setup
Wiraless Setup
UPHP Setup
Systermn Sebup

User Right

OSD Setting
Instructions of options
[ Channel] 2/4-Channel DVS can select different channels to make configurations
[OSD Setting] ~ Mainly fulfill the functions of words overlapping, include overlapping the
dates, overlapping the times, overlapping the descriptions of channel and displaying the



characters. Date and time will be displayed at left upper corner of the screen; description of
channel will be displayed at the scope of 0~image resolution broad band on X-axial and 0~

image resolution height on Y-axial.

[ Occlusion Setting] ~ Set occlusion at designated area, with the steps as below:
Step I:  Select [Channell] (There is only one channel that can not be selected for DVS/IP

Camera);
Step Il:  Use your mouse to click [Occlusion Setting] , a setting window will pop-up as below;
Step I11: Use left key of mouse to drag and draw any area you want to occlude;

Step 1V: Click [Applyl to set occlusion block on the image under monitoring.

If you want to delete the occlusion settings, just use the left key of mouse to click “Occlusion Area
Setting”, a setting window will pop-up; then click [Delete] , and finally click [Apply] , so the
occlusion will be deleted.

8.6 Network setting

Profile:

This module is used to basic network setting of DVS/IP Camera e.g. IP address, subnet mask,
default gateway, data port, Web port, address of DNS server, as well as the mode to acquire IP
address; when the network parameters are modified, DVS/IP Camera will restart automatically.

Notice:
During setting IP address, please avoid the contradiction between its IP address with that of
other equipment in LAN; when the network parameters are modified, DVS/IP Camera will
restart automatically.
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-amera Setup Metwork Setup Chanmel l—_l
Color Setup
50 Sebup Metwark, Setup
" Enable Auto Get IPaddiess Yideo standard FAL -

b Metwork Setup
{* Enable the Set IP Address

COM Setup . . 2200
. o P Addhess: 192168 .168. 72 Media Port:
ensar Setup

. 255 255 255, 0 | ‘wWebPot |80

Wideo aslarm Setup

- 192 . 168.168. 1 X ’—
Alarrn Qut Setup Gateway: Mal:

HAPEES R " Auto Get DMS Server Talkback |p: @.o.0.0
Local Setup {* Enable the Set DMS Server

Alarm Infomation DMS Server 202. 96 .134.133

M Record

AIPEAE Server name: |Network Yideo Server
EMail Setup

Center Setup Server Motify Set:

Wiireless Setup [ Enable Send Matify to Ny Client

UPNP Setup MY Client Address: Port; Time(S):

Systemn Setup | | Save

Uszer Right

Refresh

Network Setting
Functional description of options

9.4.1 Automatically acquire IP address
When this option is selected, DVS/IP Camera will acquire a dynamic IP address from DHCP

server; if DHCP server is not available, then use manually assigned IP address at present.

9.4.2 Use fixed IP address
When this option is selected, you can manually assign a legal IP address in IP address field.
[1P Address] the IP address must be unique, and should not conflict with other host or work
station in the same network segment.
[Subnet Mask] it is used to divide the network segment of subnet.
[ Gateway] when DVS/IP Camera is accessed through different network segment, it is required
to set this address.
[DNS] it is used to analyze the IP address of server with dynamic IP address, after DDNS
function is enabled, correct DNS address should be set.

[Data Port] it is the port for the audio and video media of DVS/IP Camera, which ranges from
2000—66535, the default value is 8200.

[Web Port] it is the server port for WEB access of DVS/IP Camera, the default value is 80; if

this setting is changed, input http://camera address: Web port when login again.




[Set Talkback IP] it is the IP address of client receiving message when talkback request is sent,
this function is an expanded function and not available yet.

[ Server Name] Name of the server, convenient for memory; e.g. if the server is placed at No.
888 Jiefang Road, then you may name the server as “No. 888 Jiefang Road” for a clear guide of

its location exactly

[Reversal Connection of Server] DVS/IP Camera actively connects to the object host on which
the central management software is installed, and the default service port is 6000.
[Setting] When the setting corresponding to the button is done, click the button to finish.

8.7Video Motion Warning

After the video Motion warning is started, when the image moves in set area set time period, the
DVS/IP Camera will conduct warning treatment by set actions e.g. snap-shot jpg pictures in
linkage, conduct probe output in linkage, as well as send the alarm to client end, so that the client
may proceed to treatment basing on local settings. Video motion warning information includes
name of server, IP, alarm type, time, etc. that may be saved into log files for the purpose of
convenient inquiry afterwards. In case the client end has no connection with DVS/IP Camera
when the warning occurs, users may set it to trigger the client end to login the server automatically

and open the image when the warning occurs.

Set video motion warning
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Zamera Setup

Yideo Alarm Setup Elhermel Channel 1 -
Color Setup
05D Setup dlarm Type: *ideo Mation | [ Enable Auto Snapshot

Mebwark Setup Alamn Time Set
COM Setup E v Er Every =
Senszor Setup

Time Zone: [120000-= - 115900 F-

- it el S Time Zane: [1zooo0:—= . [11Es000=]
Alarrn Out Setup
PPPOERDDMS Setup Alarm ares: Linkage Alarm Out;

Local Setup = ST TR [ Outl [ Out2

Alarm Infarmation

[~ Out3 [~ Outd

M Record

FTP Upload Alarm Clear Time: a0 5
EMail Setup Sensitive:

Center Setup 1 —_— I. 20
Wiraless Setup - 1

UPHP Setup Save
Systemn Setup

Uszer Right

Refresh

Video motion warning Setting

Steps of setting

StepI:  Select [Channel] (multiple channels of DVS/IP Camera are optional)
Step II: Select [Video Mobile] among [Warning Category ]

Step III: [ Start Auto Snap-shot] (Optional)

Auto Snap-shot: after the mobile event occurs, system will automatically send the jpg
pictures to all client ends that connected currently

Step IV: Set the alarm time segment within the options in [ Set Alarm Time] , then [ Tick &
Select]
Step V: Set video in [ Motion Alarm Area

Each channel of image will be divided into 18 arrays 22 columns, totally 396 areas
can be available to set active detection; out of these set areas, the system will not
conduct active detection; red color means ‘“The area with active detection on
image”; when setting, use the mouse to drag and select the area to set.

Step VI Tick and select [Linkage Alarm Output] (Optional)

Step VILI: Set [Time of Alarm Elimination] (1~999 seconds optional)

The time of alarm elimination means the system will automatically eliminate the

output when the alarm extends to this moment



Skills of setting:

1. In order to avoid the small objects from moving in the image that may cause unnecessary

warning, users may set the sensitivity a bit higher;

2. In some areas with frequent movement, users may also set the sensitivity a bit higher in order

to avoid constant warning;

3. Only those warning of very subtle movements require a low or extreme sensitivity, normally

users are recommended to set a rather high sensitivity

8.8Video Loss Warning

After the video loss warning is started, when the warning occurs, the system may designate some
probe to output in linkage, as well as send the warning message to client end; while the client end
may conduct treatment basing on local setting. Video loss warning information includes name of
server, [P, alarm type, time, etc. that may be saved into log files for the purpose of convenient

inquiry afterwards.

Set video loss warning
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EMail Setup =

Center Setup —Ji 20
Wiraless Setup

UPHP Setup &
Systemn Setup

Uszer Right
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Video loss warning Setting

Steps of setting:
Step I:  Select [Channell , enter [Alarm Typel , then select [Video Lossl

Step Il:  Set the alarm time segment, select arming time and set the arming time segment
Step I11: Tick and select [Linkage Alarm Output]

The system offers binary probe output for options; users may connect with external
alarm equipment e.g. alarm ring, alarm light, alarm signal, etc. In case an
emergency of video loss occurs, the system may automatically output binary to the
external equipment

Step IV: Set the time of alarm elimination (1~999 seconds)

Step V: Click [Setting] , save the parameters

8.9 PPPOE&DDNS Settings

Profile: According to the customer’s demands, if the fore-end accesses to network by dial-up,
users need to conduct the setting to PPPOE; while if the remote users need to access to DVS/IP
Camera via domain name, they can select DDNS supported by DVS/IP Camera to make settings.
Currently it can support three kinds of DDNS: www.dyndns.com; www.netnvr.com;




(where www.netnvr.com is the private DDNS of our company)
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Camnera Setup
Color Setup
250 Setup
Mebwork Setup
COM Setup
Senzor Setup
Wideo Alarm Setup
Alarm Out Setup
¥ PPPOERDDMS Setup
MO Record
FTP Upload
EMail Setup
Centar Setup
iiraless Setup
UPHP Setup
System Setup

User Right

PPPOE&DDNS Satup

Channel:

PPPaE && DDMS Set

[] Auto Dial Up On Server Started(S)

UsemameU):
Pazsward(P]:

Current Server IF:

Enable DOMS
Provider:

Usemame:

Pazsword:

Dromain:

Update Interval:

DDMS Status:

NetNWR v

ddnsdemo

ererees

ddnzdema. netrvr.com

Trnin v

0K

Save

Configurations of PPPoE

Step I:
Step II:

service provider)

DDNS Setting

Open the options of [PPPOE&DDNS Setting] as above
In PPPOE, fill in the items of [User Name] and [Password] (acquired from network

Step I11: Click[ Settinglto save the parameters setting, then the equipment can access to the Wide
Area Network (WAN) by dial-up.

Instructions of DDNS configuration

Currently, ISP mostly offers active IP to us (e.g. access to network by dial-up like ADSL),
while mostly DVS/IP Camera and other DVS/IP Cameras need a fixed IP when they access to
network remotely, and the fixed IP will cost the users too much, then DDNS offers a brand
new solution to users, it may capture the user’s changing IP every time, then match the IP
with domain, so the user may conduct remote monitoring via the domain.

Instructions:

For the detailed configuration of DDNS, please refer to Appendix |



8.10 Local setting

It is used to set local record and snapshot save path, network buffer and image display mode etc

parameters.
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Camnera Setup
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Record Disk Setup
250 Setup
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SanconSetup = 64.76% 51808.34M 80003.3%M
Wideo Alarm Setup oy auex 20503.95M 28458.96M
Alarm Out Setup
PPPOERDDMS Setup
b Local Setup
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MD Record Met Buffer Set
FTP Upload % Use Default Buffer Set
S " Buiffer Second Data. Use
Zenter Setup

|~ Enable Mouse Contral PTZ [ Enable ¥ideo Overlay Mode
Wireless Setup
LPHP Setup Image Roaot Path: |NVFiIe ﬂ
Systern Sebup
Uzer Right

Local Setting
Detailed description of parameters configuration:

[Record Setting] tick the drive letter where records are saved in disk list.

[ Network Buffer] when the network speed of remote access is very slow, Network Buffer can
be set to improve the smooth of images.

[Use Mouse to Drive PTZ function] after this function is enabled, you can directly use mouse

to drive PTZ rotation on video picture.

[ Image Display by using Overlay Method] when the configuration of computer is too low to
display images, then disable this option to attain the goal of displaying images, but the display
affect of image will be decreased.

[Root Path of Saving Picture Records] set the name of root directory for the saving of picture



records, the default value is NVFile.

8.11 Alarm message

You can view probe alarm message, motion detection alarm message, video loss alarm message

and disk abnormal error etc other messages in real time.
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CamaraSctup Alarm Infomation Channel

Color Satup

5D Setup Alarm |Infomahion: Clear

Metwork Setup Server | Alarm Type Time
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COM Setup
Senzor Setup
Wideo Alarm Setup
Alarm Out Setup
PPPOERDDMS Setup
Local Setup

¥ &larm Inforation
MD Record
FTP Upload
EMail Setup
Zenter Setup
Wireless Setup

UPHP Setup

Systern Sebup & >

Uzer Right

Refresh

Alarm Message

8.12 FTP Upload Setting

Profile
FTP upload setting means when warning occurs and it needs to upload pictures to some FTP
server in the network, the DVS/IP Camera may automatically upload the pictures to the designated

FTP server; details as the figure below:
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Zamera Setup

FTP Upload Channel: l——l

Color Setup
5D Setup ¥ Enable FTP Upload
Mebwark Setup E If zhapshot image.then auto upload to the ftp server.
0N Setup
Sansor Satup FTF Semver: |1 92.168.168.20 . 7 |
Widea Alarmn Setup UserMame: |ft|3'-'ISEr
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Local Setup Sub Dir: ,W‘ Save
Alarm Infornation
M Record
¥ FTP Upload
EMail Setup

Center Setup
Wiraless Setup
UPHP Setup
Systemn Setup

Uszer Right

Refresh

FTP Upload Setting

Steps of FTP configuration:
When all options below are set correctly, FTP upload function can be realized successfully.

Step I.  Install FTP server (For detailed methods of installation, please consult the corporate
network administrator)

Instruction: Recommend to adopt Serv-U series FTP server software
Step I~ Tick and select [Start FTP Function]
Step I1I: Fill the IP address and port (default FTP open port 21) into  [FTP Server
Step IV:  Set [User Name] , means the legal user name in FTP server
[Password] is the corresponding password of the legal user name
Step V:  Set [Catalogue] and [Sub-catalogue]
Means the mode to names the folders where image files are saved in FTP server

Step VI: Click [Savel] to save parameters



8.13 Email Upload Setting

Profile
E-mail upload setting means when warning occurs and it needs to send the pictures to email box,
DVS/IP Camera may automatically send the alarm information and pictures to the designated

mailbox by email; details as the figure below:

Parameten Setting 192.168.168. 7 2(§200)
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¥ EMail Setup
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Wireless Setup
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Systemn Setup

Uszer Right

Refresh

Email Upload Setting

Steps of Email upload setting
Step I:  Tick and select [Start Email Alarm Upload ]

Step Il: Set [Email Server] , means the address of mail server used for the sender’s mailbox
Users are suggested to use mail server of [smtp.qg.com] or [smtp.sohu.com]
Step I11: Set [User Name] and [ Password] , mean the user name and password

corresponding to the sender’s mailbox
Step 1V: Set [Sender] , mean the address of mailbox the sender uses
Set [Receiver] , mean the address of mailbox the receiver uses
Users are suggested to use mailbox of [E-mail name@hotmail.com], [E-mail name
@qg.com], [E-mail name@foxmail.com], [E-mail name@sohu.com], [E-mail name
@yahoo.com] or [E-mail name @gmail.com]

Options



[Copyl] This option means that the email you are writing will also be sent to the emails that you
input in the Copy field, except for the email that you put in the To field, and the To recipient will
know that you are sending this email to him and others that you are inputting in the Copy field.
(This function is not supported current).

[BCopyl] This option means that the email you are writing will also be sent to the emails that
you input in the BCopy field, except for the email that you put in the To field, but the To
recipient will not know that you are sending this email to the recipients that you are inputting in
the Copy field. (This function is not supported current).

[Image Attach] When this option is checked, it will snap shot the images and upload it via

email in case of system alarm.

8.14 Center Access Configuration

Profile

Center access configuration means the setting of essential parameters for fore-end equipment

monitoring system to access to central platform; details as the figure below:
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Camnera Setup

Center Setup Channel; I——l

Q5D Setup ¥ Enable Fegister on "Center'

| 192 . 168 . 168 . 250 Part: 8889
Senzor Setup Device Mo.: ||

Video slarm Setup Save

Alarm Out Setup

Color Satup

Metwork Setup
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PPPOERDDMS Setup
Local Setup
alarr Infarnation
MO Record
FTP Upload
EMail Setup

¥ Center Setup
iireless Setup
UPHP Setup
Systermn Setup

User Right

Refresh

Center Access Setting

Steps of Center access configuration



Step I:  Construct a platform server (it is necessary to install another set of independent platform
software of our company, and you need to contact our technical support)

Step Il: Tick and select [Enable Register on “Center” ]
Step I11: Set [Center IP] , means the address of platform server
Set [Port] , means the designated port of platform server, and the port is 8889.

Step I1V: Set [Device NO.] , means the serial number of platform server (for our product, it does
not need to input the serial number)

Step V: Click [savel , save the parameters

8.15 WIFI Setting

8.15.1 WiFi parameters setting

In NVClient client side, open “Remote Setting” to pop up ‘“Parameters Setting” dialog box, select
“WIFI Setting” option, enable WIFI function in “WIFI Network Parameters” field at the right side,
and set correct network parameters, SSID, encrypt mode, work mode and encrypt content (please
input according to the prompt of document).

A Note: before setting WIFI parameters, please ensure that you have installed WIFI
network card on your camera.
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Camersicatip Wireless Setup et

Color Setup
Q5D Setup TD-5COMA Param

Metwork Setup Enablz: |Mo | 3G Card:

Sensor Setup
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b ifireless Setup Wip-128: Input 13 ASCI characters, or Input 26 HEX characters, (HEX iz 079, A™F,

UPNP Sebup DLM?PE: The wepk.ey consists of 8-63 ASCI chars.

System Setup Set |

User Right Mobile Setup

Part ,W Set

Refresh

WiFi parameters setting

After setting, you can find out the IP address of wireless network card by using the client

side of Digital Video Management Center.

8.15.2 Mobile access setting

Set mobile access port, the default value is 15961. For the purpose of mobile access, it is required

to install mobile monitoring software of attached CD on mobile.
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Mobile setting

8.16 UPNP setting

General

After UPNP function is enabled, and then by combining DDNS, you can let your DVS/IP Camera

to realize plug and play.

“UPNP setting” mainly includes [Enable UPNP] , [Work Mode] , [Network Card Type] ,
[Local Port Setting] and [Remote Port Setting] etc setting.

As shown in below:
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UPNP Setting

[Enable UPNP] UPNP is not enabled in factory default of camera, tick [Enable UPNP] to

enable UPNP function;

[Work Mode] there are 2 options of work mode: Auto Port Mapping and Manual Port Mapping;

when Auto Port Mapping is set, DVS/IP Camera will assign mapping port automatically; when

Manual Port Mapping is set, it is required to manually set “Remote Data Port”, “Remote Web

Port” and “Remote Mobile Port”;

[ Net Adapter Typel select to use “wired adapter” or “wireless adapter” to realize UPNP
function;

[ Local Port Setting] It is the local access port of DVS/IP Camera, it is required to set local port
in network parameters;

[ Remote Port Setting] Tt is the port through which DVS/IP Camera is accessed remotely; After
remote port mapping is set, when you can use remote port to access DVS/IP Camera, the router

will carry out data transition between remote port and local port.

8.17 System Setup

Profile
“System Setup” chiefly include the common settings for all parts e.g. [ System
Clock] , [System Parameters Saving] , [System Update] , [System Version] ,



[ System Restart] , [System Restore Settingsl] , etc.
Please see the figure as below:

Parameter Setting 1%2.168.168. 72(8200)

Carnera Setup System Setup Charmat ’—_|
Color Setup
Q5D Setup Server Time Set
Mebwaork Setup 1/ 62011 = | F2109ak—— et
COM Setup

Update FLASH

Senzor Setup Save all the changed parameters to the Flash. All pour settings are

Wideo Alarm Sebup waorkable after restart the [P server.

Save
Alarm COut Setup

FRROERDDNS Setup Server Upgrade

Laocal Setup Browse
Alarm Infomation

MO Record Upagrade

Lyl

FTP Upload
Server Version:1.0.0.127C Made: 2010-10-07 20:4817
EMail Setup

00 Wersion - 1.1012.17 ReStart | ReStare |
Center Setup

Wiraless Setup
LIPHP Setup
¥ Systemn Setup

User Right

System Setting
[Server Time Setup] The system offers the function of calibration to the time of
client end for remote DVS/IP Camera; When it confirms the time
of client end is correct, click “Set”, then video server will work
by the time of client end.

[Update FLASH] Click “Save” to save the revised parameters into the “flash” in
the server; Otherwise, the system will still use the previous
parameters after restart.

[Server Upgrade] When DVS/IP Camera needs upgrade, click this button to

upgrade as the steps below:

Step I: Click [Browse] button
Step 11: Select the upgrade files (details as the figure below)
Step I1: Click [Upgrade]

A\

Notice:



» Before upgrade, please contact technician of our Technical Department, and
the upgrade shall be conducted under our technician’s instructions

The network must not break off during the process of upgrade

Power supply of DVS/IP Camera shall be stable during the process of upgrade
The DVS/IP Camera will automatically restart when the upgrade finishes;
please do not make any operation before the system successfully run up
again.

YV V VY

PDarameate 3 L ' r 0
Faramete BLIINg iy bo. £ 2{olU0)

Loaa st o) - B8 S S T SR LT REE Y

Zamnera Setup System Setup B
Color Satup
OS50 Setup Server Time Set
Mebwork Setup 14 B/2011 == | 7:33:06 A =
COM Setup L

Update FLASH -
e asn Save all the changed parameters to the Flazh, All your settings are
Videa Alarm Setup wirkable after restart the IP server.

Save

Alarrn Ot Sebup
i3 Please change the import file. @@

Local Setufl | ggk jn | (3 V1.00.00.128 -] « BB —
Alarm Infd =

=Y | D5 _sC_1cH_8910_D1_v1,00,00,128.rom
M Recor DS_8C_4CH_2866_CIF_Y1,00.00,128.rom Upgrads
ST =] 05_sc_1pcam_tP2oss_720P_41,00,00,128.rom e I

= o5_sc_tpcam_ov_720P_1,00.00,128.rom

EMail Setull | )8 4CH_; D1 y1.00.00, i
certer setll |[E]DE_6D_IPCAM_SF_1080P_Y1.00,00,126.ram ReStare
Wiireless S
LPMP St

File name:  [D5_6D_4CH_2865 D1 v1.00.00.128
¥ Systermn Se
Uear righe] T15S @FP= [ROM Files [*ROM) ~| Cancel

[~ Open as read-only

Refresh Ok

Server upgrade
[Restore]l Recover all parameters to be ex-work values except the network parameter and

user rights parameter.
[ Restart Server] Click [Restart Server] button, then the server will shut off and restart.



8.18 User Rights Setting
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User Rights Setting
Profile: The server can support maximally 5 users; and each user may own private rights under
setting
Steps of setting:

Step I:  Click [User Index], select the User in the drop-down menu (User from 1 to 5, optional)
Step I1: Set [User Name] and [UserPass]
Step I11: Tick and select [Enable User]
Step IV: Set user Rights
[PTZ Control, Set Parameters, Upgrade, Format] optional
Tick and select [ Channels The User Can Preview ]



10. Access camera on the WAN (INTERNET)

€ Step 1: Make sure the DVS IP address is LAN IP address; make sure the IP

address and the DNS server is correct.

D-Link

Bulding Networks for People

ArPlus G

802.11g/2.4GHz Wireless Router

- Home Advanced Tools Status m
Di-524 | Device Information
it - Firmware Version: V2.04Patch05 , Mon, Feh 26 2007

‘;’:"’ LAN

MAC Address 00-1C-FO-83-D3-1A
Device Info IP Address 1921681681

Subnet Mask 2552552550

DHCP Server Disahled

Log
— oL

(Router LAN IP address)
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Gateway:
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Save

5 ) |Network Yideo Server
BIYEN NaMe:

Server MNatify Set:
[ Enable Send Moatify to Ny Client

MY Client Address: Puort; Time[S]:

Save

Refresh

(DVS Network Setting)

€ Step 2: Setting Virtual Server on the rooter




D-Link

Eulkamg Netwaorks 107 PEgpie

AirPlus G q

802.11g/2.4GHz Wireless Router

BTN Advanced IREDE Status Help
DIi-524 | Virtual Server
'._ it Yirtual Server is used to allow Internet users access to LAN services.
& Enabled O Disahled
_ Matme [Mii e |
Virtual Server
Piivate IP 1o21este8z |
Mapplication Frotocol Type
Private Port
™ Fitter Public Part
Schedule ) Always
——
Firewall O Fram  Time |00 ¥ /00 v Ta|00 v |00 |
—
vV R
. Cancel Hel
= Apply p
Virtual Server List
f Performance MNarme Private IP Protocol Schedule
Virtual Gerver FTP 0.0.0.0 TCR 21121 Always [T

(Setting Virtual Server, Web Port: 80, add DVS IP address: 192.168.168.72)

D-Link ArPlus G .

802.11g/2.4GHz Wireless Router

SLLIEEN Advanced IRCTIE Status Help |
DI-524 | Virtual Server
'._ o Wirtual Server is used to allow Internet users access to LAMN services.
® Enabled O Disabled
_ Marme [Mting D5 |
Virtual Server
Private IP 192_168.168.
Mapplication Protacol Type
Private Port
™ Fitter Public Port
Schedule O Always
———
Firewall O Fram Time|DD V|:| 0o V|T0|UU V|:| 0o V|
e —
v IS +)
ST Cancel Hel
B Apply p
Virtual Server List
f Performance Marne Private IP Protocol Schedule
Yirtual Server FTP 0.0.0.0 TCP 21721 Ahways i

(Setting Virtual Server, Data Port: 8200, add DVS IP address: 192.168.168.72)



I Performance Marme Private P Protocol Schedule
Virtual Server FTP 0.0.00 TCRZUI21  Always 4T
Virtual Server HTTP 0000 TCPB0/R0  Always Til
Virtual Server HTTPS 0.0.0.0 TCP 4431443 Always (470
Virtual Gerver DNS 0.0.0.0 UDP 53/53  Abways Til
Virtual Server SWMTP 0.0.00 TCR28125  Always ]
vinual Gerver POP3 0.0.0.0 TCP1107110 Always Ei]
virtual Server Telnet 0.0.0.0 TCP23/23  Always Tl
IPgec 0.0.0.0 UDP 5007500 Always EA)
PRTF 0.0.0.0 TR Abways EL|
DCE-000,DCS-1000 0.0.0.0 TCPA0JE0  Always (4T
DCS-2000,0C8-5300  0.0.0.0 TCP 200/800 Always L4
UDP &002-
DCS-3120 0.0.0.0 5003/5002-  Always EXT]
5003
WiNi DVS 192.168.168.201 ESETDB?DW Always EY|
MiNi DV 192168.168.201 TCP80/a0  Always Ei]

¢ Step 3: Get WAN IP address (116.24.36.109) then enter this address to browser.

Example:

3 WebClient - Microsoft Internet Exploren E‘
-
4

File  Edit View Favorites Tools  Help

eBack M | |ﬂ @ __h /7\1 Search \i‘\'(Favorites €‘3 <] - “_\ﬁ ‘;’i
address | @] etpai116.24.36, 145 v|B e ks ?
SETTING

|E3

€] Done 4 Internet




11. FAQ

1)

2)

3)

4)

Question: unable through the IP address connection network video encoder
Inspection network video encoder whether online, may through the PING order
examination;

Inspects information and so on IP address, port number, user name, password in
the network video decoder connection information whether with network video

encoder correspondence

Question: unable through the domain name connection network video

encoder

Inspection network video encoder dynamic domain name analysis serves whether
begins using normally;

Inspects information and so on domain name, port number, user name, password
in the network video decoder connection information whether with network video

frequency encoder correspondence
Question: The decoder outputs on monitoring device non-picture output

Inspects above two kinds of situations;

Inspection connection monitoring device and decoder video output electric cable
whether damages, or the contact is not good;

The decoder outputs on monitoring device non-picture output.

Question: can not visit video server via browser
Possible reason: network disconnected

Solution: Connect network with PC to check if the network is connected well.
Firstly check cable failure and network problems caused by virus, until the
network is connected successfully by checking with ping command
Possible reason: IP address conflict

Solution: Disconnect the server’s network and connect server with PC to reset IP

address according recommended operations



Possible reason: IP address in different subnets

Solution: Check the IP address and subnet mask of server and gateway

Possible reason: web port is changed

Solution: Contact network administrator to obtain corresponding port information
Possible reason: unknown

Solution: Reset server to the factory settings and re-connect network. The default

IP address of system is 192.168.1.100

12. Default Parameters

1. Network parameters

1) Network Video Server and IP Camera default parameters

Parameters Default

IP address 192.168.1.100
Subnet address 255.255.255.0
Gateway 192.168.1.1
Data port 8200

Web port 80

Mobile port 15961

UPNP Off

2) Network Video Decoder default parameters

Parameters Default

IP address 192.168.1.98
Subnet address 255.255.255.0
Gateway 192.168.1.1
Data port 8200




2. Username and password

Parameter Default

Username admin

Password admin




