lj hi. Qpxfs311n X
Pviepps
FFFO13/22h X jdmitt BODQF

User’s Manual




Table of Contents

Unpacking INnformation -«c-vvvrerrrriiii 1
INtroducCtion o vrrrrrrrrrrii e 2
General DEeSCHIPLION «++ + srrrrr e e 2

K@Y FEALUIES «+rrrrrrrrrrrrrrtmttiiititiiiit it 2
Connecting This Client to Your Network. -« e-ene 3
Ma NAgeMENT o v 4
Configuring the IP address of your COMPUEEr - =+ rrrmrmrrrrinnii, 4
Starting the WEB-Based Management Interface «+« o eerrrmmmmmninnnnininnn. 6
SIS re v s e raatia ittt e e e e et a 8
TEEITIS ++ e vnvrrereasansnst st s tet et ss i ast s e st st e et s aa s e e e e e s s ar e s arans 8
TNTOrALION s+ e rrrerearerenrtreirrtiet e e e e e eaeans 8

LAN Interface Setup «+errerresrrierrremmiiii i 9
SYSEEM LOG rrrrrrrrrrrer e 10
PaSSWOI SEtUP-+eterererererrrmttitiiiiiiiii 11
BasSiC SELLING S« rrrerrrrr sttt 12
Advanced Settings -« e 14

S CU Ly s s eerrer et 16
WEP ENCryption sssseessees s 16

WPA ENCryplion ««seeeseesrrsremnnrnnsn e 17

WPA2Z ENCryption «+eeseessssrnnnssinnsnssn e 18

WPA2 Mixed ENCryption s« 19

Access CoNtrol e e N B A L
StatisStics srrereerrrrrniiiiiiiii i s s s e 21
Upgrade FirmWare ««eeeee 22
Save and Reload Settings «« o rre e 23

LOQG OUErerererernrnrntnttttittttb e 23




Unpacking Information

Thank you for purchasing ALFA Outdoor AP/CPE. Before you start, please
check all the contents of this package.

The product package should include the following:

One AWAP060-R2

One PoE power adapter
One User Manual (CD)
One Mounting kits

One 12VDC Power Adapter
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General Description

Easily constructing your WLAN, this wireless Outdoor AP/CPE offers a
wireless interface and eliminates to connect your wireless Internet
provider.

With being compliant to IEEE 802.11g specification, this wireless
Outdoor AP/CPE supports data rate up to 54Mbps and hence help to
construct your high-speed wireless connection from your wireless
internet provider.

This wireless Outdoor AP/CPE equips one POE RJ45 LAN port and one
embedding 12dBi Panel antenna for you to easy to install and setup.
The wireless security mechanism is provided over 64/128-bit WEP, WPA
(TKIP with IEEE 802.1x), WPA2 and AES.

This device supports WEB-based user interface that helps users to
configure this device easily.

Key Features

O O O O

Complies with IEEE 802.11b/g wireless standards
High speed transfer data rate up to 54Mbps
Supports turbo mode for 72Mbps data transfer
Supports wireless data encryption with 64/128-bit WEP, WPA (TKIP with
IEEE 802.1x), WPA2 and AES functions




Connecting Outdoor AP/CPE to Your Network.

This AWAP060-R2 provides a step-by-step guide to the installation and
configuration of this wireless Outdoor AP/CPE

U Use RJ45 cable to connect Outdoor AP/CPE POE port and the other end
connect to the APOEO2 , the APOEO2 connect to the Notebook or PC. And
12VDC Power Adapter. To get the signal from the Wireless Intemet
Provider.

l‘L‘ L . --’. I} fressssdmennininia
"'.'Z:J.. " ol | Connect to
T _J‘ {' ! Switch/Hub
) \ | (Data input)

s ETEETWTE S FwE e =,

| Connect to :
| AC Power |
| (100-240V) |




Management

Configuring the IP address of your computer

In order to manage with this Wireless Outdoor AP/CPE, you have to
configure the IP addresses of your computer to be compatible with this
device.

Note:

1. The default network setting of the device:
IP address: 192.168.1.1
Subnet Mask: 255.255.255.0

Default Gateway: 192.168.1.254

2. In the following TCP/IP configuration guide, the IP address
"192.168.1.2 " is assumed to be your IP address. Please DO NOT
choose 192.168.1.1 for the IP address (192.168.1.1) has been set as
the default IP for this device.

3. The following TCP/IP configuration guide uses windows XP as the
presumed operation system.

Procedures to configure IP addresses for your computer

1. If you are in Classic Start menu view, click StartA SettingsA Control
PanelA Network Connections.
If you are in Start menu view, click StartA Control PanelA Network
Connections.

2. Double click “Local Area Connection”




3. Choose Internet Protocol (TCP/IP) and click Properties.

— Local Area Connection Properties

General | Authentication | Advanced|

Connect uzing: |

| BB 515 900Based PO Fast Ethemet Adapter

This conmection uses the following items:

vl S File: and Printer Sharing for Microzoft Metworks
QQDS Packet Scheduler
W] %= Internet Pratacal (TCPAP)

[ Install... ] [ Uningtall ] [ Froperties
Description
Allows your computer bo access resources on a Microsaoft
nietwork.

Show ican in notification area when connectad

[ 0K H Cancel ]

4. Choose “Use the following IP address” to specify IP addresses manually.
Fill in the IP addresses in each column. Please click the OK button after your
configuration.

|mtetael Protacil [FCPAP) Pioopesiies

Ll

ond eait gt F sedias aesgrad sulomabcall ol reta ol suppon:
thi capabliy Dwpsdea, pou raod 102 poor nolot Jduieiraton o
IHe anpopiate P sedings

{1 0bbain an P addwess avkomaiicaly
@1z the fakming 1P addese]

|P eddmza 1% 16 .1
Subne menk R
Dl galesmy 1= - S - |

%) L thecfabaming DME catvar addipeses
Prafsrad OM5 ssiver

Slimnals DHG perwer




Starting the WEB-Based Management Interface

The device uses WEB as the management interface. You can use a
browser to access the management interface easily. Please follow up
the steps listed below.

1.Double click the Internet WEB browser icon on your desktop screen
(NetsdOutdoor AP/CPEe Communicator 4.0 and Internet Explorer
3.0 or update version)

2.Type 192.168.1.1 into the URL WEB address location and press Enter.

4} about:blank - Microsoft Internet Explorer - i [=] B4

J Fl= Edt Wiew Favorkes Tools  Help |
_| A Gacl - ) I',a @ ‘ot | @History |ﬂ =

| address | httpefi192.168.1,1 =] Peo |]Links »

3.The Username and Password Required window Outdoor AP/CPEpears.
Enter admin in the User Name location (default value).
Enter admin in the Password location (default value).

Click "OK" button

Enter Network _7.' EI

> Fleaze type pour-uzer name and pazsword.

Siter 19216811

Bealm 3027 1g Wireless AF

Izer Mame |a|:|min

Pazzword I*“*““

[ Save this pazaword in your password list

k. I Canicel




The GrOutdoor AP/CPEhic User Interaface

After the password authorization, the Setup Wizard shows up as the home
page of the GrOutdoor AP/CPEhic User interface. You may click on each
folder on left column of each page to get access to each configuration

page.

BO2.11¢g 54Mbps Wireless Access Point

Th=p page shaomn fhe ciuzess sy aad some bosse wesmags of
1he dawice.

R 7T T

Ghanged Fohat
Foovpion  foetel |
T — L]

T — T —
LAN Contizuration |
v 11 Froios
P aaree  Deowai |

Defauiiipimp |ISEIGHLSS




Status

The Status page shows the following information of the device.

Items Information

Uptime

Firmware version
Mode

Band

SSID

Channel Number
Encryption

BSSID

Attain IP Protocol
IP Address
Subnet Mask
Default Gateway
MAC Address

The period that you turn the device on.

The current firmware version of the device.

Shows if the device is operating in client.

The band that the wireless client operating.

The name of this wireless network.

The channel that the wireless network using.

The security encryption type that the wireless network
using.

The Basic Service Set Identity of thisOUTDOOR
AP/CPE(This parameter is the same as the MAC address of
LAN port)

The way for this client to get a IP address.

The current IP address of this client

The current subnet mask of this client

The current default gateway of this client

The current MAC address of this client

Status

This page shows the coment states and some basic setings of the device,

AN Cotguaton |

otocol




LAN Interface Setup

This page allows users to configure the LAN network settings.

This pageis wed 0

IF Addrexs

Submizt Mask:

Difamlt Gateway:

DHCF Server:

INHCF Clieat Rampe: L

DME Bexves:
Dhoanain Mamst;

B2, 14 Spanving Tree:
Cloae MAC Address

W i

Configuration

combgro the parsancieg: for Jocz) frts neporkswhach conncon o the LD o of T Soocss Painl,

15
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IP address

The IP of Outdoor AP/CPE LAN port (Default 192.168.1.1)

Subnet Mask

Subnet Mask of you LAN (Default 255.255.255.0)

Default Gateway

The default gateway of this OUTDOOR AP/CPE.

DHCP
Server

Select “Enable” to enable the DHCP server, which gives your
LAN Client an IP.

DHCP Client
Range

Specify the DHCP Client IP address range. You can also click
the “"Show Client” button to list those connected DHCP clients.

DNS Server

The DNS (domain name server) of this OUTDOOR AP/CPE.

Domain Name

The name that the OUTDOOR AP/CPE is going to be
recognized in LAN.

802.1d Spanning
tree

To prevent from network loops and preserve the quality of
bridged network

Clone MAC
Address

MAC cloning feature allows the MAC address reported by WAN
side network interface card to be set to the MAC address
already registered with the ISP eliminating the need to
register the new MAC address with the ISP. This feature does
not change the actual MAC address on the NIC, but instead
changes the MAC address reported by this device to client
requests. To Change the MAC address, enter it in the text box.




System Log

This System Log page shows the information of the current activities on the
OUTDOOR AP/CPE.

To enable system log function:

1.
2.

3.

Mark the “Enable Log” checkbox.

To see all information of the system, select the “system all”
checkbox.

To see wireless information only, select the “wireless” checkbox.
To send the log information to a certain note, select the “Enable
Remote Log” checkbox and fill in the IP address in the “Log Server
IP Address” box.

Click the “Outdoor AP/CPEply Changes” button to activate

You could also click the “"Refresh” button to refresh the log information or click
the “clear” button to clean the log table.

This page can e used to set rernote log server and show the systern log,

™ Enable Log
7 system all ™ wireless
™ Enable Remote Log 'gg“gvi&g;:[g’l‘:m* l
=
s

mse| o
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Password Setup

This page allows users to configure the username and password for getting
accessed to this WEB based user interface.

To change the username/password, please fill in the username, New password
and click the “Outdoor AP/CPEply Changes” button after confirming the
password.

You may also cancel the password authentication by leaving those blanks
empty then clicking the "Outdoor AP/CPEply Changes” button.

This page 5 nsed o set the acoount 0 access the web server of Access Point, Bropty vser name and
password will disable the protertion,

User Hame: |

Hew Password: |

Confirmed Password: I

Apply Changes | Rﬂsetl




Basic Settings

This page provides setting up the wireless configuration and monitoring the
Wireless Clients that associate with this OUTDOOR AP/CPE.

Thls pope 2 moed o cocdizure the parimesem dor mirelesn L AN dsenby wistch may connec i
Four Aot Poand, Hege 1o may cRange =i snOiyplion sl o wall b s

negmor parameaee,

M Dizable Wireleas LAH [nberface

Bapd: LM L e
Chieni Made |__!.|'|. mlemtmorer -l-E
Type:

221 [Rlateiipad
Witelesz Zite Shre S Sy
SULVEY: = —

T Enable Mag Clone (Siogle Elhermel Clisnl)
AgpiyCheges | R

Configuration
Disable Wireless To Disable interface of Wireless LAN
LAN Interface
Band To select a band for this device to match 802.11b,

802.11g or both.
CLIENT Mode Type Configure this device as OUTDOOR AP/CPE,
Infrastructure or Ad-Hoc.
SSID The name of the wireless network
Wireless Site Survey Click the "Show Site Survey" button, then an " Wireless

Site Survey" will pop up. You @n see the status of all
wireless stations that are able to connecting

23




Wireless Site Survey

This is the window that pops up after clicking the “wireless site survey”

button.
il I selvcek. B oasy Adtes
w coubd oo I cos # manually whes cliest mods &
50| _BsSID  [ChanselTypelfncayp| Signalf Solect]
LA M ETHI i -
=] T
ok L
SSID Show the all SSID of in range Access Point
BISSID Show the Mac address of in range Access Point
Channel The channel of in range Access Point active channel
Type The type of AP
Encrypt Encrypt method of in range Access Point
Signal Signal strength of in range Access Point
Select Select in range_Access_Point to_connect
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Advanced Settings

!

You can set advanced wireless LAN parameters of this OUTDOOR
AP/CPE. The parameters include Authentication Type, Fragment
Threshold, RTS Threshold, Beacon Interval, Data Rate, Preamble
Type, Broadcast SSID, IOUTDOOR AP/CPEP and 802.11g

Protection.

These setings are cnly for more technically advanced nsers whe have a sufficient knowledge about
wireless LA, These setings should not be changed unless yon know what effiect the changes will have

Apply Changes | Reset'

on your Access Point, |
Authentication Type: C OpenSysern O Shared Koy @ Ao
Fragment Threshold: 2346 [956-2346)
RTS Threshold: 2347 (0-2347)
| Beacon Interval: |103 {20- 1024 mrs)
Data Rate: |Au10 vl
Preamble Type: @ Long Preamble © Short Preamble
Broadcast SSID: & Enahled O Diisabled
IAPP: @ Enabled " Disabled
802.11g Protection: " Enabled  © Disabled
RF Output Fower: @ o Cing Cote Oom CLE
Turbo Mode: O g O Always 0 Off

Configuration

Open System
mode

Allow communication with no security.

Authentication Shared Key

Type

mode

Allow communication with devices with the
same WEP key only.

Auto

The wireless client can associate with this

OUTDOOR AP/CPE by using any one of these
two Modes.

25




Fragment
Threshold

RTS Threshold

Beacon Interval

Data Rate

Preamble Type

Broadcast SSID

IOUTDOOR
AP/CPEP

802.11g
Protection

RF Output
power

Turbo Mode

To specifies the maximum size of packet during the data
transition. The lower values you set, the worst performance
it will be.

If the packet size is smaller the RTS threshold, the

OUTDOOR AP/CPE will not send this packet by using the
RTS/CTS mechanism.

The period of time how long a beacon is broadcasted.

The "Data Rate" is the data packets limitation this wireless
OUTDOOR AP/CPE can transmit. The wireless OUTDOOR
AP/CPE will use the highest possible selected transmission
rate to transmit the data packets.

It defines the length of CRC block in the frames during the
wireless communication. "Short Preamble" is suitable for
heavy traffic wireless network. "Long Preamble" provides
much communication reliability

If you enable "Broadcast SSID", every wireless station
located within the coverage of this wireless OUTDOOR
AP/CPE can discover this wireless OUTDOOR AP/CPE easily.
If you are building a public wireless network, enabling this
feature is recommended. Disabling "Broadcast SSID" can
provide better security.

To enables multiple OUTDOOR AP/CPE to communicate and
pass information regarding the location of associated
Stations.

Some 802.11g wireless adOutdoor AP/CPEters support
802.11g prote ction, which allows the adOutdoor AP/CPEters
searches for 802.11g singles only. Select the “Disabled” to
disable supporting 802.11g protection or select “enable” to
support this function.

Select the RF (Radio Frequency) power. The RF output power
has positive correlation with signal strength.

Some of our wireless adOutdoor AP/CPEters supports turbo
mode, which provides a better connection quality. Select
“Always” to support turbo mode or select “off” to turn it off .
Select “Auto” turns it on or off automatically.

26




Security

At the page, you can set up the WEP, WPA Encryption to ensure the security of
your Wireless. You will have to do different configurations to each encryption
modes. Click on the Encryption drop list to select an encryption mode or select
“Disabled” to transmitting data without encryption.

WEP Encryption

Tho pageallows: you =hip the woeles seoncky. Tooon WEF o WFA by weing Facrypbos Bews oookd e
iy wrahoird Acce o s wielers nefwork

Frncxyplica

Fay bragh:

K=y Foomat:
[hetzaki Tr Fey:
Excryplicm Ecy 0:
Ercxyptica ey 2:
Excryplican Eoy 3,
Encrypiicm By d

I e e |3 Actherricaion

e
[ 3]

Her (10 agces] =

I: A AR

T
F......"...

I'\-ii.n.i T

I.'hi-ua e

L R R

Configuration

Encryption To enable WEP, WPA, WPA2 and WPA2 Mixed
encryption modes, select the option in the drop
list. If you select none, any data will be
transmitted without Encryption and any station
can access the OUTDOOR AP/CPE

Key Length Select a key length as 64-bit or 128-bit.

Key Format
Default Tx Key

Use 802.1x
Authentication

Select a key format as Hex or ASCII

Select a default key for transmitting data.

Mark this check box. Fill in the RADIUS server IP
address, Port Number, and Password to enable
802.1x authentication.

Click <Apply Change> at the bottom of the screen to save the above
configurations. You can now configure other advance sections or start
using the OUTDOOR AP/CPE.

27




WPA Encryption

This page allews wou setp the wirless securdty, Tom on WEF or WEA by nsing Encryption Eevs oould presrent
any unanthorized access o your Wieless netwock,

Encryption: WEa -

WPA Cipher Suite: *TEP © AES
WPA Authentication Mode: " Enterprise (RADIUS) © Pepsenal (Fre-Shared Keyd
Pre-Shared Eey Format: Passphrase -
Pre-Shared Eey: I
Aprly Chianges | Reset |

Configuration

Encryption To enable WEP, WPA, WPA2 and WPA2 Mixed
encryption modes, select the option in the drop
list. If you select none, any data will be
transmitted without Encryption and any station
can access the OUTDOOR AP/CPE.

WPA Cipher Suite Select the WPA Cipher Suite to be TKIP or AES

WPA Authentication Select the WPA mode as “Enterprise

Mode (WPA-Radius)” or “Personal (Pre-Shared Key)".

Pre-Shared key Click on the drop list to select an Pre-Shared

Format Key Format as Passphrase or Hex

Pre-shared Key Enter the Pre-shared Key according to the

pre-shared key format you select.

Click <Apply Change> at the bottom of the screen to save the above
configurations. You can now configure other advance sections or start
using the OUTDOOR AP/CPE.

28




WPA2 Encryption

This page allews you setop the wirsless secudty, Tom on WEF or WPA by using Encryption Eevs could prevent
|any unautherized acress to your wieless network,

|
Encryption:

WPA2 Cipher Suite:

Pre-Shared Eey Format:

Pre-Shared Eey-

WPAZ -

' TEP ™ AES

i WPA Authentication Mode: " Enterprise (RADIUS) @ Personal (Fre-Shared Eev)

Pazsphrase -

! Aply Chinges | Reset

Configuration

Encryption

WPA2 Cipher Suite

WPA Authentication
Mode

Pre-Shared key
Format

Pre-shared Key

To enable WEP, WPA, WPA2 and WPA2 Mixed
encryption modes, select the option in the drop
list. If you select none, any data will be
transmitted w ithout Encryption and any station
can access the OUTDOOR AP/CPE.

Select the WPA2 Cipher Suite to be TKIP or AES

Select the WPA mode as “Enterprise
(WPA-Radius)” or “Personal (Pre-Shared Key)".

Click on the drop list to select an Pre-Shared
Key Format as Passphrase or Hex

Enter the Pre-shared Key according to the
pre-shared key format you select.

Click <Apply Change> at the bottom of the screen to save the above
configurations. You can now configure other advance sections or start
using the OUTDOOR AP/CPE.
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WPA2 Mixed Encryption

This page allows wou setop the wirsless secudty, Tom on WEP or WEA by vsing Encryvption Eevs could prevent
an¥ umanthorized access o your Wireless network,

Encryption:

WPA Cipher Suite:

WPA2 Ciphexr Suite:

Pre-Shared Key Format:
Pre-Shared Key:

iWPAQMixad vl

& TRP  AES

CTEP & AES

WPA Authentication Mode: " Enterpuise (RADIUS) @ Personal (Pre-Shared Eey)

Fassphrase v

Apply Changes | Resetl

Configuration

Encryption

WPA Cipher Suite
WPA2 Cipher Suite

WPA Authentication
Mode

Pre-Shared key
Format

Pre-shared Key

To enable WEP, WPA, WPA2 and WPA2 Mixed
encryption modes, select the option in the drop
list. If you select none, any data will be
transmitted without Encryption and any station
can access the OUTDOOR AP/CPE.

Select the WPA Cipher Suite to be TKIP or AES
Select the WPA2 Cipher Suite to be TKIP or AES

Select the WPA mode as “Enterprise
(WPA-Radius)” or “Personal (Pre-Shared Key)".

Click on the drop list to select an Pre-Shared
Key Format as Passphrase or Hex

Enter the Pre-shared Key according to the
pre-shared key format you select.

Click <Apply Change> at the bottom of the screen to save the above

configurations. You can

now configure other advance sections or start

using the OUTDOOR AP/CPE.




To restrict the Number of Access authentication of Stations, Set up the
control list in this page.

If wom cheose ‘Allowed Listed’, only these clients whose wireless MAC addresses ae in the aness
conteol Lzt will ke able to connect to vour Aocess Point, When Deny Listed' is selected, these wireless
clients on the List will not ke able to connect the Access Point,

Wireless Access Control Mode: |t =

MACAdd:ess:l Comment:l
Apply Changes | Reset |

Current Access Control List:

T I

[ieee Seleaed | ]_'r-elm-:m| Resetl

Configuration

Wireless Access
Control Mode

MAC Address &
Comment

Current Access
Control list

Click on the drop list to choose the access control
mode. You may select “Allow listed” to allow those
allowed MAC addresses or select “Deny Listed” to ban
those MAC addresses from accessing to this device.

To set up the Value of MAC Address & Comment; enter
the MAC Address and Comment of station and click
Outdoor AP/CPEply Changes to save.

To Delete the station on the list, Click the check box in
the select item and click the “Delete Selected”. If you
want to delete all stations on the list, click “Delete All”
to remove all of them.

Click <Outdoor AP/CPEply Change> button to save the above configurations.
You can now configure other advance sections or start using the OUTDOOR

AP/CPE.
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Statistics

On this page, you can monitor the sent & received packets counters of
wireless, Ethernet LAN, and Ethernet WAN. To see the latest report,
click refresh button.

This page shows the packet counters for temsmmission and eoeption egarding o wireless and Ethemet
networks,
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Upgrade Firmware

To Upgrade Firmware,

STEPS

1. Click “browse..” button to select the
firmware you want to upgrade.
2. Click Upload to start the upgrade process.

Please don’t close the WEB-browser and
wait for the process to be completed.

This page allows vou nperade the Access Foint firmovare 10 new version. Flease note, do not power off
the device during the upload bacanse it may crash the system.

Select File:

|

Browse.., |
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Save and Reload Settings

To save setting to file, click “"Save...” button.
To load setting from file,

1. Click “Browse..” on the to select the file
2. Click upload to start the process and wait for it to complete

To reset setting to Default, click the Reset button to start the process.

This page allows yom save corent setings 0 3 file or mload the settings from the file which was saved
previonsly, Besides, o conld meset the coment configumtion o factory defanlt,

Save Settings to File: SENE,,

Load Settings from File: | Browse.., | Upload |
Eeset Settings to Defanlt:  Eeset |

Log out

Click the “Outdoor AP/CPEply Change” button to log out the system
and save your changes simultaneously.

This page is nsed 2 logont,

Do won want to logouat 7

Apply Change |

34




Standard

Network Data Rate

Transmission Mode

Receiver Sensitivity

Memory

Transmit Power

Emission

Power Supply

IEEE802.3, 10BASE-T

IEEE802.3u, 100BASE-TX

IEEE802.3x full duplex operation and flow control
IEEE802.11b wireless LAN infrastructure
IEEE802.11g wireless LAN infrastructure

214QP F MB @psu

RJ-45 (10BASE-T): Category 3,4,5 UTP
RJ-45 (100BASE-TX): Category 5 UTP

802.11b: 1, 2, 5.5 and 11Mbps
802.11qg: 6, 9,12, 18, 24, 36, 48, and 54Mbps

Auto-Negotiation (Full-duplex, Half-duplex)

64/128-bit WEP,
WPA(TKIP with IEEE 802.1x), WPA2, AES

54Mbps OFDM, 10%PER, -68dBm
11Mbps CCK, 10%PER, -86dBm
1Mbps BPSK, 10%PER, -93dBm

Flash : 2MB, SDRAM : 8MB

23dBm

FCC CLASS B, CE

Operating Temperature: 0° ~ 40°C (32° ~ 104°F)
Storage Temperature: -10° ~ 70°C (-14° ~ 140°F)
Humidity: 10 ~ 95% RH non-condensing

PoE 12VDC
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