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1 Introduction

1.1 Overview

The AP is a wireless outdoor multi-function device based on IEEE 802.11b/g 2.4GHz radio
technologies. When installed in upright position, it is rain and splash proof. It features an
integrated 14dBi patch antenna and passive POE to simplify the installation. The built-in
antenna can provide up to 10~15km of distance depending on conditions. The firmware of
the AP provides up to 5 operations modes to satisfy different application environments

1.2 How to Use This Guide

The AP is an advanced wireless CPE with many functions. It is recommended that you
read through the entire user’s guide whenever possible. The user guide is divided into
different chapters. You should read at least go through the first 3 chapters before attempting
to install the device.

1.3 Firmware Upgrade and Tech Support

If you encounter a technical issue that can not be resolved by information on this guide, we
recommend that you visit our comprehensive website support .The tech support FAQ are
frequently updated with latest information.



1.4 Features

8MB Flash and 32MB SDRAM

5 wireless multi-function modes: Access Point (WDS parent), Bridge Infrastructure,
Client Infrastructure (WDS child), WISP Router, AP Router.

14dBi Integrated Antenna: Vertical Polarization, Horizontal Polarization
Built from High Temperature resistant ABS material with Anti-UV protection
Power by passive PoE: 18V Adapter and injector included

Pole Mount strap included. Optional metal L-mounting available

Total Bandwidth Control

Site Survey, RSSI signal Survey

WMM

Web, SSH/SSH2, Telnet, and SNMP managements



1.5 Wireless Operation Modes

The AP can perform as a multi-function wireless device. Through the web interface, users
can easily select which wireless mode they wish the AP1 to perform.

The AP can be configured to operate in the following wireless operation modes:

1.5.1 Access Point Mode(bridge mode-WDS parent+AP)

When operating in the Access Point mode, the AP becomes the center hub of the wireless
network. All wireless cards and clients connect and communicate through AP. This type of
network is known as “Infrastructure network”. Other AP or 802.11b/g CPE can connect to
AP mode through “Client Infrastructure Mode” or “(WDS child)Bridge Infrastructure Mode”.
The Access Point mode will act as “WDS parent+AP” when connecting with the “Bridge
Infrastructure mode”.
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1.5.4 Bridge Infrastructure Mode (WDS client)

This mode is also known as "WDS Station” or "Client mode with MAC address
transparency". The Bridge Infrastructure mode can only connect with “Access Point” mode.
2 Bridge Infrastructure can not connect with each other. It works like client mode with MAC
address transparency function. In another word, the MAC addresses of the PCs will be
passed instead of the AP's wireless MAC address. If you require Bridge connection with
WPA-PSK or WPA-PSK2 connection, please use this mode instead. However, this mode
might not work with some outdoor APs. If it occurs, please use Client Infrastructure or
WDS Bridge instead.
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1.5.5 Client Infrastructure Mode

This mode is also known as “Client” mode. In Client Infrastructure mode, the AP

acts as if it is a wireless adapter to connect with a remote Access Point. Users can attach
a computer or a router to the LAN port of AP to get network access. This mode is often
used by WISP on the subscriber’s side.

Client —— LB - =, Client
Infrastructure ' ' | Infrastructure

:;’?c

1.5.7 WISP Router Mode

In WISP Router Mode, AP connects to the remote Access Point as in Client Infrastructure
Mode. On the LAN side, it acts like a wired router for IP sharing function. This mode is best
used for IP sharing application for WISP subscribers. In this mode, the WAN is the wireless
client side; the LAN is the wired side.
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1.5.8 AP Router Mode

In AP Router Mode, the AP behaves like a wireless router. The LAN port of the AP will
become WAN port. The wireless network of AP becomes the LAN side. Please note when
this mode is used, the only way to manage the AP is through the wireless side unless
remote management is opened.
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Installing the AP

This section describes the hardware features and the hardware installation procedure for
the AP. For software configuration, please go to chapter 3 for more details.

2.1 Before You Start

It is important to read through this section before you install the AP

The AP comes with everything you need to start installation with exception
of the PoE Ethernet Cable. You can use a good quality CAT-5E outdoor graded
Ethernet cable (shielded with anti-UV) according to the length you need.

The AP must be installed in the upright position if the unit is located in outdoor or
wet environments.

You must set the distance parameter to make long distance connection work.
The integrated antenna has forward coverage angle of 25 degree both in vertical
and horizontal direction.

The AP is a 2.4GHz CPE device only, it can not operate in 5GHz.



2.2 Package Content

The AP package contains the following items:
One AP main unit
One 18V 1A DC power adapter
Passive PoE DC Injector
Mounting kits
User’'s Guide CD

% -
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Power Adapter PoE Adapter Mounting Kits CD

The PoE Ethernet cable is not included in the package. You may choose an outdoor
specification Ethernet cable according to the length you need.

2.3 Optional Accessories

The AP have the following optional accessories

Tilting Metal Adjustable antenna degree Pole Mount (Model: L-Mounting Kits):
This kit allows AP to adjust angle to get perfect connection

L-mounting Kits




2.5 Hardware Installation

1. Plug Power adapter into the POE Adapter passive
2. Connect RJ45 ( LAN Port ) to computer or Switch
3. Connect RJ45 (PoE Port) to AP

RJ45

cable
er+Data)

RJ45
cable




2.5.1 Standard Pole Mount

AP support vertical and horizontal potions pole mounting.
Please follow the procedure below to install:







2.5.2 Optional Antenna Adjustable Mounting

With Optional Antenna Adjustable Mounting could easy to adjust better angle position to
connect to the Base-Station. Please follow the procedure below to install:
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Configuring the AP

Configuring the IP address of your computer

In order to manage with AP, you have to configure the IP addresses of your computer to be
compatible with this device.

Note:
1. The default network setting of the device:
IP address: 10.0.0.1
Subnet Mask: 255.0.0.0

2. Inthe following TCP/IP configuration guide, the IP address “10.0.0.2 ” is assumed to be
your IP address. Please DO NOT choose 10.0.0.1 for the IP address (10.0.0.1) has
been set as the default IP for this device.

3. The following TCP/IP configuration guide uses windows XP as the presumed operation
system.

Procedures to configure IP addresses for your computer

1. If you are in Classic Start menu view, click Start->Settings—>Control Panel->Network
Connections.

If you are in Start menu view, click Start->Control Panel-> Network Connections.

2. Double click “Local Area Connection”
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3. Choose Internet Protocol (TCP/IP) and click Properties.

- Local Area Connection Properties

General | Authertication | Advanced |

Conkect using:

HE 5i5 900-Bazed PCI Fast Ethernet Adapter

Thiz connection uses the following iterms:

'—_- Client for Microzoft Metworks

.@‘ File and Prirter Sharing for Microsaft Metworks
.QQDS Packet Scheduler

% |mternet Protocal [TCPAP)

[ Install... ] l Uninztall ] [ Froperties

Description

Alloves pour computer bo access resources on a Microzoft
etk

Show ican in notification area when connected

[ ok, H Cancel l

4. Choose “Use the following IP address” to specify IP addresses manually. Fill in the IP
addresses in each column. Please click the OK button after your configuration.
‘Internet Protocol (ICP/IP) AE ><
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TS ) 235, 0. 0. D |
THE% RE L I ) y . [

© EATFIR DS (IR A E
{8 A DNS (EIRESE): I 5 - =& |
Hity DNS {AIREEA): L w = s ]

HEEE...
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Starting the WEB-Based Management Interface

The device uses WEB as the management interface. You can use a browser to access the
management interface easily. Please follow up the steps listed below.

1.

Double click the Internet WEB browser icon on your desktop screen (Netscape
Communicator 4.0 and Internet Explorer 3.0 or update version)
2. Type 10.0.0.1 into the URL WEB address location and press Enter.

£ Access Point Administrative Console - Microsoft Internet Explorer

BEE ®KEBEE R0 HE0sEW IAM HAW

Q- © HNREG LPeeshomz @ - 21 w-1JH 3

A ] hp1 0001

ﬁl.
@ - | Seamhowed pH [7] = & - i Favoribs

- ) PCHealh 85 Spaces

v Bezs EE
=88 -8 e -

3. The Username and Password Required window appears.
- Enter admin in the User Name location (default value).

Enter admin in the Password location (default value).
- Click “OK” button

#§3 1000.1

7
bk
Lecess Point
ERELRD: @ admin v
TRED): |m*m '
[ RaEER)
| BE || EmH |
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4 Web Management

In this chapter, we will explain about the wireless settings and router mode settings in web
management interface.

With the web management interface, there are 4 basic sections to configure the AP

Start with Home Bridge Wizard - H

Start with Home Router Wizard -
Start with Advanced Setup - Pr

@ START WITH WISP SETUP

START WITH HOME BRIDGE SETUP

START WITH HOME ROUTER SETUP

r START WITH ADVANCED SETUP

Start with WISP Wizard: Helps you quickly set up AP to connect with Base-Station or AP
Start with Home Bridge Wizard: Helps you quickly set up AP in bridge mode

Start with Home Router Wizard: Helps you quickly set up AP in router mode

Start with Advanced setup: Provides more detailed configuration options
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Here will explain all web page functions

£ System -=C

WAN  System Settings

‘WDS-Repeater
QoS

SNMP

: System Settings

Operation Mode Bridge |v|

+ Time Settings

Taiwan

: Web Interface Settings

Language English

In system page

System

220.130.158 52

slog Settings  Firmware Upgrade home

Save Changes

Settings Operation Mode:
Bridge: bridge all interfaces together and disabled DHCP server (dnsmasg) & firmwall
Router: NAT and DHCP server enable

Time Settings: NTP server to obtain the correct time from the time source and adjust
the local time in each connecting computer

Web Interface setting: allow to change the Language

Password Setting

To change the password to access the AP web management

Backup & Restore

To Download the config. Or Upload the config. Setting file

Syslog Settings

Remote Syslog:
IP address and port of the remote logging host.
Leave this address blank for no remote logging. The port is set to 514 by default

Firmware Upgrade

To upgrade the latest firmware
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System  WAN Settin home

" WAN WAN Settings

Wireless1 - This device is in Bridge mode, the WAN settings only availible for Router mode
Wireless2

WDS-Repeater
QoS

SNMP

DMz

DynDNS.

Status

Reboot

WAN Page: work on in Router Mode
Bridge Mode doesn’t support WAN setting

[&]
System tHings home
WAN ' LAN Settings
LAN i LAN Configuration
- Connection Type © DHCP Client @ staticlP O PPPoE
Wireless2
WDS-Repeater .« IP Settings
QoS LAN IP Address 10 0 0 1 LAN IP Settings:
g IP & the DHi
SNMP .
SNMP| subnetmask 255 | [255 | [285 | 0
DMZ .
Default Gateway
DynDNS
i i LAN DNS Servers
Reboot
Note:
i DHCP Service For LAN
® Disabled © Enabled
10.0.0. 100
50
1440
v

LAN Settings:
1. LAN configuration: allow to choose DHCP Client, Static IP or PPPoE
2. IP Settings: are optional for DHCP. They are used as defaults in case the DHCP server is
unavailable.
3. DHCP Service For LAN:
B DHCP Start: the start IP address of DHCP server’s IP range. The default value is 100
(valid range: 1~254 )
B Max Client Q'ty: the maximum number of DHCP IP. The IP range is from (DHCP start)
to (DHCP start + Max Client Q’'ty -1). The default value is 50 (valid range: 1~253)
B DHCP Lease Time: DHCP lease time means DHCP server grants permission to a
DHCP client to use a particular IP address. The default value is 1440 minutes (valid
range: 1~86400 minutes)
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Syatesi essl Settings MAC Filter Settings home ;
WAN  wireless1 Settings
LAN .4 Wireless Configuration
Wireless1
Wireless2
WDS-Repeater
QoS

SNMP

[11 (2462 GHz) [v]

pmMz
18 |#] dBm

QO bonly O gonly @ b/gmixed
| Auto |

DynDNS

Status

Reboot

& vaps O Clients

d O Enabled

Distance | less then 300 ¥|meters

CTS(RTS length 2346 (1-2346)

. Encryption Settings

Security Mode [Disabled f'_"

Wireless 1 Settings:
1. Wireless configuration:
B Wlan Mode: AP+WDS Parent: AP master mode.
B Client: Wireless client mode for router
® WDS child: WDS child mode for bridge
2. Broadcast SSID: broadcast SSID to every clients
3. Transmit power: change the amount of power used by a radio transceiver to send the
signal out.
4. Radio Mode:
B Db only: only allow 11b clients connection
B g only: only allow 11g clients connection
B b/g mixed: allow 11b and 11g clients connection
5. lIsolation:
B VAPs: isolate the traffic between wireless1 and wireless2
B Clients: isolate the traffic between each wireless client
6. Distance: please input the distance( meter ) between this device and connection target.
This setting is for long distance connection (>300 meters)
7. Security Mode: WPAZ2 allows WPA and WPA?2 stations.
WPA/WPA2 with RADIUS only support for AP mode
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System  Wirelessz Ssttings  MAC Filter Settings home

WAN  Wireless2 Settings

LAN & Wireless Configuration
Mraine
Wireless1 Interface @ pissbled O Enablad
B Wireless2

WDS-Repeater

QoS

SNMP

DMZ 2
18 & dBm

DynDNS

Status

WMM

Reboot
CTS/RTS length

.« Encryption Settings

Save Changes

Wireless 2 Settings:
1. Wilan Mode: AP+WDS Parent: AP master mode.
2. Broadcast SSID: broadcast SSID to every clients
3. Transmit power: change the amount of power used by a radio transceiver to send the
signal out.
4. Isolation:
B VAPs: isolate the traffic between wireless1 and wireless2
B Clients: isolate the traffic between each wireless client
5. Security Mode: WPA2 allows WPA and WPAZ2 stations.
WPA/WPA2 with RADIUS only support for AP mode
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System| Repeater Settings home

WAN| Repeater Setlings
LAN . Repeater Configuration

Wireless1 i
@ pisabled © Enabled

WAP1

Inherit AP Settings @ Disabled © Enabled

Wireless2

*»WDS-Repeater
QoS

SNMP

DMZ
DynDNS
Status i Encryption Settings

Reboot Security Mode | Disabled [v] Rapanter Secuity:
6] Please set the sac

Save Changes

Repeater Settings:
1. WDS Repeater: if enable WDS repeater will set system operation mode in repeater

mode and set wireless 1 in WDS child mode. If disable WDS repeater will reset system
to factory default

SSID Name: please input the SSID of parent AP

Inherit AP settings: if enable inherit AP will clone the SSID and security setting from
parent AP to Wireless2, and enable Wireless2

4. Repeater Security: please set the security mode consistent with parent AP

wnN
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System| QoS Settings home
WAN QoS Settings

LAN + QoS Options

Wireles ’
Wireless1 ® Disabled © Enabled Maximum Upload/ Download: _
e Setup the WAN/LAN maximum sustained upload and dovmlead speeds; in kilobits
Wireless2
kBits

WDS-Repeater
kBits
s QoS

e ® Disabled © Enabled

e
s KBits

DynDNS
kBits
Status

Reboot

Save Changes

QoS Settings:
Maximum Upload/Download: setup the WAN/LAN maximum sustained upload and
download speeds in kilobits.

System| SNMP Setting home

WAN SNMP Settings

LAN . SNMP Setting Options
Wi 551 . _3 .
Kk S O Disabled @ Enabled
Wireless2

munity Name public
WDS-Repeater
QoS

SNMP

SNMP e default

nity Name private

DMz localhost
DynDNS
Status

Reboot

Sawe Changes

SNMP Settings:

1. SNMP Community Name: the SNMP community name identifies a group of devices and
management systems that share authentication, access control of this group. Although “pulic” and
“private” are commonly used, it is strongly suggested to use hard to guess names. The only worse
thing than “ public” and “private”, is to leave the community name blank. The community name
can be considered a group password.

2. SNMP Source: SNMP source defines the IP address, hostname or network mask for management
systems that can read information from this “public” community device or control this “private”
community device.
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System d "
WAN'  DMZ Settings
LAN .+ DMZ Configuration
Wireless1 @ Disabled © Enabled
Wiraless2

WDS-Repeater
QoS

SNMP

= DMZ
DynDNS

Status

Reboot

Save Changes

DMZ Settings:

DMZ service: DMZ(Demilitarized Zone) is a network area (a subnetwork) that sits between an
organization’s internal network and an external network, usually the internet. The DMZ is typically
used for connecting servers that need to be accessible from the outside world, such as e-mail, web and
DNS servers.

System amic DNS home
WAN | DynDNS Settings

2 DynDNS

@ Dpisabled O Enabled DynDRNS:
dg_.'ndns-;iyﬂam\q__*é
WDS-Repeater.
Qos
SNMP « Account
DMZ
7 DynDNS
Status
Reboot
Save Changes
DynDNS Setting:

1. DynDNS: the DynDNS service comes in handy for establishing connections from computers on the
internet to your network at home. This is especially useful if you want to run server software or SSH
on AP and only have a dynamic IP.

2. Account: put your DynDNS domain name, user name and password on it to access DynDNS
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WAN

LAN

Wireless1
Wireless2
WDS-Repeater.
QoS

SNMP

DMZ

DynDNS

= Status

Reboot

Status:

1.
2.
3.
4.
S.
6.

System

WAN

LAN

Wireless1

Wireless2

WDS-Repeater

QoS

SNMP

DMZ

DynDNS

Status

= Reboot

Reboot:

System|  System

E

System

& System

ents log DHCP Clients PPPoE WLAN Stations About

10.0.0.1

255.255.255.0

Enabled

Disabled

System: show the AP current setting
Events log: show the AP events log

DHCP Clients: show the client list who access to AP
PPPoE: show the PPPOE status
WLAN Stations: show the Wireless Station current status
About: show the firmware version

I

Reboot device now

)

I Reset to factory default now

)

1. Reboot device now: afte all setting, don’t forgot to reboot the device
2. Reset to factory default now: reset AP to factory default
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5 WISP Client Mode Setup

Support DHCP Client, PPPoE Client, Static IP and SNMP (Simple Network Management Protocol)

IP:192.168.1.1

P — AP

WISP Base Satation Tower V

~q

R ““‘-ﬁ__

_1P:10.0.0.101

In this case, WISP BST with PPPoE Server

IP: 10.0.0.100

AP set as WISP PPPoE Client Mode and NAT Enabled
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Welcome to the Access Point Setup Page

Start with WISP Wizard - Helps you quickly set up your AP to connect with another &P,
Start with Home Bridge Wizard - Helps you quickly set up your AP in bridge mode,
Start with Home Router Wizard - Helps you quickly set up your 4P in router mode,

Start with Advanced Setup - Provides more detailed configuration options,

START WITH WISP SETUP

START WITH HOME BRIDGE SETUP

START WITH HOME ROUTER SETUP

r START WITH ADVANCED SETUP

Step 1: Select “Start With WISP Setup”

WAN Settings

WAN Settings
=t Wireless Configuration
S5ID Mame of Parent AP
Radio Mode
Security Mode
Connection Type

[wap || Scanap |

Qbonly G gonly & bfamixed
[Disables

vl

® pHep client © staticlp O PPPoE

home

Radio Mode:
802.11b: only allaw 11b cients connection,
202.11b/a: allow 11b and 11g clients connectian,
Note:This is a global setting for all ¥APs.

Security Mode:
WPAZ allows WPA and WRAZ stations,
WRAWRAZ with RADIUS only support for AR mode.

DHCP Client:
Gbtsin 17 addresses and other pararmsters such s the default qateway, subnet
rrask, and 1P addresses of DNS servers fram a DHCP servar.

Static IP:
# Static IP address is where a computer uses the same address every time = user
logs on to a network, for example the Internst.

PPPoE:

It is uzed rmainly with ADSL services where individusl users connect ko the ADSL
tramscaiver (modsrm) ouer sthermst,

Step 2: Push “ Scan AP

“ SSID Name of Parent AP ”

26

” button to search the AP or Manually to type the WISP AP’s name into




If choosing the “Scan AP” will pop-up the AP Scan Window, choose the one you would want to access
from the list then double click the mouse.

D 0.0.0 | pss Point Adminisira b pnEole DE0 nterne plore
SS5ID MAC Addr Channel Rate Signal Security
hera 00:20:98: 4d:ff:f0 1 1M dllls £
Wireless_11in_AP 00:cOica:2f:79:94 & S4M iﬂﬂ 20 Iﬁ_'

MNOTE: Click an entry will paste it's S5I0 string to Wireless Settings and close this window,

[ Refresh ] [Cluse]

&) FH £ BN

home
WAN Settings

i Wireless Configuration

; Radio Mode:
ESID MName of Parent 4P Wireless_T1n_AP H Scan AP ] 802.116: only sllow 116 clients connection.

i i i ¢ 802.11b/g: allow 11b and 11g clients connection,
Radio Mode g mixed Note:This is a global setting for all VAPs.

Security Mode Security Mode:
WRAZ allows WPA and WRAZ stations,

Connection Type O PRPOE WPASWPAZ with RADIUS only support for AP rmode,

DHCP Client:
Obtain IP addrasses and thar paramaters such as the default gateway, subnat
mask, and IP addresses of DNS servers from a DHGP server,

Static IP:
A Static IP address is where 5 computer uzes the ssme address avery time a user
logs on to a network, for exarnple the Internet,

PPPoE:

It is used mainly with ADSL services where individual users connect to the ADSL
transceiver (modem) over ethermat,

i IP Settings

WaN IP address | I L.l | E
subnetmask T W]

Default Gateway | |.I ‘.‘ ‘

Step 3: To setup the Security, choose from the security mode column, if no security, choose “Disabled”
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Step 4: Choose the Connection Type which connect to WISP Base Station Tower.
** |n this demo case, we will choose “PPPoE” to connect to WISP Base Station Tower **

WAN Settings

. Wireless Configuration

551D Name of Parent AP [Wireless_11n_AP || Sean AP

Radio Maode Obonly O gonly @ bigmixed
Security Mode ‘Dlsah\ed

o

I Connection Type ® DHCP Client Static IP PRPOE I

A

home

Radio Mode:
202,11k only allow 11b dients connection,
202,11b/q: allow 11b and 11g clients connection,
Nota:This is a global setting for all VAPs.

Security Mode:
wpaz allows WRA and WPAZ stations,
WPAWPAZ with RADIUS only support for &P made,

DHCP Client:
Obtain IP addresses and other paramaters such as the default gateway, subnet
raszk, and IP addresses of DNS servers from s DHCP zerver.

Static IP:
A Static 1P addrecs iz where & computer Uses the same address every time a user
logs on to a netwark, for example the Internet.

PPDOE:

It is used mainly with ADSL services where individual users connect to the ADSL
tranzceivar (modem) aver sthernat,

: IP Settings
Vol IR Address
Subnetmask

Default Gateway

i PPPoE Settings
Feconnect Poli
sername

Pas=zword

Y

| Keep Alive V_J
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home

LAN Settings
i IP Settings
LAN IP Settings:

| IP Settings are optional for DHCP, They are used 25 defaults in case the DHCP
ul seruar iz unavailable,

Lam IP Address

Subnetmask | HoticesThe LaN 1P should be in different subnet of wWan
: DMCD Gocuico Cow 00
DHCP Service i O DHCP Start:
© e © Enabled The stark 10 address of DHCP server's IP range.The defsult valus is 100,
DT SraTe 000 00 Max Client Q'ty:
) I The rmaximurn nuraber of DHCP I, The IP range is fram (DHCP start) to (DHGE
Max Client Q'ty S0 start + Max Clisnt O'ty - 1), The default walus iz 50,
DHCP Lease Time(Minutes) 1440 DHCP Lease Time:

L DHCP Lease Time means DHCP server grants permission to a DHEP dient to use &
particular 1P address The defsult value is 1440 minutes,

Step 5: Into LAN Settings page to choose Enable or Disable “DHCP NAT Routing”.

Step 6: Finish the Wizard and Reboot the AP.

Setting finish
The wizard settings finished.
Please click finish button to reboot device and apply all the changes.
_m- k]
System home

WARAR
LaN
Wireless1

Wireless2 Rebooting now... router should be up in about 90 seconds,

WDS-Repsater The webpage should automatically reload after 86 seconds,

shil Please don't refresh this page, If your browser can not auto load page,
DMZ please type IP address of this device in URL(http:/10.0.0.1) and reconnect again.
DynDNS
Status
Reboot
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System

VAN

Lan

Wirelessl
Wireless2
WDS-Repeater
SKHMP

oMz

DynDMNS

b Status

Reboot

System Events log  DHCP Clients
System
. System
Device Name
Firmware Version
- WAN

1P Address
Subnetmask
Gateway
DNS Server 1

i LAN

1P Address
Subnetmask

 WLAN
Wireless1
SSID Mame
Freguency
Connect Status
Encryption

Wireless2

PPPOE  WLAN Stations  About

Access Point
W1.1r1346

192.168.1.157
255.255.255.0
192.168.1.1
168.95.1.1

10.0.0.1
255.255.255.0

Enahled

Wireless_11n_apP

2,437 GHz

Associated(00:CO:CA 2F:79:94 )
Off

Disabled

WAN Status:
WAN stands for Wide Ares Network and iz usually the upstresm
connection to the internet,

LAN Status:
L&N stands for Local Area Network,

WLAN Status:
WLAN stands for Wireless Local Area Network,

home

Finished WISP setting
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