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System Requirement

SYSTEM REQUIREMENT

IP Surveillance system

T FPS | 480640 | 360-480 | 240-360  120-240  0-120
Intel Intel
CPU InteID(lZJgre 2 Pentum D | Pentium D Inteé;PHA;ZB IntegiéZA
930 930
RAM 1GB 1GB 1GB 512 MB 512 MB
I\/ll)%tgﬁjr- Intel 945 or 965 chip, Intel Chipset recommended
Displa ATI Radeon 9200, nVIDIA GeForce FX-5200, Intel 945 / 965, or
play above (ATl recommended)
Ethernet 100 BaseT or Above, Gigabit LAN Recommended
Hard Disk 80 GB or above
0S MS Windows 2000 / XP Pro SP2 / 2003

page-4




IP Surveillance system
Quick Start
INSTALLATION

Step 1: Insert the Installation CD.

¥ Macrovision Corporation

Step 2: Run Setup.exe from the CD-ROM 3‘"’?};
driver/ directory to install. e

Step 3: Check the option “I accept the terms of the license agreement”.

IP Surveillance System - InstallShield Wizard

License Agreement
Flease read the follawing lizense agreement carefully.

End Uger License Agreement ("ELLA" A~

Do not install or use the software until you have read and accepted all of the license
terms. Permission to use the software is condiional upon your agreeing to the license
terms. Installation or use of the software by you will be deemed to be acceptance of
the license terms. Acceptance will bind you to the licenze terms in a legally enforceable
(contract with company,

* SOFTWARE LICENSE AND LIMITED WARRANTY
Thiz iz an agreement between you, the end user, and company, By using this software,

you agree to become bound by the terms of this agreement. 3

(@)l aceept the terms of the license agreement

(| do not accept the terms of the license agreement

[ < Back ][ Newst » ][ Cancel ]

Step 4: Please enter your name and the company name for which you work.

IP Surveillance System - InstallShield Wizard

Customer Information
Please enter your information.

Pleass enter your name and the name of the company for which you work.

Lser Name:

LCompany Mame;

[ <Back || New> | [ cCancel |
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Quick Start

COMPLETE SETUP TYPE:
IP Surveillance System - InstallShield Wizard

Install all program features into the Selup Type W

default directory. et sy bie e g

Please select a setup type.

Check the option “Complete”. i

All program features will be installed. j@ AN proggam fatures willbe instald. [Recuies ths most disk space

[Require the most disk space.] :

..... Select which program features you want installed, Recommended for
advanced users.

[ <Back || Mew> | [ Cancel

1P Surveillance System - InstallShield Wizard

Ready to Install the Program _. .i*_ _i
A " The wizard is ready to begin installation. '|
Press the “install” to start the
installation. Shkimeh s peon s kel
Lﬂm to review or change any of your installation settings. chick Back. Chick Cancel to exit

<Back || Inetal | [ Canea

Custom Setup Type:

Install the system to a preferred directory. Or select whichever feature(s) you
wish to install.

IP Surveillance System - InstallShield Wizard
Check the option “Custom”. o g
Select which program features you want to

. . . fisataeiect sacp e
install. This is recommended for e
advanced users. ﬁ Al progsa feaees il ba sl [lscubes he et ik space)
%) Custom
Select whach program feastures pou want installed. Recomenended for
sdvanced usess.

[ <Back | New> | [ canca |
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Quick Start

Select folder where setup will install
files.

Select the features setup will install.

Hint: For example, select only Playback
and LiveView for installation. Install and
use only these features on multiple re-
mote sites at home or anywhere with a
PC.

Press “Finish” to finish the installation.
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IP Surveillance System - InstallShield Wizarnd

Choose Destination Location
Select folder where setup will install files,

Install Hybrid Surveillance System to:
=€\ \Hybrid Survelllance\SCB_MPEGY_Hybrid

[ <Back || Mew> | [ Concel |

IP Surveillance System - InstallShield Wizard

Select Features
Select the features setup will install

Select the features pou want ta install, and deselect the features pou want to uninstall.

Description

The main control console of

Liveview the IP Surveilance System,

0.00 MB of space required on the C drive
3042.67 MB of space available on the C diive

< Back ][ Hest » ]l Cancel

IF SarveiBance $yviem - Inataiifhield Woawd

Irva kst b ‘il Cnmplhete

T bl bl " s pucsowschlly metalind ZAVE] 1P
Guremdance borem. Choh Fassh ig ek e sgd




IP Surveillance system
Quick Start

Execute the Main Console

& Default Intelligent IP Installer » _

ﬁ IP Surveillancs . Backup System
[T Main Console
Playback System
& Remote Live Viewer

2 Uninstall IP Surveillance

First Execution of Main Console System g!
Enter the password you like into the edit
box and enter again at the edit of
Password Confirm. And then press “OK”.
Now enjoy our Intelligent Surveillance

Solution. Please enter password for administrator

User Account |f"3|f'f'in

Password: |.*..*

Password Confirm: |‘*"*

[/ 0K I [x Cancel
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IP Surveillance system
Quick Start

Quick Start
Install IP camera(s)

Step 1: Setup the IP camera(s) following by the instruction manual provided by
the manufacturer.

Step 2: Check the network between the IP camera(s) and the system.

Step 3: Add the IP camera(s) to the system following below steps.
ADD IP CAMERA(S)

Step 1: Go to Start > All Programs > Default > IP
Surveillance > Main Console. '

Step 2: Type in user name and password and log
on to the system.

Step 3: In Main Console, go to Config > Setting to -
obtain the Setting panel. Step 3
Step 4: Go to Camera tab. Step 4

If your IP cameras support UPnP. Follow step 5.
Otherwise, follow step 8.

Step 5: Click “Search” to search for the IP
cameras that are available at this point. IR, .
Step 5 Step 8

Note: Search function just support the IP R 5
cameras with UPnP supported.

Step 6: Select one of the IP cameras that are
available; check the option and enter
the username and password.

Step 7: Click OK to add the camera.

Step 8: Click “Insert” to insert the IP cameras. —
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IP Surveillance system
Quick Start
Step 9: Enter the IP address or domain name (check the “Use DNS” option), Http
Port, Username, and Password.

Step 10: Click “Auto Detect”

Step 11: Click OK to add the camera.

Step 12: Click OK to exit the Setting panel. A

IP Address I . . . ™ Use DNS
Step 9 9 Http Part: IBD—
User Name: I

asgword: I

Step lO Protocal: & TCP C UDP e
~Device
Step 11 “Vendar éﬁ Auto Detect
Camera Model I—Ll
eI Ml El2 EE El

El5 Ee B EiE

- Description

iden Codec:MPEG4
Authe Codec:NfA
Camera™D1:2, DO:2

Set Schedule Z o | [F o]

Step 1: Go to Start > All Programs > Default > IP Surveillance > Main Console.

Start Guard Schedule Playback Config

Step 2: Type in user name and password and log Al (@

on to the system. T
Step 3: In the Main Console, go to Schedule. Step 3

Step 4: By default, when inserting a camera to
the system, the recording schedule is
automatically set to be 24 hours a day,

Step 5: Click Configure on the selected
camera schedule or double click on
any schedule bar to modify the
recording mode.

Step 6: When satisfied with the schedule
setting, click OK to update the
recording schedule. v vREEYN e E

Step 7: Click OK again to go back to the Main Console.
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IP Surveillance system
Quick Start
SET SMART GUARD Start Guard Schedule Playback Config

Step 1: Go to Start > All Programs > Default OIRUSREJRICIRG
> |P Surveillance > Main Console.
Step 3

Step 2: Type in user name and password and log
on to the system. y

Step 3: In the Main Console, go to Guard.

Step 4: Select a camera and then click on “Insert
Event.”

Step 5: Select General Motion as the event type,
click OK.

Step 6:
In the Alarm Event Configuration panel, set the detection zone as all, and then
click OK to exit the panel.

Step 4

Step 7: Click OK to go back to the Main Console.

START RECORDING & SMART GUARD

Step 1: Go to Start > All Programs > Default > IP Surveillance > Main Console.

Step 2: Type in user name and password and log on to the system.

Step 3: In the Main Console, go to Start. Start Guard Schedule Playback Config

@ A #® | %

TStep 3
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Quick Start
. . Start Monitor Al
Step 4: Click on “Start Recording Schedule” Start Recording Schedue
and “Start Smart Guard System” to Start Smart Guard System

Start Counting Applcation

initiate the two functions.

Step 4
PLAYBACK  Lock System
Step 1: Go to Start > All Programs > Default @ A ® |»

> |P Surveillance > Main Console.
Step 2: Type in user name and password e e e
and log on to the system. @ A |#®] > [N\
Step 3: In the Main Console, go to Playback.
Step 3

Step 4: In the Playback window, click on the Date Time Icon.

Step 5:
In the time table, recorded files are displayed in color bars. Highlight any color
bars to select playback section. Click OK to return to Playback Console.

Step 6:
The recorded files are ready to view now.

2007 } 05716 PM16:07:45
SAM o -~
Bis Date Timme Sensch Dialog - Arowse Mode
'A [= 5 Record Dot Diate Time Period
[ I oo StaTime: [20071 5116 220008 =
] EndTime. [20011 116 = 21500 =
& Saleet Camsrala)
= 16 [17.32|
L
= EOEDEEDEIEOETIKE] |
" OEWE AR IKTEEN
= anty stows singlé channel Dossiect A
Q,
[0_z007 67 | ) PR | D -]
1 camena1 -
8 camen 2 4 |
k] 5 Camena 3 = g
B Cammad
B camena &
I Camera b
B Camena 7
I - 1B Camen -
= 51| v
Fecons Abways " Fnced on Evont - 1
Fecord ning fst ok X cment |
o RN Sl =
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IP Surveillance system
1. Main Console

1. Main Console

@ aaaaaaaaaaaaaaaaaaa Canfig |:| 53 E EE Eza
L carN o EODREE

This is the main operation system - to activate, schedule recording,
setup smart guard and configure system setting.

page-13



IP Surveillance system
1. Main Console

Minimize

1
- A -
i

Bl (2

I S

0] @ (o (#

La—
5

@ B
)

\

Screen Division

£ 3

E B
[ 3

s [[]
YN E

Exit

Est MainConsole ]
EXIT: Shut down the Surveillance System or =
log out current user.
Please select the operation you want io do
MINIMIZE: Minimize the Main Console € o E
window. P —
v

SCREEN DIVISION: Allocate the sub-screen display by clicking on the desired
layout icon. To switch to single camera display, double click on a particular

sub-screen. Double click on the screen again to regain previous screen division
layout.

Divide into
| 1 screen(s)

| Divide into
1| 10 screen(s)

Divide into
13 screen(s)

Divide into
4 screen(s)

Divide into
13 screen(s)

Divide into
17 screen(s)

|

124

Divide into
6 screen(s)

Divide into
16 screen(s)

Switch to
Full screen

Divide into

| 9 screen(s)

Z

Divide into
N screen(s)

€3

Rotate all

screens
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IP Surveillance system
1. Main Console

1.1 Start

Start Morster Al
Start Recording Schedule
Start Smart Guard System

Start Counting Applcation

START: Click on the Start icon and select from the drop down menu to activate/
deactivate: (a) Recording Schedule System, (b) Smart Guard System, or (c)
Counting Application. Select Start/Stop Monitor All to activate/ deactivate all the
functions at once.

Note: When activating any of the monitor functions, system considers the current
screen status as normal. Therefore, if you want to, for example, detect Missing
Object, be sure the object needed to be protected is in its position at the moment
you click Start button.
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1. Main Console

.- ﬁ -
[ Il
- Jae [+
6 ot e e con () () [ (]
w /© ~EErEEn
Guard Schedule Playback Config

PLAYBACK: Click on the icon to get Playback Console. You can watch recorded
video, search recorded video, adjust image of the stored data, save video/
pictures, print images, check log information and event records, and set up
recording function configuration. See Playback on page 20 for detail.

SCHEDULE: Organize recording time schedule and setup recorder configuration.
See Schedule on page 30 for detail.

GUARD: Add/edit type(s) of events that you want to detect; setup reaction(s)
responding to events. See Guard on page 36 for detail.

CONFIG: Select from the drop down menu to modify general setting, save/ load
configuration settings, start counting application, access log viewer and backup
files, or setup network services. See Config on page 42 for detail.

page-16



IP Surveillance system
1. Main Console

Information
Window

PTZ Camera
Control

EH
& [

1.2 Information Window:

Display date, time, free HD space, CPU temperature, fan speed, and customized
text. To customize Information about window’s setting, go to Config > General
Setting > General

1.3 PTZ Camera Control:

Control the movement of PTZ cameras. With cameras that support PTZ control,
you can move, zoom, patrol, adjust the focus, and set preset points of the
cameras.

1.3.1 Preset/ Go:

Adjust the camera view until you are satisfied. Click on the Set icon and set up
the view as the preset point 01. Adjust the camera view again and set up the
preset point 02. Repeat the process until finish setting up all preset points. You
can enter any names you like to instead of the preset point 01, preset point 02,
preset point 03.

Click on the Go icon and view the result of your setting.
1.3.2 Zoom: Click on the + and — signs to zoom in and zoom out the view.

1.3.3 Focus: You can select to have the camera focused near or far. To focus
near means objects that are closer will be clearer than the objects that are further
away. On contrast, to focus far means objects that are further will be clearer than
the objects that are closer.

Click on the Focus icon and select auto focus if you want the system to decide
the focus point for you.
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1. Main Console

1.3.4 Patrol: Go to Patrol > Set Patrol to obtain the Patrol Setup dialog. From the
left window, select the cameras that you would like to have in the patrol group.
Align the cameras in order in the right window and adjust the time. Rename the
group name if you want. After completing the setup, check the Active option, and
then click OK.

You can setup up to four groups of auto patrol. To start or stop, click on the
Patrol icon in the Main Console, and select Start Patrol or Stop Patrol.

-

Patrol Setap

Group 1 I Group 2] Group 3 1 Group --t]

Group Name ; IGrnup 1

Period: =~ 5 Sec

|~ Active

[J’ oK ] lx Cancel l
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1. Main Console

1.4 On Screen Menu

Right click on the camera screen and get the On Screen
Menu, from which you can enable move, enable digital
(@ Enable Talk PTZ, and connect/ disconnect the camera.

3] Enzble Mave

1.4.1 Enable Move: With cameras that support PT
function, by selecting the enable move function, you may
Show Camera »| adjust the camera’s view by clicking on the display screen.
To cancel this function, right click on the screen and select
Disable Move.

2% Disconnect

Delete Camera
Enable Digital PTZ
Snapshot Note: You can only work on current camera after clicking

Enable Move.
1.4.2 Enable Talk: With cameras that support two-way

Manuzl Record

Toaggle Fullscreen

audio, you may select enable talk to utilize the function.

1.4.3 Connect/ Disconnect: Right click on the display screen and select
Connect/ Disconnect to modify the connecting status of the camera.

1.4.4 Show Camera: Select the camera to be displayed from the Show Camera
Menu.

1.4.5 Delete Camera: Click on Delete Camera to remove a camera from the
display screen. This does not delete the camera from the setting list.

1.4.6 Enable Digital PTZ: To enable the PTZ functions of the camera, select the
Enable digital PTZ option. When enable digital PTZ, we can use mouse wheel to
zoom in and zoom out on the camera.

Note: Enable Digital PTZ is the option function in IP+ software not in IP software
1.4.7 Snapshot: Select the snapshot function to capture a specific video image
immediately. You have the options to copy the image to the clipboard or to save
it.

1.4.8 Manual Record: Start recording video by selecting manual record.

1.4.9 Toggle Full Screen: To view a specific channel with full screen.
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2. Playback

2. Playback

Q| (m) () (W] [

aQ
[

OHE
AEE

Watch the recorded video, view and/or search for unusual events
and recorded system information.

page-20



IP Surveillance system

2. Playback
G
LIHE
HH [ ]
o> W e =
/7 — / / N\ AN
Minimize Exit Scroll Bar  Control Speed Zoom Cue

MINIMIZE: Minimize the Playback console.
EXIT: Shut down the Playback console.

SCROLL BAR: Indicate the status of the playing video; drag it to where you want
to review.

CONTROL.: Play, pause and stop the video.
CUE: When playing video, click on the Cue In/ Cue Out icon at where you want
to set as the starting/ ending point of a saved video clip. The Cue In and Cue Out

time will be displayed on the Playback Information Window once they are set.

SPEED: Control the speed of the playing video. Click + to speed up and — to
speed down.

ZOOM: Zoom in and zoom out. Get a close up view of the recorded video; move
to the spot you want to view by dragging the screen.
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2. Playback

Date Time

/

) (m) () () () (W) (@

Search Mode \x

Screen Division——_ [ 1H ]
I

-_— ~

Information Window

e || 14 | .l | - Audio Volume
J Control
Step FWD/REV: FWD/REV:
Forward/reverse frame Customize the speed
by frame. on Setting panel.

2.1 Information Window:
Display video date and time, current video status, cue in/ out points’ time, and
speed.

2.2 Audio Volume Control:
Adjust the sound level.

2.3 Screen Division:

Allocate the sub-screen display by clicking on the desired layout icon. To switch
to single camera display, double click on a particular sub-screen. Double click on
the screen again to regain previous screen division layout.

2.4 Browse Mode:
Play the recorded video.

2.5 Date Time:

Click on Date Time button to access the Date-Time Panel and withdraw the video
record that you want to review.
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2. Playback

2.5.1 Date Time Panel
Withdraw the records:

2007 {05116 PM16:07:45
C

B Date Tirme Seacch Dialog - Arowse Mode

= 3% Record Date ke Tia Pariod \itag Proview

¥ 8 zoo7msn me: [20077 5116 = pzonge =  Enatis Proview

» N EndTime [007/5 116 = [221500 =
= Select ¢
= 116 |1
= XD
= (F
- onky alows single channel
» [E m 8 « 8
By camen 1 .- -
Y cannes -
& | = [= - i-
| He |
fl o
U Hea
a2 L=
| | =
::. :: ::_ii::"r: — 0P 00 Event |_/ - j Cancel
D— 16:07:45 o,
{ LIJ 1 PALISE LR o
Step2 Step3 Step5 Step4

Step 1: From the window at the top left of the Date-Time Panel, select
the date you want to check, and you will see red/green lines show
on the time table implying available recorded video.

Step 2: You can select the video clip you want to review by left-clicking
and dragging to highlight the time period. Besides using the
time-table, you can also indicate the time period of video that you
want to see by using the Start Time and End Time in Date Time
Period section.

Step 3: In Select Camera(s) section, select the camera(s)/channel(s)
from which you want to see the video. You can select all cameras
by clicking Select All button.

Step 4: Check Enable Preview to get the preview of the video you select.

Step 5: Click OK when you are done with the settings.
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2. Playback

2.6 Search Mode:

Click on the Search Mode icon to obtain the Intelligent Search Tool panel. You
can setup unusual events here to detect abnormality occurred during the
recoding period.

Intelligent Search Tool Panel: Click on the Search Mode icon and get the
Intelligent Search Tool panel. Set up unusual events here to detect abnormality
that occurred during the recording period.

There are 1 types of unusual events: General Motion.

Intelligent Zearch Tool

2.6.1 Unusual Event-General Motion | e Eveni Trpe

IGeneraI Matian j
General Motion: Detect all movements in the defined sensitily. T——f——
area. Interval: —{—

. . . —Reaion Definition
Define Detection Zone: Left click and drag to draw a & Define detection zone
detection zone. You may define more than one zone o iz e
on the screen by repeating the process. Al Clear

Rectangle count: 0

Sensitivity: Modify the sensitivity setting by changing
the slider control. Move toward right will increase the
sensitivity level, which means a relatively small
movement will trigger the alarm; in contrast, move the Search i
slider control toward left will reduce the sensitivity for
movement detection.

v Draw Region
¥ Stop when found

Set up an appropriate sensitivity level reduces the frequency of false alarm. For
instance, you can lower the sensitivity to avoid the alarm being triggered by a
swinging tree in the breeze.

Interval: Move the slider control to the right to increase time interval so that the
alarm will only be triggered when the movement lasts longer. Move to the left to
reduce the time interval.

Stop When Found: Check the option to have the video stopped when detecting
motion in the detection zone. Uncheck the option to have video kept rolling, and
all detected events will show on the list in search result box. Click on the listed
event in the box to jump to the point in the video where a motion is detected.

2.7 Enhancement

2.7.1 General Setting: Check the option and chose whether you want to apply
the setting to all the channels or only to those currently shown on the screen.
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2.7.2 Filter Setting

Visibility: Check the option and adjust the gamma value of the image to
enhance the image and make it cleaner.

Sharpen: Check the option to activate the function. Move the slider
control to the right to sharpen the image, to the left to soften it.

Brightness: Check the option to activate the function. Move the slider
control to the right to make the image brighter.

Contrast: Check the option to activate the function. Move the slider
control to the right to increase contrast.

Grey Scale: Check the option to show the record in grey scale mode so
the image displays in black and white.

2.8 Save Video

Step 1: Click on the display screen to choose the camera display that you want
to save as a video clip.

Step 2: Set up the cue in and cue out points; the cue in and cue out time will
show on the information window.

Step 3: Click Save Video icon, choose the folder where you want to save the file
at, enter the file name and click SAVE. You may export (i.e. save) the record with
both audio and video or video only.

Step 4: Choose the compression format and then save the video.
2.9 Save Image

Step 1: Click on the display screen to choose the camera display from which you
want to save pictures.

Step 2: Click Save Image button when the image you want is shown on the
screen. You may click Pause to freeze the video, use Step Forward/ Step
Backward function to find the picture(s) that you want to save.

Step 3: Choose the folder and the format of image (BMP or JPEG) you prefer
and then click save.
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Note: You may skip step 3 by pre-setting a folder and format that you want to
save the images.

2.10 Print
Print the current image of the video you choose.

Print in original size:
_ Select to have the image
Page Setting print in original size.

. have the image fit the page.
C B .

fod Rads Align Image: Top,
Align Image: |5 v Center, or Bottom

* Print Setup

Print Content
~~— Print Content: Print the

image from currently selected
" Print all channels in the current view channel or all the channels
shown on the screen.

+ Print active channel image

"  Print ] [)( Cancel]

2.11 Backup

Different from Save Video, the Backup function saves everything from the
Playback panel, including log information.

You can start a full function Playback Console and load the backup files into it on
any PC with Windows operating system. This means you may monitor the real
time video and work on the backup files on separate computers simultaneously.
Step 1: Press the “Open Record” to select data and press “Backup”.

Step 2: You can adjust the Start Time and End Time you want to backup.

Step 3: You can adjust the Cameras you want to backup.

Step 4: You can calculate the size of the backup data.
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Step 4

Step 6

~Dale Time Period

Stari Time: 2007/ 5/16 = [16:15:00 =
——EndTime: [2007/5/16 =5 [16:16:00 -
-~ Select Camera(s)

116 |17-2] 33-48 | 43-54|

|ﬁ1 2| a3 afs|ads|ado| a7

9| &f10| af11| a€12| af13| 14| k15| a€1e

> Calculate Biza | Bolact Al | Dasalect#lll
~Medla

¢ Backup using CDROM
¢ Backup on HardDIsk

B U |

Step 7 \

~Oplion
[+ Backup Eveni Log
[v Backup Sysiem Log
[~ Backup Counter Log

\

o~
" Backup I X Cancel I

Step 5: Select the directory you want to save the backup data.

Step 6: Check the log you want to backup.

Step 7: Press the “Backup” to start backing up.
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2.12 Log Viewer

2.12.1 Unusual Event: View the unusual event history that had been detected
by the Smart Guard System. Step 4

Unusual Event | System Log

o x| Devce|an |

Stepl: Choose the type of events you wish to view or select “All” from the
drop-down menu to view all types of events.

Step 2: Choose the camera channel you wish to view or select “All” for all the
channels available.

Step 3: You can either view the events that happened on a particular date or
during a given time period. To search and view unusual event on a particular
date, check the option right next to “Date” and select a specific date.

You may also point out two different time points and search for unusual event
happened during the period. Check the options in the Date &Time columns and
enter the date and time.

Step 4: Click Search

Note: When working with a video record,
1. Log Viewer will search for Unusual Event in the video record in Date & Time
mode, start from the beginning to the end of the record, which is the default
setting of the system.

2. A link will appear right next to each event time. By clicking on the link, the
video will jump to the point where the unusual event takes place.
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2.12.2 System Log: Select Log Type form the drop-down menu. There are total
11 types of log types, including:

Step 1 2 Log Viewer - BRE
p \me Eystern Log |
Lag Type m d
Step 2 | Date |5 Now 1005 & 2|
€p <‘I:!a1=.~ﬂ‘uw 1 L E Baarch

.."'.-'r'!nl T'ml Ew-:.!T;u 1 i-!wrlp:hun

2005 1M1 T804 5tan Live Sireaming Semer

0051011 FF0:48 Etan Romioln Playhack Sarver

2005M1A1 2004050 oty Sl Ouesad

200511 I04115 Stan Grnan Guard

J0TEAT 2004238 Stop Smard Guard

2005111 ZEa0: Bt Live Btraaming Sedved

0051141 73011 Stop Ramole Playback Serer

[
Step 3

1. Main Console Startup 12.Stop Smart Guard
2. Main Console Shutdown 13. Modify Smart Guard
3. User Login 14.Modify Schedule
4. User Login Failed 15. Modify Configuration
5. Start Schedule 16. Start Live Streaming Server
6. Stop Schedule 17.Stop Live Streaming Server
7. Execute Recycle 18. Modify Live Streaming Server
8. Execute Backup 19. Start Remote Playback Server
9. Enable Channel 20. Stop Remote Playback Server
10. Disable Channel 21.Modify Remote Playback Server
11. Start Smart Guard 22.1P Camera Connection Lost

Stepl: Choose the type of event you wish the check or select “All” from the
drop-down menu and view all types of events.

Step 2: You can either view the events that happened on a particular date or

during a given time period. To search and view unusual event on a particular

date, check the option right next to “Date” and select a specific date.

You may also point out two different time points and search for unusual event

happened during the period. Check the options in the Date &Time columns and
enter the date and time.

Step 3: Click Search.
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# Schedule Confignration

5 Loal B Copyo

=& Default
= 01 Carmera 1
02 Camera 2
= 03 Camera 3
04 Camera 4

 Default Halicay
Doy Mode | | () Week Made

3. Schedule

||f| Default |u 12 3 4 5 8 7 & 9§ 0 11 1z 13 14 15 18 17 18 19 m 3 32 33 z4ffil
A1 Camera1 B AR AR

] Camera 2

] Camera3

] Carmerad

9 Inseit P Delete 9 Confignrate

Start Time  End Time  Recond FP§ Quality Rewlution
0B:00 1245

Alwrays 30 Mormal — Marmal

Click on the Schedule icon on the Main Console and set up the
time duration for video recording on the schedule configuration

panel.
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B |

Load

Camera/ Channel
..L"|:nxr. My Delew A Condigen:

| Start Tema| End Trme  Record | FPS Qualkty | Resoltion

Day Mode

TORBUE | rokday | Cu =

| 3 Dy Misde | | [ ool Mo

3.1 Day Mode
Schedule the cameras to turn the recorder on and off at the same time every day
according to your setting.

To setup the time schedule for each camera, you may
1. Load the preset modes or
2. Insert a new schedule manually

3.2 Load Preset Modes
Click on the Load icon for the drop-down menu.

Regular Mode: Video recording 24 hours a day with the setting of 30 FPS
(frames per second), Normal video quality and Normal resolution.

Office Mode: Video recording from 8 am to 8 pm (08:00 — 20:00, shown on
the red bar in the Schedule Configuration panel) with 30 FPS, Normal video
guality, and Normal resolution.

Shop Mode: Video recording from 10 am to 10 pm (10:00 — 22:00) with 30
FPS, Normal video quality, and Normal resolution.

High Security Mode: Video recording 24 hours a day with the setting of 30
FPS, the highest video quality, and High resolution.

Disk Saving Mode: The system will start recording only when a motion is
detected on the screen, 24 hours a day (shown on the green bar in the
Schedule Configuration panel), with the setting of 30 FPS, Normal quality, and
Normal resolution. You can adjust the sensitivity, interval, and area of motion
detection in the Schedule Configuration.
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Minor Mode: The system will start recording only when a motion is detected
on the screen, 24 hours a day (shown on the green bar in the Schedule
Configuration panel), with the setting of 15 FPS, Low quality, and Low
resolution. You can adjust the sensitivity, interval and area of motion detection
in the Schedule Configuration.

3.3 Insert a New Schedule Manually

Step 1: Left-click and draw the bar you want to the time table. The scheduled
time will show as a grey bar.

Step 1
£ Schedule Configuration \
N\
5 Losd g Copy o ‘E Default 012 3 4 5 8 T -s\a 10 i) z 7 i
- [ Defautt ] Main Gate | N\ J
01 Main Gate fi] Driveway
02 Driveway f] Pool
03 Poal ] Room A
04 Room A ] RoomB
05 Room B ] BackDoor
06 Back Door
9 Insert
J \
Start fime | End Time | Reco FPS Quality Resolution
-_ Default | Holiday | Custom
Day Mode | | (] Week Mode
|5‘/I 0K ‘ Ix Cancell
/ /
Step 2 Step 3 Step 4

Step 2: Click the Insert icon and add a new schedule in the Regular Mode, i.e.
to record video during the time period you set with 30 FPS, Normal video
quality, and Normal resolution.

Step 3: Change the setting if wished by clicking on the Configure icon (See

page 42) or double click the schedule information.

Step 4: Click OK.
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3.4 Copy Schedule

You may set up the schedule for each channel/camera by repeating the process
above, or simply apply the setting of a single camera to all the others.

E4 Schedule Configuration

Copy To

06 Back Daor

 efault [ Haliday | Custom
(] Wesk Mods

[ Defaut T

] Main Gate
] Driveway
] Pool

] RoomA
] RoomB
] BackDoor

P fnsert P Delet: 4 Comtignre

Start Time| End Time | Record FPS

04:00 12:30 Always

Qualty | Resolution

o) (=)

3.5 Week Mode

Schedule the cameras for each day of the week differently. In addition, you may
assign extra holidays under the Week Mode.

Week Mode

[1 Schedule Configuration
dhload (B Copyio [B pefaut  Jo 7 275 a s e T s ot w e w v s 0 2z aafi
== | T Main Gate [=]

= [ 01 Main Gate ] Driveway
= & 02 Driveway ] Pool
= & 03 Pool ] Room A
+ =l 04 Room A f] Room B
& 05 Room B ] Back Door
= [l 06 Back Door

] Insert

Start Time | End Time | Record | FPS

Quaity | Resolution

Default

Holiday

Custom

3.5.1 Default: Follow the same process to setup the schedule for every day in

a week.

3.5.2 Holiday: You may assign holidays where the system will work according

to the setting of Sunday.
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3.5.3 Custom: You can assign a particular date(s) on which the system will
work according to a special schedule(s) different from the others.

3.6 Adjust the Scheduled Setting

You can manually change the setting at any time after you insert or load a period

of schedule.

Option 1: Move the cursor to the Time Bar and change the length or move the
bar sideway to change the start and end points.

Time Bar

£ Schedule Configuration \

N
i Load @ Copy lo B oot [ 1 2 5 1 . =
= [ Default ] Main Gate -
01 Main Gate fi] Driveway
02 Driveway ] Pool
i 03 Pool ] Room A
Conflgure \ [= 04 Room A f] RoomB
i ] BackDoor
[

5 Insert 6 Delete [ Configure

Start Time | End Time | Record | FPS
z 12:30 Always

Schedule
Information

.Default Holiday | Custom

Qualty | Resolution

7o ] [X o]

Option 2: Click on the Configure icon or double click on schedule information
on the screen (highlighted in blue) to obtain the Encoding Option panel (see

page 42) and change the setting as wished.

Configure: Click on the configure icon to obtain the Encoding Option panel.
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3. Schedule
Select Event
3.7 Encoding Option Panel R B
ek & Gz vy
e , =4 CAMO3 Pool
Original Video

O General Motion
=4+ CAMO4 Room A

O General Mation
=4+ CAMOS5 Room B

O ceneral Mation

=4 CAMOG Back Door

O General Mation

Digital Input:

C(#] Main Gate Input:0
C(#]Fool Input:0
O[] Fool Tnput:1
O(#] Pool Iput:2
O(#]Fool Input:3

\

Time Mode

Start Time: | 00:00 =+ + Always Record

End Time: ’723:59 = (~ Record on Event Select Event Panel
" Record on Motiona
Fre-record: ’5_ sec. (Max 60) . - \ Al\/\/ays Record
Post—record:|3_ Wax: 60) _,— \Record on Event

\Record on Motion

~ Pre-record/ Post-record

Audio

I” Record Audio

v OK | ’ X Cancel ]

3.7.1 Always Record: Select this option to record the video at all time.

3.7.2 Record on Event: Select this option to obtain the Select Event panel.
From the Smart Guard list, check the box of the camera(s) that you want to
trigger the recording action. Click OK to complete the setting.

3.7.3 Record on Motion: Select this option to start recording when there are
motions detected. To detect Motion, you have to define a detection zone.
Left-click and drag the mouse to draw a detection zone. You may define more
than one zone on the screen by repeating the same process. User can also click
on “All” button to select the entire detection zone. You may adjust the sensitivity
and the frame interval.

3.7.4 Pre-record/ Post-record Time: The pre-record/ post-record function saves
the recording data accordingly. For instance, to set up a 5 second pre-record
time means the system will start saving the recording data 5 seconds before the
event happens.
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4. Guard

'\ Event and Action Configuration @
Event Action ]
a v 0K
- 4F CAMO1 Main Gate fiction Options % Cancel

&, General Motion
4 CAMO2 Driveway
=-4F CAMO3 Pool
'®. General Motion
=gk CAMO4 Room A
'®. General Motion
--4F CAMOS Room B
'®. General Motion
-4 CAMOG Back Door
'®. General Motion
[#] Digital Input
[#] System

Video Preview

Click on the Guard button on the Main Console to start the Event and Action
Configuration panel. You need to specify an event to be detected as well as to
set up an action with which the system will take when the specified event is
detected.
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4. Guard
4 1 E t { Event and Action Configuration =]
' V e n Event Action
15
Insert Event — [ «/usimsnes e e
‘Gelenera I Motion
CAMO2 Driveway
‘G2 CAMO3 Pool
/ '@, General Motion
=G CAM04 Room A
@, General Motion
=1-GF CAMOS Room B
@, General Motion Ve Preion
=G CAMO6 Back Door
B General | Motion
[#] Digital Input
[#] System
Step 1

There are three sources of events: Camera (video image), Digital Input (device
connected to you PC) and System (condition of your hardware). You can assign
multiple events by following the instructions below.

4.1.1 Assign a Camera Event

Step 1: Select a channel from the camera list and click the insert event icon. @,

Select Event
- _Step 2
Event Type Description
i signal Lost Detect video signal connection
/Step ’
< ?

|/ OK | [X Cancel ]

Step 2: There are two types of events: Signal Lost and General Motion. Select
the event you want on the Event Type list, and then click OK.

Step 3: Configure the setting of the Event Type. See the following instructions.
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4.1.2 Event - Signal Lost

=

Alarm Event Configuration

Basic

v Enable Event

Life Cycle
f¢ Automatic cancel event when event disappear

" Manual cancel event or event last triggered

Activated Period
(e Always Activated

" Activated only in the following period

v/ OK | [ X Cancel ]

Basic

Enable Event: Check the box to activate.

Life Cycle

Automatically cancel event when event disappears: the alarm/action will be
off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action will
continue until being canceled from the Main Console (Start>Open Event
Report>Cancel All Events). The user currently not at the seat watching the
screen will be notified by the alarm.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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4.1.3 Event - General Motion

Detect any movement in the defined detection zone.

Alarm Event Configuration

En ab|e Event \ e lAdVanCed
\7 Enable Event
Life Cycle
Llfe CyC|e &+ Automatic cancel event when event disappear

(~ Manual cancel event or event last triggered

Activated Period

/u’-‘ Always Activated
ACt|Vated Perl od / " Activated only in the following period

[./ oK HX Cancel I

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automatically cancel event when event disappears: the alarm/action will be
off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action will
continue until being canceled from the Main Console (Start>Open Event
Report>Cancel All Events). The user currently not at the seat watching the
screen will be notified by the alarm.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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Event - General Motion

. Alarm Event Configuration

Sensitivity.

Basic Advanced

Alarm Event Option Video Praview

Interval
\\ Sensitiity:  ———

Interval: — ——
-

Region Definition

Region Definition
-

(+ Define detection zone

e

Start Simulation —____ AL [ cear

[ Start Simulation ‘

fv OK | [ X Cancel ]

Advanced setting

Sensitivity: Click and move the slider control to the right to increase sensitivity
so that a relatively small movement will trigger the alarm. Move the bar to the left
to reduce the sensitivity of movement detection. Set up an appropriate
Sensitivity value will reduce the chance of false alarm. For example, you can
lower the Sensitivity to avoid the alarm being triggered by a swinging tree in the
breeze.

Interval: Click and move the slider control to the right to increase interval time
so that the alarm will only be triggered when the movement lasts longer. Move to
the left to reduce the interval time.

Region Definition: To detect General Motion, you have to define a detection
zone. Left-click and drag the mouse to draw a detection zone. You may define
more than one zone on the screen by repeating the same process. User can also
click on “All” button to select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on the
preview screen.
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4.2 Action

Insert Action: To setup actions responding to an unusual event.

Event

4\ Eventand Actiion Configuration

Action

Step 1 ——

SO D Camera 1 Action Optians X cancel
6 General Motion EOH Screen Display
Rl Select Notification Action @
Ok CAMO2 Camera 3
g SAM;"ICE”:% 1 [action Type Description
igital Inpu FDlay S Play S
@SYSE/M
< 1
‘\
J

v 0K ‘x Cancel

Step 1: Choose an event and click the “Insert Action” icon.

Step 2: There are 6 types of actions: On Screen Display, Play Sound. Select the
action you want on Action Type list and then click OK.

Step 3: Configure the setting of the Action Type if needed.

4.2.1 Action - Action Type

On Screen display: A red warning will be flashing on the screen of Main

Console, indicating which type of unusual event is detected.

Play Sound: Sound alarm warning. Choose a Wave file (.wav) and the system
will play the sound as alarm when an unusual event is detected.
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5. Configuration

I Setting
SavefLoad Configuration k

B Log viewer
B Backup

Metwork Service

About MainConsale,

Modify the setting, log viewer, backup, and network services. Click on the
Config icon, select from the drop-down menu and open the Configuration panel.
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5.1 Setting — General

& Setting

Start u p  0””31 IcBmg’a | vo Device | PTZ Config | User Account | Monitor Dizplay |

Panel Resolution \

Starup

¥ Main Console

¥ Sthedule Recording System
¥ Sman Guard System

-

¥ Live Streaming Server

r

¥ 3GPF Server

¥ Auto Login

Usger Account: |admin
Password: i
Panel Resolution |AutoFit =]

Miscellanies

Autormatically popup event report
Automatically Popup Event Repor‘l/D

Storage
Location EEEE
C:\Program Fles) \IPSurve,

W Automatic Recycle

RecycleRange [Ghours  »|
[ Keep Video days
T days

W Keep Systemlog (14 days

i Keap Event Log

R Keep Counting Log |90 days

Audio Praview

Default Channel  |(NotUsed)  =|

¥ Preview Active Channel

Wolume

Status Display
W Cument Date
W Cument Time
¥ Free Disk Space
W CPU Temperature
= Celsius Degree
" Fahrenheit Degree
¥ CPU Fan Speed
I~ User Defined Ted 1

—

I™ User Defined Tesd 2

—

5.1.1 Startup
Check the box and activate the fi
start/stop the function in Monitor

Panel Resolution: Set up the re
Auto Fit to have the system choo

5.1.2 Automatically Popup Eve
popup when events been detecte
before you modify the setting, ott

& Setting

Starup

¥ Main Console

¥ Sthedule Recording System
¥ Sman Guard System

-

¥ Live Streaming Server

-

¥ 3GPF Server

¥ Auto Login

Usger Account: |admin
Password: i
Panel Resolution |AutoFit =]

Miscellanies

™ Automatically popup event report

General | Camera | UD Device | PTZ Config | User Account | Monitor Display |

Storage
Location EEEE
C:\Program Fles) \IPSurve..,

W Automatic Recycle

RecycleRange [Ghours  »|
[ Keep Video days
T days

W Keep Systemlog (14 days

i Keap Event Log

R Keep Counting Log |90 days

Audio Praview

Default Channel  |(NotUsed)  =|

¥ Preview Active Channel

Wolume

%]

Status Display
W Cument Date
W Cument Time
¥ Free Disk Space
W CPU Temperature
= Celsius Degree
" Fahrenheit Degree
¥ CPU Fan Speed
I~ User Defined Ted 1

—

I™ User Defined Tesd 2

—

v 0K
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& Setting

General | Camera | UD Device | PTZ Config | User Account | Monitor Display |
Starup Stora Status Display

¥ Main Console
¥ Schedule Recording System
¥ Smart Guard System
r
¥ Live Streaming Server
r
¥ 3GPF Server
W Auto Login
User Account: ,acmm_
—
Panel Resolution m

Password:

Miscellanies

™ Autormnatically popup event report

X

W Cument Date

Location [EEEE]
C:\Program Fies) \IPSurve..., W Cument Tim -
¥ Free Disk Space

W CPU Temperature

= Celsius Degree

L —

) PEATETIET O
Recycla Range |6 hours j W CPU Fan Speed
[~ KeepVideo days

[~ Liser Defingd Texd 1

W Keep Event Log U [
W Keep SystemLog |14 mr,-g

W Keep Counting Log |9 da'fs

=
Audio Praview _
Defaull Channel | (Mot Used)
¥ Preview Active Channal ]

Wolume

I User

T
\

5.1.3 Storage

IP Surveillance system

Storage

Location

Automatic Recycle
Keep Video
Keep Event Log
Keep System Log

Keep Counting Log

Location: Assign the default folder for the system to store all data files.

Automatic Recycle: The system will automatically delete out-dated data to
save storage space.

Keep Video: Delete the video records that are older than the number of days

set.

Keep Event Log: Delete the event log data that is older than the number of

days set.

Keep System Log: Delete the system log data that is older than the number

of days set.

Keep Counting Log: Delete the counting application data that is older than
the number of days set.
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& Setting E|
General | Camera | UD Device | PTZ Config | User Account | Monitor Display | St at us DI S p | ay
Starup Storage Status Display
¥ Main Console Location EEEE) W Cument Date
¥ Schedule Recording System C:\Prograrm Flas) \IPSurve.., W Cument Time
@ Sman Guard System ¥ Free Disk Space
r W CPU Temperature
¥ Live Streaming Server = Celsius Degree
I= W Automalic Recycle " Fahrenheit Degree . )
¥ 3GPP Server Recycle Range [shours v ¥ CPUFan Speed Audio Preview
¥ Auta Login I KeepVideo days I™ UserDefined Ted 1
=
User Account: | admin W Keep EventLog 7 days
Password: i W Keep Systemlog (14  days =TTeer Defined Texd 2
Panel Resolution [Auto Fit = W Keep Countin days
Audio Prview
Default Channel  |(NotUsed) =]
Miscellanies
¥ Preview Active Channel
™ Automatically popup event report
Volume —
7w

5.1.4 Audio Preview

Default Channel: Select the audio channel that you wish to hear from in
“Default Channel.

Preview Active Channel: Check the “Preview Active Channel” option to

hear the audio from selected video channel on Main Console. The default
channel plays if the video channel isn’'t selected.

System plays the audio of default channel

System plays the audio of left-top selected
channel

Volume: Adjust the volume with the “volume bar.”
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5.1.5 Status Display
Check the boxes of the information that you wish to see in the information
display window in the Main Console.

2007/05/16
16:07:45
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5.2 Setting - Camera

o Setting

General Camera |10 Device | PTZ Config | User Account | Monitor Display |

fySearch Py lnsert M Delete -ﬁc:mng

[=F3csno]
@ 5 camoz

Camera Parameter 05D Sefting

W Enable
W ShowDate | 2007/5/16  «|

W showTime [PM05:48.00 ~|

—_— W Show Camera Number
Camera Seftings I~ Show Camera Name
Video Parameter ¥ Translucent Apply All

v OK | x Cancel

5.2.1 Add Camera
Four function buttons will be included in the Setting/Camera panel if you have
our Hybrid Surveillance System license for IP camera.

Search: Click on the Search icon to obtain [sot i Comns %]
the Search IP Camera panel. The system will | === [_seesen ]
start scanning automatically once the panel e T wamaen

00-80-40-56-d6-ad
004

is opened; feel free to stop scanning by
clicking on the Stop Scan button.

Fill in the user name and password for each IP| 7~ - -
add it to the camera list. cansatane |

User Mame.

Password:

Insert: Click on the Insert icon to obtain the
IP/Video Server Setting panel and add IP [/ o ] (% coun]
cameras to the list. See page 9 for details.

Delete: Click on the delete button to remove the selected IP camera(s) from the
system. Click OK to finalize the modification.

Config: Click on the Config button to obtain the IP/Video Server Setting panel.
You can modify the IP camera settings with the Setting panel. See page 48 for
detail.
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i Setting

General Camera |10 Device | PTZ Config | User Account | Monitor Display |

Camera List e e e
ozEmm 00
B & camoz

Camera Name \

Camera Parameter 05D Setting
T ¥ Enable
W ShowDate |200706111  ~|

 showTime [PM0sa8.00 =|

Cam era SettlngS = W Show Camera Number
Camera Seftings [~ Show Camera Name
Video P ¥ Translucent

Video Parameter

5.2.2 Camera Parameter

Camera List: The camera(s) connected to the system  ©OSD Setting
will show on the panel, click the name of the camera )
to adjust the setting. Camers Seings

Image Quality

Video Format. & Motion JPEG MPEG4

Camera Name: Name the camera for your
convenience.

Frame rate: |20 -

Resolution: |640x480 =
) Compression T/ .,
Camera Settings: Set the camera parameter offered Roteimage: [0 7]
by camera vendor.
Audio

[v Enable Audio

[ ok | [x cancel |

Video Parameter: Adjusts the video’s brightness, contrast, saturation, and color
hue values.

5.2.3 OSD Setting: Select the information that you wish to see in the on-screen
display, or the sub-screen of the camera.

page-48



IP Surveillance system
5. Configuration

5.2.4 IP Camera/ Video Server Setting Panel

Network

DeVice \

Description \

IP Camera ;/ Yideo Server Setting

— Metwark

Marne: I
IP Address: I
Hitp Port:

[ Use DNE

|E|D

User Marne: I

Password: I

Protocal: " TCP & UDP " HTTP

~Device

“Yendar: [

x| AutoDstect
5

IS5 S S

Camera Model: [

Camera:

R 1

Description
Yideo Codec:MIPEG
Audio Codec: MAA
Carmera:1, 0RO, DO:0

v CK ‘ xX Cancel‘

Network: Fill up the Network field (including Name, IP Address, Http Port, User
Name, Password and Protocol) referring to the instruction provided by the

camera manufacturer. Check “Use DNS” to use domain name instead of IP

address.

Device: Choose the IP camera manufacturer from the drop-down menu. Click on

“Auto Detect” and the model name will show in the box.

Description: Show information of the IP camera.
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5.3 Setting - I1/0 Device Device Setting
0 setting
10 Device Setting Digital input/output ping of selected I'0 module
/ Madule: |Pool m Name l Type =
Device | J Pin Name l Signal Type
DI0 Input 0 /O
ID: l—_] DIl Input 1 N0
. DIz Input 2 N/o
Module Setting 0o oo Ho

po1 Output 1 N/
Module Device D e Output 2 o

§ vain Gate 1P Camera D03 Output 3 /o
% Pool IP Camerz

L= Digital Input Monitor

Input Monitor / L B
Output Monitor/ oK

Digital Quput Simulation

®000

Module Setting: Name the module device and ID that has been connecting the
digital input/output device(s) to your system.

Device: This column displays the device(s) already installed to the system.
ID: Select the number of the 1/0 port to which you plug the ribbon cable.

Input Monitor: The device(s) is turned on if the dot is in red. By triggering the
digital input device, the related icon will light up. This is used to check if the
device is correctly connected or not.

Output Monitor: The device(s) is turned on if the dot is in red. By clicking on the
icon, you may trigger the digital device connecting to the system. This can be
used to test if the output device is correctly connected.

Device Setting
Name: Insert the name of the device (input and output).
Type: Select the device type from the drop-down menu.
N/O: Normal Open.
N/C: Normal Close.
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5.4 Setting - PTZ Config

Basic Setting

Advanced Setting

on

| Selting

\

[m] % CAMO2 Driveway Camera Model m
& CAMD4 Room A Com Port:
& CAMOS Room B
& cAMO6 Back Door Baud Rate l_
Address: ’ﬁ
‘\
Advanced Setting
PanSpeed: ——)—— 0
TitSpeed: ———F—— 0
ZoomSpeed ——F—— 0
Auto Pan Speed ——l— i

_——————— Basic Setfting
O & camol Main Gate

[/ oK ] [x Cancel]

Install PTZ cameras following the instruction of the camera manufacturers. A
PTZ camera is usually connected to the PC with RS-485/RS-422.

Check the box on the camera list to activate the PTZ control function of a PTZ

camera.

Basic Setting: Select the camera model, com port, baud rate, and address
according to your PTZ camera.

Advanced Setting: You may setup the pan speed, tilt speed, zoom speed and
auto pan speed. Adjust the settings by dragging the bars.
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5.5 Setting - User Account

" setting ]

—

jevice | PTZ Config | User Account | Monitor Dizplay

User Account Setting —
Name Group Description

Name: @ & 2dmin Admin Administrator
Group: [lh
Description:

Password [—

Password Confirm:

[~ Disable User Account

Privilege:

Main System |-
Execute Main System ‘
O schedule Start and Stop

O Smart Guard Start and Stop

O schedule Setting | ‘
O smart Guard Setting 1
O p7z control

O system Setting

| Counting Application

O Lwe Streaming Server

O Remote Playback Server

'Il_r'avhack s

Add

v oK | [x Cancel]

User Account: The administrator may manage the user accounts here. From
the list on the right, highlight each account and modify the privilege setting.

5.6 Setting — Monitor Display
Playback Option Cameras List

I~ Run Playback on Secondary Monitar

Primary | secondary |

@ 01 Main Gate ”~ g 01 Main Gate 7 Auto Scan Au to SC an
ggi S::‘eway gi E;\U\r‘eway Primary Channel m
& 04 Room A “E 04 Room A Secondary Channel | (Mot Used) =
‘& 05 Room B 4§ 05 Room B
@ 06 Back Door Auto-scan Interval |2 sec, L L ayo Ut
/ —_—
Layout
NxN Type: | 6x6 -

[~ Popup Camera on Event

[ B B B

/OK D@D

Playback Option: Execute Playback on the secondary monitor by checking the
box. Make sure to adjust the display setting of your computer in advance to avoid
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system error.

Cameras List: The left side displays a list of all cameras; modify the cameras
shown on primary/ secondary monitor in the right window.

Auto Scan: Activate auto scan to rotate the channels/ cameras on the display
screen.

For instance, you may select to show only 4 sub-screens on the main console
while having 16 channels connected to the system. With auto scan function, you
will be able to see all 16 channels by turns. You can set up a primary channel
that will always be on the screen and a secondary channel that has secondary
priority.

Layout: Choose the number of divisions for NxN division on the Main Console
screen.

5.7 Save/ Load Configuration

The Save/ Load Configuration 3 Setting 7/ //
function allows system users to SaveyLnad Configuration v|@ save
save any specific setting as a cfg
(config) file. You may save up B (i
several different cfg files at any B packup
time. ,

Metwark Service
Save Configuration: To save a Abaut MainConsale. .
specific setting, go to Config > Pagsicy. Conlig ! - L}
Save/ Load Configuration > Save. E
In the popup window, type in the > | | Y | g =
file name and then save it as a cfg H LL] L N
file.

Load Configuration: To load a specific setting, go to Config > Save/ Load
Configuration > Load. In the popup window, go to the directory that you saved
the cfg files at, select any one of them and then click OK to load the file. Main
Console will be automatically shutdown after loading a new configuration. Please
re-start Main Console manually.

Note: MainConsole will be automatically shutdown after loading a new
configuration. Please re-start MainConsole manually.
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5.8 Log Viewer

5.8.1 Log Viewer — Unusual Event Step 4

Unusual Event { Systern Log

Step 1 Log Type: |4l =l

Date; |[F] NowfL 105 v %

DatesTime: [C1

E
=
20051111 212412 General Motion 1
20051111 21 Ganeral Motion 1
2005011 L4147 General Motion 1
Step 2 00541 214233 General Motion 1
#

Step 3

Unusual Event: View the history of unusual event that had been detected by the
Smart Guard System.

Stepl: Choose the type of event you want to check or select “All” from the
drop-down menu for all types of events.

Step 2: Select the camera you want to check the event(s) from or select “All” for
all available channels.

Step 3: You may view events happened on a particular date or during a given
time period. To search and view unusual event happened on a particular date,
mark the box right next to “Date” and indicate the date.

You may also point out two different time points and search for unusual events
happened during the period. Mark the box in the Date&Time column and then
enter the date and time.

Step 4: Click Search
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5.8.2 Log Viewer — System Log

Step 1 —— | —
P00 Typi | Al

-

Step 2 — DaseeTime: [

Evend Time

20051111 03044
JU0EN I FE3045
20051171 20:40:50
20051111 14115
el nb Tk I H N e B e |
FIUGURT R IR
20BN IH 3380

pate. [Elovittoes 3]

Evext Tvgm
Starl Live Streaming Senver
Etari Romole Playback Server
Moty S
Btar Srnan Guard

Stop Smard Guard

Btogp Live Blrgaming Senver
Stop Remole Flayhack Sarver

il Giussd

. kL] Saarch

1 i&wnp-wn

/

Step 3

System Log: You can choose the log type from the drop-down menu, following

is a complete list of all log types:

Main Console Startup
Main Console Shutdown
User Login

User Login Failed
Start Schedule

Stop Schedule
Execute Recycle
Execute Backup

. Enable Channel

10. Disable Channel

11. Start Smart Guard

CoNorwWNE

12.Stop Smart Guard

13. Modify Smart Guard
14.Modify Schedule

15. Modify Configuration

16. Start Live Streaming Server
17.Stop Live Streaming Server
18. Modify Live Streaming Server
19. Start Remote Playback Server
20. Stop Remote Playback Server
21.Modify Remote Playback Server
22.1P Camera Connection Lost

Stepl: Choose the type of event you want to check or select “All” from the
drop-down menu for all types of events.

Step 2: You may view events happened on a particular date or during a given
time period. To search and view unusual event happened on a particular date,
mark the box right next to “Date” and indicate the date. You may also point out
two different time points and search for unusual events happened during the
period. Mark the box in the Date&Time column and then enter the date and time.

Step 3: Click Search.
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5.9 Backup

5.9.1 Backup
The backup function saves video record and other log information. User may
open backup files on any PC with Windows Operation System and operate the

full function Playback panel on it. Follow the instructions below to obtain
backup files.

Step 1: Click on “New Period” to obtain the Select DateTime Period panel.

rE Backup System g@

Backup Help

ral -
| New Period

/ Start Date Time End Date Time Camerafs) Size
Step 1

Step 2: From the record date section, select the date you want to backup from.
You will see color lines appear in the time table implying available data recorded.
Red, green, and blue stands for record always, record on motion, and record on
event data files, respectively.

"Bellct Date Time Period B

Step 2

3 rocord Dute Dute Tima Penad
H 2006/08/01

Start Time: 2008/ & 1 =/ 132328 |2

EndTima: | 2008/ &/ 1 24115238 &

o Camerais,

Y2 XIK4[XE[Xe|XT|XE
12 ¥ 3] X | K s K e

20060800 140983

Daselect A8

[ g iy 3 i3 s s e e e |

0 Camera1 | e -
H camera 2

5 Camera 3
5 cameras
i Cameras

Rocord Always

Record on Uotion v 0K X Cancal
Recond on Event - -

Step 3: Select the data you want to backup by highlighting the time period.

Besides the time-table, you may also set up start time and end time in the Date
Time Period section.
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Step 4: Click on the camera number icon to add camera(s) or click Select All to
add all the cameras.

Step 5: Check the box of Enable Preview to get the preview of the video you
select.

Step 6: Click OK when the settings are complete and go back to the Backup
panel.

Step 3 Step 5

"Gullct Dare Time Poriod

¥ Rocerd Date Date Tima Penoa

2006/08/01

Stari Time: 2008/ &/ 1 (2 132328 = []Enabie Preview
EndTima: | 2008/ &/ 1 24115238 &

Salect Camarais)

TAB | 1732 | 33-08 1 4064

X1[vz X3lX4a[xX5|X6|X7|X8
9 13C30] ] X2 K 13] X4 K1E] 316)
Step 4

Selectal | Desalect s

Step 6 ——— Record n:\lv;::lun v

73 X Cancal
Record on Event L a2 L P L itene
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E Backup System g@
Backup Help
/T\' Mew Period = | Backup || Delete
Step 7 ———T SortDek Time End Date Tme Camerais) Size
_@2005;’10&8 112000 200540/28 B 112152 1,2,3,4 1,420KB

Step 7: Click the Backup icon to see the size of the file.

Step 8: Choose the path you want to save the file or burn the file into a CD
(direct CD burning for Windows XP only).

Step 9: Select the log information you would like to backup (Event Log, System
Log and/or Counter Log) and then click OK.

Step 7
’Backup \
Step 8 [~ Summary
\ Total backup data size: 40, 960KB

™ - Media

(%) Backup using COROM
Step 9 () Backup on HardDisk

™~ Optian

Backup Event Log
Backup System Log
Backup Counter Log

v 0K | X Cancel|
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5.9.2 Delete Recorded Information from the System

Step 1: Click on “New Period” to obtain the Select Date Time Period panel.

Backup System Q@
Backup Help
=l
- New Period
B g
tart Date Time End Date Time Camerals) Bize

Step 2: From the record date section, select the date you want to delete the file
from. You will see color lines appear in the time table implying available data.
Red, green, and blue stands for record always, record on motion, and record on

event data files, respectively.

Step 3: Select the data you want to delete by highlighting the time period.
Besides the time-table, you may also set up start time and end time in the Date

Time Period section.

"aloct Date Time Period

Step 2

\
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B Rocord Date

PN

StariTime: (2008 & 1 [= 132338 |2

Date Tima Penca

EndTima: | 2008/ &/ 1 24115238 &

18 | 1732 | 3328 | 2954
X1[vz Xalxs|xs[xe|x7|xE
8 [ 0] Ml K 2] 03] K| K s K

Select All Deselect Al

Vidao Preview

[]Enable Preview

20060800 140983

8]

i Camera1

Camera 2

5 cameras
i Camaras
1 cameras

Rocord Always
Recond on Mobion
Record on Event

-

v oK X Cancat
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Step 4: Click on the camera number icon to add camera(s) or click Select All to
add all the cameras.

Step 5: Check the box of Enable Preview to get the preview of the video you
select.

Step 6: Click OK when the settings are complete and go back to the Backup
panel.

Salect Date Time Period B
B Rocord Doty Dute Time Penad
StaftTime:  |2008/ &/ 1 (2 132328 =
EndTima: | 2008/ &/ 1 24115238 &

Salect Camarais)

TAB 1732 | 33-08 1 4064

Tz X3 |X4|X5| X8| X7 |X8
(0] 90 X 0] K92 X 13] 14| K 18] ¢ 6]
Step 4

SelectAll | Desaled Al

5 camera 1 -

Ll E

Step 6

Record on Mation ¥ oK X Cancal
Record on Event —_— —

Step 7: Click on the “Delete” icon and delete the data.
Note: the deleted video cannot be recovered.

rE Backup System g@
Backup Help
/ﬁ Hew Period F iﬁ] Backu4pix Delete
Step 7 SR e Toe End Date Time Camers(s) size| |
| F2005/10/28 £ 11:20:00 200501028 £ 11:21:52 1,2,24 1,429KB
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5.10 Network Service

Bt getting
SavefLoad Configuration "

B8 Counting Apphcation
@ Log Viewer
B Badkup

There are 3 types of network services: live

streaming server, remote playback server, and | ErreT—
3GPP service. From the Main Console, go to About ManCanso..
Config > Network Service to obtain the sun Gurd seneauie papmeex contis [ | |HH| ([
Network Service panel. Al [® (3] [ —

5.10.1 Live Streaming Server

When starting the live streaming function of your computer, you allow remote
users to log on to the specific computer and view cameras that are connected to
it. As system administrator, you are able to monitor these accounts in order to
maintain the system efficiency.

Main

On Live Streaming Server panel, you can see the clients who are currently
logging on to your computer and watching the live video from the remote side.

Start: By starting the system, you turn the computer into a live streaming server;
thus allow remote users to log on to the system.

Network Service
Main ] Black / White L\sﬂ Performance ]
Live ClientCount | 0 [ kil Client || KillAll Glients
Streaming
State IF Camera Bitrate (Kbps)
@
P
3GFP
Service
Service -
Server Status: Stopped
olie
/" Port: {5150 Default Maximun Connections: |16
Start [ Use Default Web Server  Port. |80
¥ SaveLog |LweSeNerI0g 5 RL
7 o

Kill Client: Highlight an IP address and click on the “Kill Client” button to block a
client from your system.

Kill All Clients: By clicking on this button, you may block all the clients logging
to your system.
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Stop: Stop broadcasting live stream video.

-

Network Service
Kill Client o Main | Black/white List| Perormance |
Str;g’;m Client Count | E’ Kill Client kil Al Clients
] ) i y” Carmers, Bitrate (Kbps)
Kill All Clients — [
Service
T
MaXImum _
i Sernver Status: Stopped
Connections
-Options
POI’t Port: 15150 Maximun Connections: |16
/ ¥ Use Default Web Server  Port: 180
Use Default /' Save Log ]LiueSewer.\og R
Web server /

Save Log /

[J 0K ] [x Cancel ]

Options: You may only adjust the setting when the server is stopped.

Port: Assign a port for the clients to connect to your system to the network.

Maximum Connections: Number of connections that are allowed to connect to
your system. One camera video counts as one connection.

Use Default Web Server: Activate the Web server by checking the box; clients
will be able to watch live video via Internet Explorer. The port for live streaming
server is set to 80 by default. (*must check this item for system access via IE)

Save Log: Save the log information at appoint folder.
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Black/ White List

' Network Service
Main  Black/White List | Performance

Wh |te L|St Tve ¥ Enable White List Enable Black List
Streaming
&
H 5 * 2 S %

Black List— =
By | AddtoWhitgidet | [ AddtoBlackList
IP Address — | —

/. ID | IP Range Access
0 192.168.1.1 - 192.168.1.20 Accapt

3GPP
S

Add/Delete — ||

Apply to All
Playback  —™——]

Servers T

\

| Apply to All Network Servers ]

(7o ] (X cone ]

White List: Check the “Enable White List” box to activate the white list filter. Only
IP from the white list is allowed to log in.

Black List: Check the “Enable Black List” box to activate the black list filter. IP
from the black list will be blocked.

IP Address: Enter an IP address into the IP address field on the left. To add an
IP address range to the system, enter 2 sets of IP address to indicate a series of
IPs.

Add/Delete: To Add the IP(s) onto the list or remove it from the list.

Apply to All Playback Servers: To apply the setting to both live streaming
server and remote playback server.
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Performance

Total bit rate Individual Camera bit rate

Network\§ervice
Main | Black/White List Performance

Live Tolal bitrate 195 9Kbps Camnera 1 bitrate Jf Tkbps
Streaming

14"‘
3GPP
Service

I/ oK ‘ IX Cancel ‘

/

Live Streaming Server log information
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5.10.2 3GPP Service

When starting the 3GPP service function of your computer, you allow remote
users to log on the 3GPP supported mobile phone and view cameras that are
connected to it. See Appendix A on page 72 for more details about 3GPP
Service.

x
wain |
Live: Client Count a
Streaming
. Slate ‘ IP Camera User Agent
b
Start i
“
_Sem\
Server Status: Stopped Start Stop:
PO rt -~ Optiohs
Paort: |354 Default
v 0K X Cancel

Start: By starting the system, you turn the computer into a remote playback
server; thus allow remote users to access the system.

Stop: Stop broadcasting playback video.
Options: You may only adjust the setting when the server is stopped.

Port: Assign a port for the clients to connect to your system to the network.
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5.11 About Main Console

Go to About Main Console to view the version of your surveillance system and
the hardware information. -

= - ¢ Setting

SavefLoad Configuration ’

Counting Application
Log Viewer
Backup

a
mo B

Network Service

About MainConsole. ..

Schedule Playback Config

® (] |

About Main Console @

MainConsole Version 1.2.1 Bundle

Copyright (C) 2004-07

Product Information
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6. Remote Live Viewer

= t ”

.-ﬂ-v

wr | e |
~ =1+
. | o

™

= :
sven | vow | anaue

e ' N 0 @
) @l co=sc

With the Remote Live Viewer console, remote users may watch
real-time video from remote live streaming servers.
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6.1 Setup Panel

Click on the setup icon to
obtain the setup panel

6.1.1 Setup Panel—Server

Name the server Lo gmcrioe

\ Server ] Group ]

Se tting

Enter the server | &My Coppany (192.168.1.16)

IP Address T

Server NamEsOffice

Address, T 142 0000000

Enter the connecting port of_ﬂlsm—

the server

Enter the user name and
/7
password

TestServer
Check the box to / B \[ Delete | | Updatll
automatically log in the

server when starting Live v ok J[X cancel |
Viewer

Test the server first to _
see if the settings are Click “Add” and the sever

correct will appear on the list
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6.2 Show Camera(s) On the Display Screen

Select a camera(s) from the
server/ camera list on the right
and then drag it to where you
want the image to be displayed.

On the server/ camera list, right
click on a camera to connect/
disconnect it.

6.2.1 Log In/ Log Out: Select a server or a group and click on the log in/ out
icon to access/ leave the server. You may also log in/ out from the server by
right clicking on it.

6.2.2 Server and Camera List: Display a complete list of the server(s) and
camera(s) that are added to the system.

6.2.3 PTZ Camera Control: You may control the camera view by utilizing the

PTZ camera control panel to adjust the camera’s view. This is only available with
cameras that support PTZ function.

Server and Camera List

PTZ Camera Control \
- | -
Log In/ Log Out \_,‘”’

(Server/ Group)
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B Zavo V11185
L LR ECH . —
=

Exit _
Minimize Zoom Information
Display Window

Play/ Stop / Drop

6.2.4 Minimize: Minimize the Remote Live View Console window.
6.2.5 Exit: Shut down the system or log out current user.
6.2.6 Digital Zoom: Click on the + and — signs to zoom in and out the view.

6.2.7 Play/ Stop/Drop: Select a camera/ video and click on this button to
play/stop/disconnect a particular channel.

6.2.8 Information Display Window: Display video information including server
name, video current status, and bit rate for a selected channel.

6.2.9 Playback: View playback video remotely.

6.2.10 Remote I/O: Utilize 1/0 device function remotely.
- User can remote adjust the Output Pins by turning it on or off
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7. Web View

Server IP

2 IP CAMERA Setting - Microsoft Internet Explo’ er

Remote Live Viewer

Remote Live Viewer

Note: Must make sure the Liver Stream Server is enabled. Check 5.1.3 Network
Service for more detail.

7.1 Server IP

Open an Internet Explorer browser and enter the IP address or DDNS “name” of
the server followed by the connecting port.

Example: http://localnet:8080/

Note: localnet is the IP address of the server.
8080 is the port specified in “Use Default Web Server” in Network Service.

7.2 Remote Live Viewer
Press this icon to use Remote Live Viewer which functions are the same as Live
Viewer. See page 67.
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Appendix A

How to setup 3GPP streaming connection (using BenQ-Siemens mobile phones)

1.1 Configuration from DEFAULT server

Step 1 : Go to Config and select Network Service

2007 {105}16 PM16:07:45
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Step 2 : Select 3GPP Service, and then click Start
Note: In the Option item, the port selected here is the same port from mobile
handset

12007 {05116 PM16:07:45

10} v B®Y™ M E B [
1.2 Configuration from 3G Mobile Phone

1.2.1 BenQ-Siemens E81

Step 1: Goto Menu, then Internet
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Step 2: Select Bookmarks

Step 4: Configure the Adress setting as the following example.
EXx: rtsp://61.216.97.69:554/media00.3gp

61.216.97.69:554 is the IP address of NVR or DVR system

Port : port specified in 3GPP Service from NVR or DVR system
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Val. GREBE2W
#4 fmacca.3gp
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1.2.2 BenQ P50

1. Connect GPRS

Conectando a: CHT_INTERNET
Conectando a GPRS.

Configuracion

SHfa
By o
MME 0 elemeantol(s).

Nuevo Herram. Cuentas [1 (=5 E|*

2. Download and install the [PLATFORM4] software.

3. Execute Main Console.

| 2007705716 PM16:07:45
N Pl
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4. Press the [Config]=>[Network Service]>[Start]

2007 105116 PM16:07:45

-
=PLATFO .“.'.‘.".'..: Player 3.0 for Pocket PC

.,
E"F’LATFERM-—J
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6. [Open Url] enter the rtsp address of the camera
(EX: rtsp://61.216.97.69/media00.3gp—>channel 1
EX: rtsp://61.216.97.69/media01.3gp—>channel 2
EX: rtsp://61.216.97.69/media02.3gp—>channel 3)

Platforms Player '?_:'|| o3 024 @

-Open Ll

1.216.97.69/m

Browese, ..

-Broadcast

Listen to Broadcast...

-Progressive Dovwnload

Save As...

Open | Settings 1] Settings 11 | about |
el

7. [Setting I]change the setting and press “OK”
Protocol] TCP
%Buffer Si]Z€] 60 Platformd Player )| ¢ 04:36 @
[Connection TimeOut] 103
[Data Recept. TimeOut] 100 :
[Deblocking Filter] check Protocal: @ UDP

() TCR
Buffer Size: B0 |=ec. |E|I|
Connection Timeout: (103 | sec, |E|I|
Data Recept, TimeCut: (100 | sec. |E|I|

-Metwork Settings

-Widen Settings

Dehlocking Filter Dithering
Zoorm and crop in Fullscreen

Open | Settings 1 [ Settings 11 | about |
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8. Go back to PLATFORM4, searching and then getting the video
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