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ADSL modeemi ja reititin

RFC 2684(1483) , PPPoE, PPPoA -yhteyksille

4 kpl 10/100 Mbps Ethernet -liitynta
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ADSL-liittymissa (RFC 2364) seuraavilla VPI / VCI -arvoilla
0/33, 8/35, 8/32, 14/24, 0/100, 0/50
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Myyntipaketin sisalto

© 000000

TELEWELL TW-EA501 ADSL modeemi

CD-levy, jossa ohjekirjan kopio

RJ-11 puhelinjohto ja suomalainen puhelinpistoke
Ethernet- (CAT-5 LAN) kaapeli (suora)

AC-DC virtaldhde (12V DC, 1A)

Ohjekirja

Jos kaytetaan tavallisia puhelimia, fakseja tai modeemeja
ADSL-liittymén rinnalla, niin jokaisella laitteella kyseisessa liittymassa
pitaa olla erillinen hairionpoistin (ADSL-suodatin ei sisélly vakiona
myyntipakettiin).

Kayttajan pitaa itse huolehtia asianmukaisesta virusturvasta seka “matojen”
esto-ohjelmasta omalla tietokoneellaan. Nama ohjelmat eivat sisally myyntipakettiin.

-

-

Varoitukset

~

Laitetta saa kayttaa vain normaaleissa asuinhuoneen |Aampo- ja
kosteusolosuhteissa. Kayta vain laitteen mukana tullutta
verkkovirta-muuntajaa.

Laitteen avaaminen ei ole sallittua ilman TeleWell Oy:n lupaa. Jos laite on
avattu ilman lupaa, niin takuu lakkaa valittomasti.

-

Huomautus

~

Pida laitetta mahdollisimman polyttomassa paikassa.

Al aseta laitetta muiden lampda tuottavien laitteiden paalle

eikd monitorien tai GSM-puhelinten viereen. Irroita laite ja puhelin
sadhkodverkosta ukkosten ajaksi tai kun et ole kotona varsinkin
kesaaikoina, jolloin ukonilmoja esiintyy. j




Laitteen merkkivalot

TW-EA501 ADSL modem

Q000007

PPP ADSL 4

Y5 PWR

S

Merkkivalo Toiminto
1 PPP : @ Palaa kiinteasti, kun PPPoA/PPPoE-yhteys on paalla.
) @ Vilkuttaa, kun laite hakee linjaa. Palaa kiinteasti, kun
2 ADSL: RN
yhteys operaattorin paghan on muodostunut

LAN Port @ Palaa, kun laite on kytkettyna tietokoneeseen

3 1-4- @ Vihrea = 100Mbps yhteys; Oranssi = 10Mbps yhteys.
’ @ Vilkkuu, kun tietoa ldhetetaan/vastaanotetaan

4 SYS : @ Palaa kiinteasti, kun laite on kayttévalmis
5 PWR : @ Palaa, kun laitteessa on virrat paalla.




Laitteen takapaneeli

1 PWR Tahan kytketaan laitteen muuntaja.
Kun laitteessa on virrat paalle, voi sen reset-painikkeesta
palauttaa tehdasasetuksille
2 RESET painettuna 0-3 sekunttia: kaynnistaa laitteen uudelleen
painettuna yli 6 sekunttia: palauttaa laitteen
tehdasasetuksille
LAN Tahan kytketdan Ethernet-kaapeli, joka yhdistaa laitteen
3 1X — 4X | verkkokortille
(RJ-45 liitin)
4 LINE Tahan_ ky_tketaan RJ-11-puhelinjohto, joka menee
puhelinpistokkeeseen




Laitteen kayttoonotto
- Laitetta kaytettaan yleisessa puhelinverkossa ADSL-keskuksen ja tilaajan valilla

1. Kytketdan Ethernet-kaapeli laitteen LAN-liittimen ja tietokoneen valille

2. Kytketaan puhelinjohto laitteen Line-liittimen ja puhelinpistorasian valille

3. Kytketaan laite sahkodverkkoon

4. Odotetaan n. 30 sekunttia, kunnes laite on kaynnistynyt oikein

5. Tarkistetaan, etta pwr- ja LAN-merkkivalot palavat

6. Tarkistetaan, ettéa SYS-merkkivalo palaa kiinteasti ja ADSL-merkkivalo vilkkuu ensin ja

opuksi jaa palamaan kiinteasti eli laite on linjalla

Tuetut protokollat

@ RFC 1483 Bridged (nykyisin RFC 2684)
@ RFC 1483 Routed (nykyisin RFC 2684)
@ PPPoA
@ PPPoE

Laitteen oletusasetukset

@ WWW-hallinta:
& Username: admin
X Password: admin

@ LAN IP-tiedot:
X |P-osoite: 192.168.0.254
A Aliverkonpeite: 255.255.255.0

@ ADSL-operaattorin asetukset:
#x RFC 1483 LLC Bridge

e Tukee automaattisesti operaattoriasetuksia VPI = 0, 14 ja VCI = 24, 33, 50, 100
Ensimmaisella kerralla, kun laite hakee oikeat operaattoriasetukset, voi yhteyden
muodostuminen kestaa n. 2-4 minuuttia

e NAT on paalla

@ DHCP server:

X DHCP on paalla

A |IP-alue alkaen: 192.168.0.100

X |P-osotteiden oletuksena jaettava maara: 100

A Laite hake IP-osoitteen operaattorilta automaattisesti ja jakaa sen omalla
DHCP-palvelimella sisdverkon tietokoneille



Windows-tietokoneen asetukset (TCP/IP)

B Control Panel

1. Windows kayttojarjestelmassa

Fle Edt Wiew Favorites Tools Help :,'

<) e @ ’ ,,D Search Folders v

Address ;[} Contraol Panel

Siirry kohtaan ohjainpaneeli/
verkkoasetukset

v%Go

e b 4

Phone and  Power Options

R" Control Panel &

[} Swikch bo Category View

See Also

Modern ...

5 oe

Printers and ~ Regional and  Scanners and
Faxes Language ... Cameras

2 9 g [

Scheduled  Sounds and Speech
Tasks Audio Devices

& Windows Update
(7} Help and Suppart

2. Valitse verkkoyhteydet ja verkkokortin - - e Ty (B O S PPt
0m|naisuudet General | Authentication || Advanced

Cornnect using:

| E® ASUSTek/Broadcom 440x 10100 Integrated Controller |

3. Valitse TCP/IP ja sen ominaisuudet

This connection uses the following items
B3, Client for Microsoft Metworks

=L Fils snd Printer Sharing for Microsoft Metworks
bt 1) 05 Facket Scheduler

I st Pratacal [TCPAP)

Install

D escription

Transmission Control ProtocolAntermnet Protocol. The default
wide area network protocol that provides commurication
acrogs diverse interconnected nietworks.

[ Show icon in notification area when connected

[ or ) [(cancer ]

4- Tee asetus mal I i kuvan mukaiseksi Internet Protocol (TCP/IP) Properties
eli IP-osoite haetaan automaattisesti. el [ Atemate Confpursion

“r'ou can get IP settings assigned automatically if your network supports
thiz capability. Dthenvize, you need to ask vour network. adrinistrator for
the appropriate |F settings.

Valinta kohta vaihtelee jonkin verran ‘ aress sutomaticall
riippuen siitd, mika Windows-versio on ot
]

kyseessa I
[
Mac OS_Ve rSiOissa aSetuS On kohdaSSa (=) Obtain DMS server address automatically
Omenaval ikko / Laaj ennu kset / TC P/I P , () Use the following DMNS server addresses:

jossa valitaan DHCP péaalle ja oikea ]

verkkosovitin

[ Ok ] [ Cancel ]

[owing IP address:




Laitteen konfigurointi

@ Laitteen asetusten muutokset tehdaan Internet-selaimella

(testattu seuraavilla selaimilla: IE5 tai uudempi, Netscape 4.6 tai uudempi, Opera 7
ja Firefox)

@ WWW-selaimessa ei saa olla ”proxy”- eli vélityspalvelinasetus paalla.

@ Tietokoneesta tulee olla palomuuriohjelmat pois paalta, ne voivat hairita laitteen
hallintaa.

Avaa Internet-selain ja anna osoitteeksi http://192.168.0.254 ja paina
Enter-nappainta

Connect to 192.168.0.254

=

WA

gy
WebAdmin
User name: | ¥ admin i |
Password: |""' |

Remember my passwiord

[ Ok, ] [ Cancel

Oletustunnukset: User Name = admin ja Password = admin. Valitse OK.

Salasanojen palautus, jos niitd muutettu: katso laitteen reset -ndppaimen toiminta
laitteen takapaneeli -sivulta



Laite toimii oletuksena sillatuissa ADSL-liittymissd automaattisesti seuraavilla
operaattoreilla: 0/33, 2/35, 8/32, 14/24, 0/100, 0/50. Mikali laitteen asetuksia
tarvitsee muuttaa, tehdaan asetusten muutos hallintaohjelmassa Wizard Setup
-kohdassa

a Web Configurator - Microsoft Internet Explorer

File Edit “iew Favorites Toaols  Help

= Eack - = - @ ol | QSEarch (3] Favarites @Media ®| %v = |
Address |&] http:/f192,168.0.254 =

%ﬁ'ﬁ;‘hWaN@ ADSL Modem/Router

Wizard Setup- ISP Parameters for Internet
Access

Static Route Mode IRnuting vI
Maintenance Encapsulation IMBS Bridged IF'j
Multiplex m
Virtual Circuit |D
VPl b
Vel =l

@ Mode: Laitteen tila. Oletuksena routing.

@ Encapsulation: Valitse operaattorisi kayttama protokolla.

Oletuksena 1483 Bridged IP.

@ Multiplex: Valitse operaattorisi kayttama kehysrakenne. Oletuksena LLC

@ Virtual Circuit ID: Syota operaattorisi kayttamat VPI- ja VCl-arvot. (oikeat arvot
antaa operaattori)

Muuta tarvittavat asetukset ja valitse next. Avautuu uusi ikkuna sen mukaisesti, mika
protokolla on valittu. Esimerkit eri asetuksista 10ytyvat ohjekirjan

englanninkielisesta osiosta.

Seuraavassa on kerrottu, kuinka laite muutetaan sillattuun tilaan.



Laitteen muuttaminen sillattuun tilaan

Kun laite muutetaan sillattuun tilaan, ei laitteessa ole endaa NAT- ja
DHCP-ominaisuudet paalla. IP-osoite tulee suoraan operaattorilta tietokoneen
verkkokortille.

Laitteen muuttamiseksi sillattuun tilaan pitaa tehda seuraavat asetusten muutokset:

Wizard Setup -kohdassa muutetaan alla olevan kuvan mukaiset asetukset:

Mode: Bridged

Encapsulation: 1483 Birdged IP

Multiplex: LLC

VPI: Kirjoitetaan operaattorin kdyttama VPI-arvo (oikeat arvot antaa operaattori)
VCI: kirjoitetaan operaattorin kayttama VCl-arvo (oikeat arvot antaa operaattori)

Wizard Setup- ISP Parameters for Internet Access

Mode Eridged w
Encapsulation 1483 Bridged IP +
Multiplex LLC s

Virtual Circuit ID
WP a
W 33

Kun oikeat asetukset on laitettu, klikataan next-painiketta
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Avautuvassa ikkunassa valitaan IP-osoite asetukseksi ”Obtain an IP Address
Automatically™.
Wizard Setup- ISP Parameters for Internet Access
IP Address
(+) Obtain an IP Address Automatically
() Static IP Address

IP Address
Subnet hask 0.0.0.0
Gateway 0.0.0.0

Network Address Translation

Many to COne  »

Back

Klikataan next-painiketta

Avautuvassa ikkunassa tallennetaan asetukset kohdasta ’Save Settings”
Taman jalkeen otetaan kohdassa “Change LAN Configuration” DHCP server pois
paalta

Wizard Setup- ISP Parameters for Internet Access

WAN Information:
Fode: Routing
Encapsulation: 1483 Bridged IP
hultiplexing: LLC

YPIACE 0/33

IP Address: Obtain an IP Address Automatically
Metwork Address Translation: Many to One

LAN Infermation:
IP Address: 192.168.0.254
IP Mask: 255.255.255.0
OHCF: ON
Client IP Pool Starting Address: 192.168.0.100
size of Client IP Poal: 100

l Change LAM Configuration ]

[ oave Settings




Avautuvassa ikkunassa valitaan DHCP server -kohdassa OFF
Wizard Setup- ISP Parameters for Internet Access

LAn P Address 192.1658.0.254

Lan Subnet Mask 20625525510
DHCP

DHCF Server OFF W

Client IP Fool Staring Address 192 168.0.100

size of Client [P Fool 100

FPrimary OMNS Server 0.0.0.0

secondary DNS Server 0.0.0.0

| Back | | Finish |

Klikataan Back

Katsotaan, ettd DHCP-kohta on muuttunut OFF-tilaan. Jos se on muuttunut, klikataan
kohtaa Save Settings. Odotetaan, etta asetukset ovat tallentuneet ja kaynnistetaan
laite uudelleen.

Wizard Setup- ISP Parameters for Internet Access

WAN Information:
MMode: Routing
Encapsulation: 1483 Bridged IP
Multiplexing: LLC
EIMCE 0733

IF Address: Obtain an IP Address Automatically
Metwork Address Translation: Many to One

LAN Information:
IF Address: 192.168.0.254
IF Mask: 255.255.255.0
DHCF: oFF
Client [P Fool Starting Address: 192.168.0.100
Size of Client IF Foaol: 100

| Change LAMN Canfiguration |

[ Sawve Settings ]

Mikali DHCP-kohta ei ole muuttunut OFF-tilaan, klikataan uudelleen ”Change LAN
Configuration” -painiketta ja muutetaan DHCP server OFF-tilaan ja klikataan
Finish-painiketta ja sen jalkeen Back-painiketta, mikali sivu ei Finish-painikkeesta
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palaudu takaisin ”Internet Parameters™ -sivulle. Klikataan vield Save Settings
-painiketta. Odotetaan, etta asetukset ovat tallentuneet ja kaynnistetaan laite
uudelleen.

Muita esimerkkeja asetusten muutoksista 16ytyy ohjekirjan englanninkielisesta
osiosta (mm. PPPoA ja PPPoE -ohjeistukset).

Oman verkon toimivuuden tarkistus oletusasetuksilla

Suorita-toiminto Kaynnista / Suorita ping 192.168.0.254 ja valitse ok
Hun EE

===l Tppe the name of a program. folder, document, or [nternet
¥ resource, and Windows will oper it far pou,

Open:  [ping 192.168.0.254 =]

Cancel | Browse, . I

Modeemin pitédé vastata PING-komentoon.

Jos vastausta ei tule, niin tarkista, etté verkkokortin IP-osoitteen haku on
automaattisella asetuksella ja verkkokaapeli on kytketty oikein tietokoneen ja
modeemin valille.

\WINDOWS\System32\cmd.exe

C:~Jping 192.168.8.254
Ping—isdntd 192.168.08.254, 32 tavun paketti:

isdnnalta 192.168.0.254: tavuja=32 aika=?4 ms TTL=155
1td 192.168.8.254: tavuja=32 aika=7 ms TTL=155

naltd 192.168.08.254: tavuja=32 aika=6 ms TTL=155
isdnndltd 192.168.8.254: tavuja=32 aika=6 ms TTL=155

Ping-tilastot 192.168.8.254:

Paketit: Lahetetty = 4, Vastaanotettu = 4, Hadonnut = @ (@x hivikki),
Arvioitu kiertoaika millizekunteina:

Pienin = 6 ms, Suurin = 74 ms, Keskiarvo = 23 me

Ciny

Tietokoneen verkkokortille tulee IP-osoite muotoa 192.168.0.100-XXX. Operaattorin

IP-osoitteen nékee laitteen hallintaohjelmasta.
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Introduction the ADSL Modem/Router

1.1 Introducing the ADSL Modem/Router

Welcome to the ADSL Modem/Router. Your router is an “all-in-one” unit, combining an
ADSL modem, ADSL router and Ethernet network switch, providing everything you need to
get the machines on your network connected to the Internet over your ADSL broadband
connection.

The product supports PPPoA (RFC 2364 - PPP (Point-to-Point Protocol) over ATM Adaptation
Layer 5), RFC 1483 encapsulation over ATM (bridged or routed), PPP over Ethernet (RFC
2516), and IPoA (RFC1577) to establish a connection with ISP. The product also supports
VC-based and LLC-based multiplexing.

It is the perfect solution to connect a small group of PCs to a high-speed broadband
Internet connection. Multi-users can have high-speed Internet access simultaneously.

This product also serves as an Internet firewall, protecting your network from being
accessed by outside users. Not only provide the natural firewall function (Network Address
Translation, NAT), it also provides rich firewall features to secure user’s network. All
incoming data packets are monitored and filtered. Besides, it can also be configured to
block internal users from accessing to the Internet.



The product provides two levels of security support. First, it masks LAN users’ IP addresses
which are invisible to outside users on the Internet, making it much more difficult for a
hacker to target a machine on your network. Secondly, it can block and redirect certain
ports to limit the services that outside users can access. For example, to ensure that
games and other Internet applications will run properly, user can open some specific ports
for outside users to access internal services in network.

Integrated DHCP (Dynamic Host Control Protocol) services, client and server, allow
multiple users to get their IP addresses automatically on boot up from the product. Simply
set local machines as a DHCP client to accept a dynamically assigned IP address from DHCP
server and reboot. Each time local machine is powered up; the router will recognize it and
assign an IP address to instantly connect it to the LAN.

For advanced users, Virtual Service function allows the product to provide limited visibility
to local machines with specific services for outside users. An ISP (Internet Service
Providers) provided IP address can be set to the product and then specific services can be
rerouted to specific computers on the local network. For instance, a dedicated web server
can be connected to the Internet via the product and then incoming requests for HTML that
are received by the product can be rerouted to the dedicated local web server, even
though the server now has a different IP address. In this example, the product is on the
Internet and vulnerable to attacks, but the server is protected.

Virtual Server can also be used to re-task services to multiple servers. For instance, the
product can be set to allow separated FTP, Web, and Multiplayer game servers to share the
same Internet-visible IP address while still protecting the servers and LAN users from
hackers.



1.2 Features of the ADSL Modem/Router
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ADSL Multi-Mode Standard

supports downstream rates of up to 24 Mbps and upstream rates of up to 1 Mbps. It
also supports rate management that allows ADSL subscribers to select an Internet
access speed suiting their needs and budgets. It is compliant with Multi-Mode
standard (ANSI T1.413, Issue 2; G.dmt(G.992.1); G.lite(G992.2)), G.hs (G994.1)). The
Annex A is supported in different H/W platforms.

Fast Ethernet Switch

A 10/100Mbps fast Ethernet switch is built in with automatic switching between MDI
and MDI-X for 10Base-T and 100Base-TX ports. An Ethernet straight or cross-over
cable can be used directly for auto detection.

Multi-Protocol to Establish A Connection

Supports PPPoA (RFC 2364 - PPP over ATM Adaptation Layer 5), RFC 1483
encapsulation over ATM (bridged or routed), PPP over Ethernet (RFC 2516) and IPOA
(RFC1577) to establish a connection with the ISP. The product also supports VC-based
and LLC-based multiplexing.

Quick Installation Wizard
Supports a WEB GUI page to install this device quickly. With this wizard, end users can
enter the information easily which they get from their ISP, then surf the Internet
immediately.

Universal Plug and Play (UPnP) and UPnP NAT Traversal

This protocol is used to enable simple and robust connectivity among stand-alone
devices and PCs from many different vendors. It makes network simple and
affordable for users. UPnP architecture leverages TCP/IP and the Web to enable
seamless proximity networking in addition to control and data transfer among
networked devices. With this feature enabled, users can now connect to Net meeting
or MSN Messenger seamlessly.

Network Address Translation (NAT)

Allows multi-users to access outside resources such as the Internet simultaneously
with one IP address/one Internet access account. Many application layer gateway
(ALG) are supported such as web browser, ICQ, FTP, Telnet, E-mail, News, Net2phone,
Ping, NetMeeting, IP phone and others.

Firewall
Supports simple firewall with NAT technology and provides option for blocking access
from Internet, like Telnet, FTP, TFTP, WEB, SNMP and ICMP.



Domain Name System (DNS) relay

Provides an easy way to map the domain name (a friendly name for users such as
www.yahoo.com) and IP address. When a local machine sets its DNS server with this
router’s IP address, every DNS conversion request packet from the PC to this router
will be forwarded to the real DNS in the outside network.

Dynamic Domain Name System (DDNS)

The Dynamic DNS service allows you to alias a dynamic IP address to a static
hostname. This dynamic IP address is the WAN IP address. For example, to use the
service, you must first apply for an account from a DDNS service like
http://www.dyndns.org/.

PPP over Ethernet (PPPoOE): Provides embedded PPPoE client function to establish a
connection. Users can get greater access speed without changing the operation
concept, sharing the same ISP account and paying for one access account. No PPPoE
client software is required for local computer. The Automatic Reconnect and
Disconnect Timeout (Idle Timer) functions are provided, too.

Virtual Server: User can specify some services to be visible from outside users. The
router can detect incoming service request and forward it to the specific local
computer to handle it. For example, user can assign a PC in LAN acting as WEB server
inside and expose it to the outside network. Outside user can browse inside web
server directly while it is protected by NAT. A DMZ host setting is also provided to a
local computer exposed to the outside network, Internet.

Users can specify some services to be visible from outside users. The router can
detect incoming service requests and forward either a single port or a range of ports
to the specific local computer to handle it. For example, a user can assign a PC in the
LAN acting as a WEB server inside and expose it to the outside network. Outside users
can browse inside web servers directly while it is protected by NAT. ADMZ host setting
is also provided to a local computer exposed to the outside network, Internet.

Dynamic Host Configuration Protocol (DHCP) client and server

In the WAN site, the DHCP client can get an IP address from the Internet Service
Provider (ISP) automatically. In the LAN site, the DHCP server can allocate a range of
client IP addresses and distribute them including IP address, subnet mask as well as
DNS IP address to local computers. It provides an easy way to manage the local IP
network.

RIP1/2 Routing
Supports RIP1/2 routing protocol for routing capability.



@ Simple Network Management Protocol (SNMP)
It is an easy way to remotely manage the router via SNMP.

@ Web based GUI

Supports web based GUI for configuration and management. It is user-friendly and
comes with on-line help. It also supports remote management capability for remote
users to configure and manage this product.

@ Firmware Upgradeable
Device can be upgraded to the latest firmware through the WEB based GUI.

@ Rich management interfaces
Supports flexible management interfaces with local console port, LAN port, and WAN
port. Users can use terminal applications through the console port to configure and
manage the device, or Telnet, WEB GUI, and SNMP through LAN or WAN ports to
configure and manage the device.

1.3 Applications for the ADSL Modem/Router

Firewall




Installing the ADSL Modem/Router

2.1 Important note for using the ADSL Modem/Router

v' Do not use the ADSL Modem/Router in high humidity or high
temperatures.

v Do not use the same power source for the ADSL
Modem/Router as other equipment.

v" Do not open or repair the case yourself. If the ADSL

Modem/Router is too hot, turn off the power immediately and

have it repaired at a qualified service center.

Avoid using this product and all accessories outdoors. /
\

Warning

Ve

v" Place the ADSL Modem/Router on a stable surface.

v' Only use the power adapter that comes with the package. Using
L Attention a different voltage rating power adaptor may damage the router.

2.2 Package Contents
@ ADSL Modem/Router

CD-ROM containing the online manual
RJ-11 ADSL/telephone Cable
Ethernet (CAT-5 LAN) Cable

AC-DC power adapter (12V DC, 1A)



2.3 The Front LEDs

TW-EA501 ADSL modem

Y5 PWR

S

0000007

PPP ADSL 4

LED Meaning
1 PPP : @ Lit steady when there is a PPPoA / PPPOE connection.
. @ Lit when successfully connected to an ADSL DSLAM
2 ADSL: s ”
(“linesync™).
LAN Port @ Lit when connected to an Ethernet device.

3 1-4- @ Green for 100Mbps; Orange for 10Mbps.
) @ Blinking when data is Transmitted / Received.

4 SYS : @ Lit when the system is ready.

5 PWR : @ Lit when power is ON.




2.4 The Rear Ports

1 |PWR Connect the supplied power adapter to this jack.
After the device is powered on, press it to reset the device or
restore to factory default settings.
5 RESET 0-3 seconds: reset the device
6 seconds above: restore to factory default settings (this is
used when you can not login to the router, e.g. forgot the
password)
LAN
Connect a UTP Ethernet cable (Cat-5 or Cat-5e) to one of the
3 1R)§ 45_ 4X | four LAN ports when connecting to a PC or an office/home
f:onnector) network of 10Mbps or 100Mbps.
4 LINE Connect the supplied RJ-11 (“telephone’) cable to this port
when connecting to the ADSL/telephone network.




2.5 Cabling

One of the most common causes of problems is bad cabling or ADSL line(s). Make sure that
all connected devices are turned on. On the front of the product is a bank of LEDs. Verify
that the LAN Link and ADSL line LEDs are lit. If they are not, verify that you are using the
proper cables.

Ensure that all other devices connected to the same telephone line as your TW-EA501
router (e.g. telephones, fax machines, analogue modems) have a line filter connected
between them and the wall socket (unless you are using a Central Splitter or Central Filter
installed by a qualified and licensed electrician), and ensure that all line filters are
correctly installed and the right way around. Missing line filters or line filters installed the
wrong way around can cause problems with your ADSL connection, including causing
frequent disconnections



Basic Installation

The router can be configured with your web browser. A web browser is included as a
standard application in the following operating systems: Linux, Mac OS, Windows
98/NT/2000/XP/Me, etc. The product provides a very easy and user-friendly interface for
configuration.

3.1 Before Configuration

PCs must have an Ethernet interface installed properly and be connected to the router
either directly or through an external repeater hub, and have TCP/IP installed and
configured to obtain an IP address through a DHCP server or a fixed IP address that must be
in the same subnet as the router. The default IP address of the router is 192.168.0.254
and the subnet mask is 255.255.255.0 (i.e. any attached PC must be in the same subnet,
and have an IP address in the range of 192.168.0.1 to 192.168.0.253). The best and easiest
way is to configure the PC to get an IP address automatically from the router using DHCP. If
you encounter any problems accessing the router’s web interface it may also be advisable
to uninstall any kind of software firewall on your PCs, as they can cause problems
accessing the 192.168.0.254 IP address of the router. Users should make their own
decisions on how to best protect their network.

Please follow the steps below for your PC’s network environment installation. First of all,
please check your PC’s network components. The TCP/IP protocol stack and Ethernet
network adapter must be installed. If not, please refer to your Windows-related or other
operating system manuals.

” 07- 5' Any TCP/IP capable workstation can be used to communicate with or
through the TW-EA501. To configure other types of workstations,
please consult the manufacturer’s documentation.
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Configuring PC in Windows XP

5. Go to Start / Control Panel (in Classic
View). In the Control Panel,
double-click on Network Connections

6. Double-click Local Area Connection.

7. In the Local Area Connection Status
window, click Properties.

8. Select Internet Protocol (TCP/IP) and
click Properties.

B Control Panel

File Edit ‘“iew Favorites  Tools

Help

e @ ’ ’,\1 Search i . Folders v

Address {} Control Panel

ﬂ" Control Panel & g '.}:0 iﬁ
@ Switch to Category View

Modem ...

@

See Also
Printers and  Regional and  Scanners and
ﬂ Windows Update Faxes Language ... Cameras
(7)) Help and Support A @ =)
Scheduled Sounds and Speech
Tasks Audio Devices

v|G0

Phone and  Power Options

s

-4 Local Area Connection Status

- Local Area Connection Properties

General | suthentication || Advanced |

General | Supportl
Connection
Status: Connected
Druration: oo 19:32
Speed: 100.0 Mbps
Auchiveiby e
Sent ﬁ—l R eceived
R, SN
FPackets: 27 u]
d Properties q Dizable
=4
[ Clse ]

Connect using:

| EE ASUSTek/Broadocom 440:= 10100 Integrated Controllen

Thiz connection uses the following items:

1B Client for Microsoft B etworks

J=1 File and Frinter Sharing for Microsaolt Metwark s
A=l oS Packet Scheduler

Internet P

(C Froperice )]

i S~
Description

Transmission Control Protocol/lnternet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected nstveorks.

Llninstall

[ Show icon in notification area when connected

[ o= I

Carcel

11



9. Select the Obtain an IP address
automatically and the Obtain DNS
server address automatically radio
buttons.

10.Click OK to finish the configuration.

Configuring PC in Windows 2000

1. Go to Start / Settings / Control Panel.

In the Control Panel, double-click on
Network and Dial-up Connections.

2. Double-click Local Area Connection.

3. In the Local Area Connection Status
window click Properties.

12

Internet Protocol (TCPSIP) Properties

General | Alkernate Corfiguration

“¥ou can get IP settings assigned sutomatically if sour network. supports
thiz capability. Othenvize. you need ta ask pour retwark administoator for
l\_ !h= appropriste P settings.

(& Obtain an IP address automatically

) Use the following IP address:

™S [
(=) Obtain DMS server address automatically

() Use the following DMS server addresses:

- ]
]

o JI

Cancel |

1 Network and Dial-up Connections _|0 ﬂ

File Edit Wiew Favortes Tools Advanced Help

Gk v = - ‘ Qusearch Ty Folders (4 ‘ K xn | i

Address I Metwark and Dial-up Connections

]
1

2 Make New o
Network and Dial-up ~ Coedtion (€5
Connections

Local Area Connection
Type: LAN Connection
Status: Enabled

ASUSTek [Broadoom 440x 10/100
Inkeqrated Controller

fcd Jd

Local Area Connection Status

General I

— Connection

Status:
Druration:

Speed:

Connected
0E:16: 26
100.0 Mbps

— kit

Fackets:

=
Sent E=y ——  Received

12215 | 109,427

Properties

Disable |

Cloze I




4. Select Internet Protocol (TCP/IP) and
click Properties.

5. Select the Obtain an IP address
automatically and the Obtain DNS
server address automatically radio
buttons.

6. Click OK to finish the configuration.

Configuring PC in Windows 98/Me

1. Go to Start / Settings / Control Panel.
In the Control Panel, double-click on
Network and choose the
Configuration tab.

2. Select TCP/IP ->NE2000 Compatible,
or the name of your Network Interface
Card (NIC) in your PC.

Local Aarea Connection Properties

General I

Connect using

I ASUSTek ABroadcor 440< 104100 Inkegrated Controllsr

Components checked are used by thiz connection:

Client for Microsoft Mebworks
Fil= and Printer Sharing for kMicrosaft Mebworks
Internet ol [TCPAP)

Install... I U ninstall I Froperties I

— Description
Transmizsion Control Protocol/lntermest Protocol. The default
wide area netveork. protocol that prowvides communication
across diverse interconnected netvorks.

I Show icon in taskbar when connected

cd |

Internet Protocol (TCP/IP) Properties

General |

“ou ean get IF settings assigned autamatically if wour nebwork supports
this capability. Otheniss, vou need ta ask pour network administrator for
the appropriate |F settings.

£+ Obtain an IP address autamatically

I
[

" Obtain DMS server address automatically

— Use the following IP address:
IF addiess:
Submet mask:

O efault aateway:

— Use the following DNS server addresses:
Fiefered DHE| server: I . . E

Advanced... I

Alternate DNS server:

o 1

Cancel

Metwork

Coanfiguration I Identification I Access Control I

The fallowsing network. components are installed:

ticrosoft Family Logon
W ASUSTek /Broadcom 440= 104100 Integrated Contraller
& Dial-Up Adapter

=1

Add. .. I FRemove

Prirnary Metwork Logaon:

IMicrosoft Farmily Lagon

Eile and Print Sharing. .. I

D eszcription

TCPAIP iz the protocal you uze to connect to the Internet and
wide-area networks

Ok I Cancel
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3. Select the Obtain an IP address
automatica”y radio button. DNS E::fli;?.:atinn IIGatew:f\iax;a:S ConfilguratiDnNetﬁ:l'l:-l"-"-sddIESS I

A P address can be autormatically assigned to this computer.
If pour netveark, does not automatically assign IP addrezsses, aszk
pour nektwork administrator for an address. and then tepe it in
the space below

" {Obtain an |F address automatically

" Specify an IP address:

1F Addriess: | | I | |

Swbirel M asks | o . - |

(=19 I Cancel I

4. Then select the DNS Configuration
Bindinas | Advanced | NetBIOS |
ta‘b' DHS Config?,lration I G atevsay I WM S Configuration I IP Address

=i

5. Select the Disable DNS radio button

and click OK to finish the L o
configuration. S -

NS Serveny Seanet e

[ 1 I 1 | it |

[&r ey =t Srffiv Seareh W er

| Zielel

(]9 I Cancel

Configuring PC in Windows NT4.0

1. Go to Start / Settings / Control Panel. Network —
In the Control Panel, double-click on nd:n:mca:? |‘ Eis FioeE | Basae | R
Network and choose the Protocols tab. et

¥ NetBEUI Protocol
W NWLInk IPX/SPX Compatible Transport

2. Select T_CP/IP Protocol and click W
Properties.

— Description:

Transport Control Protocol/Internet Protocol. The default wide
area network protocol that provides communication across
diverse interconnected networks.

[ oK ] Cancel |
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3. Select the Obtain an IP address from a
DHCP server radio button and click OK.

IP Address | NS | wiINS address | Routing |

A P address can be automatically assigned to this nebworks card
by a DHCF server. If wour netwoark, does not hawve a DHCP server.
azk vour network. administrator for an address, and then tppe it in
the =pace below

— ¥ Specify an |P address

I Addiess [

sk [

Defsulbimatevra: !

(u].s I Cancel I A I

3.2 Factory Default Settings

Before configuring your, you need to know the following default settings.

@ Web Interface:
A Username: admin

X Password: admin

@ LAN Device IP Settings:
X IP Address: 192.168.0.254
A Subnet Mask: 255.255.255.0

@ ISP setting in WAN site:
X RFC 1483 LLC Bridge
X Auto support for VPI=0,14 and VCI=33,50,100 if auto-scan fails!
During the 1°* connection IP - traffic may take 2-4 minutes after boot.
Device will auto-scan correct parameters for ISP line on this period.
X NAT enabled

@ DHCP server:
X DHCP server is enabled.
X Start IP Address: 192.168.0.100
X IP pool counts: 100

15



3.2.1 Username and Password

The default username and password are “admin” and “admin’ respectively.

4 )

If you ever forget the password to log in, you may press the RESET
button up to 6 seconds to restore the factory default settings.

Attention

J

3.3 LAN and WAN Port Addresses
The parameters of LAN and WAN ports are pre-set in the factory. The default values are
shown below.

LAN Port WAN Port
IP address 192.168.0.254 Bridge is automatic
Subnet Mask 255.255.255.0 setting in WAN port.
DHCP server function Enabled
IP addresses for 100 IP addresses continuing from
distribution to PCs 192.168.0.100 through

192.168.0.199

16



3.4 Information from your ISP

Before configuring this device, you have to check with your ISP (Internet Service Provider)
what kind of service is provided such as PPPOE, PPPoA, RFC1483, or IPOA.

Gather the information as illustrated in the following table and keep it for reference.

PPPoE VPI/VCI, VC-based/LLC-based multiplexing, Username, Password,
Service Name, and Domain Name System (DNS) IP address (it can

be automatically assigned by your ISP when you connect or be set
manually).

PPPOA VPI/VCI, VC-based/LLC-based multiplexing, Username, Password,
and Domain Name System (DNS) IP address (it can be automatically
assigned by your ISP when you connect or be set manually).

RFC1483 Bridged VPI/VCI, VC-based/LLC-based multiplexing to use Bridged Mode.

RFC1483 Routed VPI/VCI, VC-based/LLC-based multiplexing, IP address, Subnet
mask, Gateway address, and Domain Name System (DNS) IP
address (it is fixed IP address).

17



3.5 Configuring with your Web Browser

Open your web browser, enter the IP address of your router, which by default is
192.168.0.254, and click “Go”, a user name and password window prompt will appear.
The default username and password are “admin’ and “admin”.

Connect to 192.168.0.254

Webadmin
User narne: | €7 admin w |
Password! |u-u |

Remember my passward

I Ok ][ Cancel ]

Congratulation! You are now successfully logon to the ADSL Modem/Router

18



Configuration

At the configuration homepage, the left navigation pane where bookmarks are provided
links you directly to the desired setup page, including:

@ Wizard Setup (wizard setup)

@ Advanced Setup (Password, LAN, WAN, NAT, Security, Dynamic DNS, Time Zone, Remote
Management Control, UPnP)

@ Static Route ( Current Route )

@ Maintenance (System Status, DHCP Table, Diagnostic, Firmware)

@ Logout.

Please see the relevant sections of this manual for detailed instructions on how to
configure your TW-EA501 router.

19



4.1 Wizard Setup

~3 Web Configurator - Microsoft Internet Explorer e 2] x|

File Edit ‘iew Favarites Toaols  Help ﬁ

dmBack - = - at | Qhsearch [GelFavorites fMedia ¢4 | By S
Address [&] hrtp:jf192.168.0.254 =] oo |Links »

& -

eﬁ I=WWell ADSL Modem/Router

—=—mmgglj

Wizard Setup- ISP Parameters for Internet

Access
Mode Im
Encapsulation IW
Multiplex m

Virtual Circuit ID
VP b
WC N

Mext |

|&] http:/f152.168.0.254 bottom_restart.htm [ [ | |4 meemet

4.1.1 Wizard Setup

Use the Wizard Setup screens to configure your system for Internet access settings and fill
in the fields with the information in the Internet Account Information table of the Compact
Guide or Read Me First. Your ISP may have already configured some of the fields in the
wizard screens for you.

20



Wizard Setup- ISP Parameters for Internet Access

Mode Routing
Encapsulation 1483 Bridged [P
Multiplex LLC »

Virtual Circuit 1D
WP a
W 33

@ Mode: Select Routing (default) if your ISP allows multiple computers to share an
Internet account. Otherwise select Bridge.

@ Encapsulation: Select the encapsulation type your ISP uses from the Encapsulation
drop-down list box. Choices vary depending on what you select in the Mode field.

If you select Bridge in the Mode field, select 1483 Bridged IP.

If you select Routing in the Mode field, select PPPoA, 1483 Bridged IP, 1483 Router IP or
PPPOE.

@ Multiplex: Select the multiplexing method used by your ISP from the Multiplex
drop-down list box either VC-based or LLC-based.

@ Virtual Circuit ID: VPI (Virtual Path Identifier) and VCI (Virtual Channel Identifier)
define a virtual circuit.

@ VPI: Enter the VPI assigned to you. This field may already be configured.

@ VCI: Enter the VCI assigned to you. This field may already be configured.

4.1.2 PPPoE

PPPoE ( PPP over Ethernet ) provides access control and billing functionality in a manner

similar to dial-up services using PPP. Select PPPoE from the Encapsulation in the first
wizard screen to display the screen as shown.

Wizard Setup- ISP Parameters for Internet Access

Mode Routing »
Encapsulation FFFoE b
Multiplex LLC %

Virtual Circuit ID
WP ]
WiC 33

21



Wizard Setup- ISP Parameters for Internet Access

Service Name

User Name Username
Password SEEEEEEE
IP Address

(%) Obtain an IP Address Automatically
() Static IP Address

Connection

) Cannect on Demand: Max ldle Timeout SEC
(&) Mailed-Up Connectian

Network Address Translation
Many to One  »

@ Service Name: Type the name of your PPPOE service here

@ User Name: Enter the user name exactly as your ISP assigned.

@ Password: Enter the password associated with the user name above.

@ IP Address: Type your ISP assigned IP address in the IP Address text box below.

@ Connection: Select Connect on Demand when you don't want the connection up all the
time and specify an idle time-out (in seconds) in the Max. Idle Timeout field

@ Network Address Translation: Select None, Many to One or Many to Many from the
drop-sown list box. Refer to the NAT chapter for more details.

4.1.3 1483 Routed IP

Select 1483 Router IP from the Encapsulation drop-down list box in the first wizard screen
to display the screen as shown.

Wizard Setup- ISP Parameters for Internet Access

Mode Houting =
Encapsulation 1453 Routed IP »
Multiplex LLC %

Virtual Circuit ID
WP o
W 33
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Wizard Setup- ISP Parameters for Internet Access
IP Address 0.0.0.0

Metwork Address Translation Many to One  #

Mext

@ IP Address: Type your ISP assigned IP address in the IP Address text box below.
@ Network Address Translation: Select None, Many to One or Many to Many from the
drop-sown list box. Refer to the NAT chapter for more details.

4.1.4 1483 Bridged IP

Select 1483 Bridged IP from the Encapsulation in the wizard screen to display the screen as
shown.

Wizard Setup- ISP Parameters for Internet Access

Mode Houting

Encapsulation 1453 Bridged P

Multiplex LLC »

Virtual Circuit ID

P ]

W 33
Wizard Setup- ISP Parameters for Internet Access
IP Address

() Obtain an IP Address Automatically
() Static IP Address

IP Address
Subnet Mask 0.0.0.0
Gateway 0000

Metwork Address Translation

Many to One |«

@ IP Address: Type your ISP assigned IP address in the IP Address text box below.

@ Subnet Mask: Enter a subnet mask in dotted decimal notation.

@ Gateway: You must specify a gateway IP address (supplied by your ISP) when you use
1483 Bridged IP in the Encapsulation field in the previous screen.

@ Network Address Translation: Select None, Many to One or Many to Many from the
drop-sown list box. Refer to the NAT chapter for more details.
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4.1.5 PPPOA

PPPoA stands for Point to Point Protocol over ATM Adaptation Layer 5 (AALS). It provides
access control and billing functionality in a manner similar to dial-up services using PPP.
Select PPPoA from the Encapsulation in the first wizard screen to display the screen as
shown.

Wizard Setup- ISP Parameters for Internet Access

Mode Routing +
Encapsulation FPPoA, i
Multiplex LLC =

Virtual Circuit ID
WE a
W 33

Wizard Setup- ISP Parameters for Internet Access

User Name Usernarme
P assword EEEEEEREE
IP Address

C

[

) Obtain an IP Address Automatically
O Static IP Address

Connection
() Connect on Demand: Max Idle Timeout SeC
%) Mailed-Up Connection

Network Address Translation
Many to One |+

| Back et

@ User Name: Enter the user name exactly as your ISP assigned.

@ Password: Enter the password associated with the user name above.

@ IP Address: Type your ISP assigned IP address in the IP Address text box below.

@ Connection: Select Connect on Demand when you don't want the connection up all the
time and specify an idle time-out (in seconds) in the Max. Idle Timeout field

@ Network Address Translation: Select None, Many to One or Many to Many from the
drop-sown list box. Refer to the NAT chapter for more details.
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4.1.6 Wizard Setup Configuration

Verify the settings in the screen shown next. To change the LAN information on the ADSL
Modem/Router, click Change LAN Configurations.

Wizard Setup- ISP Parameters for Internet Access

WAN Information:
hiode: Routing
Encapsulation: 1483 Bridged IP
hiultiplexing: LLC
WRINCE 0/33

IP Address: Obtain an IP Address Automatically
Metwark Address Translation: Many to One

LAN Information:
IF Address: 192.168.0.254
IF hask: 255.255.255.0
OHCPF: ON
Client IP Pool Starting Address: 192.168.0.100
mize of Client IP Poal: 100

[ Change LAN Configuration ]

[ oave Settings ]

If you want to change your ADSL Modem/Router LAN settings, click Change LAN
Configuration to display the screen as shown next.

25



Wizard Setup- ISP Parameters for Internet Access

LAN 1P Address 192.1658.0.254

LAN Subnet Mask 20525525510
DHCP

DHCF Server OM

Client IP Pool Starting Address 192 168.0.100

oize of Client [F Foaol 100

Primary ONS Sernver 0ooao

mecondary DMS Server 0.0.0.0

| Back | | Finish |

@ LAN IP Address: Enter the IP address of TW-EA501 in dotted decimal notation, for
example, 192.168.0.254 (factory default).

@ LAN Subnet Mask: Enter a subnet mask in dotted decimal notation.

@ DHCP Server: From the DHCP Server drop-down list box, select On to allow ADSL
Router to assign IP addresses, an IP default gateway and DNS servers to computer systems
that support the DHCP client. Select Off to disable DHCP server. When DHCP server is used,
set the following items:

@ Client IP Pool Starting Address: This field specifies the first of the contiguous
addresses in the IP address pool.

@ Size of Client IP Pool: This field specifies the size or count of the IP address pool.

@ Primary DNS Server: Enter the IP addresses of the DNS servers. The DNS servers are
passed to the DHCP clients along with the IP address and the subnet mask.

@ Secondary DNS Server: Enter the IP addresses of the DNS servers. The DNS servers are
passed to the DHCP clients along with the IP address and the subnet mask.

4.1.7 Wizard Setup Configuration
The ADSL Modem/Router automatically tests the connection to the computer(s) connected

to the LAN ports. To test the connection from the ADSL Router to the ISP, click Start
Diagnose. Otherwise click Return to Main Menu to go back to the Site Map screen.
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Wizard Setup- ISP Parameters for Internet Access

Your DSL Gateway is now configured. Your device is capable of testing your DSL service. The
individual tests are listed below. Click "Stant Diagnose” button if you want to test; otherwise, click
“Return to Main Menu" button.

LAMN connections

Test your Ethernet Connection PASS
WAN connections
Test ADSL synchronization N/A
Test ADSLIATM OAM) loopback test N/A
Test PFP/PPFPOE sener connection N/A
Fing default gateway N/A
[ Start Diaghose ] [ Return to Main Menu ]

-

”07'5 # |f you cannot access the Internet, open the web configurator again to
E\ confirm that the Internet settings you configured in the Wizard Setup are

correct.

\_
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4.2 Advanced setup

3 Web Configurator - Microsoft Internet Explorer - : ===
File Edit Wiew Favorites Tools  Help h
=Back - = - &3 it | f04Search  [GefFavorites  GfMedia &% | Ey- S
Address I@http;mgz,ma,u,zm :l G |Links » @y -
%@’I’Eﬂﬂb [I®  ADSL Modem/Router
T m—=mmaNi

Password

Qld I
Password

[ ey I
Password

Retype to I
canfirm

Please record your new password whenever you change it. The
system will lock you out if you hawve forgotten your password.

Apply | Reset |

trol
IPnF

@ Dane l_ l_ ’_ |4 Internet

4.2.1 Password

In factory setting, the default password is admin, and that for user is also password. You
can change the default password to ensure that someone cannot adjust your settings
without your permission. Every time you change your password, please record the
password and keep it at a safe place.

Password
21d Passwiord | |

Mlewy Password | |

Retype to confirm | |

Please record your new password whenever you change it. The system will lock you out if you have
forgotten your password.

[a‘-\pply] [ Reset ]
@ OId Password: Type the default password or the existing password you use to access the
system in this field.
@ New Password: Type the new password in this field
@ Retype to confirm: Type the new password again in this field.
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4.2.2 LAN

Click LAN to open the following screen.

LAN - Setup

DHCP
OHCF Serer ¥
Client IP Fool Starting Address 192.168.0.100
oize of Client [P Foal 100
Frimary DNS Server 0.0.0.0
secondary DS Senar 0.0.00
Remote DHCF Server MNAA

TCP/IP
IF Address 192.1658.0.264
IF Subnet Mask 255285 255 10
RIF Direction Mone “
RIF “ersion AR, e
bulticast Mane b

[Apply ] [ Feset ]
@ DHCP:
If set to Server, your ADSL Modem/Router can assign IP addresses, an IP default gateway
and DNS servers to Windows 95, Windows NT and other systems that support the DHCP
client.
If set to None, the DHCP server will be disabled.
If set to Relay, the ADSL Modem/Router acts as a surrogate DHCP server and relays DHCP
requests and responses between the remote server and the clients. Enter the IP address of
the actual, remote DHCP server in the Remote DHCP Server field in this case.
When DHCP is used, the following items need to be set
Client IP Pool Starting Address: This field specifies the first of the contiguous addresses in
the IP address pool.
Size of Client IP Pool: This field specifies the size or count of the IP address pool.
Primary DNS Server: Enter the IP addresses of the DNS servers. The DNS servers are passed
to the DHCP clients along with the IP address and the subnet mask.
Secondary DNS Server: Enter the IP addresses of the DNS servers. The DNS servers are
passed to the DHCP clients along with the IP address and the subnet mask.
Remote DHCP Server: If Relay is selected in the DHCP field above then enter the IP
address of the actual remote DHCP server here.
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@ TCP/IP

IP Address: Enter the IP address of ADSL Router in dotted decimal notation, for example,
192.168.0.254 (factory default).

IP Subnet Mask: The default is 255.0.0.0. User can change it to other such as
255.255.255.0.Type the subnet mask assigned to you by your ISP (if given).

RIP Direction: Select the RIP direction from None, Both, In Only and Out Only.

RIP Version: Select the RIP version from RIP-1, RIP-2B and RIP-2M.

Multicast: IGMP (Internet Group Multicast Protocol) is a network-layer protocol used to
establish membership in a Multicast group - it is not used to carry user data. The ADSL
Modem/Router supports both IGMP version 1 (IGMP-v1) and IGMP-v2. Select None to
disable it
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4.2.3 WAN Setup

A WAN (Wide Area Network) is an outside connection to another network or the Internet.
And allows the user to set the configuration for the WAN/ADSL ports.
To change ADSL Modem/Router’s WAN remote node settings, click WAN.

Apply

31



4.2.3.1 Half Bridge

Mame P
Active Yos »
Maode Routing =
Encapsulation PPPFoE -
Multiplax LLC

Wirtual Circuit 1D
VP o
VI 32
AT QoS Type UBR =

Cell Rate
Peak Cell Hate L call'sec
Sustain Cell Rate L cellfsec
Maximurm Burel Size ! o

Login Information
Samice Mame
User Blame USEmams
Password ~—  ssssssss
IP Address
& Dibtain an 1P Address Automatically
Ol Static IP Address

IP Address

Subnet Mask 0.000.0

Gateway 0.0oo
Conneclion

) Zonnect on Demand: Max Idle Tirmeoul sac

(=) Mailed-LIp Connection
TCP MSE Option
TCF MSS5M meana use default) i'l byles

!Ba-_-k [ lﬂ-pp '.f] | Razel |

@ Name: Enter the name of your Internet Service Provider

@ Mode: Select Routing (default) or Bridge

@ Encapsulation: select Bridge in the Mode field, select either PPPoA or RFC 1483.
select Routing in the Mode field, select PPPoA, RFC 1483, ENET ENCAP or PPPoOE.
Multiplex: Select the method of multiplexing used by your ISP. Choices are VC or LLC.
@ Virtual Circuit ID: VPI and VCI define a virtual circuit.

VPI: The valid range for the VPI is 0 to 255

VCI: The valid range for the VCI is 32 to 65535

@ ATM QoS Type: Select CBR to specify fixed (always-on) bandwidth for voice or data
traffic. Select UBR for applications that are non-time sensitive, such as e-mail. Select VBR
for burst traffic and bandwidth sharing with other applications.
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@ Cell Rate: Cell rate configuration often helps eliminate traffic congestion that slows
transmission of real time data such as audio and video connections.

Peak Cell Rate: Divide the DSL line rate (bps) by 424 (the size of an ATM cell) to find the
Peak Cell Rate (PCR).

Sustain Cell Rate: The Sustain Cell Rate (SCR) sets the average cell rate (long-term) that
can be transmitted.

Maximum Burst Size: Maximum Burst Size (MBS) refers to the maximum number of cells
that can be sent at the peak rate.

@ Login Information: PPPoA and PPPOE encapsulation only.

Service Name: Type the name of your PPPOE service here

User Name: Enter the user name exactly as your ISP assigned.

Password: Enter the password provide by your ISP.

@ Connection: The schedule rule(s) have priority over your Connection settings.
Nailed-Up Connection: Select Nailed-Up Connection when you want your connection up all
the time.

Connect on Demand: Select Connect on Demand when you don't want the connection up all
the time and specify an idle time-out in the Max Idle Timeout field

Max Idle Timeout: Specify an idle time-out in the Max Idle Timeout field

@ TCP MSS Option: This will increase the current MSS limit to the number specified,
hence the tweak test will report Max Packet Size as the specified number plus 40*.

4.2.4 NAT

The NAT (Network Address Translation - NAT, RFC 1631) is the translation of the IP address
of a host in a packet. The default setting is Dynamic NAPT. It provides dynamic Network
Address Translation capability between LAN and multiple WAN connections, and the LAN
traffic is routed to appropriate WAN connections based on the destination IP addresses and
Route Table. This eliminates the need for the static NAT session configuration between
multiple LAN clients and multiple WAN connections.
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4.2.4.1 Selecting the NAT Mode

NAT - Mode

Metwork Address Translation
() Mane
(*) Many ta One Edit Details
O Many to Many Edit Details

@ None: Select this radio button to disable NAT

@ Many to One: Select this radio button if you have just one public WAN IP address for
your router.

Edit Details: Click this link to go to the NAT - Edit Port Mapping rule screen

@ Many to Many: Select this radio button if you have multiple public WAN IP addresses for
your router.

Edit Details: Click this link to go to the NAT - Address Mapping Rules screen.

4.2.4.2 Configuring Edit Port Mapping

Click NAT, Select Many to One and click Edit Details to open the following screen.

NAT - Edit Port Mapping Rule

Start Part Mo. End Fart Mo IP Address
All ports All ports 0.000

0.0.0.0

—

0.0.0.0
0.0.0.0
0.0.00
0.0.0.0
0.0.0.0
0.0.0.0

0o @ =] @M ;N R W M

D000

-
=

0.0.0.0
0.0.0.0

=
-
o e O ) o Y

o I O e e N R o O ) o O

12 0.0.00

ISave] [ Reset ]
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@ Start Port No.: Enter a port number in this field.
@ End Port No.: Enter a port number in this field.
@ IP Address: Enter your server IP address in this field.

4.2.4.3 Configuring Address Mapping

To change your ADSL Modem/Router’s address mapping settings, click NAT, Select Many to
Many and click Edit Details to open the following screen.

NAT - Address Mapping Rules
Local Start IP Local End IP Global Start IF Global End IF Type
Rule 1
Rule 2
Rule 3
Rule 4
Rule 5
Rule 6
Rule 7
Rule 8
Rule 9
Rule 10

Back

@ Local Start IP: This is the starting Inside Local IP Address. Local IP addresses are N/A for
Server port mapping.

@ Local End IP: This is the end Inside Local IP Address (ILA). If your rule is for all local IP
addresses, then enter 0.0.0.0 as the Local Start IP address and 255.255.255.255 as the
Local End IP address. This field is N/A for One-to-one and Server mapping types.

@ Global Start IP: This is the starting Inside Global IP Address (IGA). Enter 0.0.0.0 here if
you have a dynamic IP address from your ISP. You can only do this for Many-to-One and
Server mapping types.

@ Global End IP: This is the ending Inside Global IP Address (IGA). This field is N/A for
One-to-one, Many-to-One and Server mapping types.

Q@ Type:

1-1: One-to-one mode maps one local IP address to one global IP address. Note that port
numbers do not change for the One-to-one NAT mapping type.

M-1: Many-to-One mode maps multiple local IP addresses to one global IP address. This is
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equivalent to Many to One (i.e., PAT, port address translation).

M-M Ov (Overload): Many-to-Many Overload mode maps multiple local IP addresses to
shared global IP addresses.

MM No (No Overload): Many-to-Many No Overload mode maps each local IP address to
unique global IP addresses.

Server: This type allows you to specify inside servers of different services behind the NAT
to be accessible to the outside world.

4.2.4.4 Editing an Address Mapping Rule

To edit an address mapping rule, click the rule’s link in the NAT Address Mapping Rules
screen to display the screen shown next.
NAT - Edit Address Mapping Rule 1

Type One-to-Cne b
Local Start IP 0.0.0.0
Local End IP A,
Global Start [P 0.0.0.0
Global End [P [,
Sener Mapping Set MNAA v | Edit Details
[Applj,r I [ Reset ] [ Delete ]
@ Type:

1-1: One-to-one mode maps one local IP address to one global IP address. Note that port
numbers do not change for the One-to-one NAT mapping type.

M-1: Many-to-One mode maps multiple local IP addresses to one global IP address. This is
equivalent to Many to One (i.e., PAT, port address translation).

M-M Ov (Overload): Many-to-Many Overload mode maps multiple local IP addresses to
shared global IP addresses.

MM No (No Overload): Many-to-Many No Overload mode maps each local IP address to
unique global IP addresses.

Server: This type allows you to specify inside servers of different services behind the NAT
to be accessible to the outside world.

@ Local Start IP: This is the starting Inside Local IP Address (ILA). Local IP addresses are
N/A for Server port mapping.

@ Local End IP: This is the end Inside Local IP Address (ILA). If your rule is for all local IP
addresses, then enter 0.0.0.0 as the Local Start IP address and 255.255.255.255 as the
Local End IP address. This field is N/A for One-to-one and Server mapping types.
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@ Global Start IP: This is the starting Inside Global IP Address (IGA). Enter 0.0.0.0 here if
you have a dynamic IP address from your ISP.

@ Global End IP: This is the ending Inside Global IP Address (IGA). This field is N/A for
One-to-one, Many-to-One and Server mapping types.

@ Server Mapping Set: Only available when Type is set to Server.

Select a number from 1 to 10 from the drop-down menu to choose a server set from the
NAT - Address Mapping Rules screen.

Edit Details: Click this link to go to the NAT - Edit Port Mapping rule screen to edit a server
set that you have selected in the Server Mapping Set field.

4.2.5 Security

Inbound direction of Packet Filter rules to prevent unauthorized computers or applications
accessing your local network from the Internet.

You can choose all filter rules by yourself, and the security is offer to some sections: Telnet,
FTP, TFTP, Web, SNMP and Ping.

Internet Security

Your device provides the following filter rules

L] Telnet Telnet traffic is blocked from the YWAN to the LAN
L] FTP FTP traffic is blocked from the WAN to the LAMN
O] TFTP TFTP traffic is blocked from the VWARN to the LAMN
L] wyeh Web traffic is blocked fram the WWAN to the LAN
] SmP SMMP traffic is blocked fram the YWAN

L] Ping Fing traffic is blocked from the YWAM

[ Apply ] [ Reset ]
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4.2.6 Dynamic DNS

The Dynamic DNS function allows you to alias a dynamic IP address to a static hostname,
allowing users whose ISP does not assign them a static IP address to use a domain name.
This is especially useful for hosting servers via your ADSL connection, so that anyone
wishing to connect to you may use your domain name, rather than having to use your
dynamic IP address, which changes from time to time. This dynamic IP address is the WAN
IP address of the router, which is assigned to you by your ISP.

You will first need to register and establish an account with the Dynamic DNS provider
using their website, for example http://www.dyndns.org/

Dynamic DNS
L] Active
Senice Provider WYY DynDNS ORG «

Host Mame
E-rmail Address
User
Fassword

[] Enahle Wildcard

[Apply ] [ Reset ]

@ Active: Select this check box to use dynamic DNS.

@ Service Provider: Select the name of your Dynamic DNS service provider.

@ Host Name: Type the domain name assigned to your ADSL Modem/Router by your
Dynamic DNS provider.

@ E-mail Address: Type your e-mail address.

@ User: Type your user name.

@ Password: Type the password assigned to you.

@ Enable Wildcard: Select this check box to enable DYNDNS Wildcard.
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4.2.7 Time Zone

The router does not have a real time clock on board; instead, it uses the Simple Network
Time Protocol (SNTP) to get the current time from an SNTP server outside your network.
Choose your local time zone. After a successful connection to the Internet, the router will
retrieve the correct local time from the SNTP server you have specified. If you prefer to
specify an SNTP server other than those in the drop-down list, simply enter its IP address as
shown above. Your ISP may provide an SNTP server for you to use.

Time Zone

Time Server

Ilse Time Server when Bootup | Mone A

Time Server IP Address MAA

Time Zone (GMWT) Greenwich Mean Time : Dublin, Edinburgh, Lisbon, Londar »
[ Daylight Saving

Start Date rmaonth day

End Date rmanth dary

[ calibrate systern clock with Tirme Server now.

(Attention! This may take up to 60 seconds if Time Server is unreachahble).
Date

Current Date

Mew Diate fana-rim-dd) 2000 -m - |01
Time

Current Tirme

Mewy Tirme oo 129 11

[ Apply ] [ Feset ]

Time Server:

@ Use Time Server when Bootup: Select the time service protocol that your time server
sends when you turn on the Router. Not all time servers support all protocols, so you may
have to check with your ISP/network administrator or use trial and error to find a protocol
that works.

The main difference between them is the format.

Daytime (RFC 867) format is day/month/year/time zone of the server.

Time (RFC 868) format displays a 4-byte integer giving the total number of seconds since
1970/1/1 at 0:0:0.

The default, NTP (RFC 1305), is similar to Time (RFC 868).

Select None to enter the time and date manually.
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@ Time Server IP Address: Enter the IP address of your time server. Check with your
ISP/network administrator if you are unsure of this information.

@ Time Zone: Choose the time zone of your location. This will set the time difference
between your time zone and Greenwich Mean Time (GMT).

@ Daylight Savings: Select this option if you use daylight savings time. Daylight saving is a
period from late spring to early fall when many countries set their clocks ahead of normal
local time by one hour to give more daytime light in the evening.

@ Start Date: Enter the month and day that your daylight-savings time starts on if you
selected Daylight Savings.

@ End Date: Enter the month and day that your daylight-savings time ends on if you
selected Daylight Savings.

@ Calibrate system clock with Time Server now: Click this button to have your Router
use the time server (that you configured above) to set its internal system clock.

Please wait for up to 60 seconds while the ADSL Modem/Router locates the time server. If
the ADSL Modem/Router cannot find the time server, please check the time server
protocol and its IP address. If the IP address was entered correctly, try pinging it for
example to test the connection.

Date

@ Current Date: This field displays the date of your ADSL Modem/Router.

Each time you reload this page, the router synchronizes the time with the time server.
@ New Date (yyyy-mm-dd): This field displays the last updated date from the time
server.When you select None in the Use Time Server when Bootup field, enter the new
date in this field and then click Apply.

Time

@ Current Time: This field displays the time of your router. Each time you reload this
page, the ADSL Modem/Router synchronizes the time with the time server.

@ New Time: This field displays the last updated time from the time server.

When you select None in the Use Time Server when Bootup field, enter the new time in
this field and then click Apply.
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4.2.8 Remote Management

Remote management allows you to determine which services/protocols can access which
ADSL Modem/Router interface from which computers.

You can configure the router for remote Telnet access or upload and download router
firmware and configuration files using FTP. To use this feature, your computer must have
an FTP client. And can use the ADSL Modem/Router’s embedded web configurator for
configuration and file management.

Remote Management Control

Server Type Access Status Fort Secured Client [P
Telnet All v 23 (0.0.0.0
FTF All b 21 0.0.00
Wieh All v an (0.0.0.0
[ Apply ] [ Feset ]

@ Server Type: Each of these labels denotes a service that you may use to remotely
manage the ADSL Modem/Router.

@ Access Status: Select the access interface. Choices are All, LAN Only, WAN Only and
Disable.

@ Port: This field shows the port number for the remote management service. You may
change the port number for a service in this field, but you must use the same port umber
to use that service for remote management.

@ Secured Client IP: The default 0.0.0.0 allows any client to use this service to remotely
manage the ADSL Modem/Router. Type an IP address to restrict access to a client with a
matching IP address.

4.2.9 UPnP

UPNP offers peer-to-peer network connectivity for PCs and other network devices, along
with control and data transfer between devices. UPnP offers many advantages for users
running NAT routers through UPnP NAT Traversal, and on supported systems makes tasks
such as port forwarding much easier by letting the application control the required
settings, removing the need for the user to control advanced configuration of their device.
Both the user’s Operating System and the relevant application must support UPnP in
addition to the router. Windows XP and Windows Me natively support UPnP (when the
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component is installed), and Windows 98 users may install the Internet Connection Sharing
client from Windows XP in order to support UPnP. Windows 2000 does not support UPnP.
UPNP
[] Enable the Universal Plug and Playil lPnP) Service

[ ] Allow users to make configuration changes through LIFnP

[Apply ] [ Reset ]

@ Enable the Universal Plug and Play (UPnP) Service: Select this checkbox to activate
UPnP. Be aware that anyone could use a UPnP application to open the web configurator's
login screen without entering the ADSL Modem/Router 's IP address

@ Allow users to make configuration changes through UPnP: Select this check box to
allow UPnP-enabled applications to automatically configure the ADSL Modem/Router so
that they can communicate through the ADSL Modem/Router, for example by using NAT
traversal, UPnP applications automatically reserve a NAT forwarding port in order to
communicate with another UPnP enabled device; this eliminates the need to manually
configure port forwarding for the UPnP enabled application.

4.2.9.1 Installing UPnP in Windows Example

Follow the steps below to install the UPnP in Windows Me.

Step 1. Click Start and Control Panel. Double-click Add/Remove Programs.

Step 2. Click on the Windows Setup tab and select Communication in the Components
selection box. Click Details.

Add/Remove Programs Properties Ed E3
Install/Uninstall  “indows Setup I Startup Disk, I
To add or remove a component, select or clear the check box. IF

the check box iz shaded, only part of the component will be
inztalled. To zee what's included in a component, click Details.

LComponents:

[ [E] Accessibility DOMB =
¥ [F Accessories 13.8 MB
[ [EENAddress Book, 1.5 B
P2 & Communications
=] E‘ Desktop Themes 5.9 ME _v_l
Space uzed by installed components: 428 MB
Space required: 0.0 kB
Space available on disk: 2674.4 MB
— Description

Includes acceszories to help pou connect ta other computers

and onlineg services.

5 of 9 components selected

Hawe Disk... |
()4 I Cancel | e e |1 I

42



Step 3. In the Communications window, select the Universal Plug and Play check box in the

Components selection box.
[Conmunicabens x]

Tﬂh“.:urplr-'l.nh:lﬂ'-:h-:klnlr-n‘:lnu-
comporerd rure, of chear Thes chisck bos Fypou do not sanl ha
iretdlil & shaded bixs means that only pl ol the component -l
bairalaled. To smewhat's inch ded in @ componend, cick Detabe

Componants
el @ Nethlenting FETT
=] Fhone Dialer 14 %] :]
| & VYriusl Firesln Nobvaxking n0OHB ﬁ
Spaes waed by iretsled comp orenis: L2 WE
Spacs regand DOHE
Soaos o allahi e an sk 652 HE
[ETe

Li'nl-:rHF' ard -'ﬂ:hl:-'rh_r_nm

|
[ o ] caa |
Step 4. Click OK to go back to the Add/Remove Programs Properties window and click

Next.
Step 5. Restart the computer when prompted.

Follow the steps below to install the UPnP in Windows XP.
Step 1. Click Start and Control Panel.
Step 2. Double-click Network Connections.

Step 3. In the Network Connections window, click Advanced in the main menu and select

Optional Networking Components ....

‘,!; Hetwork Connections

File Edit Wew Favorites Tools BOGEEERES Help

Operator-Assisted Dialing

- ™)
@Back _/I -ﬁ ra 5 Dial-up Preferences...

Address 'e- Metwork Connections Metwork Identification. ..
Bridge Connections

Advanced Settings. ..
Cptional Metworking Components. .

-—T

| | e R e e e B

The Windows Optional Networking Components Wizard window dlsplays
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Step 4. Select Networking Service in the Components selection box and click Details.

Windows Optional Networking Components Wizard

Windows Components
Y'ou can add or remove components of Windows #P.

To add or remove & component, click the checkbos A shaded box means that only
part of the companett will be installed. To zee what's included in a companent, click

Dretailz.

Compaonents:

O Eg] b anagement and Maonitaring Tools 1.9ME
®l 2o Met ng S 0.3 ME
[ E; Other Metwaork. File and Print Services 0.0HMBE

Description:  Containg a variety of specialized, network-related services and protocols.

Tatal dizk space required: 0.0 rE -
Details...
Space avallable on disk: 2739.3 ME —=

¢ Back I Memt = ll Cancel ]

Step 5. In the Networking Services window, select the Universal Plug and Play check box.
Step 6. Click OK to go back to the Windows Optional Networking Component Wizard
window and click Next.

Networking Services &l

To add or remove a component, click the check box. & shaded box means that only part
of the component will be inztalled. To see what's included in a component, click Details.

Subcomponents of Metwarking Services:

Internet Gateway Device Discovery and Control Client 0.0MB
[ = RIP Listerer 0.0 ME
| Simple TCP/IP Services 0.0MB

iverzal Flug and Play 0.2 MB

Dezcription;  Allows your computer to dizcover and control Univerzal Plug and Play

devices.
Total digk space required: 0.0 MB T
Space available on disk: 2789.2 MB

QK. ] [ Cancel
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Auto-discover Your UPnP-enabled Network Device

Step 1. Click start and Control Panel. Double-click Network Connections. An icon displays
under Internet Gateway.
Step 2. Right-click the icon and select Properties.

o
= Hehworkc Conneciens

Fle £k Waw Faroies Tools  Advenced  Halp

ﬂe-adr-_J r S Boerch [ Fokders | [TEE]-

frt e | Metwork Connediors

F3

rlisark Tacks

o
# homa on imal
T

o
¥
i

L3 '-u'lc Ehin v beacr
des
i Aana

B Viewistsbe of this
oo

[ e seftings of this
Trrertne

Step 3. In the Internet Connection Properties window, click Settings to see the port
mappings there were automatically created.

® Internet Connactinng Praparties

Gancrd

Cornect o the Inlernet wsing
W Irdere Cornection

T his comy=iiot: abams youd [ canre ok o e Indenes ] Hrough =

1= morn echan o arotee compube

I Sl .. I
] St mom in pectilicador anca when canecked
[ ek ][ cwca |

Step 4. You may edit or delete the port mappings or click Add to manually add port
mappings.

Acvancad Settirgs

Teorwices

S | T sareoee 1A e O poir real mear b, Baat Falanmsd e oooan
L]

Seraren
rarmce [ 1IX DT OSOC D] | OO0A TEP

B mornece (1821 821 BR0E5H 2017 LDE
= romoex (1921 651 31 7281 25007 LD
H w1921 02710073100 A7 TOP

0K ] Ca ol ]
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Rierviee Setlings

Dres=ciiphion of zardce
|Te=al.

Hame or | P addr=s= [for erample 192.169.0012] of e
caompiiier hosing this ssivice on oo nebsork
|'|E|2.1E:EI.1.11

Exiemal FPort number fan Hhis serdce

[143 " TCP . UDP
Inteiral Fort mumber far Hhis seraces

|-|4:1

Step 5. Select Show icon in notification area when connected option and click OK. An icon
displays in the system tray

._p Internet Conneckion is now connecked |
Click here for mors information. .

& uanps - Paint 2B adapM

Step 6. Double-click on the icon to display your current Internet connection status.

'E Ivteer et Connectionn 5tatos
Geneal |
Irierel G s=aay
Slalus: Conreched
Diursti on: OCDSE
Speed: 100.0 Wbps
Apliviy
Intermet Izt Galersy My Compule:
! < 4
Packelsx
Senl: g E1E
Asc=ved: 5543 TIE
| Progesizn | [ Disabe |
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Web Configurator Easy Access

With UPnP, you can access the web-based configurator on the ADSL Modem/Router without
finding out the IP address of the ADSL Modem/Router first. This comes helpful if you do not
know the IP address of the ADSL Modem/Router.

Follow the steps below to access the web configurator.

Step 1. Click Start and then Control Panel.

Step 2. Double-click Network Connections.

Step 3. Select My Network Places under Other Places.

%% Network Connections r;”E”')Zl
File Edit ‘iew Faworites Tools  Adwvanced Help -'I.;t
@ Back - e T l.‘ﬂ; /jj Search lt Faolders v .
Address | Metwork Connections v| oo

==  LAN or High-Speed Internet
Metwork Tasks

. -9, Local Area Connection
[G] <reate a new connection Enahled

¥ Set up a home or small Q& ASUSTek Broadcom +40x 10/, ..
= office network,

See Also 2
j.) Metwork Troubleshooker
=

Other Places

B Control Pansl
&

ﬂ:“_i My Docurnenks
y_-? My Computer

Details

Network Connections
System Folder

Step 4. An icon with the description for each UPnP-enabled device displays under Local
Network.

Step 5. Right-click on the icon for your ADSL Modem/Router and select Invoke. The web
configurator login screen displays.

47



. My Network Places

File Edit View Fawvorites Tools Help

\3} Back \a) L‘-’; p Search [L_ Folders v

Address @ My Metwork Places

Local Network
Network Tasks

4 =
éz Add a netwaork place 51004 \Wireless ADSL Router
g _ Internet Sharing Gateway
ﬂ__‘ Wiew network connections il

@ Set up a home or small
office network

5% Yigw workgroup computers

Other Places

@ Deskkop

g My Computer

=y My Documents
I Shared Documents
©2y Printers and Faxes

Details

My Network Places
System Folder

Step 6. Right-click on the icon for your ADSL Modem/Router and select Properties. A
properties window displays with basic information about the ADSL Modem/Router.

4.3 Static Route

3 Web Configurator - Microsoft Internet Explorer

=121

Fil= Edit ‘Wiew Favorites Tools  Help

dmBack - = - D fat | Qsearch [GalFavorites Evedia (4 | By S

Address [&] http://192.168.0.254

x| @an |Links ®

&1 -

{ TE®
%@'Z’EJF ell ADSL Modem/Router

Static Route List

Route Mame
nt Bniita Route 1

Maintenance Route 2

Route 3

Route 4

Route 3

Route 6

Route 7

Route &

Route 9

RESTART LOGOUT

|&] Done l_ l_ l_ |4 Internet
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4.3.1 Current Route

If you have another router with a LAN-to-LAN connection, you may create a static routing
on the router that is the gateway to Internet.

Static Route List

Route Marme
Route 1
Route 2
Route 3
Route 4
Route 5
Route 6
Route 7
Route 8

Route 9

Static Route - Route 1

Active Mo #
Marme

Destination [P 0.0.0.o
Subnet Mask aooao
Gateway [P 0000
Mletric a
Frivate Mo »

[Eian:k] [ Submit ] [Reset ]

@ Active: Whether the connection is currently active.
@ Name: Enter the name of your Internet Service Provider

@ Destination IP : This is the destination subnet IP address.
@ Subnet Mask : It is the destination IP addresses based on above destination subnet IP

@ Gateway IP : This is the gateway IP address to which packets are to be forwarded.
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@ Metric : It represents the cost of transmission for routing purposes. The number need
not be precise, but it must be between 1 and 15.
@ Private : This parameter determines if the Prestige will include the route to the remote

node in its RIP broadcasts. Set “Yes”, it is kept private and is not included in RIP
broadcasts. Set “No”, the remote node will be propagated to other hosts through RIP
broadcasts.

4.4 Maintenance

Use the maintenance screens to view system information, upload new firmware, manage
configuration and restart your ADSL Modem/Router

~3 Web Configurator - Microsoft Internet Explorer - - 2] x|

File Edit ‘iew Favarites Toaols  Help ﬁ

smBack -~ o= - () at | Qhsearch [GelFavorites fMedia ¢4 | By S

Address [&] hrtp:jf192.168.0.254 =] oo |Links »| @y -
eﬁ elell ADSL Modem/Router
__"'"--.l'lﬂ'

System Status d
System Status
Systern Mame :  router
oo 2.2 1B(WS2 B2)3.0.10
DSL Fyw TrendChip, Fwt'er3.0.10.3 A TC
“ersion: Hwi/er T14 F7_0.0Multi-Mode
Standard: Multi-rode
WAN Information:
IP Address: 0.0.0.0
IF Subnet Mask: 0.0.0.0
gziaetxlrtay: ]

Primary OMS: 0.0.0.0
Secondary DNS: 0.0.0.0

WRIMTI: 0/ 33
LAN Information: |-
|&] Done l_ l_ ’_ |4 Internet
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4.4.1 System Status

System Status

System Status

aystem Mame router

RAS FAN Wersion: 2.2 16(WY52 BZj3.0.10
D=L FYY Yersion: TrendChip, Fwier3.0.10.3 A TC HeierT14.FF_0.0Multi-hode
Standard: Multi-Mode
WAN Information:

IP Address: 0.0.0.0

IF Subnet Mask: 0.0.0.0

Default Gateway: 0.0.0.0

Frimary DN 0.0.0.0

Secondary DNS: 0.000

WRINCI: 0f 33

LAN Information:

MWAC Address: 00:04: ed:01:23:45

IF Address: 192 1658 0.264

IF Subnet Mask: 206255255 10

OHCF: SErver

DHCP Start [P: 192.168.0.100

OHCF Fool Size: 100

[ Show Statistics

System Status:

@ System Name: This is the name of the router. It is for identification purposes.
@ RAS F/W Version: This is the firmware version and the date created.

@ DSL FW Version: This is the DSL firmware version associated with your router
@ Standard: This is the standard that the router is using.

WAN Information:

@ IP Address: This is the WAN port IP address

@ IP Subnet Mask: This is the WAN port IP subnet mask.

@ Default Gateway: This is the IP address of the default gateway
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@ VPI/VCI: This is the Virtual Path Identifier and Virtual Channel Identifier that you
entered in the first Wizard screen.

LAN Information

@ MAC Address: This is the MAC (Media Access Control) or Ethernet address

@ IP Address: This is the LAN port IP address.

@ IP Subnet Mask: This is the LAN port IP subnet mask.

@ DHCP Server: This is the WAN port DHCP role - Server, Relay or None.

@ DHCP Start IP: This is the first of the contiguous addresses in the IP address pool.
@ DHCP Pool Size: This is the number of IP addresses in the IP address pool.

4.4.2 System Statistics

Read-only information here includes port status and packet specific statistics. Also
provided are "system up time" and "poll interval(s)".

a Web Configurator Statistics - Microsoft Intermet Explorer

System up Time: 0:07:46

CPU Load: 5.91%
WAN Port Statistics:
Link Status: Down

Upstrearm Speed: 0 khps
Downstrearn

apeed: REER
Mode- Tx Rx Lip
L otatus TxPkts RxPkts Errors sl el
13 e
FPPE [dle 1] ] ] 1] 0 00000

LAN Port Statistics:
Status TxPkts HxPkts Collisions:
Lp 543 458K 1]

Poll Intervalfs) : 5 |

E o R

@ System up Time:This is the elapsed time the system has been up
@ CPU Load: This field specifies the percentage of CPU utilization.
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@ WAN Port Statistics: This is the WAN port.

@ Link Status: This is the status of your WAN link.

@ Transfer Rate: This is the transfer rate in kbps.

@ Upstream Speed: This is the upstream speed of the router

@ Downstream Speed: This is the downstream speed of the router

@ Node-Link: This field displays the remote node index number and link type. Link types
are PPPOA, ENET, RFC 1483 and PPPOE.

@ LAN Port Statistics: This is the LAN port

@ Interface: This field displays the type of port

@ Status: For the WAN port, this displays the port speed and duplex setting if you're using
Ethernet encapsulation and down (line is down), idle (line (ppp) idle), dial (starting to
trigger a call) and drop (dropping a call) if you're using PPPoE encapsulation.For a LAN port,
this shows the port speed and duplex setting.

@ TxPkts: This field displays the number of packets transmitted on this port.

@ RxPkts: This field displays the number of packets received on this port.

@ Errors: This field displays the number of error packets on this port.

@ Tx B/s: This field displays the number of bytes transmitted in the last second.

@ Rx B/s: This field displays the number of bytes received in the last second.

@ Up Time: This field displays the elapsed time this port has been up.

@ Collisions: This is the number of collisions on this port.

@ Poll Interval(s): Type the time interval for the browser to refresh system statistics.

@ Set Interval: Click this button to apply the new poll interval you entered in the Poll
Interval field above.

@ Stop: Click this button to halt the refreshing of the system statistics.

4.4.3 DHCP Table

DHCP (Dynamic Host Configuration Protocol, RFC 2131 and RFC 2132) allows individual
clients to obtain TCP/IP configuration at start-up from a server.

DHCP Table

Host Hame P Address MAC Address

@ Host Name: This is the name of the host computer.

@ IP Address: This field displays the IP address relative to the Host Name field

@ MAC Address: This field displays the MAC (Media Access Control) address of the
computer with the displayed host name.
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4.4 .4 Diagnostic

These read-only screens display information to help you identify problems with the ADSL
Modem/Router.

Diagnostic

Zeneral

General Disgnostics.

DEL Line

DSL Line Disgnostics.

4.4.4.1 Diagnostic-General

Diagnostic - General

- Info -
TCP/IP

Address
System

[ Feset System

@ TCP/IP Address: Type the IP address of a computer that you want to ping in order to
test a connection.

@ Ping: Click this button to ping the IP address that you entered.

@ Reset System: Click this button to reboot the ADSL Modem/Router. A warning dialog
box is then displayed asking you if you're sure you want to reboot the system. Click OK to
proceed.
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4.4.4.2 Diagnostic DSL Line

Diagnostic - DSL Line

- Info -

[ Reset ADSL Line ] [ Upstream Moise Margin ]

[ AT Status ] [ Downstream Moise Margin ]
[ ATh Loopback Test ]

@ Reset ADSL Line: Click this button to reinitialize the ADSL line. The large text box
above then displays the progress and results of this operation

@ ATM Status: Click this button to view ATM status.

@ ATM Loopback Test: Click this button to start the ATM loopback test. Make sure you
have configured at least one PVC with proper VPIs/VCls before you begin this test. The
ATM loopback test is useful for troubleshooting problems with the DSLAM and ATM
network.

@ Upstream Noise Margin: Click this button to display the upstream noise margin.

@ Downstream Noise Margin: Click this button to display the downstream noise margin.

4.4.5 Firmware

Your router’s “firmware” is the software that allows it to operate and provides all its
functionality. Think of your router as a dedicated computer, and the firmware as the
software it runs. Over time this software may be improved and modified, and your router
allows you to upgrade the software it runs to take advantage of these changes.

To upgrade the firmware of ADSL Modem/Router, you should download or copy the
firmware to your local environment first. Press the “Browse...”” button to specify the path
of the firmware file. Then, click “Upgrade” to start upgrading. When the procedure is
completed, ADSL Modem/Router will reset automatically to make the new firmware work.
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Firmware

Firmware Upgrade

To upgrade the internal router firrmvware, browse to the location of the
firrmware (ras) upgrade file and click upload.

E!ﬁh. | Browse... I Upload

CONFIGURATION FILE

Click Reset to clear all user-defined configurations and return to the
factory defaults.

Heset !

@ File Path: Type in the location of the file you want to upload in this field or click
Browse ... to find it.

@ Browse...: Click Browse... to find the .ras file you want to upload. Remember that you
must decompress compressed (.zip) files before you can upload them.

@ Upload: Click Upload to begin the upload process. This process may take up to two
minutes.

@ Reset: Click this button to clear all user-entered configuration information and return
the ADSL Modem/Router to its factory defaults. Refer to the Resetting the ADSL
Modem/Router section.

After two minutes, log in again and check your new firmware version in the System Status
screen.

If the upload was not successful, the following screen will appear. Click Back to go back to
the Firmware screen.

Error Message:

ERROR: FAIL TO UPDATE DUE TO... The uploaded file was not accepted by the router.

e )

DO NOT power down the router or interrupt the firmware upgrading while
it is still in process. Improper operation could damage the router.

\ Warnina j
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4.4.6 Restart

Click Restart with option Current Settings to reboot your router (and restore your last
saved configuration).

RESTART

Restart Router

After restarting. Please wait for several seconds to let the system

; % Current Settings
Hestart Router with

Restart I

If you wish to restart the router using the factory default settings (for example, after a
firmware upgrade or if you have saved an incorrect configuration), select Factory Default
Settings to reset to factory default settings.

" Factory Default Settings

You may also reset your router to factory settings by holding the small Reset pinhole button
on the back of your router in for 10-12 seconds whilst the router is turned on.

4.5 Logout

To exit the router’s web interface, choose Logout. Please ensure that you have saved the
configuration settings before you logout.

Be aware that the router is restricted to only one PC accessing the configuration web pages
at a time. Once a PC has logged into the web interface, other PCs cannot get access until
the current PC has logged out of the web interface. If the previous PC forgets to logout,
the second PC can access the page after a user-defined period, by default 3 minutes.

LOGOUT

Thank you for using the Web-based Configurator.

Goodbye
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Troubleshooting

If the ADSL Router is not functioning properly, you can refer first to this chapter for simple
troubleshooting before contacting your service provider. This could save your time and
effort but if the symptoms persist, then consult your service provider.

Problems starting up the router

[Problem [Correcthercton ]

None of the LEDs are | Check the connection between the adapter and the router.
on when you turn on | If the error persists, you may have a hardware problem. In
the router. this case you should contact technical support.

You have forgotten Try the default login and password, please refers to Chapter
your router login 3. If this fails, you can restore your router to its factory
and/or password. settings by holding the Reset button on the back of your
router for 6 seconds above.

Problems with the WAN Interface

|

Initialization of the | Ensure that the telephone cable is connected properly from
PVC connection the ADSL port to the wall jack. The ADSL LED on the front
(*“linesync”) failed. | panel of the router should be on. Check that your VPI, VCI,
encapsulation type and type of multiplexing settings are the
same as those provided by your ISP. Reboot the router GE. If
you still have problems, you may need to verify these
settings with your ISP.




Frequent loss of
ADSL linesync
(disconnections).

Ensure that all other devices connected to the same
telephone line as your router (e.g. telephones, fax
machines, analogue modems) have a line filter connected
between them and the wall socket (unless you are using a
Central Splitter or Central Filter installed by a qualified and
licensed electrician), and ensure that all line filters are
correctly installed and the right way around. Missing line
filters or line filters installed the wrong way around can
cause problems with your ADSL connection, including
causing frequent disconnections.

Problems with the LAN Interface

Problem

Corrective Action

Can’t ping any PCs
on the LAN.

Check the Ethernet LEDs on the front panel. The LED should
be on for a port that has a PC connected. If it is off, check
the cables between your router and the PC. Make sure you
have uninstalled any software firewall for troubleshooting.

Verify that the IP address and the subnet mask are
consistent between the router and the workstations.

59



60

Declaration of Conformity

Manufacturers Name:  TalaWall OY
Massfseturere Address:  Alhotie 14 b
04430 Jarvenpaa

declares thal the product

TeleWell TW-EAS01 ADSL modem

Mefoded Name:

Typeof Froduet:

eonforms 1y the fol lowing Product Speci icationg:
Galely. ENGOISO (1992) + AT (1993 + A2 (1253) + AJ(TREG) + AL (T99T) « ATT (109

EMC: BN 55022 (1958) Class i
EN 55024 (1956)
EN 61000-3-2 (1995)
EN 671000-3-3 ( 1994)

Supplémenta ey Lol mation

The product hesewith complies with the neguerernents of the Low Voliage Disective T3/23EER
the EMC Directive 820336/EEC, and the RETTE Directive 199% S5EC (Annex 1) and carmes

CE-marking soonrdingly. q } }7
jarvenpas riveann 17.01.2005 L_.& S

Crencnil Managcr



