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About This Manual

This section guides users on how to use the manual effectively. The manual contains
information needed to install, configure, and operate TAINET's VENUS Series VoIP
Gateway. The summary of this manual is as follows:

Chapter 1: Overview

Chapter 2: Hardware Installation

Chapter 3: Configuration and Management
Chapter 4: Web Base Management

Chapter 5: Edit Configuration File

Chapter 6: Maintenance and Troubleshooting
Appendix A: Supplemental Telephone Features

Appendix B: Abbreviation

Appendix C: Flow Chart for Code Determination
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Symbols Used in This Manual

3 types of symbols may be used throughout this manual. These symbols are used to
advise the users when a special condition arises, such as a safety or operational hazard,
or to present extra information to the users. These symbols are explained below:

4 N

® Warning:

This symbol and associated text are used when death or
injury to the user may result if operating instructions are
not followed properly.

- /

Caution:
A

CAUTION | This symbol and associated text are used when damages
to the equipment or impact to the operation may result if
\ operating instructions are not followed properly.

)

4 N

Note:

0 This symbol and associated text are used to provide the
users with extra information that may be helpful when
following the main instructions in this manual.
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Chapter 1. Overview

1.1

Product Overview

TAINET VENUS Series, a critical part of the Next Generation Network (NGN),
functions as an interface gateway unit between the legacy Public Switched
Telephone Network (PSTN) and the IP packet network by performing the
conversion of the analog voice traffic to/from the IP-based media stream.

VENUS Series is a Voice-over-IP (VolP) Gateway that provides cost-effective
and quality voice service over global IP packet network (Internet or Intranets)
for end-users, and, in the meanwhile, lowers the installation and maintenance
effort. With analog voice interface connecting to user’s existing telephone
handset or PABX, and the Ethernet interface connecting to the service
providers' IP network, VENUS Series bridges the PSTN and IP network.

Depending on the installed firmware, VENUS Series supports both Session
Initiation Protocol (SIP) and Media Gateway Control Protocol (MGCP), which
comply with IETF RFC 3261 and RFC 3435 respectively. This document is only
for VENUS Gateways installed with SIP firmware.

VENUS Gateway allows traditional PSTN users to make phone calls over the
Internet without changing their telephone operating procedure. Using a Proxy
Server or SoftSwitch together with the VENUS Series, service providers or
telecom companies are able to provision integrated voice and data service
over the IP network to their customers. Features like billing, accounting and
network management supported by the SoftSwitch are available as well.

VENUS Series installed with SIP firmware provides the following services and
functions:

B Support SIP protocol, which complies with IETF RFC 3261 standard.
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Venus 2832 Series support up to 32 analog voice interfaces for traditional
POTS (Plain Old Telephone System) equipments (telephone handset,
FAX machines, ... etc).

Modularized analog FXS (Foreign Exchange Station) or FXO (Foreign
Exchange Office) telephony cards provide 8, 16, 24, or 32 telephone
interfaces for various customers. Each telephone interface can drive at
least three telephone handsets through up to 4 Km (13K feet) of 24 AWG
copper lines.

Support ITU-T standard voice codecs.

Apply quality VoIP technologies including: Real-time voice packet
encapsulation and voice play-out based on the Real-Time Protocol (RTP),
Adaptive Jitter Buffer, Echo Cancellation (ITU-T G.168/165) ,
Compensation for Loss of Packet, Voice Activity Detection (VAD) and
Silence Suppression.

Support T.30 Transparent FAX service or T.38 FAX Relay.

Supplemental Class 5 features like Call Forwarding, Caller ID
Display/Blocking, Call Returning, Speed Dial, Call Waiting, Call Transfer,
Voice Message Indication, Hotline, and 3-way Conferencing... etc can be
easily supported.

Use static IP address assignment or obtain the dynamic IP address from a
DHCP (Dynamic Host Configuration Protocol) Server or BootP (Bootstrap
Protocol) Server.

Provide DHCP server function on LAN port.
Provide PSTN life-line feature as backup.

Support PPPoE function (Point-to-Point Protocol over Ethernet),
NAT/NAPT function (Network Address Translation/Network Address Port
Translation), port-based VLAN, VLAN ID and priority tagging, and QoS
function that including IEEE 802.1p and IEEE 802.1Q

Support RFC-2833 RTP payload for DTMF Digits, Telephony Tones and
Telephony Signals

Provide Terminal User Interface via the console port ~ TELNET or web
browser for easy and quick local or remote configuration and monitoring.
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Provide SNMP MIB for integrating into service providers’ SNMP
management system.

Support TFTP protocol for remote software upgrade and configuration file
download.

User Interface is protected with User ID and Password from unauthorized
users.

Provide two user accounts with two levels of access privilege.

Compact 1U-High desktop unit with ear brackets for mounting up to a 19”
shelf.

Provides a flexible dialing principles, as well as speed dial using hot key,
and hotline direct dial functions.
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1.2

Applications

VENUS Series, designed as a desktop or rack-mount unit, can be easily
installed in a telecommunication equipment room of a building. It uses the
standard 10/100 Base-T Ethernet to connect to the service providers' IP
backbone through the router or data communication equipment. Up to 32
traditional telephone handsets or FAX machines located in the rooms at each
floor of the building can be connected to the VENUS Series telephone ports
using copper wires (Figure 1-1). With various management features supported
on VENUS Series, service providers or telecomm companies can provide
toll-quality voice service to the customers. The deployment of an intelligent IP
packet network for integrated data and voice service with billing, accounting,

and management features can be soon built up.
FXS Ports

|

Pt

Management/Bill
Rowter VENUS Series

producis

e
DataRase

Figure 1-1 - Typical SIP VolP Application

Large or median sized enterprises are able to build-up the high quality, cheap
or free, private voice service based on the Intranet or Extranet network by
deploying VENUS Series units at corporate HQ and local branch offices. The
VENUS Series communicates with the SoftSwitch/SIP Proxy Server installed at
corporate HQ through managed IP leased line, such as DDN (Digital Data
Network) leased line or VPN (Virtual Private Network) network. With the
scalable voice capacity feature provided by VENUS Series, enterprises can
install proper amount of telephone interfaces for each branch (Figure 1-2).
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Enterprise Metwork
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Mini-Enterprise Sulsidiary Company SOHO Network

Management/Hill
Server

Figure 1-2 - Enterprise VoIP Intranet Application

For the Multi-Tenants Units (MTU) or Multi-Dwelling Units (MDU) markets, such
as a hotel or campus, VENUS Series performs as a voice access platform to
accommodate the voice-over-IP traffics from all the users. Thanks to the
convenience of adding new Ethernet nodes, new VENUS Series units can be
installed easily to extend the amount of users. To support more VENUS Series
media gateway allows service providers to provide cost effective and quality
voice services with minimum capital investment and maintenance cost.

MU Building/College/Hotel Haspital

® ®
> ®

| E .%wem:s Serics

Ethernet Switch

TP Metwork .

ManagementBill (g0 and Access
Server

H\thcm
@ HOME T
| oM

Figure 1-3 - MTU/MDU Application

The advantages of using VENUS Series, the high port density CPE (Customer
Premise Equipment) Gateway, are

B Lower installation effort
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B Easier maintenance

B Competitive per port price
B High voice quality

B Available feature extension

B Consuming less public IP addresses which are valuable resources
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1.3 Product Description

1.3.1 Hardware Architecture

VENUS 2832 Series is a compact sized, 1U high desktop VolP Gateway, and
is installable onto a standard 19” Rack. Sub-series letter “A” is for 100~230V
AC power and “D” for -36~ -72V DC power. Installation guide can be found in
Chapter 3.

VENUS 2832SA+/D+ has three I/O slots on the back panel, two for Voice
Modules (Support up to 32 Voice ports) and one for Ethernet I/F module.

'..¢Tiil‘tl1.l¥i.‘¢lltl.it-;-.-“. TMVENUSEESZ

Figure 1-4 - The Front View of VENUS 2832A+ and 2832SD+
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Figure 1-5 - The Rear View of VENUS 2832SA+
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Figure 1-6 - The Rear View of VENUS 2832SD+

& Bentwork cand (-]

ULtk LA&M

ﬁl FX35 LINE CARD Iﬁl

ol—e

& Beatwork cand £+

ULtk LA&M

g FX5 LINE CARD -]

o l——jo)

VENUS 2832SAE+/DE+ is an elite base unit that has three I/O Slots on the
back panel, only one is for Voice Modules (Support up to 16 voice ports) and
one for Ethernet I/F module. The slot three is unused.

" s t . 4 s t H TAINET VENUS 2832

Figure 1-7 — The Front View of VENUS 2832AE+ and 2832SDE+
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Figure 1-8 - The Rear View of VENUS 2832SAE+
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Figure 1-9 - The Rear View of VENUS 2832SDE+

VENUS 2808S/2808+S is a compact standalone VolP Gateway with AC power;
built-in 8 channels Voice Processing capacity and 1 PSTN port for dial-line
backup.

(LN VENUS 78

Figure 1-10 - The Front and Rear view of VENUS 2808S

VENUS 2804S is a SOHO VolP Gateway with AC-DC power adaptor; built-in 4
channels Voice Processing capacity and 1 PSTN port for dial-line backup.

Figure 1-11 - The Front and Rear view of VENUS 2804S

1.3.1.1 VENUS Series Base Unit

B VENUS 2832SA+/2832SAE+: Base Unit with AC power supply

B VENUS 2832SD+/2832SDE+: Base Unit with DC power supply

1.3.1.2 Voice Modules

B FXS-8: 8-port FXS analog voice module with 50-pin RJ-21 Telecom
Connector

B FXS-8A : 8-port FXS analog voice Add-On module
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B FXO-8 : 8-port FXO analog voice module with 50-pin RJ-21 Telecom
Connector

B FXO-8A : 8-port FXO analog voice Add-On module

The analog telephone interface is supported by VENUS Series. Figure 1-3
shows the FXS-8 Voice Module which provides 8 FXS ports for connecting to
the telephone handsets. Additional FXS-8A add-on Module can be mounted on
to the FXS-8 Voice Module for capacity extension to provide total of 16 FXS
ports, as illustrated in Figure 1-4.

Figure 1-5 shows the FXO-8 Voice Module which provides 8 FXO ports for
connecting to the telephone handsets. Additional FXO-8A or FXS-8A add-on
Module can be mounted on to the FXO-8 Voice Module.

Remark :

The FXS-8A / FXO-8A Add-on module is the capacity extention module to be
mounted onto the FXS-8 / FXO-8 voice module for increasing voice capacity to
16 FXS / FXO interface. With 2 sets of FXS-8 / FXO-8 plus FXS-8A / FXO-8A
card installed in slot#3 and slot#4, total of 32 POTS ports can be provided.

FXO-8 module can carry FXO-8A or FXS-8A add-on module, but FXS-8
module can carry FXS-8A module only. The FXS-8 cannot carry FXO-8A
module

O

Figure 1-12 - The 8-port FXS Module (FXS-8)
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Figure 1-14 - The FXO-8 Module with an Add-on Module Mounted on the Top

1.3.1.3 Ethernet Switch Modules

B UTP-1: Single port Fast Ethernet (10/100BaseTX) card

B UTP-2 : Dual-port Fast Ethernet (10/100BaseTX) Switch card, with QoS
and VLAN support

B UTP-2F : Single Fiber Optical Fast Ethernet and single 10/100BaseTX
Ethernet Port

© ©@

10/100Base-T

[ ]

Figure 1-15 - UTP-1 Module

10
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1.3.14

1.3.2

@ Network card @

Up-Link LAN

[ L0

Figure 1-16 - UTP-2 Module

@ Fiber Optical @

100Base-FX LAN

O | ]

Figure 1-17 - UTP-2F Module

Accessories (Refer to O for detailed description)

B Copper Wire Cable (RJ-21 Male connector convert to 50 copper wires )
B Fan-Out cable (RJ-21 Male connector convert to 16 x RJ-11 connectors )
B RJ-21to RJ-11 Adapter panel

B RJ-21to RJ-11 conversion (2 x RJ-21 connectors convert to 32 x RJ-11
connectors)

B 50-pin Extension Cable (RJ-21 Male connector convert to RJ-21 Female
connector)

Software Architecture

Applying advanced VolP technology; VENUS Series uses powerful DSP
(Digital Signal Processor) and CPU (Central Processing Unit) to build up a high
performance Media Gateway platform. Running over an embedded
Multi-tasking Real-Time Operating System, network protocols can be handled
efficiently. Architecture of multiple DSPs for performing voice processing
concurrently guarantees highest voice quality. Both the DSP and CPU software
can be remotely upgrade for feature enhancement.

VENUS Series provides several different ways for equipment management:

B Terminal User Interface via the Console port for local management

11
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1321

1.3.2.2

1.3.2.3

B Terminal User Interface via Telnet for remote management
B Terminal User Interface via Web browser fro remote management

B SNMP Management

Console Port

By using the VT-100/ANSI compatible terminal emulation software, such as
Microsoft HyperTerminal, user is able to configure VENUS Series via the
Console port at the front panel. Refer to Chapter 3 for detailed Terminal Ul
description.

Telnet

VENUS Series can be managed through a Telnet connection. The User
Interface format and the management functions provided by TELNET are
exactly the same as the console port. To maintain the consistency of
configuration, only one single user is allowed to login the terminal user
interface via the console port or Telnet at the same time.

Web Browser

The gateway allows users to make settings using a web browser, must enable
Web function of the Venus configuration item first. After opening a browser,
enter gateway'’s IP address as the website address in order to enter the Web
configuration screen as shown in the following diagram. (IE Browser used for
example)

12
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1.3.24
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Figure 1-18 - Web Browser

SNMP Management

The embedded SNMP agent in VENUS Series allows the device to be
managed by the SNMP management system.

13
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1.4 Technical Specifications

Table 1-1 - VENUS Series Technical Specification

Items

Specification

Base Unit

Number of slots for voice module per unit:

VENUS 2832SA+/D+: 2 voice slots

VENUS 2832SAE+/DE+: 1 voice slot

VENUS 2808S: 1 on-board voice slot

VENUS 2808S+: built-in 8 voice channel, no voice slot
VENUS 2804S+: built-in 4 voice channels, no voice slot

Number of slots for Ethernet switch module per unit:

VENUS 2832SA+/D+: 1 Ethernet switch module slot
VENUS 2832SAE+/DE+: 1 Ethernet switch module slot
VENUS 2808S: built-in 2 Ethernet ports.

VENUS 2808S+: built-in Ethernet ports.

VENUS 2804S+: built-in 2 Ethernet ports.

Maximum Number of VolP Channels supported:

VENUS 2832SA+/D+: 32 voice channels
VENUS 2832SAE+/DE+: 16 voice channels
VENUS 2808S: 8 voice channels.

VENUS 2808S+: 8 FXS voice channels.
VENUS 2804S: 4 FXS voice channels.

Console Port:

Type: RS-232, DCE mode
Connector: DB-9 Female
Format: 115,200bps, no parity, 8 data bits, 1 stop bit

WAN Interfaces:

IEEE 802.3u 10/100BaseT Fast Ethernet port with
auto-negotiation

Indicators:

PWR LED: Power Status

SYS ALM LED: System Status and Diagnosis Indication
10/100BT LED: Link Status of the 10/100BT Ethernet
port

UP LINK LED: Link Status

LAN LED: Network Card interface status

WAN LED: Network Card interface status

E1/T1 LED: E1/T1 interface status (reserved)

VOICE CHANNEL 1~32 LED: Hook and Ring status of
the voice channels

14
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¢ RST Push Button: RESET
(For Venus 2832SA+/2832SAP/2832SAE+ only)

Power Supply
AC power model: 100V ~ 230VAC, 50~60 Hz
DC power model: -36V ~ -72 VDC

FXS Telephone
Interface channel

Signaling Type: FXS loop start driving 2-wire analog
telephone handsets or G3 FAX machines

(FXS-8 and e Number of Ports per Card: 8 FXS ports per card with
FXS-8A) optional add-on card for 8 more FXS ports (Combine
FXS-8 and FXS-8A to support 16 FXS interfaces)
e Input Impedance: 600-ohm termination mode
e Return Loss: > 20dB from 200Hz to 3.4KHz
e Attenuation/Frequency Distortion: ITU-T G.712
Compliant
e Group Delay: ITU-T G.712 Compliant
o Total Distortion: ITU-T G.712 Compliant
o Longitudinal balance: <45 dB from 200Hz to 3.4K Hz
° Gain:
A/D: -3 +- 0.2dB at 1KHz
D/A: -3 +- 0.2dB at 1KHz
o« DC Feed Current: 25mA current limited
e Line Current Detection: <10mA
e Ringer Frequency: 20Hz (17~40Hz selectable)
e Ringer Output Voltage:>40Vrms, 3 REN
¢ Ringing Current Limit: 200mA current limited
e Signaling Format: DTMF or pulse dial
« Idle State Voltage: Vtip-ring < 48V, and Vring<Vtip <
Y
e 50-pin female RJ-21 Telco connector
e« Optional fan-out cable (50-pin connector to RJ-11
plugs) for wiring or testing
o Long haul (up to 3,000m of 24 AWG lines) design
FXO Telephone |Electronic Spec
Interface channel
(FXO-8 and o Signaling Type: FXO Loop Start
FXO-8A) e Number of Ports per Card: 8 FXO ports per card with

optional add-on card for 8 more FXO ports (Combining
FXO-8 and FXO-8A to support 16 FXO interfaces)

o Line Impedance: 600-ohm termination mode

15
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Return Loss: > 20dB from 200Hz to 3.4KHz

Attenuation/Frequency Distortion: ITU-T G.712
Compliant

Group Delay: ITU-T G.712 Compliant

Total Distortion: ITU-T G.712 Compliant

Longitudinal balance: <45 dB from 200Hz to 3.4K Hz

Gain:
A/D: -3 +- 0.2dB at 1KHz
D/A: -3 +- 0.2dB at 1KHz

Leakage Current < 10uA

On-hook Resistance > 10Mohm

DC Current Limit; 133mA

Caller ID Detection

Signaling Format: DTMF

50-pin female RJ-21 Telco connector

Ring Detection

Ring Detection Frequency: 17~40Hz (configurable)

Ring De-bounce: < 200ms (configurable)

Ring Cadence:
Inter-Pulse < 550ms (Configurable)
Inter-Cycle < 5000ms (Configurable)

Auto Answer after Ring: 1 ring (Configurable)

Line Disconnection

Detection of the Disconnection Tones: (User
Configurable)

Busy Tone
Reorder Tone
Congestion Tone

Long Dial Tone without Dialing: 10 seconds

Line Reversal Detection

Voice Codec

ITU-T G.711 p-Law (64Kbps)

ITU-T G.711 A-Law (64Kbps)

ITU-T G.723.1 (6.3K/5.3Kbps)

ITU-T G.729A (8Kbps)

ITU-T G.726 (16K/24K/32K/40Kbps)

Tone Generation
and Detection

DTMF, Call Progress tones (Dial tone, Busy tone,
Ring back tone, Congestion tone, Off-hook notice tone,
etc)

16




Chapter 1 Overview

V.21/V.25/\V.8 tone detection for automatic
data/fax/voice switch over to G.711 voice coder

Quality « Voice Activity Detection (VAD)
Enhancement
Technologies

o Silence Suppression

o Comfort Noise Generation (CNG)

o Adaptive Jitter Buffer

o« Echo Cancellation (ITU-T G.165/G.168 compliant)
« Compensation for Loss of Packet

e In-band or Out-band DTMF Relay

e Selectable TX/RX Gain Controls

Call Signaling e |IETF RFC-3261 Session Initiation Protocol (SIP)
(Call Control)
Protocols

Voice Packet o« |ETF RFC-1889 Real Time Protocol (RTP)

Encapsulation IETF RFC-2833 RTP payload for DTMF Digits,
Telephony Tones and Telephony Signals

Media
Description
Protocol

IETF RFC-2327 Session Description Protocol (SDP)

Internet Protocols|e  TCP/IP, UDP, ARP/RARP, ICMP, Telnet, DNS Client,
BootP Client, DHCP Client/Server, SNMP Client, TFTP
Client, PPPoE, RIP /Il and NAT

QoS « |EEE 802.1p

« VLAN (ID, priority) tagging, port-based VLAN
IP Address e Static or Dynamic using DHCP or BootP client
Assignment
FAX over IP e Fax Auto-detection

e T.30 Transparent FAX

e FAX Relay Mode: ITU-T T.38 Real Time G3 FAX over
IP protocol supporting ITU-T V.21, V.27ter, V.29 and
V.17 up to 14,400bps

Management Console, Telnet, Web Browser, proprietary

authentication and SNMP management

Remote Upgrade Software download and Configuration file download
& Remote via TFTP
Provisioning

Circumstance e Operating Temperature: 0°C ~ 50°C
o« Storage Temperature: -10°C ~ 70°C

e Relative Humidity: 10% ~ 90% (non-condensing)

17
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Physical
Dimension

437 W x 44 H x 286 D mm

EMC Compliant

EN 50081-2, EN 50081-2
FCC Part 15 Class A
CE mark

Safety Compliant

EN-60950
FCC Part 68
UL/CSA

18




Chapter 1 Overview

1.5

Standard Compliance

VENUS Series complies with the following standards and protocols:

B |TU-T Codec Standard

B |TU-T V.21/V.25/V8 — FAX /| Modem Answer Tone

B |TU-T G.168/G.165 Digital network echo cancellers

B |[ETF RFC 3261 — SIP (Session Initiation Protocol)

B |[ETF RFC 2327 — SDP (Session Description Protocol)
B |[ETF RFC 2976 — SIP INFO Method

B |[ETF RFC 3262 — Reliability of Provisional Responses in Session Initiation
Protocol (SIP)

B |ETF RFC 3264 — An Offer/Answer Model with Session Description
Protocol (SDP)

B |[ETF RFC 3265 — SIP - Specific Event Notification
B |[ETF RFC 3311 — SIP UPDATE Method

B |ETF RFC 3515 — The SIP Refer Method

B |[ETF RFC 1889 — RTP (Real Time Protocol)

B |[ETF RFC 2833 - payload for DTMF Digits, Telephony Tones and
Telephony Signals

B [P Protocols: TCP/IP, UDP, ARP/RARP, ICMP, Telnet, DNS Client, BootP
Client, DHCP Client, DHCP Server, TFTP Client, SNMP agent (V1 or V2c),
PPPoE, NAT/NAPT and RIP I/II

19






Chapter 2 Hardware Installation

Chapter 2. Hardware Installation

2.1

Unpacking

This chapter provides the information for installation of the VENUS Series.
Before unpacking, make a preliminary inspection of the container. Evidence of
damage should be noted and reported immediately. Unpack the equipment as

follows:

B Place the container on a flat surface and open the container.

B Carefully take the VENUS Series out of the container and place it securely
on a flat, clean surface.

B Inspect the unit for signs of damage. Immediately report any damage
found.

B Check the packing list against your order to ensure that the supplied
modules match your order. If modules have been pre-installed in
accordance with your order, check that all the modules are in their proper
slots and are secure. Immediately report any deviations.

B Check that all the necessary items have been included, following items are

shipped with your VENUS Series:
o One VENUS Series Manual (this one)

o One AC power cable (For VENUS 2832SA+ / 2832SAE+ / 2808S /
2808S+ / 2804S only)

o One AC to DC power adaptor (For VENUS 2804S+ only)
o One DB-9 to DB-9 serial cable

o  One Category-5 Ethernet cable

21
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2.2

2.2.1

2.2.2

2.2.3

224

Site Requirements

Site Selection

Install the device in a clean area that is free from environmental extremes.
Allow at least 6 inch (15.24 cm) in front of the device for access to the front
panel, and at least 4-inch (10.2 cm) in back for cable clearance. Position the
device so you can easily see the front panel.

AC Electrical Outlet Connection

VENUS 2832SA+ / 2832SAE+ / 2808S / 2808+S / 2804S+ with AC power input
should be installed within 1.83m (6 feet) of an easily accessible grounded AC
outlet capable of furnishing the required supply voltage, in the range of 100 to
230V AC.

DC Power Source Connection

VENUS 2832SD+/DE+ with DC power input requires a —36~-72VDC power
source.

(1\ Caution:
LB .
CAUTION Do use correct AC or DC power voltage, otherwise wrong

power voltaode mav cause damaae to the device.

Grounding

The FCC requires telecommunications equipment to withstand electrical
surges that may result from lightning strikes; the VENUS Series device meet
the requirements set forth by the FCC. The following procedure outlines some
common practices that can minimize the risk of damage to computer
equipment from electrical surges.

22
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Make sure the electric service in your building is properly grounded as
described in article 250 of the National Electrical Code (NEC) handbook.

Verify that a good copper wire of the appropriate gauge, as described in
Tables 250-94/95 of the NEC Handbook, is permanently connected
between the electric service panel in the building and a proper grounding
device such as:

O

A ground rod buried outside the building at least 8 feet (2.44 meters)
deep in the earth.

Several ground rods, connected together, buried outside the building
at least 8 feet (2.44 meters) deep in the earth.

A wire (see tables 250-94/95 of the NEC handbook for gauge) that
surrounds the outside of the building and is buried at least 2.5 feet
(.76 meters) deep in the earth.

\

Note:

6 The three grounding devices described above should be

firmly placed in the earth. Soil conditions should not be dry
where the device is buried

/

If you are unsure whether the electric service in your building is
properly grounded, have it examined by your municipal electrical
inspector.

Install a surge protector between the device and Ground point. Any
additional computer equipment you have connected to the device
(directly or through another device), such as a terminal or printer
should also be plugged into the same surge protector. Make sure that
the surge protector is properly rated for the devices you have
connected to it.

Call your telephone company and ask them if your telephone line is
equipped with a circuit surge protector.

If you are operating the device in an area where the risk of electrical
surges form lightning is high, disconnect the device from the
telephone line at the rear panel when it is not in use.

23
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2.3 LED Indicators
Table 2-1 - LED Description
Label Func_t|o_n Colors
Description
Off (Power is Off)
PWR Power Status

Green (Power is ON)

Green (Normal Operation)

SYS ALM System Status Yellow (Performing Diagnosis)

Red (System Failure)

Off (On-Hook State of the Telephone

CHANNEL Voice Channel Handset)

LED1-32 (Status Green (Off-Hook State of the Telephone
Handset)
Green (10/100BT Link is Up)

LAN LAN Status .
Off (Network Card is unplug)

WAN WAN Status

Green ((Network Card is plug in)

24



Chapter 2 Hardware Installation

2.4

24.1

24.2

Front Panel Connections

Connecting the IP Network via Ethernet

On the base unit of VENUS Series, the embedded 10/100Base-T Ethernet port
is provided as the standard interface to the IP network. The pin layout of the
RJ-45 connector for IEEE 802.3 standard 10/100Base-T Ethernet ports are
defined as following:

Table 2-2 -10/100Base-T Connection

Pin #. Pin Function

TD+
TD-
RD+
N/C
N/C
RD-
N/C
8 N/C
For connecting the 10/100Base-T Fast Ethernet, a Category 5 unshielded
twisted-pair (UTP) cable or shielded twisted-pair cable is used. Two pairs of the
twisted wires are used for separated Rx (reception) and Tx (transmission). The
Fast Ethernet port is backward compatible with traditional 10Base-T Ethernet.

VENUS Series can automatically detect whether it is connected to a 10Base-T
or 100Base-T Network.

~N (o O | B W N

Connecting the Terminal

The Console port connector labeled “CRAFT” on the front panel is provided for
connection to an external ANSI or VT-100 compatible terminal for quick and
easy, local configuration of the VENUS Series.

Speed and Data format: 115,200bps, none parity, 8 data bits, 1 stop bit, and no
flow control.
25
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54321

O O

87

L'=
[+ =

Figure 2-1 - DB-9F Console Interface

The console interface designed on VENUS Series is a female, DCE type
RS-232 port. A straight DB-9 to DB-9 or DB-9 to DB-25 serial cable can be
used to connect VENUS Series directly to a PC’s serial port for terminal
operation. The PIN definition of the DB-9 is:

Table 2-3 - Pin definition of the Console Port connector

Pin # Signal Source
2 TXD (Transmit Data) DCE
3 RXD (Receive Data) DTE
5 Signal Ground
7 CTS (Clear To Send) DTE
8 RTS (Request To Send) DCE

/ Note: \
0 :

The serial UART port on some of the PCs may not support or
guarantee the speed of 115,200bps. Try another PC if the
terminal program is not responding or is displaying incorrect

characters.

N /
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2.5

251

Rear Panel Connections

-

Caution:
A

caUTIoN | While installing the interface cards, make sure the power switch
is turned off to prevent VENUS Series from possible damage

k nnnnnn A i AlivrAnE TmAnA A

J

The figure illustrated below shows the VENUS 2832S Series rear panel
connection.

i‘Tl o g Q __PsunecRn b L] _,;L.:".ﬁuﬂc':_lip, 0|

Power Inlet Analog Analog Network Card (UTP-1,
(AC or DC) Telephony Cards Telephony Cards UTP-2, UTP-2F)
(FXS /IFXO) with  (FXS /FXO) with
50-pin Telco 50-pin Telco
Connector for Connector for
Channel 17~32 Channel 1~16

Figure 2-2 - VENUS 2832S Series Rear Panel Connections

Connecting the Power Source

Two models are available for different power source supply. The AC model
(VENUS 2832SA+ |/ 2832SAE+ [/ 2808S / 2808S+ / 2804S+) accepts
100V~230VAC/50~60Hz (Auto-range) power source. The DC model (VENUS
2832SD+ / 2832SDE+) accepts —36V~-72VDC power source. Connect the
device with a power cord of the correct voltage and rating to your power
system.

27
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4 N

Note:

0 It is strongly recommended to use an AC power cord with
Grounding pin or connect the Grounding Screw on the rear
panel to the grounded supply of correct power system at

k the site. /

2.5.2 Connecting the Telephony Devices

The pin assignment for the female-type, RJ-21 Telcom connector (shown in
Figure 2-3) on the FXS-8 /FXO-8 card is defined in Table 2-4:

25 1
&0 26
Figure 2-3 - RJ-21 Female-Type Telcom Connector

Table 2-4 - Pin Assignment of the RJ-21 Telcom Connector

Pin # Definition
1, 26 Port 1
2,27 Port 2
3, 28 Port 3
4, 29 Port 4
5,30 Port 5
6, 31 Port 6
7,32 Port 7
8, 33 Port 8
9, 34 Port 9
10, 35 Port 10
11, 36 Port 11
12, 37 Port 12
13, 38 Port 13
14, 39 Port 14
15, 40 Port 15
16, 41 Port 16
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Pin # Definition
17 ~ 25 Reserved
42 ~ 50 Reserved

Several cables or accessories are available for wiring requirements of the
telephone cables:

Copper Wire Cable (RJ-21 Male connector convert to 50 copper wires )
Fan-Out cable ( RJ-21 Male connector convert to 16 x RJ-11 connectors)
RJ-21 to RJ-11 Adapter panel

RJ-21 to RJ-11 conversion (2 x RJ-21 connectors convert to 32 x RJ-11
connectors)

50-pin Extension Cable (RJ-21 Male connector convert to RJ-21 Female
connector)

Copper Wire Cable: Male RJ-21 connector to 50 copper wires (see Figure
2-4). This cable is convenient for directly wiring the copper wires on to a
telecomm wiring panel. Please following the mark that pasted up on the line,
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Table 2-5 shows the ports info of each pair of the copper wires.

Figure 2-4 - The Copper Wire Cable

30



Chapter 2 Hardware Installation

Table 2-5 - Pin Assighment of the Copper Wire Cable

RJ-21 Pin # Mark of the Copper Channel (a pair)
Wires

1&26 Port 1 / Port 26 Port 1
2&27 Port 2 / Port 27 Port 2
3&28 Port 3/ Port 28 Port 3
4&29 Port 4 / Port 29 Port 4
5&30 Port 5/ Port30 Port 5

6 &31 Port 6 / Port 31 Port 6
7& 32 Port 7 / Port32 Port 7

8 & 33 Port 8 / Port 33 Port 8
9& 34 Port 9 / Port34 Port 9

10 & 35 Port 10 / Port 35 Port 10
11 & 36 Port 11 / Port 36 Port 11
12 & 37 Port 12 / Port 37 Port 12
13 & 38 Port 13 / Port 38 Port 13
14 & 39 Port 14 / Port 39 Port 14
15 &40 Port 15/ Port 40 Port 15
16 & 41 Port 16 / Port 41 Port 16
17 ~25 -- Reserved
42 ~ 50 -- Reserved

Fan-out Cable: Male RJ-21 to 16-pair copper wires with RJ-11 phone jack
plugs (see Figure 2-5). This cable is used for connection to the RJ-11 type
connector provided by POTS equipment like a common telephone handset.
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Figure 2-5 - The Fan-out Cable
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Extension Telco Cable: Male RJ-21 to female RJ-21 connector (see Figure
2-6). This cable is used for length extension.

RJ-21 to RJ-11 Adapter Panel: This panel has 2 male RJ-21 connectors on
the back and 32 RJ-11 phone jack connectors in the front (shown in Figure 2-6).
Customer can use an Extension Telco Cable to connect the gateway to this
adapter panel for providing RJ-11 connection to telephone handset directly.
This panel can be screwed up to a 19-inch rack shelf.

Figure 2-6 - The Adapter Panel with the Extension Cable
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2.6

Hardware Diagnosis

When the connections are all done, turn on the power of the device to boot up
the software. VENUS Series will perform hardware detection, initialization and
diagnosis. The LED indicators at the front panel show the progress of the
hardware diagnosis. If it passed all the hardware diagnosis, the “SYS ALM”
LED will display GREEN color; whereas, the RED color indicates hardware
failure. The diagnosis result can be observed via the User Interface (UI)
provided by VENUS Series.
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2.7

Basic Configuration

Once when the VENUS Series is successfully started up, please make sure
the connection to the IP network is properly installed before continuing
with the configuration.

Very few parameters are required for configuring the VENUS Series to bring up
basic VolIP service:

Setup the IP configuration assigned for the device: the IP address, the
Sub-net Mask and the Default Gateway.
If required, setup the IP address for Proxy Server and Registration Server.

Setup prefix number
Setup each FXS/FXO port if needed

The above configuration can be found in the Terminal User Interface provided
via the Console port (115200bps, 8N1) and other management interface as
well. Now, try to make a phone call and feel the quality of voice the VENUS
Series can provide.

Detailed Ul for software configuration can be found in the following Chapters.
Read through the next Chapter to learn the detailed software configuration for
the VENUS Series. Refer to Section 3.8.3 for the Troubleshooting Guide.
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Chapter 3. Configuration and Management

This Chapter describes the Terminal User Interface provided by VENUS Series. There are
three methods to access to the Terminal User Interface: the Craft port, Telnet and Web
browser, those present the exactly same format of terminal management. The Craft port is
used primarily when the device is installed for the first time and the IP configuration is not
yet provisioned. Once when the IP connection is provisioned, user may login to the
Terminal User Interface using the Telnet software or Web browser to remotely control or
maintain the device from anywhere in the global IP network. Here in this Chapter, Section
3.1 describes the Craft port connection. Detailed operation guide to the Terminal User
Interface is described in the following sections.

3.1 Connecting the Terminal

3.1.1 Setup PC

Venus 2832

L)
F‘:_._?_"’ COM port
=

PC

Figure 3-1 - Connecting to the PC

If you are configuring the VENUS Series from a PC (not a dumb terminal), you
need software called Terminal Emulation Program to emulate a Terminal via
the RS-232 communication port on the PC. Table 3-1 lists some commonly
used software, based on the type of PC platform you are using.
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3.1.2

Table 3-1 - Terminal Emulation Software

Operation System Software
Windows HyperTerm (included with Windows
95/98/ME/XP/NT/2000 [software)
Windows 3.1 Terminal (included with Windows software)
Macintosh ProComm, VersaTerm (supplied
separately)

Select the COM port used and setup the following settings:
- Speed: 115200 bps (bit per second)

- Data Length: 8 bits

- Parity Bit: None

- Stop Bit: 1 bit

- Flow Control: None

Power on VENUS Series

Power on your VENUS Series after the Craft port is connected. It takes several
seconds to perform the initialization and diagnosis. Press any key on the
terminal. VENUS Series will prompt the following messages:

Sustem Initializing...
Initialization is done.

Version 1.45] compiled on Jul 87 2005 at 15:38:16

AP checksum 1s: 2566914152

AP checksum correct, running AP.

Ll@@BaseT Port MAC Address - B0:90:bb:73:71:6f
ogin:

Figure 3-2 - Initial Screen
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3.1.3

The version and the checksum value of the software and the MAC address of
the Ethernet port are displayed. Verify the checksum result of the software is
correct. There are two pieces of software accommodating in the device: the
Boot Code and the Application Program. Improper software upgrade procedure
may destroy the AP image stored in the flash memory. The embedded Boot
code can always be executed and allows re-programming of the AP software to
recovery the problem.

Login

Username and Password are required to login the Terminal Ul (User Interface)
for protection from unauthorized access to the device. The default Username is
“user” with no password. Once when the security check is passed, the terminal
Ul displays the Main Menu as shown in the following Figure:

[HATN TAINET Venus 2888S Version 1.455 - Bld 7.0

[Configuration] Monitoring Device Control Diagnosis
System Interface Routing Table Phone Book Security

ENTER:select TAB:next °“<’:left °>':right ESC:previous menu

Figure 3-3 - The Main Menu
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3.2

Navigation the Terminal User Interface

The following Figure shows the style of the Terminal Ul. Indications point out
the layout of the Ul and help user to navigating through the User Interface.
Table 3-2 lists the function keys supported for operating the menu selection.

DSF Version

Menu Title AT Code Version
— - 5
Configuration TRINET Venus 7808S |Uergiﬂn 1.45] Bld 7.0
Susteml Interface Routing Tahle Phone Boolk Security | Sub Menu
System Configuration
SIP Basic Configuration
e ; Ho=t HName [AA9ALLTIT16T 1
{ ONIRUTANON | profis Number (10 ]
ems Wildecard Registar Number [ 1
Tranzport Hay [UDP]
Local Port [ 5060 1
Uze Prowy Seruver [no 1
lUze Registration [no 1
Uze Public Account [no 1
Uze Alert Info [no 1
HAT Pa=z=s Through [dizablel
NAT Remote TP (for SOP) [(D.B.0.0 1
Stun Server TP (B.9.0.0 1
Pres=z: ASCTI, SPACE, BS Key Hints
TAB ,ENTER :next field "<':left "»':right FESC:abort [
Comnecied 000050 Ao detect  |LLSE00 B-H-1 HUM

Figure 3-4 - Navigating User Menu

Table 3-2 - Function Keys used in the Terminal Ul

Operation

Key

Description

Moving the Cursor

[<].[>].[TAB]

Use [<] and [>] to move the
cursor left and right, or up and
down. Press [TAB] to move the
cursor to the next item.

Selecting a sub-menu [ENTER] To access into a submenu.
Moving up to the brevious Press the [ESC] key to move
gup P [ESC] back to the previous menu of
menu
the upper level.
Type in the You need to fill in two types of
" . . content, or press (fields. The First requires you to

Editing the information the [SPACE type in the appropriate

BAR] key to information (string or digits). The
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Deleting the information

toggle the second allows you to cycle

selection. through the available choices by
pressing the [SPACE BAR].

[BACKSPACE] |Use these two keys to erase the

or [SPACE BAR]

entered information

Canceling the Process

[Ctrl-C]

Press [Ctrl-C] during some
menu processing (for example
during the TFTP download
state) can cancel the process.

Saving your Configuration

[ENTER]

Pressing [Enter] Save your
configuration by selecting “YES”
at the pop up “Confirm?”
message. In most cases it will
go to the previous menu.

Exiting the Terminal Ul

[ESC]

To exit the Terminal Ul, press
[ESC] at the Main Menu prompt,
then enter “Y” to the pop up
message “Logout?” to logout.

Idle timer expired, or forced logout by another valid user.

Figure 3-5 - Logout the Terminal Ul

VENUS Series keeps an Idle Timer, in case the user stop operating the
Terminal Ul for certain duration of time, the Terminal Ul forces logout
automatically. To maintain the consistency of configuration, only one user is
allowed to login and to use the Terminal Ul at the same time from either the
Craft port or Telnet. A valid new user will mutual-exclusively force the logout of

the current user.
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3.3 Organization of the Terminal Menu Tree

The Terminal Ul is organized as a menu tree structure. On the top of the menu
tree is the Main Menu. All menu items are categorized into different group of
submenus for convenient and quick access.
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3.4

3.4.1

3.4.2

3.4.3

Main Menu

There are four categories in the Main menu:

Table 3-3 - The Main Menu ltems

Main Menu
Configuration Monitor Device Control Diagnosis

Configuration Menu

This menu includes SIP Basic configuration, call features, phone features, IP
configuration, DHCP, BootP, DNS and SNMP configuration, country selection,
and security configuration. Menu to activate the downloading of the
configuration file is also provided. Detailed description for every configuration
menu is given in Section 3.5.

Monitoring Menu

The Monitoring menu is used to view the system status: the hardware report
and the diagnosis result, the routing table, the packet statistics, ... etc can be
found. Detailed description for the Monitoring menu is given in Section 3.6.

Device Control Menu

The Device Control menu allows you to maintain the device, such as upgrading
the software, resetting the device or restoring the configuration to the factory
defaults. Detailed description for the Device Control menu is given in Section
3.7.

41



Chapter 3 Configuration and Management

3.4.4 Diagnosis Menu

In the Diagnosis menu, the “Ping” command is provided for verification of the
IP network connection. “Trouble Shooting Menu” is provided for technical
support engineers to troubleshooting the operation of the device. Detailed
description for the Diagnosis menu is given in Section 3.8.

42



Chapter 3 Configuration and Management

3.5 Configuration

The Configuration menu is divided into five groups:

Table 3-4 - The Configuration Menu Items

Configuration

System Interface Routing Table Phone Book Security

3.5.1 System Configuration

Table 3-5 - The System Configuration Menu Items

WEB \ y Provision NTP
DSP
SIiP stem
Sy RTP
DHCP/BootP
Digitmap
SNMP
Call Features
DNS  Download Country Code  QOS FAX
Phone Features

3.5.1.1 SIP Basic Configuration

The Access Path: Configuration Menu -> System -> SIP Basic Configuration.
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Configuration TATINET Yenus 28085 Version 1.45; - Bld 7.

I &=

[Sysiem] In;erface ) Routing_Table _Phone Bogk Security
System Configuration

SIP Basic Configuration

Host Mame [Tainet 1

Prefix Number [10 ]
Wildcard Registar Number I ]
Transport YHay [UDP]

Local Port [5060 1

Use Proxy Server [nho 1]

Use Registration [ho 1]

Use Public Account [ho 1

Use Alert Info [ho 1

NAT Pass Through [disablel

MAT Remote IP (for SDP) [0.0.06.0 1

Stun Server IP [6.0.0.0 1

Press: ASCII, SPACE, BS
TAB ,ENTER :next field °'<’:left ’'>’':right ESC:abort

Figure 3-6 - SIP Basic Configuration

Table 3-6 - Description of SIP Configuration Items

Field Description

This item defines the hostname or domain name of a VENUS

Host Name
gateway.

This item specifies the first few digits of the “userinfo” that are
common to all analog (FXS/FXO) interfaces on a VENUS
gateway. The prefix, together with each analog port’s phone
extension, forms a unique “userinfo” in the SIP-URL.

Prefix Number

Wildcard This item specifies if the gateway uses a group number for all
Register ports to register to Registrar server. The Wildcard number is
Number the registered number in Proxy Server.

This item specifies the communication protocol, either TCP or
Transport Way

UDP, for exchanging SIP messages.

Setup the local User Agent (UA) port for exchanging SIP
messages.

Local Port

This item specifies whether or not to use a Proxy Server. As
shown in Figure 3-7 when a proxy is used, the user would
need to specify IP address, port number, and domain name of
the proxy server.

Use Proxy Server

This item specifies whether or not to use a Registration Server. As
shown in Figure 3-8, when a registrar is used the user would need
Use Registration |to specify IP address, port number, and domain name of the
registration server. User would also need to specify the duration of
re-registration.

This item specifies whether or not to use the same user name
and password to register all analog telephony interfaces with
the registration server. As show in Figure 3-9

User Public
Account
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3.5.1.2

This item specifies whether or not to use Alert-Info for

User Alert Info alternative ring back tone.

This is used to maintain the UDP translation entry in NAT for
NAT Pass the SIP protocol, As show in Figure 3-10, when the gateway
Through behind a NAT router, when this feature is enable, it would
periodically send out a SIP message to keep this passage.

NAT Remote IP |This item allows the message to pass through a router
(For SDP) configured with NAT.

This item provided another way allows the message to pass

STUN Server [P through a router configured with NAT.

Proxy Server Configuration

Configuration TAINET Venus 28083 Wersion 1.47 - EBEld 7.0

[System] Interface Routing Table FPhone Book Security
System Configuration

SIP Basic Configuration

Ensble Internal Diasling [disable]

e o PP T O P e P U O T T T Ise Brexy oMol i +
I I
| Proxy Server [ 1 1
| Proxy Serwver Port [5060 1 |
| Proxy Domain [ 1 1
| |
I I

et Rttt +
Use Alert Info [no ]
NAT Pass Through [dizsable]
HAT ERemote IP [(for ZDE) [0.0.0.0 1
Ftun ZJerver IP [0.0.0.0 1

Press: ASCII, SPACE, B3
TAE, ENTER:next field '«':left '»':right E3C:abort

Figure 3-7 - Proxy Server Configuration

Table 3-7 - Description of Proxy Server Configuration Iltems

Field Description

Proxy Server  |This item specifies the IP address of Proxy Server.

Proxy Server  |This item specifies the port of the Proxy server for
Port communication.

This item specifies the domain name of the Proxy Server,
Proxy Domain |which will be used as part of the SIP-URL. If this field is not
specified, the IP address of the proxy will be used instead.
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This item specifies if the internal dialing is allowed. When
disable, all Invite message will be forwarded to proxy server
including the extension number.

Enable Internal
Dialing

3.5.1.3 Registration Server Configuration
|F0nfiguration TAINET Venus 2808S Version 1.45j - Bld 7.0
I[System] Interface Routing Table Phone Book Security
System Configuration
SIP Basic Configuration
e — Use Registration---——————————""-—-——-"—---—- .
i Registration Server [_ 1
| Registration Server Port [58608 1]
i Registration Domain [ 1
i TTL {Time To Live){10-7200sec) [3600 1
i i
Use Alert Info [no 1
NAT Pass Through [enable 1
NAT Remote IP (for SDP) 1[172.16.4.231 1
Stun Server IP [6.0.0.0 1
Press: ASCII, SPACE, BS
TAB,ENTER :next field <’ :left ’'>»’:right ESC:abort

Figure 3-8 - Registration Server Configuration

Table 3-8 - Description of Registration Server Configuration ltems

Field Description

Registration
Server

This item specifies the IP address of DNS domain name of
Registration Server.

Registration
Server Port

This item specifies the port of the Registration Server for
communication.

Registration

This item specifies the domain name of the Registration
Server, which will be used as part of the SIP-URL. If this

Domain field is not specified, the IP address of the registration
server will be used instead.

TTL (Time to It defines the expiry time that the User Agent needs to

Live) re-register.
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Public Account Configuration

IConfiguration TAINET WYenus 2808%

[System] Interface Routing Table Phone Book
System Configuration

SIP Basic Configuration

Host Name [Tainet
[ —— Use Public Account--
i User Mame [ 1
| Password [

i Realm [
1

Use Alert Info [ho 1

NAT Pass Through [enable 1

NAT Remote IP (for SDP) [172.16.4.23

Stun Server IP [0.0.0.0

Press: ASCII, SPACE, BS
TAB,ENTER :next field ’<’:left ’'>':right ESC:abo

Version 1.453 - Bld 7.8

Security

1 1
1

rt

Figure 3-9 - Public Account Configuration

Table 3-9 - Description of Public Account Items

Field Description

User Name |User name to register with the registration server.

Password |User password to register with the registration server.

Realm

His item specifies the name of registration server realm. If blank,
IAD will use registration server specified parameter.
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3.5.15 NAT Pass Through Configuration
|Configurati0n TAINET Yenus 28085 Version 1.45j - Bld 7.0
[System] Interface Routing Table Phone Book Security
System Configuration
SIP Basic Configuration
Host Name [Tainet ]
E D — NAT Pass Through-----—----—-———— + }
T i Keep Active Method [Options 1 i
h i Keep Alive Interval(sec 1-208) [5 ] i
v !
Use Public Account [ho 1
Use Alert Info [ho 1
MAT Pass Through [enable 1
NAT Remote IP {for SDP} [172.16.4.231 1
Stun Server IP [0.6.0.0 1
Press: SPACE to select
TAB,ENTER:next field '<':left '>':right ESC:abort

Figure 3-10 - Registration Server Configuration

Table 3-10 - Description of NAT Pass Through Items

Field Description
Keep Active This item specifies the type of SIP Request Methods (either
Method REGISTER or OPTIONS) for sending ‘Keep Alive’ message.
Keep Alive This item specifies the time interval for sending ‘Keep Alive’
Interval message.
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3.5.1.6 DHCP/BootP Configuration

Access Path: Configuration Menu -> System -> DHCP/BootP Configuration.

TAINET VYenus 2808S Version 1.45j - Bld 7.9

Fonfiguration
[

Syst;m] Interface Roating_Table Paone éook ) Security

System Configuration

DHCP/BootP Configuration

DHCP Server [disablel
DHCP/BootP Client [enable 1

Press: SPACE to select
TAB,.ENTER:next field ‘<’ :left ’'>’':right ESC:abort

Figure 3-11 - DHCP/BootP Configuration

3.5.16.1 For DHCP Server

|C0nfigurati0n TAINET Yenus 28685 Version 1.45) - Bld 7.0

[System] Interface Routing Table Phone Book Security
System Configuration

e DHCP Server——-—-—-—-——-----—-"---—— *
1 1
1 Subnet Address [172.16.14.08 ] i
i Subnet Mask Addr [255.255.255.0 1 i
1 DNS Serwver [edit] i
1 Router [edit] i

Domain Mame [tainet .net ]

DHCP Renew Time(sec) >= 8 [43200 1

DHCP Rebind Time{sec) >= 12 [64800 1

DHCP Default Lease Timelsec) >= 16 [86400 1

DHCP Offered Wait Timel{sec) >= 8 [43200 ]

DHCP Free Address [edit]

DHCP Static Address [edit]

Press: 'O’ 9 ", SPACE, BS

field *<':left °>’:right ESC:abort

TAB, ENTER : next

Figure 3-12 - DHCP Server Configuration
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Table 3-

11 - Description of DHCP Server Configuration Items

Field

Description

Subnet Address

This item specifies the subnet address for assigning IP
address.

Subnet mask
Addr

This item specifies the subnet mask to be assigned to DHCP
Clients.

DNS Server This item specifies the IP address of DHCP server(s) to be
offered to Clients.
Router This item specifies the router address(s) to be added to the

DHCP Client’s routing table.

Domain Name

This item specifies the DNS information to be assigned to
DHCP Clients.

DHCP Renew |This item specifies the period (in seconds) that should pass
Time before the Client attempts to renew its lease.
DHCP Default |This item specifies the default lease time (in seconds) for the
Lease Time binding that client will use.
DHCP Offered |This item specifies the time (in seconds) that the DHCP
Wait Time server will wait for a DHCP Request or Decline from a Client
after a binding is offered. Once this period of time has
elapsed, the binding can be offered to other Clients.
DHCP Free This item specifies ranges of free IP addresses that can be
Address assigned to DHCP Clients. Please see Figure 3-13.
DHCP Static This item allows user to assign a particular IP address to
Address Client with a particular MAC address.
Configuration TAINET Venus 28085 VYersion 1.453 - Bld 7.0
[System] Interface Routing Table Phone Book Security
System Configuration
e A DHCP Free Address-———-——-——- o +

Subnet Addr
Subnet Mask
DNS Server
Router
Domain Name
DHCP Renew
DHCP Rebind
i DHCP Defaul
DHCP Offere
DHCP Free A
DHCP Static

Press:
TAB:next item

ENTER to edit
ENTER:edit 1tem

ESC:abort

"¢’ :page up >’ :page down

Figure 3-13 - DHCP Server Free Address Ranges Configuration
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3.5.1.6.2

For DHCP Client

Configuration

[System] Interface Routing Table Phone Book Security
Svstem Configuration

Press: SPACE to select
TAB,ENTER:next field ’'<’':left >’ :right ESC:abort

TAINET Venus 2808% Version 1.45j - Bld 7.8

Use host/domain name options for box name [ho ]
Use only 'trusted’ DHCP server(s) [ho ]

Figure 3-14 -DHCP/BootP Client Configuration

Table 3-12 - DHCP/BootP Client Configuration

Field

Description

DHCP/BootP
Client

VENUS Series must be assigned with an IP address to
identify the IP packet transmission and reception in the IP
network. This menu item is used to enable the DHCP/BootP
Client feature of VENUS Series. If the DHCP server (e.g.
Microsoft Windows NT DHCP Server) or BootP server is
available and is installed within the same network domain
with VENUS Series, the DHCP server can automatically
provide an unused IP address to VENUS Series during the
boot up phase. Usually, this feature is used for installation.
To manually assign static IP address to the gateway, disable
this feature.

VENUS Series is able to identify either a DHCP server or a
BootP server is presented. Not only the DHCP/BootP server
will provide the IP configuration for the device, it can also
provide the location information of the configuration file for
this device.

Reboot the VENUS Series with this feature enabled,;
VENUS Series will try to discover the DHCP or BootP
server. After getting the IP configuration, it will try to
download the configuration file to automatically provision
itself if the information is available (See Figure 3-16 — The
boot up procedure with DHCP/BootP enabled). Refer to

51




Chapter 3 Configuration and Management

Chapter 4 for detailed description regarding the
configuration file.

Use host/domain
name options for
box name

This option use DHCP/BootP host/domain name to register
to Proxy.

Use only ‘trusted
DHCP server(s)

This option allows user to specify up to two DHCP servers
, [that the GW would accept response from. Please refer to
Figure 3-15.When this option is enabled, any DHCP
response from servers that are not in the list would be
rejected.

Configuration

TAINET Venus 28685 Version 1.45j - Bld 7.0|

System Configurat

+om——————
|
|

[[Systeml Interface Routing Table Phone Book Security

ion

Trusted DHCP Servers

Primary DHCP Server IP [0.0.0.0
Backup DHCP Server IP [0.0.0.0 ]

e

Press: '08" - '97,
TAB.ENTER: next fi

., SPACE, BS
eld ¢ :left >’ :right ESC:abort

Fig

ure 3-15 - DHCP Client Using ‘Trusted’ Server(s)
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3.5.1.7

Dl =|3)| wl=| =
starting DHCP/BootP client procedure. .. -
Mzcovering DHCP/BootP server. ..
DHCP offer received.
Sending DHCP requesl..
DHCP ACK receiwved.
DHCP/BootP Server: 1/2.16.5.51
Azssigned TP address: 172.16.15.154
Hetmask: 2un, 200, 240.0
Dafault route: 172.16.0.254
DHS Server IP: 203.75.122.1
IFIP server:
File name:t TAB:next "<":left "> :right FESC:previous meno
Ho File name specified. Using default name: B038bLOOBZGR. ini
Starting configuration file download process, ..
Trying 172.16.5.51 (pre=ss ctrl-c to cancel)...
File not found?
System Initializing. ..
Initialization i1s done.
Figure 3-16 - The Boot Up Procedure with DHCP/BootP Client Enabled
SNMP Configuration
Access Path: Configuration Menu -> System -> SNMP Configuration.
|Configurati0n TAINET VYenus 280885 Version 1.45j - Bld 7.8

[System] Interface
Syst +———————————-

Press: ASCII, SPACE,
TAB ,ENTER:next field “<’:left >’

Routing Table Phone Book Security
SHMP Agent----—-—---—-—-—----"-"-——— +

System Contact
Sustem Hame

| i
i i
| i
| System Location [Taipei, Taiwan ]

i SHHP Trap [disablel i
| Call Info Trap [enable 1 |
i SHHP Get Community [public ] i
| SHMP Set Community [private ] !
1 SHHP Trap Community [public ] i
| SNMP Trap Destination [0.0.0.08 ] !
i [0.0.0.0 ] i
| [0.0.0.0 ] i
| [0.0.0.8 ] i
| NAT pass-through mode [Disable !
i Keep alive interval{sec) [60 1 E
1 1

BS

[Tainet Communication System Corp. 1
[sales@tainet.net

:right ESC:abort

Figure 3-17 - SNMP Agent Configuration
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Table 3-13 - Description of SNMP Agent Configuration Items

Field Description

Select this item to enable SNMP agent configuration for

SNMP Agent g mp management.

This item is an object defined in the SNMP MIB (Management
Information Base) Il. This is the textual identification of the
contact person for this managed node, together with
information on how to contact this person.

System Contact

This item is an object defined in the SNMP MIB-II. An
System Name |administratively assigned name for this managed node. By
convention, this is the node’s fully qualified domain name.

This item is an object defined in the SNMP MIB-II. It is the

fystem physical location of this node (e.g., “telephone closet, 3™
ocation :
floor’).
Trap is a function defined in the SNMP and is used by the
SNMP Trap agent to inform the manager of some events like Cold Start,

Warm Start, Link Down, Authentication Failure and the
enterprise specific. This item is to enable the SNMP trap.

This item allows more detail calling information send to Trap
Callinfo Trap  |destination. Some billing system would like to have these
information records for billing purpose.

A pairing of an SNMP agent with some arbitrary set of SNMP
application entities is called an SNMP community. Each

ggmgtﬁ]? SNMP community is named by a string of octets that is called
y the community name for said community. This item defines

the community for the Get object from MIB.

SNMP Set This item defines the community string for the Set object from

Community MIB.

SNMP Trap This item defines the community string for the Trap active.

Community

Trap This item tells VENUS Series to send traps to the specified IP

Destination address of the SNMP Management Server.

NAT This is used to maintain the UDP translation entry in NAT for

Pass-throuah the SIP protocol, when the gateway behind a NAT router,

Mode 9 when this feature is enable, it would periodically send out a
SIP message to keep this passage.

Keep Alive

inter?/al This item specifies the time interval for sending ‘Keep Alive’
message.

(Sec) g
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3.5.1.8

35181

DNS Configuration

Access Path: Configuration Menu -> System -> DNS Configuration.

Configuration TAINET VYenus 2808S Version 1.453 - Bld 7.0
[System] Interface Routing Table Phone Book Security
Svstem Configuration
DNS Configuration
Use DNS Server [disablel
Use DDNS [disablel
Press: SPACE to select
TAB,ENTER:next field ’'<’:left ’'> ' :right ESC:abort

Figure 3-18 - DNS Configuration

DNS Server

Configuration TAIMET VYenus 2808S% Version 1.455 - Bld 7.8
[System] Interface Routing Table Phone Book Security
Svstem Configuration

M Use DNS Server-—————- *

1 1

1 1

i DNS server TP [172.16.6.1 1 i

1 1
Press: '8 - '9°, *.", SPACE, BS
TAB,ENTER:next field ’<’:left ’>’:right ESC:abort

Figure 3-19 - DNS Server

55



Chapter 3 Configuration and Management

Table 3-14 - Description of DNS Configuration Items

Field Description

Setup the IP address of the Domain Name Server (DNS). The DNS
server maintains a database of domain names (host names) and
their corresponding IP addresses. With DNS client enabled,
VENUS Series will communicate with the DNS server and look up
the domain name of (1) the SIP Proxy, or (2) the IADMS server to
find out their corresponding IP address. The discovered IP address
of the SIP Proxy is then used for SIP protocol. In this case, the
static IP address of the SIP Proxy defined in the “SIP Basic
Configuration” menu (see Section 3.5.1.1) is not used.

Use DNS
Server

3.5.1.8.2 DDNS Server

Configuration TAINET Yenus 28085 Version 1.45) - Bld 7.8

[System] Interface Routing Table Phone Book Security
Svstem Configuration

DDNS Server [
Host Name [ 1
User ID [
Password [

Press: ASCII, SPACE, BS
TAB,ENTER:next field ’'<’:left ’>’':right ESC:abort

Figure 3-20 - DDNS

Table 3-15 - Description of DDNS Configuration Items

Field Description

These settings are only necessary when the gateway is set
Use DDNS up under a NAT that uses a dynamic IP address and do not
support DDNS.

DDNS Server |[Sets up the IP address.

Host Name Apply from a domain name registration provides.
User ID The ID is used to log into the DDNS server.
Password The Password is used to log into the DDNS server.
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3.5.1.9 Download and upload Configuration File

This menu is used to manually evoke the procedure of downloading or
uploading the configuration file. Detailed description for the format of the
configuration file is shown in Chapter 4.

Access Path: Configuration Menu -> System -> Download Configuration File.

TAINET Venus 280885

[System] i;terface Rouiing Tabi; Phone BOO; Security

Sustem Configuration

Download/upload Configuration

Download/Upload [download]l

TFTP server IP [172.16.6.3 ]

TFTP server port [69 ]

file name (text) [6090bb73716F . 1n1 1

Press: SPACE to select
TAB,ENTER :next field "<’ :left ’'> :right ESC:abort

Figure 3-21 - Download Configuration File

Table 3-16 - Description of Download Configuration File ltems

Field Description

Download/Uplo

ad This specifies whether to download or upload a configuration file

TETP Server IP This is the IP address of the TFTP server where the configuration

file is stored.
TFTP Port This is the Port of the TFTP server.
File Name The file name of the configuration file.

The Download Procedure is shown in Figure 3-22:

B Enter the IP address of the TFTP server and the file name, press Enter to
start the TFTP download

B Press Ctrl-C to cancel the download process in case the TFTP server is
not found
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3.5.1.10

B VENUS Series parses the downloaded file and processes the
configuration

i

Note:

User may need to reboot the device to activate the new
configuration.

Fonfiguration TAINET ¥Yenus 2808S Version 1.453 - Bld 7.0
[

Sustem] Interface Routing ngle anne Boak Security

Svustem Configuration

Download/upload Configuration

Download/Upload [upload 1
TFTP server IP [172.16.1.168 1
TFTP server port [69 ]

lUbloading profile... Please Wait {press ctrl-c to cancel)... ]
Successtully download 0090bb73116f.1in1 from 172.16.1.108.
Processing configuration file. . .Done.

Press any key. ..

ENTER:select TAB:next '<’:left ’'>':right ESC:previous menu

Figure 3-22 - Download Procedure of the Configuration File

Country Code

This menu is for selecting a pre-programmed POTS specification (the ring
generation spec and the telephone tone spec) for some specific countries. For
those countries that are not in the country selection list can setup the individual
ring and tone spec within the Command Line Interface as well. Refer to
Section 3.5.2, Section 3.8.3and Chapter 4 for detailed information.

Countries supported are:

USA
Sweden

Hong Kong Taiwan China India

Malaysia French Czech

The default setting is “generic”.
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3.5.1.11

Access Path: Configuration Menu -> System -> Country Code.

Configuration TAINET VYenus 2808S Version 1.45j - Bld 7.0

[Syustem] Interface Routing Table Phone Book Security
Sustem Configuration

Select Country/Area Code

Country/Area Code [aeneric 1

Press: SPACE to select
TAB,ENTER:next field ’<’:left '>’:right ESC:abort

Figure 3-23 - Country Code Selection

QOS Configuration

Access Path: Configuration Menu -> System -> QoS Configuration.

Configuration TAINET Yenus 2808S Version 1.45 - Bld 7.8

[System] Interface Routing Table Phone Book Security
System Configuration

Please Select the Priority (8 7 7)

Voice Priority 6 1

Signaling Priority [6 1

Data Priority [0
Press: '@" - '7°, SPACE, BS, DEL <Must between 0 and 7>

TAB,ENTER :next field ’<’:left ’'>’:right ESC:abort

Figure 3-24 - QoS Configuration Selection
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Table 3-17 - Description of QoS Configuration Selection Iltems

Field

Description

Voice Priority

Voice packet will be added with a priority value to the IP header.
The TOS (Type Of Service) for media stream digit 7 is highest and
0 is the lowest priority.

Signaling Priority

SIP signaling packet will be added with a priority value to the
IP header. The digit 7 is highest and 0 is the lowest priority.

Data Priority

Data packet will be added with a priority value to the IP
header.

3.5.1.12 FAX Configuration

Access Path: Configuration Menu -> System -> FAX Configuration.

Configuration

TAINET Venus 2808% Version 1.45j - Bld 7.0

Press: SPACE

[Syst;m] interface ﬁouting Table_ Phone Booi Security
System Configuration

TAB,ENTER :next field ‘<’ :left ’>’:right ESC:abort

Fax Configuration

Fax Auditing [Disable 1

to select

Figure 3-25 - FAX Configuration Selection

Table 3-18 - Description of FAX Configuration Item

Field Description

Fax Auditing |The Venus Series has three types can selection of FAX
operation.

Disable Close Venus Series FAX operation.

T.38 Fax The T.38 protocol is used for better and faster facsimile
transmission. When this function is enabled, the following fax
and voice parameter setting will be disabled, so it is
recommended to enable this function to gain better fax quality.

T.30 Fax The system uses T.30 as the protocol for fax transmission. The
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3.5.1.13

parameter setting is the same as for voice transmission.
However, enable the fax function will consume more network
resources and will affect transmission quality.

Call Features

VENUS gateway supports various call features. Please refer to Appendix A for
more detailed operations on the calling features.

Note: The setting here is a global control for all FXS ports.

Access Path: Configuration Menu -> System -> Call Features

Configuration TAINET Wenus 28083 WVersion 1.47 - Eld 7.0
[System] Interface Routing Table Phone Book Security
System Configuration

Call Features

Deny Second Stage Disling [dizsable]

Max Flash Hook Time [msec) [S00 ]

Min Flash Hook Time [m=ec) [£5 1

Play Ring Back Tone [disshle]

Zall Hold [enakhle ]

Call Waiting [dizakhle]

Zall Transfer [dizakhle]

Call 3-way Conference [disakhle]

Call FEeturn [disakhle]

Invite with 3IDP [enable ]

Caller ID Type [FSE-Bellcore]

El64 [dizable]

Prack (Require Header)Ensble [no ]
Fress: SPACE to select
TAE, ENTER:next field '«':left '>':right EZC:abort

Figure 3-26 - Call Features Configuration

Table 3-19 - Description of Call Features Configuration Items

network.

Field Description
Denv Second This option is used to block user from making another call
Y oece to a different network while it is calling from a different
Stage Dialing

Max Flash Hook
Time

period in msec.

This option specifies the maximum flash hook detection

Min Flash Hook
Time

period in msec.

This option specifies the minimum flash hook detection
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Play Ring Back

When this feature is enabled, the user would need to
specify the ring back response type, as shown in Figure

Tone 307

Call Hold When this feature is enabled, the user can be chosen call
hold type by self, as shown in Figure 3-28.

Call Waiting

Call Transfer

Call 3-Way
Conference

All the items here are used to enable or disable various
calling features.

Call Return

Invite with SDP

When enable this feature, Invite session will involve SDP
body. Otherwise, the SDP body will be sent in ACK
message.

This item specifies the caller ID type: FSK, ETSI, DTMF or

Caller ID Type disable
This item allow user to configure the country and area
E164 code, domestic and international access code. All dialing

number will be converted to standard format
“CountryCode+AreaCode+TelephoneNumber”.

Prack(Require

Enable this feature, IAD will ask the caller or caller to use
PRACK and this feature is required. Details please refer

Press: SPACE ko

System Configuration

TAE,ENTER:next field

Header)Enable

) RFC 3262.

Configuration TAINET Venus Z8083 Version 1.47 - Bld 7.0
[Fvstem] Interface Routing Table Phone EBook Zecurity

Call Features

Deny Second Stage Dialing [disable]

Max Flash Hook Time (m=sec) [500 ]

M Fosmmsses Play Ring Back Tone--------——- +
Pl

Ca
Ca
Ca

|
Ca |
|
|

Call Return [di=zakhle]
Invite with SDP [enable ]
Caller ID Type [F3E-Bellcore]
Elc4d [di=ahle]

Prack (Require Header)Enable [no ]

zelect

'<':ileft  '>':iright E3IC:abort

Figure 3-27 - Play Ring Back Tone Configuration
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Configuration TAINET Venus 28083 Version 1.47 - Bld 7.0

[Svstem] Interface Routing Table Phone Book Zecurity
System Configuration

tall Features
Deny ZJecond 3tage Dialing [dizable]
Max Flash Hook Time [msec) [500 ]

M3 s i U e WL Bt e b ek e S +
Pl | I
Ca | |
ca | Call Hold Type [zendonly ] |
Ca | Checking Hold Result [yes] |
Ca | |
o Fooooomsse e s s s s e s s s +
Invite with SDP [enahle ]

Caller ID Type [F3K-Bellcore]
Elgd [disahle]

Prack (Require Header)Enable [no ]

Press: SPACE to select
TAE,ENTER:next field '<':left '»>':right E3C:short

Figure 3-28 - Call Hold Configuration

3.5.1.14 RTP Configuration

Access Path: Configuration Menu -> System -> RTP Configuration

Configuration TAINET Venus 28083 Version 1.47 - EBld 7.0

[System] Interface Routing Table Phone Book Security
System Configuration

RTF Frotocol

RTF Port Ease (30000 ]
EFC-2833 [di=zshle]
Freferential Audio Codec [&711-4 ]
=711 Ptime (ms) [20]

=723 Ptime (ms) [30]

=726 Ptime (ms) [20]

3729 Ptime (ms) [20]

Woice Actiwvity Detector [enshle ]
Echo Canceller [enahle ]
RTCP [di=ahle]
RTF Filter [enable ]

Fress: '0O' - '9', 3IPACE, E3

TAE, ENTER:next field '<':left '>':right ESC:abort

Figure 3-29 - RTP Configuration
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Table 3-20 - Description of RTP Configuration Items

Field

Description

RTP Port Base

The UDP port starting number for Real-time Transport
Protocol.

RFC-2833

It enables the RTP Payload to carry dual-tone
multi-frequency (DTMF) signaling, other tone signals and
telephony events in RTP packets. On the contrary the
DTMF signaling is packed as voice data when RFC-2833 is
disabled.

Preferential Audio
Codec

This item specifies the preferred audio codec for
compression.

G711 Ptime(ms)

This item specifies the preferred ptime for G711
(10/20/30ms).

G723 Ptime(ms)

This item specifies the preferred ptime for G723 (30/60ms).

G726 Ptime(ms)

This item specifies the preferred ptime for G726
(10/20/30ms).

G729 Ptime(ms)

This item specifies the preferred ptime for G729
(10/20/30/40/50/60ms).

Voice Activity
Detector

If one side of a connection is not speaking, the system will
sending voice transmission. And user can adjust dom value
from —40 to —70.

Echo Canceller

Prevents poor telecommunication quality caused by echo
interface.

RTCP

If this item is enabled, the system will send RTCP package
front of RTP package.

RTP Filter

Enable or disable RTP filter function.
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3.5.1.15

Phone Features

Access Path: Configuration Menu -> System -> Phone Features

Configuration

TAINET Venus 28083 Version 1.47 - EB1d 7.0

[System] Interface Routing Table Phone Book Security
System Configuration

Ringing [sec) [&0 ]
Inter-digit [sec) [4 ]
Invite Expire [sec) [&0 1
Dial tone [gec) [1g 1
Busy tone [gec) [40 1
FEeorder tone [ser) [40 1
Ftutter tone(sec from 1 to 5} [1 1
Fress: '0O' - '9', 3IPACE, E3

TAE, ENTER:next field '<':left '>':right ESC:abort

timeout setting

Figure 3-30 - Phone Feature Configuration

Table 3-21 - Description for Various Timeouts

Field Description
Ringing This item specifies the ringing timeout value in seconds.
Inter-digit This item specifies the inter-digit timeout value in seconds.
Invite Expire This item specifies the inter-digit timeout value in seconds.
Dial tone This item specifies the dial tone timeout value in seconds.
Busy tone This item specifies the inter-digit timeout value in seconds.

Reorder tone

This item specifies the reorder tone timeout value in
seconds.

Call Waiting tone |This item specifies the call waiting timeout value in seconds.

Stutter Tone

This item specifies the stutter tone timeout value from 1 to 5
seconds.

Note: For this version, the 0 value means using default timeout period
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3.5.1.16 DSP Configuration

Access Path: Configuration menu -> System -> DSP Configuration

Configuration

[Sustem] Interface
Svystem Configuration

Press: SPACE to select
TAB,ENTER:next field ’'<’:left >’ :right ESC:abort

TAINET VYenus 2888S Version 1.45j - Bld 7.0

Routing Table Phone Book Security

DSP Configuration
DSP allocation method [FIFOQ ]

Figure 3-31 - DSP Configuration

Table 3-22 - Description for DSP Configuration

Field Description
DSP I . . .
: . This item specifies the DSP chip channel register method.
Configuration
FIFO If the item is enabled, the first call will get the first channel of

DSP chip no matter from any port in system.

Static Mapping

If the item is enabled, the first port will corresponds first
channel of DSP chip, meanwhile, the second port will
corresponds second channel of DSP chip.
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3.5.1.17

Digitmap Configuration

Access Path: Configuration Menu -> System -> Digitmap Configuration

Lonftiguration TRINET Venus 2808% Version 1.45] - Bld 7.0

[System] Interface Routing Table Phone Book Security
System Configuration

digitmap ( x = 0123456789 )

H.

HEEEA SO~ NP~ WMo
Mo ==

TAB:next item ENTER:edit item <’ :page up '> :page down ESC:abort

Figure 3-32 - Digitmap Configuration

The definition and configuration are the same as MGCP. Venus will accumulate
the dialed numbers in a buffer as digitmap defined. Once finding matched or
unmatched dialed number, it will invite a new session via proxy.

If the last dialed number is symbol '# and it's not an matched string, the
symbol '# will be taken as ending key. This means the INVITE number string
will remove the symbol '#'.

A digit map is defined either by a (case-insensitive) "string" or by a list of
strings. Venus SIP IAD supports up to 12 items and each item allows 32
characters.

Each string in the list is an alternative numbering scheme, specified either as a
set of digits or timers, or as an expression over which the gateway will attempt
to find a shortest possible match. The following constructs can be used in
each numbering scheme:

B Digit: A digit from "0" to "9".

®m Timer: The symbol "T" matching a timer expiry.
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B DTMF: A digit, a timer, or one of the symbols "A", "B", "C", "D", "#", or
"' Extensions may be defined.

B Wildcard: The symbol "x" which matches any digit ("0" to "9").

B Range: One or more DTMF symbols enclosed between square
brackets ("[" and "]").

B Subrange: Two digits separated by hyphen ("-") which matches any digit
between and including the two. The subrange construct can only be used
inside a range construct, i.e., between "[" and "]".

B Position: A period (".") which matches an arbitrary number, including
zero, of occurrences of the preceding construct.

3.5.1.18 NTP Configuration

Access Patch: Configuration -> System -> NTP Configuration

Configuration TRINET VYenus 28085 Version 1.403 - Bld /.8

[System] Interface Routing Table Phone Book Security
Sustem Configuration

NTP Server HName [ 1
NTP Server Port [123 1
Poll{seconds) [64 1

Time Zone({GMT-12 to 13) [0 1

Press: ASCII, SPACE, BS
TAB,ENTER:next field ’'<’:left ’>’:right ESC:abort

Figure 3-33 - NTP Configuration

Table 3-23 - Description of NTP Server Configuration

Field Description
NTP Server This item specifies the IP address of NTP Server.
Name
Iltll';'rl:leServer This item specifies the port of the NTP server for get Time.
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Poll (Second) This item specifies the poll time value in second.

Time Zone The user able to adjust time zone with Greenwich mean
(GMT-12to 13) |time

3.5.1.19 Web Server Configuration

Access Patch: Configuration -> System -> Web Server Configuration

Configuration TAINET Yenus 2888S Version 1.453 - Bld 7.8

ESystem] Interface Routing Table Phone Book Security
System Configuration

Enable WEB server [enable 1
Web Server Port [80 ]

Press: SPACE to select
TAB ,ENTER: next field '<':left ’'>’':right ESC:abort

Figure 3-34 - Web Server Configuration

Table 3-24 - Description of Web Server Configuration

Field Description
Enable Web This item specifies the Web function whether to use or not.
Server
Web Server Port |This item specifies the port of web browser.

3.5.1.20 Provision Configuration

Access Patch: Configuration -> System -> Provision Configuration

Provision Configuration
{By Configuration>

TFTP server IP [172.16.6.3 1
TFTP server Port [69 1
File name [009B8LbPPBOB0. inl

Figure 3-35 — Provision Configuration
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3.5.2

Table 3-25 - Description of Provision Configuration

Field Description

TFTP server IP  |This item specifies the IP address of provision TFTP server.

TFTP server Port |This item specifies the port of provision TFTP server.

File name This item specifies the provision file name to be used.

Note: If DHCP client is enable, the provision configuration is read only. BootP
server will provide these parameters for auto provision. Otherwise, IAD uses
DHCP server as default TFTP server IP and [MAC].ini as provision file name.
TFTP server IP assigned to 0.0.0.0 will disable the auto provision function on
reboot.

Interface

Use this menu to configure the hardware interface of the device. The WAN
interface is the interface for WAN IP network connection. The LAN interface is
the interface for LAN local IP network connection. VENUS Series uses the
10/100BaseT Ethernet to connect to the IP network.

Table 3-26 — The Interface Menus ltems

/Interfac \
FXSIFXO / / \ \ Life-Lin
WAN LAN NAT Analog
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3.5.21

FXS/FXO

Access Path: Configuration Menu -> Interface ->FXS/FXO

Fnterface TAINET VYenus 2808S
[FKO/FKS]  WAN LAN NAT Analog

FRO/FXS Configuration

+————FHO/FXS———-
1<Port 1> Port 2
| Port 3 Port &
{ Port 5 Port 6
| Port 7 Port 8

Version 1.455 - Bld 7.0

Life-Line

TAB:next '> " :forward '<’:backward ENTER:select ESC:abort
Figure 3-36 - FXS/FXO Configuration Menu
Interface TRAINET VYenus 2808%5 Version 1.453 - Bld 7.0
[FXO/FHS]  WAN LAN NAT Analog Life-Line

FRO/FXS Configuration

Port 1

Use Registrar
Display HName

Use Private Account
Phone Extension
Line Reversal

Use Hot Line

Call Forward

Call ID Blocking

Press: SPACE to select

TOAB,ENTER :next field ’<’':left

[No Register]

[Userl
[nho 1

[61
[disablel
[ho 1
[disable
[disablel

">":right

ESC: abort

Figure 3-37 - Individual FXS/FXO Port Configuration
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Table 3-27 - Description of FXS/FXO Port Items

Field

Description

Use Registrar

This item specifies whether or not this port needs to
register with a Server.

Display Name

This field allows user to specify the display name
associated with port's URL.

Use Private Account

This item specifies the use of private account, instead of
the public account. When enabling this function, user
would need to enter account ID, password, and realm, as
shown in Figure 3-38.

Phone Extension

The phone extension has to be unique for all FXS/FXO
ports. Together with the Prefix number, as described in
Section 3.5.1.1, it forms part of the URL.

Line Reversal

This item specifies whether or not to use line reversal for
this port. When enabled, if the caller hangs up, it would
provide a momentary reversal of Tip and Ring that causes
the switch to stop conducting and release the line. It's a
polarity reversal that used to signal the phone and tell it
that a call has been completed.

Use Hot Line

This is a Call Feature that allows automatically dialing of a
user-assigned hotline number when the user picks up the
phone. When enabling this feature, the user would need
to enter the hotline number as shown in Figure 3-39.

Call Forward

This item allows the user to enable the call forward
feature. When enabled, there are options to forward the
call unconditionally (Call Forward Always) or forward the
call when it can’t be answered (busy or No Answer), as
shown in Figure 3-40 and Figure 3-41 respectively. Please
refer to Appendix A for more detail information on this
feature.

Call ID Blocking

This item specifies the caller ID whether is blocking or not.
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Tnterface TAINET Venus 28085 Version 1.453 - Bld 7.0

[FHO/FHS]  WAN LAN NAT Analog Life-Line
FRO/FKS Configuration

Port 1

Use Registrar [No Register]
D — Use Private Account-————————— N
i User Account [_ ] i
| Password [ |
i Realm [ ] i
1 1

Press: ASCIT, SPACE, BS
TAB,ENTER :next field ’'<’:left ’'>':right ESC:abort

Figure 3-38 - Port’s Private Account Configuration

Interface TAINET Venus 2808S Version 1.453 - Bld 7.0

[FKO/FHS]  WAN LAN NAT Analog Life-Line
FHO/FHS Configuration

Port 1

Use Registrar [No Register]
e — Use Hot Line—"—"-——"-+7-——""7"7-"-——""-"—""-— N
i Hot Line Number [_ ] i
i Dial Tone Timeout{form @ to 5 sec) [5 1 i
1 1

Call ID Blocking [disablel

Press: ASCII, SPACE, BS
TAB,ENTER:next field °<’:left '>’:right ESC:abort

Figure 3-39 - Hotline Configuration
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Access Path: Configuration Menu -> Interface -> FXS/FXO -> Port xx -> Call
Forward -> Always Forward

Interface TRAINET Venus 2832S

[FKO/FXS1  WAN LAN NAT Analog
FXO0/FXS Configuration

Port 1

Use Registrar [Normal ]
e ——— Call Forward——————————————

Always Forward

Forward Number [10001@218.67.43.5

b om———————

|
|
| —_—
|

Figure 3-40 - Call Forward Always Configuration

Forward number rule: If user need to forward the phone to phone 10001, the
forward rule is “forward phone number@forward phone IP address”. For
example, the number 10001 is forward number and the IP address 218.67.43.5
is forward IP address.

Interface TAINET Venus 2832S% Version 1.453 - Bld 7.0

[FX0/FXS] HAN LAN NAT Analog
FHO/FXS Configuration
Port 1

Use Registrar [Normal 1
e Call Forward--——————————- +

Always Forward

Forward Number [160601@218.67.43.5 ]
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3.5.2.2

Access Path: Configuration Menu -> Interface -> FXS/FXO -> Port xx -> Call
Forward -> Busy&NoAnswer Forward

Interface TAINET Venus 28085 Version 1.453 - Bld 7.0

[FKO/FHS]  WAN LAN NAT Analog Life-Line
FX0/FHS Configuration

Busy & No Answer Forward

Buzy Forward [no 1
Busy Forward Humber [ 1
No Answer Forward [ho 1
No Answer Forward Number [ ]

Ho Answer Time(1-60 sec) [20 1

Press: SPACE to select
TAB ,ENTER:next field <’ :left '>":right ESC:abort

Figure 3-41 - Call Forward Busy & No Answer Configuration

Table 3-28 - Description of Call Forward Busy & No Answer ltems

Field Description

Busy Forward |This item enables or disables Busy Call forward feature.
When enabled, an incoming call will be forward to the number
specified below (in the Busy Forward Number field) when the
FXS interface is busy.

Busy Forward |The telephone number that the call will forward to when the
Number FXS port is busy.

This item enables or disables Busy Call forward feature.

NoAnswer When enabled, an incoming call will be forward to the number
Forward specified below (in the NoAnswer Forward Number field) after
the time specified in the NoAnswer Time field.

Egm;ger The telephone number that the call will forward to if the no
Number one answer the call after certain period.

NoAnswer Time
(1 to 60
seconds)

The time needed before the call is transferred, if not
answered.
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3.5.2.3 WAN

Access Path: Configuration Menu -> Interface -> WAN.

Interface

TAINET Venus Z8083 Ver=zion 1.47 - Bld 7.0

FIO/FES

Fress: 'O

[Wam ]
WAN Configuration

TAE, ENTER: next field

LAN NAT Analog Life-Line

WAN

Ethernet Type 10/100Ease-T

IF Addres=ss [192.168.1.245 ]
Net Mask [2535.255.255.0 ]
Default GwW [192.188.1.20 ]

PPP over ethernet [disable]

B3
'»':right

g, , SPACE,

‘o' left ESC:abort

Figure 3-42 - WAN Interface Configuration

Table 3-29 - Description of WAN Interface Configuration ltems

Field

Description

IP Address

This is the static IP address for the WAN interface (the
10/100BaseT Fast Ethernet port) of VENUS Series. If the DHCP
client feature is not enabled, VENUS Series uses this address as
its own IP address. Either a public or private IP address can be
assigned. Each gateway must have a unique IP and MAC
address. VENUS Series supports the Address Resolution
Protocol (ARP) that can help to check the IP address and MAC
address of the device.

In case the DHCP/BootP client feature is enabled, VENUS Series
will try to obtain the IP address dynamically. The static IP address
assigned in this field is unused. The terminal Ul will indicate the
obtained IP address instead.

Net Mask

This IP Mask defines the domain of the local network. The
destination IP address is AND with this mask to decide if it is
located in the same local network. Class A (255.0.0.0) network;
Class B (255.255.0.0) network, Class C (255.255.255.0) network,
as well as sub-network are all supported.
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Default GW |This is the default gateway address for WAN interface.

PPP over PPPOE is a specification for connecting the users on an Ethernet

Ethernet to the Internet through a common broadband medium, such as a
single DSL line, wireless device or cable modem.

Access Path: Configuration Menu -> Interface -> WAN ->PPP over Ethernet.

Interface

FKO/FHS  [WAN 1 LAN
WAN Configuration

User name

Password

Service name(null:a
Use default gateway
Auto reconnect whil
Connection retry in
LCP echo request in
Maximum LCP echo fa

[down]

Link status:

Press: ASCII, SPACE, BS
TAB ,ENTER: next field

i left

TAINET Yenus 2808S Version 1.45j - Bld 7.

E8?53?231@hinet.net
[HINET
[ves]
[ves]
[2

[30

[2

ccept all services)
on remote network
e link down
terval(sec) >= 2
tervalisec) >= 10
ilure >= 2

]
]
1

Connect now? [ho 1

ESC:abort

"> :right

Figure

3-43 - PPP over Ethernet Configuration

Table 3-30 - Description of PPP over Ethernet Configuration Items

Field Description
Username The register name that can login PPPoOE RAS server to
get the dynamic IP.
Password The login password that can pass the RAS

authentication.

Service name (null:
accept all services)

The Service Provider’s name for recognition.

Use default gateway
on remote network

Enabling this feature allows the system to use the
default gateway specified by the server.

Auto reconnect while
link down

With this function enabled, the system would
automatically to re-register with the server when the
link is disconnected.

Connection retry
interval (sec) >=2

The waiting time between PPPoE disconnection and
re-connect.

LCP echo request
interval (sec) >=10

LCP includes Echo-Request and Echo-Reply Codes in
order to provide a Data Link Layer loopback
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mechanism for use in exercising both directions of the
link. This is useful as an aid in debugging, link quality
determination, performance testing, and for numerous
other functions. Upon reception of an Echo-Request in
the LCP Opened state, an Echo-Reply MUST be
transmitted. This option can be used with the
Icp-echo-failure option to detect that the peer is no
longer connected.

Maximum LCP echo |If this option is given, PPP daemon will presume the
failure >=2 peer to be dead if n LCP echo-requests are sent
without receiving a valid LCP echo-reply. If this
happens, PPP daemon will terminate the connection.
Use of this option requires a non-zero value for the
Icp-echo-interval parameter. This option can be used
to enable PPP daemon to terminate after the physical
connection has been broken (e.g., the modem has
hung up) in situations where no hardware modem
control lines are available.

Link status: [down] Check the link status and request to re-connect
Connect now? immediately.

Note: When PPPoE is enabled, all VoIP related data, such as RTP and SIP
messages, would be sent through PPPoE.

3.5.24 LAN

Use this menu to configure the LAN interface of the device. LAN has two
modes: Switch and Router.

Note: For 2832 series, LAN interface will only be available with UTP-2 Module
is installed.
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35241

Switch Mode

Access Path: Configuration Menu -> Interface -> LAN-> Switch Mode

Under Switch Mode, the LAN interface use the same IP address of WAN and
supports different VLAN function to enhance the QoS availability.

Interface

TAINET Venus 28088 Version 1.45j - Bld 7.8

FRO/FRS  WAN
LAN Configuration

Press:

SPACE to select ,
TAB,ENTER:next field

[LAN 1 NAT  Analog  Life-Line ]

o
=%
@

I

I

I

I

I

Switch Hode
VLAN Configuration [Port-based YLANI

b —————— 4
b omm—————

ENTER to edit

" :left "> :right ESC:abort

Figure 3-44 - LAN Switch Mode Configuration

Table 3-31 - Description of LAN Interface Configuration Iltems

Field

Description

Port-based VLAN

To build up a virtual LAN under a group of specified Ethernet
ports. There are three groups can be used.

VLAN Priority

Define the VLAN priority in different interface. “1” is the
lowest priority and “4” is the highest priority.

VLAN ID

To modify the VLAN identification tag on an 802.1Q class,
the range is from 0 to 4095.

VLAN Tagging

For Ethernet interface only, enables the reception and
transmission of 802.1Q VLAN-tagged frames on the
interface. User can assign up to 4095 different logical
interfaces, one for each VLAN, but they are limited to a
maximum of 1024 VLANs on any Ethernet port.
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Access Path: Configuration Menu -> Interface -> LAN -> Port-based VLAN

Interface TAIMET Venus 280885 Version 1.453 - Bld 7.0

FXO/FKS WAN [LAN 1 NAT Analog Life-Line
LAN Configuration

WAN port LAN port Local

1 1
] ]
1 1
1 1
i i
{ Groupl [yes] [ves] [ves] i
i i
1 1
| Group3 ves ves ves |
1 1
1 1
1 1
1 1
1 1
1 1
1 1
1 1
1 1
1 1
] ]

Press: SPACE to select
TAB.ENTER:next field '<’:left '>":right ESC:abort

Figure 3-45 - Port-based VLAN Configuration

Access Path: Configuration Menu -> Interface -> LAN -> VLAN Priority

Interface TAIMET Yenus 28085 Version 1.453 - Bld 7.0
FX0/FHXS HAN [LAN 1  NAT Analog Life-Line
LAN Configuration
M — VLAN Priority |
i WAN port LAN port Local i
iPriority 1 1 11 11 i
! !
| |
i i
| |
i i
| |
i i
Press: 1" - "4, SPACE, BS, DEL <Hust between 1 and &>
TAB,ENTER:next field '<’':left '>’:right ESC:abort

Figure 3-46 - VLAN Priority Configuration
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Access Path: Configuration Menu -> Interface -> LAN -> VLAN ID

[interface TAINET Yenus 2808S Version 1.453 - Bld 7.8

FRO/FHS WAN [LAN 1 NAT Analog Life-Line
LAN Configuration

WAN port LAN port Local
| YLAN ID [a 1 [0 1 [86 1

Press: '8’ - '9’, SPACE, BS, DEL {Must between B and 4095>
TAB,EMTER :next field ‘<’ :left ’'>’:right ESC:abort

Figure 3-47 - VLAN ID Configuration

Access Path: Configuration Menu -> Interface -> LAN -> VLAN Tagging

ntertace THINET Venus 28085 Version 1.407 - Bld /.8

FRO/FKS HAN [LAN 1  NAT Analog Life-Line
LAN Configuration

M YLAN Tagging———-———--—— .

| MAN port LAN port |
T i Tagging [no 1] [no 1 i -
N .
b Lo
. L1
b P
+— H H -

i 1

| |

! 1

Press: SPACE to select
TAB,ENTER: next field ’'<’:left '>’':right ESC:abort

Figure 3-48 - VLAN Tagging Configuration
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3.5.24.2

Router Mode

Access Path: Configuration Menu -> Interface -> LAN ->Router Mode

Under Router Mode, a different IP from WAN IP would need to be assigned.

Interface

FXO/FHRS WAN
LAN Configuration

9’

Press: '0’

TAB,ENTER:next field °<’:left > :right ESC:abort

TAIMET Venus 2808S Version 1.45j - Bld 7.0
[LAN 1 NAT Analog Life-Line

Router Mode

LAN IP Address [192.168.8.254 1
LAN NetMask [255.255.255.0 1

", SPACE, BS

Figure 3-49 - Router Mode Configuration
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3.5.25

NAT Configuration

Network Address Translation (NAT) feature works only when LAN is configured
as router mode. VENUS NAT router allows nodes on the private network (LAN
side) to transparently communicate with nodes on the external network (WAN
side) and vice versa.

Access Path: Configuration Menu -> Interface -> NAT

[nterface TAINET VYenus 2808S Version 1.453 - Bld 7.0

_FHU/FHS WAN LAN [NAT 1 Analog Life-Line
NAT Configuration

NAT
Enable NAT [po 1

Press: SPACE to select
TAB,ENTER :next field ’'<’:1left >’ :right ESC:abort

Figure 3-50 - NAT Configuration

When NAT is enabled, the following menu, shown in Figure 3-51, gives user
the option to specify nodes on the LAN side that can be accessed by nodes on
the WAN side.
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Interface TAINET Yenus 2808S Version 1.45; - Bld 7.8

FXO/FXS HWAN LAM [NAT 1 Analog Life-Line
NAT Configuration

Internal Source IP Internal Port Mo. Protocol External Port No.

1 6.0.0.8 0 TCP 0
2 6.0.0.8 0 TCP 0
3 6.0.0.8 0 TCP 0
& 6.0.0.8 0 TCP 0
9 6.0.0.8 0 TCP 0
6 6.0.0.8 0 TCP 0
1 6.0.0.8 0 TCP 0
8 6.0.0.8 0 TCP 8
9 0.0.0.8 0 TCP 0
18 0.0.0.0 0 TCP 0
11 0.0.0.0 0 TCP 0
12 0.9.8.0 0 TCP 0

TAB:next item ENTER:edit item '< ' :page up ’> :page down ESC:abort

Figure 3-51 - NAPT Configuration

3.5.2.6 Analog

Use this menu to configure the analog characteristics of the dial line. It
includes Ring, Tones, and Long Loop ability.

Table 3-32 - The Analog Menu Items

analog
Ring Tones Long Loop

3.5.2.7 Ring

Table 3-33 - The Ring Menu ltems

Ring

e

Frequency Distinctive Rings
Default Ring Cadence
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Access Path: Configuration Menu -> Interface -> Analog ->Ring

Fnalog TAINET Yenus 2808S Version 1.45; - Bld 7.0
[Ring]l Tones Long Loop
Ring Configuration
A Ring Configuration-—————————— +
<Frequency> Default Ring Cadence

1
i
| Distinctive Rings

TAB:next °'> :forward <’ :backward ENTER:select ESC:abort

Figure 3-52 - Ring Configuration

Table 3-34 - Description of Ring Configuration Iltems

Field Description

Frequency |To adjust the Ring tone frequency from 17 ~ 40Hz.

Default Ring |To setup the different ON, OFF time and duration of Ring tone.
Cadence Where the [ON]/[OFF] items is the ring cycle ON time/OFF time
at 100ms based. For example, to set [ON]=10 equal to 1 second
ON time.

Where the [duration] item is the total ring duration at 1ms based.
For example, to set [duration]=180000 equal to 3 minutes.

Distinctive |To generate a sequence of different frequency ring. It does same
Rings behavior of “Default Ring Cadence” and more attractive.
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Access Path: Configuration Menu -> Interface -> Analog ->Ring ->Frequency

Analog TAINET Venus 28085 Version 1.45; — Bld 7.0

[Ringl Tones Long Loop
Ring Configuration

Please Set the Frequency (17 ~ 40Hz)

Ring Frequency [23 1

Press: '8’ - °9’, SPACE, BS
TAB,ENTER:next field ’'<':left '>":right ESC:abort

Figure 3-53 - Ring Frequency Configuration

Access Path: Configuration Menu -> Interface -> Analog ->Ring ->Default Ring
Cadence

Analog TAINET Yenus 2808S Version 1.453 - Bld 7.0

[Ringl Tones Long Loop
Ring Configuration

onl offl on2 off2 on3 off3 duration
1 18 30 a o @ a 180000

[onl/[off] 1is the ring cycle ON time/OFF time (100ms based)
[duration] is the total duration {(1ms based)

TAB:next item ENTER:edit item <’ :page up > :page down ESC:abort

Figure 3-54 - Default Ring Cadence Configuration
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3.5.2.8

Access Path: Configuration Menu -> Interface -> Analog ->Ring ->-Distinctive
Rings

Fnalog TATNET Venus 28085 Version 1.453 - Bld 7.8
[

Ringl Tones  Long Loop
Ring Configuration

onl offl on2 off2 on3 off3 duration

1 [20 1[40 1 [@ 1[0 1[0 106 1 [180600 ]
“ 8 b 8 40 0 0 180000

8 b 2 b4 2 8 40 180000

a 3 2 18 2 3 40 180000

b 2 1 0 0 0 0 600

6 2 2 3 2 2 30 180000

K 20 40 0 0 0 0 180000

5 30 50 0 0 0 0 180000

9 2 1 0 0 0 0 600

[onl/[off]l is the ring cycle ON time/0OFF time (100ms based)
[duration] is the total duration (1lms based)

Press: 'B° - '9°, SPACE, BS

TAB,ENTER:next field '<’:left '>’:right ESC:abort

Figure 3-55 - Distinctive Ring Configuration

Tones

Table 3-35 - The “Tone” Menu ltems

Call Waiting

OnHold

/ Tones \
Busy ///////////////// ‘\\\\\\\\\\\\\\\\- Reorder
Ring Back Off On Dial tone

Congestion  Out of Service Disconnect  Off hook notice  Dial tone
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Analog TAINET VYenus 2808S Version 1.453 - Bld 7.8

Ring [Tones] Long Loop
Tone Configuration

A Tones——————-——————- +
1 <Busy> Ring Back i
{ Congestion Out of Service i
i Disconnect 0ffhook MNotice i
i Dial Tone 0ff On Dial Tone |
i Reorder On Hold i
1 1

Call Waiting

TAB:next "> :forward '<’:backward ENTER:select ESC:abort
Figure 3-56 - Tone Configuration
Table 3-36 - Description of Tone Configuration Items

Field Description
Busy All fields in Table 3-36 are used to setup the different
Ring Back frequency and amplitude of different tone duration.

. Where the “freq” is the frequency in Hertz based,
Congestion “amp” is the amplitude in 0.1dB based and the “t” is the

Out of Service

total duration of one cycle in ms based. For keeping

the cycle into forever then setup “t"= -1.

Disconnect _ _ _ _

#-hook . The Congestion Tone will be applied to the interface
Off-hook Notice when the network cannot connect the dialed call.
Dial Tone The Reorder tone is an audible or visual signal that
Off On Dial Tone indicates a called number is occupied or otherwise
Reorder unavailable.

On Hold
Call Waiting
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Access Path: Configuration Menu -> Interface -> Analog ->Tones ->Busy

IAnalog TAINET Venus 28085 Version 1.453 - Bld 7.0

Ring [Tones] Long Loop
Tone Configuration

freql ampl freq? amp?2 freqd amp3 freqgh amph t {ms)

1 480 240 620 -240 0 0 0 0 200
2 0 ] ] 0 0 0 0 0 000
5] 0 0 0 0 0 0 0 0 0
b 0 0 0 0 0 0 0 0 0
5] 0 0 0 0 0 0 0 0 0
I6 ] ] ] 8 8 8 8 0 0

[freql]l " [freqd] is frequency,in Hertz;[lampll [amp4] is the amplitude,in 1/10d}
[t] is the duration, in ms, of this tone element {-1:forever)

TAB:next item ENTER:edit item '<’:page up *> :page down ESC:abort

Figure 3-57 - Busy Tone Configuration

Access Path: Configuration Menu -> Interface -> Analog ->Tones ->Ring Back

Hnalog IHINET Venus Zobgs Version 1.40] - Bld 7.©

Ring [Tones] Long Loop
Tone Configuration

freql ampl freq?2 amp2 freqd amp3 freqh ampi t (ms)

1 440 -190 480 -190 0 ] 0] 5] 2000
2 0 0 0 ) 0 ) ) ] 4000
3 0 0 0 0] 0 e 0] 0] e
&4 0 0 0 ] 0 a ] 5] a
9 0 0 0 0 0 0] 0 0] 0]
) 0 0 0 ] 0 ] ] 5] ]

[freql] " [freqg4] is frequency,in Hertz;[ampll [amp&] is the amplitude,in 1/10db
[t] is the duration, in ms, of this tone element (-1:forever)

TAB:next item ENTER:edit item '<’:page up '>':page down ESC:abort

Figure 3-58 - Ring Back Tone Configuration
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Access Path: Configuration Menu -> Interface -> Analog ->Tones ->Congestion

IHnalog TAINET Venus 2888S Version 1.453 - Bld 7.0

Ring [Tones] Long Loop
Tone Configuration

freql ampl freq2 amp?2 freq3 amp3 freqh amph t (ms)

1 480 -240 620 -240 0 8 0 ] 250
2 0 0 0 0 0 0 0 ] 250
3 0 0 0 0 0 0 0 ] 0
& ] 8 0 8 0 8 0 ] 0
9 0 0 0 0 0 0 0 ] 0
l6 0 @ 0 @ 0 @ 0 0 0

[freql] " [fregi] is frequency,in Hertz:[ampll [amp4] is the amplitude,in 1/18db
[t] is the duration, in ms, of this tone element (-1:forever)

TAB:next item ENTER:edit item "<’ :page up > :page down ESC:abort

Figure 3-59 - Congestion Tone Configuration

Access Path: Configuration Menu -> Interface -> Analog ->Tones ->Out of
Service

Analog TAINET VYenus 2808S

Version 1.45j - Bld 7.0

Ring [Tones] Long Loop
Tone Configuration

fregql ampl freq? amp? freq3 amp3 fregd amph t {ms)

1 950 -130 0 0 8 ] 0 0 330
2 14080  -130 0 0 0 ] 0 0 330
3 1808 -130 0 0 0 ] 0 0 330
b 0 0 0 0 0 0 0 0 2000
2 8 8 0 0 8 ] 0 0 ]
6 6 6 0 0 8 ] 8 8 ]

[freqll " [freg&] 1is frequency,in Hertz:lampl]l [amp&] is the amplitude,in 1/18db
[t] is the duration, in ms, of this tone element (-1:forever)

TAB:next item ENTER:edit item '< :page up '> :page down ESC:abort

Figure 3-60 - Out of Service Tone Configuration
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ccess Path: Configuration Menu -> Interface -> Analog ->Tones ->Disconnect

Analog TAINET VYenus 28085 Version 1.455 - Bld 7.8

Ring [Tones] Long Loop
Tone Configuration

freql ampl freq?2 amp2 freaqd amp3 freahk amph t (ms)

1 480 -240 620 -240 0 0 0 0 250
2 8 0 8 0 8 0 0 0 250
3 480 -240 620 -240 0 0 0 0 250
b4 0 0 0 0 0 0 0 0 -1
2 0 0 8 0 8 0 0 0 0
6 0 0 0 0 0 0 0 0 0

[freqll " [freaqk]l is frequency,in Hertz;[lampl]l ™ [ampi] is the amplitude,in 1/10db
[t] is the duration, in ms, of this tone element (-1:forever)

TAB:next item ENTER:edit item '<’:page up '> ' :page down ESC:abort

Figure 3-61 - Disconnect Tone Configuration

Access Path: Configuration Menu -> Interface -> Analog ->Tones ->offhook
Notice

Analog TAINET VYenus 2808S Version 1.453 - Bld 7.0

Ring [Tones] Long Loop
Tone Configuration

freql ampl freq?2 amp?2 freqd amp3 freaqhk amph t (ms)

1 1406 -130 2060 -130 2450 -130 2600 -130 100
2 0 0 0 0 0 0 0 0 100
3 0 0 Q 0 Q 0 Q 0 0
b 0 8 8 8 8 8 8 0 ]
6} 8 8 0 8 0 8 0 8 ]
6 0 0 @ 0 @ 0 @ 0 0

[freql]l [fregi] is frequency,in Hertz:[ampll [amp4] i1is the amplitude,in 1/10db
[t] is the duration, in ms, of this tone element (-1:forever)

TAB:next 1tem ENTER:edit item ’'<’ :page up >’ :page down ESC:abort

Figure 3-62 - Off-Hook Tone Configuration
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Access Path: Configuration Menu -> Interface -> Analog ->Tones ->Dial Tone

Analog TAINET Venus 2808% Version 1.45j - Bld 7.8

Ring [Tones] Long Loop
Tone Configuration

freql ampl freq? amp? freqd amp3 freqhk amph t (ms)

1 350 -130 440 -130 0 0 0 ] -1
2 ] 0 ] 0 8 0 8 ] 8
3 ] 0 ] 0 8 0 8 ] 8
b ] 0 ] 0 0 0 0 0 0
9 ] 0 ] 0 0 0 0 ] 0
6 ] 0 ] 0 8 0 8 ] 8

[freql]  [freagd] is frequency,in Hertz:[ampll [amp&] is the amplitude,in 1/18dh
[t] is the duration, in ms, of this tone element {-1:forever)

TAB:next item ENTER:edit item '<’ :page up > :page down ESC:abort

Figure 3-63 - Dial Tone Configuration

Access Path: Configuration Menu -> Interface -> Analog ->Tones ->Off On Dial
Tone

Nnalog TAINET Yenus 2808S Version 1.453 - Bld 7.0

Ring [Tones] Long Loop
Tone Configuration

freql ampl freq? amp2 freqd amp3 fregh amph t (ms)

L 350 -130 440 -130 ] 0 0 ] 100
D 0 8 0 ] 0 8 ] 160
B 0 0 0 0 ] 0 0 ] 0
a 0 0 Y] 0 ] 0 0 ] 0
b 0 8 0 0 ] 0 8 ] 0
b 0 6 ] 0 ] 0 6 ] 0

[freqll " [freq4] is frequency,in Hertz;[lampll [amp4] is the amplitude,in 1/10dh
[t] is the duration, in ms, of this tone element (-1:forever)

TAB:next item ENTER:edit item <’ :page up > :page down ESC:abort

Figure 3-64 - Off On Dial Tone Configuration
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Access Path: Configuration Menu -> Interface -> Analog ->Tones ->Reorder

finalog TRINET Yenus 2808S Version 1.453 - Bld 7.8

Ring [Tones] Long Loop
Tone Configuration

freql ampl freq?2 amp? freqd amp3 freqh amph t (ms)

L 480 260 620 240 ] 0 0 Y] 290
P 0 0 0 0 0 0 0 250
§ 0 0 0 ] ] 0 0 0 ]
A 8 0 Y] ] ] 8 0 Y] ]
b 0 0 0 0 0 0 0 0 0
3 8 0 ] ] ] 8 0 ] ]

[freql]l”[fregi] is frequency,in Hertz:[ampll [ampi4] is the amplitude,in 1/18db
[t] is the duration, in ms, of this tone element (-1:forever)

TAB:next 1tem ENTER:edit item ’'<’:page up ’»>’ :page down ESC:abort

Figure 3-65 - Reorder Tone Configuration

Access Path: Configuration Menu -> Interface -> Analog ->Tones ->0On Hold

[Analog TAINET VYenus 20085 Yersion 1.40] - Bld 7.0

Ring [Tones] Long Loop
Tone Configuration

freql ampl freq?2 amp2 freaqd amp3 freahk amph t {ms)

1 400 -130 8 8 8 8 0 0 200
2 0 0 8 8 8 8 0 0 250
3 400 -130 Q Q 0 0 0 0 2900
& 0 0 0 0 0 0 0 0 3250
2 0 0 0 0 8 8 0 0 0
6 0 0 0 0 0 0 0 0 0

[freql] " [freq4] is frequency,in Hertz:;[lampl]l [ampi4] 1s the amplitude,in 1/18db,
[t] is the duration, in ms, of this tone element {-1:forever)

TAB:next item ENTER:edit item <’ :page up > :page down ESC:abort

Figure 3-66 - On Hold Configuration
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Access Patch: Configuration Menu -> Interface -> Analog ->Tones ->Call
Waiting

Analog TRAINET Yenus 2808S Version 1.45; - Bld 7.8

Ring [Tones] Long Loop
Tone Configuration

freql ampl freq?2 amp2 freqd amp3 freaqhk ampék t (ms)

1 440 -130 0 0 0 0 8 0 300

2 0 0 0 0 0 0 0 0 200

3 21386 150 2158 150 0 0 0 0 85

A 0 0 0 0 0 0 0 0 10008
9 8 0 0 0 0 0 8 0 0

6 8 8 8 8 8 0 8 0 8

[freqll " [frea&t]l is frequency,in Hertz;lampll [amp4] is the amplitude,in 1/18db
[t] is the duration, in ms, of this tone element (-1:forever)

TAB:next item EMNTER:edit item '<’:page up ’'>’:page down ESC:abort

Figure 3-67 - Call Waiting Configuration

3.5.2.9 Long Loop

The “Long Loop” enables the longer distance service of voice higher 8Km than
3Km.

Analog TAINET Venus 2808S Version 1.455 - Bld 7.8

Ring Tones [Long Loopl
Long Loop Configuration

Long Loop Configuration

Long Loop [enable 1

Press: SPACE to select
TAB,ENTER:next field ‘<’:left ’'>’':right ESC:abort

Figure 3-68 - Long Loop Configuration

94



Chapter 3 Configuration and Management

3.5.3

3.53.1

Routing Table

Table 3-37 - The Routing Table Menu Items

Pl

Static Route

Routing

N

Default Gateway

Static Routing

Access Path: Configuration Menu -> Routing Table -> Static Routing.

Configuration

TAINET Venus 2888S Version 1.45j - Bld 7.0|

Svustem Int
Routing Table

Destinati

ND OO0 =] TN U= QO PN =
SISoo@@
e Fan o L uow Biow o oo B Juw Juow Juow Jow

SOOI
[ LB P Row o FuonRuow Jon Joow oo fuces

[erymry—
Y

TAB:next item

erface [Routing Tablel Phone Book Security

Configuration

on Ne tMask

SOOI
oD
TR E®
coooonooooe®

ENTER:edit item '<°

=
1]
—~
3
=
3]

Nexthop

e Fan o L uow Biow o oo B Juw Juow Juow Jow
SISoo@@
e Fan o L uow Biow o oo B Juw Juow Juow Jow
SISoo@@
SO o@@

:page up >’ :page down ESC:abort

Figure 3-69 - Stat

ic Routing Configuration

Static routing are those routing path manually defined by user for the VENUS
Series. User may use the static routes to establish some specific fixed
connections. Maximum of 20 static routes can be configured.

Table 3-38 - Static Routing Configuration

Field

Description

Destination

This parameter specifies the IP network address of the final
destination. Routing mechanism is based on the target IP
address and the network domain. If you need to specify a route
to one single host, use the subnet mask of 255.255.255.255 in

the subnet mask field

to force the VENUS Series to route all the
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3.5.3.2

packets for this single host thru the designated router (the next
hop).

NetMask Enter the subnet mask for this destination. This mask defines the
group of the destination nodes.

NextHop Enter the IP address of the next hop (router). This is a neighbor
node of your VENUS Series that will forward the packet to the
destination node out side the subnet domain.

Metric The metric represents the cost of transmission for routing
purposes. IP routing uses hop count as the measurement of
cost, where a minimum of 1 means the directly connected
networks. Enter a number that approximates the cost for this link.
The number need not be precise, but it must be between 1 and
15. In practice, 2 or 3 is usually a good number.

Default Gateway

Access Path: Configuration Menu -> Routing Table -> Default Gateway.

Configuration TAINET Yenus 28085 Version 1.45] - Bld 7.0]

Sustem Interface [Routing Tablel Phone Book Security
Routing Table Configuration

Default Gateway [172.16.0.254 ]

Press: '@ ", SPACE, BS

-9
TAB,ENTER:next field <’ :left > :right ESC:abort

Figure 3-70 - Default Gateway Configuration

To send an IP packet to a node (for example to the SIP Proxy server or another
VoIP gateway) outside the local network domain, the IP packet is sent first to
the Default Gateway (usually a router) where the packet is forwarded to the
destination or the next node (another router). This item defines the IP address
of the Default Gateway.
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3.54

Phone Book

Phone Book provides mapping between a phone numbers with an address.
This feature allows user to make call to other VENUS gateways without the

need for Proxy.

The VENUS SIP gateway can store up to 100 phone numbers in its phone

book.

Access Path: Configurati

on Menu ->Phone Book

Configuration

TAINET VYenus 28085

Version 1.455 - Bld 7.8

Sustem

Interface

|<ae> 01
i 10

Routing Table
Phone Book Configuration

[Phone Book]

Security

[
=]

TA8B:next '>’:forward

< :backward ENTER:select

ESC:abort

Figure 3-71 - Phone Book Configuration

[ConTiguration

TAINET Venus 23085

Sustem Interface
Phone Book Configuratio

Press: ASCII, SPACE, BS
TAB,ENTER :next field

i left

Version 1.45) - BId 7.0

Routing Table [Phone Book]

n

00

Name [2 1
Number [2001 1
Address [172.16.1.100

Port [56060 1

Valid [ves]

">":right ESC:abort

Security

Figure 3-72 - Phone book entry Configuration
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3.55

Table 3-39 - Description for Phone Book Entry Items

Field Description
Name Please enter a name to identify the destination. For example,
other VENUS gateway code.
Number This item specifies the phone numbers for a destination.
Address This is the IP or domain name of the destination. For example
the IP address of another VENUS series gateway.
Port This is the port number of the destination gateway.
Valid This item allows user to disable or enable this phone book entry.
Security
Security

System Security

Select these items to change the User Name and Password for all the User
Interface. Note that both the User Name and Password are case sensitive.
Keep a note for the User Name and Password, in case you forget them.
Contact technical support if you cannot remember the setup. User should
change the password to protect the VENUS Series from unauthorized access.

Access Path: Configuration menu -> Security

Configuration TRINET VYenus 28885 Version 1.45j - Bld 7.6]

Sustem Interface Routing Table Phone Book [Security]
Security Configuration

Svstem Security

User Name: [user ]
Password: [ 1

Press: ASCII, SPACE, BS
TAB,ENTER:next field ’<’:left °>’:right ESC:abort

Figure 3-73 - System Security Configuration
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3.6

3.6.1

Monitoring

Table 3-40 - The “System Monitoring” Menu Items

Monitor

//\\

Routing Table  H/W Report Statistics System Info

Routing Table Monitoring

The Routing table shows all the routing information of your VENUS Series. The
internal defined loop back route, the static route and the route for the Default
Gateway are all shown here.

Access Path: Monitoring Menu -> Routing Table.

Fonitoring TAINET VYenus 2808% Version 1.453 - Bld 7.0
[Routing Tablel H/W Report Statistics Svstem Info
Yiew Routing Table
Destination Ne tMask Nexthop Iface Tupe Htn

i} 127.0.0.0 200.0.0.0 127.0.8.1 LPBK Ul 1
P 224.0.06.1 290.299.255.255 127.0.0.1 LPBK Ut 1
3 172.16.0.8 255.255.240.0 172.16.15.248 HWAN uI 1
i 172 .16.15.240 255.255.255.255 127.8.8.1 LPBK ur 1
3 0.0.0.0 0.0.0.0 172.16.0.254 WAN us 1

SPACE:refresh page ’'<’:page up >’ :page down ESC:abort

Figure 3-74 - Routing Table Monitoring
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Table 3-41 - Description of Routing Table Monitoring Items

Field Description

Destination |It specifies the IP network address of the final destination. If
“0.0.0.0” appears in the field, this entry specifies the “Default
Gateway” of route information.

NetMask It represents the IP netmask of the destination IP address.

NextHop It represents the IP address of the next router for transmission of
the IP datagram to the destination network segment.

Iface Identify the IP routing to the corresponding interface
LPBK: loopback interface
WAN: WAN interface
LAN: LAN interface

Type The first character (Status)

U: The route is valid (up) and in use.
D: The route is invalid (down) and has a metric of 16 (RIP infinity)

The second character (Source)

I: The route is a direct connection

R: the route was established from RIP information.
S: The route is a static route.

Mtr

The metric represents the cost of transmission for routing
purposes.
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3.6.2 H/W Report Monitoring

Hardware information, such as the number and type of interface card installed,
the number of total POTS ports supported, and the hardware diagnosis result,
are listed in the H/W Report Monitoring menu.

Access Path: Monitoring Menu -> H/W Report.

Monitoring TAINET Yenus 2808S% Version 1.45; - Bld 7.0

_Routin;_Table __[H/H Report] Statistics Sy;tem Info
Hardware Configuration and Diagnosis Report

Hardware Configuration and Diagnosis Report:

Base Unit: CPLD Y2.0

Slot 1: CPLD ¥1.0, 2-port 10/180BT Ethernet Switch card: UTP-2
Slot 2: Empty

Slot 3: CPLD ¥2.8, Onboard Analog card: FX5-8

Slot 4: Empty

Diagnosis Result: Pass
No hardware failure detected

Press any key to continue..._

Figure 3-75 - H/W Report Monitoring

3.6.3 Statistics Monitoring

3.6.3.1 Interface Statistics

The interfaces menu provides statistics information collected for monitoring the
interface packet flow.
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Access Path: Monitoring Menu -> Statistics -> Interfaces

TAINET Venus 2808S Version 1.45j - Bld 7.9|

Statistics

[Interfaces] NAT DHCP Server
View Interface Statistics

+Interface-+
<A11> WAN |

1
I
—_—— +

TAB:next °> ' :forward <’ :backward ENTER:select ESC:abort

Figure 3-76 - Interface Statistics Monitoring

Access Path: Monitoring Menu -> Statistics -> Interfaces->All

Ktatistics TRAINET Venus 2808S5 Version 1.45; - Bld 7.0
[Interfaces] NAT DHCP Server
View Interface Statistics
Iface RH:octets pkts err pkts TH:octets pkts err pkts
]

1 WAN 2425763 21168 ] 240 8

‘< :page up ">’ :page down FESC:abort

SPACE : refresh page

WAN and LAN shows more detailed information on each interface.
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3.6.3.2

Access Path: Monitoring Menu -> Statistics -> Interfaces->WAN

Version 1.45j - Bld 7.8

Ftatistics TAINET VYenus 2808S
[Interfacesl] NAT DHCP Serwver
View Interface Statistics

Interface Statistics: WAN

Tx Octets 240
Tx Packets 8
Tx Broadcast Packets 0
Tx Discarded Packets 0

Rx Octets 2469853
Rx Packets A

Rx Broadcast Packets 21689
Rx Discarded Packets 4]

Rx Unknow Protocols 817

ENTER:select TAB:next ’<’:left ’'>’':right ESC:previous menu

NAT statistics

NAT statistics provide the information of NAPT translation usage per protocol
type.

Access Path: Monitoring Menu -> Statistics ->NAT

NAT TAINET Venus 2808S Version 1.455 - Bld 7.8

[HAT Statisticsl] TCP Translation UDP Translation ICHP Translation
View NAT Statistics

ENTER:select TAB:next "<’ :left ">":right ESC:previous menu

Figure 3-77 - NAT Statistics Monitoring
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3.6.3.3 DHCP Server statistics

Access Path: Monitoring Menu -> Statistics ->DHCP Server

Btatistics TAIHET Yenus 28085 Version 1.45j - Bld 7.0

Interfaces HAT  [QHCP Server]
DHCP Server Statistics IPF Binding Table

FHTER:select TAB:next "<":left "> :right ESC:previous meno

Figure 3-78 - DHCP Server Statistics Monitoring

3.6.4 System Info Monitoring

This menu briefly summarizes the system information including the System Up
Time since the device is powered on.

Access Path: Monitoring Menu -> System Info.

Monl toring [HINLT Wenus Z80HS Version 1.651 - Bld 7.0

Routing lTable H/Y Report atatistics L5vstem Lnfol
View System Information

Sustem Information:

SHMP agent : dizahle
trap: dizahle
NHCP/BootP client: dizahle
NDNS state: Nizahle
PPP over ethernet: dizahle
Sustem Up Time: A day B1h:57m:23=

Press anv kev Lo conlinue!

Figure 3-79 - System Information Monitoring
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3.7

3.7.1

Device Control

Device Control

Restore Default Firmware Upgrade

Warm start

Warm Start

After changing some configurations of the device, it may be required to restart
the device to activate the new configuration. Use this menu to reset the

\

VENUS Series.

-

o

Access Path: Device Control Menu -> Warm Start.

Caution:

&
CAUTICN Reset the gateway only when there is no phone call in
progress. Otherwise, VolIP service will be abruptly terminated.

)

Version 1.453 - Bld 7.0

TAINET Venus 2868S

[Device Control
Firmware Upgrade

[Warm Startl Restore Default
Restart Hodule

+—restart——+
1

<YES> NO |

1
1
+

<" :backward ENTER:select ESC:abort

TAB:next '>':forward

Figure 3-80 - Reset the VENUS Series
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3.7.2

Restore Default

Access Path: Device Control Menu -> Restore Default.

[Device Control TRAINET VYenus 2808S Version 1.453 - Bld 7.4

Harm Start [Restore Defaultl Firmware Upgrade
Restore Parameters to Factory Default

+—restore——+
<YES> NO |

1
1
—— +

TAB:next ’'> ' :forward ’'<’:backward ENTER:select ESC:abort

Figure 3-81 - Restore Default

This feature is used to reset all the settings to the factory defaults. Selecting
this menu will cause an en-forced reset to the VENUS Series. The
configuration defaults are:

B DHCP Client: Disabled

B SNMP Agent: Disable

B SNMP System Contact: Tainet Communication System Corp.
B SNMP System Name: sales@tainet.net

B SNMP System Location: Taipei, Taiwan

B SNMP Trap: Disable

B SNMP Get Community: Public

B SNMP Get Community: Private

B SNMP Get Community: Public

B SNMP Trap Destination: 0.0.0.0
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3.7.3

B DNS Server: Disable

B |ADMS Registration: Disable

B Country Code: Generic

B WAN IP Address: 172.16.15.240

B WAN IP Mask: 255.255.0.0

B Default Gateway: 0.0.0.0

B User Name: user

B No Password

A

CAUTICN

o

Caution:

Restore the defaults only when there is no phone call in
progress. Otherwise, VoIP service will be abruptly
terminated. /

Firmware Upgrade

VENUS Series allows software upgrade for feature improvement. The new
firmware (the Application Program), in binary code format, can be remotely
downloaded from a TFTP server and written into the internal flash memory of
the VENUS Series. Check with our technical support for the availability of the
latest software.
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Access Path: Device Control Menu -> Firmware Upgrades.

Device Control TAINET Venus 28885 Version 1.45;5 - Bld ?.ﬂl

Warm Start Restore Default [Firmware Upgradel
TFTP Software Download

TFTP Software Download

TFTP server IP [0.0.0.8 ]

TFTP server port [69 ]

file name (binarv) [ 1
Press: '0 9’, *.°, SPACE, BS

TAB ,ENMTER : next field < :left "> :right ESC:abort

Figure 3-82 - Firmware Upgrade

Table 3-42 - Description of “Firmware Upgrade” Items

Field Description

This item tells VENUS Series which IP address of TFTP

TRTP Server 1P | erver that includes the firmware.

This item tells VENUS Series which port of TFTP server

TFTP Server Port | at includes the firmware.

This item tells VENUS Series that file should be loading
from TFTP server. The firmware must be in the binary
format.

File Name
(Binary)

The Upgrade Procedure is listed bellow:

B Enter the IP address of the TFTP server, then press Enter

B Enter the file name of the new firmware, then press Enter

B The TFTP download process is started as shown in Figure 3-83
B Enter “Ctrl-C” to cancel the download process

B When download is finished, VENUS will report the size of the file, and
verifies the checksum as illustrated in Figure 3-84

B Press "Y” (Yes) to write the software into the flash memory
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It takes a couple of minutes to perform the flash memory write. Once when
the flash write is completed, as illustrated in Figure 3-85, VENUS Series
performs the verification and then reboot itself to start the new firmware

-

o

~

(1\ Caution:
N . _
GAUTICN Upgrade the software when there is no phone call in

progress. Otherwise, VolIP service will be abruptly
terminated /

4 N

Caution:
@ Do not write the software with incorrect checksum and do
CAUTION not reset the device while performing flash write. In case

the flash write is abnormally disrupted, VENUS Series can
still boot up using the Boot code. Re-download the
software and re-program the flash again to recovery the

K AP software /

Device Control TAINET VYenus 2808% Version 1.45j - Bld 7.9

Harm Start Restore Default [Firmware Upgradel
TFTP Software Download

TFTP server IP [172.16.1.188 1

TFTP server port [69 ]

file name (binary) [28085v145].BIN 1
Downloading {(press Ctrl-c to cancel)... Please Hait...

204800 bytes{ 9.77%) received.

ENTER:select TAB:next "<’ :left '>":right ESC:previous menu

TFTP Software Download

Figure 3-83 - Downloading the New Software
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Device Control TAINET WYenus 2808S Version 1.45j - Bld 7.0

Harm Start Restore Default [Firmware Upgradel
TFTP Software Download

TFTP Software Download

TFTP server IP [172.16.1.188 1

TFTP server port [69 1

file name (binary) [2868Sv145] .BIN 1
Downloading {press Ctrl-c to cancel)... Please HWait...

2097152 bytes(100.00%) received. TFTP download complete.
Checksum 1is correct. (TFTP file checksum is: 2566914152)

[1.453] upgradel®d.BB% erased.
writing to flash: 35.63% done._
Write to flash? (v/n)

erasing flash:

ENTER:select TRAB:next '<’:left '>':right ESC:previous menu

Figure 3-84 - Writing to New Software into the Flash Memory

Pevice Control TAINET Yenus 2808S Version 1.453 - Bld 7.0

Harm Start Restore Default [Firmware Upgradel
TFTP Software Download

TFTP Software Download

TFTP server IP [172.16.1.108 ]

TFTP server port [69 ]

file name (binary) [28085v145] .BIN 1
Downloading (press Ctrl-c to cancel)... Please Hait...

2097152 bytes(100.00%) received. TFTP download complete.
Checksum is correct. (TFTP file checksum is: 2566914152)

[1.453] upgradelBB.B0% erased.

writing to flash: 100.00% done.

verifying flash..... )

verification ok.

Reseting the gateway to execute the new software

Press any key to continue!_

Figure 3-85 - Upgrade Completed

One option to try out the new software is to execute the downloaded trial
software within the internal RAM memory without destroying the Application
Program stored in the flash memory. Select “N” (No) to not to write the
software into flash. Instead, execute the downloaded program immediately
(See the Figure 3-86).
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Device Control

TAINET Yenus 28083

Version 1.453 - Bld 7.0

Warm Start Restore Default
TFTP Software Download

TFTP Software Download

TFTP server IP

TFTP server port

file name (binary)
Downloading {press Ctrl-c to cancel)...
2097152 bytes(100.00%) received. TFTP
Checksum is correct.

[1.453] upgrade to [1.45;]

Write to flash? (y/n)
Execute the code in SDRAM? (w/n)_

ENTER:select TAB:next "<’ :left

[Firmware Upgradel

{TFTP file checksum is: 2566914152)

"> :right

[172.16.1.188 1

[69 1

[280885v145;7 .BIN 1
Please Wait...

download complete.

ESC:previous menu

Figure 3-86 - Execute the Trial Software

One option to try out the new software is to execute the downloaded trial
software within the internal RAM memory without destroying the Application
Program stored in the flash memory. Select “N” (No) to not to write the

software into flash. Instead, execute
(Please refer to Figure 3-87).

the downloaded program immediately

Downloading [(press Ctrl-c to cancel)...
2087152 bytes(100.00%) receiwved. TFTP
Checkswm is correct.
[1.47 ] upgrade to [1.47 ]

Write to flash? (y/n)
Execute the code in SDRAM? [y/n)

ENTER:select TaAB:next '<':left

Device Control TAINET Venus 28083 Version 1.47 - EBld 7.0
Warm Start Restore Default [Firmmare Upgrade]
TFTPF Software Download
TFTP ZScftware Download
TFTF =server IF [192.168.1.57 1
TFTF server port [&3 1
file nesme (binary) [Z8083.BIN I

[TFTF file checksum is:

'=':right

Ples=ze Wait...
download complete.
2516582615)

E3C:previous menu

Figure 3-87 — Execute the trial Software
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3.8

3.8.1

Diagnosis

The Diagnosis menu helps to troubleshooting the VolP service.

Table 3-43 - The “Diagnosis” Menu Iltems

Diagnosis

N

Ping STUN Trouble Shooting

Ping

This feature can be used to verify the path of packet transmission between
VENUS Series and another node. For example, to check whether the Proxy
Server is reachable or is alive. Make sure you configure the correct subnet
mask, and the IP address of the default gateway.

Access Path: Diagnosis Menu -> Ping.

Piagnosis TAINET Venus 2888% Version 1.453 - Bld 7.0

[Ping] Stun Trouble Shooting Menu
IP Connectivity

Host Reachability
Target IP Address [61.222.17.140 1
100 1

Datagram Size [
Timeout in Seconds [2 1

PING 61.222.17.148 with 100 bytes of data

Reply from 61.222.17.140: bytes=100 time=2ms
Reply from 61.222.17.140: bytes=100 time=hms
Reply from 61.222.17.140: bytes=100 time=2ms
Reply from 61.222.17.140: bytes=100 time<2ms
Reply from 61.222.17.140: bytes=100 time<{Zms

Press any key to continue!_

Figure 3-88 - Ping a Host
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3.8.2

3.8.3

STUN Type Diagnosis

This feature can be used to chick the STUN server stand.

Diagnosis TRAINET VYenus 2808S Version 1.453 - Bld 7.0

Ping [Stunl Trouble Shooting Menu
Stun Type Diagnosis

Stun Diagnosis

Stun IP Address [61.222.17.139 1

Stun 61.222.17.139 Type is :0pen Internet

Presz any key to continue!_

Figure 3-89 - Stun Type Diagnosis

Trouble Shooting Menu (Command Line Interface)

The Trouble Shooting Menu is designed mostly for technical support engineers.
It provides a Command Line Interface (CLI) where user can enter commands

B To setup detailed configuration
B To monitor detailed system status messages, and

B To diagnose the device

4 N

Caution:
)

CAUTICN Activating some of the commands supported in the

Command Line Interface (CLI) during run-time may affect

the normal service of the device. Read through this section
k and Chanpter 4 to learn the command sets. /
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The command line syntax is “command parameter ...”. The major commands
useful are listed and described in Table 4-1 “Command Sets” in Section 4.3.
Here in this section, the mostly used commands are introduced briefly. The
following are some example commands:

“set tcid 3 rxgain 5"
“venus card 4 fxs ring_freq 20”

By adding the command lines into a text file (refer Chapter 4 — Editing the
Configuration File), user can create a configuration file for a device. The device
can then be activated to download the file from a TFTP server and feed the
commands into the Command Line Interface (CLI) to automatically configure
the device (see Section 3.5.1). Basically, all the configuration items of the
device can be setup within the CLI. This is an option for quick and easy
configuration comparing to the console port interface.

To access the Command Line Interface (CLI), select the “Diagnosis” menu,
then “Trouble Shooting Menu”. The device will prompt “dbg>", where user can
enter the command lines (Figure 3-90).

To quit from this interface back to the menu tree of the terminal Ul, type “Q”
then press the “Enter” key.

IDiagnosis TAINET Yenus 28085 Version 1.455 - Bld 7.8

Ping Stun  [Trouble Shooting Menul
View Sustem Debug Messages

dhg>

Figure 3-90 - Entering the Command Line Interface

Within the CLI, enter “?” or “help”, the device will display all the commands
available (Figure 3-91).
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Command
7

help
dbhgcmd

MHZF Debug Application Command List

=101.x]

Description
Dizplays Command Help Table
Dizplays Command Help Table

Handles dbgcmd “command arg arg ..."

suntax

activate
break
ccu
commit
da

dcm

dim

dlm

dzp
dump
flash
nemstat
mod

nw

set
show
sip

Epy
venus
wait

dbg>_

Uzer Commands

Activate Current Config

Debug Breakpoint

CCU Commands

Commit config to flash

DEP Allocator Commands

DCM commands

DIM Testing Commands

DLM Testing Commands

DSP Runtime commands <(Debug>

Display memory: <Start Address hex*<{No. of Yords hex>
Flazh util commands

Memory Usage Information

Modify bytes: <{Start Address hex>{Buyte 1 hex>..<{Byte N>
NUIF Debug Commands

8et System configuration

Shov system Configuration

SIP commands
SetsDisplay Spy levels:
UENUE commands

wait <msecr>

[ <key #> <level #> 1

Figure 3-91 - The “help” Command

The basic command used for major configuration is “venus”. Enter “venus” to
display the syntax. All configuration items provided in the terminal Ul can be
found here (Figure 3-92)

telnet 172.16.15.240

=10lx|

dhg>venus
venus err_log_ip <IP address>
venus dhcp_client
venus snmp
venus dns
venus rtp
venus t38 <onioff>
UEBNUS wan
venus card
venus longloop <onioff>
venus lan router_mode <LanIP> {LanMask>
venus nat <onioff>
venus gos <voice priority?> <{signaling priority> {data priority>
venus dhcp_server {onioff>

venus sip

venus country_code <generic | usa | china | taiwan | hk | india ! sweden | mala
ysiar>

venus auth € disable | methodl | method2 | show | ki <str?> | mg_id <strl> >

venus call feature did {onloff>

venus did_num <tcid> [phone number] [nl

vEnus reset

VENUS USer_name {str>

venus password {str>

venus write_config

venus default

venus shouw
dhe> d|

Figure 3-92 - The “venus” Command

115



Chapter 3 Configuration and Management

The “spy” command is used to select the “spy-level” for monitoring the
behavior of a software task. The command format is “spy [key] [level]”, where
the key is the task number (from 1 to 15) and the level is the monitor level
(from 0 to 5).

This command enables the display of debugging message of different
monitoring level for a specific task (Figure 3-93). A lower level will display more
information, while a higher level may show only the critical or fatal messages.
Users can apply this command to monitor the device and, if necessary, capture
the detailed messages and send it to the Technical Support for further study
and diagnosis.

The default spy level for all tasks is 3. It filters out the normal event messages
and displays only the Minor Unexpected Event, the Major Unexpected Event,
and the Fatal Error messages.

A commonly used spy feature is to monitor the SIP communication for
diagnosing the compatibility of inter-operation.

<6 - telnet 172.16.15 240 =101 |

]
< 1> ROOT Minor Unexpected Event dbhgFPort
C 2> NUIF Minor Unexpected Event dhgPort
< 3> DLHMH Minor Unexpected Event dbgPort
4> CCU Minor Unexpected Event dbgPort
5> CCUTONE Minor Unexpected Event dhgFort
{ 6> CCUCPDET Minor Unexpected Event dbhgFPort
7> DEX Minor Unexpected Event dhgPort
< 8> DIHM Hinor Unexpected Event dbgPort
< 9> TIU Minor Unexpected Event dbgPort
< 18> TIUFPDR Minor Unexpected Event dhgFort

< 11> DSPA Minor Unexpected Event dbhgFPort _J
12> DCHMM Minor Unexpected Event dhgPort
< 13> CPHMU Hinor Unexpected Event dbgPort
{ 14> SIP Minor Unexpected Event dbgPort
¢ 15> HMHM Minor Unexpected Event dbgPort

dbg>_ _l

Figure 3-93 - The Spy Command
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Chapter 4. Edit Configuration File

This Chapter describes the format of VENUS Series configuration file. The configuration
file is actually composed of VENUS Series command lines. Users are allowed to edit this
file for their own need. By downloading the configuration file from a TFTP server to the
device, user can easily perform the system configuration and don’t have to go through the
step-by-step configuration items provided by the terminal interface.

4.1

Download The Configuration File

Store this configuration onto a TFTP server where the VENUS Series device
can reach. There are two methods to enable the device to download the
configuration file:

Manually activating via the terminal interface (refer to Section 3.5.1). Simply
enter the IP address of the TFTP server, and the file name of the configuration
file. The device will download the file and provision itself.

Automatically activating via DHCP/BootP client (refer Section 0). In case the
DHCP/BootP client is enabled, the device will request the dynamic IP address
configuration from the DHCP/BootP server, and obtain the location of the TFTP
server and the file name as well if the information is provided.

The DHCP server on the Windows NT platform is one of the popular DHCP
server software. To setup the configuration file information on Windows NT
DHCP server, launch the DHCP Manager; select the “DHCP Options” menu
(see Figure 4-1).
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DHCP DOptions: Reservation I

Ophionz far 192114285 neE

Urised Options: Bctive Options:

0 Time Offzet
0103 Fouter

004 Time Server

105 Mame Servers =
105 DMS Servers 4= et E

007 Log Servers ] =l

;I Catcel

Value xx:

Add -

Help

Comment: UCT offset in geconds

Figure 4-1 - DHCP Manager of the Windows NT Server
Add the following extension fields from the left-hand table (see Figure 4-2):
066 Boot Server Host Name (Domain name or IP address of the TFTP server)

067 Bootfile Name (the configuration file name)

DHCP Ophions: Bezervation
Ophonz o 1921714 2685 0k
Ursed Optiones; fetive D phons:

002 Time Offset B el e | C=rce
004 Time Server el 012 Host Mame

005 Mame Servers 1 9YEE Boot Server Host Hame Valug 555
006 DNS Servers 067 Bootfile Mame Laue=
007 Log Servers <- Bemowe

008 Cookie Servers i Ll Heln
Comment: rrap of router addizzzes ordered by preference

Figure 4-2 - DHCP Options — Adding the Reservation Fields

Click at “066 Boot Server Host Name” on the right-hand table. Click at the
“value” button. Now enter the domain name or the IP address of the TFTP

server, and then click OK (Figure 4-3).
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DHCP Options: Reservation
Options for: 192114.26.5 OE
Uruzed Ophions: dctive Options:

002 Time Dffset ﬂ 003 Router =l
004 Time Server M2 Host Name

005 Mame Servers 066 Boot Server Host N ame

005 DMNS Servers . 057 Baotfile Name

007 Log Servers - Demove

002 Cookie Servers j J Help

Comment: TFTF boat server host hame

String [192114.28.2

Figure 4-3 - Setup the TFTP Boot Server Host Name

Click at “067 Bootfile Name” on the right-hand table. Click at the “value” button.

Now enter the configuration file name, and then click OK (Figure 4-4).

DHCP Options: Rezervation
Options for: 192.114.26.5 ok
Unuzed Options: Active Optiong:

002 Time Offset i‘ 003 Fauter ] _ Cancel
004 Time Server 2 Haost Hame

00% Hame Servers UGG Boat Server Hazt Mame

006 DMS Servers . 0U6Y Bootfile Name

007 Log Servers £- DEemoYes

008 Cookie Servers ﬂ - J Hedn

Camment: Bootfile Hame

String | TAD132E-T-43.TXT

Figure 4-4 - Setup the Configuration File Name

User may configure the DHCP server to provide different configuration files for
each VENUS Series device. Refer to the user’s manual of the DHCP/BootP

server you are using to configure the server.
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4.2 File Format

The configuration file must be in ASCII text format, use the text mode editor
like Microsoft NotePad, or Microsoft WordPad to edit the file. The rules of the
file are:

B The file must start with the string “VENUS Series Configuration File” at the
1st line (case sensitive). This is the identification header.

B Aline started with a “#” or “;” symbol is a comment line.

B Each line must be ended with a “Ox0D” or “OX0A” (the Line-Feed or
Carriage-Return code).

B This file must be ended with a “Ox00” (the End of File code).
B All of the characters (except the 1st line) in the file must in lower cases.

B The command lines are processed in sequential order, so arrange the
commands in a proper order.
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4.3

Command Sets

The following table lists the major commands and includes a brief function
description for each command. Some of the most useful commands can
cross-refer to the detailed description in the corresponding sections in Chapter

3.

The command syntax is “command parameterl parameter2 ...”. The parameter
included in the “[ ]” symbols must be provided, while a parameter included in
the “< >” symbols is optional. A “|” symbol separates all the parameters

allowed.

Table 4-1 - VENUS Series Command Sets

<method:0(Register);1
(Option)> <interval>

Command Set Function Description cross
Reference

sip protocol Select which protocol as the transport way. [3.5.1.1
transportway
[tcpludp]
sip protocol Setup the prefix number, which begins the [3.5.1.1
prefixnumber phone numbers.
<prefixNumber>
sip protocol localport  |Setup the sip protocol’s local port. 3511
<portNumber>
sip protocol hostname |Setup the hostname of the IAD. 3511
<hostName>
sip protocol The wildcard number is a kind of group 3511
wildcardnumber number used to represent all the installed
<wildcardNumber> users of IAD. Which allow voip user to call

all installed users with this group number.
sip protocol Enable/disable using public account for 3514
usepubaccount register and if the former, setup relative
[on]off] information.
<pubUsername>
<pubPassword>
<pubRealm>
sip protocol Enable/disable NAT pass through and if the|3.5.1.5
natpassthrough former, setup the way to do.
[on|off]

venus dhcp server

The period (in seconds) that should pass

0
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Cross

Command Set Function Description
Reference

renew [Renew Time |before the Client attempts to renew its
>= 8] lease.

venus dhcp_server The period (in seconds) that should pass |0
rebind [Rebind Time |before the Client attempts to rebind its
>=12] lease.

venus dhcp_server The default lease time (in seconds) for the |0
lease [Lease Time |binding that client will use.

>= 16]

venus dhcp_server The time (in seconds) that the DHCP 0
wait  Wait Time >= |server will wait for a DHCP Request or

8] Decline from a Client after a binding is

offered. Once this period of time has
elapsed, the binding can be offered to
other Clients.

venus dhcp_server The IP address of DHCP server(s) to be |0
dns [idx] [dns ip] |offered to Clients. Where, idx is from 1 to 3.

venus dhcp_server The router address(s) to be added to the |0
router [idx] [router] |[DHCP Client’s routing table. Where, idx is
from 1 to 3.

venus dhcp_server The ranges of free IP addresses that can |0
free [idx] [lowip] be assigned to DHCP Clients. Where, idx
[highip] is from 1 to 5.

venus dhcp_server This allows user to assign a particular IP |0
static [idx] [host] [ip] |address to Client with a particular MAC

[mac] address. Where, idx is from 1 to 255.

venus snmp agent [on |Enable / Disable the SNMP agent 3.5.1.7
| off] Defaults: off

venus snmp Contact person for this SNMP managed 3.5.1.7
Sys_contact [string] device.

venus snmp sys_name|Domain name for this SNMP managed 3.5.1.7
[string] device.

venus snmp sys_loc |Physical location of this SNMP managed [3.5.1.7
[string] device

venus snmp trap [on | |Enable / Disable the SNMP trap 3.5.1.7
off] Defaults: off

venus snmp Enable / Disable the SNMP CDR trap. 3.5.1.7

callinfotrap [on | off] Please also enable snmp trap configuration
when enable callinfotrap.

Defaults: off

venus snmp get_com |The community string for Get object from [3.5.1.7
[string] SNMP MIB
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Command Set Function Description cross
Reference
venus snmp set_com |The community string for Set object from |3.5.1.7
[string] SNMP MIB
venus snmp trap_com |The community string for trap advice 3.5.1.7
[string]
venus snmp IP address of the SNMP manager 3.5.1.7
trap_dest_[n] [IP
address]
venus snmp nat_mode |SNMP message NAT pass through mode: |3.5.1.7
[0]1]2] 0 for disable, 1 by MR and 2 by keep alive
venus snmp Send keep alive message interval time in  |3.5.1.7
keepalive_interval seconds
[sec]
venus dns [on | off] Enable / Disable DNS lookup 3.5.1.8
Defaults: off
venus dns ip [IP Setup the IP address of the Domain Name [3.5.1.8
address] Server
venus ddns [on|off] Enable/Disable Dynamic DNS function. 3.5.1.8
[serverName]
[hostname] [userID]
[userPassword]
venus country_code |Country selection of the telephony 3.5.1.10
[generic | usa | china | [specification (ring and tone spec)
taiwan |nk | india | Defaults: generic
sweden | malaysia |
french | cze
ch]
venus qos [voice Setup different priority for different type of [3.5.1.11
priority] [signaling service.
priority] [data priority]
venus fax auditing [0 |Setup fax auditing mode. Where 0 means [3.5.1.12
[1]2] <on|off> disable, 1 means T38 Fax, 2 means
T.30Fax. If the mode is T30 fax, the last
parameter means if using relnivte or nor.
sip callfeature dsd Enable / disable deny second stage dialing |3.5.1.13
[on]off]
sip callfeature Enable / disable ring back tone and if the |3.5.1.13
ringbacktone former, setup the ring back tone mode.
[on]off] <mode:0(180),
1(183)
sip callfeature callhold |[Enable / disable call hold feature and if the {3.5.1.13

[on]off] <mode:O(IP
0.0.0.0), 1(sendonly)>

former, setup the request and checking

mode.
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Command Set Function Description cross
Reference

<check: 0(no), 1(yes)>
sip callfeature Enable / disable call return feature which |3.5.1.13
callreturn [on|off]|can call back the latest incoming call by
<callReturnDigits> dialing the callReturnDigits.
sip callfeature Enable / disable call waiting feature and 3.5.1.13
callwaiting [on|off] |setup the interval time and total times for
<interval> <times> playing call waiting tone.
sip callfeature Enable / disable call transfer feature. 3.5.1.13
calltransfer [on|off]
sip callfeature Enable / disable 3-way conference feature. |3.5.1.13
threewayconv
[on]off]
sip callfeature Enable / disable lunch invite message with |3.5.1.13
invitewithsdp  [on|off]| SDP information.
sip callfeature Setup the caller ID presentation type, when|3.5.1.13
calleridtype DTMF selected, the prefix string should be
<type(0:FSK,1:ETSI,2: |assigned too.
DTMF,3:Disable>
<dtmfPrefix(started
with A or D)>
sip callfeature e164 Enable / disable the E164 feature and if the|3.5.1.13
[on]off] <country> former, setup the country number, area
<area> <IDDPrefix> |number, international prefix number etc..
<DDDPrefix>
sip callfeature prack |Enable / disable PRACK feature. Please  [3.5.1.13
[on|off] refer RFC3262.
sip phonefeature Amount of ringing timeout in seconds. 0
ringing
<ringing(sec)>
sip phonefeature Amount of timeout in seconds inter each |0
interdigit digit dialing.
<inter-digit(sec)>
sip phonefeature Amount of Invite session timeout in 0
inviteexpire seconds.
<invite Expire(sec)>
sip phonefeature Amount of dial tone timeout in seconds. 0
dialtone <dial
Tone(sec)>
sip phonefeature Amount of busy tone timeout in seconds. |0
busytone
<busy Tone(sec)>
sip phonefeature Amount of reorder tone timeout in seconds.|0
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Command Set Function Description cross
Reference

reordertone
<reorder Tone(sec)>
sip phonefeature Amount of stutter tone timeout in seconds |0
stuttertone
<stutter Tone(sec from
1 to 5)>
sip fxsfxo [portid] Setup specified port working mode. 3.5.21
registrar Shutdown: inactive, No Register: active
<0(Shutdown);1(No  |without register, Normal: active and
Register);2(Normal)> |register.
sip fxsfxo [portid] Setup specified port display name. 3.5.21
name <display
name>
sip fxsfxo [portid] Setup specified port extension phone 3.5.21
phoneext <phone |number, which is used to append to the
extension> prefix number to compose a full phone

number.
sip fxsfxo [portid] Enable / disable line polarity reversal 3521
reversal  [on]off] feature.
sip fxsfxo [portid] Enable / disable user private account 3.5.21
account [on]off] register.
<user account>
<password> <realm>
sip fxsfxo [portid] Enable / disable hotline feature and if the |3.5.2.1
hotline [on|off] <hot|former, setup the hotline number and the
number> <timout> amount of timeout in seconds.
sip fxsfxo [portid] Enable / disable ID blocking feature which |3.5.2.1
idblocking [on|off] can hide users information.
<preferred identity>
sip fxsfxo [portid] Setup the always call forward number. 3.5.2.1
always [on|off]
<number>
sip fxsfxo [portid] busy |Setup the call forward number when busy. [3.5.2.1
[on]off] <number>
sip fxsfxo [portid] Setup the call forward number and waiting [3.5.2.1
noanswer [on|off] [time in seconds when no answer.
<time(1-60 sec)>
<number>
sip digitmap Setup digit-map using to collect dialed 3.5.21
<itemNumber> number.
<mapSubEntry>
venus card [1-4] fxs  |Setup the default ring cadence of a voice [3.5.2.7

ring_cadence [on1]

module, where
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Command Set

Function Description

Cross
Reference

[off1] [on2] [off2] [on3]
[off3] [duration]

[on] is the ring cycle ON time (100ms
based)

[off] is the ring cycle OFF time (100ms
based)

[duration] is the total duration of the ring
generation (1ms based)

Example:

venus card 3 fxs ring_cadence 1040000
0 180000

This example sets the ring cadency with
1-second On, 4-second Off cycle. The ring
will last for total of 180 seconds.

venus card [1-4] fxs
distinctive_ring [1-9]
[on1] [off1] [onZ2] [0ff2]
[on3] [duration]

Setup the ring cadence for a distinctive ring
pattern, where

[1-9] is the distinctive ring pattern

(Note: 9 is for setting the spec of the
“splash ring”)

[on] is the ring cycle ON time (100ms
based)

[off] is the ring cycle OFF time (100ms
based)

[duration] is the total duration (100ms
based)

Example:

venus card 3 fxs distinctive_ring 2 5 10 20
10 0 0 180000

This example sets the ring pattern for the
2" distinctive ring with 0.5-second On,
1-second Off, 2-second On, 1-second Off
cycle. The ring will last for total of 180
seconds.

Defaults:
rl: 2 sec on/ 4 sec off

r2: 0.8 secon/ 0.4 sec off, 0.8 secon/4
sec off

r3: 0.4 secon /0.2 sec off, 0.4 secon /0.2
sec off, 0.8 sec on / 4 sec off

3.5.2.7
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Command Set

Function Description

Cross
Reference

r4: 0.3 secon /0.2 sec off, 1 secon /0.2
sec off, 0.3 sec on / 4 sec off

r5: 0.5 sec on /0.1 sec off

ré: 0.5 secon /0.2 sec off, 0.3 secon /0.2
sec off, 0.5 sec on / 3 sec off

r7: 2 sec on/ 4 sec off
r8: reserved
r9 (splash ring): 0.5 sec on

venus card [1-4] fxs
tone [tone type] [ne]
[nf] [f1] [a1] [f2] [a2]
[f3] [a3] [f4] [a4] [t]

Setup the spec of a call progress tone for a
specific voice module card, where

[tone type] can be
busy

ring_back
congestion
dial_tone
dial_tone2
out_of service
disconnect
offhook_notice
offhook_alert
dial_tone3

off on_dial_tone
call_wait

reorder
rmt_disconnect

[ne] is the number of tone elements
composing this tone (1~6)

[nf] is the number of frequency for this tone
element (1~4)

[f1]~[f4] is the 1%, 2", 3" and 4" frequency
of the tone element, in Hertz

[al]~[a4] is the 1%, 2" 3" and 4™
amplitude of the tone element, in 1/10db

[t] is the duration, in ms, of this tone
element (-1: forever)

Example:

3.5.2.8
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Command Set Function Description cross
Reference
venus card 3 fxs tone dial _tone3 11
450-100000000-1
This example sets the dial tone spec. The
dial tone has only one tone element:
450Hz, -10db, and is played continuously.
Example:
venus card 3 fxs tone busy 1 2 480 —240
620 -240 00 0 0 500
venus card 3 fxs tone busy20000000
0 0500
This example sets the busy tone spec. The
busy tone has dual tone elements: (1)
480Hz, -24db, and (2) 620Hz, -24db. The
tone pattern is 500ms on and 500ms off.
venus longloop [on| |Enable / Disable long loop mode. 3.5.2.9
off]
venus life_line [prefix] |Setup life line dialing prefix number, ring off |N/A
[max_ring_offtime ,30~time, ring port number and maximum ring
70,100ms base] [port] [times before hunting to next port.
[ring_count, O=disable,
5~20]
venus pstn show Show PSTN life line status. N/A
venus static_route Setup static routing table. 3.5.3.1
[route number:1~20]
[dest ip address]
[mask address]
[nexthop ip address]
[metric number]
venus user_name Setup the user name 355
[string] Defaults: “user”
venus password Setup the user password 3.55
[string] Defaults: no password
venus show Display current configuration 3.6
venus reset Reset the device 3.7.1
venus default <telogy> |Reset the configuration to factory default. If |3.7.2

telogy parameter is assigned, only restore
Driver configuration and remain application
parameter.
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Command Set

Function Description

Cross
Reference

Defaults: see section 3.7.2

venus
upgrade_firmware
[version] [titpServerlP]
[titpServerPort][filenam
e]

Upgrade firmware via command line and
this command can be used when auto
provision on reboot.

N/A

venus write_config

Write the configuration into the flash
memory

N/A

venus taskstat

Show task statistics.

N/A

venus portstat [on|off]

Enable / Disable port status log in spy
window.

N/A

venus dbgtime [on|off]

Enable / Disable current running time
before dbg prompt.

N/A

flash clean

Clean the configuration stored in the flash
memory. Once this is done, user should
reboot the device, and the device will set
the configuration to factory defaults.

N/A

Spy

Display the spy level of each software task.

N/A

spy [key#] [level#]

Set the spy level (from 0 to 5) of a specific
software task. This command enables the
display of debugging message of different
monitoring level. A lower level will display
more messages, while a higher level
shows only critical or fatal messages.

Spy levels:

0: General Information

1: Function Entry

2: Normal Event

3: Minor Unexpected Event

4: Major Unexpected Event

5: Fatal Error

Defaults: The default spy level is 3.

(Note: Enabling a spy level lower than level
3 during heavy service loading may
exhaust the device to produce too many
messages to crash the device)

N/A

show

Display system status. Enter “show” to see
detailed command description.

N/A
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Command Set Function Description Cross
Reference

show coding Display the configuration of the coding N/A
profile for this application

set coding Setup the coding profile. Enter this N/A
command to display detailed setup items.

show tcid [0 to 31] Display the configuration of each voice N/A
telephony channel

set tcid [0 to 31] Setup the detailed configuration for a N/A
specific voice channel. Enter this command
to display detailed setup items.

activate Activate the new configuration following the |N/A
above “set” command

commit Write the current active configuration into  |N/A
the flash memory.

dump [start address] |[Dump memory content N/A

<# of words>

mod [start address] Modify memory content N/A

[byte 0] .. <byte n>

memstat Monitor memory buffer usage N/A

dcm digit map test command. Enter this N/A
command to display detailed control items.

dim DNS testing command. Enter this N/A
command to display detailed control items.

dim DSP interface testing command. Enter this |N/A
command to display detailed control items.

dsp DSP Runtime Control command. Enter this [N/A
command to display detailed control items.

da usage [0 .. 8] Monitor the DSP usage status N/A

sip event <ev> Post assigned event to protocol stack N/A
which is used in debug mode.

sip dump_rtp Display current RTP stream connection N/A
information.

sip dump_dlg Display current alive dialog. N/A

[portNmber|"all"]

sip dump_feature_dlg |Display current alive dialog with extended [N/A

[portNmber|"all"] feature that IAD supported.

sip protocol stricttotag |Enable / disable To tag strict checking. N/A

[on]off]

sip protocol Enable / disable transmit pound key (#) N/A

dtmf_pound with format (%23).

[on]off]
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Command Set Function Description cross
Reference
sip protocol compact |Enable / disable short type of header N/A
[on|off] name.
sip protocol auto_route |[Enable / disable auto route function. Auto  [N/A
[on|off] [fixed|unlimited]jroute will select free FXO to dial out when
<voipPrefix1> dialed number is not matched with
<voipPrefix2> digit-map and not starting with voip prefix
number.
sip protocol fqdn Enable / disable fully qualified domain N/A
[on]off] name function for 1AD.
sip protocol Enable / disable detecting caller ID on FXO |N/A
fxo_forward_callerid |and forward the detected caller ID to FXS.
[on]off]
sip protocol Enable / disable the first time register with |N/A
register_with_auth authentication information.
[on]off]
sip phonebook Specify the phone number correspond to  [3.5.4
<itemNumber> [on|off] |target IP address that user can dial without
<addr> <name> proxy server.
sip default Set sip protocol to default configuration. N/A
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4.4 Example File

The following is an example configuration file with embedded comments
started with “#” for explanation.

VENUS Series Configuration File
# This is an example of the configuration file

# The 1% line “WVENUS Series Configuration File” is the id header of a valid
configuration file

# This example file will configure the device to

# - setup the static IP address as “172.16.3.233”

# - setup the net mask as “255.255.240.0"

# - setup the IP address of the default gateway as “172.16.0.254"
# - select country code “china”

# - then write the configuration into flash

venus wan static_ip 172.16.3.233

venus wan net_mask 255.255.240.0

venus wan default_gw 172.16.0.254

venus country code china

venus write_config

# end of configuration file
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Chapter 5. Maintenance and Troubleshooting

5.1 Instruments

The following instruments may help to allocate the problem:

B A multi-meter: to identify the line condition, the power condition, etc.
B A PC: with a LAN card installed and the IP setup configured properly

B A network scope: to identify the network status and the traffic load over
the network.
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5.2

Troubleshooting

Turn off the power first. Follow the procedures below to allocate the problem:
1) Cable Connections

Make sure all the cables are connected correctly and firmly. Check if you
provide a correct power source.

2) The Power Source

The LED indicators offer some helpful information for users to check the
hardware status of VENUS Series. Check if the PWR LED is ON. Use the
multi-meter to measure the power supply.

3) Boot up Diagnosis

Observe the boot up sequence of the gateway. During the boot up phase,
VENUS Series performs the hardware initialization, run-time AP software
verification, interface module detection and then the hardware diagnosis
procedure. Check if all the LEDs can display correctly.

The SYS ALM LED indicates the diagnosis state: while it is Yellow, the device
Is performing diagnosis. A Red SYS ALM LED indicates a hardware failure. A
Green SYS LED indicates no hardware failure.

Login to the Craft port Interface, and select the “Hardware Configuration and
Diagnosis Report” menu to see if the device reports correct hardware
configuration, type of interface cards installed, number of voice channel
detected, and the diagnosis results.

In case of hardware failures, record the indication of LEDs during the boot up
phase, and report the diagnosis result generated by VENUS Series to our
customer service.

4) IP Network Interface Connection

Check the indicator for the WAN interface indicating normal condition. If the
10/100Base-T Fast Ethernet port is used, check if the 10/100BT LED is on.
Verify if a correct Ethernet cable is used. To connect VENUS Series directly to
another Ethernet port of a network node (for example a router), a cross cable,
instead of a straight cable, may be used.
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5) IP Address Configuration

Check if the IP address was assigned statically or obtained dynamically from a
DHCP server.

If the DHCP client mode is enabled, look at the DHCP server for the exact IP
address assigned to the gateway or monitor the display message of the DHCP
server discovery status from the Terminal User Interface via the Console port.
Remember that the DHCP server must be located in the local network where
the DHCP server can receive the broadcast packets sent from the gateway.
Make sure there is unused IP address available on the DHCP server.

If static IP address is enabled, make sure the net mask and the default
Gateway are set correctly. Use the PC to perform a PING test to the gateway,
or activate the PING feature from within the Craft port Interface to verify the IP
packet transmission between the gateway and some other nodes. Try to PING
the default gateway first, then the SIP Proxy Server. Check with your access
service provider for a well-maintained WAN link.

Use the Network Scope (or the Protocol Analyzer) to monitor the packets sent
received by the VENUS Series. Refer to Section 3.8.3 for detailed description.

6) Firewall and NAT

Normally, a public IP address should be used for VENUS Series. In case the
VENUS Series is located in the local network behind the firewall or router,
Make sure the IP packets is not blocked or modified.

For the security purpose, a firewall server or VPN is usually installed to filter
out unauthorized accesses from the outside world. Make sure the traffic to/from
the VoIP gateway is not blocked.

The NAT server may cause problem as well. The NAT server performs the
Network Address Translation between the public IP address and the private IP
address. It may not recognize some Text-based protocols (like SIP) used by
the VoIP gateway and may cause incorrect IP address or port translation for a
packet.

7) Off-hook the Telephone Handset

Pick-up the phone and hear to the response. Check if the LED of the telephone
port is turned ON. If no tone is heard, check the transmission between the
Proxy and Registration Server and the gateway again.
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8) Make a Local Call

If the dial tone can be heard, try to dial a local number to another port on the
same gateway. See it the ring back tone is heard and the called party are
ringing. See if the Channel LED flashes while the phone rings. Answer the
phone, and start conversation. Hear the voice quality.

9) Make an On-Net Call

Try to make a call to another VolP gateway somewhere located in the IP
network. If the ring back tone is heard, but no voice can be heard after the
called party answers the phone, the voice packets sent by these two gateways
may be blocked somehow (reason like firewall, VPN, etc). Contact your service
provider to check the setup of the routing path.

The voice waves are converted to digital voice coding (such as G.711, G.723,
G.729, ...etc) and encapsulated in RTP packets. RTP is a transport protocol
running on the top of UDP. To make a VoIP phone call, a RTP connection is
created for the caller and the called gateway. The UDP port used for RTP is not
fixed. VENUS Series uses the UDP number started from 30000.

10) Hear the Voice Quality
If the voice quality is not good, possible reasons include

Low WAN link throughput not able to support enough bandwidth for voice
traffic (see the following table for calculation of maximum bandwidth required)

Network congestion: a well maintained network flow control policy or protocol
help to control the traffic and prioritize the service for different type of media

Type of voice codec

Network device delay: firewall, router, switch, access device, ... etc all
contribute latency to the traffic. A good network configuration in advance is very
important.

Type of the Voice Codec selected is a big factor and tradeoff to the voice
quality. The PCM type codec (G.711 u-law or A-law) provide excellent voice
quality, but consume large amount of network bandwidth. A higher
compression rate codec provide fair voice quality and consumes less network
bandwidth, however requires more CPU/DSP power which increase the voice
latency.
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Table 5-1 - Voice Codec Bandwidth

Codec Types Bit Rate
ITU-T G.711 A-Law PCM 64K
ITU-T G.711 p-Law PCM 64K
ITU-T G.723.1 6.3K/5.3K
ITU-T G.729A 8K
ITU-T G.726. 16/24/32/40K
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Appendix A Supplemental Telephone Features

For the traditional PSTN service providers, they used to invest on extra equipment or
technology for those services and may charge extra to their customers.

The supplemental telephone features like Call Forwarding, Call Waiting, Caller ID Display,
Caller ID Blocking, Speed Dial, Call Return and 3-way Conference can be provided.

The following Table describes some example procedures for VENUS Series to enable or
disable several example supplemental features.

Table A-1 -Supplemental Telephony Features

Features Description Examples

- To enable Call Forwarding All

Pick up the phone and press 72#

Hear the Dial Tone

Enter the telephone number to which the

Forward all the incoming calls will be forwarded
Call Forward All incoming callsto a Hear the Confirm Tone
(CFA) designated telephone

number

- To disable Call Forwarding All
Pickup the phone

Press 73#

Hear the Confirm Tone

- To enable Call Forwarding Busy
Pick up the phone and press 74#
Hear the Dial Tone

Enter the telephone number to which the

Forward all the incoming calls will be forwarded to

incoming calls while  |Hear the Confirm Tone
the local phone is busy

Call Forward Busy
(CFB)

- To disable Call Forwarding Busy
Pickup the phone

Press 75#

Hear the Confirm Tone
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Features

Description

Examples

Call Forward No
Answer

(CFNA)

Forward the incoming
calls to a preset
telephone number if
the call is not
answered after several
rings

- To enable Call Forwarding No Answer
Pick up the phone and press 76#
Hear the Dial Tone

Enter the telephone number to which the
incoming calls will be forwarded to

Hear the Confirm Tone

- To disable Call Forwarding No Answer
Pickup the phone

Press 77#

Hear the Confirm Tone

Caller ID Blocking

The Caller ID
(telephone number)
and the registered
Name of the local
phone will not be
displayed on the
Called phone for
privacy.

- To enable Caller ID Blocking
Pickup the phone

Press 86#

Hear the Confirm tone

- To disable Caller ID Blocking
Pickup the phone

Press 82#

Hear the Confirm tone

Selective Caller ID
Blocking

The Caller ID
(telephone number)
and the registered
Name of the local
phone will not be
displayed on the
Called phone for a
signal phone call.

- To block Caller ID for an individual call
Pickup the phone

Press 67#

Hear the Dial tone

Dial the telephone number to make the
call

To call back to the
caller of the last
incoming call. This

- To make a return call

progress.

Make the coming in

Call Return .. |Pickup the phone

feature works even if

last incoming call was |Press *69

not answered.

This feature allows - Call Waiting example

interruption of a3 |Wwhile one call is in progress (say A is
Call Waiting party to a call in talking to B)

C dial the phone number of A

A hear the Call Waiting tone indicating an
interruption
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Features Description Examples
call to wait until current| s nress the “Flash” button on the handset
conversation finished. )
The talking person will A can now talk to C while put B on hold
be informed by short |To finish the conversation, A press the
tone “Flash” button to switch back to B and
continue the conversation
- To disable Call Waiting for an individual
call not to be interrupted
Pickup the phone
Press 70#
Hear the Dial tone
Dial the telephone number to make a call
which will not be interrupted
- Example of storing a telephone number
This feature allows to position 4 in the telephone book
users to store Pickup the phone
telephone numbers to Press 74*
the telephone book .
located in the Hear the Dial tone
database of the Press 4 (the 4™ position in the phone
Speed Dial service provider. User |book)

can press fewer digits
to automatically dial
the stored number.
The total numbers that
the telephone book
can store is depending
on the service provider

Enter the telephone number to store
Hear the Confirm tone

- To dial a stored telephone number
Pickup the phone

Press 4# (the 4™ telephone number)
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Abbreviation

Stands for

ARP Address Resolution Protocol

BootP Bootstrap Protocol

CLI Command Line Interface

CPU Central Processing Unit

DDN Digital Data Network

DHCP Dynamic Host Configuration Protocol
DNS Domain Name System or Domain Name Server
DSP Digital Signal Processor

FXS Foreign Exchange Station

HTTP Hyper Text Transfer Protocol

IAD Integrated Access Device

IADMS IAD Management Server

ICMP Internet Control Message Protocol
IETF Internet Engineering Task Force
ITU-T International Telecommunication Union - Telecommunication
MDU Multi-Dwellings Units

MGCP Media Gateway Control Protocol

MIB Management Information Base

MTU Multi-Tenants Units

NAT Network Address Translation

NCS Network-based Call Signal protocol
NGN Next Generation Network

POTS Plain Old Telephone System

PPPoE Point-to-Point Protocol over Ethernet
PSTN Public Switched Telephone Network
RARP Reverse Address Resolution Protocol
RFC Request for Comments

RTP Real Time Protocol
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SDP Session Description Protocol

SIP Session Initiation Protocol

SNMP Simple Network Management Protocol
TCP Transmission Control Protocol
TELNET Telecommunication Network Protocol
TFTP Trivial File Transfer Protocol

UA User Agent

ul User Interface

UDP User Datagram Protocol

URL Uniform Resource Locator

VAD Voice Activity Detection

VolP Voice over Internet Protocol

VPN Virtual Private Network
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Appendix C

Flow Chart for Code Determination

Start

Enter a phone number (D_no)

Does it match PSTN
Lifeline prefix

Switch circuit to
PSTN Lifeline

No

Does it match the
phonebook or
extension number

No

Does it match the
number of internal
phone book?

FXO auto_route
enabled?

No

Does it match the
number of SIP Proxy
Server?

Does it match
DigitMap?

No

Does this system has a
FXO port?

Dial from FXO to PSTN

A

You will be connected with
the destination number via
VoIP gateway
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Appendix D Venus Series Power Consumption

All Idle Full Loading
Venus 2804+ 9.9W 12.9W
Venus 2808 41.8W 53.8W
Venus 2816 35.2W 54.4W
Venus 2832A+ 46.2W 94.2W
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