IP camera

User Manual

Chapter l.Introduction

IP-06-3 is a compact stand-alone camera with  built-in web-server. It can
be accessed from anywhere in the world via a standard browser by entering the

IP address, account and password.

IP camera with built-in a HUB, can support to connect with another usb camera,
such as infrared and pan/tilt camera,to view two different images simultaneously,

Remote user just need to enter ip address or domain name into browser,then



can view two stream video images. Allow to set 8 User Accounts and Passwords,
30 Remote Viewers for each camera,motion detect,email notify,A software is
supplied to monitor multiple cameras on one screen

It is easy to install the IP camera, it can be connected with ADSL/CABLE
MODEM directly = PPPoE matching with DDNS to use or setting NAT functions

on router or IP sharer to monitr

Section 1 :Features Introduction:

*Built-in Web Server, support multi languages

*10/100M bps hight speed Ethernet auto detect

* Support any Java-Enabled Web Browser

*32 bits RISC CPU 4MB flash disk, 16MB dynamic memory

*1 piece WebCAM can be connected with a extension

*Support Up to 30 Remote Viewers for each camera

*Allow Up to 8 User Accounts and Passwords

*Motion detect Email notify

* Wireless network, Support to connect with USB Dongle as wireless

device

* RS232 interface, support wireless smoke detector, wireless security

detector

* USB HUB interface, Support USB Flash disk record( up to 8GB), Support
USB Hard Disk(120GB)

*Work temperature 0°C ~ 60°C

* Operating Humidity: 10% ~ 90%

* For Indoor Use. Protective housing required for outdoor use

* Resolution: 640x480 (VGA), 352x288 (CIF), 320x240 (QVGA), 176x144

(QCIF), 160x120 (QQVGA).

* Frame Rate: Up to 20fps in 320 x 240, up to 15fps in 640 x 480

* Motion JPEG streaming video

*MJPEG compression



*Protocol:HTTP, TCP/IP,UDP,SMTP,PPPOE,DynamicDNS,DNS
Client,SNTP,BOOTP,DHCP,FTP,SNMP

Section2. WebCAM as a Remote Surveillance System

After finishing IP camera installtion , user can view the image on any computer
using a standard web browser. The user can monitor and control these

cameras simply by entering the IP address of the camera into a Web Browser

from anywhere in the world.

Section3. Package Contents

Your IP Camera package should contain the following items;

1.Camera

2. Utility CD, which contains;

a. Utility: to configure camera IP address, update the firmware, etc.
b. iMultiView: Windows platform to monitor multiple cameras.
c. IP Camera User manual

d. IP Camera Windows Driver



e. Power adapter

Chapter 2 Installation Procedure

Before using IP camera, you will need to set-up both the hardware and

software. The following is a flow chart on the installation procedure:



1 T
Connect WebCAM
USB Camera and the Network cable

(Chapter 3) i

.
2 ) connect Network cable to ROUTER
f HUB [ xDSL modem

A

3 ) Install WebCAM Utility (Chapter 4) |
and WebCAM (Chapter 6)

-

4 ) Use Intemet Explorer (>5.0) to
access WebCAM Web Manager
(Chapter 5).

-

@ WebCAM set-up completed

Chapter 3: IP Camera and the Network

The following details is the installation procedure of IP cameras

Step 1
Connect the network cable to the IP
camera RJ45 port.




Step 2
Connect the power adapter

Step 3
Connect the extension equipment

Chapter 4: using webCAM Utility to Setup IP & Update

Firmware



Setion 1: Installing WebCAM Utility
1 Insert the enclosed WebCAM CD into the CD-ROM. The following menu will

show up. Click the buttons on the left to install the programs you want

L IF Camera

WebCAM Utility -This is a program that helps the user run quick
installation. It will detect the current configuration and take user through
the necessary network setup.
Multiview—a software support to monitor multiple cameras on one
screen
Sun java ActiveX :Install browse ActiveX
Install use manual
Browse CD
2. Click the ‘WebCAM Utility’ button to install.
3.After the step by step installation is completed, the WebCAM Utility group will
appear in  Windows ’'Start’ WebCAM Utility ‘Program Group’. Click this to start

the program.



Ml WebCaM Utility ¢ | [ EEKECTINE]

[P Utility

4. Click the ‘WebCAM Utility’ button, then you can do the configuration at the

following main menu

Section 2. Using WebCAM Utility
The WebCAM Utility main menu is shown below. The selection menu is located
on the left. The Serial No., current Firmware and IP Address of every IP camera

connected to the LAN will be displayed on the table to the right.

Utility

I926068568 2.37. CAMV 192.168.0.30

1 Use “Setup Wizard” to take you through the basic configurations necessary

to start using WebCAM.
2 Start-up WebCAM
3 Once you have finished with the above Setup Wizard, either click “Launch

WebCAM?” or double click on the WebCAM listed on the table to launch it.



3926068569 2. 37 .CAMY 192.168.0.30 |

Click either one to
Launch webCAM

Once you have done the above setting, the WebCAM login screen will
appear. Input the administrator account number and password that you
setted before (if you did not set them, just press ENTER or click on the

“OK™).

Connect to 192.168.0.30

usarnam: ;E megater o |

Passwcrd: | sssmsns
[(emember my passeord

I oo || canca |

The WebCAM webpage will appear. Click ActiveX for Camera A to view the

Video images
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4 |IP Address configuration
About WebCAM IP address, you can select this function straightly to
configure, except through to Setup Wizard
IP Address —configure WebCAM IP address
“Obtain an IP address by DHCP”
Choose this if you do not know your basic Network Configurations
“Use the following IP Address”
Enter an appropriate internal IP Address, Subnet Mask and Gateway for
WebCAM (Refer to Appendix C for an explanation of IP Addresses)
-Bootp
“Obtain an IP address by Bootp”
Allow WebCAM to obtain an IP address using Bootp protocol.
5 Advanced
-Set password
This section sets security password against unauthorized access to
devices through WebCAM Utility.
WARNING:
Do not lose this password. If the password is lost, you can not access

the device to make changes.

- Management Protocol



The administrator can determine the parameter settings when providing
access via HTTP (web) to WebCAM. For security reasons, the
administrator can choose to use either an open or advanced port setting
to control these access.

1) The default values are set to port number 80 for HTTP

2 Uncheck to disable this function

“* Configure E|
IF Address l Advanced ]

Address Configuration
" Oktain an P addiezs by DHCP

" Okbtain an IP addizzs by Bootp

£+ Lzng Static IP address
IP Addiess
P Address: | 192 168, 0 . 30

Subret Mask: | 255 255 255 . O

Gatzway [ 192 168. 0 . 2

ok | o) |

3) Once the HTTP port number is set to another port (other than 80), the

full IP

Address must be entered in order to access the Website.
For example: If a value of 81 is set as the HTTP port number, then
http://192.168.0.177:81 must be entered as the web address in order to

access WebCAM website.

5 Upgrade Firmware
WebCAM Utility offers a convenient method to upgrade WebCAM firmware..

1. Click “Upgrade Firmware” to bring up to the Wizard



X]

Lipgrade Firmware

The fofowing sep by sep procadine vl help you download the
latest ferwars and upgrade it inke WebCal Flaaze folow the
procedunes step by slep. Press Cancel lo abot the procadune.

I™ Upgrade the WebGAM firwiare with file saved on the local hare

Click Mext ta check for lstest firrmware of Cancel to abait.

| Hext » . Cancel

1. If you have downloaded the latest firmware to your local hard drive, check

“Upgrade the WebCAM firmware with file saved on the local hard drive” and
browse to the file location.

2. Click “Next >" to check for the latest available firmware.

3. Select new firmware file (*.bin) and,

4. Click “Start”.

The WebCAM red and yellow LED will flash alternately to indicate that firmware

upgrading is in progress. Once completed, WebCAM will reboot.

Please check the following URL on a regular basis for the latest firmware;

NOTE:
If the downloading /upgrade process is interrupted or the data is corrupted,
WebCAM will keep its default firmware to avoid complete data loss. If this

happens, repeat the above firmware upgrade procedure.



Chapter 5: WebCAM Web Manager

Sectionl. Introduction

After you finishing the setting of hardware and IP address for WebCAM, you
will be able to go to WebCAM web site to monitor and control the cameras.
All you have to do is entering the new IP address into any web browser.

1. Start the Web Brower (Netscape or Internet Explore)

2. Enter the WebCAM IP Address that was set before using “Setup Wizard” (e.g.
211.21.67.51)

3. Alogin screen will appear. Enter the Administrator User Name and Password

if you have setted these in the “Setup Wizard”. Otherwise, just press ENTER.

Connect 1o 192.168.0.30

Lser niame; 7 mepater W

Password: -iii'ii!

[leemember my passaord

I & [ coxa |

Section2. WebCAM Web Manager Interface

The WebCAM webpage is divided into two sections. The selection menu on
the left and display menu on the right. The selection menu consists of the
following options:

2.1 Web-Camera Selection

2.2 Information

2.3 Basic Settings

2.4 Advanced Settings



2.5 Viewing images using a PDA / Web Enabled Phone
When using WebCAM first time, you must set the following to ensure that

WebCAM works smoothly;

a. Set the necessary parameters in the “Configuration” menu. In
particular, the “Anti Flicker” under “Camera Settings” should be set
to 50Hz or 60Hz (change this to 60Hz or 50Hz / Outdoor if video
output continues to flicker).

b. Make sure the IP camera lens is adjusted to the best position. By
default the above Camera Settings page is displayed when you

login.
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1. Camera A/ Camera B
Click on either “ActiveX” or “Sun Java” from Camera, A or B to view the camera
images.
By default 1P camera will be note as “Camera A” , the other USB camera will
be note as “camera B”

Note: ActiveX can only function on Window platform and a plug-in has to be
installed on the client's computer. If this is prohibited for safety reasons you will
have to use Sun Java to view the video feed. Sun Java also allows users who are

not using Windows based Operating System to view the video feed.



Click 0; to view video

*"""ﬁ%‘ 6 Activex
A - Java VM
"""ﬁ% 6 Activex
B - Java VM

¥ Information

¥ Basic Settings
¥ Advanced Settings

¥USE Disk

| @\ nttp://ip2508. 3322, ore:B3 acte canl £ hin — Microsoft .. (5 (1) (2)
H “ ” (2007 /05,230 11:14:25]
Once you click on “Camera A” the S -~
; e — \{;E'.Eﬁ‘i‘-‘?.
e

following image will appear.

Make sure the IP camera lens

is adjusted to the best position

P e = e
®| = | || M| Ty @[ <5 ]

o G My DDcument\iCAMVie\-J

AMEMRD: | Intel Indeo? video 4.5 =

Click the controls along the

Window to control the camera. e @ Titeraet

Click! to record the current image to the selected directory. The default
directory

is C:\Program Files\ Megatec\ iMultiView, To change the saved location and

filename. Click J and the “Save As” window will

pop up. Choose an alternate location and filename. Click the “Save” button to

confirm
changes. To change Video Codec, click

@\ 'El Digital Zoom In, Digital Zoom Out

Rotate Left, Rotate Right
(3 g




Flip the image vertically.

M

. Auto Pan the camera 355 degree

stap
' Pan Left by 5 deg / Pan Left by 1 deg.
. |¢ Yo o
|i:i Pan Right by 1 deg / Pan Right by 5 deg.
2 o Tilt Up by 5 deg / Tilt Up by 1 deg.
i ﬂ Tilt Down by 1 deg / Tilt Down by 5 deg

Note:

The pan and tilt controls will only work with cameras which has this function

built-in.

2.2.1 System Status

This section displays all the information of WebCAM.

I System Information
This section shows WebCAM System Information such as the Hardware
and Firmware Version, the serial number, current / local System Time, the
system name, contact, location and uptime. These values are either
provided by WebCAM or set by user
il. System Information
This section shows WebCAM Network settings. The MAC Address is
unique to every WebCAM. All the other values are set by the user in

Setup Wizard.
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2.2.2 Current Connections

This section will show all the users currently viewing either Camera A or Camera
B. It also lists, the login time, and total bytes received. The user has an option to
block the IP or even disable the account of any errant viewer (The administrator

privilege will be required for this feature).

displayed at the same time.

Note: If you do not have Administrator’s privilege, the IP and Account details will

be hidden.
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A total of 10 connections can be
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2.2.3 Event Log

This section will keep a record of all events that occurred in WebCAM. The user

can Refresh, Clear or Save the log file. There is also an option to sort the logs

according to “Level” or “Type” WebCAM can log up to 2,000 events

Note: If you do not have Administrator privilege, the User Name and IP will be hidden.
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2.3 Basic Settings

Please ensure that each of the following option is set correctly. Otherwise,




WebCAM may not work properly.

2.3.1 Camera Settings

2.3.2 Network

2.3.3 Account Settings

2.3.1 Camera Settings

Use this section to set up the USB camera.

1. Setting up Camera A (Similar with Camera B)

Camera A

Irnage Size OWEA (320%240)

Anti Flicker Indoor 50 Hz w

Maxirurm Mumber of Connections |1III

Location IOffice

Light Compensation s e

Color iEs v

Carnera position O{upright) bl

Pan Control Hormal il

Tilt Control Hormal ¥
“Anti Flicker”

Choose between 50Hz, 60Hz or Outdoors. Note: If you do not choose
the right frequency, the image will flicker or lines will appear on the

images.

“Maximum Number of Connections (1-30)”

Use this to limit the number of users that can connect to this camera.

“Location”

Enter a suitable location / name for the camera.

“Light Compensation”
Choose “Yes” and WebCAM will increase the lighting of the image. This

is useful when monitoring indoors.



Choose  “No” if you do not want WebCAM to adjust the light and view

the images as is.

“Color”

Choose “Yes” for color and “No” for black and white display.

“Camera Position”
Choose from the automatic “O degree (upright)”, to 90, 180 (upside
down), and 270 degree position of the camera. This is to facilitate the

ability to reposition the camera in any way the user desires.

Click “Apply” to save changes. Otherwise, all changes will be lost.

“Pan Control”
Choose from “Normal” or “Reverse”. This is to set the mirror function of
the

camera and fix the image the way the user desires each time the user

logs on to view.

“Tilt Control”
Choose from “Normal” or “Reverse”. This is to set the image to its right
side up.

Similar to the “Pan Control” function.

2.3.2 Network
The WebCAM Network settings is up to this option
-IP Address



1P Adkdress

IP Pilckiss [z 168,18
Subret Mask |255.255,255.0
Gateway [152.168.1.1
Obtan an 1P address® Mlariad b
Dbtan DHS®

“IP Address” “Subnet Mask” “Gateway”
These items were all setup before in Setup Wizard. Enter new address and click
“Apply” to change.
“IP Address”
WebCAM IP Address.

“Subnet Mask”

This item sets WebCAM Subnet Mask. The value is normally
255.255.255.0

“Gateway”

This item is to set WebCAM Gateway.

“Obtain an IP address”

This allows user to choose either to set WebCAM IP Address manually
or via DHCP. WebCAM will reboot after the above settings have
been changed.

DNS Server IP address

Manual DNS Server IP

Primary DS Server IP 168.95.1.1
Secondary DNS Server IP 168,95.192,1

“Primary DNS Server IP”

This item sets WebCAM primary DNS Server IP address.

“Secondary DNS Server IP”
This item sets WebCAM secondary DNS Server IP address. WebCAM

will use the secondary DNS Server IP address if the Primary DNS



Server IP address is not working.

Port Number

LAN Port Number i
tweb access Port Murnber™ =]
Wideo access Port Murnber* Q001

“HTTP Port Number”
By default the port number is 80.

“Communication to Camera Port Number”

By default the port number is 9001.

This setting request setting the router port mapping, in the virtual server of
router

The protocol of HTTP is TCP,video access protocol is UDP

Please make sure the IP address of IP camera is the same with that in the

router setting

- Dynamic DNS
Dynamic DNS
Enable iCAMYiew free Domain Mame (current free Domain Mame is ip2506a.icved.net ) IYes 'l

httpeffddns iCy99.net

Enable WebCAM free Domain Name,first must log on http://ddns.icv99.net to

activate your free Domain Name

The WebCAM can be configured to register the current IP to a dynamic DNS
provider. This will enable you to locate WebCAM'’s IP every time the IP changed
due to an ADSL connection redial.

Service Provider”

Use other Dynamic DNS service provider W Update |
Damain MName fin2508.3222 0rg

Login Mame fin25086

Login Password [enses

Use Public IP to update DDMS MNo =

Litomatically Update DOMS e\rery|144U minutels)


http://ddns.icv99.net/

Before you use this function, you will have to register with either one of these
five service providers;

‘None Select this to disable the DDNS function

-3322.0rg

-dhs.org

-dyndns.org

‘myddns.com

“Domain Name”
Enter the Domain Name you have created from one of the five websites.
“Login Name”
Enter your login name for the above domain name.
“Login Password”

Enter your password.

“Use Public IP to register”
Choose “Yes” or “No”. WebCAM will automatically send the WAN IP to the

DDNS server. This ensures that DDNS is notified of your current Dynamic IP.

-PPPOE
PPPOE
When Connection should be made |Disabled vI
) every |E|D second(s), Stop
Autornatically reconnect
afterl 10 tirmes "I

Login Mame |

Login Passward |

Use this option to allow WebCAM dial-up directly using your xDSL modem and
connect to the Internet. Once set-up, WebCAM will be able to stream the video
images directly to the Internet without going through a router.
“When Connection should be made”

The user has a choice of;

Disabled . Default setting. WebCAM does not dial in



Connect always: WebCAM will automatically dial in.

Wireless setting

This section allows user to set up the wireless function through connecting USB
Dongle.

Wireless Setting
Lbd'-cu {7 0 il vwides W "
1“_‘ o Connecting to Wineiess AP o = Search Wireless AP |
Al - Mo Wircherss
A — 551D | [ e | L
ALt B ahon X 'i
“ o WE Ercrypilion L . 7]
. —r WEP Key (10 or 36 b cigits) [
0 Ackdress
¥ Indormation [P Asddrery
rEyatem Slabus N L I—
wiurrent Ciorre: ions St Mask
rLwEril Lo Gabeway
¥ Bk Settings Obtain an [P addrerss M :|'
wlamira Sarttings
whateork DN Sarver T
sWirskans Sattng I_
wAITOLRE SREHNGE Primary DS Sarver [P
v woedd Setlings Soconclary DG Sever B
ISR Disk Agply | Reset
-Wireless
wireless
Connecting to Wireless AP Mo = Search Wiraless AP

SSID JktHoz << | [Moviieless
ALthentication IOpen System 'I
WEP Encryption |64—bit Key 'I

WEP Key (10 or 26 hex digits) ~ [####****

Connect to wireless AP

Choose “YES”

Search wireless AP

You can find the WEP Key from wireless router setting

Click, it can search the nearby compatible wireless router device

Note:The camera must be connected with RJ45 cable to configure the

wireless system,

-IP Address
IP Address
IP Address I—
Subnet Mask I—
Gateway —
Obtain an IP address™ m

-DNS Server IP



DNS Server IP

Primary DMS Server IP |16El.95.1.l
Secondary DNS Server [P |168.95.192.1

Account Settings

This page supports to set up 8 users connecting WebCAM account.

Account Settings
ok B ¢ i view vidao TR
= g Ly Hama Pagowd Pemrisson IF Flher Mg FRS Wi HoLE
@ 3 0 Actm |Rasassas |emmannns |admristrater = | |Unieritnd =] - |
A dmwa v | [ [foaatn =] == =1 =] Configure I
) AcivX | [ [otcese: =] | | =) e |
@é darva VM ' ' [Hodcces = T | Fr—— _tontirs |
| | | P Ia | I
¥ Infarmation | | Mo 2o =] [ & | |
| | - F— ]
TNt Baretnng

wntiog | | foices & T I | e |

= Risat

v m!m Aooey £k

sCamerd Seltrgs Diocked [P List
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-User Account
Account Settings
User Account

LIzer Mame Password Permission 1P Filter Max, FPS Wigwing Hour
| oD [eececeee | &drriristrator | [FEET |Uniirrited | Canfigure |
[ | |operator x| [FeET |21 =l Canfigure |
| | |Mo sccess x| 5 |21 = Canfigure |
| | |Mo dccess x| 755 |21 2| Canfigure |
| | Mo access x| [, 5% |21 2| Canfigure |
| | |N0 broess v I**** |21 = Configure |
[ | |Mo dccess x| F 2 |21 =l Canfigure |
[ | |Mo sccess x| F 2 |21 =l Canfigure |

Apply | Reset |
Blocked IP List

| Add Block IP

j

User Name

This section allows you to set up to Eight (8) user account with different
permissions for WebCAM. If the blank is null, all IP user can access WebCAM to
view the image.

Password

This section allows you to set up the user name and password.

Permission

Determine the permission level to one of “Administrator”, “Operator”, “Viewer” or



“No Access”

Administrator: An Administrator has full access including write permission to all
sections. Only an Administrator can see the “User Name” and
IP details or set the “Permit Hours” for Camera viewing to
Operator or Viewer accounts.

Operator: This permission level allows the user access to WebCAM menus,
but without the permission to amend them.

Viewer: This permission level allows the user to access WebCAM at
specific time as set in permit Hours” for seeing camera. The user
does not have write permission and can only access the
“Camera” and “Information” section.

No Access: This is to revoke either of the above two permission levels given
to a user. This disables the user account.

WARNING: If you did not setup the Administrator account in Setup Wizard; you

MUST now set an Administrator permission level BEFORE setting
either “Operator”, “Viewer” or “No Access”. Failure to do so will

result in you being locked out of WebCAM Web Manager!

“IP Filter”

Visitor can only login from the IP address specified here for security
consideration. You can restrict a user access only from 192.168.1.0/24 by
setting up “192.168.1.*". Otherwise, leave it as “*.*.**” to allow the user to login

from any place.

“Max FPS”

This allows the administrator to determine the frames per second (“FPS”)
allocated to each type of account. By limiting the FPS, the administrator can
manage the limited bandwidth available. The administrator can set a figure

between 1 to 30 and unlimited FPS.



Camera Viewing Hour
Begin (hh:rnrm) End (hb:mrm)

Permit Hours 1 a0:00 2399
Permit Hours 2

Permit Hours 3

TP
TP

Permit Hours 4

Permit Hours apply | Reset | close |

When the Permission level is set to either “Operator” or “Viewer”, the
Administrator can configure and determine the time to which either
permission level can access the camera. Click “Configure” to bring up the
following window. You can set up to 4 different. Permit Hours (in 24hr

format). Click “Apply” to save and “Close” to exit.

Blocked IP list

Blocked IP List

[ #dd Black IP |

Operator can block IP address here. Limit some IP address user to view

WebCAM images

Advanced Settings
Please ensure that each of the following option is set correctly. Otherwise,
WebCAM may not work properly.
2.4.1 Event Notification
2.4.2 Motion Detection
2.4.3 Image Recording
2.4.4 Email / FTP
2.4.5 System Settings
2.4.6 Language
2.4.7 About



Finish setting; please remember click “Apply”,

2.4.1 Event Notification
This section sets a event notify to send to a email address by WebCAM.
WebCAM can send notifications to up to 8 email recipients.

Note: You must have Administrator privilege to edit this section.

Event Notification

Event Motification

Send Ernail MNo = Ernail Server : smtp, 163.com ﬂl
Recipients Events Ernail Address Book ﬂl

Select | < | > I

Select | < | > I

Selact | < | > |

Select | < | > I

Select | < | > I

Select | < | > |

Selact | < | > I

Select | < | > I

Apply | Reset |

-“Send Email”

To activate Event Notification, you will need to set “Send Email” to “Yes”.

Select “No” if you do not wish to send out any notification.

-“Email Server”
A valid “Email Server” with username and password (if authentication is
required) must be made available for this feature to work. If you do not

have this setup, or wish to change the settings, click on “Edit”.

-“Email Address Book”
There must be at least one valid email address in the address book. The
default email is just a sample. If you wish to add or delete entries in your
address book, click “Edit”.

nobody@nobody.com just is a sample.



mailto:nobody@nobody.com

-“Recipients”

WebCAM can send email notification to up to 8 valid email accounts.

To add to an email to the recipient list, cIick, to remove, click

-“Events”
There are three types of events, Information, Warning and Error.
Click’select” to select from the list of events you wish these recipients to

be notified of.

By default, all the events are selected; you must click “Apply” to activate them.
Close the window to return to the Event Notification Page. Click “Apply” to save
your settings

Motion Detection

This page allows the administrator to set motion detection functions for the

cameras.
Motion Detection
Camera A
Enahle |N0 'IDetectiDn Sensitivity IﬁD Y

Send image every |D.5 Ylsecond(s),stop sending after |5 emails) or image idle f0r|5 'l second(s)

Send to FTP Server |N0 'l ftpeff <Empty= ,fl Editl
|S\,rstem deﬁned;l filenarne |image_ (*1jpg  loop from ID to IQ digits|2 'l ?

Send to Storage Disk |N0 ;l |Svstem Settings;l |5 ;l fpsl minutels] f video
Directory [video witso name [video
Send Ermai |Yes 'I Email Server : smtp, 163.com Editl
Recipients Ernail Address

e
<
e
s

I. Camera A (or Camera B)

“Enable”
To activate motion detect, the administrator has two options;
a. “Always On” or

b. “On Schedule”, the administrator can set up to 4 different time slots



for motion detection.
“Detection Sensitivity”

This will determines level of change before motion capture is triggered.

“Send image every”

Select a value between 1 to 5 seconds.

“Stop sending emails after ## email(s) or image idle for ## second(s)”
WebCAM will stop sending on the lower of the two conditions. You can
set between 1, 3, 5, 7 and 10 seconds. Emails can be set
from 1 to 99999 pieces or 0 for stop sending email only when image idle

occurred.

“Schedule”
If set “On Schedule” in the above section, the administrator can then
input the four preferred schedule time slots for motion detection. Time
must be entered in 24hr format.

“Send to FTP Server”
This option allows the administrator to send and store the motion
detected images on a FTP site. This is useful for future reference and
recording purpose.

Click “Yes” to activate.

“ftp:/I<empty>/<folder>"
This box allows the administrator to determine the file location within the
FTP site. If you have not entered a FTP server, the above will be left

<empty>.

To setup the FTP server, click “Edit” to go to the Email / FTP Page. Once

you have entered the FTP server, login name and password, click



“Apply” and then Click on “Motion Detect” to return here.
Enter a directory or folder name in <folder>. Click “Apply” when done.

“System Defined / User Defined”
The administrator can also determine to either have the system
automatically assign the filenames for the pictures saved. Or assign

these filenames.

“Filename”
Give the motion detected JPG images a standard filename prefix, to be

followed by looping number suffix.

“Loop from ## to ##”
This will determine the number of suffixes preceding the above filename.
Once the last number is reached, the first file will be replaced by
the most current image.
“Digits”
This will determine the number of digits assignable for the above

number suffix.

. ’11
The administrator can choose to assign between 1 to 6 digits. CIick&?ﬁ

for an example

i

Example

image_(*).jpg, from 0 to 9, digits = 2
will produce a loop from image_00.jpg to image_09.jp0

ok]

& =2 LT [ a0 Internet 4

“Send Email”



To send an email notification of Motion Detection with image, choose

“Yes”, otherwise choose “No”

“Email Server”
The administrator will have to set this up. Otherwise, click “Edit” to go to
the Email / FTP Page to make the necessary configuration. Click on

Motion Detection to return here.

“Recipient” & “Email Address Book”
The administrator can determine who shall receive email notification. To

add to the recipient list, either double click on the email in the address book or

cIick, To add all the email address at once, cIick,To remove an entry

click [ > ] ,or [ cF ]to remove all entries from the recipient list. Click “Apply” to

confirm and save the above settings.

Image Recording

Image recording allows the user to receive an image to either their emalil
account or to a FTP server. The images will be sent over a predetermined
interval and a certain period

Scheduled Recording

Uik WP/ toview videD .| Camera A

\' "-'ﬁ © Activex Enable Mo x
A Java VM Send image every |0.5 = lminute
Send to FTP Server m ftp:ff <Empty= jl_ ﬂl
ﬁ*ﬁ © Activex [System defined 2] flename [mage_ {*)jpg  loop from |0 to [4_
B b Send to Storage Disk [ro | [System Settings =] [5 =] s
Directary [ideo Video name [Vides

¥ Information

Send Email [ves =1 Ermail Server : smip. 163.00m Editl

»Systern Status
w CLIrrent Connections

wEvent Log Recipients

¥ Basic Settings

wCamera Settings <<
w MEtork
wiireless Setting
wAccount Settings

W
|- | |h

¥ Advanced Settings

wEvent Motification
wMotion Detection
» Scheduled Recording Camera B
wEmail [ FTP

Cusrbmre Cobbimee

~| Enable Mo =



- Camera A (or Camera B)

S

Camera A
Enable Mo >

Send image every |0.5 _~minute Begin - End thhim

Send to FTP Server |No 'I ftpff <Empty> ,‘l Editl
|System deﬁned;l filenarne |image_ (*1jpg  loop from |0 to |9 digits|2 vI ? |DD:DD _|23:5§

Send to Storage Disk IND ;l |System Settings ;l |5 ;I s | minutels) f Video
Diractary [video Yiden name [video I _I
Send Email |‘r‘es <1 Ermail Server : smtp. 163.com  Edit
Recipients Ernail &ddress Book

<<

g

Aoply | B
“Begin — End (hh:mm)”
The administrator can determine up to 2 time slots when Image Recording is

active. The time is in 24hrs format.

“Send image every ## minute(s)”
The administrator can determine the exact interval at which WebCAM capture

and send an image. Choose among 1, 3, 5, 7 and 10 minutes

“Send to FTP Server” & “Send Email”
This is similar to the function available in Motion Detection Page. Please refer to

section 2.4.2 for details.

E-mail / FTP

This section sets up the necessary Email and FTP server information. The
administrator will have to enter a valid Account Name and Password to the Email
server and/or FTP server. This information is necessary to allow email

notification and ftp file sending features in Advanced Settings.



Email / FTP

ant ﬂ e el FIP Gettings
T I
@A il Bccourt Hame 7
Parsweord I—
Y O A Email Sottings
Java VM £l Sorver [rrprezoem
S5 Errasll &ckdioes T AL LA Crmy
Ernal Server lecuires Autherication [faz]
Aocrout Nams [iaryacaccooe
Panswerd [Fesaases
¥ Basic Setting Lty | et |
w LTy Seties Sending 4 text mal
:Ilr::'::f,: Setrr Bafors send 1hes test mel, plasse Sk mal setting b conect ] rarw I

v AITAURE Satting

Lariaail Audrdre Dok
¥ acvanted Settngs |

= Ersiunb LAkl atues

Add Bl Addets I
- FTP Settings

- “FTP Server”
- The administrator will have to enter the FTP server address here.
- “Account Name”

- Enter the FTP account name here.

- “Password”

- Enter the corresponding password.

- Click “Apply” to save the above settings.

FTP Settings
FTP Server |

Account MName |

Passwird |

- Email Settings

Email Settings

Ernail Server |smtp.163.com
Sender's Email Address [tianvacan2004@163.com
Ernail Server Requires ALthentication |‘r‘es 'I

Account Mame |tianyacaD2DD4
Password Ioooooooo
Anply | Reset |

“E-mail Server”



The administrator will have to enter the Email server address here.

“Sender’s Email Address”

This will determines WebCAM’s Email address.

“Email Server Requires Authentication”
If set to “YES”, the administrator will have to provide the account name
and password in order to access the Email server. Otherwise, enter

“‘NO”.

“Account Name”

Enter the account name or login name to the Email server.

“Password”

Enter the password for the above account name.

Click “Apply” to save the above changes.

Sending Test Mail

Test E-mail

Send a test E-mail, send o

You must have the “Email Setting” section configured to proceed with “Test Mail”.

One that is done click “Test Mail” and the following will appear

2 http:/1192.168.0.147/save_mail_page.htm - Microsoft ... [= |[B|[X]

Do you want to save the configuration?

| Yes ” Mo |[Cant:e|i

2] Done ) Internet

Click “Yes” to confirm sending and the following window will appear.



Enter the “Test mail Recipient” email address and click”’Send”. If the Test Malil is

successful, you'll receive the following email message;

Test mail Recipient ]

Send | Close |

Email Address Book

Email Address Book
| | Add Email Address ]

dy81923354@ 163, com

Enter an Email address in the box provided and click “Add Email Address”. The
new email address will be added to the list. The administrator can store up to 20

email addresses here. To delete an Email address, just press “Delete”.

System Settings
This page allows the administrator to set WebCAM SNMP settings so it can be

used By a NMS (Network Management System) like iMultiView

System Settings
L e Thmas
le-.a_." B vidw VG0 System
Sy
a, yitem Tima Undates lLHowr =
‘.":- O acwex 3 | = _J
Time Sarver il Wi, 0O ¥| Edt
A el VM
Tl Downr (Rusitond 10 GdT) GMT+8:00 = Apply
4, System Tene(yynylmmcd hhommes 2007111123 12:20:25 Maniial At
“ 0 ™ (rrrimy ] | 1
Harea VM LED» Sl Lirng
LED furchion Enably = Apphy
W [ et
S Sellings
wSyitem Slalus
wlurrent Conreclions = = Star © Stop
vt Loy Commurity T
¥k Suttings S Verson v =]
i & Savttings
el o Syctam Hame TT—
wWirelens Satting N . famemae
+ Aerourit -';rrr.':: System Cortact AT boE
System Lacaton Offca
¥ udvanced Settings ;
»Eviril MoLfatr Apply | Reset
Ll ete g it ]

- System Time



System Time

Systermn Time Updates m

Time Server |time.wind0ws.c0m =l ﬂl

Time Zone (Relative to GMT) Im Apply |
Systern Timelywyyimm dd hhimm:ss) |2DD?,f 11/23 12:20:25 Manual Adjust |

“Time Between Automatic Updates”
The administrator can set an interval for time synchronization. Select

eitherl, 3, 12 hours or 1, 10 & 30 days.

“Time Server”
Choose the nearest Time Server to your WebCAM location. The

administrator can choose from the list of a maximum of 30 Time Servers.

To add a new Timer Server the administrator must first make space by
deleting some Time Servers. Once this is done, the add dialog box will
appear as below.

Click “Back” to return to the System Settings Page.

“Time Zone (Relative to GMT)”

Select the appropriate time zone for your area. Click “Apply” to save.

“System Time (yyyy/mm/dd hh:mm:ss)”
This section is to manually set WebCAM System Time. The format is
pre-determined to: yyyy/mm/dd hh:mm: ss. Click “Manual Adjust” to save any

manual changes.

Led Setting
LED Setting
LED function IEnabIe 'l Ay |

“LED function”

The administrator can enable or disable the LED (except the Power LED)



on WebCAM here. Click “Apply” to save settings.

- SNMP Settings

SNMP Settings

& Stat © Stop

SHMP
Cormrmunity Ipublic
SMMP ersian ¥l =
System MName IiC.&M\iiewPrD
System Contact I.&dministrator
Systern Location |Mv Office
Apply I Reset |
Image server
iMage Sarver
cick @ o v vokeo e
¥ Friatie e
Y Acwex
@A i Conmmundy e
i Lo Dimse ServeL
A ﬂ Sy | Aiesnt
S *o
¥ Infonmainn
b5l SLihe
slLarent Corr e
»Event, Lo

Choose “Yes” to enable this feature. User can change the Community number to

his familiar one. Click “Apply” to confirm all changes.

Press “Go to Image Server”, then access http://www.icv99.net.( Please refer as

the manual of setting up gateway)

Language
Language
Ok ,o L I:::Il.lrlnrlal;m.u.-
£, ™ Erugishi
- Aot
% o = Chinesa (Traditional)
'\ e M ™ Chirse (Simpkted)
[ hata: The e il Pt wionk T oo Pafe ceahiad coolaet In YoLE DNTRRRT. |
e = | pocat
(] ﬂ Al Apply | Rese [
S VM
¥ Indnnmation
» Britern Stabus

This section can set up the different language for convenient cooperation.

About


http://www.icv99.net/

ahaut

i Frrrrwane: erson L 1.0W91.H00
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A A v v Hpurrber EETOO0A4E

Savn/ Restore Settings

% D Actvex S8 CLITENS Configuration Save
L vl REsitng prevos. corfgueaton MK finsiom

Resat b0 Faciory ettt manat
¥ [ndormation
: : b =1:',", < You iy it have the fight Tribam regurements 1o SuooRIt Jive soitware
v+ Everit Lexg Fledie conll the hiin:|fwers jivacom for ssbitaee
- About
About
Firrmeeeare Wersion 3. 1.CW91.NOB
Hardware Yersion HCWI1
Serial Nurnber 3927000442

This section gives crucial information about WebCAM’s Firmware Version,
Hardware Version and Serial Number. These are required information for service

calls.

- Save / Restore Settings

Save,/Restore Settings

Save current configuration Save |
Restore previous configuration B . | Restore |
Reset to factory default Reset |

Click “Save” to save the current settings and configuration to your PC. The text
file will have a default format of YYYY_MMDD_####.cfg. The administrator can

change this, if necessary.

- Restore previous configuration

This function is only available if a setting has been saved initially. Browse to
the location where the file is saved and click “Restore”

- Reset to factory default

This function will reset all settings to its default value.

- USB Flash Disk
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Directory list will show the record image to the user.



