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Audience

This manual is intended for specifiers, users and installers of the Sontay® SonNet radio sensor system.
Content

This manual provides a complete reference for the integration of the Sontay® SonNet radio sensor system to
Tridium JACE.

Related Documents

The Sontay® SonNet radio sensor system Site Survey Kit Quick Start Guide

The Sontay SonNet radio sensor system Site Survey Kit Manual

The Sontay® SonNet radio sensor system Quick Start Guide
The Sontay SonNet radio sensor system product datasheets

Page 2 of 47



Table of Contents:

OVEIVIBW ...ttt e e e ettt e e e e e ettt e e e e e s ettt e e e e e s s saaa e e e eeeesasaesteeeeessasssaeeeeeessasssaaeeeeessassasaeaeaes seeeessnnssssnnnes
Environmental
Battery Fitting and Replacement
Disposal of Batteries

(Dol I A T3PPSR
Battery POWEIEA NOGES .........vieeiiiiecciiee ettt e et e e etee e et e e e e ta e e e bt e e e s abaeeeensaeeeesaaeesnsseaaans 5
24V POWEIEA ROULEIS.c.uviiiuiieiiiieiiiteiiteeitessttesteesteesateesieeesseessbeeeseesabeesnseessseessseensesensessnsessnseesane 7
230VaC POWEIEA ROULEIS ....eiiiiiiiieiiieeite ettt ettt site et e bt e b e sbaestee s beesabeesateenaeeenbaesnneesane 9
24V POWEIEA ROULEIS . .veieiiiiiieiiiteiiteeiee st e et esteesate e siteesatessbe e e teesabeesaseesabeessteesbaeenseesbeesnseenane 9
The SYSEEM RECEIVET ..ottt ettt ettt st e st e s et e e s e e e sbteesseesbeeeneenane 10
TRE RF-IOM ettt ettt ettt e e e e ettt e e e e e e e e taaaeeeeeeeeabsaeeeeeeesastasaeaeeeeeastaaeeeeeeennnsrenes 10

The RAAIO NEEWOTK ...ttt e e st e e st e e e s aba e e sabe e e s sabaeessabaeessaneaees s 12
Network Planning ConsSiderations............cccuieeeiiiieeeeiiiieecctee e scree e et eeaee e eeraee e era e e e esaeeeeanaeas 13

The Radio System

SECUNEY uvreeeei ettt

How the Self-Healing Tree Network is Formed
Propagation Of Radio Signals in Buildings....
= T o g I V=T o - PR
SonNet-Tridium JACE Driver ACLION IMIENUS .....coiiiiiiiiiiee ettt ee ettt et e e site e e sbee e s sate e e saaeeessabeeesanes
INEEWOIK ACEION IMBNU ...ttt ettt et st e e st e st e e s st e e s beeessabeeessnbaeesnanes
RECEIVEE ACLION IMEBNU ...ttt ettt e e et e e e e e e e e e e s e s nreneeeee s
ROULEE ACION IMBIIU ...ttt ettt e e s et e e e s e e e e e e s e s nnreneeeeeas
RE-IOM ACEION MENU...c..eeeeiiieeeiee ettt ettt et e e st e s et e snn e e e snreeesnreeesnneeas
SENSOT ACLION IMBIIU ....ccoveeiiiiiee ettt ettt e e e s ettt et e e s s e abbee e e e s s s anbaeaeesssennsnnees
Managing a Tridium JACE SonNet Wireless NetWOrK........c.covueeruiiiiernieiiiieee e
=To 81T =T 0 =T ) PPNt
Installing the SonNet Driver to @ Tridium JACE ......ccoouiiiiiiie ettt
Adding a SonNet Network
PR QUISTTES e —————————ar—rararan
CommissioNing @ SONNET NETWOIK.......uviiiieiie ettt s e e e e e saee e e e enaee e e rnteeeesnsaeeennneeas
Commissioning an EXisting NETWOIK........cooicuiie it
CommIisSiONING @ NEW NETWOIK .....cccuuiiriieriiieiieetie ettt st e e
CONFIGUIING NETWOIK DEVICES ..cccuviieieectieeieestte sttt et e e tteeste e e ste e et e e s te e e beesateessseessseesaseesseenseeensens
DEVICE PrEfiXES .uviiiuiieitii et cite ettt sttt et s e e ee et e et e e be e et e e s beesateesbeesateessaeebeeenraeereeans
RECEIVEL ...ttt ettt e e e st e e e e e s bbbt e e e e e e s b et e e e e e eeaanrrneeeee e eeeas
ROULEIS .ottt ettt ettt e e e sttt e e e e e s bbb bt e e e s e s nnbereeeeeaeannreeeeees eeeas
RF-TOMS ...ttt ettt ettt e sttt e e st e st e e s bt e s e bae e s e ans e e e sanseesenteeesnneeesnreeen eeean
Writing Output RF-IOM Values
RF-IOM Fallback Values..............
End Devices (EDS) ........ccoueeveecunennne.
The VFC Activation Count Point
Commissioning Multiple Networks on the Same Site
Pre-commission each network QWay from SIte ..........cc.eeeccueeeeciieeeciiieeeeceeeeeee e estee e e rvee e
Commission each network individually 0N Site ...........ccoecceeieecieeeiiee e
BEST PracliSe POINTS ..cciuiiiiieieie ettt e e st e e s e e s ase e e e s b e e e s rnee e nnneeeens
TrOUDIE-ShOOTEI'S GUILE......uiiiieeiii ettt e et e st e e e st e e e e aee e e sbaeeesnsseeessseeesanaeeeensseeennns
Estimating Network Coverage in the Absence of @ Site SUIVEY ........covvveiriiiiei i
Attenuation Properties of Common Building Materials
SEIATEEY TIPS vvvvrrrrrnrrrrirrrrererererererererereterereerrreeereteteeteteteteeeeeeeteeetaeasaeeseeeeeeseeesesesesesesesesesesesesssssasassesasssnnnns
Y = o 0 T OO URTSPTPRRTRIN

Page 3 of 47



Overview

The wireless nodes are based on direct-sequence spread spectrum communication in the 2.4 - 2.5GHz band,
compliant with IEEE 802.15.4-2006.

All nodes have a unique MAC address, equivalent to a unique serial number.
All nodes have a PCB-mounted on/off switch or jumper.
All nodes retain their configuration properties across a power failure.
Environmental
. Storage temperature range of -10 to +80°C
. Storage relative humidity range of 0 to 90% (non-condensing).
. Ambient (operating) temperature range of -10°C to +50°C
. Ambient (operating) relative humidity range of 0 to 90%, (non-condensing).

Battery Fitting and Replacement

When a battery is installed, or when it is replaced, observing the correct polarity is very important. Fitting
the battery incorrectly may result in permanent damage to the device.

Recommended batteries are 3.6Vdc 2.4Ah AA size Lithium-Thionyl Chloride types for space housing sensors,
or 3.6Vdc 2.1Ah 2/3 A size Lithium-Thionyl Chloride types for plant housing sensors, and are not
rechargeable.

This type of battery should be stored in a clean, cool (not exceeding +30°C), dry and ventilated area.

Disposal of Batteries - Warning! Fire, Explosion and Burn Hazard

Do not short-circuit, crush, disassemble, heat above 100°C (212°F), incinerate, or expose the battery
contents to water. Do not solder directly to the cell.

NB - All batteries must be disposed of in accordance with EC Directive 2006/66/EC, amended by EU Directive
2008/12/EC.
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Devices Types
Battery Powered Nodes

Battery powered sensor nodes are used in conjunction with the Sontay® RF-RX20, RF-RX40, RF-RXS and RF-
RXS-N receiver units, and if required (depending on installation topography), Sontay@ RF-RR series of
routers. Data is transmitted back to the receiver at configurable time intervals, or on a configurable change
in measured value. Each sensor retains these configurations if the battery becomes discharged or requires
replacement. The sensors automatically find the best path back to the receiver, which may be directly to the
receiver or via “parent” routers.

To power a battery powered node, jumper J400 must be fitted. To switch off, remove J400.
Battery powered nodes are available in 4 formats:

e Space mounting temperature, with setpoint, momentary switch, fan speed, VFC input and CO,
options
0 NB - setpoint, momentary switch and fan speed options are not available with the CO,
option
e  Space mounting RH&T, with setpoint, momentary switch, fan speed, VFC input and CO, options
0 NB - setpoint, momentary switch and fan speed options are not available with the CO,
option
e Plant mounting temperature
e  Plant mounting RH&T

Space Mounting Specification:

Radio Output:

Frequency 2.4GHz
16 channels, automatically selected, direct-sequence spread spectrum
Compliance IEEE 802.15.4-2006
Aerial Characteristics:
Gain 1.2dBi
VSWR 1.5:1
Data Encryption: AES 128
Power Output: 0dBm (1ImW @ 50Q)
Accuracy:
Temperature 10.3°C
Optional RH +3% RH
Battery Type: 3.6V AA 2.4Ah Li-SOCl,, non-rechargeable
Battery Life: >3 years (depending on configuration)
Housing:
Material: ABS (flame retardant)
Dimensions: 115 x 85 x 28mm
Environmental:
Operating:
Temperature: -10°C to +50°C
RH: 0 to 90%, non-condensing
Storage:
Temperature: -10°C to +80°C
RH: 0 to 90%, non-condensing
Country of origin: UK

Refer to product datasheets for installation instructions.
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Plant Mounting Specification:

Radio Output:
Frequency

16 channels, automatically selected, direct-sequence spread spectrum

Compliance
Aerial Characteristics:
Gain
VSWR
Data Encryption:
Power Output:
Accuracy:
Temperature
Optional RH
Battery Type:
Battery Life:
Housing:
Material:
Dimensions:
Mounting:
Protection:
Environmental:
Operating:

Temperature:

RH:
Storage:

Temperature:

RH:
Country of origin:

2.4GHz
IEEE 802.15.4-2006

2.0dBi

2:1

AES 128

0dBm (1ImW @ 50Q)

+0.3°C

3% RH

3.6V AA 2.4Ah Li-SOCI,, non-rechargeable
>3 years (depending on configuration)

ABS (flame retardant type VO)
115 x 85 x 28mm

Holes 4mm spaced 85mm apart
IP65

-10°C to +50°C
0 to 90%, non-condensing

-10°C to +80°C
0 to 90%, non-condensing
UK

Temperature Sensor Types:

Duct
Outside air

Outside air with solar radiation shield

Immersion
Strap-on
Flying lead

Refer to product datasheets for installation instructions.
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24V Powered Routers

24V powered routers are used in conjunction with the Sontay® RF-RX20, RF-RX40, RF-RXS and RF-RXS-N
receiver units, RF-IOM IO modules and RF-RS series of battery powered radio sensors, and are used to route
signals from battery powered nodes and other routers to the receiver module, where the signal strength of
a direct path is not sufficient for reliable communications. NB Each router can support a maximum of 16
“children”, which can consist of a maximum of 8 battery powered nodes and 8 routers, or up to 16 routers if
there are no battery powered nodes. Consideration should be given on network planning for redundancy in
case of router failure or damage.

Data is transmitted back to the receiver at configurable time intervals, or on a configurable change in
measured value. Each sensor retains these configurations if the battery becomes discharged or requires
replacement. Routers automatically find the best path back to the receiver, which may be directly to the
receiver or via other “parent” routers.

To power a router, jumper J200 must be fitted. To switch off, remove J200.
24V powered nodes are available in 5 formats:

e Space mounting temperature, with setpoint, momentary switch, fan speed, VFC input, PIR and CO,
options
O NB - setpoint, momentary switch and fan speed options are not available with the CO,
option
e Space mounting RH&T, with setpoint, momentary switch, fan speed, VFC input, PIR and CO, options
O NB - setpoint, momentary switch and fan speed options are not available with the CO,
option
e  Plant mounting with no sensor functions
e  Plant mounting temperature
e Plant mounting RH&T

Space Mounting Specification:

Radio Output:
Frequency 2.4GHz
16 channels, automatically selected
Direct-sequence spread spectrum

Compliance IEEE 802.15.4-2006
Aerial Characteristics:

Gain 1.2dBi

VSWR 1.5:1
Data Encryption: AES 128
Power Output: +10dBm (10mW @ 50Q)
Accuracy:

Temperature 10.3°C

Optional RH +3% RH
Power Supply: 24Vac/dc
Housing:
Material: ABS (flame retardant)
Dimensions: 115 x 85 x 28mm
Environmental:
Operating:

Temperature: -10°C to +50°C

RH: 0 to 90%, non-condensing
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Storage:

Temperature: -10°C to +80°C

RH: 0 to 90%, non-condensing
Country of origin: UK
Refer to product datasheets for installation instructions.

Plant Mounting Specification:

Radio Output:

Frequency 2.4GHz
16 channels, automatically selected, direct-sequence spread spectrum
Compliance IEEE 802.15.4-2006
Aerial Characteristics:
Gain 2.0dBi
VSWR 2:1
Data Encryption: AES 128
Power Output: +10dBm (10mW @ 50Q)
Accuracy:
Temperature 10.3°C
Optional RH +3% RH
Power Supply: 24Vac/dc
Housing:
Material: ABS (flame retardant type VO)
Dimensions: 115 x 85 x 28mm
Mounting: Holes 4mm spaced 85mm apart
Protection: IP65
Environmental:
Operating:
Temperature: -10°C to +50°C
RH: 0 to 90%, non-condensing
Storage:
Temperature: -10°C to +80°C
RH: 0 to 90%, non-condensing
Country of origin: UK

Temperature Sensor Types:
Duct
Outside air
Outside air with solar radiation shield
Immersion
Strap-on
Flying lead

Refer to product datasheets for installation instructions.
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230Vac Powered Routers

The 230Vac powered RF-RR-MPR routers can be used in conjunction with the Sontay® RF-RX20, RF-RX40, RF-
RXS and RF-RXS-N receiver units, RF-IOM 10 modules, 24V powered RF-RR routers and RF-RS series of
battery powered radio sensors, and are used to route signals from battery powered nodes and other routers
to the receiver module, where the signal strength of a direct path is not sufficient for reliable
communications. NB Each router can support a maximum of 16 “children”, which can consist of a maximum
of 8 battery powered nodes and 8 routers, or up to 16 routers if there are no battery powered nodes.
Consideration should be given on network planning for redundancy in case of router failure or damage.

NB - the RF-RR-MPR 230Vac has no sensor capability.

Specification:
Radio Output:
Frequency

2.4GHz

16 channels, automatically selected
Direct-sequence spread spectrum

Compliance IEEE 802.15.4-2006
Aerial Characteristics:

Gain 2.0dBi

VSWR <2:1
Data Encryption: AES 128

Power Output:

+10dBm (10mW @ 50Q)

Power Supply: 85— 240Vac @ 50/60 Hz
Housing:

Material: ABS (flame retardant)

Dimensions: 116 x 106 x 52mm
Environmental:
Ambient:

Temperature: -30°C to +70°C

RH: 0 to 90%, non-condensing
Protection: IP30
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The System Receiver

The SonNet™ receiver collects data from all other devices on the radio network, including measurements
from sensors, link quality for all links formed in the network, battery levels for all battery powered devices,
hours run for all devices and the current status of all devices. NB Each receiver can support a maximum of
16 “children”, which can consist of a maximum of 12 battery powered nodes and 4 routers, or up to 16
routers if there are no battery powered nodes.

NB_- If the USB port of an RF-RXS receiver is connected, the 9-way serial port is temporarily disabled until

the USB port id disconnected again.

Receivers are available in 4 formats:

. RF-RXS - Serial output and USB port for use with CMS

o RF-RXS-N - Option card for Tridium JACE controllers

Receiver Specification:

Radio Output:
Frequency

2.4GHz

16 channels, automatically selected
Direct-sequence spread spectrum

Compliance
Aerial Characteristics:

Gain

VSWR
Data Encryption:
Power Output:
Power Supply:
Environmental:
Operating:

Temperature:

RH:
Storage:

Temperature:

RH:
Country of origin:

IEEE 802.15.4-2006

2.0dBi
2:1
AES 128

+10dBm (10mW @ 50Q)

24Vac/dc

-10°C to +50°C

0 to 90%, non-condensing

-10°C to +80°C

0 to 90%, non-condensing

UK

Refer to product datasheets for installation instructions.

The RF-IOM

The RF-IOM has no “intelligence”, but merely acts as local 1/0 with connectivity to typical HVAC equipment
such as fan coil units (FCUs) and variable air volume (VAV) boxes. The RF-IOM reads its digital and analogue
inputs and transmits the values wirelessly to a BMS controller via either a SonNet V2 serial receiver or a
SonNet option card receiver. The RF-IOM receives its output values wirelessly from a BMS controller via
either a SonNet V2 serial receiver or a SonNet option card receiver.

Additionally, the RF-IOM has full router functionality.

Typically, a simple system will consist of;

e  Battery powered EDs
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e Powered routers (if required)
e SonNet V2 serial receiver or a SonNet option card receiver
e RF-IOMs

The EDs (and routers, where applicable) operate in the normal way. Data from the receiver is made available
to the controller via a serial link. The SonNet data points are then used by the controller as part of a control
strategy, which will typically calculate heating and cooling demands, damper positions etc. These calculated
control values will then be passed back to the receiver via the serial link and passed from the receiver over
the wireless network to the RF-IOM.

The RF-IOM outputs are defined as points in the JACE so that their values can be set by the control strategy
via the receiver. Note that the RF-IOM cannot be used with the RF-RX20 or RF-RX40 receivers.

RF-IOM Specification:

Radio Output:

Frequency 2.4GHz
16 channels, automatically selected
Direct-sequence spread spectrum

Compliance IEEE 802.15.4-2006
Aerial Characteristics:

Gain 2.0dBi

VSWR 2:1

Data Encryption: AES 128

Power Output: +10dBm (10mW @ 50Q)
Power Supply: 24Vac/dc

Inputs:

4 x universal inputs;
4-20mA (loop or externally powered), into 750Q maximum impedance
0-10Vdc, into 4k7Q minimum impedance
Resistive, 1.5kQ min to 60kQ max

Digital, VFC

Outputs: 4 x 0-10Vdc linear, @ 20mA per output
LED Indication:

Network

Data

Digital input
Housing: DIN Rail H86mm x W58mm x L104mm (excluding aerial)
Environmental:
Operating:
Temperature: -10°C to +50°C
RH: 0 to 90%, non-condensing
Storage:
Temperature: -10°C to +80°C
RH: 0 to 90%, non-condensing
Country of origin: UK
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The Radio Network

A Sontay® SonNet radio system is comprised of a receiver, battery powered sensors, RF-IOMs and
permanently powered routers.

Routers, though permanently powered, can also have sensing elements, accomplishing both router and
sensors functions. Routers, RF-IOMs and sensors can either communicate directly with the receiver or via
other routers. RF-IOMs and routers are required to be permanently powered as they need to stay “awake”
at all times to allow signals from “child” nodes to be instantly forwarded to their “parent” nodes. Battery
powered sensors only “wake” for very short periods to send data.

1
L=
A
Re -
R2

In the schematic above, routers R2 to R7 have

1) 5 children each, all battery powered sensors.
4 - Their parent is the receiver. Router R1 has 6
\= children and R8 has 4 children, giving a total
- - J{'-'é" number of network devices of 50, including
L-c - the receiver.
i w
RS

The receiver can support a maximum of 16 directly connected “child” devices, of which only 12 can be
battery powered nodes, plus up to 4 routers.

RF-IOMs and routers can support a maximum of 16 directly connected “child” devices, of which only 8 can
be battery powered nodes, plus up to 8 routers.

= [

There can lbe a maximum depth
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Note that battery powered devices can only route their signals to the receiver directly or through RF-IOMs
and routers, and not through other battery powered devices.

When planning a SonNet radio network, it is recommended that the Sontay® SonNet Site Survey Kit be used.
This easy-to-use package allows installers to test signal strengths between locations required for battery
powered sensors and the receiver prior to installing the full system. It can also identify whether routers are
needed to ensure reliable communications between all devices on the network back to the receiver. This
removes any guesswork from planning a system and allows the installer to order exactly and only the
devices required.

See the Sontay® SonNet radio sensor system Site Survey Kit Quick Start Guide and The Sontay® SonNet radio
sensor system Site Survey Kit Manual for full details.

Network Planning Considerations

When planning a SonNet radio system, it is always worth considering the placement of routers, and should
be capable of handling the consequences of a router failing or being damaged.

Example:

Consider a network with a requirement for 16 EDs:

1. At least one router is required, as 16
directly connected EDs will exceed the
maximum limit of 12. Four EDs will be
orphaned.

2. A single router (R1) will work, but
gives no redundancy if the router should fail.
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R1

R1

R1
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3. Optimal network uses 2 routers, R1
and R2.

4, If either of the routers fail, the
network can still be maintained, as the 2
orphaned EDs can re-route via the other
router.



The Radio System
The radio system used by the Sontay SonNet devices is divided into 3 sections or ‘layers’.

1. The radio layer is where physical control of the radio signal is done. This conforms to international
standard 802.15.4, and determines the frequency of the radio signals, the number of ‘channels’ available
for use, the bandwidth and power level of the signal etc. There are 16 channels available, and the best
one is automatically selected by the receiver. The frequencies used are in the ISM (Industrial, Scientific
and Medical) 2.4GHz band, with a maximum data rate of 250kb/s.

2. The network management layer is where the self-healing tree functionality is run, which controls
network topology. ‘ZigBee’ is an example of a network management MESH protocol. SonNet does not
use ZigBee, but instead uses a ‘self-healing tree’ protocol to control network topology.

3. The application layer determines what the device does — i.e. makes it a temperature sensing
device, a router or a receiver. SonNet devices use specific applications, and include features such as
configuration properties.

Security

All SonNet system devices have the same, unique network identifier. Only devices with the correct ID will be
allowed to join the network. The ID used by system devices is different from the ID used for site survey kit
(SSK) devices. Hence, SSK devices cannot join a system network and vice versa. When a SonNet system
network has been formed, it can be ‘locked’ to prevent any unauthorised devices joining, even if they are
SonNet devices. Niagara WorkPlace AX can be used to subsequently authorise extra SonNet system devices
if required.

All data transmitted by SonNet devices is encrypted.

How the Self-Healing Tree Network is Formed

The network is formed based on 3 rules, and in a specific order of priority.
1.  How many ‘tiers’ a device is away from the receiver.
If a device can communicate directly with the receiver, it will, even if the link quality is poorer than if it
went through a router. If a device has a choice of more than one router, it will always choose the router
closest to the receiver (the least number of tiers away), even if the link quality is poor.
2. The number of ‘child’ devices a router already has.
A RF-IOM or router can have a maximum of 16 ‘children’. If a device has a choice of more than one
router of the same tier level, it will always choose the router with the least number of children, even if
the link quality is poor.

3. Signal Strength (link quality).

Finally, if a device has a choice of more than one RF-IOM or router of the same tier level and the same
number of children, it will choose the router with the best link quality.

If, for any reason, a device (ED, RF-IOM or router), loses its preferred path back to the receiver, it will
automatically search for an alternative — still obeying the 3 rules above in sequence. If, despite
employing Direct Sequence Spread Spectrum (DSSS) techniques, interference on the currently occupied
channel prevents communications, the receiver will automatically look for another channel which is
clear. All other devices, having lost their links to the receiver, will then also automatically scan the 16
channels until they find the receiver again, and the network will re-form without user intervention.
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Propagation of Radio Signals in Buildings

The propagation of microwave radio signals in a building can be affected in several ways:

Attenuation

Radio signal strength is attenuated when it passes through air. Signals are
attenuated much more when passing through other media, such as
materials typically used in construction, such as brick, stone, wood and
especially steel.

Reflection

/ Receiver

/ Depending on the building, radio signals can take many paths from the
transmitter to the receiver, rather than just one single path.

‘Multipath’ signals can have the effect of cancelling each other out,
reducing overall received signal strength.

_/Transmitter

Scattering

Scattering the radio signal can also reduce its signal strength.
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Extension Aerials

When using the RF-AERIAL-PM2 or RF-AERIAL-PMD5 extension aerials, it is important to observe some basic
rules for siting and mounting.

Pw

~

Always ensure there is a much clear space around the aerial as possible.

Generally speaking, where possible mount the aerial as high as possible on the same floor as the
routers and EDs

Don’t mount between metal surfaces (for example steel I-beams) in ceiling spaces

Wherever possible, mount the aerial on a metal ground plane (such as the top of a metal panel)
The coaxial cable used for the RF-AERIAL-PM2 or RF-AERIAL-PMS5 extension aerials is semi-rigid
and should not be bent at too sharp an angle or too tight a radius. It is recommended that the
minimum bending radius is 5cms

Always mount the aerial vertically. This produces the optimum radiation pattern and signal strength
Extension aerials can be used with receivers and RF-IOM modules.

Aerial extensions should not exceed 5m to prevent excessive loss of signal.
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Son

Net-Tridium JACE Driver Action Menus

Network Action Menu

Assert Serial Card Communications
Assert Option Card Slot1 Communications
Assert Option Card Slot2 Communications

Set System Lock — This command determines whether the driver can only find nodes if the receiver
is placed in auto-commissioning mode
a. FALSE = The driver will find nodes already commissioned to a receiver without having to
put the receiver into auto commissioning mode.
b. TRUE = The driver will not find nodes already commissioned to a receiver without having
to put the receiver into auto commissioning mode.
Assert Serial Card Communications — This command automatically sets up serial communications
parameters for the RF-RXS receiver
Assert Option Card Slotl Communications — This command automatically sets up serial
communications parameters for the RF-RXS-N option card receiver connected to slot 1 on the JACE
(coma3)
Assert Option Card Slot2 Communications — This command automatically sets up serial
communications parameters for the RF-RXS-N option card receiver connected to slot 2 on the JACE
(coma)

Receiver Action Menu

Get Runtime

Get Software Version
Deauthorise Node

Get All Data

Get Rf Channel

Get Child Node List

Enable Auto Commissioning Mode
Disable Auto Commissioning Mode
Authorise Node

Vi.

vii.
viii.

Map Network

Ping — This command requests the receiver runtime, as a method on checking comms, but doesn’t
update the receiver runtime field

Get Runtime — This command requests the receiver runtime and updates the receiver runtime field
Get Software Version — This command gets the major and minor versions of the receiver firmware
and stores the result as properties

De-authorise Node — This command de-authorises and removes the receiver from the network (NB
Only works when auto commissioning is off)

Get All Data — This command refreshes all data, excluding the “parent” property

Get RF Channel — This command gets the current 2.4GHz RF channel (valid channels are 11 — 26
inclusive)

Enable Auto Commissioning Mode — This command sends a request to enable auto commissioning
Disable Auto Commissioning Mode — This command sends a request to disable auto commissioning
Authorise Node — This command is used to manually authorise a node or nodes (as opposed to
using auto commissioning)

Map Network — This command is used to discover and update the parent node of all devices on the
network
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Router Action Menu

vi.

vii.

viii.

Xi.

Get Runtime

Get Software Version
Deauthorise Node

Get All Data

Get Parent Lqi

Get Child Node List

Get Sensor Configuration
Set Measurement Interval
Set Significant Temperature
Set Significant Relative Humidity
Set Significant Setpoint

Set Co2 Auto Calibration
Set Co2 Manual Calibration
Set Co2 Significant Setpoint
Set Pir Off Delay

Clear Vfc Count

Ping — This command requests the router runtime, as a method on checking comms, but doesn’t
update the router’s runtime field
Get Runtime — This command requests the router’s runtime and updates the runtime field
Get Software Version — This command gets the major and minor versions of the router firmware
and stores the result as properties
De-authorise Node — This command de-authorises and removes the router from the network (NB
Only works when auto commissioning is off)
Get All Data — This command refreshes all the data specific to the selected router, excluding
“parent” property
Get Parent LQI — This command gets radio link strength (LQl = Link Quality Index) to the node’s
parent
Get Sensor Configuration — This command requests the following configuration properties;

a. Has Temp —Whether the node has a temperature sensor fitted
Has RH — Whether the node has an RH sensor fitted
Has Setpoint — Whether the node has a setpoint adjustment pot fitted
Has Switch — Whether the node has a momentary switch fitted
Meas Interval — The time between transmission of measurement values
Sig Temp — The significant change in temperature which results in the measured value
being transmitted immediately

g. Sig RH — The significant change in RH which results in the measured value being

transmitted immediately
h. Sig Setpoint — The significant change in setpoint which results in the measured value being
transmitted immediately

Set Measurement Interval — This command sets the normal time between transmission of
measurement values [Limits: 10 to 900 seconds]
Set Significant Temperature — This command sets the significant change in temperature which
results in the measured value being transmitted immediately [Limits: 0.1°C to 1.0°C]
Set Significant RH — This command sets the significant change in RH which results in the measured
value being transmitted immediately [Limits: 3% to 10%]
Set Significant Setpoint — This command sets the significant change in setpoint which results in the
measured value being transmitted immediately [Limits: 1% to 25%]

hS0 o0 o
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Xii.

xiii.

Xiv.

XV.

XVi.

Set CO2 Auto Calibration — This command enables automatic baseline calibration (ABC) for the CO2
sensor element. Over a period of 24 hours, the sensor system records CO2 levels, and once per 24
hours, the lowest level (which is assumed to be during a period of no occupancy) is used to
calibrate the sensor output at 400ppm.

Set CO2 Manual Calibration — This command performs a manual calibration of the CO2 sensor.
Ensure ambient CO2 is at 400ppm before performing this command.

Set CO2 Significant Setpoint — This command sets the significant change in CO2 which results in the
measured value being transmitted immediately [Limits: 100ppm to 800ppm, 20ppm steps, default
=400ppm]

Set PIR Off Delay — This command sets the off delay, which starts counting when the PIR element
detects no occupancy. [Limits: 10 seconds to 30 minutes, 10 second steps steps, default = 30
seconds]

Clear VFC Count — This command clears the VFC input counter. See also The VFC Activation count
Point on page 66.

RF-IOM Action Menu

vi.

vii.

viii.

Get Runtime

Get Software Version
Deauthorise Node

Get All Data

Get Input Configuration
Get Output Configuration
Get Output Settings

Set Input Configuration
Set Output Configuration
Get Child Node List

Get Parent Lqi

Ping — This command requests the RF-IOM runtime, as a method on checking comms, but doesn’t
update the RF-IOM’s runtime field

Get Runtime — This command requests the RF-IOM’s runtime and updates the runtime field

Get Software Version — This command gets the major and minor versions of the RF-IOM firmware
and stores the result as properties

De-authorise Node — This command de-authorises and removes the RF-IOM from the network (NB
Only works when auto commissioning is off)

Get All Data — This command refreshes all the data specific to the selected router, excluding
“parent” property

Get Input Configuration — This command refreshes all the data specific to the RF-IOM input
configuration

Get Output Configuration — This command refreshes all the data specific to the RF-IOM output
configuration

Set Input Configuration — This command sends any changes made to the RF-IOM input
configuration

Set Output Configuration — This command sends any changes made to the RF-IOM output
configuration

Get Parent LQl — This command gets radio link strength (LQl = Link Quality Index) to the node’s
parent
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Sensor Action Menu

Vi.

vii.

viii.

Get Runtime

Get Software Version
Deauthorise Node

Get All Data

Get Sensor Configuration
Set Measurement Interval
Set Significant Temperature
Set Significant Relative Humidity
Set Significant Setpoint

Get Battery Level

Get Battery Runtime

Get Parent Lqi

Set Co2 Auto Calibration
Set Co2 Manual Calibration
Set Co2 Significant Setpoint
Set Pir Off Delay

Clear Vfc Count

Ping — This command requests the ED’s runtime, as a method on checking comms, but doesn’t

update the router’s runtime field
Get Runtime — This command requests the ED’s runtime and updates the runtime field

Get Software Version — This command gets the major and minor version of the ED’s firmware and

stores the result as properties

De-authorise Node — This command de-authorises and removes the ED (NB Only works when auto

commissioning is off)

Get All Data — This command refreshes all the data specific to the selected ED, excluding “parent”

property

Get Sensor Configuration — This command requests the following configuration properties;

a. Has Temp —Whether the node has a temperature sensor fitted

Has RH — Whether the node has an RH sensor fitted

Has Setpoint — Whether the node has a setpoint adjustment pot fitted
Has Switch — Whether the node has a momentary switch fitted

Meas Interval — The time between transmission of measurement values

~o a0 o

being transmitted immediately

g. Sig RH — The significant change in RH which results in the measured value being

transmitted immediately

h. Sig Setpoint — The significant change in setpoint which results in the measured value being

transmitted immediately

Set Measurement Interval — This command sets the normal time between transmission of

measurement values [Limits: 10 to 900 seconds]

Set Significant Temperature — This command sets the significant change in temperature which

results in the measured value being transmitted immediately [Limits: 0.1°C to 1.0°C]

Set Significant RH — This command sets the significant change in RH which results in the measured

value being transmitted immediately [Limits: 3% to 10%]

Set Significant Setpoint — This command sets the significant change in setpoint which results in the

measured value being transmitted immediately [Limits: 1% to 25%]
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Xi.
Xii.
Xiii.
Xiv.

XV.

XVi.

XVil.

Xviii.

Get Battery Level — This command requests the battery status

Get Battery Runtime — This command requests the ED’s battery runtime

Get Parent LQl — This command get link strength (LQI = Link Quality Index) to the node’s parent

Set CO2 Auto Calibration — This command enables automatic baseline calibration (ABC) for the CO2
sensor element. Over a period of 24 hours, the sensor system records CO2 levels, and once per 24
hours, the lowest level (which is assumed to be during a period of no occupancy) is used to
calibrate the sensor output at 400ppm.

Set CO2 Manual Calibration — This command performs a manual calibration of the CO2 sensor.
Ensure ambient CO2 is at 400ppm before performing this command.

Set CO2 Significant Setpoint — This command sets the significant change in CO2 which results in the
measured value being transmitted immediately [Limits: 100ppm to 800ppm, 20ppm steps, default
=400ppm]

Set PIR Off Delay — This command sets the off delay, which starts counting when the PIR element
detects no occupancy. [Limits: 10 seconds to 30 minutes, 10 second steps steps, default = 30
seconds]

Clear VFC Count — This command clears the VFC input counter. See also The VFC Activation count
Point on page 66.
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Managing a Tridium JACE SonNet Wireless Network
Requirements

1. Tridium JACE 2xx series or 6xx series
2. Niagara AX Workbench

a. RF-RXS-V3.5.34 or later

b. RF-RXS-N -V3.6.43 or later

Installing the SonNet Driver to a Tridium JACE

If not pre-installed, download a copy the SonNet driver file “sonnet.jar” from www.sontay.com and
copy it to the <Modules> folder on the PC running Niagara Workbench. For example;

<C:\Niagara\Niagara-3.5.34\modules>

R ) [@ 1 Network -]
+ B My Host : TCC7
= &, 192.168.1.129 (Home)
- & Platform
Bl application Director
<} DDNS Configuration
Dialup Configuration
Distribution File Installer
File Transfer Client
GPRS Modem Configuration
Lexicon Installer
@ License Manager
Platform Adrministration
0
@ station Copier
<@ TCP{IP Configuration
+ B3 Remote File System
Station (Home)

1. Start Niagara Workbench and log into the JACE platform
2. From the platform tree, open <Software Manager>

?wfreespacezs,:ﬁém To be installed 106 KB Estimated free space after install 25,260 KB

File |Installed Yersion | Avail. Yersion |

rdb = Tridium 3.6.36 Mot Installed
rdbDb2 - Tridium 3.6.36 Mot Installed
rdbHsqlDb - Tridium 3.6.36 Not Installed
rdbiMySQL - Tridwum 3.6.36 Not Installed
rdbOracle = Trideum 3.6.36 Not Installed
rdbSqlServer - Tridium 3.6.36 Mot Installed
remoteVideo = Trideum 3.6.36 Mot Installed
report - Tridwm 3.6.36 Not Installed
|sedonalnstaller - Tridium 3.6.36 Not Installed
silk. - Tridium 3.6.36 Not Installed
srart TableH:x E Tridwm 3.6.36 Not Installed
sms = Tridium 3.6.36 Not Installed
snmp - Tridium 3.6,36 Not Installed
sonnet | lsontay13.14 Install Sontay 13.14
test - Trideum 3.6.36 Not Installed
timesync - Tridium 3.6.36 Not Installed
ts = Tridwm 3.6.36 Not Installed
tomeat = Tridium 3.6.36 Not Installed
touchscreen - Tridbum 3.6.36 Mot Installed
tunnel - Tridium 3.6.36 Not Installed
usbmon - Tridium 3.6.36 Not Installed
videoDriver - Tridium 3.6.36 Mot Installed
weather - Tridwum 3.6.36 Not Installed
2wave - Tridwm 3.6.36 Not Installed
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3. From the list of modules and drivers, locate and select <sonnet>

4. Click the <Commit> button. The driver will be installed. NB - this action will cause the JACE to
reboot.

5. After the JACE has rebooted, log into the JACE station. Expand the station tree and expand the
<Config> branch to show the <Drivers> branch.

D [@rme o

+ B, My Host : TCC7
= B3, 192.168.1.129 (Home)
+ & Platform
- B2 station (Home)
+ {iy Home
- Eg'u‘ig
+ Services
Sl Orivers|

+ <7} Niagarahetwork
+ <) NdioNetwork
+ (B3 Strategy

+ 3 Files

+ £y History

Adding a SonNet Network
Prerequisites:

e The RF-RXS must be connected to COM1 of the JACE by a serial cable (9-pin D male to 9-pin D
female). Do not use a null modem serial cable.
O NB The RS-232 port of the RF-RXS will not communicate if the USB port on the RF-
RXS is connected.
e The RF-RXS-N should be installed in either Slotl (COM3) or Slot2 (COM4) of the JACE. See
“Installing the SonNet option card”
e Observing power supply polarity, switch on the RF-RXS, or power up the JACE with the option
card fitted.
0 Observe the red network LED. If it is blinking on and off it means the receiver has no
child devices yet, if it is on steadily then the receiver already has at least one child
node.

1. Double-click the <Drivers> folder in the <Station\Config > navigation tree to open the Driver
Manager window. Click the <New> button.

2. From the <Type to Add> drop-down box, scroll down and select <SonNet Network>

3. Click the <OK> button, ensure the new driver is enabled and then click the <OK> button to add the
network driver.

a. At this point, the new SonNet network may be shown in orange in the Driver Manager
window.

4. To set the default communications parameters for the receiver, right-click on the

<SonNetNetwork> folder in the <Station\Config\Drivers> navigation tree, then select <Actions>

Set System Lock

Assert Serial Card Communications
Assert Option Card Slot1 Communications
Assert Option Card Slot2 Communications

The Network System right-click <Action> menu

a. If an RF-RXS serial receiver is being used, select <Assert Serial Card Communications>

b. If an RF-RXS-N option card receiver is being used, select <Assert Option Card Slotl
Communications> or <Assert Option Card Slot2 Communications>, depending on which
option card slot is used.
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32 WorkPlace AX 1=
Fie Edit Search Bookmarks Tools Window Manager Help
4- -2- | D-@% (3 0 | &-
|ﬂ 8.1.64 (TestStabon) - Station (TestStabon) = | i
- 1= Nav -1l ‘Cataba:
7 . —7| [Name [Type |Exts [unit Number |m
§ 8 0 [@myhetwork [-] & Recerver SormetReceverBoard @) 0
@28 My Host : TCC7 |*| |G Routers Sonnet Device Folder
1 192,168, 1129 (VTBS) g 8155 Router F5 Sonnet Router Sensor % 21
L ‘B6F3 Router CO2 Sonnet Router Sensor 2
8 192.168.1.64 (TestStation) —
- L@ Sensors Sonnet Device Folder H i
Eéa.m g - When the communications
SHtn (esomion (5] S00158000001186F6 _ Sonmet Sensor 18 parameters have been set, the
2B config (5 500158D00001186F8  Sonnet Sensor B
DG serveces Eiaswzsmmm Sonmet Sensae 21 new SonNet network should
£} Drivi Gl Sonnet Device Folder . .
| Gt (E] 100158000001 186F0 _ Sormet R Iom ® = look similar to this. In the
8 ; @ rinown St v Foldes SonNet Device Manager
Eri@ Routers window, the receiver should be
6 [ 8155 Router FS : f
Ll e shown in white.
EHig) Sensors
£ [ 500158000001186F9
B[ S00158D00001186F6 f
&HE] 500158000001186F8
&+ 50015800000118154
Elg o
& [ 100158000001188F0
5 L Unknowm
« .1 Palette =] | (. New Folder || Mew ” Edit || ) Discover || Cancel
| L)

” o«

The default folders “Receiver”, “Routers”, “Sensors” and “Unknown” are created automatically. Note
that the “Discover” button has no functionality in the SonNet Device Manager.

The new SonNet network is now ready for commissioning.
Commissioning a SonNet Network
A SonNet network can be commissioned in 2 ways using the JACE driver;

1. An existing network, where the receiver already has child nodes joined to the receiver (for
example, where the network has been commissioned using CMS or the receiver has been
moved from one JACE to another)

2. A completely new network, where the receiver has no child nodes

Commissioning an Existing Network

To commission an existing network, where routers and sensor end devices (EDs) have already joined the
receiver’s network, requires very little management.

%% SetSystemlock
|© fase [~]

(e (o]

1. Right-click on the <SonNetNetwork> folder in the <Station\Config\Drivers> navigation tree,
select <Actions> then <Set System Lock>
2. Using the drop-down list, select “False” and then click OK.

Page 25 of 47



The existing network devices will appear in their respective folders. This may take several minutes to
complete.

It is recommended that when all existing nodes have appeared in the driver, the System Lock property be
set to True.

Commissioning a New Network

To commission a new network, where no routers and sensor end devices (EDs) are present on the
receiver’s network, or to add new devices to an existing network.

29 (VIBS) = Seabon (VIBS) £ [ Confiy 2 Drvers.
1. Right-click on the <Receiver> folder in the
102900185 1 O FakCuse . . . . .
bt o D Heatn <Station\Config\Drivers\SonNetNetwork> navigation tree, select
- o™ <Actions> then <Enable Auto Commissioning Mode>
e AQRnvrss 2. Power up routers and EDs as required (see
S e— AT L
A jg:m “Commissioning A SonNet System: Step-By-Step”, pages 68 - 69)
D + © mtresdied 3. NB While the receiver is in auto commissioning
i = Auto Commissc ey e e . . .
Eil = = ., mode it is important NOT to use other <Action> menu functions. Wait
B H A ™ until all devices have joined the network.
L | 4 Crathores fiode = . . . .
G Cet M Dta 4. Right-click on the <Receiver> folder in the
e [ e
Pasta Spedel il <Station\Config\Drivers\SonNetNetwork> navigation tree, select
3 sokte . : ciani
X Dok Detie & . <Actions> then <Disable Auto Commissioning Mode>
04 Fnd Burhorie Node
Link Mk, T

F

: Fie Edit Search Bockmarks Tools Window Manager Help
d-bv-2-|D-B5% 3 0 |-
T = s
| Name T Exts | Unit Number
(B |@HyNewok = lgm Is:pr:mmmu [Q iu
! 28 My Host : TCC7 =] |G Routers Sonnet Device Folder
B2 192,168, 1. 129 (VTBS) [ 8155 Router FS Sonnet Router Sensor 2 . .
5558 192.168.1.64 (TestStator) B 8673 Router CO2 SRS 2 The new network devices will
[ Paton ] S00158000001186F9  Sonnet Sensor © v appear in their respective
&8 station (Teststation) (5] S00158000001186F6  Sonnet Sensor 18
=8 cnfg [E] S00158000001186F8  Sonnet Sensor § 5 folders.
EHE? services [ S00158D0000118154 Sommet Sensor 24
EH@ Drivers tgalo Sonnet Device Folder
3-°@ Niagarahetwork 100158000001188F0  Sonnet Rf Tom 32 H H
5 o e el | This may take several minutes to
| & Recever | complete.
Eltﬁﬂwbs I
&+ 8155 Router FS f
[ 8673 Router CO2 f
Big) sensors
| G E soo1sep000011867s
BHE] 500158000001186F6 {
&+[E) 50015800000 118688
&-[E) $50015800000118154
gt
| & B 100158000001186F0
B g Unknowm
| [= et o ] C Mew Folder ” New || Edit || & Discover || Cancel
| 4
i
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Configuring Network Devices

Device Prefixes:

When SonNet devices are first shown in the nav tree or the device’s property page, they have default
names which take the format of a prefix followed by the MAC address of the device.

Each prefix denotes a specific type of device:

“U” denotes that the device is unknown (i.e. the receiver doesn’t have full information yet for the
device)

“S” denotes that the device is a battery powered end device (ED)

“I0” denotes that the device is an RF-IOM

“R” denotes that the device is a router without sensing capabilities

“X” denotes that the device is a router with sensing capabilities

There is no prefix for the receiver name.

NB It is strongly recommended that the device name is kept as the default name. A user friendly display
name can be configured for each device. To set a display name, right-click on the device and select “Set
Display Name” from the menu.

Receiver
1. Right-click on the <Receiver> folder in the <Station\Config\Drivers\SonNetNetwork> navigation
tree, select <Views> then <Property Sheet>
2. Right-click on the <Receiver> folder in the <Station\Config\Drivers\SonNetNetwork> navigation
tree, select <Actions> then <Get All Data>
3. Note that software version numbers, RF channel and receiver runtime are now all displayed.
4. NB After a period of time, the RF channel and receiver runtime values will be displayed as stale.
This is normal, as these values are not updated unless requested.
5. Note the status, last fault cause and last update times.
6. Note the status of the auto commissioning feature.
[E] Receiver (Sonnet Receiver Board)
O @ Sebs [{ox) |
O @ Enabled [O tve [~}
O @ Fault Cause |
Health Ok [28-Feb-14 8:39 PM GMT]
L)\ Alarm Source Info Alarm Source Info
B @ Device Id Unit Number 0
@ Ping Parameters
8 @) Points Sonnet Point Device Ext
B @ RF_Channel 15 {stale) The Receiver Praperty Page
B @ Runtme 2339 hr {stale}
© Mac Address Mac Address
O @ LastUpdate [03-Mar-2014 08:03 FM GMI |
[ = Parent Device [Not Applicable {ok] |
B @ Authorised Nodes Sonnet Auth Node List
O = Auto Commissioning Enabled |f°13e {ok) [
O = AlarmEnabled [trae (ox) |
0 MajorSoftwareVersion [5 {ok} |
0O = MinorSoftwareVersion [s {ok} |
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Routers

1. Expand the <Routers> folder in the <Station\Config\Drivers\SonNetNetwork> navigation tree,
select a router from the list, select <Views> then <Property Sheet>.
2. Ensure the receiver is NOT in auto commissioning mode.
3. Right-click on the router and select <Actions> then <Get All Data>
B @ Ponnts Sonnet Point Device Ext
@ Temp 24.7 °C {ok}
B @ Vic_Actvation Count 0 {ok} A typical router’s property page
B @ Co2 2000 ppm {ok}
& @ Rare AT 1. Note that software version
B @ Temp_Sig false {ok} .
® V&St e (3 n.umbers and runtime are now all
8 @ Co2.So folse {0} displayed. . .
B @ Pr_State folse {0k} 2. NB After a period of time, all
@ @ Parent g 0.0 {down,stale} values apart from measured values (such
@ @ Parent_Lqi_Quality - {down,stale} as temperature) will be displayed as stale.
B © Mac Address Mac Address This is normal, as only measured values
O © Last Update [03-¥ar-2014 07:59 FM GMT | are updated unless requested.
[0 = Parent Device [Receiver {ok) | 3. Note the status, last fault cause
B @ Config Sonnet Sensor Config and last update times.
00 = Has Temp [crue {ox) | 4. Note the parent of the router.
O & HasRh [Faise (ox) ] 5. Note the parent LQl values
O = HasSetpoint  [false {ok) |
O = Has Switch |false {ok) |
O = MeasInterval  [900.00 {ok} |
0O = Sig Temp [0.50 {ok} |
= St [0-00 {ok} ] NB When a request for data is made to a
O = Sgsepont 0.0 {ok] | router, the request should be processed
£1/8 HasCn2 [crue {ok) ] quickly, as the routers are permanently
O & HasPir [crue {ok) | “awake”. However, the exact response
O = HasVfc [crue {ok) ] period will depend on how many routers
O = HasFan |false {ok) | (if any) the request and reply have to pass
O = ProffDelay  [30.00 {ok) ] through. Normally, the response is within
O e SigCo2 [200.00 {0k} ] 30 seconds maximum.
O = Co2AutoCal  [true {ok) |
O = MajorSoftwareVersion  [6 {ok) ]
m] MinorSoftwareVersion |5 {ok] ]

All the router’s “points”, such as “Temp” for the measured temperature value, have default names. It is
strongly recommended that point names are kept as the default names. A user friendly display name can be
configured for each point. To set a display name, right-click on the point in either the nav tree or the
device’s property sheet and select “Set Display Name” from the menu.

To make changes to the router’s Config properties, refer to the Router Actions Menu on page 52.
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RF-IOMs

1. Expand the <lo> folder in the <Station\Config\Drivers\SonNetNetwork> navigation tree, select an
RF-IOM from the list, select <Views> then <Property Sheet>.

2. Ensure the receiver is NOT in auto commissioning mode.

3. Right-click on an RF-IOM and select <Actions> then <Get All Data>

[E) 100158D00001188F0 (Sonnet Rf Iom)

A typical RF-IOM’s property page, showing
the points expanded.

1. Note that software version
numbers and runtime are now all displayed.

2. NB After a period of time, all values
apart from measured values (such as
temperature) will be displayed as stale. This
is normal, as only measured values are
updated unless requested.

3. Note the status, last fault cause
and last update times.

4. Note the parent of the RF-IOM.

5. Note the parent LQl values

O © stats [fox) ]
O © Enabled [Ovve [7]
O @ Fault Cause | |
B [E] Health Ok [24-Mar-14 7:19 PM GMT]
B £\ Alarm Source Info Alarm Source Info
B @ Device Id Unit Number 32
B @ Ping Parameters
=] @PWRS Sonnet Point Device Ext

B @ chiAlerm false {ok}

B @ chiSigChange false {ok}

B @ chiMeas 0 {ok}

B @ ch2alarm false {ok}

B @ ch2SigChange false {ok}

B @ chMeas 0.0 mA {ok}

B @ ch3Alarm false {ok}

B @ ch3SgChange false {ok}

B @ chiMeas 1.3mA {ok}

B @ chélam false {ok}

B @ ch4SigChange false {ok}

B @ chiveas 0.0 mA {ok}

E @ Runtime 537 hr {stale}

H @ chiout 1.700 V {ok} @ 10

B @ ch20ut 0.000 V {ok} @ def

B @ ch30ut 0,000 V {ok} @ def

B @ chdout 0.000 V {ok} @ def

@B @ Parent_Lgi 92,9 {stale}

B © Parent_Lgi_Quality  Good {stale}

B @ Input Configuration Params
O @ Meas Interval

Sonnet Input Configuration Params

)

0a

L L LY C—
0 @ hiTye
O @ c¢h1sig Change 1.00

0O @ Chilower Alarm
O @ ChiUpper Alarm
O © Ch2Type

O © €h2 Sig Change
O @ ¢h2Lower Alarm
O @ Ch2Upper Alarm
O @ ch3Type

D © Ch3Sig Change
O @ Ch3 Lower Alarm
0O @ Ch3 Upper Alarm
0O © ChaType

HIEE
ﬁ- =E
g ==

[™]
o
=1
o
o
o

o | [
=]

=

=

=) N
GG
=

500.0

£
3

FIIEIE
oo |-

ol b ol =]
=l |alla
all|a

O @ Ch4sig Change 0.50
0O © Ch4Lower Alarm 0.01
O © ChdUpper Alarm

B @ Output Configuration Params  Sonnet Output Configuration Params
O @ MNum Digital Out
O @ Analogue Chl Voltage
O @ Analogue Ch2 Voltage
O @ Analogue Ch3 Voltage
O @ Analogue Ch4 Voltage

| [ov ]
ol o o
oll|le =1

A typical RF-IOM’s property page, showing the input and
output configuration parameters expanded.

1. Note the measurement interval. This pertains to
input measurements only

2. The output configuration parameters are for the
output fallback values. These are written to the output
channels in the event that the RF-IOM goes offline.

3. Note the input channel Types — these reflect the
input jumper settings. NB — it is important NOT to change
the inout jumpers while the RF-IOM is powered.

4. Note the low and high alarm levels for each input
channel.

5. To set a new measurement interval, enter the
required level in the appropriate box.

6. To set high alarm, low alarm or COV values, enter
the required level in the appropriate box.

7. Notes: The units for alarm levels and COV are
dependent on the input type. For example, if an input is set
to mA, then the units for COV and alarm levels are also in
maA.
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Writing Output RF-IOM Values

E @ Runtime 537 hr {stale}
B @ chiout 1.550 V {ok} @ 10
O © Facets units=V,precision=3 V,min=-nf V,max=+nfv » '@ ~
B [7 Proxy Ext Sonnet Proxy Ext
0 © status [1ok) |
O © Fault Cause |
O © Enabled
O () Device Facets » B~
O @ Conversion [ @ Default [+]
O @ Tuning Policy Name  [Default Policy [~]
O e Read Value [155 {ox} |
O = Write Value [1.55 {ox) @ 10 |

2]

(O Read Parameters
@ Write Parameters Mac Address 0015800000 118BF0,Sig Change Tric...
O © Mac Address [o0158D0000118BF0 B
O © Sig Change Trigger |
© Point Id Offset 0
0O = Out 11.550 V {ok} @ 10

m

Values for the RF-IOM output channels are written, by default, every 5 minutes. However, like inputs, the
outputs can have a significant change value (SCV) set. If the output value changes by miore than the SCV, the
change is sent immediately. Each output channel can be configured for a different SCV value, down to 10mV
steps.

To set the SCV for an output, expand the output channel in the points list, then expand Proxy Extensions,
finally expand Write Parameters. Enter the required SCV in the Sig Change Trigger box (highlighted above).

RF-IOM Fallback Values

Fallback values are default values which are written to the RF-IOM output channels in the event that the RF-
IOM goes offline (but remains powered). This is a safety mechanism so that plant controlled by the RF-IOM
outputs can be set to a “safe” value if the control strategy cannot be updated from the RF-IOM.

To set fallback values for each output, expand the Output Configuration Parameters and enter the required
values for each output.

B @ Input Configuration Params Sonnet Input Configuration Params
B @ Output Configuration Params  Sonnet Output Configuration Params
O @ Num Digital Out
O © Analogue Ch1 Voltage
0O © Analogue Ch2 Voltage
0O @ Analogue Ch3 Voltage
O © Analogue Ch4 Voltage

|

8]
o
(=]

EARES
[=] [=1
o (=1

Important!!! After making changes to the fallback values, it is essential to write the new data to the device
by right-clicking the RF-IOM and from the Action Menu selecting Set Output Configuration.

Page 30 of 47



RF-IOM Input Configuration

The default measurement interval determines how often the RF-IOM sends it measured input values. The
default is 900 seconds. Like EDs, if an input value exceeds a configurable significant change value (SCV), the
measured input value will be sent immediately. Each input has its own SCV.

To access input configuration properties, expand the Input Configuration Params section.

High and low alarm levels can also be set for each input.

0 = Parent Device [Receiver {ok) J
B @ Input Configuration Params Sonnet Input Configuration Params

0O © Meas Interval
D © gl
O © ChiType b ]

O @ ChiSig Change

O @ Chilower Alarm 0.00

0O © ChiUpper Alarm 1.00

0O @ Ch2Type Current

O @ Ch2 Sig Change 0.10

O @ Ch2Lower Alarm 0.00

O @ Ch2Upper Alarm 20.50

0O © Ch3Type Current

O © Ch3Sig Change 0.10

0O © Ch3Lower Alarm 0.00

0O © Ch3Upper Alam  |20.50

O @ Ch4Type Current

O © Ch45ig Change 0.10

O @ Ch4Lower Alarm

0 © Ch4Upper Aarm

B (@ Output Configuration Params  Sonnet Output Configuration Params

Note that the alarm levels are in the same units as the input type. So, for example, if Input 1 is set for 0-
10Vdc the alarm levels are also in Vdc. Similarly, SCV values are in the same units as the input type.

If an input is set as a VFC type, the input value will be either 0 (OFF) or 1 (ON). Changes of input state for a
VFC input are sent immediately.

Important!!! After making any changes to the input configuration, it is essential to write the new data to
the device by right-clicking the RF-IOM and from the Action Menu selecting Set Input Configuration.

NB — It is strongly recommended that the default measurement interval be left at the default value of 900
seconds to prevent unnecessary radio traffic.
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End Devices (EDs)

1. Expand the <Sensors> folder in the <Station\Config\Drivers\SonNetNetwork> navigation tree,
select a sensor from the list, select <Views> then <Property Sheet>.

2. Ensure the receiver is NOT in auto commissioning mode.

3. Right-click on the sensor and select <Actions> then <Get All Data>A typical EDs property page

B @) Points Sonnet Point Device Ext
B @ Temp_Sig false {ok}
@ @ Temp 20.0 *C {ok}
@ @ RH_Sg false {ok}
st 48 % {ok} 1. Note that software version
8 0% - numbers, battery level and runtime and
K L o device runtime are now all displayed.
@M false {ok} . )
@ © Fan_Speed OFF {0k} 2. NB After a period of time, all values
@ @ Vic_State false {ok} apart from measured values (such as
@ @ Vfc_Activation_Count 0 {ok} temperature) will be displayed as stale. This
B @ Pr_State true {ok} is normal, as only measured values are
E @ Runtime 2496 hr {stale} updated unless requested.
B @ Batt_Level Good {stale} 3. Note the status, last fault cause and
B @ Batt Runine i i last update times.
s B Lo 247 {akwie} 4. Note the parent of the sensor.
© Parent_Lgi_Quality Marginal {stale}

B © Mac Address T 5. Note the parent LQl values

O © LastUpdate [(3-¥ar-2014 07:51 BM GFF |

O = Parent Device |Receiver {ck} |

B @ Config Sonnet Sensor Config
0O = Has Temp lcrue {ok}
O = HasRh [czue {ok}
O = HasSetpoint  |crue {ok}
0 & Has Switch [crue (o] NB When a request for data is made to an

ED, the request is buffered until the ED
“wakes” to take and send its measurements.

O = MeasInterval  [900.00 {ok}

O = Sig Temp [0.30 {ok}

O = SigRh [5-00 {ox) Because of this, it may take some minutes to
O = SgSetpont  [10.00 {ok) retrieve the requested data. The exact
O & Has Co2 [False (on) period will depend on the measurement
O & HasPir e interval time (default 900 seconds), how
O e Has Vic e en many routers (if any) the request an.d reply
O = Has Fan e have to pass through and when in that

transmission cycle the request is made.

O = ProffDelay  [100.00 {ok}
0 = Sig Co2 [0.00 {ok}
O = Co2AutoCal  [false [ok]

O = MajorSoftwareversion  [§ [ok] |

D = MinorSoftwareVersion  [5 {ok} |

All the sensor’s “points”, such as “Temp” for the measured temperature value, have default names. It is
strongly recommended that point names are kept as the default names. A user friendly display name can be
configured for each point. To set a display name, right-click on the point in either the nav tree or the
device’s property sheet and select “Set Display Name” from the menu.
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The VFC Activation Count Point
The VFC Activation Count Point can be used as a “backup” to count VFC input True state activations, in the
event that the ED or router can carry on counting input pulse even if the ED or router goes offline. When

the ED or router comes back online, the VFC counts totalled in strategy can be compared with the total held
in the VFC Activation Count Point, to be sure no pulses have been missed while the ED or router has been

offline.

The total held in the VFC Activation Count Point can be reset to O (see pages 53 and 55).

To make changes to the EDs Config properties, refer to the Sensor Actions Menu on page 54.
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Commissioning Multiple Networks on the Same Site
It is quite a common requirement to need to commission several SonNet networks on the same site, for
example one per floor in a multi-storey building. To avoid the possibility of SonNet wireless nodes intended
for one network appearing on another, 2 commissioning methods are available.
Method 1: Pre-commission each network away from site.
This entails adding routers and EDs in the normal way to a receiver.

e If using an RF-RXS, this can be done with the receiver connected to the RS-232 port of a JACE.

e If using an RF-RXS-N, this can only be done with the receiver connected to a JACE option card
slot.

=

Using Niagara AX or a web browser, set System Lock property to TRUE

Place the receiver into auto-commissioning mode and power up all routers and EDs required on the
receiver’s network to join.

When all devices have joined the network, take the receiver out of auto-commissioning mode.

Perform a “get all data” request on all devices

Power off all routers and EDs associated with the receiver

Power off the receiver

Repeat this process for each receiver/network

Take all SonNet devices to site and install

Power up each receiver in turn together with its associated routers and EDs, and using Niagara AX or a
web browser set the System lock property for each network to FALSE

10. All pre-configured routers and EDs will join their respective receivers without the need to place any
receiver into auto-commissioning mode on site.

N

LN UEW

Method 2: Commission each network individually on site.
This entails adding routers and EDs in the normal way to a receiver.

e If using an RF-RXS, this can be done with the receiver connected to the RS-232 port of a JACE.
e If using an RF-RXS-N, this can only be done with the receiver connected to a JACE option card
slot.

1. Using Niagara AX or a web browser, set System Lock to property FALSE

2. Place only one receiver at a time into auto-commissioning mode and power up all routers and EDs
required on the receiver’s network to join.

3.  When all devices have joined the network, take the receiver out of auto-commissioning mode.

4. Perform a “get all data” request on all devices

NB It is important to ensure all receivers NOT being commissioned have auto-commissioning disabled.
Nodes which are already commissioned to an existing network must have reliable communications to that
network to prevent them looking for other networks to join. Ensure all nodes on a commissioned network
have a good link quality index (LQI) to their parents. In extreme cases, it may be prudent to temporarily
power off “vulnerable” nodes while commissioning another network nearby.
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Best Practise Points:

10.

Always conduct a site survey, and ensure that if you plan to use an external extension
aerial on the system receiver (for example, if the receiver is to be in a metal panel), you
use the same external extension aerial on the SSK receiver for the survey. Document the
survey thoroughly, and leave a copy on site.

When planning where routers and RF-IOMs are going to be needed, plan for
“redundancy”, i.e. what happens to all the EDs connected to a router if the router fails?
Backup routers are worth considering. See pages 14 - 15.

Don’t switch on EDs until they’re ready to be commissioned. If they’re powered on
without a parent in range, they will eventually sleep to preserve battery life, only
“waking” occasionally to scan for a parent. This may slow commissioning down. If an ED
has been powered up for more than 20 minutes without a parent, power-cycle it.
Pressing the reset button on an ED DOESN’T reset the ED, it only resets the battery hours
run time.

Generally speaking, wireless works best in a horizontal plane, so expect reduced signal
strength if he receiver is on a different floor to the routers/RF-IOMs/EDs. A good rule of
thumb is to have the receiver on the same floor as its children, though this isn’t always
the case.

2.4GHz wireless signals don’t go through metal! Plan to circumvent metal obstructions
where possible.

If the installation environment is one where obstructions are likely to change regularly (in
a warehouse, for example!), try to conduct the site survey under a “worst-case” scenario -
i.e. assume that at some point, there’s going to be an obstruction between the
ED/router/RF-IOM and its parent at some time. Simulate it, if possible.

When commissioning the installed system, turn the receiver on first, then all the routers
and RF-IOMs - starting with “layer” nearest the receiver and working outwards. It's
worthwhile checking all the routers are OK in JACE driver before finally powering up the
EDs.

When EDs first join a network, values such as hours run and battery hours run will not be
displayed - the values are shown as question marks. This is normal, these values need to
be requested from the device (right-click on device and select “Refresh Node
Information”).

Remember that when a receiver scans all 16 channels for the best one, the channel
chosen is the best where the receiver is. On “long” networks with several “layers” of
routers, the channel chosen by the receiver may not always be the quietest at the far end
of the network. When the installed network is finally formed, press the receiver reset
button and ensure the network reforms properly. This will ensure that, in the event that
the receiver needs to change channels (for example), it will work seamlessly.

As each network is commissioned, save the layout - even if there isn’'t a background
graphic loaded. This is a good aid to quickly viewing network topology.
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Trouble-Shooter’s Guide

System ED

Symptom

Cause

Actions

No connectivity to receiver

ED has not been authorized to
the receiver

Manually authorize ED to receiver or
use auto-commissioning

No radio connection

Check aerial on receiver

Receiver not switched on

Switch receiver on

ED not switched on

Switch ED on

Incorrect battery polarity

Check battery polarity

Flat ED battery

Change ED battery

After switching on, if an ED
cannot join a network after
about 20 minutes, it will go into
"sleep" mode to preserve
battery life, only waking
occasionally

Power-cycle the ED (switch it OFF and
back ON) after ensuring all routers and
the receiver are powered, and the
routers have successfully joined the
network

ED appears in "Unknown"
category when commissioning

ED has joined network but has
yet to pass configuration data
to the receiver

None - normal operation

ED stays in "Unknown" category
when commissioning for more
than 30 minutes

ED hardware error

Check ED options fitted (SP pot,
thermistor, RH&T element)

ED doesn't show hours run,
firmware version, battery hours
run or last update time

Normal. To help preserve
battery life, an ED doesn't send
this information unless it is
requested

Request information using the "Get all
data" method

ED connects directly to the
receiver, even though there's a
router between them

Normal. An ED will ALWAYS join
a network using the least
number of "hops" to the

receiver.

None - normal operation. The ED will
re-join the network via the router if it
loses its direct path to the receiver

Only 12 EDs connect directly to
my receiver

Normal. The maximum number
of directly connected EDs a
receiver will allow is 12

If there are more than 12 EDs, at least
one router must be used

Only 8 EDs connect directly to my
router

Normal. The maximum number
of directly connected EDs a
router will allow is 8

If there are more than 8 EDs, at least
one additional router must be added

| replaced the battery in my ED,
but the battery hours run doesn't
show as having been reset

Normal. Updated ED
information hasn’t been
requested

Request information using the "Refresh
Node Information" method

The battery hours run reset
procedure wasn't carried out
when the battery was replaced

Power OFF the ED, press and hold the
PCB button near the battery WHILE
powering the ED ON

My ED was switched on in error
before the receiver and routers,
but hasn't joined the network

After switching on, if an ED
cannot join a network after
about 20 minutes, it will go into
"sleep" mode to preserve
battery life, only waking
occasionally

Power-cycle the ED (switch it OFF and
back ON) after ensuring all routers and
the receiver are powered, and the
routers have successfully joined the
network
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System Router

Symptom

Cause

Actions

No connectivity to receiver

Router has not been authorized
to the receiver

Manually authorize router to receiver
or use auto-commissioning

No radio connection

Check aerial on receiver

Check aerial on router

Receiver not switched on

Switch receiver on

Router not switched on

Switch router on

Incorrect supply polarity

Check supply polarity

Router fuse

Check router fuse is OK, replace if
necessary

Router appears in "Unknown"
category when commissioning

Router has joined network but
has yet to pass configuration
data to the receiver

None - normal operation

Router stays in "Unknown"
category when commissioning for
more than 3 minutes

Router hardware error

Check router options fitted (thermistor,
RH&T element)

Router connects directly to the
receiver, even though there's a
router between them

Normal. An router will ALWAYS
join a network using the least
number of "hops" to the
receiver.

None - normal operation. The router

will re-join the network via the other

router if it loses its direct path to the
receiver

Only 4 routers connect directly to
my receiver

Normal. The maximum number
of directly connected routers a
receiver will allow is 4, if there
are 12 directly connected EDs

None - normal operation

Only 8 routers connect directly to
my router

Normal. The maximum number
of directly connected routers a
router will allow is 8 if there are
8 directly connected EDs

None - normal operation
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RF-IOM

Symptom

Cause

Actions

No connectivity to receiver

RF-IOM has not been
authorized to the receiver

Manually authorize RF-IOM to receiver
or use auto-commissioning

No radio connection

Check aerial on receiver

Check aerial on RF-IOM

Receiver not switched on

Switch receiver on

RF-IOM not switched on

Switch RF-IOM on

Incorrect supply polarity Check supply polarity
RE-IOM fuse Check RF-IOM fuse is OK, replace if
necessary

RF-IOM appears in "Unknown'
category when commissioning

RF-IOM has joined network but
has yet to pass configuration
data to the receiver

None - normal operation

RF-IOM stays in "Unknown"
category when commissioning for
more than 3 minutes

RF-IOM hardware error

Check RF-IOM

RF-IOM connects directly to the
receiver, even though there's a
RF-IOM between them

Normal. An RF-IOM will
ALWAYS join a network using
the least number of "hops" to

the receiver.

None - normal operation. The RF-IOM
will re-join the network via the other
RF-IOM or router if it loses its direct
path to the receiver

Only 4 RF-IOMs connect directly
to my receiver

Normal. The maximum number
of directly connected RF-IOMs a
receiver will allow is 4, if there
are 12 directly connected EDs

At least one more RF-IOM or router
must be added

Only 8 RF-IOMs connect directly
to my router

Normal. The maximum number

of directly connected RF-IOMs a

RF-IOM or router will allow is 8

if there are 8 directly connected
EDs

At least one more RF-IOM or router
must be added

Input LED flashing

Normal. This denotes that the
input has been set up and a VFC
digital input, but is in the OFF
state.

None - normal operation

Input LED ON

Normal. This denotes that the
input has been set up and a VFC
digital input, but is in the ON
state.

None - normal operation

Input type changed but the
change is not shown

RF-IOM not reset after change
has been made.

Press the reset button on the RF-IOM
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System Receiver

Symptom

Cause

Actions

LED D603 flashing once per
second

The receiver has found no
children on the network

Check aerial and extension co-ax (if
fitted)

If commissioning a network, ensure the
receiver is in auto-commissioning
mode, or manually authorize new

devices

Ensure network devices are switched
on and in range

LED D603 on receiver not lit at all

No power to receiver

Check power to receiver

Receiver not switched on

Switch on receiver

Receiver fuse

Check power supply polarity if using a
DC supply

Check receiver fuse is OK, replace if
necessary

LED D604 flashing occasionally

Reception of network data

None - normal operation
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System Receiver RF-RXS-N

Symptom

Cause

Actions

Network LED flashing once per
second

The receiver has found no
children on the network

Check aerial and extension co-ax (if
fitted)

If commissioning a network, ensure the
receiver is in auto-commissioning
mode, or manually authorize new

devices

Ensure network devices are switched
on and in range

LEDs on receiver not lit at all

No power to receiver

Check power to JACE

No communications

SonNet driver configured for
wrong JACE slot

Configure SonNet driver for correct slot
(see page 51)

Data LED flashing occasionally

Reception of network data

None - normal operation

System Receiver RF-RXS

Symptom

Cause

Actions

Network LED flashing once per
second

The receiver has found no
children on the network

Check aerial and extension co-ax (if
fitted)

If commissioning a network, ensure the
receiver is in auto-commissioning
mode, or manually authorize new

devices

Ensure network devices are switched
on and in range

LEDs on receiver not lit at all

No power to receiver

Check power to receiver

Receiver not switched on

Switch on receiver

Receiver fuse

Check power supply polarity if using a
DC supply

Check receiver fuse is OK, replace if
necessary

No communications via RS-232
port

USB port connected to PC

Disconnect USB

Data LED flashing occasionally

Reception of network data

None - normal operation
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Estimating Network Coverage in the Absence of a Site Survey

The theoretical transmission distance that can be achieved between two wireless devices can be calculated
from a few “key” parameters;

e Transmission power of device. This is the wireless device's transmission power and is typically
measured in dBm. With greater transmission power, greater distances can be achieved.

e Receiver sensitivity of device. This is the wireless device's receiver sensitivity and is typically
measured in dBm. With greater receiver sensitivity, the device is able to receive weaker signals,
which means greater distances can be supported

e Antenna gain. The gain for an antenna is typically measured in dBi and basically indicates how
much the signal is boosted by the antenna.

e Frequency. The frequency is typically measured in MHz or GHz and indicates which

electromagnetic band is used for wireless communication.

The formula for calculating the theoretical transmission distance is based on the Friis Transmission Equation
for free space loss. The Friis Transmission Equation can be modified to give range, as follows:

10 (Pt + Gt + Gr=Pr)/20

41.88 * f

T =

where:

r=range in km

Pt = Transmit power (dBm)

Pr = receiver gain (dBm)

Gt = transmitter aerial gain (dBi)
Gr = receiver aerial gain (dBi)
f=frequency (MHz)

SonNet Routers, RF-IOMs and Receivers
Frequency 2400 MHz
Tx power 10 dBm
Tx antenna gain 3 dBi
Rx antenna gain 3 dBi
Rx sensitivity -102 dBm
Theoretical Range (km) 7.9km

SonNet End Devices
Frequency 2400 MHz
Tx power 0 dBm
Tx antenna gain 1.2 dBi
Rx antenna gain 1.2 dBi
Rx sensitivity -96 dBm
Theoretical Range (km) 0.8km

Note that this gives the theoretical transmission distance that can be achieved. Certainly, there are likely to
be significant differences between the theoretical transmission distance and the actual results in the field,
as these calculations are based on an unobstructed line-of-sight signal with no electronic interference.

Page 41 of 47



|II

However, the real world presents many variables that result in less “ideal” wireless performance, such as

building obstructions and reflected signals.

Therefore, it is always preferable to conduct a thorough site survey in order to determine what is actually
happening to the wireless signals in the field. Before conducting a site survey, however, it may be helpful to
evaluate the different options available for the wireless hardware. The formula provides a straightforward
way to perform this evaluation and whether the desired transmission distance it can be achieved and so
make an informed decision when selecting SonNet devices for different wireless applications.

Attenuation Properties of Common Building Materials

Building Material 2.4 GHz Attenuation
Solid Wood Door 4.5cm 6 dB
Hollow Wood Door 4.5cm 4dB
Interior Office Door w/Window 4.5cm /1.3cm 4 dB
Steel Fire/Exit Door 4.5cm 13 dB
Steel Fire/Exit Door 6.4cm 19dB
Steel Rollup Door 3.8cm 11dB
Brick 8.9cm 6 dB
Concrete Wall 45.7cm 18 dB
Cubical Wall (Fabric) 5.7m 18 dB
Exterior Concrete Wall 6.4cm 53dB
Glass Divider 1.3cm 12 dB
Interior Hollow Wall 10.2cm 5dB
Interior Hollow Wall 15.2cm 9dB
Interior Solid Wall 12.7cm 14 dB
Marble 5.1cm 6 dB
Bullet-Proof Glass 2.5cm 10dB
Exterior Double Pane Coated Glass 2.5cm 13 dB
Exterior Single Pane Window 1.3cm 7 dB
Interior Office Window 2.5cm 3dB
Safety Glass-Wire 0.6cm 3dB
Safety Glass-Wire 2.5cm 13 dB
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Strategy Tips

1. When using wireless devices to control critical plant, it is always advisable to add strategy
safeguards that can take protective action in the event a wireless device loses communications with
its parent receiver.

An example of this is where an RF-IOM analogue output is used to switch on an electric heater battery. One
of the key interlocking safety features would be to ensure that the supply fan is running before allowing the
heater to be powered on.

In this example, the fan status (taken from, for example, a Sontay PA-930 air DP switch or PM-CSX current
switch) is connected to a VFC input on RF-IOM1 and the output from RF-IOM2 is used to driver the heater
battery.

If RF-IOM1 goes offline, the control strategy and RF-IOM2 no longer knows if the fan is running, so it is
potentially unsafe to switch the heater battery on.

The simple Niagara Workbench strategy below monitors the status of RF-IOM1, and if it goes into a “Down”
state (i.e. it goes offline), it will cause the BooleanSelect to output the value held in the BooleanWritable
module (FALSE in this case), rather than the normal control status derives from strategy.

BooleanWritabl g
Boolean Writable =

Linked to the status of RF-I0M1

Qutput linked to
RF-10M2 analogue output

Calculated control variable
from strategy

Note that in the event that RF-IOM2 goes offline, the output controlling the heater can be configured to go
a 0V using the appropriate fall-back value setting.

This ensures that the heater battery will be switched off if either of the RF-IOMs goes offline.

2. It should be remembered that only measured values from an ED, router or RF-IOM are normally
sent, whether by transmission time or significant change of value.

Therefore, other parameters, such as battery runtime, parent LQl and device runtime, are NOT sent unless
requested. As simple strategy to request this information on a timed interval basis can be achieved.

Update Router (Time Trigger) Add a “Daily Trigger” to the
Tme Ofpay  [02:00:00 & G| . ‘ .
Bl i b [Fo50805 o0 T3l W|r§sheet, and set its parameter.s to
Days Of Week [7] Sun [7] Mon [7] Tue [7] Wed @1 Ths @1 Fn Z st @ time of day (probably at night,
O © Last Trigger when there’s least activity).

0O © Next Trigger §-Mar-2014 02:

ﬁ]l Right-click on the trigger, select <Link Mark> from the
2:00 AM {Sun Mon Tue Wed Thu Fri Sat menu, and then right-click on the SonNet device to be
updated and select <Link from “trigger name”>.
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Update Router [Source]

(RS =

() Trigger Mode
© Last Trigger
(© NextTrigger
(© Fire Trigger

8155 Router FS [Target]

) GetParentLgi
(© Get Chid Node List i
(© Get Sensor Configuration

-

Link Update$20Router. fireTrigger -> X00158D0000118155.getAllData

[ o[ comcell]

Select <Fire Trigger> on the trigger side
and “Get All Data” on the SonNet device
side. Other options are to select <Get
Runtime> or <Get Parent Lgi>, if these are
specifically what is required to be
updated. Click the <OK> button.

Specific updates are preferable to <Get All
Data>, as less network traffic is generated
and consumes less battery power in EDs.

Now, when the trigger module fires, it will cause a “Get All Data” command to be sent to the SonNet device.

NB If several SonNet devices are to be updated this way, it is strongly recommended that the update times
are staggered by at least 15 minutes, to avoid heavy network traffic.

3. Strategy can be used to on a wiresheet to show the status of a SonNet device.

Add a StatusDemux module to the wiresheet, with a Boolean Writable. Link the <Down> slot to an input of

the Boolean Writable.

(o2 Link S5
8155 Router FS [Source] 86F6_StatusDemux [Target]

© Status

) In Status

Link X0015800000118155.status -> $386F6_StatusDemux.inStatus

[ e[ concell]
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Right-click on a SonNet device, select <Link Mark> from the menu.

Right-click on the StatusDemux module
and select <Link from “device name”> and
select <Status> on the device side and “In
Status” on the StatusDemux module side.
Click the <OK> button.

If required, the facets of the Boolean
Writable can be changed to “OFFLINE” for
a True status, and ONLINE for a False
status.

A <BooleanChangeOfStateAlarmExt> can
be added to the Boolean Writable for
alarming purposes.



4. Scaling a 4-20mA RF-IOM Input

Two Numeric Writables are used to set the upper and lower ranges (for example, the upper could be 40°C
and the lower 0°C, for a temperature sensor, or the upper could be 500Pa and the lower 0°C, for a pressure
sensor). The example below uses an upper of 100 and a lower of 0, typical for an RH sensor.

The input value from the RF-IOM is linked to InA slot of the Subtractl module, and the scaled output is
available from the Out slot of the Scaled Current Value module.

| Convert RF-IOM 4-20mA current input to a scaled value. |

5. Scaling a voltage RF-IOM Input

Two Numeric Writables are used to set the upper and lower ranges (for example, the upper could be 40°C
and the lower 0°C, for a temperature sensor, or the upper could be 500Pa and the lower 0°C, for a pressure
sensor). The example below uses an upper of 100 and a lower of 0, typical for an RH sensor.

The input value from the RF-IOM is linked to InA slot of the Multiply3 module, and the scaled output is
available from the Out slot of the Scaled Voltage Value module.

’ Convert RF-1IOM 0-10Vdc voltage input to a scaled value.

A Boolean Writable can be used
to offer scaling for either 0-5Vdc

o &= or 0-10Vdc inputs.
2.0
®in A 220
InB

True = 0-5Vdc
False = 0-10Vdc
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6. Scaling a Resistive RF-IOM Input for a 10K3A1 Thermistor

As a rule, for greatest accuracy, the precision of the module facets should be set to 12. The 3 coefficients, A,
B and C are specific to a 10K3A1 thermistor, but others could be used, according to the Steinhart-Hart
method. The final Subtract module can be omitted if °K is required, rather than °C.

[Conwrt a resistive RF-I0M input to a temperature, based on a 10K3A1 thermistor

7. Stale Values

It will be noticed that some points shown in the receiver, router and ED property sheets are
suffixed {stale}. This is because the driver looks for values to be updated with a configurable time.
If any values aren’t updated within this time they are marked as stale.

It is important to remember that, under normal conditions, only measured values are sent by
devices (routers or EDs). Configuration parameters and other data are not sent unless requested,
and will therefore eventually be marked as stale.

A devices measured values will be marked as stale if they are not updated within the response
timeout period. Typically, an ED has its default transmission time set to 900 seconds, so if the
response time is set to 1 minute (for example), the measured values will be marked as stale.

To ensure this doesn’t happen, it is strongly recommended that the receiver response timeout is
set accordingly;

e Right-click on the <SonNetNetwork> folder in the <Station\Config\Drivers>
navigation tree, then select <Views> then <Property Sheet>
e Expand the <Tuning Policies> section, then expand the <Default Policy> section.

& OptionCard6_5 (Son Net Network)

B g Tuning Polices

& Communicator
O = System Locked

B " DefauitPolicy  Tuning Policy
O @ Min Write Time 00
O @ Max Write Time
0O @ Write On Start
0O @ write OnUp
0O @ Wwrite On Enabled
0O @ Stale Time

@ gt Background Processor

[E) Testroom Receiver

Tuning Policy Map

00m 003 [oms - +inf]
im 00s]F] [Ooms - +nf]

o 003 E [Oms - +inf]
Ddf Worker
Sonnet Communicator

|1:rue [ok]

Sonnet Receiver Board
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O @ stats [tcx) |

O © Enabled [© tve [7] e Set the <Stale Time>
O © Fault Cause [ to 16 minutes (or a value that
B Health Ok [03-Feb-14 8:55 AM GMT] reflects longest time a device
£} Alarm Source Info Alarm Source Info : inf P

@ ] vorvor S N may require to pass information

to the driver, which may be
affected not only by its default
transmission time but by how
many routers it may need to
pass its measurement data
through to get to the receiver.
%



Alarms
Alarms can be set up using the <Alarm> palette.

e Open the <Alarm> palette and drag a new <Alarm Class> onto the Alarm Service
wiresheet. Call it “SonNet Alarms”.

© © q [0 aem [~

& O Alarmservice

@ & MemoryAlamService

E} (3 AlarmClass

B3 AlarmClassFolder

EHED Recipients

2

| B[ statonRecpient

| BH{g PrinterRecpient

| BH(g§ LinePrinterRecipient

BE) Extensions
BHZ OutofRangeAlarmExt
B} StringChangeOfValueAlarmExt
B} {7 BooleanChangeOfStateAlarmExt
B}/ BooleanCommandF aiureAlarmExt
BHZY EnumChangeOfStateAlarmExt
/71 EnumCommandFailureAlarmExt
B StatusalarmExt

e Drag a new <ConsoleRecipient> onto the wiresheet and link it to the SonNet alarm
class.

e Next, drag alarm extensions from the alarm palette onto points which require alarm
monitoring. In the alarm extensions property sheet, set the alarm class to SonNet Alarms.
B © Offnormal Algorithm  Dut Of Range Algorithm

O © Hghumt [Foe Jx
Dowwm  [mi]«

O @ Deacbond C[0.0-+nf]

OAT tesperature HIGH! ]
O © High Limit Text

OAT vemperature LOW! 2

0O @ Low Limit Text

O (@ Limit Enable [#] Low Limit Enable [#] [Figh Limit Enable|
O © Marm Class [Sontier Alarms  |~]
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Alarms
Alarms can be set up using the <Alarm> palette.

e Open the <Alarm> palette and drag a new <Alarm Class> onto the Alarm Service
wiresheet. Call it “SonNet Alarms”.

© © q [0 aem [~

& O Alarmservice

@ & MemoryAlamService

E} (3 AlarmClass

B3 AlarmClassFolder

EHED Recipients

2

| B[ statonRecpient

| BH{g PrinterRecpient

| BH(g§ LinePrinterRecipient

BE) Extensions
BHZ OutofRangeAlarmExt
B} StringChangeOfValueAlarmExt
B} {7 BooleanChangeOfStateAlarmExt
B}/ BooleanCommandF aiureAlarmExt
BHZY EnumChangeOfStateAlarmExt
/71 EnumCommandFailureAlarmExt
B StatusalarmExt

e Drag a new <ConsoleRecipient> onto the wiresheet and link it to the SonNet alarm
class.

e Next, drag alarm extensions from the alarm palette onto points which require alarm
monitoring. In the alarm extensions property sheet, set the alarm class to SonNet Alarms.
B © Offnormal Algorithm  Dut Of Range Algorithm

O © Hghumt [Foe Jx
Dowwm  [mi]«

O @ Deacbond C[0.0-+nf]

OAT tesperature HIGH! ]
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0O @ Low Limit Text
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O © Marm Class [Sontier Alarms  |~]
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