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Introduction

ServerView Update Management allows you to manage updates for the firm-
ware and software components of PRIMERGY servers. Update Man-
agement comprises the following applications:

o Update Manager provides a mechanism for managing updates and
installing them on the monitored managed nodes.

+ Repository Manager provides a mechanism for managing the repos-
itory:
o view alist of updates contained in the repository
o change properties of contents
o update your local repository on the management station
o create collections

o Download Manager provides a mechanism for checking for available
updates and downloading new ones for the monitored managed nodes
from the Fujitsu Technology Solutions web server to the local repository
on the management station.

o Configuration provides a mechanism for defining the configuration set-
tings for the

o Update Manager
o Repository Manager

o Download Manager
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1.1

1 Introduction

Concepts

Update Management is based on a database concept where the GUls and
services communicate exclusively via the database:

1.

3.

The GUIs are used to define jobs for the services and write these jobs
to the database.

The services retrieve their jobs from the database, process these in the
background and write the results to the database.

The GUIs then display the results from the database.

The tasks performed by the various services are described below:

The Inventory Service reads the inventories of the PRIMERGY servers and
writes the results to the database. (The inventory contains the entire hard-
ware and software configuration data of a PRIMERGY server.)

The Download Service downloads updates from the download server into
the repository.

(i In addition to the download via the Download Service, you can also

import updates from the ServerView Suite DVD 1 min. 7.812 (Win-
dows)/ 10.09.09 (Linux), max. 10.12.04 or the ServerView-Update
DVD to the repository using the Repository Manager.

For the initial update (Update Manager Express) of your PRIMERGY
server, load the updates from the ServerView Suite DVD 1 min. 7.812
(Windows)/ 10.09.09 (Linux), max. 10.12.04 or the ServerView-Update
DVD first because otherwise this process may take a very long time to
complete due to the large volume of data. Since the DVD, which is pub-
lished almost monthly, may not contain the latest updates, you should
then download the latest updates using the Download Service.

10
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1.1 Concepts

The Update Service performs the following tasks:

1. It detects which updates are available for the individual PRIMERGY
servers based on the inventories and repositories, and returns the result
to the database so that this can be displayed in the GUI.

2. ltuses the jobs you define in the GUI to transfer the updates from the
repository to the PRIMERGY servers.

These interrelationships are illustrated in the following graphic.

Management Station
L GUI Download Manager ‘ | G Repository Ianager ‘ L GUI Update Manager ‘ L GUI Confauration J
] i I
— ' "
ServerView - Database
“"—-—T—-_ —
|
|
|
]
Download Service Update Service Trventory Service
Repository
Import
= =
Dowrload | Update ServerView
Server Bgent Agent
Web-Server PRIMERG Y Server

Figure 1: Interaction between the various services for Update Management
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1 Introduction

1.2 Prerequisites

You can get the applications ServerView Agents, ServerView Update Agent,
ServerView Operations Manager from the:

o ServerView Suite DVD 1 (bundled with PRIMERGY server)
o ServerView Suite - Update DVD

ftp://ftp.ts.fujitsu.com/images/serverview /UPDATE _DVD _
<vers>.<iso>

o Download section of the Fujitsu Technology Solutions Web server:

http://support.ts.fujitsu.com

1.2.1 Prerequisites on managed servers

Online server allows components to be installed only while the operating sys-
tem is running.

o ServerView Agents for Windows or Linux must be installed.

¢ ServerView Update Agent (Windows >=V5.10.02, Linux >=V5.10-01)
must be installed

o Inafirewall configuration on the managed nodes, the following ports
must be enabled:

° 161 (snmp)

o 3171 (ServerView Update Agent)
o 3172 (SCS)

12 ServerView Update Management



1.2 Prerequisites

Security

If you need security (configuration with AccountCheck) before performing an
update on the managed server, you can either use Single Sign-On or you
must specify a user group.

¢ Single Sign-On
Requirements:
o ServerView agents as of V 5.0
o ServerView update agent as of V 5.0

o The certificate from the Central Management Station (CMS) must
be copied to the managed nodes.

o Specify a user group
Windows: during ServerView Update Agent installation

Linux: during ServerView Update Agent installation default settings are
configured

Default user group: GFUSER
Default user: globalflash with password globalflash

You can change the default settings by editing the file LinuxF-
wuAgent.cfg.

Inventory
Requirements of ServerView Agents for serving firmware of
o Broadcom LAN controller
Windows: PSP Broadcom_LAN_BACS/ E/ ...
Linux: SV Update Agent
¢ RAID controller
Linux: ServerView RAID

ServerView Update Management 13



1 Introduction

1.2.2 Prerequisites on connection blades

To prepare a connection blade for update via Update Manager, configure it as
follows:

1. Open the graphical user interface of the connection blade, e.g. viaa
browser:

http://<ipadr connection blade>

2. Security > Secure Shell:
Set the following values:
Admin Mode: Enable
SSH Version 1: Disable
SSH Version 2: Enable

14 ServerView Update Management



1.2 Prerequisites

1.2.3 Prerequisites on TFTP server

A TFTP server is necessary for updating connection blades / management
blades.

o ServerView Agents for Windows or Linux >= V5.10 must be installed.

o ServerView Update Agent (Windows >=V5.10.02, Linux >=V5.30-00)
must be installed
TFTP server Windows

¢ Fujitsu Technology Solutions PXE server (<=1.13.0000, >=1.15.0000)
must be installed.

Only the TFTP service has to be active!

For installation of TFTP Server Windows see "Installation under Win-
dows" on page 51.

TFTP server Linux

o The software package for tftp service (firewall configuration must allow
tftp) must be installed

For installation of TFTP server Linux see "Installation under Linux" on
page 52.
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1 Introduction

1.2.4 Prerequisites on the Central Management Station (CMS)

On the central management station, ServerView Operations Manager must
be installed.

1.2.4.1 Update Management Logon (OS=Windows)
Configuration

o Configuration during the menu-driven installation of the ServerView
Operations Manager:

Step Update Management Logon Information

o During silent installation of the ServerView Operations Manager,

o the useraccount is set to Local System
o the ServerView Download Service is not started automatically.
You must change the user account manually.

e There are two ways to change the user account:

o Modify ServerView Operations Manager > Step Update Man-
agement Logon Information

or
o Services - ServerView Download Service - Properties - Log On

When you have changed the user account, you will need to restart the
ServerView Download Service.

Services - ServerView Download Service - Restart

System Policy

If the account was set during installation of ServerView Operations Manager,
this user will automatically get the right to logon as a service.

If the account was changed after installation of ServerView Operations Man-
ager, check whether the account exists. If not, please add it.
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1.2 Prerequisites

Administrative Tools — Local Security Policy — Security Settings —
Local Policies — User Rights Assignment —Log on as a service

The following applets use this logon and the ServerView Download Service:
o Configuration Wizard
¢ Download Manager
¢ Repository Manager
Format of the account
¢ local account: \.<user>
recommended: .\Administrator
e domain user account: <domain>\<user>
The remote database needs a domain user account
Requirements of this user account:
¢ Windows administration rights.
o Read/Write rights for SV OM installation directory
o Read/Write rights for local repository (if configured)
¢ Right to download (if Download Manager is configured)

You must add this account (e.g. Administrator) to SQL Server as described in
the manual ServerView Operations Manager Installation ... under Win-
dows in the chapter "Adding a user account with SQL Server admin-
istrator rights", if the following SQL Server instances are used:

e SQL Server 2008 or higher

e Remote database (regardless of version and edition)
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1 Introduction

1.2.4.2 Configuration of Update Management (Repository, ...)

Start the Configuration Wizard of Update Management and make the initial
settings for Update Management:

o ServerView Operations Manager - Base Configuration Wizard -
Update Management

or

o ServerView Operations Manager - Update Management — Con-
figuration

The settings relate mainly to:
o the Update Repository
o the TFTP server
o the Download Service
e Proxy and mail

In the final phase of the Configuration Wizard, update data is imported into
the repository.

1.2.4.3 Update Data

Update data is the latest updates of BIOS, firmware, agents or drivers for
PRIMERGY servers.

You can get this data from the:
e ServerView Suite DVD 1
min. 7.812 (Windows)/ 10.09.09 (Linux), max. 10.12.04
e ServerView - Update DVD

ftp://ftp.ts.fujitsu.com/images/serverview /UPDATE _DVD _
<vers>.<iso>

o from the Download section of the Fujitsu Technology Solutions Web
server:

http://support.ts.fujitsu.com
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1.2 Prerequisites

There are two ways of maintaining the repository with the latest update data:
¢ Automatic maintenance
In the Download Manager, define a download task.

The task periodically checks and downloads the latest update data via
the internet for servers with inventory data.

e Manual maintenance

In the Repository Manager, import update data from the latest Server-
View Suite - Update DVD.

ServerView Update Management 19



1.3

1.31

1.3.1.1

1.3.1.2

1.3.2

1 Introduction

Notes on management stations

Shutdown and restart

A shutdown/restart of the management station is permitted if there are no
servers with the job status processing on the Server Details tab in the
Update Manager. Jobs with the status waiting (Job Details tab) are execut-
ed after the management station has been restarted, when the Start Time is
reached.

A shutdown/restart of the management station is not permitted if there are
any servers with the job status processing on the Server Details tab in the
Update Manager.

Status after unplanned restart

After an unplanned restart of the management station, the Job Details dialog
box may contains the following entries:

¢ Job Status: error

e Return Text: manager abort

Procedure for resolving the errors

o If the agent status on the Server Details tab is ready, you can regen-
erate the job by copying it (Copy Job).

o If the agent status is error or busy, first perform a cleanup and then rec-
reate the job by copying it (Copy Job).

Updating the management station with components
which needs a reboot

During rebooting the management station, the connection from the web
browser (workstation) to the web server (management station) is interrupted.

After rebooting the management station, re-establish this connection (e.g. by
pressing F5 on the workstation).
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1.4 Autonomous Support Packages (ASP)

1.3.3 Multiple management stations

1.4

1.5

1.5.1

You can run multiple management stations in one network; however, these
management stations must be responsible for different servers. This means
that the server lists on the various management stations must be different.

Autonomous Support Packages (ASP)

Autonomous Support Packages (ASPs) are self-extracting, self-installing
software packages that allow you to install BIOS, firmware, agents or Add-
on-products on your server.

Toinstall BIOS, firmware, agents or Add-on-products on a server com-
ponent, you can call up the appropriate ASP directly.

PRIMERGY Support Packages (PSP)

A PRIMERGY Support Package (PSP) is the basic element for installing and
updating drivers and software products on your PRIMERGY server.

A PSP comprises several packages, which contain the different versions of
the same driver or software product.

Current PSP versions

The current versions of PSPs are released with the ServerView Update
DVD, a new version of which comes out approximately every two months.

PSPs can also be downloaded at
http://support.ts.fujitsu.com/globalflash
= An overview of the components and server models that are supported

~ by the currently released PSPs is provided in the Readme file for the
relevant PSP.
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1.5.2

1 Introduction

Components of a PSP

Each PSP consists of the following elements:

A zip archive containing the drivers or software products as well as the
files required to install the PSP

Release notes (relnotes.txt)
A PSP description file (xml file)

PSP description file (xml file)

The description file contains the following information:

Name of the PSP

Details of the version and contents of the PSP
Information on the installation priority of the PSP
Description of all packages contained in the PSP

For each package contained in the PSP, information is provided on the
version and on hardware and software dependencies, e.g. the chassis
ID, system board ID, PCI ID, firmware or operating system version.

Based on the information contained in the description file, the update tool can
check on the managed server whether the requirements of the hardware and
software dependencies are fulfilled.

22
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1.5 PRIMERGY Support Packages (PSP)

1.5.3 Product Detection of Primergy Support Packages
Product detection is available for most PSPs.
Requirements on the server:
e Primergy Support Package FSC_SCAN
e Tools PrimeUp >=V1.15.25

The version of the PSP FSC_SCAN and the PrimeUp tool which comes
with the repository must be installed. (Always use the newest package ver-
sion)

The ServerView Update Agent/GlobalFlash Agent calls the detection func-
tion automatically

e atevery boot.
or
o after an update is completed.
The results of the detection are displayed on Update Manager.
Case “Not installed”
Example:

The customer has installed the hardware.The drivers of related products
have to be installed for using this hardware.

A "fake" PSP with version "0.0.0.0" is created to show the required prod-
uct/driver.

Then a real PSP may be installed.
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1 Introduction

Case “Newer version installed”
Example:

The customer has installed a very new version of a product (perhaps
beta), which is not actually produced as a PSP on the FTS site.

A "fake" PSP with version "99.99.99.99" is created, to protect the customers
product against accidental overwriting/ updating by Update Manager.

If a PSP with this product/driver version or newer exists at a later date, the
protection is canceled and the PSP may be installed/updated with the real
PSP version belonging to this product/driver.

Case “Equal version installed”
Example:

The customer has installed the equal version by themselves, but not as a
PSP (native).

A "fake" PSP with the real version is created.

This PSP may be updated to the real version or newer.
Case “Previous version installed”

Example:

The customer has installed an older version than the version of the actual
PSP and the older version was not installed as a PSP, but by the cus-
tomer themselves (native).

Because it is an older version than the version of the actual PSP, a "fake"
PSP with version "x.x.99.99" is created. (x.x version of the actual PSP - 1).

An update to the actual version (real version) is possible.
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1.5.4

1.5 PRIMERGY Support Packages (PSP)

Initial Installation of Primergy Support Packages
Initial installation is possible for all PSPs.
Requirements on the server:

e Primergy Support Package FSC_SCAN

e Tool PrimeUp >=V1.15.24

The version of the PSP FSC_SCAN and the PrimeUp tool which comes
with the repository must be installed. (Always use the newest package ver-
sion)
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1.6

1 Introduction

Notes on deleting servers from the ServerList

Deletion will be denied ...

Deletion of servers from the ServerList will be denied if update jobs with
Agent Status = busy and Job Details Status = transferring, transferred,
flashing or flashed exist.

Deletion will NOT be denied ...

Deletion of servers from the ServerList will not be denied if update jobs with
Agent Status = absent and Job Details Status = transferring,
transferred, flashing, flashed or rebooting exist.

To avoid error situations you must

o check the GlobalFlash Agent / Update Agent on the managed server
and if necessary restart it.

o check the LAN connection on the managed server and if necessary
repair it.

¢ doamanual cleanup via the Command Line Interface of the Update
Manager.

Depending on the situation you must use crcrLt -c (= Cleanup) or GFCLT -A
-5 (= forced Cancel)

Cleanup will be done
e onthe managed server.
e onthe TFTP server (in the case a MMB flash).
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1.7

1.7 Typographic conventions

Typographic conventions

The following typographic conventions are used in this manual:

Convention

Explanation

A

Indicates various types of risk, namely health risks,
risk of data loss and risk of damage to devices.

(1) Indicates additional relevant information and tips.

bold Indicates references to names of interface elements.

monospace Indicates system output and system elements for
example, file names and paths.

monospace Indicates statements that are to be entered using the

semibold keyboard.

blue continuous text

Indicates a link to a related topic.

pink continuous text

Indicates a link to a location you have already vis-
ited.

<abc> Indicates variables which must be replaced with real
values.

[abc] Indicates options that can be specified (syntax).

[key] Indicates a key on your keyboard. If you need to
enter text in uppercase, the Shift key is specified, for
example,[SHIFT] + [A] for A. If you need to press
two keys at the same time, this is indicated by a plus
sign between the two key symbols.

Screenshots

Some of the screenshots are system-dependent, so some of the details
shown may differ from your system. There may also be system-specific dif-
ferences in menu options and commands.
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1 Introduction

ServerView Suite link collection

Via the link collection, Fujitsu Technology Solutions provides you with numer-
ous downloads and further information on the ServerView Suite and PRIM-
ERGY servers.

For ServerView Suite, links are offered on the following topics:
e Forum
o Service Desk
e Manuals
e Product information
e Security information
o Software downloads

e Training

@ The downloads include the following:

o Current software statuses for the ServerView Suite as well as
additional Readme files.

o Information files and update sets for system software com-
ponents (BIOS, firmware, drivers, ServerView agents and Server-
View update agents) for updating the PRIMERGY servers via
ServerView Update Manager or for locally updating individual
servers via ServerView Update Manager Express.

o The current versions of all documentation on the PRIMERGY
ServerView Suite.

You can retrieve the downloads free of charge from the Fujitsu Tech-
nology Solutions web server.

For PRIMERGY servers, links are offered on the following topics:
¢ Service Desk

e Manuals
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1.8 ServerView Suite link collection

¢ Product information

e Spare parts catalogue

Access to the ServerView link collection
You can reach the link collection of the ServerView Suite in various ways:
1. Via ServerView Operations Manager.
¢ Select Help — Links on the start page or on the menu bar.

This opens the start page of the ServerView link collection.

2. Viathe ServerView Suite DVD 2 or via the start page of the online doc-
umentation for the ServerView Suite on the Fujitsu Technology Solu-
tions manual server.

= You access the start page of the online documentation via the fol-
~  lowing link:

http://manuals.ts.fujitsu.com
¢ Inthe selection list on the left, select Industry standard servers.
¢ Click the menuitem PRIMERGY ServerView Links.

This opens the start page of the ServerView link collection.

3. Viathe ServerView Suite DVD 1.

¢ Inthe start window of the PRIMERGY ServerView Suite DVD 1,
select the option Select ServerView Software Products.

o Click Start. This takes you to the page with the software products
of the PRIMERGY ServerView Suite.

e Onthe menu bar select LINKS.

This opens the start page of the ServerView link collection.
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1.9

1 Introduction

Documentation for the ServerView Suite

The documentation for the ServerView Suite can be found on the ServerView
Suite DVD 2 supplied with each server system.

The documentation can also be downloaded free of charge from the Internet.
You will find the online documentation at http://manuals.ts.fujitsu.com under
the link Industry standard servers.

For an overview of the documentation to be found under ServerView Suite
as well as the filing structure, see the ServerView Suite sitemap (Server-
View Suite — Site Overview).
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Overview

ServerView Update Management allows you to remotely apply the latest
updates of BIOS, firmware and drivers onto PRIMERGY servers.

General usage

1. Configure Update Management (see also "Prerequisites on the Central
Management Station (CMS)" on page 16)

o The Base Configuration Wizard is used to configure Update Man-
agement.

It opens automatically after new installation of ServerView Oper-
ations Manager:

o Base Configuration Wizard — Update Management step
= Select Yes
= Click Start
= Configuration Wizard: Configure all necessary values

Note: Inventory data is collected automatically for all
servers in the ServerList

o Base Configuration Wizard — Inventory Management step

n Select “Yes”
= Configure all necessary values

= Goontoitem 2 and further items.
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2 Overview

o The Base Configuration Wizard is not used to configure the
Update Management step.

o Goontoitem2
o Open one of the Update Management applets
o Configuration Wizard: Configure all necessary values

Note: Inventory data is collected automatically for all servers
in the ServerList

o Goontoitem 4 and further items.

2. Add managed servers to the ServerList of ServerView Operations Man-

ager.
Create Inventory data.

There are two possible ways:

¢ Automatic maintenance
In the Inventory Manager, define a scheduled inventory task.
¢ Manual maintenance
In the Inventory Manager, define a manually started inventory task.

Following collecting of the inventory data and comparison between the
inventory data and update data in the repository, the result will be
shown in the update icon column of the ServerList and in Update Man-
ager itself.

In Update Manager - Update Details tab, create update jobs.

Unless users create update jobs explicitly, managed servers will not be
updated.

If you defined security settings for ServerView Update Agent, make
sure the prerequisites are met before you create update jobs, see "Pre-
requisites on managed servers" on page 12.
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5. When the update job is completed, the inventory data and the repository
are automatically compared again to ensure that the latest update data
has been correctly applied to the managed server.

When upgrading Update Management components please observe the
following recommendation to prevent connection problems with the com-

ponents.

Recommended update sequence:
1. ServerView Update Manager
2. ServerView Update Agent on managed node

3. ServerView Update Agent on TFTP server
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Update Procedures

The Update Manager enables you to update drivers, ServerView agents,
update agents, firmware and BIOS globally and locally on PRIMERGY
servers. You can use the update procedures described below to do this.

Which particular components can be updated with which procedure is
described in the following files on the ServerView Suite DVD 1:

Windows:

SVSSoftware\Software\ServerView\Windows\GlobalFlash\Agents\
OnlineFlash\primlist_win.htm

Linux:

SVSSoftware\Software\ServerView\Linux\GlobalFlash\Agents\
OnlineFlash\primlist_Ix.htm

ServerView Update Management
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3.1

3 Update Procedures

Online update

This procedure allows you to update components under the control of the
operating system that is currently running (Windows, Linux). In this case the
Update Manager uses tools which are provided by the software vendors.

Management Station PRIMERGY Server

ext. Database
(ServerStart,web)

User Interface
CLI Update
Info

Driv./FW

FW Update

Protocol
SV Update ¢ ¢ GlobalFlash Agent | =~ Update
Manager SV Update Agent | Handler

Status, Inventory

L

o
JobListiJobData/Fw/drv-Data
Figure 2: Diagram of the update procedure (online)

1. The Inventory Manager creates inventories by collecting information on
the installed software and firmware components of all servers in the
server list and storing this information in a database. The Inventory Man-
ager can create the inventories either on command or cyclically.

2. The Update Manager compares the inventories entered in the database
with the software and firmware components in the repository. Based on
the differences arising from this comparison, it then creates alist of
components and servers that need updating.

3. If you are updating via the graphical user interface select the com-
ponents which are to be updated. If you are working with the CLI use
the -U option to specify the repository from which the update data is to
be taken.
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3.1 Online update

4. The Update Manager fetches the update data required from the repos-
itory and defines the update jobs. In addition to the actual update data
each online update job contains an update tool for the component con-
cerned and the job control file with the required parameters.

5. The update jobs are transferred to the update agent (socket com-
munication).

6. The update agent starts an update handler (an auxiliary routine of the
agent), and this starts the update tool with the parameters required for
the components concerned.

7. The values returned by the update tool are evaluated by the handler and
returned to the agent.

8. The update agent updates the job status information.

9. The Update Manager fetches the current status and error information
and presents it on the graphical user interface or, if you are using the
CLI, places it in result files.

10. Depending on the request-specific parameters, the server may need to
be rebooted by the management station at the end of the update oper-
ation in order to enable the updated components.

If you use the command line interface for the update, the reboot does
NOT occur automatically. It must be explicitly executed with the com-
mand GFCLI -R.

The update procedure has then been completed.
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3.2

3 Update Procedures

Update via TFTP server

This procedure is used to update PRIMERGY system components which
cannot be updated using the update tools available under Windows, Linux or
DOS either at all or only with great effort, or to update autonomous hardware
systems on which none of these three operating systems runs. These sys-
tem components and hardware systems are updated via a ServerView
Update Agent of the type TFTP Server.

The system components and hardware systems must be able to fetch an
image from a TFTP server and to update themselves. They must have inter-
faces viawhich

¢ the configuration data can be read (e.g. version, name, MAC address,
etc.).

¢ the required parameters (IP address, path name and image name on the
TFTP server) can be set.

o the update procedure can be started.

The following control interface is currently implemented for this purpose in
the Update Manager:

SNMP (reading) and HTTP (writing)

for updating a hardware system, e.g. the management blade of the blade
servers BX600 and BX900

= |nthe case of BX600 MMB S2 there may be two alternate man-
agement blades in operation (master and slave) which have
just one joint update IP address for updating purposes. In this
case when an update procedure takes place both management
blades are always updated via this update IP address.
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3.2 Update via TFTP server

3.2.1 Updating a hardware system

Updating a hardware system taking a management blade as an example

Login Check
Upd IP Addr,
Start Update. Update Status
il

—
Update Parameter

FW-Data

e
FW Data

Figure 3: Diagram of the update procedure (management blade via TFTP
server)

1. The Inventory Manager on the management server uses SNMP com-
mands to fetch the required inventory data from the management blade.
When you are updating via the graphical user interface the data is pre-
sented on the graphical user interface.

2. The Update Manager compares the inventories entered in the database
with the software and firmware components in the repository. Based on
the differences arising from this comparison, it then creates a list of
components and servers that need updating.

3. BX600 MMB S2 only:

The login for HTTP is checked. This is done directly with the man-
agement blade using HTTP commands.

Update via Update Manager Linux: Login is checked during update.
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3 Update Procedures

10.
11.

The object-specific update job for the management blade is generated
by the Update Manager.

The Update Manager transfers the update images and the update job
(incl. update handler and update tool) to the TFTP server and starts the
update job (socket communication between the Update Manager and
the update agent on the TFTP server).

The update agent starts the update handler, and this starts the update
tool with the required parameters from the job control file supplied.

The update tool starts the dialog with the management blade and trans-
fers the required update parameters using HTTP commands.

The download of the images from the TFTP server and the update pro-
cedure are then controlled completely by the management blade (TFTP
communication).

The return values from the components involved are transferred in the
reverse order from the update tool via the update handler to the update
agent.

The update agent updates the job status information.

The Update Manager fetches the current status and error information
and presents it on the graphical user interface or, if you are using the
CLI, places it in result files.

The update procedure has then been completed.
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3.3

3.3 Access to update data

Access to update data

To update the managed servers the Update Manager requires the cor-

responding update data. This data is contained in an repository with the fol-
lowing subdirectories:

Agent-Win Agent-Lx BladeSystem
FibreChannelController  LanController ManagementController
PrimSupportPack-Win  RemoteServiceBord ScsiController
SystemBoard Tools

The following options are available for accessing this data:

o Viathe directory Firmware on the ServerView Suite DVD 1 or on the
Update DVD.

o Viathe Fujitsu Technology Solutions web server from which the update
data can be saved to a repository which you have created on an arbi-
trary drive of the management server.

You can update this repository regularly by means of the Download Man-
ager from the Fujitsu Technology Solutions web server.

Content of Update Data
Following a successful systemtest the new components will be added.

After their official release, new components (BIOS, firmware, agents, driv-
ers) and new versions are added to the repository.

For additional information about Primergy Support Packages see PRIM-
ERGY ServerView Suite DVD 1 under Software Products - ServerView -

Maintenance & Update - Update - PRIMERGY Support Packages - Info
column.
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4 Installing ServerView Update Agents

To find out which servers are supported and which system components can
be updated with the various update procedures please refer to the relevant
files on the ServerView Suite DVD 1 under ServerView Suite — Software
Products - ServerView — Maintenance & Update - Update (Supported
Systems and Info columns).

The ServerView Update Agent needs around 3 minutes to start up com-
pletely.

41 Installation on the managed server

411 Requirements for installation
¢ Installation sequence:
Install ServerView agents before ServerView Update Agent.
o Foran online update only a functioning LAN connection is required.

o Foran Update via TFTP Server refer to section "Installation on the
TFTP server" on page 51.

The following difference exist with regard to the components to be updat-
ed viathe TFTP server:

In the case of autonomous hardware systems on which no Windows,
Linux or DOS operating system runs (e.g. management blades) it is not
necessary to install the update agent on the managed system.

@ Management blades and connection blades are always updated via
~ aTFTP server.
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4 Installing ServerView Update Agents

4.1.2 Requirements for uninstallation

If you want to uninstall ServerView Update Agent, ensure that all jobs on the

involved systems (management server, TFTP server, managed server) are
finished or deleted.

Uninstallation sequence:

1. Uninstall ServerView Update Agent

2. Uninstall ServerView agents

=+ Several errors can occur if user does not use correct order of unin-
stallation.
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4.1.31

4.1 Installation on the managed server

Installing Update Agent V6.0 (or later)

Installation under Windows

The following procedures are available for installation:
e Menu-Driven Installation (FTASetup.exe)
¢ Installation via the Command Line Interface

¢ Installation via ASP (Autonomous Support Package), SV Update Agent
>=V5.50

Menu-driven Installation (FTASetup.exe)

Update agent version 4.91 and higher is only installed if the server is online-
update-capable, i.e. online tools for updating the firmware are available. Older
systems are not supported as of Update Management V6.0.

You start the installation via the FTASetup.exe file, which you will find on the
ServerView Suite DVD 1 under SVSSoft-
ware\Software\ServerView\Windows\GlobalFlash\Agents\OnlineFlash.

Start the menu-driven installation as follows:
1. Double-click the FTASetup.exe file.
2. Confirm the license conditions.

3. Define the parameters for the security settings.
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4 Installing ServerView Update Agents

i'é" Fujitsu Server¥iew Update Agent Setup !E

ServerView Undate Security Settings

Set the Serveriew Update Agent settings for security F UJ [TSU

User Group far |pdate: I

Huate:

Thiz group is necessary for authentication via
logon [user/password] i

- ho certificate is uzed

- validate certificate fails.

< Back | Mext > I Cancel

Figure 4: Security Settings
Security Settings

Account Check
Specifies whether access authorization should be checked when the
server is accessed. If this option is enabled, you can use access
authorization via certificates or via standard login.

User Group for Update
Name of the local user group

¢ This option is mandatory for access authorization via standard
login.

o If you use certificates, it is not really necessary to enter a user
group, but it is recommended for using the update agent, if no cer-
tificate is available or the validation of a certificate fails.
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4.1 Installation on the managed server

All users in this group are authorized to perform the update pro-
cedure. The user group GFUSER is preset. If you want to use the
GFUSER group you must configure it under Windows.

But you can also use any other user group.

In the case of an update installation the default values are assigned to
~ the existing configuration values.

Installation via the Command Line Interface (FTASetup.exe)

You can install the update agent at command level using the following com-
mand :

FTAsetup -noaccountcheck {01}
[-flashusergroup <user group>]
FTAsetup -GFAU
The options have the following meanings:
-noaccountcheck { 0 |1}
You use this option to enable (0) or disable (1) the password query.
-flashusergroup <user group>

When the password query is enabled this option can be used to specify
the name of a local user group. All users in this user group are authorized
to perform the update procedure. If this option is omitted, GFUSER is the
default.

-GFAU

You use this option to start an update installation for the agents. In con-
trast to a complete new installation (without this option) parameters alrea-
dy set in the update agent are retained.

=~ |n the case of an update installation the default values are assigned to
~ the existing configuration values.
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4 Installing ServerView Update Agents

Installation via ASP (Autonomous Support Package), SV Update
Agent >=V5.50

You start the installation via the installation package SVUpdateAgent_Win_
ASP_<vers>.exe, which you will find on the ServerView Update DVD under:

Firmware - Agent-Win - SV-Update-Agent.

You can install the update agent at the command level using the following
command:

start /wait SVUpdateAgent Win ASP <vers>.exe

4.1.3.2 Installation under Linux or VMWare (ESX)

Update agent version 4.91 and higher is only installed if the server is online-
update-capable, i.e. online tools for updating the firmware are available. Older
systems are not supported as of Update Management V6.0.

Update Agent <= V5.00

You start the installation via the installation package SMAWgfa-<Release>-
<Version>.rpm, which you will find on the ServerView Suite DVD 1 under
Firmware - Agent-Lx - SV-Update-Agent.

You can install the update agent at command level using the following com-
mand:

rpm {-1 | -U --nopreun --nopostun}
SMAWgfa-<Release>-<Version>.rpm
The options have the following meanings:
-1i
You use this option to start the initial installation.
-U

You use this option to start an update installation.
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4.1 Installation on the managed server

--nopreun --nopostun (only for update installations)

If these options, which must always be specified together, are selected,
the uninstallation routines do not run when an update installation takes
place. Parameters already set in the update agent are retained.

Update Agent >= V5.01

You start the installation via the installation package SVUpdateAgent_Lx_
V<vers>.scexe, which you will find on the ServerView Suite DVD 1 under
SVSSoftware - Software - ServerView - Linux - GlobalFlash - Agents -
OnlineFlash.

You can install the update agent at the command level using the following
command:

sh SVUpdateAgent Lx V<Vers>.scexe

Configuration of the Update Agent

When you have executed the command, the parameters are assigned default
values in the lopt/ SMAW/SMAWgfa/cfg/LinuxFwuAgent.cfg file and you
can change these to suit your requirements.

FlashUserGroup=<user-group>

Name of the primary user group which is entered in /etc/passwd for the
user. All users in this group are authorized to execute the update pro-
cedure (default GFUSER).

If it does not yet exist the GFUSER group with the user globalflash and
the password globalflash is automatically set up during installation.

This parameter is evaluated only when NoAccountCheck = 0.
NoAccountCheck=<n>

n = 0 (password query enabled; default value)
n =1 (password query disabled)
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4 Installing ServerView Update Agents

TraceFile=<file>
File in which the agent’s actions are logged when TraceLevel > 0.
The directory must exist if given in <file>.
Default file name: /opt/SMAW/SMAW(fa/data/gf_agent.log
TracelLevel=<n>

n = 0 (no tracing)

n = 2 (tracing of errors)

n = 3 (tracing of the commands)
n = 5 (detailed tracing)

Default TracelLevel = 2

Parameter changes only become effective after the /etc/init. d/globalflash
restart command has been executed.

= |n the case of an update installation the default values are assigned to
~ the existing configuration values.

Uninstallation under Linux

Uninstallation is performed using the rpm -e SMAWgfa command.
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4.2

421

4.2 Installation on the TFTP server

Installation on the TFTP server

The PXE or TFTP service should be stopped, if you use other PXE/TFTP
services, because a parallel use of two services might cause problems.

For how to install ServerView Update Agent, see section "Installing Update
Agent V6.0 (or later) " on page 45.

Installation under Windows

Installation sequence:

1. TFTP Server
2. ServerView Agents
3. ServerView Update Agent
Toinstall TFTP server you have the following options:
o PRIMERGY ServerView Suite DVD 1

Use <dvd-root>:\Setup\WebUI\FjPXEServer.msi toinstalla TFTP
service on a TFTP server system.

o Deployment Manager (Deployment Service)

o ServerView Installation Manager > Remote Installation
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4 Installing ServerView Update Agents

4.2.2 Installation under Linux
Installation sequence:
1. TFTP Server
2. ServerView Agents
3. ServerView Update Agent
Toinstall TFTP server

o Install software package tftp

e TFTP must be enabled (file /etc/xinetd.d/tftp: param disable=no)

o Network service xinetd must be running

o If afirewall is activated: allow tftp
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5 User Interface

The Update Management user interface comprises the interfaces of the
individual applications. The Configuration wizard starts automatically the first
time you open Update Management. This wizard allows you to make global
settings for all applications.

¢ Update Manager
¢ Repository Manager
e Download Manager

o Configuration

5.1 Update Manager Main Window
The main window contains the following elements (from top to bottom):
o the ServerView Suite header
o the ServerView Suite menu bars

o the work area with the tree structure on the left and tabs on the right.
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5 User Interface

S ServerView User. Administrator  Logout Fulfrsu

Update Management

Update Manager | Repository Manager | Download Manager | Configuration

ServerList Administration Asset Management Event Management Monitoring Security Help

¥ Servers Server Details M T

ESP Name T Network T Model T AgentStats 7 AgentAccess |77 Job Status T Last Check brd
BX4005 1Labor 17 BX4005 1Labor 192.163.1.155  BX400 unrestricted 2/3/122:10 PM
| BX400SilzborS... 192.168.1156  PY CBEthSwitch... restricted 2/3[12 2:10PM
BX900S1em_113  192.158.1.135  BX900 unresticted 2312 2:12PM
BX900S1em_113-05 192.158.1.172  PRIMERGY BXSSD... ready not certified missing inventory
BX900S1em_113-.. 192.168.1.201  PYCBEthSwitch... notmanagesble | restricted 2/3/122:12PM
pdbsmb9lsiz  192.168.1.28 PRIVERGY BXS2Z... busy not certified 2/3/12 2:38PM
pdbsm-b924-2c8  192.158.1.29 PRIVERGY BX924... ready not certified 2/3/12 2:33 M
pdbsmb62m00  192.163.1.125  PRIMERGY EX6DO unrestricted 2/3/12 2:35PM
PDESM-B62C03  192.168.162 PRIVERGY BX630... ready not certified 2/3/12 2:35PM
PDESM-B63C08  192.168.172 PRIMERGY BX620... ready restricted 2/3/12 2:38PM
pdbsm-bx6sDs4-s4 | 192.168.1.85 PRIMERGY BX620.... ready not certified 2/3/12 2:34PM
PDESMRXID4  192.188.164 PRIMERGY RX10... ready not certified 2/3/12 2:07PM
pdbsm-rx204 192.168.1.25 PRIMERGY RX20... ready not certified 2/3/12 2:37PM
pdbsm-rx207 192.168.1.25 PRIMERGY RX20... ready not certified 2/3/12 2:34PM
pdbsm-x305-5C. .. 192.163.1.32 PRIMERGY RX30... ready not certified 2/3/12 2:18 PM
£ Update mandatory pdbsm-tx 101-cross  192.168. 117 PRIMERGY TX100.... ready not certified 2/3/12 2:33PM
[+l Update recommended pdbsm-t103 192.168.1.11 PRIMERGY TX100... ready not certified 2/3/12 2:08 PM
&% Update done pdbsm-t 123 192.168.1.21 PRIMERGY TX120... ready not certified 2312 2:36PM
pbsm-tx 156 192.168.1.38 PRIVERGY TX150... ready not certified 2/3/122:35 M
pbsm-tx2052  192.168.1.23 PRIMERGY TX200... ready not certified 2/3/12 2:09PM

< i »
|- Updates
[~ Jobs

Figure 5: Update Manager Main Window

The appearance of the tabs is determined by the entry you select in the tree
structure. The following combinations are possible:

Tree Work area tabs
structure

Server Update Details Job Details
Details

Servers Information Component  |Updates for the | Information

List of about the list in the form |components  |about the jobs
servers selected of atree struc- |selected in the |that exist for
servers ture (depends |component list |the selected
on the selec- servers

tionin the
server list)

54 ServerView Update Management



5.1 Update Manager Main Window

Tree Work area tabs
structure
Server Update Details Job Details
Details
Updates |Information Serverlistin [Updates forall |Combination
List of about all theformofa |components not permitted
updates servers for tree structure |that are rel-
which the (depends on |evant for the
selected com- [the selection |selected
ponents are rel{in the update |[servers
evant list)
Jobs Information Combination not permitted Information
List of jobs about all about the.
servers for selected jobs
which the
selected jobs
are relevant
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5 User Interface

5.1.1 The tree structure

_"* BX9003 l.em_113-05
% BX90051em_113-Switch1]
pdbsm-b31s12
i--£24 pdbsm-b924-2c8
- m pdbsm-b&2m00

- @ pdbsm-rx305-5C. pll.sm. pdbp:
E_-__ pdbsm-tx2052
& Groups

I:I-q&I Update mandatory
I:I--]&I Update recommended
[]---& Update done

< | 1 3
[ Updates
[ Jobs

Figure 6: Update Manager tree structure

The tree structure is on the left of the work area in the Update Manager and
provides various views, divided into different groups, of the servers ina
domain. You can filter these views within the groupings down to object and
component level.
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5.1 Update Manager Main Window

Tree structure

Groupings

Servers

Information about Servers within the domain

All Servers
All servers within the domain

Groups

Customized groups, which you created with the Server-

List application

In the groups All Servers and Groups the symbols are
showing the cumulated update status.

£ Anupdate is not required
=1 Anupdate is recommended

&4 Anupdate is urgently required

ServerView Update Management
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5 User Interface

Tree structure

Groupings

Servers
(continued)

Update mandatory
Servers on which an update is urgently required

Update recommended
Servers on which an update is recommended

In the groups Update mandatory and Update rec-
ommended, instead of update status icons, servericons
are displayed, because the name of the group is the same
as the name of the update status of the servers in the
group.

For a description of the icons, see the online help of the
ServerBrowser application.

1. Start the ServerBrowser application.

2. Click Help - ON ServerBrowser

The ServerBrowser online help is displayed.

3. Inthe section Browsing Pane, a description of the
servericons is displayed.

Unsupported Servers
All checked servers with existing inventory data which
are not supported by the current Update Manager

Unknown Servers
All servers which could not be checked because no
inventory data exist.

Update done
Servers on which no update is required.
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5.1 Update Manager Main Window

Tree structure |Groupings

Updates Software and firmware components of the servers

All Components
All components, regardless of their version

Upgrades
Components for which an upgrade is available

Downgrades
Components for which a downgrade is available

Installed Updates
All components installed on the servers

User Collections
User-defined component groups, which you create in
the RepositoryManager

=1 Update group
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5 User Interface

Tree structure

Groupings

Jobs

Jobs defined for the update of the servers

Root All Jobs
All jobs, regardless of status

Waiting Jobs
Jobs that are waiting for the time to transfer the updates
from the management server to the PRIMERGY
servers

Jobs in Progress
Jobs that are currently in the update phase

Ready Jobs
Jobs that were executed without errors
(if a restart is required after an update phase, this status
is not displayed until the server has been restarted)

Failed Jobs
Jobs that failed

Completed jobs
Failed jobs

Jobs in process

(ORI

Waiting jobs
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5.1 Update Manager Main Window

5.1.2 Server Details tab

The Server Details tab displays information about servers, depending on
what you have already selected in the tree structure.

Tree structure |Server Details Tab

Servers Information about the selected servers

Updates Servers for which the selected components are relevant
Jobs Servers for which the selected jobs are relevant

To open the tab, click the Server Details tab in the main window.

S ServerView

‘l ServerList [ Administration | Asset Management I Event Management | Monitoring Security Help
Update Manager | Repository Manager | Download Manager | Configuration

¥ Servers Server Details
& W Name T Network W Model W AgentStatus W AgentAccess Y Job Status T lastCheck )
£ {18l EX4005 1Labor BX40051Labor 192.168.1.155  EX400 unresticted 2/3/12 210PM
BX400S1Labor-5... 192.168.1.156  PY CB Eth Switch... restricted 2312 :10PM
BXO00S1em_113  192.168.1.135  BXS00 unrestricted 2(3/12 2:12PM
BX9D0S1em_113-05 192.168.1.172  PRIMERGY BX60... ready not certified missing inventory
BXS00S1em_113-.. 192.168.1.201 PY CB Eth Switch... notmanageable restricted 2/3/12 2:12PM
pbsm-b91s12 192.168.1.28 PRIMERGY EX922... busy not certified 2/3/12 2:38PM
pobsm-b924-2c8  192.168.1.29 PRIMERGY EX924... ready not certified /312 2:33PM
pdbsm-b&2n00 192,168,125  PRIMERGY BX600 unrestricted 2/3(12 2:35PM
PDBSM-B62003 | 192.168.1.82 PRIMERGY BXS30.... ready not certified 2/3/12 2:35PM
PDBSM-B53C09 192.168.1.72 PRIMERGY BX620... ready restricted 2/3/12 2:38PM
pdbsm-bxes0s4-s4 | 192.168.1.85 PRIMERGY EX520... ready not certified 2/3/12 2:34PM
PDBSM-RX 104 192.168.1.64 PRIMERGY RX10... ready not certified 2/3/12 2:07PM
pobsm-rx204 192.168.1.25 PRIMERGY RX20... | ready not certified 2(3/12 2:37PM
pobsm-rx207 192.168.1.26 PRIMERGY RX20... ready not certified 2/3/12 2:34PM
pdbsm-rx305-5C.... 192.168.1.32 PRIMERGY RX30. ready not certified 2/3/12 2:18PM
pdbsm-tx101-cross  192.168.1.17 PRIMERGY TX100... ready not certified 2/3/12 2:33PM
pobsm-tx103 192.168.1.11 PRIMERGY TX100... ready not certified 2/3/12 2:08PM

£
(58 pdbsm-r305-5C.pll.sm.pdbpd
: lbsm-tx101-cross

£
£
£
H
£
&% Groups

&% Update mandatory
& Update recommended

&% Undate done pobsm-tx123 192.168.1.21 PRIMERGY TX120... ready not certified 2/3/12 2:35 PM
pobsm-tx156 192.168.1.38 PRIMERGY TX150... ready not certified 2(3/12 2:36 PM
~ pdbsm-tx2052 192.168.1.23 PRIMERGY TX200... ready not certified 2/3/12 2209 PM

< i ] v
| Updates
I~ Jobs

Figure 7: Server Details tab

In the table, a context menu is available. To open the context menu,
right-click an entry in the table.
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The columns in the table have the following meanings:

Column Meaning
Icon General update status of the server
£ Anupdate is not required.
£=1  Anupdate is recommended.
&4  Anupdate is urgently required.
To evaluate the General update status of server, the
contents of the following groups are checked:
¢ Unapplicable Updates
e Upgrades
e All Components
kT Opens the Filtering for <column> dialog box, where
you specify which rows are to be displayed in the table.
Name Name of the server
Network IP address of the server
Model Model name of the server
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Column Meaning

ready

error

absent

busy

unknown

Agent Status Status of the update agent on the server

The server is ready for the update
phase.

An error occurred during the update
phase.

You must save the diagnostics
about the failed job, then initialize
the update agent with the Cleanup
function.

No update agent is installed on the
server or the agent is not running.

The server is currently in the update
phase.

The agent status could not be deter-
mined.

not_managable The ServerView agent cannot cur-

rently be reached on the computer
via SNMP.

ServerView Update Management
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Column Meaning

Agent Access

granted

restricted

unrestricted

trusted

certified

not certified

Access status of the update agent on the server

Logon to the server has already
been successfully completed. You
have access to the server.

Access to the serveris currently
restricted. Log on must be per-
formed with the appropriate user ID
and password on the server.

Logon is not required to access the
server.

Since the server was unavailable at
the time the logon was attempted,
the logon data was saved under the
assumption that it was correct.

A valid certificate is installed.

The managed server is ready for sin-
gle sign-on.

No valid certificate is installed.

The managed server is not ready for
single sign-on.
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Column

Meaning

Job Status

Status of the relevant jobs specified for the server

done All components have been updated
and the job is now completed.

waiting The job is waiting to be executed
(this is the status before the data
transfer begins).

processing The job is currently being executed.
error Possible reasons:

e The update of at least one com-
ponent failed.

o Check-Job was not suc-
cessful

¢ Cleanup-Job was not suc-
cessful

o Status could not be retrieved

Last Check

Last comparison of the server inventory with the repos-
itory
<Date> Date of the last successful check

Failed The last check failed.
To display more information, click
Show Details and then Show Log-
File in the dialog box that appears.

N/A A check has not been performed for
this server yet.
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Buttons
Complete Update

Automatically establishes a list of all components that can be updated on
the previously selected server. The Create Job wizard then opens, via
which you start the update of the identified components.
This button is only enabled if you are logged on as administrator.

Logon
Opens the Logon dialog box, where you can log on to selected servers.

This button is only activated if you have selected one or more servers in
the table.

Cleanup

You can use the cleanup function to reset the update agent on a server to
a defined status. This function may be required, for example, if the update
agent was accessed by another management server (invalid con-
figuration!), orif a job failed unexpectedly (Job Status = error, Returnt-
ext = Pending Job).

Show Details

Opens the Server Details dialog box, which displays information about
the selected server.
This button is only activated if you have selected a server.

Additional functions in the context menu
Force Check

A job with the name Check_xx is created (xx = sequence number). It per-
forms another comparison (check) of the server inventory with the repos-
itory. This job is displayed on the Job Details tab. The dialog box will be
closed automatically.

Show Logfile

Displays the log file for the currently selected server.
Show History

Opens a web page showing the flash log for the selected server.
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Show Updates

Opens the Update Details tab to display update information about the
selected server.

Update Details tab

The Update Details tab contains information about updates. It comprises
the following elements:

o The update details list (tree structure)

¢ A table that contains the updates that match your selection in the server
list and update details list.

To open the tab, click the Update Details tab in the main window.

S ServerView v Administrator  Logout Fulfrsu

Seretlist | Administration | Assethanagement | EventManagement | Maonitaring Security

Help

Update Manager | Repositon Manager | Download Manager | Configuration

Home >> Update Manager

Uptte etk ST

Server Name 7 Category 7 Component 7 Installed Version 'y MewVersion |7 Reboot | Job Name '
& Groups Upgrades () pdbsmbxoz0.., SystemBoard | D3142-BX92053 W465.1RLA0.. VEESIRLAD  yes A
&} Update mandatory Downgrades (2) pdbsm-bx920,., Management... RMC 53-BX92... 6.25GR03,14 6.24GB03,12 no

&y Update recommended Installed Updates
&k Update done Unapplicable Updates
&% Unsupported Servers Released Lpdates

&4 Unknonn Servers Tnventory Information
User Collections

...

pdbsm-bx920.., SystemBoard — D3030-BX97052 DBO01S Rev,3D9... 080015 Rev.3D60... yes
pdbsm-bx320,.. Agent-Lx Management ... 6.00-12 6.00-12 no

pobsm-bi9z0,.. Tools Certificates  no certficate pre.., Instal no
PDESM-BS2COS SystemBoard  D2571-BX62034 050012 Rev 380... 080012 Rev.3807... ves
PDBSM-B62C0S  Agent-Win Management ... 4.80.07 6.00.04 no
PDESM-BE2C0S  Agent-Win Management ... 4.80.07 5.50.07 no
PDBESM-BE2C0S  Agent-Win Sh-Update-f,.. 5.50.02 5.00.06 o
PDESM-BE2C0S  Agent-Win SW-Update-A,.. 5.50.02 5.50.02 no
PDBSM-BE2C0S Taok Frimelp 0.0.0 116,10 o
PDESM-BE2C0S  Tools Primellp 0.0.0 1.16.08 no
PDBESHM-BE2COS PrimSuppartP,.. ATI Radson  2.0.0.0 3.00,00,00 yes
PDESM-B52C0S | PrimSupportP, .. BroadCaom_LA... 2.1.0.0 3.02,00,00 ves
PDBESM-BE2C0S  PrimSuppart?, .. FSC_SCAN 0.0.0.0 5.03.00.00 o
PDBSM-B52C0S | PrimSupportP, .. FSC_SCAN 0.0.0.0 4.64,00,00 no
PDESHM-BE2C0S PrimSuppartP, . Intel ChipSets  2.1.0.0 3.08.00.00 ves
PDESM-B52C0S  PrimSupportP, .. Intel_ChipSets | 2.1.0.0 3.01,00,00 yes
PDBSM-BE2C0S  Prim3upportP... LSI_SAS IME  2.0.0.0 3.02.00,00 ves
(2) PDBSM-BS2COS | PrMSUPROMR. .. Serverview R... 2.2.0.0 3.16.00.00 yes
(2) PDBSWM-BEZCOS PrimSupportP... Serverview R... 2.2.0.0 3.14.00.00 ves
(©) PDBSM-BE2C0S  LanContrller  Broadcom Net... 1200 1202 yes
&) PDBSM-BS3C0Y Management... RMC S2-BR62... 5.52G803.34 5.52GRI3.34 ves v

¢ >
1™ Update

ipates, { Create Job Show Detais
;l,.

Figure 8: Update Details tab

® In the table, a context menu is available. To open the context menu,
right-click an entry in the table.
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The content of the update details list depends on the entry that you have
already selected in the tree structure.

Tree structure Update details list (Update Details Tab)

Servers Displays the components belonging to the selected
servers.

In the update details list, you can filter the components
displayed in the table according to the following groups:

e All Components: Displays all components
belonging to the servers selected in the server list

e Upgrades: Displays the upgrades associated
with the servers selected in the server list

o Downgrades: shows all downgrades of the select;
ed servers in the server list.

¢ Installed Updates: Displays the updates
installed on the servers selected in the server list.

¢ Unapplicable Updates: Displays the updates
that cannot be installed. An explanation of why
the updates cannot be installed is displayed in the
Update Details dialog box. To open this dialog
box, click Show Details.

¢ Released Updates: Displays the updates asso-
ciated with the servers selected in the server list
which have been released in the Repository Man-
ager.

¢ Inventory Information: Displays all installed firm-
ware and drivers on the servers selected in the
server list, even if they are not included in the
repository.

e User Collections: Displays the user-specific
update groups for the servers selected in the
server list
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Tree structure

Update details list (Update Details Tab)

Servers
(continuation)

@ In general, only the installed update ver-
~ sions contained in the underlying repository
are displayed in the table.

In the case of each upgrade, only the latest
version is displayed in the table and, in the
case of each downgrade, only the next older
version found in the repository is displayed
in the table.

Nevertheless, the version of the update can
be selected when executing the Create Job

Wizard later.
Updates Displays the servers that contain the selected com-
ponents
Jobs Combination not permitted

=" |nthe table, a context menu is available. To open the context menu,
right-click an entry in the table.

The columns in the table have the following meanings:

Column

Meaning

Icon

Importance of the update

(=) Anupdate is recommended.

L_”:-‘" An update is urgently required.

(=) Anupdate is not required.

Opens the Filtering for <column> dialog box, where
you specify which rows are to be displayed in the table.
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Column

Meaning

Server Name

Name of the server

Category Group to which the component belongs
Component Name of the component

Installed Version of the installed update
Version

New Version

Update version that is to replace the installed version

Reboot Indicates whether the server is restarted after the com-
ponents are updated. (Yes/No)
auto (for components of the blade systems group only)
The component itself decides whether a reboot is nec-
essary or not.

Job Name If the update is already assigned to a job, the name of
this job is displayed here.

Buttons

Create Job

Opens the Create Job Wizard, which allows you to create a job for the

selected updates.
Show Details

Opens the Update Details dialog box, which provides a detailed infor-
mation about the selected update.
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5.1.4 Job Details tab

The Job Details tab displays information about jobs, depending on what you
have already selected in the tree structure.

Tree structure Job Details Tab

Servers Job information for the selected servers
Updates Combination not permitted

Jobs Information about selected jobs

To open the tab, click the Job Details tab in the main window.

S ServerView svadmin | Locout Fuffrsu

ServerList ini; Maonitaring Help

Update Manager | EepositoryManager | Download anager | Configuration

Update Manager
sis | U Job Detalls
Hame 7 Server Mame 7 Status 7 Stark Time 7 Sevetity T Released <7 Description T
i Groups €2 CLEANUP_L PDESM-TK101 done 6/2Z8/10 1:26 PM no
% Update mandatory || €3 cLEANUP_2 PDESM-TRZ4  erar 5/28i10 2:40PM o
il Update recommenided "
(g Update dons 91507 ”
10B_11 PDESM-RKZDZ  errar 6/23/10 12:16PM recommended  no
€ 108_13 PDBSM-TX303 Error 6/28]10 1:36FM  recommended no
€ 1082 PDBSM-TK303 error 6/29/10 1:12PM  recommended no
1083 PDESM-RKZ0Z  error 6/28/101:23PM  recommended  no
6 JOB_S PDBSM-R=304 Brrar 6/28/10 1:25PM  recommended no
JOB_6 PDBSM-TX101 error 6/28110 1:26 PM  recommended no
Q 87 PDESM-TRLOL  errar 6/28/101:29PM  recommended  no
10B_B pobsm-tx203 Error 6/28]10 1:32 FM  recommended no
J0B_9 POBSM-TX204 error B/28{10 1:34 PM  recommended no
< >
; — Capy Job show Detals | Delete i
Fertig g

Figure 9: Job Details tab
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=~ |nthe table, a context menu is available. To open the context menu,
right-click an entry in the table.

The columns in the table have the following meanings:

Column Meaning

Icon Status of the current jobs

.‘j All components have been updated and the job
is now completed.

The job is waiting to be executed (this is the stat-
us before the data transfer begins).

e

The job is currently being executed.

2>
@ Possible reasons:

e The update of at least one component
failed.

e Check-Job was not successful
e Cleanup-Job was not successful

¢ Status could not be retrieved

Td Opens the Filtering for <column> dialog box, where you
specify which rows are to be displayed in the table.

Name Name of the job

Server Name |Name of the server
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Column Meaning
Status Current job status
waiting The job is waiting to be executed (this
is the status before the data transfer
begins).

transferring The job is currently being transferred.

transferred The job has been successfully trans-
ferred and is now waiting for the start of
the update procedure.

flashing The job is currently in the update
phase.

flashed The update has been performed suc-
cessfully on the server.

rescanning The inventory of the server is being
redetermined.

rebooting The serveris currently rebooting.

done All components have been updated and

the job is now completed.
error Possible reasons:

e The update of at least one com-
ponent failed.

e Check-Job was not successful
e Cleanup-Job was not successful

e Status could not be retrieved

Start Time Time when the flash of the updates is started
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Column Meaning

Severity Cumulated status of the updates contained in the job (the
most critical status is shown in each case)

recommended An update is recommended.

mandatory An update is urgently required.
normal An update is not required.
Released Shows whether the job is released (yes) or not (no).

Description |Description of the job (comment).

Buttons
Copy Job

Opens the Copy Job Wizard, which allows you to copy the selected job
to other servers.

Show Details

Opens the Job Details dialog box, which displays detailed information
about the selected job.

Edit Job

Opens the Edit Job dialog box, which allows you to change some prop-
erties of the selected job.

Delete

Deletes the selected job. A confirmation prompt appears before deletion is
initiated.

Release
Releases the selected jobs for execution on other PRIMERGY servers

(for example, after they have been processed without errors on a test
host). Jobs are indicated as released for information purposes only.
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5.1.5 Dialog boxes and wizards
Update Manager provides the following dialog boxes and wizards.
In the Server Details tab:
¢ LogOn dialog box
e Cleanup wizard
o Show Server Details dialog box
In the Update Details tab:

e Create Job wizard

o Change TFTP Address dialog box
o Change Flash Address dialog box
e Show Update Details dialog box
o Show Release Notes dialog box
o Show PSP Details dialog box
Inthe Job Details tab:
e Copy Job wizard
o Change TFTP Address dialog box

o Change Flash Address dialog box
e Show Job Details dialog box
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LogOn dialog box

The LogOn dialog box allows you to log on to all servers that require user
authentication (AgentAccess = restricted or not certified).

To open the dialog box, choose any servers on the Server Details tab and

click Logon.

Flease select server and press button to check and apply the password

Server

Manageable Agent Access

not certified

User

Password

User Authentication

<] Dialog Logon @

check and set Password

[ Remowe Server From List ]

[

[a]4 ][ Cancel ][ Help ]

Figure 10: LogOn dialog box

The table in the dialog box displays all servers you selected on the Server
Details tab. All servers with restricted or not certified access status are

selected automatically.

= If you have selected servers with

an access status other than

restricted or not certified, Update Manager ignores attempts to log

on to these servers.

Column Meaning

Server Name of the server

Manageable Availability of the server
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Column

Meaning

Agent Access

Access status of the update agent on the server

granted

restricted

unrestricted

trusted

certified

not certified

Logon to the server has already
been successfully completed. You
have access to the server.

Access to the serveris currently
restricted. Log on must be per-
formed with the appropriate user ID
and password on the server.

Logon is not required to access the
server.

Since the server was unavailable at
the time the logon was attempted,
the logon data was saved under the
assumption that it was correct.

A valid certificate is installed.

The managed server is ready for sin-
gle sign-on.

No valid certificate is installed.

The managed server is not ready for
single sign-on.

User Authentication
Login user ID and password for access control.

This parameters are only required if the ServerView update agent on the

managed node is configured with AccountCheck.

If the server is to be updated via a TFTP server, enter user ID and pass-

word for access to the controller (MMB, switch blade, iRMC)

ServerView Update Management
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check and set Password
Checks the logon data and sets the access rights on the selected servers
(if Manageable = yes). The password is valid for the current session.

If the server is unavailable, the logon data is stored under the assumption
that it is correct (if Manageable = no).

Remove Server from List
Removes the selected server from the displayed list.
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5.1.5.2 Cleanup Wizard

You can use this wizard to clean up the update agent of a server if the agent
status is error.

Resetting the update agent may be necessary if a job stops with Job Status
= error and the return text contains the message Pending Jobs. You can
view the return text for a job by selecting the job on the Job Details tab and
opening the Show Job Details dialog. Pending Jobs is returned if the
update agent is already processing jobs from another management station or
jobs started via CLI.

The Cleanup Wizard comprises several dialog boxes to guide you through
the individual steps. All required steps are displayed in the tree structure on
the left.

To open the Cleanup Wizard, select the server on the Server Details tab
and click Cleanup.

LogOn step (Cleanup Wizard)

LogOn is the first step in the wizard. Here you log on to all servers that
require user authentication (AgentAccess = restrictedor not certified).

Cleanup Wizard
- Server IManagesble Agent Access User Authentication

FELET U nok certified

t-Schedule Job

User

Password

check and set Password

Remove Server from List ]

Figure 11: LogOn step
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The table displays all servers you selected on the Server Details tab. All
servers with restricted or not certified access status are selected auto-
matically.

] If you have selected servers with an access status other than
restricted or not certified, Update Manager ignores attempts to log
on to these servers.

Column Meaning

Server Name of the server

Manageable Availability of the server

Agent Access |Access status of the update agent on the server

granted Logon to the server has already
been successfully completed. You
have access to the server.

restricted Access to the serveris currently
restricted. Log on must be per-
formed with the appropriate user ID
and password on the server.

unrestricted Logon is not required to access the
server.

trusted Since the server was unavailable at
the time the logon was attempted,
the logon data was saved under the
assumption that it was correct.

certified A valid certificate is installed.

The managed server is ready for sin-
gle sign-on.

not certified No valid certificate is installed.

The managed server is not ready for
single sign-on.
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User Authentication
Login user ID and password for access control.

This parameters are only required if the ServerView update agent on the
managed node is configured with AccountCheck.

If the server is to be updated via a TFTP server, enter user ID and pass-
word for access to the controller (MMB, switch blade, iRMC)

check and set Password
Checks the logon data and sets the access rights on the selected servers
(if Manageable = yes). The password is valid for the current session.

If the server is unavailable, the logon data is stored under the assumption
that it is correct (if Manageable = no).

Remove Server from List
Removes the selected server from the displayed list.
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Enter TFTP step (Cleanup Wizard)

Enter TFTP is the second step in the wizard. This step is only displayed if
the cleanup runs via TFTP server (for example, in the case of a management
blade or a connection blade).

B Cleanup Wizard

B-Start
Logn

L.Scheduie Job

TFTP Address Temporary Flash Address

Change TFTP Address

Chanae Flas Address

e e B cancel | mep |

Figure 12: Enter TFTP step

The table shows a subset of the servers selected on the tab. For the servers
displayed here, cleanup will be done via the TFTP server.

Column

Meaning

Server

Name of the server

TFTP Address

IP address of the TFTP server

Temporary Flash
Address

In the Cleanup Wizard this field remains empty.

Change TFTP Address
Click this button to change the IP address of the TFTP server for the

selected server.

Change Flash Address

Click this button to change the temporary IP address used for flashing the
management blade (MMBS2 only).
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Schedule Job step (Cleanup Wizard)

Schedule Job is the last step in the wizard. Here you specify the time at
which the cleanup is to be executed.

Cleanup Wizard g|
E-Start
LeLogOn + Job Mamne™:
CEnter TFTP |cLeanuP S |
: Description
Exet Time () Immediate
O EEETIM (3] (£
Previous | Finish 1§ [ Cancel ] [ Help ]

Figure 13: Schedule Job step

Make sure that the server on which the cleanup is to be performed is up
and running at the time of execution.

Job Name
Unique name of the job

Default: CLEANUP_<sequence number, starts at 1>

Description
Description of the job as a comment (optional).

Exec Time
Start time for executing the job

Immediate Starts the job as soon as you click Finish to exit the
wizard.

Later Starts the job at the specified time.
Select date, hours, and minutes.
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5.1.5.3 Server Details dialog box

The Server Details dialog box provides detailed information relating to the
server you selected on the Server Details tab.

= |f you selected a server of the group Unsupported Servers or
Unknown Servers, no server data will be displayed in this dialog.

To open this dialog box, click Show Details on the Server Details tab.

Dialog Server Details ﬂ
Mame Metwork Display Name
Update Type Agent Status Agent Access
Update Status Display Update Status Check Status
I- ecommended Iautomah'c LI II K
Job Status Comment
Last Check Last Inventory Last Repository
Model Operating Systems
Manageable
Force Check Show Logfile | History I
Ok | Help |

Figure 14: Server Details dialog box

Name
System name of the server

Network
IP address of the server
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Display Name
Name of the server

For a standalone server:
<server name>
For a blade server:
<blade server name>-<slotID>
For a host system of a virtual system:
<server name of the virtual system>-host
For a guest system of a virtual system:

<server name of the virtual system>-<servername>

Update Type
Method used to perform the update
online Update is performed while the operating system is run-
ning.
unknown The update type could not be determined because

e The server cannot be reached.
o Noupdate agent is installed on the server.

illegal ¢ Anupdate agent 2V4.80 was manually installed
on an unsupported server type (e.g. offline
server).

o The model name of the server could not be deter-
mined. In this case, there is no entry in the Model
column.

old agent A GlobalFlash agent < V4.6x is installed.

For the server to be supplied with further updates, the
GlobalFlash agent must be updated first.
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Agent Status

Status of the update agent on the server

ready

error

absent

busy

unknown

The server is ready for the update phase.

An error occurred during the update phase.

You must save the diagnostics about the failed job,
then initialize the update agent with the Cleanup func-
tion.

No update agent is installed on the server or the agent
is not running.

The server is currently in the update phase.

The agent status could not be determined.

not_managable The ServerView agent cannot currently be reached on

Agent Access

the computer via SNMP.

Access status of the update agent on the server

granted

restricted

unrestricted

trusted

certified

not certified

Logon to the server has already been successfully
completed. You have access to the server.

Access to the serveris currently restricted. Log on
must be performed with the appropriate user ID and
password on the server.

Logon is not required to access the server.

Since the server was unavailable at the time the logon
was attempted, the logon data was saved under the
assumption that it was correct.

A valid certificate is installed.
The managed server is ready for single sign-on.
No valid certificate is installed.

The managed server is not ready for single sign-on.
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Update Status

Cumulated update status of the server (the most critical status is dis-
played in each case)

normal An update is not required.
recommended An update is recommended.

mandatory An update is urgently required.

Display Update Status
Here you can forcibly change the value of Update Status, if necessary.
For example, you can change the Update Status to normal (meaning an
update is not required) if updates are recommended but you explicitly
want the update job to skip this server.

normal Update Status forcibly becomes normal.

recommended Update Status forcibly becomes recommended.

mandatory Update Status forcibly becomes mandatory.

automatic The value of Update Status is used as is. (default)
Check Status

Status of the last check

OK The last check was performed successfully.

Failed The last check failed.

To display more information, click Show Lodfile.
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Job Status

Status of the relevant jobs specified for the server

done All components have been updated and the job is now
completed.

waiting The job is waiting to be executed (this is the status
before the data transfer begins).

processing The job is currently being executed.

error Possible reasons:

The update of at least one component failed.

Check-Job was not successful

Cleanup-Job was not successful

Status could not be retrieved

Comment
Description field

Last Check
Last comparison result of the server inventory with the repository
Date Date of the last successful check.
Failed The last check failed.

To display more information, click Show LogFile.

N/A A check has not yet been performed for this server.

Last Inventory
Time at which the inventory was created on the server

Last Repository
Time at which the repository was last imported

Model
Model name of the server
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Operating Systems
Information about the operating system

Manageable
Availability of the server

yes The ServerView agent can be reached via SNMP.
no The ServerView agent cannot be reached.
Buttons

Force Check

A job with the name Check_xx is created (xx = sequence number). It per-
forms another comparison (check) of the server inventory with the repos-
itory. This job is displayed on the Job Details tab. The dialog box will be
closed automatically.

Show Logfile
Displays the log file for the currently selected server.
Show History

Opens a web page showing the flash log for the selected server.
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Create Job Wizard

This wizard allows you to create new update jobs. The wizard comprises sev-
eral dialog boxes to guide you through the individual steps. All required steps
are displayed in the tree structure on the left.

To open the wizard, choose any servers and updates on the Update Details
tab and click Create Job.

LogOn step (Create Job Wizard)

LogOn is the first step in the wizard. Here you log on to all servers that
require user authentication (AgentAccess = restricted or not certified).

Create Job Wizard

Server Manageable Agent Access User Authentication

ange Yersion
#-Enter Job Mame
“-Enter TFTR
L-Schedule Job

User

Password

check and set Password

e Tw

pdbsm-b&2m0o0 yes unrestricted
TT-BX92452-009 yes unrestricted
TT-BX92453-173.ul... ves unrestricted

Remove Server from List

Figure 15: LogOn step

The table displays all servers for which the updates you selected on the
Update Details tab are relevant. All servers with restricted or not certified
access status are selected automatically.

= If you have selected servers with an access status other than
restricted or not certified, Update Manager ignores attempts to log
onto these servers.
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Column Meaning

Server Name of the server

Manageable Availability of the server

granted

restricted

unrestricted

trusted

certified

not certified

Agent Access |Access status of the update agent on the server

Logon to the server has already
been successfully completed. You
have access to the server.

Access to the serveris currently
restricted. Log on must be per-
formed with the appropriate user ID
and password on the server.

Logon is not required to access the
server.

Since the server was unavailable at
the time the logon was attempted,
the logon data was saved under the
assumption that it was correct.

A valid certificate is installed.

The managed server is ready for sin-
gle sign-on.

No valid certificate is installed.

The managed server is not ready for
single sign-on.
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User Authentication
Login user ID and password for access control.

This parameters are only required if the ServerView update agent on the
managed node is configured with AccountCheck.

If the server is to be updated via a TFTP server, enter user ID and pass-
word for access to the controller (MMB, switch blade, iRMC)

check and set Password
Checks the logon data and sets the access rights on the selected servers
(if Manageable = yes). The password is valid for the current session.

If the server is unavailable, the logon data is stored under the assumption
that it is correct (if Manageable = no).

Remove Server from List
Removes the selected server from the displayed list.
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Change Version step (Create Job Wizard)

Change Version is the second step in the wizard. The table displays all
updates you selected on the Update Details tab.

Create Job Wizard

Select a row and press 'Change Yersion' to choose an other version

Server Name Categary Cormponent Installed Yersion  Mew Yersion

DESM-TX303 PrimSuppartPack-... FSC_SCAN 3.20.0.0 03.36.00.00

Figure 16: Change Version step

Column Meaning

Server Name Name of the server

Category The group to which the component belongs
Component Name of the component

Installed Version |The version that is currently installed

New Version The version that is to replace the installed version

Change Version

Opens the Update Details dialog box, where you can select another ver-
sion as the new version.

ServerView Update Management 93



5 User Interface

Enter Job Name step (Create Job Wizard)

Enter Job Name is the third step in the wizard. Here you assign a name to
the job.

£5 Create Job Wizand m
E-Start
-Logon v

Change Version +

Job Name*:

Jpos_1

Schedule Job Description

Server

Severity

Reboot
Download Size {MB)

Install Duration (Minutes)

Previous Next Finish Cancel Help

Figure 17: Enter Job Name step
Job Name
Unique name of the job
Default: JOB_<sequence number, starts at 1>

Description
Description of the job as a comment (optional)

The following fields are provided for information purposes only. You cannot
change the values.

= |f you create a job for multiple servers simultaneously, it may be that
the values of the parameters that should be displayed in the same field
are different. In this case, the string "—" will be displayed in this field.
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Example:

For one server entered in the job a reboot is necessary after the update
(Reboot=yes), while for others no reboot is necessary (Reboot=no).
In this case the Reboot field will show the string "---".

If the parameters that should be displayed in the same field have the
same value, this value will be displayed.

Server
Names of the server for which the updates are relevant

Severity
Importance of the updates

recommended An update is recommended
mandatory An update is urgently required

normal An update is not required

If you create a job for a single server, the highest severity weighting of an
update contained in the job is displayed (mandatory > recommended > nor-
mal).

Reboot
Indicates, whether a reboot is required (Reboot=yes) after the job is
executed or not (Reboot=no).

auto (for components of the blade systems group only)

The component itself decides whether a reboot is necessary or not.

If you create a job for a single server, a reboot is required if at least one
update needs a reboot.

Download Size (MB)
Free memory required on the relevant server for installing the updates

Install Duration (Minutes)
Time needed for installing all updates on the relevant server
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Enter TFTP step (Create Job Wizard)

Enter TFTP is the fourth step in the wizard. This step is only displayed if the
update runs via TFTP server (for example, in the case of a management
blade or a connection blade).

8 Greala Job Viizard X
Senver TETP Address Temparary Flach Address
o150 1.3.0.1
:

Figure 18: Enter TFTP step

The table shows a subset of the servers selected on the tab. For the servers
displayed here, update will be done via the TFTP server.

Column Meaning

Server Name of the server

TFTP Address IP address of the TFTP server

Temporary Flash Temporary |IP address used for flashing the
Address management blade (MMBS2 only)

Change TFTP Address
Click this button to change the IP address of the TFTP server for the
selected server.

Change Flash Address
Click this button to change the temporary IP address used for flashing the
management blade (MMBS2 only).
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Schedule Job step (Create Job Wizard)

Schedule Job is the last step in the wizard. Here you specify the time at
which the job is to be executed.

Create Job Wizard
E-Start
~Logon +f
~Change Yersion - @) Immediate
LeEnber Job Mame + Transfer Time
ceErter TETP +f ) Later m El h .

(&) Immediate after transfer

O EEEERW 531 [F3r

Flash Time

Irnrnediate after Flash

e TR [5]0 [F3]

Book Tirme

Previous Mext [ Finish 1 [ Cancel ] [ Help I

Figure 19: Schedule Job step

Make sure that the management station and the server on which the
job is to run are up and running at the time of execution.

Transfer Time
Start time for transferring the job to the server.

Immediate
Starts the transfer as soon as you click Finish to exit the wizard.

Later
Starts the transfer at the specified time.
Select date, hours and minutes.
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Flash Time
Start time of the update phase on the servers.

Immediate after transfer
Starts the update immediately after the transfer.

Later
Starts the update phase at the specified time. If the transfer phase is
not finished at the specified time, the update begins immediately
after the end of the transfer phase.

Boot Time
Start time of the server reboot (only if Reboot = yes).

If all components contained in the job DO NOT require a reboot or reboot
automatically (Reboot = Auto), the following options are not activated
(grayed out).
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Immediate after flash
The restart begins immediately after the end of the update phase.

Later
The restart begins at the specified time. If the update phase is not fin-
ished at the specified time, the restart begins immediately after the
end of the update phase.

@ The Boot Time option has no influence on the booting time of
management blades and connection blades. Management blades
and connection blades are booted immediately after a flash.
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5.1.5.5 Update Details dialog box

The Update Details dialog box provides additional information about the
update you selected in the table on the Update Details tab. The parameters
displayed in this dialog box cannot be changed except Available Versions.

= |f you selected a server of the group Unsupported Servers or
Unknown Servers, no data will be displayed in this dialog.

To open this dialog box, click Show Details on the Update Details tab.

B Dialog Update Details
Server Mame Category
pdbsm-rx204 Tools
Installed Yersion e Wersion
i certificate present Install
Additional Yersion Awailable Versions
il Install
‘endor Severity Custom Severity
normal normal
Applicable Rebook

s no

Applicable Text

Dependencies

X

Component
Certificates
Compare Installed Yersion
levest
Download Size (ME)
| [mfa
Tnstall Duration (Minutes)

z

Figure 20: Update Details dialog box

Server Name

Name of the server for which the update is relevant.

Category

The group to which the component belongs.
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Component
Name of the component.

Installed Version
The version that is currently installed.

New Version
The version that is to replace the installed version.

Compare Installed Version
Evaluates the version displayed in the New Version field:

Newest The displayed version is newer than the installed version
and, at the same time, is the newest version in the repos-

itory.

Oldest The displayed version is older than the installed version
and, at the same time, is the oldest version in the repos-
itory.

Newer The displayed version is newer than the installed version.

Equal The displayed version is the same as the installed version.

Older The displayed version is older than the installed version.

Additional Version
Internal version of the update package used by the Download Manager.

A component in the repository will be replaced by an update version found
on the web server.

Available Versions
All versions of the update available in the repository are displayed.

Download Size (MB)
Memory requirement of the update in megabytes.
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Vendor Severity

Severity weighting of the update from the perspective of Fujitsu Tech-
nology Solutions.

recommended An update is recommended

mandatory An update is urgently required

normal An update is not required
Custom Severity

Severity weighting of the update from your perspective. You can use this
parameter to override the Vendor Severity setting.

recommended An update is recommended
mandatory An update is urgently required

normal An update is not required

Install Duration (Minutes)
The installation duration of the update in minutes.

Applicable
yes The component can be installed.
no The component cannot be installed.
Reboot
yes After the job is executed, the servers needs to be rebooted.
no The servers do not needs to be rebooted.
auto (for components of the blade systems group only)

The component itself decides whether a reboot is nec-
essary or not.

Applicable Text
Explanation of why the component cannot be installed.
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Dependencies
Displays dependencies that are to be noted in relation to the update.

Buttons
Show Relnotes

Opens the predefined browser, showing the latest release notes.
Show PSP Details
(PSP = PRIMERGY Support Package)

Displays information about the packages included in the selected update.
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PSP Details dialog box

A PRIMERGY Support Package (PSP) is the basic element for installing and
updating drivers and software products on your PRIMERGY server.

A PSP comprises several packages, each containing the different versions
of the same driver or software product.

To open this dialog, click Show PSP Details in the Update Details dialog
box or the Edit Update's Properties dialog box.

B PSP Details

ARD

OR

OR.
CR
OR

OR,

OR,
OR,
OR,
OR,
OR
OR

L5I_SAS_MeqaRAID version 1.00 or newer
LSI_SATA_MegaSk version 1,00 or newer

05 wersion is between Windows 2008 (Build 6001) and Windows 2008 {Build 6002}

05 version is between wWindows 2008 x64 (Build 6001) and Windows 2008 x64 (Build G002)
Servertiew_RAID version 1,00 or newer

MTAgents version 1.06 of is older

LSI_5A5_IME wersion 1.00 or newer

PCI device is LSI1063 PCI-x 8-Port 5AS Controller (Rx10054)

PCI device is LS11064 PCI-E 4-Port SAS Controller (Tx1200

PCI device is LSI1063 PCI-x 8-Port SAS Controller (Rx20053)

PCI device is LSI1068 PCI-x S-Port SA3 Controller (Tx20053)

PCI device is LSI1065 PCI-x 8-Pork 545 Controller (RX30033/T430053)

PCI device is LSI1065 PCI-x 8-Pork 545 Controller (BXA300

PCI device is LSI1064 PiCI-E 4-Pork 543 Controller (EXE3052) w

Figure 21: PSP Details dialog box

The PSP Details dialog box shows information on the individual packages
and their dependencies on other components.

In the header you will see the name and version of the PSP.
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Below this are blocks of information on the individual packages and their
dependencies on other components. The packages are numbered con-
secutively within the PSP and are each displayed with their version.

Dependencies

All the dependencies together make up the requirements that have to be ful-
filled before a package can be installed.

(i\, For a package to be installed, ALL dependencies shown for it must be
— fulfilled.

For each PSP, the first package for which all dependencies are fulfilled
is installed.

Support
For each component group, AT LEAST ONE of the specified components
must be present on the target system.

All components linked by the OR operand belong to a component group.

The individual component groups are linked together by the AND operand.
Exclude

Exclusion procedure

NONE of the components marked with Exclude are allowed to be on the
target system.

All excluded components are linked by the OR operand.
Required
ALL the components marked with Required must be on the target system.

All required components are linked by the AND operand.
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Copy Job Wizard

You can use this wizard to copy a job to any server in the domain. The wizard
comprises several dialog boxes to guide you through the individual steps. All
required steps are displayed in the tree structure on the left.

To open the wizard, select the job you want to copy on the Job Details tab
and click Copy Job.

Choose Server step (Copy Job Wizard)

Choose Server is the first step in the wizard. Here you select the servers to
which the job is to be copied.

Copy Job Wizard

Possible Server Destination Server
PDESM-RX104 PDESM-TX153
PDESM-TX153

Figure 22: Choose Server step

Possible Servers
A list of available servers to which the job can be copied.

Destination Server
The selected servers to which the job is to be copied.
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>>
Copies all servers from the Possible Server list to the Destination
Server list.

Copies the servers selected from the Possible Server list to the Des-
tination Server list.

Moves the servers selected from the Destination Server list back to the
Possible Server list.

<<

Moves all servers from the Destination Server list back to the Possible
Server list.
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LogOn step (Copy Job Wizard)

LogOn is the second step in the wizard. Here you log on to all servers that
require user authentication (AgentAccess = restricted or not certified).

Copy Job Wizard El
=-Stark I

hoose Server Server Manageable Agent Access User Authentication
02 |r‘estr‘i-:ted

nter Job Name Esi

chedule Job

|Brun0 Habicht ‘

Password

[ check and set Password ]

Figure 23: LogOn step
The table displays all servers you selected in the Choose Server step.
If you have selected servers with an access status other than

restricted or not certified, Update Manager ignores attempts to log
on to these servers.

Column Meaning

Server Name of the server

Manageable Availability of the server
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Column

Meaning

Agent Access

Access status of the update agent on the server

granted

restricted

unrestricted

trusted

certified

not certified

Logon to the server has already
been successfully completed. You
have access to the server.

Access to the serveris currently
restricted. Log on must be per-
formed with the appropriate user ID
and password on the server.

Logon is not required to access the
server.

Since the server was unavailable at
the time the logon was attempted,
the logon data was saved under the
assumption that it was correct.

A valid certificate is installed.

The managed server is ready for sin-
gle sign-on.

No valid certificate is installed.

The managed server is not ready for
single sign-on.

User Authentication
Login user ID and password for access control.

This parameters are only required if the ServerView update agent on the
managed node is configured with AccountCheck.

If the server is to be updated via a TFTP server, enter user ID and pass-
word for access to the controller (MMB, switch blade, iRMC)
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check and set Password
Checks the logon data and sets the access rights on the selected servers
(if Manageable = yes). The password is valid for the current session.

If the server is unavailable, the logon data is stored under the assumption
that it is correct (if Manageable = no).

Remove Server from List
Removes the selected server from the displayed list.
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Enter Job Name step (Copy Job Wizard)

Enter Job Name is the third step in the wizard. Here you assign a name to
the job.

B Copy Job Wizard x]
E-Start
-Chonse Sarver +f Job Name™:

LagOn +/ IJOE 5

Schedule Job Description

Server

Severity

Reboot
Download Size {MB)

Install Duration (Minutes)

Previous | Next I Finish Cancel Help

Figure 24: Enter Job Name step
Job Name
Unique name of the job
Default: JOB_<sequence number, starts at 1>

Description
Description of the job as a comment (optional)

The following fields are provided for information purposes only. You cannot
change the values.

= |f you create a job for multiple servers simultaneously, it may be that
the values of the parameters that should be displayed in the same field
are different. In this case, the string "—" will be displayed in this field.
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Example:

For one server entered in the job a reboot is necessary after the update
(Reboot=yes), while for others no reboot is necessary (Reboot=no).
In this case the Reboot field will show the string "---".

If the parameters that should be displayed in the same field have the
same value, this value will be displayed.

Server
Names of the server for which the updates are relevant

Severity
Importance of the updates

recommended An update is recommended
mandatory An update is urgently required

normal An update is not required

If you create a job for a single server, the highest severity weighting of an
update contained in the job is displayed (mandatory > recommended > nor-
mal).

Reboot
Indicates, whether a reboot is required (Reboot=yes) after the job is
executed or not (Reboot=no).

auto (for components of the blade systems group only)

The component itself decides whether a reboot is necessary or not.

If you create a job for a single server, a reboot is required if at least one
update needs a reboot.

Download Size (MB)
Free memory required on the relevant server for installing the updates

Install Duration (Minutes)
Time needed for installing all updates on the relevant server
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Enter TFTP step (Copy Job Wizard)

Enter TFTP is the fourth step in the wizard. Here you enter the address of
the TFTP server if no update agent is installed on your server. This step is
not displayed if the update agent is installed on the relevant servers.

Copy Job Wizand &‘
=-Start
~Chouse Server +f
~Logon v
+Enter Job Name + Server TFTP Address Temporary Flash Address
----- Frter TETF | bep070 1,234 1.2.3.4
----- Scheduls Job
Change Flash Address

Figure 25: Enter TFTP step

The table shows a subset of the servers selected on the tab.

Column Meaning

Server Name of the server

TFTP Address IP address of the TFTP server

Temporary Flash Temporary |P address used for flashing the
Address management blade (MMBS2 only)

Change TFTP Address
Click this button to change the IP address of the TFTP server for the
selected server.

Change Flash Address
Click this button to change the temporary IP address used for flashing the
management blade (MMBS2 only).
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Schedule Job step (Copy Job Wizard)

Schedule Job is the last step in the wizard. Here you specify the time at
which the job is to be executed.

Copy Job Wizard

E-Start
b-Chaose Server +
L-Logon +f (%) Immediate

Enter Job Mame Transfer Tme N B
0 EEFETE (£33

() Immediate after transfer

0w EBFET W (3] (3]

Flash Time

Irnrnediate after Flash

oo TR (23] [23]

Previous | Finish [ Cancel ] [ Help I

Figure 26: Schedule Job step

Make sure that the management station and the server on which the
job is to run are up and running at the time of execution.

Transfer Time
Start time for transferring the job to the server.

Immediate
Starts the transfer as soon as you click Finish to exit the wizard.

Later
Starts the transfer at the specified time.
Select date, hours and minutes.
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Flash Time
Start time of the update phase on the servers.

Immediate after transfer
Starts the update immediately after the transfer.

Later
Starts the update phase at the specified time. If the transfer phase is
not finished at the specified time, the update begins immediately
after the end of the transfer phase.

Boot Time
Start time of the server reboot (only if Reboot = yes).

If all components contained in the job DO NOT require a reboot or reboot
automatically (Reboot = Auto), the following options are not activated
(grayed out).
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Immediate after flash
The restart begins immediately after the end of the update phase.

Later
The restart begins at the specified time. If the update phase is not fin-
ished at the specified time, the restart begins immediately after the
end of the update phase.

@ The Boot Time option has no influence on the booting time of
management blades and connection blades. Management blades
and connection blades are booted immediately after a flash.

116 ServerView Update Management



5.1 Update Manager Main Window

5.1.5.8 Job Details dialog box

The Job Details dialog box provides a clear and detailed overview of infor-
mation relating to the job you selected on the Job Details tab.

= |f you selected a server of the group Unsupported Servers or
Unknown Servers, no data will be displayed in this dialog.

To open this dialog box, click Show Details on the Job Details tab.

Dialog Job Details <]
Job Name Severity Transfer Time
Server Reboot ExecTime
[Ex4n0s 159 [r= [77287113:56 P
Job Status Install Duration (Minutes) Boot Time
Download Size (MB) Released TFTP Address
& [ne Fl [21ss1ss
Description
Return Text
Category Component Old Version MNew Version Status
Ok Cancel Help

Figure 27: Job Details dialog box
You may only change the Released parameter in this dialog box. No other
parameters can be changed.

Job Name
Name of the selected job
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Severity
Cumulated severity weighting of the updates contained in the job. The
highest severity weighting of an update is displayed (mandatory > rec-
ommended > normal).

recommended An update is recommended
mandatory An update is urgently required

normal An update is not required

Transfer Time
Start time for transferring the update from the management station to the
PRIMERGY servers

Server
Name of the server

Reboot
This setting indicates whether at least one of the updated servers must be
restarted (Reboot = yes), or alternatively, none of the servers need to be
restarted (Reboot = no) after the job is executed.

auto (for components of the blade systems group only)
The component itself decides whether a reboot is necessary or not.

Exec Time
Start time for the update phase

Job Status
Current job status

waiting The job is waiting to be executed (this is the status
before the data transfer begins).

transferring The job is currently being transferred.

transferred The job has been successfully transferred and is now
waiting for the start of the update procedure.
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flashing The job is currently in the update phase.

flashed The update has been performed successfully on the
server.

rescanning The inventory of the server is being redetermined.

rebooting The server is currently rebooting.

done All components have been updated and the job is now
completed.

error Possible reasons:

The update of at least one component failed.

Check-Job was not successful

Cleanup-Job was not successful

e Status could not be retrieved

manager abort The management station was restarted while the job
was being executed, see "Notes on management sta-
tions" on page 20.

Install Duration (Minutes)
Duration of the installation in minutes

Boot Time
Start time for the boot process (if Reboot = yes)

Download Size (MB)
Memory required for the update in megabytes

Released
This setting specifies whether the job is released (yes) or not released
(no) for execution on other PRIMERGY servers.

TFTP Adress
IP address of the TFTP server
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Description
Description of the job (comment)

Return Text
In the event of an error, this field contains the error message of the error
that occurred.

The error messages are described in section "Error messages in the
Update Manager" on page 261.

Category/Component/Old Version/New Version/Status
Table containing version and status information about the updates con-
tained in the job

Buttons

Show Lodgfile
Displays the log file of the selected job
This button is only activated for jobs that are completed or in process.

5.1.5.9 Edit Job dialog box

In the Edit Job dialog box you can change the properties Job Name,
Released and Description for the job you selected on the Job Details tab.

Transfer Time, Flash Time and Boot Time only can be changed, if the Job
Status = Waiting.

To open this dialog box, click Edit Job on the Job Details tab.
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BApialog Edit 1ob : x|
Job Mame Released
IJDb_1| ves ;I
Description

IInstaIIation of certificates

" Immediate

@ Later izt 3| [ h[ 0 m

Transfer Time

" Immediate after transfer

& Later foitnezz - 3 [z h[ 0w

Flash Time

" Immediate after flash

& Later [2011-04-22 [FE= L =

Book Time

Ok Cancel Help

Figure 28: Edit Job dialog box

Job Name
Name of the selected job.

Released
This setting specifies whether the job is released (yes) or not released
(no) for execution on other PRIMERGY servers.

Description
Description of the job (comment).
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Transfer Time
Start time for transferring the job to the server.

Immediate
Starts the transfer as soon as you click Finish to exit the wizard.

Later
Starts the transfer at the specified time.
Select date, hours and minutes.

Flash Time
Start time of the update phase on the servers.

Immediate after transfer
Starts the update immediately after the transfer.

Later
Starts the update phase at the specified time. If the transfer phase is
not finished at the specified time, the update begins immediately
after the end of the transfer phase.

Boot Time
Start time of the server reboot (only if Reboot = yes).

If all components contained in the job DO NOT require a reboot or reboot
automatically (Reboot = Auto), the following options are not activated
(grayed out).
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Immediate after flash
The restart begins immediately after the end of the update phase.

Later
The restart begins at the specified time. If the update phase is not fin-
ished at the specified time, the restart begins immediately after the
end of the update phase.

5~ The Boot Time option has no influence on the booting time of
management blades and connection blades. Management blades
and connection blades are booted immediately after a flash.

5.1.5.10 Change TFTP Address dialog box

Inthe Change TFTP Address dialog box you enter the IP address of the
TFTP server that you want to use.

B Change TETP Address E|

Test Connectivity

[ Ok ][ Cancel ][ Help

Figure 29: Change TFTP Address dialog box

IPv4
IP address in the format of Internet Protocol Version 4.

IPv6
IP address in the format of Internet Protocol Version 6.
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Test Connectivity

Tests if a connection can be established to the specified IP address using
the "ping" function.

5.1.5.11 Change Flash Address dialog box

In the Change Flash Address dialog box, you enter a free IP address that
you want to use for flashing the management blade (MMB S2 only).

Change Flash Address

Test Availability

[ Ol ][ Cancel ]’ Help

Figure 30: Change Flash Address dialog box

IPv4
IP address in the format of Internet Protocol Version 4.

IPv6
IP address in the format of Internet Protocol Version 6.

Test Availability

Tests if the specified IP address is available.
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5.2 Repository Manager Main Window

Repository Manager Main Window

Repository Manager allows you to administer the repository.

S ServerView User Administrator | Logout
BerverList Update Management Security
Update Manager | Manager | Download Manager | ©
> Repository Manager
e
€ 'S'! ”f;::tix ] 7T Component 5y Verson 7] 08 T Severty |\ Rel Sy TnstalD.)y RebootRequi. W Comments
Agent-win (&7 Agent-Win Management ... 5.30.08 Windows recommended | no 3 o
| BladeSystem (& agent-win Management ... 5.50.07 windows recommended  no 3 o
FibreChannelContr || (5 BladeSystem Primergy BX5... 2.46 Blade0s recommended o 15 auto
:;”C“"‘m”e;: o &) ManagementController IRMC S26X6... 5.526803.34  Linux mandatory no 20 yes
lanagementCon| o
& i ‘ indow:
PrimSupportpack.y | & MenegementCantroler | RMCS2€X6... 5.526803.34  Windos mandatory o M yes
RemoteServiceBoa || (1) ManagementControler iRMC SZ-8X9... 5.556803.57  Linux recommended 1o 20 yes
ScsiController (&7 ManagementController | iRMC S2-BX9... 5.55G803.57  Windows recommended  no 20 yes
& ManagementControler RMC S2RX3... 5.60A803.44  Linux mandatory no 20 yes
& ManagementControler | RMC S2RX3.. 5.60A803.44  Windows mandatory o o yes
& ManagementControler RMC S2-TXL.. 1.01.053C00... Linux mandatory no 0 yes
-Win &) ManagementController | iRMC S2-TX1... 1.01.053C00... Windows mandatory no M yes
z‘a‘jes“m'“tc o (&) PrimSupportPackWin  Intel ChipSets 3010000 Windaws recommended  no 3 yes
anagementContr || = -
PrimSupportpack-y || () PrmSupportPack-win  Matrox_Video | 3.03.00.00 | Windows recommended o 4 yes
ScsiController (& PrimSupportPack Win  ServerView_.. 3.13.00.00  Windows recommended o 4 yes
(& Sesicontroller RAID5_65AS | 140.302-135... Linux recommended o 3 yes
o (& SesiController RAD5_65AS  140.302-135... Windows recommended  no 3 yes
esources
D
Updates by Seveity || () SysiemBoard D2571-BX62054 080012Rev....  Linux recommended o 5 yes
Mandatory (&) SystemBoard D2571-BX62054 080012Rev.... Windows recommended o 5 yes
Recommended (&) SystemBoard D2635-BX62055 080015 Rev.... Linux recommended | no 7 | yes
S.E;C“'”z“z”i i, () systemBoard D2685-BX52055 080015 Rev.... Windows recommended  no 7 yes
rivate_Collection ||
= (& SystemBoard D3049-TX12083 Y4.6.4.1RL.... Linux recommended o 2 yes
(&) systemBoard D3045-TX12053 V4.6.4.1RL.... Windows recommended o 2 yes
(& Tooks FrimeUp 1.16.08 Windows recommended o 4 no
(®) UMResources Properties V1.00 Management... internal compon...
|
Edit mport | [ export | [ Delete | [ Reload
4] il [ [
Fertig €5 Lokales Intranet | Geschitzter Modus: Inaktiv Sy v R10% v

Figure 31: Repository Manager Main Window

The main window of the Repository Manager displays the current contents of
the repository and contains the following elements (from top to bottom):

o the ServerView Suite header
o the ServerView Suite menu bars

o the work area, with a tree structure on the left and various tabs on the
right
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5.21 The tree structure

) Roat

#-£=4 Al Updates

£ Mew Updates

+-£=4 Updates by Severity

== User Collections
== Drix7

: rebemBoard

DE571-BR62054

o D2619-RE30055

(= D2619-RX30036

cfod D2619-TX30055

cfd D2619-TX30056

“fd D2630-REG0053

Figure 32: Repository Manager tree structure

The tree structure, which is on the left, shows the updates that are available
in the Repository Manager. In the tree structure, you select which data you
want to display in the table on the Updates tab and the Collections tab.

The tree structure is shown with the following groups, in which the relevant

components are listed:
All Updates

All updates in the repository.
New Updates

New updates in the repository that have been downloaded by the Down-
load Manager or that have been imported via the import function. These
updates are automatically deleted from the New Updates group aftera

period of two weeks.

If the repository is reloaded using the Reload button on the Updates tab,
the elapsed time will be set to 0 and the time counter starts again.
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Updates By Severity

All updates that are recommended (recommended) or urgently required
(mandatory).

Released Updates

Updates that are explicitly released by the user. This group only appears
if there is at least one "released" update.

User Collections

Customized groups, which you can create and manage on the Col-
lections tab.

This node does not appear if you have not yet defined any customized
groups.
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5.2.2 Updates tab

All entries belonging to the group you selected in the tree structure are dis-
played in the table on the Updates tab.

S Serverliew - Administrator | Logout

Update Manager | Repository Manager | Download Manager | Configuration

Updates m

Category. T Component |7 Verson 7 OS W Severty W Rel..T_InstallD.. % RebootRequi. 7 Comments 7!
& AgentWin Management ... 5.30.08 Windows recommended  no 3 no
| 3 (& Agent-Win Management ... 5.50.07 Windows recommended  no 3 no
| BladeSystem Primergy BX6... 2.46 Blade0s recommended  no 15 auto
& ManagementController RMC S2-BX6... 5.52G803.34  Linux mandatory no 0 yes
&) ManagementController | RMC S2-BX6... 5.52G803.34  Windows mandatary no 2 yes
(27 ManagementController IRMC S2-BX9... 5.55G803.57  Linux recommended  no 0 yes
ManagementControler | RMC S2-8X3...  5.55G803.57  Windows recommended  no 2 yes
&) ManagementController RMC S2-RX3... 5.60A803.44  Linux mandatory no M yes
| UMResources & ManagementController | RMC S2-RX3... 5.60A803.44  Windows mandatary no 2 yes
& ManagementController RMC S2-TXL.. 1.01.053C00... Linux mandatory no 0 yes
4 Agent-Win @ ManagementController iRMC §2-TX1... 1.01.053C00... Windows mandatory no 20 yes
PrimSupportPack-Win  Intel ChipSets  3.01.00.00  Windows recommended  no 3 yes
(&) PrimsupportPack-Win | Matox_idea  3.03.00.00  Windows recommended  no 4 yes
(27 PrimSupportPack-Win  ServerView_.. 3.13.00.00  Windows recommended  no 4 yes
ScsiController RAID 5 6SAS  1.40.302-135.. Linux recommended  no 3 yes
ScsiContraller RAID 5 65A5  1.40.302-135... Windows recommended  no 3 yes
SystemBoard D2571-6X62054 0B0012Rev.... Linux recommended  no 5 yes
SystemBoard D2571-8X52054 080012Rev.... Windows recommended  no 5 yes
SystemBoard D2636-EX62055 080015 Rev.... Linux recommended  no 7 yes
SystemBoard D2685-EX62055 030015 Rev.... Windows recommended  no 7 yes
(=4 Private_Collection
BladeSystem SystemBoard D3043-TX12053 V4.6.4.1RL.... Linux recommended  no 2 yes
SystemBoard D3043-TX12053 V4.6.4.1R1.... Windows recommended  no 2 yes
Tools Primelp 1.16.08 Windows recommended  no 4 o
(®) UMResources Properties V1.00 Management... internal compon...
|
Edit Import | [ Export | [ Delete | [ Reload
4] i [ v
Fertig €4 Lokales Intranet | Geschutzter Modus: Inaktiv G R10% -

Figure 33: Updates tab
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=~ |nthe table, a context menu is available. To open the context menu,
right-click an entry in the table.

The columns in the table have the following meanings:

Column

Meaning

Update status
(icon)

Urgency of the update

(=) Anupdate is recommended.

& Anupdate is urgently required.
(¥)  Anupdate is not required.
Category Name of the component group
= Opens the Filtering for <column> dialog box, where
you specify which rows are to be displayed in the table.
Component Name of the component
Version Version of the update
(05 Operating system variant
Severity Urgency of the update
recommended An update is recommended.
mandatory An update is urgently required.
normal An update is not required.
Released Shows whether the update is released (yes) for

execution on other PRIMERGY servers or not (no).

Install Duration

The installation duration of the update in minutes
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Column Meaning

Reboot Required | Shows whether server reboot is either required (yes) or
not required (no) after the update.

auto (for components of the blade systems group only)

The component itself decides whether a reboot is nec-
essary or not.

Comments Comments about the update

Buttons
Edit
Opens the Edit Update dialog box in which you can edit the Custom
Severity, Released and Comment parameters of an update.
Import

Opens the Import Repository Components dialog box,in which you can
update your repository on the management station by importing new com-
ponents from the ServerView Update DVD or another existing repository.

All update components found in the specified directory (including all sub-
directories) will be added to the existing repository on the management
station if they are newer.

=~ If you want to replace your complete repository, do this using the
~  Configuration Wizard.

Export

Opens the Export Repository Components dialog box, in which you
can select components from your repository for exporting them to a direc-
tory of your choice.

Delete

Opens the Delete Repository Components dialog box, in which you can
select components from your repository that you no longer need and that
can be deleted.
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@ Deleting components is only possible if the current repository is locat-
~— edonalocal HDD partition of your computer or on an external USB
storage device.

Components which are used in an update job cannot be deleted. You
have to remove them from the update job at first.
Reload

Reloads the repository and updates the database entries. A recollection of
the inventory data for all servers is executed in the background.

If the repository is reloaded, the elapsed time for the updates in the New
Updates group in the tree structure will be set to 0 and the time counter
starts again.

(i\, The repository only needs be reloaded if an update was added man-
~ ually.
Additional function in the context menu
Release

Releases the selected updates for execution on other PRIMERGY
servers (for example, after they have been processed without errors on a
test host).

ServerView Update Management 131



5 User Interface

5.2.3 Collections tab

The functions provided on the Collections tab allow you to create and man-
age customized update groups. The groups you create here are displayed
under User Collections in the tree structure.

If you have not yet created any groups, the tree structure will not contain a
node for User Collections and the tab is also blank.

S Serverliew User: Administrator | Logout

ServerList | Administration Update Management [SEcTXTi0

Update Manager | Repository Manager | Download Manager | Configuration
Home >> Repository Manager

0s Severity

Updates by Severity

User Collections I3 (9 BladeSystem/PRIMEQUEST Lioxx Unified Firmware SA10072 BladeOs recommen... no 180 auto
& BX400 S1 6.22 BladeOS | recommen... no 45 auto

ladeSystem Primergy BX600 S2 Mgmt. Blade 246 Blade0S  recommen... no 15 auto

() BladeSystem Primergy Mamt. Blade Type A 177 BladeOS | recommen... no 7 auto

€& Lokales Intranet | Geschatzter Modus: Inaktiv @ v ®10% ~

Figure 34: Collections tab

In the table, a context menu is available. To open the context menu,
right-click an entry in the table.

The columns in the table have the following meanings:
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Column

Meaning

Name

Name and cumulated update status of the collection

£=1 Collection contains at least one component for
which an update is recommended.

#£4 Collection contains at least one component for
which an update is urgently required.

e

=4 Collection contains no components that needs
updating.

Name and update status of the component
(=) Anupdate is recommended.

An update is urgently required.

o
¢¥) Anupdate is not required.

Version

Version of the update

0s

Operating system variant

Severity

Urgency of the update

recommended An update is recommended.
mandatory An update is urgently required.

normal An update is not required.

Released

Shows whether the update is released (yes) for
execution on other PRIMERGY servers or not (no).

Install Duration

The installation duration of the update in minutes
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Column Meaning

Reboot Required |Indicates whether server reboot is either required (yes)
or not required (no) after the update.

auto (for components of the blade systems group only)

The component itself decides whether a reboot is nec-
essary or not.

Description Description of the component

Buttons
Create

Opens the Create Collection dialog box, where you can create a cus-
tomized group.

Delete
Deletes the groups you selected on the tab.

Edit
Opens the Edit Collection dialog box, where you can edit the settings for
the selected group.

Release

Releases the selected groups for future use.
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5.2.4 Dialog boxes
The Repository Manager provides the following dialog boxes:

o Edit Update's Properties dialog box

o Show Release Notes dialog box
o Show PSP Details dialog box

o Import Repository Components dialog box

o Import Repository Components - Results dialog box

o Export Repository Components dialog box

o Export Repository Components - Results dialog box

o Delete Repository Components - Results dialog box

o Delete Repository Components - Results dialog box
o Create Collection dialog box

o Edit Collection dialog box

5.2.4.1 Edit Update's Properties dialog box

The Edit Update's Properties dialog box provides a clear and detailed over-
view of information relating to the update you selected on the Updates tab.
Almost none of the parameters in this dialog box can be changed. The fol-
lowing properties of an update can be changed:

¢ Released
e Custom Severity
¢ Comment

To open this dialog box, click Edit on the Updates tab.
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Edit Update's Properties m

Properties of selected update

Category Component

Ia.ge-“-:-.'. n I: VU

Version Operating System
I.'.-!“c: 5

Version Details Reboot Reguired

I yes

Download Size {MB)

Install Duration (min)

Download Time

[er29/11 1:18:46 P1

Released CustomSeverity

Ino ;I recommended ;I
mandatory

Comment recommended

Show Release Notes

Show PSP Detsils

Dependencies

Ok Cancel Help

Figure 35: Edit Update's Properties dialog box
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Category
The group to which the component belongs.

Component
Name of the component.

Version
Update version.

Operating System
The relevant operating system.

Version Details
Details of the update version.

Reboot Required
Indicates whether server reboot is either required (yes) or not required (no)
after the update.

auto (for components of the blade systems group only)
The component itself decides whether a reboot is necessary or not.

Download Size (MB)
Memory requirement of the update in megabytes.

Install Duration (min)
The installation duration of the update in minutes.

Download Time
Time at which the updates are transferred from the web server to the
repository.
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Vendor Severity

Severity weighting of the update from the perspective of Fujitsu Tech-
nology Solutions.

recommended An update is recommended

mandatory An update is urgently required
normal An update is not required
Released

Releases the selected updates (yes) for execution on other PRIMERGY
servers ( for example, after they have been processed without errors on a
test host) or not (no).

Custom Severity
Severity weighting of the update from your perspective. You can use this
parameter to override the Vendor Severity setting.

recommended An update is recommended

mandatory An update is urgently required
normal An update is not required
Comment

Description of the update (comment).

Dependencies
Dependencies that are to be noted in relation to the update.

Buttons
Show Relnotes

Opens the predefined browser, showing the latest release notes.
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Show PSP Details
(PSP = PRIMERGY Support Package)
Displays informations about the packages included in the selected
update.
5.2.4.2 Import Repository Components dialog box
To open this dialog box, click Import on the Updates tab.

If you want to replace your complete repository, do this using the Con-
figuration Wizard.

Imporl: Repository Components ﬂ
Importing of new repository components

Type of Drive Import Path*:

* Local IC:'l,Repository'l,DVD_Firmware_l 1,05,05_%10,11,06,00 Brawse, ., |
" Remate User: Password:

Check for Imports |

Source Destination

@ Al Imports # Selecked Components For Import

[ Agent-Lx

({5 Agent-tin

[ LanController = |

[#-{5) ManagementCantroller

[#1-{5) PrimSupportPack-iiin =3 |

[#-{[) SesiController o

[#-{5) SystemBoard _l

[-5) Todls B |

[-[5) UMResources

(H]glals] |
o Cancel Help

Figure 36: Import Repository dialog box
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= Importing components is only possible if the current repository is locat-
ed on alocal HDD partition of your computer or on an external USB
storage device.

You can update your repository on the management station by importing new
components from a local or remote repository, e.g. the ServerView Update
DVD or another existing repository, to the current repository. In the Import
Path field, specify the directory that contains the update components to be
imported and click Check for Imports.

After the process has finished, all components found in the specified direc-
tory (including all subdirectories) are shown in the Source list on the left. If
you only want newer updates to be displayed, enable the Filter only newer
updates option.

Copy all desired components from the Source list on the left to the Des-
tination list on the right and click OK.

All selected update components will be added to the existing repository on
the management station if they did not exist before. If an older version of a
component exists the newer version is additionally added to the local repos-
itory.

While the import to the repository is running, a progress bar is displayed.

Please wait while import of repository component.s. in running.

If you abort the process by clicking Cancel, the import will be stopped and
the result dialog box will show all components which are already imported.

Type of Drive

local
The import path is located on the local management station.

remote
The import path is located somewhere in the network. This option is
only available for Windows management stations.

If you enable this option, you have to enter User and Password.
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Import Path
Absolute path of the directory to be imported. This directory may be the
root of an existing repository or any subdirectory.

=~ The Browse button is only enabled, if you started the ServerView
~  Operations Manager on the management station directly.

Check for Imports
Checks the directory defined in the Import Path field for available com-
ponents. All found components are displayed in the Source list on the left.

Filter only newer Updates
If you enable this option, only newer updates are shown in the Source list
on the left.

Source
This list shows all /all newer components available for import.
Components can be imported from a local or a remote repository.
Destination
This list shows all components selected from the Source list.

The selected components will be imported into the current repository.
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5.2.4.3 Import Repository Components - Results dialog box
x|

Importing of new repository components

Result of Import

Category Cormponent Version Fesulk Etror Message
Anent-Lx GlobalFlash Agent w4.71-04 ak |~ |
Agent-Lx Managernent Agent  V5,01-03 ok
Agent-Ly SW-Update-Agent  wS.01-01 ak
EBladeSwstem Primergy BxE00 5., 2,46 ak
BladeSwstem Primergy Mamt, Bl... 1,77 ok
LanController Broadcom Metitre,,. 202 ak
LanController Broadcom Metxtre,,. 207 ok e
LanController Broadcom Metxtre,,. 220 ok
LanController Broadcom Metitre... 202 ak
LanController Broadcom Metxtre,,. 220 ok
LanController Broadcom Metxtre,,. 202 ok
LanController Broadcom Metitre... 202 ak
LanController Broadcom Metxtre,,. 220 ok
PrimSupportPack-,,, ATI_RageProxl W0Z,00 ok
PrimSupportPack-...  Emulex_P'W_FC_... | %3.05 ak
PrimSuppartPack-,..  Emulex_OCM Y0302 ak
PrimSupportPack-,,, F3C_SCAN Y0470 ok
PrimSupportPack-...  Intel_ChipSets ¥03.01 ak
-
o aCedl Teial a8 muns lian L

Close | Help |

Figure 37: Import Repository Components - Results

This dialog shows the result of importing components into the current repos-
itory.
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Category
Name of the component group.

Component
Name of the component.

Version
Version of the update.

Result

ok
Component has been imported.

error
Import failed.

ErrorMessage
Explanation why the import failed.
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5.2.4.4 Export Repository Components dialog box

To open this dialog box, click Export on the Updates tab.

Export Repository Components

Exporting of repository components

Export Path*;

C:\repository_20032012

Source

|.7) Repository

-0 Agent-Lx

-3 Agent-tin

-3 LanController

@ ManagementController
[-{5) PrimSupportPack-in
{5 SesiContraller

{5 SystemBoard

-5 Toals

[-{7) UMResources

==

o

L

Undo

4

Brawse, ., |

Destination

.7 Selecked Components for Expart
-0 Agent-Lx

[-{03) Agent-tin

[ LanController

{5) ManagementCantraller

{5 PrimSupportPack-Win

{5 SesiCantraller

| SystemBoard

[#-{C5) UMResources

Ok Cancel Help

Figure 38: Export Repository Components dialog

Exporting components is only possible if the current repository and the
target directory are located on alocal HDD partition of your computer
or on an external USB storage device.

In the Source list on the left, all components of the current repository are dis-

played.
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First, select the absolute path of the directory where the desired components
should be exported to. This directory may be located on a local HDD partition
of your computer or on an external USB storage device.

Then copy the components you want to be exported from the Source list to
the Destination list.

To export the selected components, click OK.

While the components are exported, a progress bar is displayed.

Please wait while export of repository cnmpnnen‘s in running. .|

i Cancel

If you abort the process by clicking Cancel, the export will be stopped and
the result dialog box will show all components which are already exported.

Export Path
Absolute path of the directory where the selected components should be

exported to.

For selecting the desired directory, use the Browse... button.

Source
This list shows all components contained in the current repository.

Destination
This list shows all components selected from the Source list.
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5.2.4.5 Export Repository Components - Results dialog box
ﬂ

Exporting of repository components

Result of Export

Cakeqory Componenkt Wersion Resule Error Message
Agent-Lx GlobalFlash Agent  4.71-04 ok =
Agent-Lx Managerent Agent  5.01-05 ok

Agent-Lx Sy-Update-Agent  5.01-01 ok

EladeSystem Primergy Bx&00 5,,, 2.46 ok

EBladeSystem Primergy Mamt, Bl... 1,77 ok

LanController Broadcom Metztre... 1202 ok |
LanCantrollar Broadoom MNetktre, .. 1207 ok

LanController Broadcom Metxtre, .. 1220 ok

LanContraller Broadoom Metktre, .. 1202 ok,

LanContraller Broadoom Metktre, .. 1220 ok,

LanController Broadcom Metztre... 1202 ok

LanCantrollar Broadoom MNetktre, .. 1202 ok

LanContraller Broadcom Metxkre, .. 1220 ok

PrimSupportPack-.,.  ATI_RageProxl 2,00.00,00 ok

PrimSupportPack-.,.  Emulex_PwW_FC_..,  3.05,00,00 ok

PrimSupportPack-...  Emulesx_OCM 3.02.00.00 ok

PrimSupportPack-...  FSC_SCAN 4,70.00.00 ok

PrimSupportPack-... Matrox_Video 3.03.00,00 ok &
i el auresr 1 . L

Close | Help |

Figure 39: Export Repository Components - Results dialog

This dialog shows the result of exporting components from the current repos-
itory to the selected export directory.
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Category
Name of the component group.

Component
Name of the component.

Version
Version of the update.

Result

ok
Component has been exported.

error
Export failed.

ErrorMessage
Explanation why the export failed.
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5.2.4.6 Delete Repository Components dialog box

To open this dialog box, click Delete on the Updates tab.

Delete Repository Components

Deleting of repository components

Repository Path

C:\Repository\DYD_Firnware_11.05,.05_%10,11.06,00

Source

I-7) Repositary

{05 Agent-Lx

[ Agent-Win

{03 LanCantroller

E1{=) ManagementController
{C3) IRMC 52-B62055-0244
[0 RMC 52-BX92052-0276
() RMC 52-BX92252-0277
[£3) IRMC 52-RY30055-0243
B3{03) IRMC 52-TX15056-0226
[F-C5) PrimSuppartPack-4Win
=143 SesiContraller

71-[5) LSI MegaRAID SAS 9280-Ge
) RAID 5_6 545

{5 RAID Ct SAS G 5_6
[H-5) SwstemBoard

FF-3) Tools

FH-5) UMResources

Undo |

Destination

) Selected Components for Delate
[+-{5) ScsiCantraller

oK Cancel

Help

Figure 40: Delete Repository Components dialog

@ Deleting components is only possible if the current repository is locat-

ed on alocal HDD partition of your computer or on an external USB

storage device.

Components which are used in an update job cannot be deleted. You

have to remove them from the update job at first.
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In the Source list on the left, all components of the current repository are dis-
played.

Select the components which should be deleted in the Source list and copy
them to the Destination list.

To delete the selected components, click OK.

While the selected components are deleted, a progress bar is displayed.

Flease wait while delete of repository components in running. ..[7

If you abort the process by clicking Cancel, the delete process will be
stopped and the result dialog box will show all components which are already
deleted.

Repository Path
Displays the absolute path where the current repository is located.

Source
This list shows all components contained in the current repository.

Destination
This list shows all components selected from the Source list.
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5.2.4.7 Delete Repository Components - Results dialog box
x|

Deleting of repository components

Result of Delete

Category Camponent Yersion Result Error Message
PrimSupportPack-win Intel_ChipSets 3.01.00.00 ak
PrimSupportPack-win Intel_LAM_Prol00.., 3.10.00,00 ok
PrimSupportPack-wWin Intel_LAM_ProSet 3.10.00.00 ok
PrimSupportPack-wWin Intel_LAN_ProSet_... 3.01.00.00 ak
PrimSupportPack-wWin Intel_LAM_ProZet_.., 3.02.00,00 ok
PrimSupportPack-win Intel_LAM_ProXGE_M 3.10.00.00 ok
PrimSupportPack-win Intel_SATA_AHCT 3.00.00.00 ak
PrimSupportPack-win L31_SA3Z_nonRAID | 35.00.00,00 ak
PrimSupportPack-wWin L3I_SAS_IME 3.02.00,00 ok
PrimSupportPack-wWin LSI_SAS_IME_E 3.02.00.00 ok
PrimSupportPack-wWin LSI_SAS_MegaRAID | 3.03.00.00 ak
PrimSupportPack-wWin L3I_SAS_MegaRAL.. 3.03.00,00 ok
PrimSupportPack-win LSI_SATA_MegaSR  3.05.00.00 ok

Close | Help |

Figure 41: Delete Repository Components - Results dialog

This dialog shows the result of deleting components from the current repos-

itory.
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Category
Name of the component group.

Component
Name of the component.

Version
Version of the update.

Result

ok
Component has been deleted.

error
Delete process failed.

in use
The component was not deleted, because it is used in an update job.

ErrorMessage
Explanation why the delete process failed.
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PSP Details dialog box

A PRIMERGY Support Package (PSP) is the basic element for installing and
updating drivers and software products on your PRIMERGY server.

A PSP comprises several packages, each containing the different versions
of the same driver or software product.

To open this dialog, click Show PSP Details in the Update Details dialog
box or the Edit Update's Properties dialog box.

B PSP Details

ARD

OR

OR.
CR
OR

OR,

OR,
OR,
OR,
OR,
OR
OR

L5I_SAS_MeqaRAID version 1.00 or newer
LSI_SATA_MegaSk version 1,00 or newer

05 wersion is between Windows 2008 (Build 6001) and Windows 2008 {Build 6002}

05 version is between wWindows 2008 x64 (Build 6001) and Windows 2008 x64 (Build G002)
Servertiew_RAID version 1,00 or newer

MTAgents version 1.06 of is older

LSI_5A5_IME wersion 1.00 or newer

PCI device is LSI1063 PCI-x 8-Port 5AS Controller (Rx10054)

PCI device is LS11064 PCI-E 4-Port SAS Controller (Tx1200

PCI device is LSI1063 PCI-x 8-Port SAS Controller (Rx20053)

PCI device is LSI1068 PCI-x S-Port SA3 Controller (Tx20053)

PCI device is LSI1065 PCI-x 8-Pork 545 Controller (RX30033/T430053)

PCI device is LSI1065 PCI-x 8-Pork 545 Controller (BXA300

PCI device is LSI1064 PiCI-E 4-Pork 543 Controller (EXE3052) w

Figure 42: PSP Details dialog box

The PSP Details dialog box shows information on the individual packages
and their dependencies on other components.

In the header you will see the name and version of the PSP.
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Below this are blocks of information on the individual packages and their
dependencies on other components. The packages are numbered con-
secutively within the PSP and are each displayed with their version.

Dependencies

All the dependencies together make up the requirements that have to be ful-
filled before a package can be installed.

(i\, For a package to be installed, ALL dependencies shown for it must be
— fulfilled.

For each PSP, the first package for which all dependencies are fulfilled
is installed.

Support
For each component group, AT LEAST ONE of the specified components
must be present on the target system.

All components linked by the OR operand belong to a component group.

The individual component groups are linked together by the AND operand.
Exclude

Exclusion procedure

NONE of the components marked with Exclude are allowed to be on the
target system.

All excluded components are linked by the OR operand.
Required
ALL the components marked with Required must be on the target system.

All required components are linked by the AND operand.
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5.2.4.9 Create Collection dialog box

In the Create Collection dialog box, you can create customized update
groups, which are displayed in the Update Manager on the Update Details
tab under User Collections.

To open this dialog box, click Create on the Collections tab.

Create Collection E

Properties of the newly created collection

Mame

Description
Source Destination
@ Repository # CollectionRook

- Al Updates

l hew Updates
-5 Updates by Severity
[#-{03) User Collections

Figure 43: Create Collection dialog box
Name

Name of the customized update group.
Description

Description of the customized update group (comment).
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Source

The component groups that are available for selection.
Destination

The component groups that were copied to the user-defined group.
>>

Transfers all component groups to the user-defined group.

Transfers the selected component groups to the user-defined group.

Deletes the selected component groups from the user-defined group.
<<

Deletes all component groups from the user-defined group.
Undo

Undoes the action last performed in the dialog box.
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5.2.4.10 Edit Collection dialog box

You can edit a selected customized update group in the Edit Collection
dialog box.

To open this dialog box, click Edit on the Collections tab.
B Edit Collection

Propetties of this collackion

MName Contraoller-Updates

WCescription
Source Destination
|_5) Repositary I CallectionRaat
) All Updates [-{7) LanCantraller
({25 Mew Updates -{5) SesiCantraller
(-3 Updates by Severity
[#+[3) User Collections

[ Ok, H Cancel ][ Help

Figure 44: Edit Collection dialog box
Name

Name of the customized update group (cannot be changed)
Description

Source

Description of the customized update group (comment).

The component groups that are available for selection.
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Destination

The component groups that were copied to the user-defined group.
>>

Transfers all component groups to the user-defined group.

Transfers the selected component groups to the user-defined group.

Deletes the selected component groups from the user-defined group.
<<

Deletes all component groups from the user-defined group.
Undo

Undoes the action last performed in the dialog box.
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Download Manager Main Window

Use the Download Manager to define download tasks, configure when and
how often these are to be executed, and activate the download task by
assigning selected servers toit. You can also display information on down-
load tasks already executed.

The Download Service uses the download tasks defined to search for
updates for the assigned servers, loads the updates to the default repository,
and checks whether updates need to be performed on the servers for which
the download task is activated.

S ServerView User. Administrator  Logout Fuffrsu

Update Management

Update WManager | Repository Manager | Download Manager | Configuration

SemverList

Security Help

Home >> Download Manager
Tk waragerent | TN (T

(i B3x181 Activiy| Time Unit 7 Servers |

, Jutissig h |

-l Bxa00s 1em_113

Once immediately.

[[]  Weekly on Wednesday starting at 9:12.

i {~} pdbsm-b924-2c8
(i pdbsm-bg2mo0
-5} PDBSM-B62C03
- {1 PDBSM-B63C09
{4 pdbsm-bx6sDsd-s4
[ PDBSM-RX104
{2} pdbsm-rx204
£ pdbsm-rx207
- (35 pdbsm-rx305-5C.pll.sm.pdbps. fsc.net
~£=] pdbsm-tx101cross
£} pdbsm-tx103
£ pdbsm-tx123
{7 pdbsm-tx 156
£ pdbsm-tx2052
&4 Groups

€ Lokales Intranet | Geschiitzter Modus: Inaktiv v H10% v

Figure 45: Download Manager main window
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The main window of the Download Manager contains the following sections,
from top to bottom:

o the ServerView Suite header
o the ServerView Suite menu bars

o the work area, with a tree structure on the left and various tabs on the
right

5.3.1 The tree structure

----- | |Bx90051em_113-05

-—£2 BY9005 1em_113-12

BX9005 1em_113-Switch1
=4 pdbsm-b924-2c8

=4 pdbsm-bs2mon

--f= PDBSM-B62C03

PDBESM-BE3C09

= pdbsm-bixes0s4-s4

-= pdbsm-rx207

[}-@ pdbsm-rx305-5C.pll.sm.pdbps. fsc.net
pdbsm-t101-cross

pdbsm-tc103

dbsm-t¢123

pdbsm-tx 156

- = pdbsm-tx2052

D"&. Groups

Figure 46: Download Manager tree structure

The area on the left of the Download Manager contains a tree structure show-
ing all servers in a domain and the customized groups.
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All Servers

Shows the servers in a domain which are supported by the current Update
Manager.

Groups
Shows the groups defined by the user.

Server icons
The icon in front of the server in the tree structure indicates the status of
the server:

i=1 No updates or updates with Severity = normal are required.

T

Updates with Severity = recommended are required.

i Updates with Severity = mandatory are required.

7,
e

[[] Undefined, no existing inventory available.

Task Management Tab

The Task Management tab shows all currently available download tasks.
You can create new download tasks, or change, delete, activate or deac-
tivate existing download tasks.

When creating a download task, you define when, and how often the down-
load task is to be executed, and how many of the related log files are to be
saved. In order to use a download task, use the Activate function to then
assign servers to it for which searches for updates are to be carried out later.
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< ServerView User. Administrator | Logout | FUJfTsu

Update Management

SenverList

Security Help

Tash Management m og Files
Activi Time Unit Servers
;- pulerciu H ?_V

(i Bxg0051em_113
| B¥9005 1em_113-05 [C]  weekly on Wednesday starting at 3:12.

BX900S lem_113-12
BX3005 Lem_113-Switch1
pobsm-b924-2c8
=-{{f# pdbsm-bs2moo

i~ {7 PDBSM-B62C03
PDBSM-B63C09
pabsm-bgslsd-s4
BSM-RX104
J pbsm-rx204
£ pdbsm-rx207
(- pdbsm-rx305-5C. pll.sm. pdbps. fec.net
£ pdbsm-tx101-cross

Once immediately,

&k Groups

€ Lokales Intranet | Geschiitzter Modus: Inaktiv v ®10% v

Figure 47: Task Management tab

In the table, a context menu is available. To open the context menu,
right-click an entry in the table.

Active
Shows whether or not at least one server is assigned to the download
task.

Time Unit
Shows a summary of the download schedule entered for the download
task.

Servers
Shows the names of the servers assigned to the download task.
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Buttons
Add ...

Starts a dialog box in which you specify a new download task.
Edit ...

Starts a dialog box in which you can change the download task selected
in the table.

Delete
Deletes the download task selected in the table.

However, you can only delete a download task if NO servers are assigned
toit.

Activate ...

Starts a dialog box in which you can assign one or more servers to the
download task selected in the table.

Deactivate

Stops the download tasks selected in the table. All servers are removed
from the download task.
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5.3.3 Scheduled Tasks Tab

This tab contains an overview of the servers available in a domain. The
Schedule column shows whether the server was assigned to a download
task, and if so, to which one.

By selecting certain servers or groups in the tree structure (left), you can
restrict the number of servers shown in this tab.

S ServerView

Serverlist ini; i Update Management

Update Manager | Repository Manager |

Manager | Configuration

W Scheduled Tasks M

181

L T Group W Schedule 5] W LastResult W NextRun v
e EX“DBE'&ZLUZT . & TT-BX92453-173.vla.. none ] none none -
x zbar-Sii = =
]
pdbsm b320-2¢6 [ TT-BX92453-172.vla... none __j none none
0051em_113 (o TT-8x92453-170 none ] none none
{_] BX9005 1em_113-05 (= TT-8x92452-009 none _J mone none
BXS00S1em_113-12 f=)  TT-BX32053-150.vla... none _'j none none
BX90051em_113-Switch1 & TT-8X92053-139.via... none ] none none
dbsm-b324-2c8 =
pdbsm = 5 =
E5 TT-BX92053-130.va... none ] none none
=} pdbsm-tx2052 none & 03.02.2012, 1429:44  none
PDBSM-B63009 € pdosm-x156 none @ 03022012, 1429:44  none
~ pdbsm-bx6sOsd-s4 2} pdbsm-te123 Once immediately. (#) 06.02.2012,08:17:49  rone
L5 v ) pdbsm-t103 Once immediately. (@) 06.02.2012,08:17:49  none 3
.g' nggsmi‘; Z}  pdbsm-te101-cross none @ 06.02.2012,08:17:49  none
~ pdbsm-rx. —
58 pebsm 1x305-5C.pl.m. pbps. fsc.net pdbsm-rx305-5C.pl... Once immediately. 3 none none
€ pdbsm-x305-5C-host 7} pdbsmx305-5C-host none 03.02.2012, 14:29:44  none
£4 pdbsm-tx101-cross =} pdbsm-x207 none € 03022012, 14:29:44  none
£ pdbsm-tx103 pdbsm-rx204 none & 03.02.2012, 14:29:44  none
(4 pdbsm-tx123
PDBESM-RX104 Once immediately. € none none
& pdboem 156 pdbsm-bxisOs4-s4 none ) 03.02.3012, 1%:29:49  none
£ pdbsm-tx2052
& Growps ! pdbsm-bs24-2c8 none © 03023012, 142944 none
=} pdbsm-b920-2c6 none ) none none B
| PDBSM-B63C09 none & 03022012, 1429:99  none
4 pdosm-be2mon none & 03.022012, 19:29:44  none
2} PDBSM-B62C03 none & 03.022012, 1425:9  none
T} EX30051em_113-5wi... none (] none none
2 BX900Siem_113-12 none & 03.02.2012, 14:29:44  none -

€ Lokales Intranet | Geschiitzter Modus: Inaktiv

Figure 48: Scheduled Tasks tab

In the table, a context menu is available. To open the context menu,
right-click an entry in the table.

The columns in the table have the following meanings:
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Server icons
The icon in front of the server name indicates the status of the server.

i~ Noupdates or updates with Severity = normal are required.
i~ Updates with Severity = recommended are required.

&1 Updates with Severity = mandatory are required.

[] Undefined, no existing inventory available.

Name
Shows the name of the server.

Group
Shows the name of the server group.

Schedule
Shows a summary of download schedule for the download task.

Status icons
This icon indicates the status of the download task.

_]] Undefined - no download task was started

& OK - last download task performed was successful
@ Error - last download task performed failed

=+ Processing - a check or download is running

Last Result
Shows when a search for updates was last performed successfully.

Next Run
Shows when a search for updates will next be performed.
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Buttons
Once Immediately

Click this button to start a search for updates for the servers selected in
the table.

Deactivate

Removes the server selected in the table from the assigned download
task.

Log Files Tab

This tab contains information on download tasks already completed.

S ServerView User. Administrator | Logoul | FUJTSU

Update Management

Update Manager | Repository Manager |

Serverlist

Security Help

Manager | Ci

Home >> Download Manager

5 LogFies |

;_ o e ¥ T T Name % Result TGow [y Sdedde [y Eor b
e RO ) 03.02.2012, 142557 pdbsm-beznsa 03.02.2012, 14:25:44 Once immediat...
e bO2 26 ) 03.022013, 142938 pdbsm-bx156 03.02.2012, 14:29:44 Once immediat...
&1 Bxs00s 1em_113 & 06.02.2012,08:17:47 pobsm-tx123 06.02.2012, 08:17:49 Once immediat..
{_] Bxso0s1em_113-05 @ 03.02.2012, 14:29:38 pdbsm-tx123 03.02.2012, 14:29:94 Once immediat...
BX90051em_113-12 &) 06.02.2012,08:17:47 pdbsm-tx103 06.02,2012, 08:17:49 Onice immediat. ..
Lo HE T & 03.02.2012, 14:29:38 pdbsm-tx103 03.02.2012, 14:29:44 Once immediat...
& pdbsmfg;z?m & 06.02.2012,08:17:47 pdbsm-tx101-cross | 06.02.2012, 08:17:49 Once immediat...
& 03.02.2012, 14:29:37 pdbsm-beli-ross 03.02.2012, 14:29:37 Once immediat...
& 03.02.2012, 14:29:38 pbsmx305-5C.... none Once immediat..
@ 03.02.2012, 14:29:38 pbsm+x305-5C-... 03.02.2012, 14:29:44 Once immediat..
& 03.02.2012, 14:29:38  pobsm-x207 03.02.2012, 14:29:44 Once immediat..
@ e rizn? & 03.02.2012, 14:29:38 pdbsmx204 03.02.2012, 14:29:44 Once immediat...

[]-ﬁEdbsm1;(305-SC.DH‘sm‘Ddhps‘fst‘nat n 02,2012, 14: :a4 Once immediat. .. ad error
53 pbsmx305-5C-host () 03.02.2012, 14:29:38 pdbsm-bx6slsds4 03.02.2012, 14:25:48 Once immediat...
pdbsm-te101-cross @ 03.02.2012, 14:29:38 pobsmb924-28  03.02.2012, 14:25:44 Once immediat. ..
pdbsm-tx103 ﬂ' 03.02.2012, 14:29:38 PDBSM-B63C0% 03.02.2012, 143 Once immediat. ..
pdbsm-tx123 @ 03.02.2012, 14:29:38  pdbsm-b62m00 03.02.2012, :44 Once immediat. ..
z:i::ﬁ;::z (9 03.02.2012, 14:29:33 PDBESMB62C03  03.02.2012, 14:29:99 Once immediat...
& 03.02.2012, 14:29:38 EX900Slem_113-12 03.02.2012, 19:29:94 Once immediat...
view |[ Delete |[ Deleteal
€y Lokales Intranet | Geschitzter Modus: Inaktiv i v WM100% -

Figure 49: Log Files tab

In the table, a context menu is available. To open the context menu,
right-click an entry in the table.

The columns in the table have the following meanings:
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Status icon
(] OK - Last download task performed was successful

@ Error - last download task performed failed

Time
Shows when the download task was started.

Name
Shows the name of the server.

Result
Shows when the log file was created.

Group
Shows the name of the server group for group tasks.

Schedule
Shows the description of the download task belonging to this entry.
The description changes, if the properties of the download task are
changed or the download task is deleted.

Error
Shows what caused a download task to fail in the event of an error.

The error messages are described in section "Error messages in the
Download Manager" on page 266.
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Buttons
View

Shows the log file of the download task selected in the table.
Delete

Deletes the log file of the download task selected in the table.
Delete All

Deletes all log files.

This button remains inactive as long as a check or download is running.
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5.3.5 Dialog boxes
The Download Manager provides the following dialog boxes.
e Add Download Server Tasks dialog box
o Edit Download Server Task Settings dialog box

o Activate Download Server Tasks dialog box

5.3.5.1 Add Download Server Tasks dialog box

In this dialog box, you specify when and how often a download task will be
executed, and whether the related log files are to be saved.

You open the dialog box on the Task Management tab by clicking Add....

Task settings for Starting Download Server Tasks

Select Date and Time to start

O niov (@ lster |02-10-2009 134 01625 m

Frequency

() Onee
Haurly

(1 Daily

(O Weekly

(3 Manthly

Journalize Log Data

Keep Journals of Log Data @ Lazt | 13 ) Nane [@FT

Summary

Once on October 2, 2009 starting st 1316, Retry on error after 10 minutes 10 times. Keep only the last journal of
log clata.

[ Create ][ Close ]| Help

Figure 50: Add Download Server Tasks dialog box
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Select Date and Time to Start
You specify when the download task is to be executed here.

now Starts the download task as soon as it has been acti-
vated.
later Starts the download task at the specified time.

Select the date, hour, and minutes.

Frequency
You specify how often the download task is to be executed here.

Once Execute download task once

Hourly Execute download task hourly
(This option is currently not available.)

Daily Execute download task daily
Weekly Execute download task weekly

Monthly  Execute download task monthly

Journalize Log Data
Here, you specify whether log files are to be saved, and if so, how many.

Last Only save the last log files

You can specify the number of last log files.
None Do not save any log files

(This option is currently not available.)

All Save all log files

Summary
A summary of the values specified is displayed in this output field.
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Buttons
Create

Saves the values entered for the download task and closes the dialog
box.

Close

Discards the values entered and closes the dialog box.
Help

Opens the help for the current dialog box.
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5.3.5.2 Edit Download Server Tasks dialog box

In this dialog box, you change the setting that specifies when a download
task is executed and how many of the related log files are to be saved.

To open the dialog box for a previously selected download task, click Edit ...
on the Task Management tab.

Task settings for Starting Download Server Tasks @

Select Date and Time to start

) o (&) 1ater |02-10-2009 13/2] k[ 162 m

Frequency

(%) Once
Hourly

() Daily

() weekly

() Morithly

Journalize Log Data

Keep Journals of Log Data @ Last 1 : O Mone O Al

Summary

Once on October 2, 2009 starting at 13:16. Retry on error after 10 minutes 10 times. Keep only the last journal of
log data.

[ Create ][ Close ]| Help |

Figure 51: Edit Download Server Tasks dialog box

Select Date and Time to Start
You specify when the download task is to be executed here.

now Starts the download task as soon as it has been acti-
vated.
later Starts the download task at the specified time.

Select the date, hour, and minutes.
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Frequency
You can see how often the download task is to be executed here.

The value can only be changed as long as no server is assigned to this
download task.

Once Execute download task once

Hourly Execute download task hourly
(This option is currently not available.)

Daily Execute download task daily
Weekly Execute download task weekly

Monthly  Execute download task monthly

Journalize Log Data
Here, you specify whether log files are to be saved, and if so, how many.

Last Only save the last log files

You can specify the number of last log files.
None Do not save any log files

(This option is currently not available.)

All Save all log files

Summary
A summary of the values specified is displayed in this output field.

Buttons
Create

Saves the values entered for the download task and closes the dialog
box.

Close

Discards the values entered and closes the dialog box.
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5.3.5.3 Activate Download Server Tasks dialog box

In this dialog box, you assign one or more servers to a download task.

To open the dialog box for a previously selected download task, click Acti-
vate ... on the Task Management tab.

Task Management for Starting Download Server Tasks

Tasks will be activated for the selected servers
Once immediately,

Select Servers For which Tasks will be activated
E& All Servers 8 pdbsm-rx203
(i Beamo0
{# Bvan0s1em_113
-E} PDBSM-BEMGEL
-E) PDBSM-RX105
-8 pdbsmerxzoz
-B PDBIM-TR101
-8 pdbsm-txzoz
I‘:T--& Groups

"ﬂ& meldautl

[ Assign H Close ][ Help ]

Figure 52: Activate Download Server Tasks dialog box
The output field at the top of the window shows a summary of the values
specified for the download task.

The area on the left of the window contains a tree structure showing all avail-
able servers in the domain and the customized groups. Select the servers
you want to assign to the download task here.

The area on the right of the window contains a list of servers assigned to the
download task.
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Buttons
>>

Copies all servers from the list on the left to the list of servers assigned to
the download task on the right.

Copies the servers selected in the list on the left to the list of servers
assigned to the download task on the right.

Removes the entries selected in the list on the right from the list of
servers assigned to the download task.

<<

Removes all entries from the list of servers assigned to the download task
from the right-hand side of the window.

Undo

Undoes the action last performed in the dialog box.
Assign

Saves the current setting and closes the dialog box.
Close

Discards all changes and closes the dialog box.
Help

Opens the help for the current dialog box.
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5.4 Configuration Main Window
The main window contains the following elements (from top to bottom):
o the ServerView Suite header
o the ServerView Suite menu bars
o the work area with the tabs

= The Mail Settings and the Download Settings tab are disabled

(grayed out) if you have set a remote repository for updating your soft-
ware.

You only need these tabs if you want to update your local repository via
the Download Service (Download Manager).

ServerView Update Management 175



541

5 User Interface

General Settings Tab

The configuration parameters listed below are displayed on the General Set-
tings tab.

To modify the properties click Change Configuration.

S ServerlView Administrator

Serverlist | Administration

AgsetManagement | EventManagement | Monitoring

ecurity

Update Manager | Repositary Manager | Download Manager | €

Home >> Configuration

General Settings |[EEETEES

Repository State: [

Repository Location™:  [CiRepository\OVD_Firmware_I1,11,14_¥10,11,11,02

Default TETP Address: 0 .0 .0 .0
Default Bock Duration:  [60 mirkes
user |
Password: |

Change Configuratian Help

0T T[T [N3tocalintranet [Fa - [®iow ~ 4

Figure 53: General Settings tab

Repository State
State of the repository

ok
File system repository and database table
UpdateRepository are complete

incomplete
Copy to file system failed.
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Repository Location
Absolute path of the repository.

Default TFTP Address
IP address of a TFTP server (for components that are updated via TFTP
server, e.g. management blades or connection blades).

Default Boot Duration
The length of time that Update Manager waits for an updated server to
restart after reboot. The time you enter here is added to the length of time
the server is unavailable during the update. If the duration is exceeded,
the job is set to status error.

For Windows management station only:
If the repository is located on another system in the network instead of the
local management station:

User
User name on the system in the network where the repository is located.

Password
Password on the system in the network where the repository is located.
Buttons

Change Configuration
Starts the Configuration wizard.
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Mail Settings Tab

® The Mail Settings tab is disabled (grayed out) if you have set a remote
repository for updating your software.

You only need this tab if you want to update your local repository via
the Download Service (Download Manager).

The Mail Settings tab displays the mail settings for the persons who are to
be informed about new updates downloaded via the Download Service.

To modify the properties click Change Configuration.

S Serverliew User: Administrator Lagout ruj‘ﬁ';u

Serverlist | Administration | AssetManagement | EventManagement | Monitoring Security

Update Manager | Repository Manager | Download Manager | Ct

me >> Configuration

Mail service is not used fior notification after successful update download

Ml Toi |

e

From: |

SMTP Server: |

Pat [

Mail User Authentification

user: |

Password: |

Change Configuration Help

[ [ [ [ | |83 Localintranet Ve - [®i0w - 4

Figure 54: Mail Settings tab
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Mail To
Recipient address(es) of the e-mail

If more than one address is entered, they are separated by commas.
cC

Additional recipient addresses

If more than one address is entered, they are separated by commas.

From
E-mail address of the sender

SMTP Server
IP address of the SMTP server

Port
Port number of the SMTP server

User
User ID for logging on to the mail server

Password
Password for logging on to the mail server

Buttons
Change Configuration

Starts the Configuration wizard.
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Download Settings Tab

The Download Settings tab is disabled (grayed out) if you have set a
remote repository for updating your software.

You only need this tab if you want to update your local repository via
the Download Service (Download Manager).

The Download Settings tab shows the details of the connection to the web
server of Fujitsu Technology Solutions via which the Download Service is
to download new updates.

To modify the settings displayed click Change Configuration.

S ServerView User. Administrator | Logout Fulrsu

ServerList Adrninistration Asset Managerment Event Management Monitoring

Update Manager | Repository Manager | Download Manager | Ci

Home >> Configuration

7 Download Settings |

Dowrload Web address:  [rupport s Fujtsu cam

Protocol used For transferring data from server:  [H777

Download Manager uses predsfined proxy settings defined on Management Station

Servername: |

Part:

Username: |

Password:

Change Configuratian Help

[T [ [ [ %3 Local neranet Vo~ [Hmw «~

Figure 55: Download Settings tab
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Download Web Address
URL of the web server use by the Download Service. Default is the web
server of Fujitsu Technology Solutions.

Protocol used for transferring data from web server
Type of the protocol used

The comment displays the current kind of connection.

One of the following messages is shown:

o Download Manager uses predefined proxy settings defined on
Management Station

o Download Manager uses proxy server defined in Configuration
Wizard

¢ No proxy server is currently set for Download Manager

Example for "How to find predefined Proxy Settings on a Windows Man-
agement Station";

Click Start - Control Panel - Intemnet Options - Connections - LAN Set-
tings.

Server name
Name or IP address of the proxy server

Port
Number of the port used by the proxy server

User name
User name (ID) for logging on to the proxy server

Password
Password for logging on to the proxy server

Buttons
Change Configuration

Starts the Configuration wizard.
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5.4.4 Configuration Wizard

You use this wizard to configure the global parameters for Update Man-
agement. The wizard has several steps. All required steps are displayed in
the tree structure on the left.

By choosing Next or Previous, you can navigate the wizard from step to
step. If a step contains mandatory parameters, Next is deactivated until you
have entered the required values.

This wizard opens automatically the first time you access Update Man-
agement.

You can open this wizard again at any time to change the settings by choos-
ing Change Configuration.
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5.4 Configuration Main Window

5.4.4.1 Start step (Configuration Wizard)

Start is the first step in the wizard.

In order to use Update Management, severzl preliminary steps

are reguired. This wizard leads you through the appropriate

dislogue and, finally, starts the necessary actions-

[Attention: Before proceeding here, all servers have to be added
to the ServerList!

Mandatory input fields are marked with "*'.

The changes will not become effective until the 'Reotivate’

button in step 'Activate' is pressed.

Subsequently, you can change these settings using the
application'Update Management > Configuration®.

Repository™
™ Create Repository™

% Use existing Repository™

* = mandatory

Previous | Mext I

Activate Cancel

| Help |

Figure 56: Start step

Repository
Specifies whether

e anew repository is to be created.

e an existing repository is to be used.

ServerView Update Management
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5.4.4.2 Repository step (Configuration Wizard)

The selection you made at the Start step (use an existing or create a new
repository) determines which fields are displayed in this step.

Use existing Repository

ES Configuration Wizard

E-Configuration

Start + Use existing Repository™®

t-Miscellaneous
-Drownioad Settings Repository Locabion™:

% Repositary on Management Station

tMail Settings
Le-fichivate I

" Repository on Metwork Drive

Repository Location (UNC Path)*:

Browse.., I

User®:

Password®:

TestEonmectivity

Previous |

=

Aictivate Cancel | Help |

Figure 57: Use Existing Repository step

Repository on Management Station

The repository is located on the local management station.

Repository Location

Absolute path of the repository on the management station.

Format for Windows: <drive letter>:\<directory name>\...

Format for Linux: /<directory name>/.

The globalflash directory, in which the repository is located, is not

entered with the path.
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=~ The Browse button is only enabled, if you started the Server-

~  View Operations Manager on the management station directly.

Repository on Network Drive
The repository is located on an other system in the network.

Repository Location (UNC Path)
Absolute path of the repository on the network drive

For Windows:

UNC notation should be used

\\<server name>\<share name>\<path>

User
User name on the system in the network where the repos-
itory is located.

Password
Password on the system in the network where the repos-
itory is located.

= |f the user and/or password for the connection to the
Repository on the Network Drive has been
changed, proceed as follows:

ServerView Update Management
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1. Reboot the management station.

2. Inthe ServerView Operations Manager open
the Configuration applet .

Click Change Configuration.
4. Inthe Start step, select Use existing Repos-
itory.
5. Enable option Repository on Network Drive.
6. Enter User and Password.
Important:

Do not open any other applets before finishing these
steps.

Test Connectivity
Tests the connection to the system in the network

For Linux:

After each reboot the remote drive must be mounted manually
by an administrator beforehand.

/I<absolute pathname>

=~ The mount point itself and the directories above must
have read / execute access for user svuser.
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Create Repository

£ Configuration Wizard

[E-Configuration h
FSkark Create Repositary™
E—---Miscellaneous & Import From DVD

t-Download Settings Source Path:

LMl Settings
Lefictivate | Browse. .. |

" Download from Web - Server

Repository Location®:

I Browse... |

* = mandatory

Previous Text HBictivate Cancel | Help |

Figure 58: Create Repository step
=~ The Browse button is only enabled, if you started the Operations
Manager on the management station directly.

Import from DVD
Imports the repository from the ServerView Update DVD.

Source Path
Absolute path of the repository to be imported on the DVD.

= The Browse button is only enabled, if you started the Server-
View Operations Manager on the management station directly.

Examples

For Windows:  E:\Firmware

For Linux: /media/Firmware
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Download from Web Server
Loads the repository from the web server of Fujitsu Technology Solutions.

Repository Location
Absolute path of the repository on the management station.
If the specified directory does not exist yet, it is created.

If the specified directory already exists, a warning will be issued. If you
proceed, all files and directories in the specified directory will first be delet-
ed. Then the repository is created in the specified directory.

@ Linux:
~ The user svuser must have authorization to create the repos-

itory directory and further subdirectories.

=~ The Browse button is only enabled, if you started the Server-
~  View Operations Manager on the management station directly.
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5.4.4.3 Miscellaneous step (Configuration Wizard)

&3 Configuration Wizard B

B-Configuration

Start Miscellanaous
~Repository v
~Download Settings
~hail Settings Default TFTF Address: |D.D.D.ﬂ Change
besctivate
Default Boot Duration: GUE In Minutes

Previous | Next | Activate Cancel I Help |

Figure 59: Miscellaneous step

Default TFTP Address
IP address of a TFTP server (for components that are updated via TFTP
server, for example, management blades or connection blades).

Change
Opens the Change IP Address dialog box, where you can enter a new
TFTP address and test the establishment of a connection to the new

TFTP address.

Default Boot Duration
The length of time that Update Manager waits for an updated server to
reboot. The time you enter here is added to the length of time the serveris
unavailable during the update.
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5.4.4.4 Download Settings step (Configuration Wizard)

In this step you define the proxy settings for the Download Service.

&3 Configuration Wizard B

B-Configuration
Start
~Repository +
s-Miscellansous +

Download Settings

~hail Settings
Lesctivate

& HTTP € HTTPS
Web Server:Isuppurt.ts.fuutsu.cum Reset to Default Value i

' Do not use proxy server
" Use predefined proxy settings defined on Management Station

% Use proxy server

Server name: | Fort:
User name: | Password:
Test Connectivity |

Mail Service ¥

Previous | Next Cancel I Help |

Figure 60: Download Settings step

HTTP / HTTPS
Select the type of the protocol you want to use for transferring data from
the web server.

Web Server
Enter the URL of the web server for the Download Service. Default is
the web server of Fujitsu Technology Solutions.

Reset to Default Value
Resets the address of the web server to the default value of Fujitsu
Technology Solutions. This is useful in the case that the user has
changed the value to test an own web server.
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Do not use proxy server
Enable this option if you want to use the Download Manager without a
proxy server. The Download Manager will then ignore all proxy settings.

Use predefined proxy settings defined on Management Station
Enable this option if you want to use the proxy settings defined on the
Management Station.

This option is only available under Windows.

Example for "How to find predefined Proxy Settings on a Windows Man-
agement Station":

Click Start - Control Panel - Internet Options - Connections - LAN Set-
tings.

Use proxy server
Enable this option if you want to use a proxy server only defined for the
Download Manager.

For details of the Port of the proxy server, contact your network admin-
istrator.

Server name
Name or IP address of the proxy server you want to use

Port
Number of the port used by the proxy server

User name
User name (ID) for logging on to the (pre)defined proxy server

Password
Password for logging on to the (pre)defined proxy server

Test Connectivity
Tests the connection to the web server
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Mail Service

If you enable this option, the next step will be Mail Settings.

The persons you define in step Mail Settings are to be informed by email
about new updates that have been downloaded by the Download Serv-

ice.

If this option is disabled, the next step will be Activate.

5.4.4.5 Mail Settings step (Configuration Wizard)

This step is only displayed if you selected the Mail Service option in the pre-
vious step. Here you define who is to be informed by email about new
updates that have been downloaded by the Download Service.

gConﬁguralion Wizard B
Mail Settings for Download Service
Mail To™: Iandreas.erhler’@tsu]\tsu.com
e'er [
From=; |pdbapoeh@ 123.12.233.123
SMTP Server™: I]ZZ.]Z.ZZE.]ZZ
Port=: |5
Mail User Authentificat...
User: I
Password: |
Confirm Password: I
* = mandatory Test Connectivity

Previous | Next I Activate Cancel | Help |

Figure 61: Mail Settings step
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5.4 Configuration Main Window

Mail To
Recipient address(es) of the e-mail

If more than one address is entered, they are separated by commas.
cC

Additional recipient addresses

If more than one address is entered, they are separated by commas.

From
E-mail address of the sender

SMTP Server
IP address of the SMTP server

Port
Port number of the SMTP server

User
User ID for logging on to the mail server

Password
Password for logging on to the mail server

Confirm Password
Input the same password for confirmation

Buttons
Test Connectivity

Tests the connection to the SMTP server
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5.4.4.6 Activate step (Configuration Wizard)

Activate is the last step in the wizard.

4 Configuration Wizard B
B-Configuration
foo ‘
Start « Press 'Activate' button to activate the configuration.
Repository

This procedure can take seversl minutes.
i Miscellaneous +

i-Daownload Settings +
tail Settings +

During this time, the 'Update Management' can not be used.

Previous | Next | Activate

Figure 62: Activate step

Activate
Activates parameter changes in the database. If you have changed the
repository, the inventory data of all servers is recreated. The new repos-
itory data is read into the database. If you selected to use a remote repos-
itory, this can take a long time (depending on your network).

While the new repository data is read into the database, a progress bar is dis-
played.

Please wait while the repasitary is initislized... |
[ ]

If you abort the process by clicking Cancel, the status of the repository will
be set to incomplete. The current configuration will be deleted and a new
configuration will be necessary.
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5.4 Configuration Main Window

To use the old repository again, start the configuration wizard.
In the Start step, select use existing repository

In the Repository step, specify the old repository.
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5 User Interface

Filter dialog box

You can specify which table entries are displayed in a table using the tabs in
the Filtering for Column <column name> dialog box. Tables display all
rows by default. You can filter a table based on a column and:

¢ aspecific value (Standard tab)

e avalue range, which may comprise several values (Customize tab)
To open the dialog box, click the filter icon T in a table header. A filter icon
is displayed for each column that can be filtered.

5.5.1 Standard (Filter dialog box)

Filtering for Column ‘Name’

nderd | Customize
13y selected items
{13y Select all 3

0 Deselect all

(1) BX900-BLADE B
(1) Bx920-1

(1) GF-RX30054

(13 RX200S5W2KE v

K K & &K

I CE H Cancel ” Reset All ” Help

Figure 63: Standard tab in the Filter dialog box

The Standard tab lists all values and the frequency with which they occur in
the selected column:

Select all selects all table rows for display
Deselect all deselects all table rows
<value> shows all table rows with the selected value
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5.5 Filter dialog box

5.5.2 Character strings (Filter dialog box)

You can enter a character string on the Customize tab. A corresponding
table row is displayed for each value in the selected column that coincides
with this character string.

Filtering for Column *Journalize® |

Standard Cust-:.mize|

Enker custorn patkern

"Journalize' column pattern: ||

Ok, I Cancel Reset al Help

Figure 64: Tab for character strings in the Filter dialog box

<column> column pattern
The character string serves as afilter criterion. You can use any alpha-
numeric characters in the character string, in addition to the following
placeholders:

? represents a single character

*

represents any number of characters

\ awildcard character that allows you to filter using the characters *
and ?.

Example:
\* shows all rows that contain a single asterisk in the filtered column.

You can enter any number of characters as a filter criterion. Filtering by
regular expression is not permitted.
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Integer values (Filter dialog box)

You can enter a specific number range on the Customize tab. A cor-
responding table row is displayed for each value in the selected columns that
coincides with this number range.

EAriltering for Column "No' x|

Standard Customizel

Enter custorn paktern

o | |

{* AND T oR

e | =l

Clear |

ul's I Cancel Resek All Help

Figure 65: Tab for integer values in the Filter dialog box

<column>
List with logical operators and an input field for the first integer in the
range, which you can use to formulate a condition.

logical AND or OR operator
AND  both conditions must be fulfilled

OR one of the conditions must be fulfilled

<column>
List with logical operators and an input field for the last integer in the
range, which you can use to formulate a condition.
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6 Managing Updates

The applications in Update Management enable effective management of
updates for your servers and their components.

6.1 Update Manager

Update Manager allows you to install and update firmware and software com-
ponents within a domain on PRIMERGY servers using a central man-
agement station.

Initial installation is possible for drivers and add-on products.
The following can be updated:

e Firmware

e BIOS

e Drivers

e ServerView agents

o ServerView update agents

e Add-on products

6.1.1 Opening Update Manager

There are two ways to open the Update Manager in the ServerView Oper-
ations Manager:

¢ On the start page of the ServerView Operations Manager, choose
Update Management/Update Manager.

o Inthe ServerView menu bar, choose Update Management/Update
Manager.

The Update Manager opens with the main window.
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6.1.2

6.1.3

6 Managing Updates

Closing Update Manager
You can close the Update Manager by closing the main window.

e Toclose the Update Manager main window, click the Close icon in the
browser window.

Logging on to the Server

You must log on to servers that have restricted or not certified access stat-
us in order to obtain access to these.

1. Onthe Server Details tab, select the server that you want to log on to,
see "Server Details tab" on page 61.

2. Click Logon.
The Logon dialog box opens.

3. You can further restrict your selection in the table on the left of this
dialog box.

@ If you have also selected servers that have an access status
~—  otherthan restricted or not certified, these also appear in the
table. However, logging on to these servers has no effect.

4. Enteryour user ID and password under User Authentication.
5. Click check and set password.
Result:

If a connection to the server can be established, this is indicated by Man-
ageable = yes. In this case, the logon data is checked and access privileges
are set for the selected servers. The access status changes from restricted
to granted and the password is then valid for the current session.

If a connection to the server cannot be established, this is indicated by Man-
ageable = no. In this case, the logon data is saved under the assumption
that it is correct. The access status changes from restricted to trusted. As
soon as the server can be reached again, the status changes from trusted to
granted and the password is valid for the current session.
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6.1.4 Resetting the update agent of a server

If the update agent of a server is terminated with an undefined status, it may
be necessary to reset the agent using the Cleanup function.

The update agent must be reset, for example, if a job ends with the error
Pending Jobs.

After a Cleanup without errors, the update agent is fully functional again and
can execute new update jobs.

1.

On the Server Details tab, select the relevant server, see "Server
Details tab" on page 61.

Click Cleanup. The Cleanup wizard opens with the first step Logon.
You must log on to servers that have restricted or not certified access
status in order to obtain access to these.

You can further restrict your selection from the tab in the table on the left
of this dialog box.

= |f you have also selected servers that have an access status
other than restricted or not certified, these also appear in the
table. However, logging on to these servers has no effect.

Enter your user ID and password under User Authentication.
Click check and set password.
Result:

If a connection to the server can be established, this is indicated by
Manageable = yes. In this case, the logon data is checked and access
privileges are set for the selected servers. The access status changes
from restricted (or not certified) to granted and the password is then
valid for the current session.
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10.
11.

12.

If a connection to the server cannot be established, this is indicated by
Manageable = no. In this case, the logon data is saved under the
assumption that it is correct. The access status changes from restrict-
ed (or not certified) to trusted. As soon as the server can be reached
again, the status changes from trusted to granted and the password is
valid for the current session.

Click Next. The Enter TFTP step opens.
This step is only displayed if the cleanup runs via TFTP .

Select a management blade or connection blade in the table.
Check the IP address of the TFTP server in the TFTP Address field.

The value that you configured using the Configuration Wizard is dis-
played as default.

If you want to change the TFTP address, click Change TFTP
Address.

The Change TFTP Address dialog box opens.
Enter the IP address of the TFTP server you want to use.

Click OK to confirm your changes.

If the table contains more than one management blade or connection
blade, repeat steps 7-8 for each individual management blade or con-
nection blade.

Click Next. The Schedule Job step opens.

Specify the time at which the cleanup job is to be executed in the Exec
Time field.

Click Finish to complete the cleanup job.

If you clean up the update agent, all updates that have already been
transferred to the PRIMERGY server are deleted.
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6.1.5 Displaying the update log for a server

6.1.6

6.1.7

6.1.7.1

1.

On the Server Details tab, select the relevant server, see "Server
Details tab" on page 61.

Click Show Details. The Show Server Details dialog box is dis-
pleyed.

Click History. A web page opens with information about all jobs that
have been run on the server.

Displaying detailed information about an update

1.

On the Update Details tab, choose the update for which you require
detailed information, see "Update Details tab" on page 67.

Click Show Details. The Update Details dialog box opens with addi-
tional information about the update you selected, see "Update Details
dialog box" on page 100.

Managing jobs

The following procedures describe how to manage your jobs.

Creating a job

1.
2.

Go to the Update Details tab, see "Update Details tab" on page 67.

In the tree structure, either on the Servers tab or the Updates tab,
choose the group for which you want to create a new job.

On the left of the Update Details tab, choose either the component
group or server for which you want to create a new job.

On the right of the Update Details tab, choose the server specific
update for which you want to create a new job.

Click Create Job. The Create Job wizard opens with the first step
Logon. You must log on to servers that have restricted or not certified
access status in order to obtain access to these.
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6.

7.
8.

10.

11.
12.
13.

14.

15.

You can further restrict your selection from the tab in the table on the left
of this dialog box.

= If you have also selected servers that have an access status
other than restricted, these also appear in the table. However,
logging on to these servers has no effect.

Enter your user ID and password under User Authentication.

Click check and set password.
o If aconnection to the server can be established, this is indicated
by Manageable = yes. In this case, the logon data is checked and
access privileges are set for the selected servers. The access stat-
us changes from restricted (or not certified) to granted.

o If a connection to the server cannot be established, this is indi-
cated by Manageable = no. In this case, the logon data is saved
under the assumption that it is correct. The access status
changes from restricted (or not certified) to trusted.

Click Next. The Change Version step opens.

If required, select a different version of the update.

Click Change Version.

The Update Details dialog box opens.

Select a different version from the Available Versions list.
Click Close.

Click Next. The Enter Job Name step opens.
Assign a name to the new job in the Job Name field.

Assign a description to the new job in the Description field (optional).

Click Next. The Enter TFTP step opens. This step is only displayed for
components that are updated via TFTP server.

Select a management blade or connection blade in the table.
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16.

17.

18.

19.
20.

21.

23.

24.

Check the IP address of the TFTP serverin the TFTP Address field.

The value that you configured using the Configuration Wizard is dis-
played as the default.

If you want to change the TFTP address, click Change TFTP
Address.

The Change TFTP Address dialog box opens.
Enter the IP address of the TFTP server you want to use.

Click OK to confirm your changes.

Only MMBS2;

Click Change Flash Address.

The Change Flash Address dialog box opens.

Enter the IP address used for flashing the management blade.

Click OK to confirm your changes.

For all other components that are updated via TFTP server, do not enter
anything in this field.

If the table contains more than one management blade or connection
blade, repeat steps 15-17 for each individual management blade or con-
nection blade.

Click Next. The Schedule Job step opens.

Specify the time at which the job is to be transferred to the servers in
the Transfer Time field.

Specify the time at which the update phase is to be started on the
servers in the Flash Time field.

Only for updates that require a reboot of the system

(indicated by Reboot = yes):

Enter the time at which the servers are to be rebooted in the Boot Time
field.

Click Finish to create the new job.
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6.1.7.2 Copying a job

You use this procedure to copy a job to selected servers.

1.

N o g &

®

10.
11.
12.

13.

14.

15.

On the Job Details tab, select the job that you want to copy, see "Job
Details tab" on page 71.

Select Copy Job. The Copy Job wizard opens with the first step
Choose Server.

Select a server to which the job is to be copied from the Possible
Server list.

Click >. The selected server is copied to the Destination Server list.
Repeat steps 3 and 4 for each server to which you want to copy the job.
Click Next. The LogOn step opens.

Log on to all servers that require user authentication (Agent Access =
restricted or not certified).

Click Next. The Enter Job Name step opens.

Assign a name to the job in the Job Name field.

Assign a description to the job in the Description field if required.
Click Next. The last step Schedule Job opens.

Specify the time at which the job is to be transferred to the servers in
the Transfer Time field.

Specify the time at which the update phase is to be started on the
servers in the Flash Time field.

Specify the time at which the server is to be rebooted in the Boot Time
field (only if Reboot = yes).

Click Finish to start the copy process.
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6.1.7.3 Releasing a job

If you establish that jobs can be processed without errors (for example, after
atest run on a test computer), you can indicate that these jobs are released.
This is for information purposes only and indicates that the jobs can be
executed without errors on the individual PRIMERGY servers.

1. Onthe Job Details tab, select the jobs that you want to release, see
"Job Details tab" on page 71.

2. Click Release. The Confirmation dialog box opens.

3. Click Yes to confirm the release of the job.

6.1.7.4 Deleting a job

1. Onthe Job Details tab, select the jobs that you want to delete, see
"Job Details tab" on page 71.

2. Click Delete.
The Confirmation dialog box opens, where you must confirm that the
jobis to be deleted.

3. Click Yes to confirm the deletion of the job.

6.1.7.5 Displaying detailed information about a job

1. Onthe Job Details tab, select the job for which you require detailed
information, see "Job Details tab" on page 71.

2. Click Show Details. The Job Details dialog box opens.

Diagnostic data is also displayed here for jobs that have failed.
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6.2 Repository Manager

The Repository Manager has the following characteristics:

It recognizes the relevant update information in the repository

It can change properties of the update information (for example, sever-
ity)

It can release updates

It can import the Firmware file directory from the ServerView Update
DVD. Animport of components with the same version from the DVD
overwrites the contents of the repository.

6.2.1 Opening Repository Manager

There are two ways to open the Repository Manager in the ServerView Oper-
ations Manager:

On the start page of the ServerView Operations Manager, choose
Update Management/Repository Manager.

In the ServerView menu bar, choose Update Man-
agement/Repository Manager.

The Repository Manager opens with the main window.

6.2.2 Closing Repository Manager

You close the Repository Manager by closing the main window.

To close the Repository Manager main window, click the Close iconin
the browser window.
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6.2 Repository Manager

6.2.3 Editing updates

You can edit the individual updates.

1. Select a group in the tree structure.

2. Gotothe Updates tab in the Repository Manager, see "Updates tab" on
page 128.

Select the update you want to edit.

4. Click Edit.
The Edit Update's Properties dialog box opens.

5. Change the required properties of the update.

Click OK to confirm your changes. The dialog box closes and the
changed properties are applied to the update.

6.2.4 Releasing updates

You can release updates once a test update has been completed with sat-
isfactory results for one or more components.

= You cannot undo this command. If you want to undo the release, you
must edit each update.
1. Select the relevant group in the tree structure.

2. Gotothe Updates tab in the Repository Manager, see "Updates tab" on
page 128.

Select the update(s) you want to release.

4. Click Release. Repository Manager opens a dialog box where you must
confirm that you want the selected updates to be released.

5. Click Yes to confirm the release. The dialog box closes and the value
yes appears in the Released column for all selected updates.
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6.2.5 Managing user-defined groups (Collections)

You can use the following procedures to manage user-defined groups.

6.2.5.1 Creating a user-defined group

To create a user-defined group, follow the steps below:

1.

Go to the Collections tab in the Repository Manager, see "Collections
tab" on page 132.

Click Create.
The Create Collection dialog box opens.

3. Assign a name to the new group under Name.

Assign a comment describing the group under Description.

Click >> to copy all component groups from the Source list to the Des-
tination list.

If you do not want to copy all component groups, select the component
groups that you want to add to the new group under Source and click >.

Click OK to create your customized group. The dialog box closes and
the new group is created. The selected component groups are assigned
to the new group in the ServerView database.

6.2.5.2 Editing a user-defined group

To edit a user-defined group, follow the steps below:

1.

Go to the Collections tab in the Repository Manager, see "Collections
tab" on page 132.

Select the group you want to edit.

Click Edit.
The Edit Collection dialog box opens.

If necessary, change the comment describing the group under Descrip-
tion.
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Edit the group.

Click OK to confirm your changes. The dialog box closes and the
changes are assigned to the selected component groups and com-
ponents in the ServerView database.

6.2.5.3 Releasing updates in a user-defined group

You can release updates once a test update has been completed with sat-
isfactory results for the components in your user-defined group.

You cannot undo this command. If you want to undo the release, you
must edit each update.

In the tree structure, select one or more groups under User Collections
or the group itself.

Go to the Collections tab in the Repository Manager, see "Collections
tab" on page 132.

Select one or more groups whose updates you want to release.

Click Release. Repository Manager opens a dialog box where you must
click Yes to confirm that you want the updates to be released.

Click Yes to confirm the release.
The dialog box closes and the value yes appears in the Released col-
umn for all updates for the components in the group.

6.2.5.4 Deleting a user-defined group

To delete a user-defined group, follow the steps below:

1.

In the tree structure, select one or more groups under User Collections
or the group itself.

Go to the Collections tab in the Repository Manager, see "Collections
tab" on page 132.

Select one or more groups that you want to delete.
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4.

Click Delete.
The Repository Manager opens a dialog box where you must confirm
deletion with Yes.

To confirm deletion, click Yes.
The dialog box closes and the group is deleted. All assignments entered
by Repository Manager in the ServerView database are also deleted.

6.2.6 Re-nitializing the Repository

You can update your repository on the management station by importing new
components from the ServerView Update DVD or another existing repos-

itory.

=~ |f you want to replace your complete repository, do this using the Con-
figuration Wizard.

Go to the Updates tab in the Repository Manager, see "Updates tab" on
page 128.

Click Import.
The Import Repository dialog box opens.

In the Import Path field, specify the directory that contains the update
components to be imported.

Click Check for Imports.

After the process has finished, all components found in the specified
directory (including all subdirectories) are shown in the Source list on
the left. If you only want newer updates to be displayed, enable the
Filter only newer updates option.

Copy all desired components from the Source list on the left to the Des-
tination list on the right.
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6. Click OK to confirm the import.

All selected update components will be added to the existing repository
on the management station if they did not exist before. If an older ver-
sion of a component exists the newer version is additionally added to
the local repository.

When the process is finished the result of importing components into
the current repository is shown.

7. After the import, start the Download Service to download the latest
updates from the download site of Fujitsu Technology Solutions.
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Download Manager

The Download Manager provides you with a convenient way to get the latest
versions of firmware, BIOS, drivers, and ServerView agents for your server.
The Download Manager relieves you of the task of performing time-con-
suming searches for suitable update information.

Information and update files are provided on the web server of Fujitsu Tech-
nology Solutions for your server update. The Download Manager first loads
the information files to a download directory. The data in these information
files provides the Download Manager and the other components of the Server-
View Suite with an overview of the available updates.

In the next step, the required update files are retrieved from the web server.
These contain update information for firmware, BIOS, drivers, or ServerView
agents, which can then be distributed to the relevant servers by the Update
Manager. This step-by-step procedure minimizes the load times for the down-
load.

On the user interface, you define download tasks that search for available
updates for selected servers in the time intervals you have chosen. The
Download Service of the Download Manager then automatically loads the
required files from the web server to a directory on your management server.

Adjusting the Download Service

You can limit the number of download tasks (concurrent jobs) that can be
executed in parallel as follows:

1. Make sure that no download tasks are running . Check the status icons
on the Schedules Tasks tab.

2. Stopthe Download Service.

3. Edit the DownloadServer.inifile in the
<scripts>/ServerView/Download directory.
This directory is located on the management station.
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4.

Change the value of the ConcurrentJobsAllowed parameter.
The default value is 30.
The maximum value is 99.

The value 0 is not advisable, as it allows an infinite number of parallel
download tasks.

When using a small database system with reduced concurrent access,
the value should be set to 5.

Start the Download Service.

If you upgrade the Download Manager software, the value of the Con-
currentJobsAllowed parameter will be reset to the default value.

6.3.2 General Information on Download Manager

Use Download Manager to define download tasks for one or more servers
and specify when, and how often the download tasks are to be executed.
You can also display information on download tasks already executed.

It is recommended that you execute at least one download task a month.
This ensures that the latest Update Manager information files and Version
Manager database are loaded every month.

The Download Service of the Download Manager executes the defined down-
load tasks automatically as follows:

1.

Search on the web server of Fujitsu Technology Solutions for new infor-
mation files.

Load all new information files to the default download directory.

The Download Manager uses the information files loaded to check
whether updates need to be performed for each server for which the
download task is activated.

Load all required update files from the web server to the repository direc-
tory.

Show the results for each defined server via the graphical user inter-
face.
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Opening Download Manager

There are two ways to open the Download Manager in the ServerView Oper-
ations Manager:

¢ On the start page of ServerView Suite, choose Download Manager
under Update Management.

¢ Inthe ServerView menu bar, choose Update Management/Download
Manager.

The main window of Download Manager is displayed.

Closing Download Manager

Use the Close icon in the browser window to close the main window of the
Download Manager.

Creating a new download task

In afirst step, you create a download task to suit your requirements. To this
download task, you then assign the servers for which searches for updates
are to be carried out at the specified time.

1. Gotothe Task Management tab.
2. Click Add....

3. Specify when the download task is to be executed under Select Date
and Time to Start.

4. Specify how often the download task is to be executed under Frequen-
cy.

5. Specify how many of the log files are to be saved under Journalize
Log Data.
The Summary output field shows a summary of the values you spec-
ified.

6. Click Create to save the new download task. The dialog box closes and

the download task is created.
Click Close to cancel processing and discard all entries.
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6.3.6 Assigning servers to a download task

In order to use a download task, you assign the required servers to it.

1.
2.

Go to the Task Management tab.

In the table, select the download task you want to use for your
server(s).

Click Activate ... .
The dialog box for assigning servers is displayed.

In the list on the left, select the server(s) you want to assign to the down-
load task.

Click >. The servers selected in the list on the left are shown in the list
on the right.

Repeat steps 4 and 5 until all the required servers are shown in the list
on the right.

Click Assign to save the assignment of servers to the download task.
Click Close to cancel processing and discard all changes.

6.3.7 Editing a download task

1.
2.
3.

4.

Go to the Task Management tab.
Select the download task you want to edit in the table.
Click Edit ... .

e You can change the time at which the download task is to be
executed under Select Date and Time to Start.

¢ You can change the number of required log files under Journalize
Log Data.

e Aslongas no serveris assigned to this download task, you can
change how often the download task is to be executed under
Frequency.

Click Create to save the download task.
Click Close to cancel processing and discard all changes.
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6.3.8 Deleting a download task

If you no longer need the download task, you can delete it. However, you can
only delete a download task if NO servers are assigned to it.

1. Gotothe Task Management tab.
2. Select the download task you want to delete in the table.

3. If servers are still assigned to the download task, remove this assign-
ment by clicking Deactivate.
All the services assigned to the download task are stopped.

4. Thenclick Delete.

The download task selected in the table is deleted.

6.3.9 Monitoring download tasks

The Scheduled Tasks tab shows an overview of the servers available in a
domain.

By selecting the required servers or server groups in the tree structure (left),
you can restrict the number of servers shown in the tab.

Start service

o Tosearch for updates for a server immediately, select the server in the
table and click Once Immediately.

Stop service

o To stop the search for updates for a server, select the server in the table
and click Deactivate. The server assignment to a download task is
removed.
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6.3.10 Managing log files

6.4

6.4.1

The Log Files tab shows information on download tasks already completed.
Show log file

o If youwant to display the entire log file, select the log file in the table
and click View.

Delete log file
o If youwant to delete log files, select them in the table and click Delete.

o If youwant to delete all log files, click Delete All.

Configuration

In the Configuration window, you can make global settings, optional and man-
datory settings, for the Update Management applications. The current set-
tings are displayed on the General Settings tab, the Mail Settings tab and
the Download Settings tab.

To change these settings you use the Configuration wizard.

Opening the configuration

There are two ways to open the configuration in the ServerView Operations
Manager:

¢ On the start page of the ServerView Operations Manager, choose
Update Management/Configuration.

¢ Inthe ServerView menu bar, choose
Update Management/Configuration

The configuration opens with the main window.
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6.4.2 Closing the configuration
To close the configuration, close the main window.

¢ Toclose the configuration main window, click the Close iconin the
browser window.

6.4.3 Setting Global Parameters

This procedure allows you to configure the global parameters for Update Man-
agement. You use the Configuration wizard to do this, which opens auto-
matically the first time you access Update Management.

1. Click Change Configuration. The Configuration wizard opens with
the Start dialog box, see "Start step (Configuration Wizard)" on page
183.

2. Under Repository, specify whether you want to create a new repos-
itory or use an existing repository.

3. Click Next. The Repository step opens.
Different parameters are displayed according to whether you want to
configure a new repository or an existing repository:

(1) You can download updates from the download server of Fujitsu
~ Technology Solutions only if the repository is located on the
local management station.
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Create Repository

4. Specify the location from where the new repository is to be loaded:
o from the ServerView Update DVD (Import from DVD)

o from the web server (Download from Web Server)

5. If you want to import the repository from DVD, select Import from
DVD and enter the absolute path of the repository on the DVD in
the Source Path field.

Examples:
For Windows:  E:\Firmware

For Linux: /media/Firmware

If you want to load the repository from the web server, select
Download from Web Server.

6. Enterthe absolute path of the repository on the management sta-
tion in the Repository Location field.

If the specified directory does not exist yet, it is created.
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Use Existing Repository

10.
11.

12.

13.

4. Enterthe location of the repository:
¢ on the local management station (Repository on Man-
agement Station)

e onasysteminthe network (Repository on Network Drive)

5. Enter the absolute path of the repository in the Repository Loca-
tion field in UNC notation.

6. If the repository is on an other system in the network:
Enter the name and password of the user on the system in the
User and Password fields.

Click Next. The Miscellaneous step opens.

Enter the IP address of a TFTP server (for components that are updated
via TFTP server, for example, management blades or connection blade)
in the Default TFTP Address field.

Enter the length of time that Update Manager is to wait for an updated
server to reboot in the Default Boot Duration field. The time you enter
here is added to the length of time the server is unavailable during the
update.

Click Next. The Download Settings step opens.

Select the protocol (HTTP/HTTPS) which the Download Service uses
for transferring data from the web server.

Enter the URL of the web server in the Web Server field. The default
URL is entered here. You can use the Reset to Default Value button to
reset this address to the default setting (for example, if it was changed
in a new version of Update Management).

Select Mail Settings if you want to configure the notification function
for new downloads.
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14.

15.

16.
17.
18.
19.
20.
21.

22.

23.
24.

Click Next. If you selected the Mail Settings option, the Mail Settings
step opens; otherwise the Activate step opens. In this case, skip the
next steps and continue with 24.

Enter the recipient address(es) in the Mail To field. Multiple addresses
must be separated by commas.

Enter the additional recipient addresses if necessary in the CC field.
Enter the mail address of the sender in the From field.

Enter the IP address of the SMTP serverin the SMTP Server field.
Enter the port number of the SMTP server in the Port field.

Enter the user ID for logging on to the mail server in the User field.

Enter the password for logging on to the mail server in the Password
field.

Enter the password a second time in the Confirm Password field for
security purposes.

Click Next. The Activate dialog box opens.

Click Activate to activate the new settings in the database. If you have
changed the repository default, the inventory data of all servers is rec-
reated.
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Filtering a table

You can use the values or value ranges in a specific column to filter the
entries in a table. A filter icon on the right of the table header indicates which

columns can be filtered: i .

Tofilter the entries in a table, follow the steps below:

1.

Click the filter icon next to the column. The Filtering for Column
dialog box opens with the Standard tab displayed, "Standard (Filter
dialog box)" on page 196.

If you want to filter the columns based on one value, select the value for
which you want to display the corresponding table rows on the Stand-
ard tab.

If you want to filter the columns based on a value range, select the Cus-
tomize tab.

On the Customize tab, formulate the condition for the values that are to
be displayed in this column.

Select OK to confirm your entries. The dialog box closes and the table
entries are displayed according to your selection. The filter icon for the
filtered column now appears dark blue.
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Command-Line Interface

The Command-Line Interface (CLI) in Update Manager provides a scripting
environment for updating system components, and is part of the ServerView
Operations Manager. The CLlI is installed automatically with the Update Man-
ager.

The Command-line interface consists of two parts:
e GFCLI, commands and parameters

o citfs.bat, a batch job to update a new server and add the server to the
ServerList

GFCLI (Command-Line Interface)

The CLI runs without user interaction (quiet mode), creates log files if
required and returns various return values. You should test these return valu-
es, for example, by checking the $errorlevel% system variable (Win-
dows) or $ 2 (Linux), or similar script and language elements.

The structure of the individual commands flollows the convention:
GFCLI <command> <parameter>

Each command consists of the constant GFCLT, followed by the <com-
mand> parameter, which defines the command and subsequent command-
dependent parameters.

Parameter Description
-S (StartFlash) Starts update with version check

This option only updates system components for
which a newer version is found.

-O (StartFlash) Starts update without version check
-W (WaitForDone) |Waits for the end of the update jobs

-R (Reboot) Starts an explicit reboot
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Parameter Description

-C (Cleanup) Checks whether all update jobs are finished. If so, the
update jobs are deleted.

-A (Cancel) Deletes unfinished update jobs

-H (Help) Displays the command syntax

If the managed server is protected by access control, you must specify the
parameters -L and -P when you use the CLI. These parameters are only
used forthe StartFlash, Cleanup and Cancel commands, which
change the status.

The CLI writes detailed results to aresults file so that you can reproduce an
update procedure. If the parameter for the results file is missing when the
command is called, the default 1ogfile. txt fileis used.

In addition, you receive return values to help you program complete update
cycles for various results.

Call Parameters
-S (StartFlash command)
Starts update with version check

This option only updates system components for which a newer version is
found.

-0 (StartFlash command)

Starts update without version check.

A In this case all system components are updated with the latest ver-
sion of the specified repository, without performing a version
check, i.e. even if versions are equal or the installed version is
newer (leading to a downgrade). This parameter is therefore risky!
It should only be used by persons who have detailed knowledge of
the specified repository and of the dependencies between the
installed versions (for example, quality test and support employ-
ees).
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-W (WaitForDone command)

Waits for the end of the update jobs (Job Status = READY or REBOOT)
-R (Reboot command)

Starts an explicit restart.
-C (Cleanup command)

Checks whether all update jobs are finished (Job Status = READY). If
so, the update jobs are deleted.

-A (Cancel command)

Deletes unfinished update jobs.
-H

Displays the command syntax.
-D

The startFlash only updates Microsoft-certified system components
as standard. This parameter allows you to update non-certified com-
ponents also.

-N <system>

DNS name or IP address of the managed PRIMERGY server.
-U <path>

Absolute path of the repository.
-F <results file>

File to which the results of the update procedure are written.

Default:logfile.txt

-L <user>

Login user ID for access control.
-P <password>

Login password for access control.
-S

Forced variant of the Cancel command.
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-M

Specifies that the managed system is a management blade server. The
parameters -T and - I must also be specified to enable communication
with the TFTP server (the latter parameter is only required inthe Start-
Flash)command.

-B
Specifies that the managed system is a connection blade server. The
parameters -T and -7 must also be specified. - T in order to enable com-
munication with the TFTP server,-7Z in order to specify the IP address of

the management blade server, since inventory data for the connection
blade server is collected and provided via the management blade server.

-E
Specifies that the managed system is an iRMC. The parameters -T and -
Y must also be specified, -T in order to enable communication with the

TFTP server,-Y because the data for the versionview. sav file cannot be
collected by the program and an external inventory is required.

-Z <IP-addr>
IP address of the management blade server. The IP address is only need-
ed for updating connection blade servers (see option -B).

-T <IP-addr>
IP address of the TFTP server for updates via TFTP server (for example,
in case of a management blade or connection blade).

-I {<IP-addr> | NO_ADDR}
Update IP address of the management blade for updates via TFTP server.
This address must be unique across the network. In the case of newer

management blade versions (for example, MMBS3), where it is not nec-
essary to specify an IP address, you must specify NO-ADDR here.

-Y <path>

Absolute path of the Inventory file "VersionView.sav" of the managed sys-
tem.

Mandatory on Linux if the managed system is a management blade or con-
nection blade or if the managed node is an iRMC.
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When ServerView Operations Manager is installed the Inventory file can
be found in the working directory of the Update Manager following the sub-
directory "versionviewsav/<name of MMB>"

-K <community>

SNMP Community String if not public.

StartFlash (Command)

Syntax

GFCLI {-S|-0} [-D] -N <system> -U <path>

[-F <results file>] [-L <user> [-P <password>]]
[-M -T <IP-addr> -1I {<IP—addr>|NO_ADDR} [-K <Com-
munity>] | -T <IP-addr> [-K <Community>]]

[-B -Z <IP-addr> -T <IP-addr>]
[-E -T <IPaddr> -Y <inventory>]

Description

When the -s parameter is used, StartFlash reads the inventory of the
PRIMERGY server and compares all components with the versions in the
specified repository. An update is only initiated for a component if a newer
version is found in the repository. A downgrade is not possible with this
parameter.

When the -0 parameter is used, there is no version check, that is, all com-
ponents are updated with the latest version found in the specified repository.

Parameter -0 is risky! This parameter should only be used by persons
who have detailed knowledge of the repository used and of the depend-
encies between the installed versions. If, for example, a version of a
component in the repository is older than the installed version, the
installed version is downgraded in this case.

The command ends as soon as all steps to start the update are completed.
The command does not wait for the update procedure to be completed.

The command terminates with a SequenceError if a previous update pro-
cedure has not yet been completed with the C1eanup command or cancelled
with the Cancel command. In this case, update jobs still exist that have one
of the job status specified above.
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If a connection cannot be established, the command terminates immediately
with a timeout.

Return values

0 [Update started without errors.

1 | Ok, no obsolete components found.

Timeout (no connection to the managed server).

SequenceError - command is not permitted during this phase.

GFl error

The required parameters for access control do not exist.

2
3
4 | An error occurred when the update phase was started.
5
6
7

Access denied

10 |Parameter error

11 |Memory bottleneck
12 |Multiple starting of CLI denied.

13 | The results file (option -F or Logfile. txt)could not be opened.

14 |The GFLog. txt log file could not be opened.

16 |Rebuild of the inventory in progress. Try again later

17 |Check command successfull, reboot needed by at least one com-
ponent

18 [Managed server type not supported (virtual server/ old offline server)
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7.1.3 WaitForDone (Command)
Syntax

GFCLI -W -N <system> [-F <results file>]
[-M -T <IP-addr>]

[-B -Z <IP-addr> -T <IP-addr>]

[-E -T <IPaddr> -Y <inventory>]

Description

WaitForDone retumns a return value of 0, 4, 8 or 9 if all update jobs have
been processed (with or without errors).

In contrast to the C1eanup command, the update results are not deleted on
the managed server when this command is executed. You can execute Wait-
ForDone more than once, and the results file will be updated each time.

If a connection cannot be established, the command returns a timeout after a
maximum of 60 seconds. In this case, you can execute the command again
to query the status.
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Return values

0 |Update Ok (job status is READY)
All update jobs have been executed without errors.

1 No current job exists (connection established)

2 | Timeout (no connection to the managed server)

3 | SequenceError - command is not permitted during this phase (a job
has PREPARED status)

If a GlobalFlash Agent up toV 4.71 is installed on your system,
please notice the additional description below.

4 |Update with errors (job status is READY)
At least one job could not be executed without errors.

5 | GFl error

8 |Update ok (job status is REBOOT)
A job is waiting for the reboot to be executed.

9 |Update with errors (job status REBOOT)
A job is waiting for the reboot to be executed. However, in addition to
the jobs that have been executed successfully without errors and now
require a reboot, there are also jobs with errors. The reboot must be
executed explicitly by restarting the managed server or using the
Reboot CLI command.

10  Parameter error

11 | Memory bottleneck
12 |Multiple starting of CLI denied

13 | The results file (option —-F or Logfile. txt)could not be opened.

14 | The GFLog. txt log file could not be opened.

16 |Rebuild of the inventory in progress. Try again later

17 |Check command successfull, reboot needed by at least one com-
ponent

18 [Managed server type not supported (virtual server/ old offline server)
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Update job using GlobalFlash AgentuptoV 4.71

When you start an update job, the following dialog is displayed on the man-
aged server:

Bk

System will do a firmware or software update in 60 seconds from now,
The update mayv need a rebook to complete.
To abort the update and reboot press CAMCEL
To skart the update immediately press Ok,

Cancel !

If the dialog is answered with Cancel, the command GFCLI -W(=Wai-
tForDone) returns the value 3.

In <result file>, the message Flash Cancelled by User is logged.

To cleanup the managed server, the following command has to be used:
GFCLI -A -S (=Cancel, forced variant)

71.4 Reboot (Command)
Syntax
GFCLI -R -N <system> [-F <results file >]
[-L <user> [-P <password>]]

Description

Reboot initiates the reboot that is required by at least one job (indicated by
Job status REBOOT). When the reboot is done, the status of these jobs auto-
matically changes to READY.

If a connection cannot be established, the command returns with a timeout
after a maximum of 60 seconds.
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Return values

0

Immediate reboot initiated

No current job exists (connection established)

Timeout (no connection to the managed server)

SequenceError - command is not permitted during this phase.
- Flash boot status is not Online Reboot requiredor
- no job found with the status REBOOT

GFl error

The required parameters for access control do not exist.

Access denied

10

Parameter error

11

Memory bottleneck

12

Multiple starting of CLI denied

13

The results file (option -F or logfile. txt)could not be opened.

14

The GFLog. txt log file could not be opened.

16

Rebuild of the inventory in progress. Try again later

17

Check command successfull, reboot needed by at least one com-
ponent

18

Managed server type not supported (virtual server / old offline server)
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71.5 Cleanup (Command)
Syntax

GFCLI -C -N <system> [-F <results file>]

[-L <user> [-P <password>]] [-M -T <IP-addr>]
[-B —-Z <IP-addr> -T <IP-addr>]

[-E -T <IPaddr> -Y <inventory>]

Description

Cleanup executes the same steps as WaitForDone, but also deletes the
update results on the managed server and completes the update procedure.
The managed server returns to its original status and the update results are

no longer available on the server.

If a connection cannot be established, the command returns with a timeout
after a maximum of 60 seconds.

A cleanup is only permitted when the Job status = Ready.

A cleanup is not permitted if a job has been transferred and is waiting to be
executed (Job Status = Prepared) or is currently being executed (Job Stat-
us = Working)

After this command is executed, the update results are written once only to a
results file. You cannot write the last update results to the results file several
times, as you can with the WaitForDone command.

Cleanup must also be executed after awaitForDone (with a subsequent
Reboot if necessary) to complete the update procedure.
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Return values

0 Update Ok (job status is READY)
All update jobs have been executed without errors.

1 |No current job exists (connection established)

2 Timeout (no connection to the managed server)

3 SequenceError - command is not permitted during this phase (a job
has PREPARED status)

4 Update with errors (job status is READY)
At least one job could not be executed without errors.

S |GFl error

6  The required parameters for access control do not exist.

7 | Access denied

10  Parameter error

11 Memory bottleneck

12 | Multiple starting of CLI denied

13 | The results file (option —-F or Logfile. txt)could not be opened.

14 'The GFLog . txt log file could not be opened.

16 [Rebuild of the inventory in progress. Try again later

17 [|Check command successfull, reboot needed by at least one com-
ponent

18 [Managed server type not supported (virtual server/ old offline server)

7.1.6 Cancel (Command)
Syntax

GFCLI -A -N <system> [-F <results file>]

[-L <user> [-P <password>]] [-M -T <IP-addr>] [-S]
[-B —-Z <IP-addr> -T <IP-addr>]

[-E -T <IPaddr> -Y <inventory>]
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Description

Cancel cancels the execution of the update jobs that have already been
transferred to the managed server, and deletes the PREPARED update status.
The PREPARED status may exist if another user has used the GUI to execute
aPrepare Updates but has not yet executed an Execute Updates;or
in the case of an exception, which only arises if an error has occurred.

If a connection cannot be established, the command is terminated with a
timeout after a maximum of 60 seconds.

Return values

0 Noerrors

1 |No update status

2 Timeout (no connection to the managed server)

3 SequenceError, command not permitted during this phase
- job status PREPARED does not exist or
- job status READY/REBOOT exists (only if option -S is not set)

5 | GFl error

6  The required parameters for access control do not exist.

7 | Access denied

10  Parameter error

11 ' Memory bottleneck
12 | Multiple starting of CLI denied

13 | The results file (option —-F or Logfile. txt)could not be opened.

14 'The GFLog. txt log file could not be opened

16 [Rebuild of the inventory in progress. Try again later

17 [Check command successfull, reboot needed by at least one com-
ponent

18 [Managed server type not supported (virtual server/ old offline server)
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7.1.7 ResultFiles

All results of an update procedure are written to the specified results file. In
this case, the results are added, which means that the files increase in size.
You must manage (delete or rename) these results files yourself. The infor-
mation is contained in the files in the form of event blocks.

(1} Inthe case of the StartFlash, Cleanup, and Cancel commands,
the results are also written to the GFLog . txt log file. You will find this
file in the following directory:

Windows:
<ServerView Installation Dir>\UpdateManager

Linux:
<ServerView Installation Dir>/UpdateManager/log

Events Additional sub-events
StartFlash Count

Ready Result

Cancel GFI Error

SequenceError | Timeout

ParamError

LogonError

MemoryError

As well as the return values of the commands, the results files also contain
additional information about the updated objects and the results.
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Job Statuses

The following statuses are documented for each individual job in the specific

results file:

PREPARED The update job has been transferred to the server.

WORKING The update job is currently being executed.

REBOOT The update job has been processed correctly. A reboot
is required to become Job Status = READY

READY The update job has been processed (correctly or with
errors).

7.1.7.1 StartFlash (Event)

The StartFlash event normally contains the Count sub-event. This sub-event
is always entered as the header. The number specified in this entry indicates
the total number of objects selected for the update (for which newer versions
are available). Each object has its own StartFlash event with a Result sub-
event.
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Event.0=StartFlash

Event: StartFlash

SubEvent.0=Count

Sub-event: Count

CompCount.0=1 Number of components
(may be 0)
NoError.0=0 Number of errors

Event.l=StartFlash

Event: StartFlash

SubEvent.1l=Result

Sub-event: Result

ObjTypeName.1=MAH3091MC Object type (component)

ObjName.1=Disk:PCI1.11.1.SCSI0.0.0|Relevant object

0OldVersion FW.1=5207 Old FW/BIOS version of

the object
NewVersion FW.1=5208 New FW/BIOS version of
the object
LastCommand.l= Last command of the CLI
Error.1=0 Error number in the event
of an error
ErrorText.l1=ERROR[0]] faultless Description of the return
execution value

If an error occurs in the SVUMI.dIl when a command is being executed, the
entries in the results file depend on the current phase of the StartFlash proc-
ess. The LastCommand.# field may contain the following entries:

e AddJob
GetUpdatableComponentsS
StartUpdate
WaitForPreparedStatus
DoFlashBoot
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Examples

Error executing AddJob; the list contains error codes for each component.

Event.0=StartFlash
SubEvent.0=Count

CompCount.0=1

NoError.0=1

Event.1l=StartFlash
SubEvent.l=Result
ObjTypeName.1=MAH3091MC
ObjName.1l=Disk:PCI1.11.1.SCSI0.0.0
OldvVersion FW.1=5207

NewVersion FW.1=5208
LastCommand.l=AddJob

Error.1=91

ErrorText.l1=ERROR[91] couldn't build control file
name

Error executing StartUpdate; a component list is not available because the
error refers to the StartUpdate GFI request.

Event.0=StartFlash

SubEvent.0=Error

CompCount.0=2

LastCommand.O=StartUpdate

Error.0=12

ErrorText.0=ERROR[12] flash file missing
(cannot copy file)

If no obsolete components exist (compared with the repository), only the
header is shown.

Event.0=StartFlash

SubEvent.0=Count

CompCount.0=0 number of obsolete FW versions = 0
NOERROR. 0=0
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7.1.7.2 Ready (Event)

If the CLI detects the READY job status after it is started, the return values of

all updated components appear as follows:

Event.0=Ready

Event: Ready

SubEvent.0=Count

Sub-event: Count

CompCount.0=2 Number of components
(may be 0)
NoError.0=0 Number of errors

Event.l=StartFlash

Event: Ready

SubEvent.l=Result

Sub-event: Result

ObjTypeName.1=DAC1164P

Object type (component)

ObjName.1=SCSIController:PCI6.8.1

Relevant object

Type.1=0

Status.1=5

Status (5) = READY

Error.1=0

Return value of the job

ErrorText.l1=ERROR[O0]
execution

faultless

Description of the return
value

Event.2=Ready

Description of the error

SubEvent.2=Result

ObjTypeName.2=ST336704LC

ObjName.2=Disk:PCI1.15.1.38CSI0.0.0

Type.2=0

Status.2=5
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Error.2=0

ErrorText.2=ERROR[0] faultless
execution

7.1.7.3 Cancel (Event)

Event.0=Cancel Event: Cancel
Error.0=0 Error number in the event

of an error
ErrorText.0=ERROR[0] faultless Description of the retum
execution value

7.1.7.4 SequenceError (Event)

This event has no sub-events. This event indicates that a command cannot
be executed because Update Manager has an incorrect status.

Examples
¢ An update status should not exist when startFlash is called.
e Cleanup is only possible if the status is READY.

e Cancel (without parameter -S) is only possible if the status is PRE-
PARED.

Event.0=SequenceError |A commandwas called during the wrong
phase (unauthorized update status).
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7.1.7.5 ParamError (Event)

This event has no sub-events. This event indicates that an unauthorized
parameter was used for the specified command. All parameters are checked
each time the CLI is called. If unauthorized parameters are used, one line is
used to specify where the problem occurred in each case.

Event.0=ParamError Incorrect number/combination of param-
eters or an invalid update path.

7.1.7.6 LogonError (Event)

This event has no sub-events. This event indicates that an attempt to log on
to the managed server has failed.

Event.0=LogonError Access denied

7.1.7.7 MemoryError (Event)

Event.0=MemoryError Insufficient memory is available.
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Batch Files (Examples)

The following examples are based on Windows. If a Linux shell is used, the
Linux variable $? must be queried instead of the $errrorlevel% Windows
variables in order to test the return value of the CLI command, for example:

GFCLI -S -N <system name> -U <path name>
if [ $?2 = 0 ]; then ....

File 1
@echo off

LI H Kk ok ok ko ok ok ok ok o Kok ok ok Kk ok ok Kk ok ok o Kk ok ok Kk ok ok K Kok ok o Kk ok ok Kk ok ok K Kk ok Kk ok
rem * Cli_exa.bat KA KA AR KA KRR A AR A AKA KA A AR A AA KA AR AR A AR AR A A KA A KKK

rem KA KK A KRR A A A A A A KRR A A A AR AR A A KA A IR AR A A A A R A AR A R A AR A AR A R A A A kK

rem * Batch file to flash all components of PRIMERGY servers, supported
by

rem * GlobalFlash to their newest version.

rem * All servers have to be listed in a ServerList. The firmware must be
rem * available in local GlobalFlash FirmwareTree.

rem * Two other batch files are called:

rem * cli-init.bat: Check states and availibility of a server and execute
rem * StartFlash for the server

rem * cli-work.bat: Wait for completion of the flash for each server

rem * ———————————— -

rem * Input-parameters:

rem * The actual directory has to contain 2 Control-files for this batch:
rem * 1.)ServerList-file "serverls.txt"

rem * Each line consists of 3 fields:Server,user,password

rem * If the line beginns with ";" in ServerList, the line will be
ignored

rem * 2.)File "fwpath.txt" with the absolut path of the FirmwareTree

rem * Output-parameters:

rem * 1.)File "oklist.txt" with the list of servers, which are updated
with-

rem * out any errors or which are not flashed because they are actual

rem * 2.)Result-Files <servername>.txt for each server

LI H Kk ok ok ok ok ok ok Kok ok ok Kok ok ok Kk ok ok ok Kk ok ok Kk ok ok Kk ok ok Kk ok ok K Kk ok Kk ok ok Kk koK K K

rem

:start
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rem

rem KA A A KA AR A A A AR A AR A A A kA A A Ak A kA kA A Ak hk Ak hk kA hk Ak hk kA hkhkkhkhkhkhkhkhk*

rem * WaitServerlist initialisation

rem * (WaitServerList: temporary subset of Serverlist)

rem Kk hkhkhkhkhkhkhk bk hkhkhkhk bk hkhk bk hkhkhkhk bk hkhkhkhkhhkhk bk hkhkhkhkhkhkhk bk hkrhkhkrkhkhkhkhkrkhkrhkkk

rem

if exist svwaitls.txt del svwaitls.txt

if exist oklist.txt del oklist.txt

rem

rem KA KK A KA AR A A A AR A AR A A A A A A A A A kA kA Ak Ak kA hk kA hkhk kA kv hkhkrkkkk

rem * Check actual states of all server of the ServerList and StartFlash
rem * Only State "No Flash states" expected - other states will be
cleaned

rem * or aborted first

rem * Only for servers with "No flash states" "StartFlash" is executed
rem * Thease servers were added to WaitServerlist (WaitForDone-cycle)
rem * StartFlash is executed with Path of FirmwareTree contained

rem * in file fwpath.txt

rem * Batch-File cli-init.bat is called for each server with the param-
eters

rem * of the fields in ServerList

rem KA A KA AR AR A AR AR A AR A AR AR A AR KA AN A AR AR A AR AR A A AR AN AR AR A A KK

rem

for /F "eol=; tokens=1-3 delims=, " %%i in (serverls.txt) do call cli-
Sk

o°

init %%i %$%3
rem

rem KA KK A KA A KA A A AR A AR A I A A Ak A A A kA kA Ak Ak kA hk kA hkrhkkhhx k%

rem * WaitForDone cycle

rem * The flashs are running

rem * Now is time to WaitForDone (status ready - hopefully without any
error)

rem * All servers in flashingmode are listed in svwaitls.txt

rem * Each server, returns with timeout is set in svtmpls and WaitForDone
rem * is started again

rem * Each server, which returns without errors, is set to oklist.txt

rem * (After CleanUp)

rem * Each server, which finished with errors will left be in error state
rem * all information in the speziell result-file

rem * Batch-File cli-work.bat is called for each server with the
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parameters

rem * of the fields in WaitServerList (subset of ServerList)

rem KAk hkhkhkhkhk kA hkhkhkhkhkhkhkhkhkhhkhkhkhhkhkhkhkhkhkhkhhkhkhkhhkhkhkhkhkkhkhkhkhhkkhkrkhkhkhxkhhkxk

rem

if not exist svwaitls.txt goto doneall

rwaitnxt

if exist del svtmpls.txt

for /F "eol=; tokens=1-3 delims=, " %%i in (svwaitls.txt) do call cli-
%k

oo

work %%i %$%j
if not exist svtmpls.txt goto doneall

copy svtmpls.txt svwaitls.txt

goto waitnxt

:doneall

@echo All activities done. Listed servers have returned flash without any

error!

type oklist.txt
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File 2

rem KA A KA AR AR A AR AR A A KA A A A AR A A A A A AA KA A A A IR AR AR A AR A AR AR A AR K,k
rem * Cli—il’lit.bat KAk Ak kA hk kA khk kA khkhkhkrk kA khxkk

rem Kk Ak kA khkk kA hkhkhkhk bk hkhkhkhkhhkhk bk hkhkhkhkhkhkhk bk hhkhkhkhkhkhkhkhrhkhkrhkhkhkhrkhkkxkx

rem * Batch File to check states of a special server

rem * and to execute StartFlash if states are ok

rem X —m
rem * Input-parameters:

rem * - cli-init server (%1) user(%2) Password(%3)

rem * - File "fwpath.txt" with the absolut path of the FirmwareTree
rem KA KA A KA AR A AR AR A AR A A A kA A A Ak A kA kA A Ak hk Ak hhk kA hk Ak hk kA hkhkkhkhkhkhkhxkhx*k
rem

:start

@echo off

rem

rem LR R R R R R R R R R R R R R R R e

rem * Return-File initialisation

rem KA KK A AR AR A A A AR A A A A AR AR A AR A IR A KA A A A R A A KA R A AR A AR AR A A A h kA kK
rem

@echo off >%1.txt

:startl

rem

rem KAk hk kA hk bk hhk Ak hkhk bk hkhkhkhkhhkhkhkhkhhkhkhhkhkhhhkhkhk bk hkhkhkhhhkhkrkhkhkhkhkrkhkrkhhkk
rem * "WaitForDone" to check whether there are old flashs
rem * (prepared, ready) or not

rem * If there are states, they are canceled or ceaned

rem * If server is not "online" Timeout occured

rem * Only a server without flash-states will be token for flash
rem * Means returncode 1 is the only one to go on for flash!
rem hhkhkhkhkhkhkhkhkhkhhkhkhk bk hkhkhkrhkhkhkhhhkhkrhkhkhkhhkhkhkrhkhkhkhkrhkhkhkhhkkhkrhkhkkkhkk
rem

gfcli -W -N %1 -L %2 -P %3 -F %l.txt

if %errorlevel%==1 goto nostates
if %errorlevel%==2 goto timeout

if %errorlevel%==3 goto statenok
if %errorlevel%==4 goto errors

if %Serrorlevel%==5 goto gfierror

if %$errorlevel%==6 goto nologop
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if %errorlevel%==7 goto noaccess
if %errorlevel%==10 goto parerror
if %errorlevel%==11 goto memerror
if %Serrorlevel%==0 goto old-ok
@echo.

@echo Undefined returncode!

goto endchk

rem

rem KA A K A KRR A A A AR A KRR A A A A A AR A A A A I AA KA A A A R A A KA R A AR A AR AR A ARk k kK

rem * Old Flashs (prepared) detected Cancel them

rem KAk Ak Ak Ak kA kA Ak Ak kA hkhkhkhk Ak ko hkhkhkhkhkhk Ak hkhkhkhk bk hkhkhkhhkhkhkrkhkhkhkhrkhkrkkkk
rem

:statenok

@echo.

@echo Unknown Flash States or flash states "prepared" for server %1 avail-
able

@echo Who has started them ? Please check!

@echo After continue the old flashs are canceled
pause

@echo Cancel flash states for server %1

gfcli -A -N %1 -L %2 -P %3 -F %l.txt

if %errorlevel%==1 goto nothtodo
if %Serrorlevel%==2 goto timeout
if %Serrorlevel%==3 goto statenok
if %errorlevel%==5 goto gfierror
if %$errorlevel%==6 goto nologop

if %errorlevel%==7 goto noaccess
if %errorlevel%==10 goto parerror
if %errorlevel%==11 goto memerror
if %errorlevel%==0 goto cancok
@echo.

@echo Undefined returncode!

goto chkend

:cancok

@echo.

@echo All jobs canceled for server %1
goto startl

rem
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rem KA KK A AR A A A KA AR A A A A AR AR A A KA A IR A KA A A AR A A KA A A AR A AR AR A A A h kA kK

rem * Old Flashs (ready) detected CleanUp them

rem KAk Ak kA hk kA hkhkhkhk Ak hkhkhkhkhkhkhkhkhhkhkhkhkhkhkhkhhkhkhkhkhhkhkhkrkhkhkhhkkhkrkhkhkkxkhx*x

rem

:old-ok

@echo.

@echo Flash States "ready" (without errors) for server %1 available
rem

:old-nok

@echo.

@echo Flash States "ready" (with errors) for server %1 available
goto cleanall

rem

:cleanall

@echo Who has started them ? Please check!

@echo After continue the old flashs are reseted

pause

@echo CleanUp flash states for server %1

gfcli -C -N %1 -L %2 -P %3 -F %l.txt

if %Serrorlevel%==1 goto nothtodo
if %Serrorlevel%==2 goto timeout

if %$errorlevel%==3 goto statenok
if %$errorlevel%==4 goto c-oldnok

if %errorlevel%==5 goto gfierror

if %errorlevel%==6 goto nologop
if %errorlevel%==7 goto noaccess

if %errorlevel%==10 goto parerror
if %Serrorlevel%==11 goto memerror
if %Serrorlevel%==0 goto c-oldok
@echo.

@echo Undefined returncode!

goto chkend

rem

:c-oldok

@echo.

@echo CleanUP - Jobs detected all ok
goto startl

rem
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:c-oldnok

@echo.

@echo CleanUP - Jobs detected not all ok
goto startl

rem

TEM Frhhkkrkhhhhkhhhhkkhhhkhkkhhhkxhhhkhkk Ak hkkkkhhkkxkhkhkxkhkk*

rem * Errors in Check phase

rem dhkkhkkkhhhhhhhhhhhhhhhhhhhhkhhhhkhhhhhhhhhhhhkhkhhhkhhhkhkhkkkhk
rem

:nothtodo

@echo.

goto endchk

rem

:timeout

@echo.

@echo - Timeout

goto endchk

rem

:statenok

@echo.

@echo CleanUp, cancel or StartFlash- Wrong state
goto endchk

rem

:gfierror

@echo.

@echo Wait for done, CleanUp or Cancel - gfi error
goto endchk

rem

:sferror

@echo.

@echo StartFlash - generic error
goto endchk

rem

:gfierrol

@echo.

@echo StartFlash - gfi error
goto endchk
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rem
:nologop

@echo.

@echo - No logon parameters

goto endchk

rem

:noaccess

@echo.

@echo - access denied
goto endchk

rem

:parerror

@echo.

@echo - Parameter error
goto endchk

rem

memerror

@echo.

@echo - Memory error
goto endchk

rem

:nostates

for /F %%i in (fwpath.txt) do set fwp=%%i

rem

rem KA KK AR A A A A A A AR A A A A AR AR A A A A I AA KA A A A R A AR AR A AR A A R AR A AR Ak kK

rem * "StartFlash" for the server

rem KAk Ak kA hk kA kA hkhk Ak kA hkhhkhkhhhkhkhkhkhkhk Ak hkhkhkhk bk hkhkhkhhhkhkrhkhkhkhkrkhkrkkkk

rem

gfcli -S -N %1 -L %2 -P

if %$errorlevel%==1 goto
if %$errorlevel%==2 goto
if %errorlevel%==3 goto
if %errorlevel%==4 goto
if %errorlevel%==5 goto
if %errorlevel%==6 goto
if %Serrorlevel%==7 goto

%3 -U $fwps -F %l.txt

nothtodo
timeout
statenok
sferror
gfierrol
nologon

noaccess

if %Serrorlevel%==10 goto parerror

if %$errorlevel%==11 goto memerror
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if %errorlevel%==0 goto stflok
@echo.

@echo Undefined returncode!
goto endchk

rem

:nothtodo

rem

rem KA A K A AR A A A AR A AR A A A A A A KA A A A A A A A KA A AR A AA KA A AA R A A KRR R A A KA XAk

rem * "StartFlash"- nothing to do ! - All componentsare up to date

rem KA KK A KA AR A A A AR A AR A A A A A A A A A kA kA Ak Ak kA hk kA hkhk kA kv hkhkrkkkk

rem

@echo Server %$1: "StartFlash"- nothing to do ! - All components are up to
date

@echo %1 -Nothing to do - Actual Firmware already installed >>oklist.txt
goto endchk

rem

:stflok

rem

rem KA A KA AR AR A AR A AR AR A AR A KRR AR A AR A AR AR A AR AR KA AR A AN AR A AR AR A ARk

rem * "StartFlash"- ok -Flash process running - wait for done for this
server

rem * Server is added to WaitServerList

rem KA A KA AR A A A A A AR A A A A A A AR A A A AR A AR A A A AR A AR AR A AR A AR AR A AR Ak Ak,

rem

@echo Server %1: "StartFlash"- ok -Flashprocess running - Please wait for
done

Qecho %1,%2,%3 >>svwaitls.txt

rem

endchk
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File 3

rem KA KK A AR A A A AR AR A A A A AR AR A A A A I AA KA A A AR A A KA R A AR A AR A R A ARk k kK

rem * Cli_work.bat KAk Ak kA hk kA khk kA khkhkhkrk kA khxkk

rem Kk hkkkkkk kA hkhkhkhk bk hkhkhkhhkhkhkhhkhkhkhhkhkhkhhkkhkhrhkhkhkhkhkkhkhkhkhhkkhkrkhkhkkxkhhkxk

rem * Batch File to check states after flash of a special server

rem * If WaitForDone returned timeout, the server will be added to

rem * tmp-list (=WaitServerlist for next schedule)

rem * if WaitForDone returned with ready and no error the server will be

rem * to oklist

reM ¥

rem * Input-parameters:

rem * - cli-work server (%1l) user (%2)

Password (%3)

rem hhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhrhkhkhkhhkhkhkrhkhkhkhhkkhkhkhkhkhkhkrhkhkhkhhkkhkrkhkkhhkk

rem
:start

@echo off

echo off >%1.txt

gfcli -W -N %1 -L %2 -P
if %errorlevel%==1 goto

if %errorlevel%==2 goto

if %Serrorlevel%==3 goto
if %Serrorlevel%==4 goto
if %$errorlevel%==5 goto
if %$errorlevel%==6 goto
if %errorlevel%==7 goto

%3 -F $l.txt
nothtodo
timeout
statenok
readynok
gfierror
nologop

noaccess

if %errorlevel%==10 goto parerror

o

if %errorlevel%==11 goto memerror

if %errorlevel%==0 goto

@echo.

ready-ok

@echo Undefined returncode!

goto endwk

rem

rem KA A KA AR AR A AR A AR A A A A A A KA A A A A A A A KA A A A AR A KA A A AR A A XA A R A A KA XA K

rem * Timeout in this phase is normal

rem * - during Flash there will be more Timeouts

rem * Server is set in tmplist to be scheduled next time

rem hhkhkhkhkhkhkkhkhkhkhkhkhk kb hkhkhkhkhrhkhkhhhkhkhkrhkhkhkhhkhkhkhkhkhkhkhkhrhkhkhkhkhkkhkrkhkkhkhkk

rem
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:timeout

@echo.

@echo - Timeout Server %1 - Go on waiting for a minute

@echo %1,%2,%3 >>svtmpls.txt

goto endwk

rem

rem LR R R R R R R R R R R R R R R e
rem * In case of error after flash, no Cleanup is done

rem * Error situation has to be analyzed (see return-file)
rem KA KK A KA AR A A A AR A AR A A A A A A A A A kA kA Ak Ak kA hk kA hkhk kA kv hkhkrkkkk
rem

:readynok

@echo.

@echo - Ready Server %1 - errors detected - Analysing necessary
goto endwk

rem

rem KA KK A KRR A A A A A A KRR A A A AR AR A A KA A IR AR A A A A R A AR A R A AR A AR A R A A A kK
rem * Great! Flashs are ready (without error) CleanUp them
rem KA A KA A A A I A A kA kA Ak Ak Ak kA hk Ak hkhk Ak hkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrhhkkhkhrkhkx*k
rem

rem hhkhkhkhkhkhkkhkhkhkhkhhkhk bk hkhkhkrhkhkhhhkhkhkrhkhkhkhrkhkhkrhkhkhkhkrhkhkrkhhkkhkrhkhkkhhx
rem * All component of the server were flashed without error
rem * The jobs have to CleanUp

rem KA A KA AR AR A AR A AR AR A AR A KR A AR KA AR A AR AR KA AR AR A AR A AN AR AR AR A A Ak
rem

:ready-ok

@echo.

@echo Flash States "ready" (without errors) for server %1 available
@echo CleanUp flash states for server %1

gfcli -C -N %1 -L %2 -P %3 -F %l.txt

if %$errorlevel%==1 goto nothtodo
if %errorlevel%==2 goto timeoutc

if %errorlevel%==3 goto statenok

if %errorlevel%==4 goto c-oldnok

if %errorlevel%==5 goto gfierror
if %Serrorlevel%==6 goto nologop
if %Serrorlevel%==7 goto noaccess

if %$errorlevel%==10 goto parerror
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if %errorlevel%==11 goto memerror

if %errorlevel%==0 goto cu-ok

@echo.

@echo Undefined returncode!

goto endwk

rem

rem LR R R R R R R R R R R R R R R e
rem * All component of the server were flashed without error
rem * Clean up is done - the Server is set to OK-list

rem KA KK A KA AR A A A AR A AR A A A A A A A A A kA kA Ak Ak kA hk kA hkhk kA kv hkhkrkkkk
rem

:cu-ok

@echo.

@echo Server %$1:All components are flashed without errors
@echo %1 -All components are flashed without errors >>oklist.txt
goto endwk

rem

:c-oldnok

@echo.

@echo CleanUP - Jobs detected not all ok

goto start

rem

rem LR R R R R R R R R R R R R R R

rem * Errors in Wait phase

rem KA KK AR A A A A A A AR A A A A AR AR A A A A I AA KA A A A R A AR AR A AR A A R AR A AR Ak kK
rem

:nothtodo

@echo.

goto endwk

rem

:timeoutc

@echo.

@echo CleanUp, - Timeout???
goto endwk

rem

:statenok

@echo.
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@echo CleanUp or WaitForDone- Wrong state 2?2?72
goto endwk

rem

:gfierror

@echo.

@echo CleanUp or WaitForDone - gfi error ?°?°?
goto endwk

rem

:nologop

@echo.

@echo CleanUp or WaitForDone - No logon parameters ?27?7?
goto endwk

rem

:noaccess

@echo.

@echo CleanUp or WaitForDone - access denied ??°?
goto endwk

rem

:parerror

@echo.

@echo CleanUp or WaitForDone - Parameter error 2?7
goto endwk

rem

imemerror

@echo.

@echo CleanUp or WaitForDonep - Memory error ??°?
goto endwk

rem

:endwk

Input File "ServerList (serverls.txt)":
aster, Administrator, Password
tulip,Administrator, Password
rose,Administrator, Password

carnation,Administrator, Password

Input File "FirmwarePath (fwpath.txt)":
H:\GlobalFlash\GF Primergy Firmware
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7.2

7 Command-Line Interface

CLI Standalone

There is a seperate product "UpdateManagerCLI" that is deliberately meant
for environments where there is no ServerView Operations Manager.

But because there is no SVOM there is one major restriction, when running
under Linux and intending to update a management blade or connection
blade:

As documented in description of the call parameters (Y option) the Inventory
of the management blade or connection blade must exist as afile (Ver-
sionView.sav) and has to be passed via the Y option.

But since there is no SVOM there is no Inventory-Service running and thus
no Inventory file is built on the system.

Thus without providing the Inventory file via other means it is not possible to
update the management blade / connection blade under Linux.

citfs.bat (batch job)

This tool is programmed for Windows command line to add a new server to
the Serverlist and update this server to the latest versions of BIOS, firmware
and drivers. Afterwards the new servers can be administered as usual by the
ServerView GUI.

Requirements

If the ServerView update agent is configured with security (AccountCheck),
a user group must be specified (see "Prerequisites on managed servers" on
page 12 and "Prerequisites on the Central Management Station (CMS)" on
page 16).

Usage of the tool

The tool CITFS (CLI Integration Tool For ServerView) is located on the fol-
lowing directory:

<sv om installation path> \svom\bin\ServerView\OnlineUpdate.
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To execute the tool, open a command prompt and change to specified direc-
tory (see above).

citfs.bat {<IP-Addr> <servername> <community>} [<User>
<Password>] [force]

Description of the parameters
IP-Addr
IP-Address of the new server.
servername
Name of the new server.
community
SNMP-community string.
User / Password
Login user ID and password for access control.

This parameters are only required if the ServerView update agent on the
managed node is configured with AccountCheck.

force

Causes the tool to reboot without the interaction of the administrator after
the updates.

log files

Log files are created in the following directory:
<sv om installation path> \svom\data\Ser-

verView\OnlineUpdate\Logs\<servername>\
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Restrictions
e The repository path might not be a network path.
e Only standard PRIMARGY server can be integrated,

o Blade server or ESXi systems cannot be integrated.

Return values

0 |Script finished successful

1 [Server already exists in the ServerlList

Server not reachable

Server status = not manageable

No access to the repository (see restrictions)
SVOM directory not found

No access to the managed node

Server added to the Serverlist but update/flash failed

OlN|lOO|J]O|PA|W|DN

Syntax error
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Troubleshooting

Error messages in the Update Manager

Below is an overview of the error messages displayed in the Return Text
field in the Job Details dialog box (see "Job Details dialog box" on page
117).

For each message there is a description of the action you can take to elim-
inate the error.

APPL_CURRENTLY_RUNNING
Intemal overiap of program runs

Action
¢ Inthe Job Details dialog, click Show Logfile.

In the log file which opens, you will find a hyperlink to a zip file con-
taining the diagnostics files for the selected job.

o Save the zip file and send it to your Support of Fujitsu Technology
Solutions.

If the update was done successfully but the inventory could not be created
because the scheduled task of Inventory Manager is already running for this
server:

o Check the inventory and the listed updates in Update Manager.
If data is still old:

o Create the inventory manually via Inventory Manager - Server List
tab - Recollect Asset Data from Agents button.
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add job failed
Job initialization error

cleanup failed
Job cannot be deleted

flash failed
Error while updating the managed server

flash timeout
Timeout during completion of the job

manager timeout
Timings exceeded in Update Manager

prepare update failed
Job transfer error

reboot failed
Error while booting the managed server

Action
¢ Inthe Job Details dialog, click Show Lodfile.

In the log file which opens, you will find a hyperlink to a zip file con-
taining the diagnostics files for the selected job.

o Save the zip file and send it to your Support of Fujitsu Technology
Solutions.
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could not transfer job(s)
Job initialization error

pending jobs
Job is in progress or has not been cleaned up

update process aborted
Update process was aborted because the CMS was booted

Action
o Execute the CLEANUP function (see "Cleanup Wizard" on page 79).

o Copy the errored job and restart it.

boot timeout
Timeout during boot process

timeout wait for boot inactive
Error while booting the update agent

Action
o Check the boot sequence in the BIOS and correct it if necessary.

In the BIOS setup, LAN/PXE must be the first entry in the boot
sequence.

e Then restart the managed server.

agent offline
Update agent not found

Action

o Rectify any connection problems.

« If this does not help, reinstall the update agent.
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Flash Cancelled by User
User aborted Flash Abort dialog with Cancel

Action

o Restart the update (via Create Job or Copy Job) after consulting the
user of the updating server.

Applies:
o Managed server with operating system Windows

o GlobalFlash Agent Win <=V4.71.xx configured with Flash Abort
dialog

o Userwas logged in to the console of the managed server and aborted
the Flash Abort dialog with Cancel

jobs on same server not accepted: ”<jobname>" is active
A previously started job is already running on the server
Action
o Check Job Details tab for running jobs relating to this server.

o Wait until the running job has finished before starting a new job.

Previous job for this server was unexpectedly interrupted
Action

o Execute a manual cleanup (Server Details tab > select the server >
click Cleanup).

¢ If the cleanup job produces the same error as the update job, manually
do the following on the management station:
o Change to directory ...\ServerView\ServerView Serv-
ices\scripts\ServerView\OnlineUpdate.

o Check the existence and content of the file <server>.Ick.

o If the <jobname> indicated in the error message is mentioned in
the file <server>.Ick, delete this file.
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job canceled by second failover
Error due to multiple switching of the high availability Cluster

Action
o Execute Cleanup.

e Copy the job and restart it.

ERROR_DC_DATA
Rescanning error caused by Inventory Task

Action

« Within applet Inventory Manager > tab Manage Diagnostics, check
the inventory log-file.
o Select the corresponding server name in the tree view.

o Inthe table, select the task Once Immediately with Descrip-
tion = Inventory Data.

o Select Log: Select the corresponding date.

The content of the selected log file will be shown in the output
field below.

o Check the DB Status

o If following values for DB Status are reported the Inventory was creat-
ed successful but Inventory contains converted data.

o Data Status = Incomplete

o Message = Non-Ascii data converted
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8 Troubleshooting

Error messages in the Download Manager

If the Download Service has stopped working due to missing credentials or
other reasons the following will occur:

¢ Scheduled download tasks will not be started
¢ Once immediate tasks will remain in the status running

All defined tasks will be executed automatically after the ServerView Down-
load Service is started again.

For trouble shooting, please, see "Error messages in the Configuration Wiz-
ard" on page 270.

Below is an overview of the error messages displayed in the Error column on
the LogFiles tab (see "Log Files Tab" on page 165).

For each message there is a description of the action you can take to elim-
inate the error.
Server not in database

The server of this task is not in the database.

Download action is not started, logging file is not created.
Server not manageable

The server of this task is not manageable.

Download action is not started, logging file is not created.
Unsupported server

The download task is not supported for the selected server type.

Download action is not started, logging file is not created.
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No supported and manageable server in group
The group of servers that was assigned for the download task does not
contain supported manageable servers.

Download action is not started, logging file is not created.
Task aborted
The download task is aborted.
Logging file may not be created.
Task aborted due to timeout
The download task is aborted due to a timeout.
Task time not determined
The task time cannot be determined.
Download action is not started, logging file is not created.
Task time not in future
The task is not started because the task time defined is not in the future.
Logging file is not created.
Task not started
The task cannot be started .
Logging file is not created.
Another task for this server already started
Another task is currently running a download for the server.
Logging file is not created.
Task settings invalid
The task cannot be started because the task settings are invalid.

Logging file is not created.
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Initialization error
The download action could not be started successfully.

Logging file is not created.
Possible reason: missing access permissions in the file system (for cre-
ating/removing file or directory in workdir or repository directory).

Download error
The file download from the web server failed.

Uncompression error
The uncompression of the downloaded files failed.

Network problems
The download from the web server failed due to network problems.

Update check not started
The update check failed to start.

Unsupported Server Model
The server model is not supported.

Nol/lllegal Agent
Missing or illegal update agent on the managed node.

Missing Inventory
The inventory is missing.
1. Start the Inventory Manager.
2. Click the Server List tab.
3. Check the Data State column for this server.
If the Data State is not OK, recollect the inventory for this server.
4. Select the serveron the tab.

5. Click Recollect Asset Data from Agents.
If the Data State is still not OK:
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6. Check the ServerView agents on the server.

Remote Access to Repository failed
Remote access to the repository failed.

Update Check Failed
The update check failed.
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8 Troubleshooting

Error messages in the Configuration Wizard

The following error message can occur after activating the configuration task:

Configuration task has not been started on Central Management Sta-
tion. Please, check if ServerView Download Service is stopped and
restart the service. For more details, check system event log mes-
sages with source 'ServerView Update Manager'. It may be that Server-
View Download Service has no credentials for accessing database
ServerViewDB.

Troubleshooting on Windows CMS:

1.

Look for entries in the event viewer:
Windows logs > Application with source ServerView Update Man-
ager and MSSQL$SQLSERVERVIEW

If there are entries containing messages like

Login failed for user '....... '. [CLIENT: <local machine>]
or

Application=DownloadService
Function=resetRepositoryState

resetRepositoryState: am_openDB failed, errMsg=[Microsoft][SQL

Native Client][SQL Server]Login failed for user '........ .

then the ServerView Download Service has no credentials for access-
ing the database ServerViewDB.

In this case:

o Stop the ServerView Download Service.

o Modify the credentials for logon user for the ServerView Download
Service as described in section Update Management Logon in
"Prerequisites on the Central Management Station (CMS)" on page
16.
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¢ Check via the Task Manager if the DownloadServer.exe process
is still running . The process retries several times to connect to the
database and it may take up to 15 minutes until it gives up.

o Stop DownloadServer.exe via the Task Manager or wait until it
stops running.

o Restart the ServerView Download Service using the new cre-
dentials.

3. Inother error situations:

¢ Restart the ServerView Download Service.

Troubleshooting on Linux CMS:

Look for error entries under /var/log/messages with source ServerView
Update Manager and restart the ServerView Download Server.

Linux Mgmt.Station using Repository on Network Drive
Error situation with ntfs filesystems mounted with type cifs
(Samba, occurred with SLES11 SP1, RHELSG)

Samba-mount might use a 64-bit-file-pointer depending on kernel-ver-
sion/Samba-version/size of file systems on Linux. This might force problems
with our 32-bit-applets.

The following error can occur during setting values with Configuration Wiz-
ard > Use existing Repository > Repository on Network Drive although
content of Repository is correct:

Error Remote path <value> does not contain repository
Workaround:

Use additional option -o noserverino for mounting the network drive.
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Management Station with OS=RHELSG, using local DVD drive for
initializing repository from DVD

If you want to initialize your repository from DVD this may fail because you
do not have the right permissions for reading the DVD.

The mount point itself and the directories above must have read access for
user svuser.

When you have inserted the DVD into the local DVD drive the automounter
will mount it automatically to /media/<DVD volume>.

o Check the permissions of this directory.
If you have read permissions for user root only
¢ Umount the DVD drive.

e Mount DVD drive again with the command: mount -t udf -o
ro,mode=555,nodev <DVD drive> <mountpoint>.
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8.5

8.4 Error messages in the Repository Manager

Error messages in the Repository Manager

The following error message can occur after activating an action in the Repos-
itory Manager:

Repository task has not been started on Central Management Station.
Please, check if ServerView Download Service is stopped and restart
the service. For more details, check system event log messages with
source 'ServerView Update Manager'. It may be that ServerView Down-
load Service has no credentials for accessing database Server-
ViewDB.

Tasks from the Repository Manager has been executed from the ServerView
Download Service on the central management station. This error message
will occur if the ServerView Download Service has stopped working. For
detailed troubleshooting, see "Error messages in the Configuration Wizard"
on page 270.

Problems with Single Sign-On

For ServerView Operations Manager since V5.0 and ServerView Update
Agent since V5.0 configured with AccountCheck.

If any of the steps to validate the manager certificate on the managed server
fail (communication between requester and provider, remote connector serv-
ice) the access status of the managed server will be set to restricted and
authentication via logon (user/password) will be used.
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Problems with entries in the tree structure

A managed server was displayed in the tree structure of the Update Manager
/ Download Manager.

After a check run the managed server is no longer visible in the tree structure.

Possible reason

The management controller on the managed server is no longer working.

This causes

1. Theinventory has the value N/A for Chassis.
This can be checked with applet Inventory Manager - Show Inven-
tory.
2. The check for the supported model returns unsupported model.
The managed server is removed from the tree structure of Update Man-
ager / Download Manager.
Solution

Repair the management controller on the managed server.
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8.8

8.7 Problems with components

Problems with components

Situation
BXxxx with 2 management blades.

One of these management blades is degraded.

Solution
Before you update the management blade firmware:
1. Repair the degraded management blade.

or

1. Remove the degraded management blade from Chassis.

2. Recollect the inventory of BXxxx again.

Event ID 2370 on managed node
Concerns Event ID 2370

Windows: Event Viewer
Linux: /var/log/messages

/var/log/fujitsu/ServerViewSuite/SCS/log. SVRemoteConnector

WARN: SSL sends error for the 'handshake tests'. This request will be
ignored ! It might be missing encryption or problems with authentications. For
more technical information see following data:

IP=<ipadr>
SOAP-ENV:Receiver
SSL_ ERROR_SSL

error:140890B2:SSL routines:SSL3_ GET_CLIENT_CERTIFICATE:no cer-
tificate returned

SSL_accept() failed in soap_ssl_accept()
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Event ID 2370 on managed node, caused by Update Management
Configuration requirement:
CMS:

o ServerView Update Manager Win/LX (applet of SV Operations Man-
ager) >=V 5.0 (includes Remote Connector Service >1.06)

Managed node:

o ServerView Agent Win/LX >=V 5.0 (includes Remote Connector Serv-
ice >1.06)

o ServerView Update Agent Win/LX >=V 5.0 configured with Account
Check

o Certificate of CMS ist not installed on managed node !

(=> Update Manager: Agent Access = not certified for this managed
node)

To avoid Event ID 2370 on those servers:

o Install certificate of CMS (IP Address is content of Event ID Entry) on
managed node.

or

e The owner of the CMS should remove this server from applet Server-
List if not needed.
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8.9 Installation/Uninstallation of updateable components without using

Installation/Uninstallation of updateable com-
ponents without using Update Manager

Recommendation: Use ServerView Update Manager to update updateable
components.

If updateable components were updated without Update Manager, follow the
instructions below to update data within the ServerView Operations Manager
database (Update Manager, Inventory Manager, ...):

"drivers and add-on-products" which are contained in Primergy Sup-
port Packages (PSPs):

1.

Update the registry on the managed node (conceming PSPs)

Restart ServerView Update Agent / GlobalFlash Agent (implicit Pri-
meUp -reginit is executed)

or

Change to directory <inst-path>\PrimeUp\current\FSC_SCAN and
call PrimeUp -reginit

Update the inventory on the managed node.
ServerView Agents for Windows:
Restart Agents.

Update the inventory on the management station (implicit check is
executed)

Inventory Manager:

Recollect Asset Data from Agents.
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Firmware/BIOS

1.

Update the inventory on the managed node.
Windows: ServerView Agents for Windows:

Restart Agents.

Linux: ServerView Agents for Linux :

sh /etc/init.d/SVforceVV.sh

Update the inventory on the management station (implicit check is
executed):

Inventory Manager:

Recollect Asset Data from Agents.

SV Update Agent Win <=V4.81.02, Linux <=V4.80-07/GlobalFlash
Agent Win/Linux <=V4.71.01

1.

Update the inventory on the managed node.
Windows: ServerView Agents for Windows:

Restart Agents.

Linux: ServerView Agents for Linux :

sh /etc/init.d/SVforceVV.sh

Update the inventory on the management station (implicit check is
executed):

Inventory Manager:

Recollect Asset Data from Agents.
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