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Chapter 1 Introduction

Congratulationson your purchase of the Barricade. This product is specifically designed for

small office and home office needs. It provides a complete SOHO solution for Internet

surfing and for sharing office resources. Step-by-step instructions make installation easy.

Before installing and using this product, please take the time to read this manual for

complete operating information.

1.1 Functions and Features

Broadband modem and I P sharing

- connects multiple computers to a broadband (cable or DSL) modem or an
Ethernet router to surf the Internet.

Auto-sensing Ethernet Switch

- equipped with a4-port 10/100M bps auto-sensing Ethernet switch.

VPN supported

- supports multiple PPTP sessions and allows you to set up VPN server and VPN
clients.

Printer sharing

- embeds a print server to alow all of the networked computers to share one
printer.

Firewall

- al unwanted packetsfrom outsideintruders are blocked to protect your I ntranet.
DHCP server supported

- dl of the networked computers can retrieve TCP/I P settings automatically from
the Barricade.

Web-based configuring



- configurable through any networked computer’ sweb browser using Netscape or

Internet Explorer.

Access Control supported

- allowsyou to assign different access right for different users.

Virtual Server supported
- enables you to expose WWW, FTP and other services on your LAN to be

accessible to Internet users.

User -Definable Application Sensing Tunnel

- users can define the attributes to support the specia applications requiring
multiple connections such as Internet gaming, video conferencing, Internet
telephony, et al. Then this product can sense the application type and open a

multi-port tunnel for it.

DMZ Host supported
- dlows anetworked computer to be fully exposed to the Internet; thisfunction is
used whenthe special application sensing tunnel featureisinsufficient toalow an

application to function correctly.

1.2 Packing List

Barricade Broadband Router
Installation CD

Power adapter

Two CAT-5 UTP Ethernet cables



Chapter 2 Hardware Installation

2.1. Panel Layout

2.1.1. Front Panel

Figure 2-1 Front Panel

1-4 LAN port socket (RJ-45). These are where you will connect to devices on your
local area network. (adapter, hub, or switch, e.g.)

2.1.2. Rear Panel

Figure 2-2 Rear Panel

PRINT Parallel port connector (25-pins D-type female). This is where you
connect the shared printer.

WAN WAN port socket (RJ-45). Thisis where you connect to your Cable or
DSL modem or an Ethernet router.

COM Seria port connector (9-pins D-type mal€). This is where you connect

your 56K modem. (This port is also a console port.)



2.1.3. Top Panel

LAN Port 1-4
WAN

M1

IP Sharer + Print Server

Figure 2-3 Top Pandl
LAN port indicators, Green. The LED flashes when the LAN port is
sending or receiving data.
WAN port indicator, Green. The LED flashes when the WAN port is
sending or receiving data.

System status indicators, Orange. M1 flashes once per second to
indicate the system is functioning properly.

2.1.4. Left Side Panel

1. Power

2. Switch

| 2

Figure 2-4 Left Side Panel

Power inlet. This is where you connect the included power adapter.
Note: Theincluded power adapter is DC 5V/1A. Using the wrong type
of power adapter may cause damage.

Power switch.

2.2. Ingtallation Requirements

The Barricade can be positioned at any convenient place in your office or home. No special

wiring or cooling reguirementsare needed. Y ou should, however comply with thefollowing

guidelines:



® Place product on aflat horizontal plane.
® Keep product away from any heating devices.
® Do not place product in adusty or wet environment.

The recommended operational specifications of this product are:
Temperature 0°C ~ 55°C
Humidity 5% ~ 90%

Y ou should also remember to turn off the power, removethe power cord from the outlet, and
keep your hands dry when you install the hardware.

2.3. Procedurefor Hardware I nstallation

1. Set up LAN connection: Connect an Ethernet cable from your computer’ s Ethernet
adapter to one of the LAN ports.

Broadband IP $harar

To LAN

~ LANCARD
Figure 2-5 Setup of LAN connections for this product.

2. Set up WAN connection: Prepare an Ethernet cable for connecting this product to
your Cable/DSL modem or Ethernet backbone. Figure 26 illustrates the WAN

connection.

3. Connecting the Barricade with your printer: Usethe printer cableto connect to the
printer port of this product.
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CableDSL modem N, ¥

Printer

Figure 2-6 Setup of WAN and Printer connections for this product.

4. Power on:
Connect the power cord to power inlet and turn the power switch on. The Barricade
will automatically enter the self-test phase. When it is in this phase, the indicator M1
will light up for about 5 seconds, and then M1 will flash 3 times to indicate that the
self-test operation is complete. Finaly, the M1 will continuously flash once per second
to indicate that this product is operating normally.



Chapter 3 Network Settings and Software Installation

To use the Barricade correctly, you must properly configure the network settings of your
computers and install the attached setup program into your MS Windows platform
(Windows 95/98/NT).

3.1 Setting your computer network settings properly

The default IP address of the Barricade is 192.168.123.254, and the default subnet mask is
255.255.255.0. These addresses can be changed to fit your needs, but the default values are
used in this manual. If the TCP/IP environment of your computer has not yet been
configured, you can refer to Appendix B to configure it. For example,
1. configure IP as 192.168.123.1, subnet mask as 255.255.255.0 and gateway as
192.168.123.254
2. configure your computer to load the TCP/IP setting automatically, i.e., viaDHCP
server.
After installing the TCP/IP communication protocol, you can use the pi ng command to
check if your computer has successfully connected to this product. The following example
shows the ping procedure for Windows 95 platforms. First, execute the ping command

pi ng 192.168. 123. 254

If the following messages appear:
Pi ngi ng 192. 168. 123.254 with 32 bytes of data:
Reply from 192. 168. 123. 254: bytes=32 ti ne=2ns TTL=64

a communication link between your computer and this product has been successfully
established.

If you get the following message:
Pi ngi ng 192. 168. 123.254 with 32 bytes of data:

-10-



Request timed out.

there has been an error in your installation procedure. Please go through the following

checklist to ensure proper installation:
1. IstheEthernet cable correctly connected between theBar ricade and your computer?

Tip: The LAN LED of this product and the link LED of the network card on your
computer must belit.

2. Isthe TCP/IP environment of your computer properly configured?

Tip: If the IP address of this product is 192.168.123.254, the IP address of your
computer must be 192.168.123.X and default gateway must be 192.168.123.254.

3.2 Ingall the Softwareinto Your Computers

SKip this section if you do not want to use the print server function of this product.

Step 1. Insert the installation CD into your computer’ s CD-ROM drive. The following
window will be shown automatically. If it is not, please run “install.exe’ on the
CD-ROM.

-11-



Step 2: Click on the INSTALL button. Wait for the following Welcome dialog to appear,

and click on the Next button.

‘Welcome to the Barricade Setup program. This
program will install Baricade on your computer.

It iz strongly recommended that you exit all ‘Windows programs
befare rmunning this S etup program.

Click Cancel to quit Setup and then cloge any programs pou
have running. Click Next to continue with the Setup program.

WARMING: This program iz pratected by copyright law and
intemational treaties.

Unautharized reproduction ar distribution of this program, or any
portian of it may result in severe civil and criminal penalties, and
will be prozecuted to the maximum extent possible under law.

Cancel

Step 3: Select the destination folder and click on the Next button. The setup program will
then begin to install the programs into the destination folder.

Setup will inztall Barricade in the following folder.
Ta install to this folder, click Mest.

Ta install to a different folder, click Browse and select another
falder.

“Y'ou can chooze not to install Baricade by clicking Cancel to exit
Setup.

C:\Program Files\SMCAB aricade Browse. . |

" Destination Folder

< Back Cancel |
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Step 4: When the following window is displayed, click on the Finish button.

Setup Complete

Setup has finizhed instaling Baricade on your computer,

Click Finish to complete Setup.

< Back

Step 5: Select the item to restart the computer and then click the OK button to reboot your

computer.

To complete the Baricade set up, please remember ta reboat your
camputer.

% ez, | want ko restart my computer now.

€ Mo, | will restart my computer later.

Step 6: After rebooting your computer, the software installation procedure is concluded.

Y ou can now configure the Internet Sharer (refer to Chapter 4) and set up the Print Server
(refer to Chapter 5).
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Chapter 4 Configuring the Barricade

This product provides a Web-based configuration scheme, which is configurable by
Netscape Communicator or Internet Explorer. This approach can be adopted on any MS
Windows, Macintosh or UNIX based platform.

4.1 Startup and Login

] e Edit ¥iew Favorites Tools Help |
| Address |1 hup:i192. 168,123,254/ | @do

Multi-Functional Broadhand AT Router

User's Main -
Menu System Status
Item WAN Status Sidenote
Lease Tume G0.00.00
TP Address 0.0.00
fault: admin} Bubnet Mask 0000

Grateway 0000

.
Domain Name Server 0.0.00

Activate your browser, and disable the proxy or add the I P address of the Barricade into
the exceptions. Then type this product’ s IP address in the Location (for Netscape) or
Address (for Explorer) field and press ENTER. For example: http://192.168.123.254.

After the connection is established, you will see the web user interface. There are two
appearances of the web user interface: for general users and for system administrator.

Tolog in asan administrator, enter the system password (the factory settingis” admin®) in
the System Password field and click the Log in button. If the password is correct, the web
appearance will be changed into administrator configure mode. Aslisted in its main menu,

there are several optionsfor system administration.
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4.2 Status

] T

| Eile Edit YView Favorites Tools Help ‘
| Address [€1 huip:i/192. 166,123,254/ =l 6o

ulti-Functional Broadband AT Eouter

Administrator's
Main Menu System Status
at Item WA Status Sidenote
Lease Tirme 00:00:00 Renewr |
Erimary Setup TP Address 0000
Subnet Mask 0.0.0.0
Gateway 0.0.0.0
Dormain Name Server 0.0.0.0
Item Peripheral Status Sidenote
Moder ot ready
Printer Mot ready

Help | Refresh |D1sp1ay time: 07/11/2000 17:57:0%

This option provides the function for observing the product’ s operating status:

A. WAN Port Status.
If the WAN port is assigned a dynamic IP, there may appear a “Renew” or

“Release” button on theSdenote column. Y ou can click this button to renew or
release the [P manually.

B. Modem Status.

C. Printer Status. The possible kinds of printer statusinclude “ Ready,” “ Not ready,”

“Printing..”, and “ Device error.”

When a jobisprinting, there may appear a*“ Kill Job” button on the Sidenote

column. You can click thisbutton to kill the current printing job manually.
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4.3 Toolbox

ud 114

JExle Edit Wiew Favorites Tools Help ‘
| Address [&) hupi#/192: 168, 123254/ =] @G0

Administrator’s

Iulti-Functional Broadband NAT Router

Main Menu Administrator's Toolbox

Change Administrator's Password

Primary Setup Sldasswond ||
New Password
Reconfirm

— Clear

Miscellaneous Information & Commands

s Firmware version: R1.86
o WAN's MAC Address: 00-50-18-56-11-12

View Log | Rebuutl Clone MAC

| ntornst

This option enables you to change the administrator password. Also, you can obtain

information about Firmware version and WAN's MAC Address.

You can aso reboot the Barricade by clicking the Reboot button.

The Clone MAC button is useful when your ISP, such as Media One, binds (or locks) your

connection to a specific MAC address. Please refer to Appendix C.2 for details.

Note: we strongly recommend that you change the system password for security reasons. If

you forget the system password, please refer to Appendix A to reset a new one.
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4.4 Primary Setup

2 and 2 Console crosoft Internet Explorer |- (O] x]
| Ele Edit Yiew Favoritss Iools Help |
| Addrese [&] hups192, 168, 123254/ x| @G

Multi-Functional Broadband MAT Router

Administratoer's .
Main Menu Primary Setup

Item Setting

P LAN TP Address 192.168.123.254
P WAN Type Dynamic IP Address Change. ..
P Host Mame (optional)

P Eenew IP Forever [T Enable

Save Undol Help

Thisoption enablesthe product to work properly. The setting items and the web appearance
depend on the type of WAN. Choose the correct WAN.

1.

LAN IP Address: The default IP addressis 192.168.123.254. Y ou can change it to fit
your needs.
WAN Type: WAN connection type of your I SP. Y ou can click Change button to choose
acorrect one from the following four options:

A. Satic IP Address: ISP assignsyou a static | P address.

B. Dynamic IP Address: Obtain an IP address from ISP automaticaly. If you are a

user of @Home service, please refer to Appendix C.1 for the setup procedure.

C. PPP over Ethernet: Some ISPs require the use of PPPoE to connect to their
services.

D. Dial-up Network: To surf the Internet via PSTN/ISDN.
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4.4.1 Static |P Address

WAN IP Address, Subnet Mask, Gateway, Primary and Secondary DNS: enter the proper
setting value provided by your ISP.

4.4.2 Dynamic | P Address
1. Host Name: optional. Required by some ISPs; for example, @Home.

2. Renew IP Forever: this feature enables the Barricade to renew the |P address

automatically when the lease time is expired, evenif the systemisin an idle state.
4.4.3 PPP over Ethernet

1. PPPoE Account and Password: the account and password that your |SP assigned to

you. If you don't want to change the password, leave it empty.
2. PPPOE Service Name: optional. Input the service name if your | SP requiresit.

3. MaximumIdleTime: the elapsed time of no activity to disconnect your PPPOE session.
Setting it to O will disable thisfeature.

4.4.4 Dial -up Network

1. Dial-up Telephone, Account and Password: assigned by your ISP. If you don't want to

change the password, leave it empty.

2. Primary and Secondary DNS: automatically assigned if they are configured as
"0.0.0.0."

3.  MaximumIdleTime: the elapsed time of no activity to disconnect your dial -up session.

4. Baud Rate: the communication speed between this product and your MODEM or
ISDN TA.

5. Extra Setting: needed to optimize the communication quality between the ISP and
your MODEM or ISDN TA
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4.5 DHCP Server

 Internet Explorer

| File Edit ¥iew Favorites
| Address [ 81 htp://192.168.123.254/ ~| @G

Multi-Functional Broadband NAT Router

Administrator's

Main Menu DHCP Server
Item Setting
» DHCP Server @ Dizable © Enable
R » P Pool Starting
Primary Setup Address I'l 00

¥ IP Pocl Ending Address |199

» Domain Name I

Save | Undo | Helpl

The settings of the TCP/IP environment include Host I P, Subnet Mask, Gateway, and DNS
configurations. It is not easy to correctly configure al the computers in your LAN

environment. Fortunately, DHCP provides a rather smple approach to handle al these
settings. This product supports the function of DHCP server. If you enable this product’ s
DHCP server and configure your computers as “ automatic | P alocation” mode, when your
computer is powered on it will automatically load the proper TCP/IP settings from this

product. The settings of DHCP server include the following items:
1. DHCP Server: Choose“ Disable” or “ Enable.”

2. Range of IP Address Pool: Whenever there is a request, the DHCP server will
automatically allocate an unused | P address from the | P address pool to the requesting
computer. Y ou must specify the starting and ending address of the | P address pool.

3. Domain Name: Optiona; this information will be passed to the client. Required by

some | SPs, for example, @Home.
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4.6 Virtual Server

A E MAT Ronter Web-C i ft Internet Explorer | _ O] x|
J File Edit WView Favorites Tocls Help |
| Address [@] hitp://192.168.123.254/ ~| @G

Multi-Functional Broadband MAT Router

Administrator’s ]
Main Menu Virtual Server
D Service Port Server I[P Enable
- 1 |21 192 168.123 | I
Primary Setup 2 |8O 192 168123 |2 o2
3 |1?23 192.168.123 |6 v
4 | 192.162.123. O
3 | 192.162.123. -
. EEE e -
7 AUTH (113) 23 -
3 |
8 | FTP (21} 23. O
POPS (110}
9 I PRTP (1723) |23 =
10 | SWTP (25) 23 |

TELNET (23}
WEB (80}

Well known services |-- Select one - =

Savel Unda | Helpl

Copy to |]Dm

The Barricadé s NAT (Network Address Trandation) firewall filters out unrecognized
packets to protect your Intranet, so al hosts behind this product are invisible externally.
You can, if you desire, make some of them accessible by enabling the Virtual Server
Mapping.

A virtual serverisdefinedasaService Port, and al requeststo this port will beredirected to
the computer specified by the Server |P.

For example, if you havean FTP server (port 21) at 192.168.123.1, aWeb server (port 80) at
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192.168.123.2, and aPPTP VPN server at 192.168.123.6, you need to specify thefollowing

virtual server mapping table:

Service Port Server |IP Enable
21 192.168.123.1 V
80 192.168.123.2 \Y;
1723 192.168.123.6 V
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4.7 Special AP

JEﬂe Edit Wiew Favorites Tools Help ‘
| Addvess [#] hitp:f192, 168,123,254/ x| #Go

Iulti-Functional Broadband AT Eouter

Administrator's
Main Menu Special Applications
ID Trigger Incoming Ports Enable
B 1 [p112 [6112 [
Primary Setup 2 |s54 [s970-6999 2
3| | O
4 | [ O
Fopular applications Quick Time 4 ~| Copyto |ID IE
-- select one —
Batlle.net
Undo | Help| Diglpad
ICU I
MSN Gaming Zone
FC-to-Fhone
Cuick Time 4

Some applications require multiple connections, such as Internet games, video
conferencing, Internet telephony and others. Dueto thefirewall function, these applications
can not work with a pure NAT router. Special Applications alows some of these
applications to work with aNAT router. If the Special Applications are till insufficient to
allow an application to function correctly, try DM Z host in theMiscellaneous Items options.

1. Trigger: the outbound port number that the application assigned first.

2. Incoming Ports: when the trigger packet is detected, the inbound packets to the
specified port number are allowed to pass through the firewall.

This product provides some predefined settings in the gray pad on the bottom of the web
page. Choose the Popular application and click Copy to copy the predefined setting.

Note: Only one PC can use each Special Applicationstunnel at onetime.
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4.8 Access Control

File Edit View Faveritess Tools Help
Address |@ hitp:d/192. 168,123 254/ LI @Go

Ifulti-Functional Broadband NAT Router

Administrator's
Main Menu Access Control

Item Setting
P Access Control W Enable
P Default Group: all hosts except those listed on the other groups

[Alow =] ports |
P Sroup 1 members |100—199
[low =] ports  [25.53,80,110
» Group 2 mermbers [50-99
[Block =] perts  [27.119

» Group 3 mermbers [1-9,20]

[Block =] ports |

Undo | Help

Access Control alows you to assign the access right for each user. First, you must divide
usersinto different groups, asidentified by their |P addresses. Y ou can assign the members
of Group 1, 2 and 3. The others are all members of Default Group. Second, you must assign
the accessright of each group. The accessright can allow or block usersto access specified

TCP and UDP ports. For example:

Group | Members Access Right Comments
Default - Allow () No accessright (allow nothing)

Can browse(80), receive(110)
and send(25) email only
Cannot read net news(119) and
FTP(21) only

Group 3 1-9,20 |Block () Fully access (block nothing)

Group1 | 100-199 |Allow (25,53,80,110)

Group2 | 50-99 |Block (21,119)
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4.9 Miscellaneous [tems

3 NAT R Wkt :
| File Edit ¥iew Favorites Tools Help |
| Address [@1 nttp=//192. 168,123,254/ | #de

Multi-Functional Broadband MAT Router

A dministrator's
Main Menu Miscellaneous Items
Item Setting Enable
b IP Address of DIMZ Host 192.168.123.'9 ol
Primary Setup P Eermote Administrator Host IU.U.U 0 O

Savel Undo | Help

1. 1P Address of DMZ Host: The DMZ (Demilitarized Zone) Host is a host without the
protection of a firewall. It allows a computer to be exposed to unrestricted 2-way
communication. (Note that this feature should be used only when needed.)

2. Remote Administrator Host: In general, only Intranet users can browse the built-in
web pages to perform administration tasks. This feature enables you to perform
administration tasks from a remote host. When this feature is enabled, only the
specified 1P address can perform remote administration. If the specified IP address is
0.0.0.0, any host can connect to this product to perform administration tasks. When this
featureis enabled, the web port will be shifted to 88.
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Chapter 5 Print Server

The Barricade provides the function of a network print server for MS Windows 95/98/NT
and Unix based platforms.

5.1 Configuring on Windows 95/98 Platforms

After you complete the software installation procedure described in Chapter 3, your
computer possessesthe network printing facility provided by this product. For convenience,
we call the printer connected to the printer port the server printer. On a Windows 95/98
platform, open the Printers window in the My Computer menu:

B3 Printers =] E3
File Edt “iew Help

L L

Add Frinter  HF Lazerlet!  HPLazewlet[...
{BLIPCL] ¢ Chinese]

|4 object(z] A
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Y ou now can configure the print server:

1. Find the corresponding icon of your server printer, for example, theHP Laser Jet 6L.

Right click on that icon, and then select the Properties item:

HP Laserlet BL [PCL) Properties

2. Click theDetailsitem:

HP Laserlet 6L [PCL) Properties

HF Laserlet EL [PCL] I

|

_
_
_SooolSetiegs.. | _PantSetings.. |




3. Choosethe“PRTmate: (All-in-1)" from the list attached under the Print To item. Be
sure that the Printer Driver item is configured to the correct driver of your server

printer.

4. Click thePort Settings button:

Enter the Product IP
[132168123.250 Cancel

Typein the IP address of this product and then click the OK button.
5. Makesurethat all the settings mentioned above are correct, then click theOK button.

5.2 Configuring on Windows NT Platforms

The configuration procedure for a Windows NT platform is similar to that of Windows

95/98 except the screen of printer Properties:

%% Hewlett Packard LaserJet 6L Properties EHE

Gereral Ports ISchEduhngl Sharingl Secunlyl Device Selhngsl

Hewlett Packard Laser)et GL
=l

Frint to the following portz). Documents will print to the first free

checked port

Part | Dezcription | Printer |:|

CILPTZ: Local Port

[ comt Local Port J

[ comz Local Port

[] comM3 Local Port

[] COM4 Local Part

] FILE: Local Port

Local Port

[ Faxmate Local Port Hewlett Packard L... j
Add Part,.. | Delete Port Configure Port... |

¥ Enable bidirectional suppart
I Enable printer pooling

Cancel |
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Compared to the procedure in the last section, the selection of Detailsis equivaent to the
selection of Ports, and Port Settings is equivaent to Configure Port.

5.3 Configuring on Unix based Platforms

Please follow the traditional configuration procedure on Unix platformsto set up the print

server of this product. The printer nameis*“Ip.”

-28-



Appendix A: Console Mode

When you forget the system password or the | P address for this product, you need to enter
the console mode to reset them.

Before invoking the console program, be sure to find a null modem cable and use it to
connect from this product’ s COM port to your computer’ s COM port. Then, execute a
termina program, such as the Hyper Terminal of MS Windows 95. The connection
parameters should be set to 19200 8-N-1. Be sureto reboot the Barricade. When the M1
indicator starts flashing regularly, you can press the “ Enter” key severa times. There

should be some messages, and console prompt ">" appearsin the terminal.

In the console mode, you may reset the |P address and the system password of this product.
Please remember to execute the SR command to save the changes you have made. For
example,

| P 192. 168. 123. 254
PW adm n
SR

RTS RTS

CTS CTS

@J GND L&

19200-N-8-1

Schematic diagram of null modem cable
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Appendix B: TCP/IP Configuration for Windows 95/98

This section will show you how to install the TCP/IP protocol into your personal computer.

If you are unfamiliar with it, please refer to your network card manual. Also, Section B.2
shows you how to set TCP/IP values to operate the Barricade correctly.

B.1 Installing TCP/IP protocol into your PC

1.
2.

Click the Start button and choose Settings, then click Control Panel.

Double click the Network icon and select the Configuration tab in the Network
window.

Click the Add button to add the network component into your PC.

Double click Protocol to add TCP/IP protocol.

Select Network Component Type

Click the type of nebwork companent pou want ta install

Add.

Cancel I

! Protocol iz a language’ a computer uses. Computers
| must use the same protocal to communicate.
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5. Select theMicrosoft item in themanufacturerslist. And choose TCP/I P in theNetwork
Protocols. Click the OK button to return to the Network window.

Select Network Protocol

S Click the Metwaork Protacal that you want to install, then click OK. IF pou have
1 an irstallation disk for this device, click Have Disk.

Ianufacturers:

Metwork Protocals:

Fast Infrared Protocal ‘:J
P45 P-compatible Protocol

Microsoft 32-bit DLC

Microsoft DLC

MNetBEL

Have Disk.. |

Cancel I

6. The TCP/IP protocol will be listed in the Network window. Click OK to complete the
install procedure and restart your PC to enable the TCP/IP protocol.

B.2 Setting TCP/IP protocol to work with the Barricade

1. Click the Start button and choose Settings, then click Control Panel.
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2. Double click the Network icon. Select the TCP/IP line that has been assigned to your

network card in the Configuration tab of the Network window.
Metwork [2]x]

Canfiguiation I Idenlificalinnl Access Eunlmll

The following network components are installed:

File and printer sharing for Microsoft Metworks

Add... | FRemove | Fioperties |

PFrimary Metwork Logon:
IEhent for Microsaft Networks j

File and Frint Sharing... |

Description
TCPAP is the protocal you use to connect tao the Intermet and
wide-area networks.

Cancel

3. Click the Properties button to set the TCP/IP protocol for the Barricade.
4. You have now two setting methods:

A. obtainIPviaDHCP server
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a Select Obtain an I P address automatically in the |P Address tab.

TCP/IP Properties

Bindings | Advanced | NetBIOS ]
DNS Configuration ; Gateway ; WINS Configuration P Address

A IP address can be automatically assigned to this computer.
IF wour network. does not automatically assign IP addiesses, ask
your network, administrator for an address, and then type it in
the tpace below,

Cancel ;

b. Don' tinput any valuesin the Gateway tab.

TCF/IP Properties [ 2]

Bindings | Advanced | NetBIOS |
DNS Configuration  Gateway ;WINS Configuration ; IP Addiess

The first gateway in the Installed Gateway list will be the default.
The address order in the list will be the arder in which these
machines are used

Mew gateway:

~ Installed gateways

Cancel ;
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c. Choose Disable DNS in the DNS Configuration tab.

TCF/IP Properties EHE

| Gateway | WING Configuation | IF Address |
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B. Configurethe IP manually

a Select Specify an | P addressin thelP Address tab. The default | P address
of this product is192.168.123.254, Y ou should use 192.168.123.xXX (XXX

is between 1 and 253) for IP Address field and 255.255.255.0 for Subnet
Mask field.

TCF/IP Properties [ 2]

Bindings | Advanced | NetBlOS ]
DINS Configuration | Gateway I “WINS Configuration |P Addiess

A |P address can be automatically assigned to this computer,
IF pour network. does not automatically assign IF addiesses, ask
your network. administrator for an address, and then type it in
the space below.

" Obtain an IP addiess automatically

' Specify an |P address:

IF Address: 192.168.123.115

Cancel |
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b. Inthe Gateway tab, add the IP address of this product (default IP is
192.168.123.254) in the New gateway field and click Add button.

TCP/IP Properties

Bindings | Advanced | NetBIOS |
DNS Corfiguration  Gatewap IWINS Configuration | IP &ddiess

The first gateway in the Installed Gateway list will be the default.
The address order in the list will be the arder in which these
machines are used.

Hew gateway:

192.168.123 254 sl |

Installed gateways:

Femove

Cancel |
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c. IntheDNSConfiguration tab, add the DNS values which are provided by
the ISP into DNS Server Search Order field and click Add button.

TCP/IP Properties
Bindings |  Advanced | MNeBIOS |
DNS Configuration I Gateway I “WINS Configuration | |P &ddress
" Disable DNS

—{* Enable DNS

Host: [y Cmpue Do |

DNS Server Search Order
168. 95 .192. 1] Add

168.95.1.1 Bemoye |

omain Suffix Search Order —————
| el
Femoye |

[=]

Cancel |

That' sit. You are now ready to start using your Barricade!
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Appendix C: Installation Guide For Specific ISP

The WAN types provided by Barricade will cover amost all types of ISP services. Some

ISPs, however, have proprietary authentication methods. For example, MediaOne binds

your connection with a registered MAC address, @Home assigns you a hostname and

reguires you to set up the domain name.

Thisappendix describesthe procedure to configure your Barricade to work with thesetypes

of ISPs.

C.1 @Home

1. Login assystem administrator and click "Primary Setup."

2. Configurethe WAN type as "Dynamic IP Address.”

3. Inthe 'Host Name" field, you must key in the host name specified by your 1SP. Say,
"C123456-A."

4. Savethe setting for "Primary Setup."”

5. Please click "DHCP Server" setting, and configure the domain name as the one
specified by your 1SP. Say, "xxx.yyy.home.com".

6. Savethe setting and reboot the Barricade.

7.  After the Barricade isworking, please run WINIPCFG in your Windows platform and
release and renew the | P address manually. This step ensures that your PC obtains the
correct TCP/IP setting from the newly configured Barricade.

8. Closeall browsers and restart the browser.
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C.2MediaOne

1

9.

Be sure you have a computer that is already set up to access MediaOne and that the
MAC address of the Ethernet adapter used in this computer is the one registered with

your 1SP. Please use this computer and Ethernet adapter to perform the following
steps.

Connect the Ethernet adapter to any LAN port of the Barricade and connect the cable
modem to the WAN port of Barricade.

Power on the Barricade. After it isworking, please run WINIPCFG in your Windows
platform and release and renew the IP address manually. This step ensures that your
PC obtains the correct TCP/IP setting from the newly configured Barricade.

Log in as system administrator and click "Primary Setup."
Configure the WAN type as "Dynamic | P Address."

Save the setting for "Primary Setup.”

Click "Toolbox" and check the WAN's MAC Address.

Click "Clone MAC" button. It will copy the MAC addressof the Ethernet adapter used
inyour computer and change the WAN's MAC Address.

Reboot Barricade.

NOTE: You can restore the WAN's MAC Address by clicking the "Restore MAC" button.
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