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Copyright Notice

© 2006 All rights reserved. No part of this document may be reproduced or transmitted in any form or
by any means, electronic or mechanical, for any purpose, without the express written permission of
the seller.

Disclaimer

Information in this document is subject to change without notice. The statements, configurations,
technical data, and recommendations in this document are believed to be accurate and reliable, but
are presented without express or implied warranty. The seller therefore assumes no responsibility and
shall have no liability of any kind arising from the supply or use of this document or the material
contained herein.

Statement of Conditions

In the interest of improving internal design, operational function, and/or reliability, the seller reserves
the right to make changes to the products described in this document without notice.

The seller does not assume any liability that may occur due to the use or application of the product(s)
or circuit layout(s) described herein.

In addition, the program and information contained herein are licensed only pursuant to a license
agreement that contains restrictions on use and disclosure (that may incorporate by reference certain
limitations and notices imposed by third parties).

Trademarks

All other product or service names mentioned in this document may be trademarks of the companies
with which they are associated.



Safety and Precaution

For Installation

For Using

For Service

Caution

O

Use only the type of power source indicated on the marking labels.
Use only power adapter supplied with the product.

Do not overload wall outlet or extension cords as this may increase the
risk of electric shock or fire. If the power cord is frayed, replace it with a
new one.

Proper ventilation is necessary to prevent the product overheating. Do
not block or cover the slots and openings on the device, which are
intended for ventilation and proper operation. It is recommended to
mount the product with a stack.

Do not place the product near any source of heat or expose it to direct
sunlight.

Do not expose the product to moisture. Never spill any liquid on the
product.

Do not attempt to connect with any computer accessory or electronic
product without instructions from qualified service personnel. This may
result in risk of electronic shock or fire.

Do not place this product on unstable stand or table.

Power off and unplug this product from the wall outlet when it is not in
use or before cleaning. Pay attention to the temperature of the power
adapter. The temperature might be high.

After powering off the product, power on the product at least 15
seconds later.

Do not block the ventilating openings of this product.

When the product is expected to be not in use for a period of time,
unplug the power cord of the product to prevent it from the damage of
storm or sudden increases in rating.

Do not attempt to disassemble or open covers of this unit by yourself. Nor
should you attempt to service the product yourself, which may void the user’s
authority to operate it. Contact qualified service personnel under the following
conditions:

O

O
O
O

o 0o

If the power cord or plug is damaged or frayed.
If liquid has been spilled into the product.
If the product has been exposed to rain or water.

If the product does not operate normally when the operating instructions
are followed.

If the product has been dropped or the cabinet has been damaged.
If the product exhibits a distinct change in performance.

Any changes or modifications not expressly approved by the party

responsible for compliance could void the authority to operate
equipment.
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FCC

This equipment must be installed and operated in accordance with provided
instructions and a minimum 20 cm spacing must be provided between computer
mounted antenna and person’s body (excluding extremities of hands, wrist and feet)
during wireless modes of operation.

FCC Class B Notice

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions:

(1) this device may not cause harmful interference;

(2) this device must accept any interference received, including interference that
may cause undesired operation.

Note:

This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential
installation. This equipment can generate, use and radiate radio frequency energy
and, if not installed and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause
harmful interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

® Reorient or relocate the receiving antenna.
® Increase the separation between the equipment and receiver.

® Connect the equipment into an outlet on a circuit different from that to which
the receiver is connected.

®  Consult the dealer or an experienced radio/television technician for help



Before You Use

Before You Use

Thank you for choosing this Integrated Access Device. With the asymmetric
technology, this device runs over standard copper phone lines. In addition, ADSL
allows you to have both voice and data services in use simultaneously all over one
phone line.

SLI-5310/SLI-5310-1 IAD is a DSL broadband access device which allows ADSL
connectivity while providing voice over IP function for home or office users. It
supports ADSL2/ADSL2+ and is backward compatible to ADSL, even offers
auto-negotiation capability for different flavors (G.dmt, G.lite, T1.413 Issue 2, or
ADSL2/ADSL2+) according to central office DSLAM’s settings (Digital Subscriber
Line Access Multiplexer). To benefit users’ access to the Internet, 4-port 10/100
Mbps Ethernet switch hub is equipped with this IAD. Also the feature-rich routing
functions are seamlessly integrated to ADSL service for existing corporate or home
users. Now users can enjoy various bandwidth-consuming applications via the
SLI-5310/ SLI-5310-1 IAD.

Unpacking

Check the contents of the package against the pack contents checklist below. If any
of the items is missing, then contact the dealer from whom the equipment was
purchased.

v' Integrated Access Device
v' Power Adapter and Cord

v" RJ-11 ADSL Line Cable

v" RJ-45 Ethernet Cable

v’ USB Cable

v" Phone Cable

v PSTN Cable

v" Quick Start Guide

v Driver & Utility Software CD

Features

ADSL Compliance
ANSI T1.413 Issue 2

ITU G.992.1 Annex A (G.dmt)
ITU G.992.2 Annex A (G.lite)
ITU G.994.1 (G.hs)

Support dying gasp

NRTITVBRI W

Maximum Rate: 8 Mbps for downstream and 1 Mbps for upstream
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ADSL2 Compliance

@

ITU G.992.3 Annex A (G.dmt.bis)

& Maximum Rate: 12 Mbps for downstream and 1 Mbps for upstream

ADSL2+ Compliance

&

ITU G.992.5 Annex A

©  Maximum Rate: 24 Mbps for downstream and 1.2 Mbps for upstream

Voice over IP Features

=

R VDRIV

RV

ARTITVR

Call Feature: basic outgoing and incoming call, Call Waiting, Three Party
Conference, Call Transfer, Caller ID

Call Control: support MGCP (RFC2705) or SIP (RFC3261)
Voice Transport: compliance to RTP (RFC1889)
Voice Codec: G.711 (a-law and u-law), G.726, and G.729A

Tone/Ring Signal: compliance to North America, UK, France, Netherlands,
Japan, and China

Tone Generation: support dial tone, ring back tone, busy tone, ring tone, and
various tones on demand

Tone Detection: support DTMF

Echo Cancellation: compliance to G.168
Support FAX/Analog Modem function
Support T.38 Fax relay”

Support RFC2833 RTP Payload for DTMF Digits, Telephony Tones and
Telephony Signals

Two VOIP (FXS) ports for VOIP phone calls

Both VOIP ports supporting intelligent lifeline backup

Manual selection of PSTN mode or VOIP mode while making a phone call
Automatic selection of PSTN phone call on dialing the emergency calls

Traffic flow control to guarantee voice quality

ATM Features

RVTVARRR W

x

Compliant to ATM Forum UNI 3.1 / 4.0 Permanent Virtual Circuits (PVCs)
Support up to 16 PVCs for UBR, CBR, VBR-nrt, VBR-rt with traffic shaping
RFC2684 LLC Encapsulation and VC Multiplexing over AAL5

RFC2364 Point-to-Point Protocol (PPP) over AALS

RFC2225 Classical IP and ARP over ATM

RFC2516 PPP over Ethernet: support Relay (Transparent Forwarding) and
Client functions

Support PPPoA or PPPoE Bridged mode (the IP address got from ISP can be
passed to the user’s PC and behave as the IP address of the user’'s PC.)

1 T.38 fax relay can be supported on demand.

Vi
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@&  OAM F4/F5 End-to-End/Segment Loopback Cells

Bridging Features

NRTITVR

Supports self-learning bridge specified in IEEE 802.1d Transparent Bridging
Supports up to 4096 learning MAC addresses

Transparent Bridging among 10/100 Mb Ethernet and USB

Supports IGMP Snooping

Supports 802.1Q VLAN packet pass-through

Routing Features

%3

@

=

ARITAIIVRR

R R

NAT (Network Address Translation) / PAT (Port Address Translation) let
multiple users on the LAN to access the internet for the cost of only one IP
address.

ALGs (Application Level Gateways): such as NetMeeting, MSN Messenger,
FTP, Quick Time, mIRC, Real Player, CuSeeMe, VPN pass-through with
multiple sessions, etc.

Port Forwarding: the users can setup multiple virtual servers (e.g., Web, FTP,
Mail servers) on user’s local network.

Support DMZ

UPNP IGD (Internet Gateway Device) with NAT traversal capability
Static routes, RFC1058 RIPv1, RFC1723 RIPv2

DNS Relay, Dynamic DNS

DHCP Client/Relay/Server

Time protocol can be used to get current time from network time server
Support IGMP Proxy

Support port mapping function which allows you to assign all data traffic
transmitted among specific Internet connections and LAN ports

Support IP/Bridge QoS for prioritize the transmission of different traffic classes
Support 802.1Q VLAN Tagging

Security Features

=

)

RV

PAP (RFC1334), CHAP (RFC1994), and MS-CHAP/MS-CHAP2 for PPP
session

Firewall support IP packets filtering based on IP address/Port number/Protocol
type

Bridge packet filtering (optional)

URL filtering (optional)

Support DoS (Deny of Services) which detect & protect a number of attacks
(such as SYN/FIN/RST Flood, Smurf, WinNuke, Echo Scan, Xmas Tree Scan,
etc)

Configuration and Management

%3
%3
%3
%3

User-friendly embedded web configuration interface with password protection
Remote management accesses control

Telnet session for local or remote management

Firmware upgrades through HTTP, TFTP, or FTP

vii
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viii

& The boot loader contains very simple web page to allow the users to update the
run-time firmware image.

& Configuration file backup and restore
& SNMPv1/v2 agent with MIB-Il, ADSL Line MIB

Subscription for ADSL Service

To use the IAD, you have to subscribe for ADSL service from your broadband
service provider. According to the service type you subscribe, you will get various IP
addresses:

Dynamic IP: If you apply for dial-up connection, you will be given an Internet
account with username and password. You will get a dynamic IP by dialing up to
your ISP, such as using PPPoA, PPPoE, or MER mode.

Static IP address: If you apply for full-time connectivity, you may get either one
static IP address or a range of IP addresses from your ISP. The IP address varies
according to different ADSL service provider, such as using IPoA or MER mode.

Notes and Cautions
Note and Caution in this manual are highlighted with graphics as below to indicate
important information.

Contains information that corresponds to a specific topic.
Note

I Represents essential steps, actions, or messages that should not be
Caution ignored.



Chapter 1: Overview

Chapter 1: Overview

This chapter provides you the description for the LEDs and connectors on the front
and rear surface of the router. Before you use/install this IAD, please take a look at
the information first.

Physical Outlook

Front Panel

The following illustration displays the front panel of this IAD:

Power

DSL

PPP

VOIP

Phone Ready

Ethernet UsB

e &6 6 & o6 & ¢ ¢ o o o
1 2 3 4 12

LED Indicators

This IAD is equipped with several LEDs on the front panel as described in the table

below:
Function Color Definition
Off Power is off.
Solid Green Power is on and the device operates normally.
Solid Red Power on self-test in progress
Power The device enters the console mode of the boot
loader.
Power on self-test failure if the led always stays solid
red.
Flash Red Firmware upgrades in progress
Off No DSL signal is detected.
DSL Slow Flash Green | DSL line is handshaking in progress
Fast Flash Green | DSL line is training in progress
Solid Green DSL line connection is up.
Off No PPPoA or PPPOE connection
PPP Solid Green At least one PPPoA or PPPoE connection is up. The
users can access the Internet now.
Off No Ethernet signal is detected.
Ethernet Flash Green User data is going through Ethernet port
Solid Green Ethernet interface is ready to work.
Off No USB signal is detected.
uUsSB Flash Green User data is going through USB port
Solid Green USB interface is ready to work.
Phone 1 or 2 Off The phone is on-hook or in PSTN mode.
Solid Green VOIP phone call is in use.
Off Voice over IP service is not ready. The users can
VOIP Ready make PSTN phone calls only.
Solid Green Voice over IP service is ready.
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Rear Panel

The following figure illustrates the rear panel of your IAD:

2 1 1 2 3 4 12VAC
EEERE wwyww O .poQ0

Phone PSTN DSL Ethernet UsSB ITJ) Power

Connector Description

Phone Phone set connector

PSTN PSTN connector

DSL RJ-11 connector

Ethernet 1 - 4 |Ethernet 10/100 Base-T auto-sensing

USB USB connector (for model with USB interface only)

©) Power Switch

12VAC Power connector

Note: For use only with power supply OEM type AA-121A5BN,
Leader type A48120150-C5.
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Chapter 2: System Requirement and Installation

System Requirement

To access the IAD via Ethernet, the host computer must meet the following
requirements:

**  Equipped with an Ethernet network interface.
+* Have TCP/IP installed.

+*  Allow the client PC to obtain an IP address automatically or set
a fixed IP address.

** With a web browser installed: Internet Explorer 5.x or later.

The IAD is configured with the default IP address of 192.168.1.1 and subnet mask
of 255.255.255.0. Considering that the DHCP server is enabled by default, the
DHCP clients should be able to access the IAD, or the host PC should be assigned
an IP address first for initial configuration.

You also can manage the IAD through a web browser-based manager: ADSL
ROUTER CONTROL PANEL. The IAD manager uses the HTTP protocol via a web
browser to allow you to set up and manage the device.

To configure the device via web browser, at least one
properly-configured PC must be connected to the network (either
connected directly or through an external hub/switch to the LAN port of
the device).

Choosing a place for the IAD

(1] Place the IAD close to ADSL wall outlet and power outlet for the cable to
reach it easily.

® Avoid placing the device in places where people may walk on the cables. Also
keep it away from direct sunlight or heat sources.

(3) Place the device on a flat and stable stand.
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Connecting the IAD

Follow the steps below to connect the related devices.

e

Here is an example for connecting the PC to the IAD.

Connecting the ADSL line:
connect the DSL port of the
device to your ADSL wall outlet
with RJ-11 cable.

Please attach one end of the
Ethernet cable with RJ-45
connector to the LAN port of
your |AD.

Connect the other end of the
cable to the Ethernet port of the
client PC.

Connect the supplied power
adapter to the PWR port of your
IAD, and plug the other end to a
power outlet.

Turn on the power switch.

1 2

aenn www

Phone PSTN DSL

w 0O

12VAC
Power
Power
Cord
:
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USB Driver Installation

If the IAD is connected to a PC through the USB interface, you will be prompted for
the USB drivers when plugging the USB cable to the PC. Refer to the relevant
operating system to install the USB drivers.

For Windows ME

Run the USB installation program from the CD provided in your IAD
package.

An InstallShield Wizard will appear. Please wait for a moment.

When the complete window of the InstallShield Wizard appears, click
Finish.

(1]
(2]
© When the welcome screen appears, click Next for the next step.
(4]
e Link your IAD and the PC with a USB cable.

(6]

The system will detect the USB driver automatically. Then, the system will
copy the proper files for this IAD.

Note: If the USB device is not detected automatically, check the USB cable

between the PC and the device. Besides, verify that the device is power on.

(7] When the file copying finished, the dialog above will close. Now the USB
driver is installed properly. You can use the IAD.

For Windows 2000

(1) Run the USB installation program from the CD provided in your IAD
package.

(2] An InstallShield Wizard will appear. Please wait for a moment.
Installshield Wizard

Siemens ADSL Router USE Diiver Setup is preparing the
v InstallShield® Wizard, which will guide you through the rest of the
- zetup process. Pleaze wail.

© When the welcome screen appears, click Next for the next step.
x|

Welcome to the InstallShield Wizard for Siemens
ADSL Router USB Driver

This Installation Wizard will install Siemens ADSL Router
USE driver on your computer. To continue, click Mext,

< Back Nexst > I Cancel
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(4] When the complete window of the InstallShield Wizard appears, click
Finish.

Installshield Wizard

Siemens ADSL Router USB Driver
m Setup has finished instaling Siemens ADSL Router LISE driver

an pour computer.

To continue, click Finish, ther insert the USE cable.

The system will then automatically detect the device.

< Back Finish I Carcel |

(5 Link your IAD and the PC with a USB cable.

(6] The system will detect the USB driver automatically. And then, the system
will copy the proper files for this IAD.

Found New Hardware i

Siemens ADSL Rauter USE Remate NDIS Device [BCMEZux
W Bazedl

Note: If the USB device is not detected automatically, check the USB
cable between the PC and the device. Besides, make sure that the device

is power on.

(7] When the file copying finished, the dialog above will close. Now the USB
driver is installed properly. You can use the IAD.

To make sure that your IAD is properly installed, please do the following steps.

1. Right-click on My Computer and press Properties.

Active Deskkop  »

Arrange Icons  #
Line Up Icons
Refresh

Paske
Faste Sharbout
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2. Onthe Hardware tap, click Device Manager.

General I Metwark |dentificatio

zer Profiles I Advanced I

— Hardware Wizard

The Hardware wizard helps you install, uninstall, repair,
unplug, eject, and configure your hardware.

Hardware Wizard... |

The Device Manager listz all the hardware devices installed
on your computer. Use the Device Manager to change the
properties of any device.

Diriver Signing... M Device Manager... }

Hardware profiles provide a way for pou to et up and store
different hardware configurations.

Hardware Profiles. .. |

— Hardware Prafile:

oK I Cancel | Lpply |

3. Confirm that the Siemens ADSL Router USB Remote NDIS Device is on
the Network adapters list.

e i -lojx]
| action vew || &= = |[Em@|2 | &

R vacd
Device :ans0e

@ Display adapters

(2 DVDJCD-ROM drives

) Floppy disk controllers

1 Floppy disk drives

‘o3 IDE ATAATAPL controfers

A Infrared devices

= Keyboards

1 } Mice and other poiniting devices

Monitors

— B8 Metwork adapters

B Intel 8255x-based PCI EXhernet Adapter (10/100)
B3 Siemens ADSL Router USE Remote NDIS Device: (BOMG3x Based)
+ B POMCIA adapters

¥ Ports (COMBLPT)

+ ¥ Processors

+ ®. Zound, video and game contraliers

+ System devices

+ Universal Serial Bus controllers

FEFEFERsssE el

For Windows XP

(1] Run the USB installation program from the CD provided in your IAD
package.

(2] An InstallShield Wizard will appear. Please wait for a moment.

InstallShield Wizard

InstallS hield® \wizard, which will guide you through the rest of the

@ Siemens ADSL Router USB Driver Setup is preparing the:
¥
setup process. Please wait.

ANNRNNNNENNNNNNNNNNNENNERREREI Cancel
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© When the welcome screen appears, click Next for the next step.
x

Welcome to the InstallShield Wizard for Siemens
ADSL Router USB Driver

Thiz Installation \Wizard will install Siemens ADSL Router
USE driver on your computer. To continue, click Mext.,

< Back I Mext > I Cancel |

(4] When the complete message of InstallShield Wizard appears, click Finish.

Siemens ADSL Router USB Driver

Setup has finished instaling Siemens ADSL Router USE driver
Oh Your computer.

To cortinue, click Finish, then insert the USE cable.

The spstem will then automatically detect the device,

< Bak I Firiish I Earie] |

e Link your IAD and the PC with a USB cable.

(6] The system will detect the USB driver automatically.

i) Found New Hardware
USE Device

Note: If the USB device is not detected, check the USB cable between the
PC and the device. Also make sure that the device is power on.

(7] Then the system will try to find the proper driver for your IAD and copy the
files automatically.

jrj Found Mew Hardware b
Siemens A0S0 Rouker USE Remaoke MODIS Device (BCMEZ0:
Based)
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(8] After the file copying finished, a completing message will appear.
i) Found New Hardware x

Your new hardware is installed and ready to use,

(9] You can use the IAD now.

To make sure your IAD is properly installed, please do the following steps.

1. Right-click on My Computer and press Properties.
— ‘ - ‘

Open

Explore
Search. ..
Manage

Map MNetwark Drive. ..
Discaonneck Mebwaork Drive, ..

Create Shorkouk
Delete
Rename

Internet
Ear |:|||:! ret]

2. On the Hardware tab, click Device Manager.

System Properties

| Systern Flestare I Automatic |1 pdates |l Fiemate |
| Generl | ComputerMame || Hardware i Advanced

Device Manager

The Device Manager lists all the hardware devices installed
- on your computer. se the Device Manager to change the
properties of any device.

[ Drevice kanager l

Dirivers

Diiver Signing lets wou make sure that installed drivers are
compatible with ‘Windows. “Windows Update lets you set up
haw Wwindows connects to ‘Windows Update for drivers.

[ Diriver Signing ] [ windows Update

Hardware Profiles

Hardware profiles provide a way for vou to set up and store
different hardware configurations.

[ Hardware Profiles ]

L ak. J[ Cancel ] Apply
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3. Confirm that the Siemens ADSL Router USB Remote NDIS Device is on
the Network adapters list.

£ Device Manager,

File  Action Wiew Help

s 2 a

Batteries

| j Campuker

|- Disk drives

] @ Display adapters

i DYDJCD-ROM drives

i) Floppy disk contrallers
& Floppy disk drives

]: IDE ATAMATAPI controllers
% Infrared devices

“i Keyboards

") Mice and other pointing devices

)

—|- B8 Nebwork adapters
B8 Intel 3255:x-based PCI Ethernet Adapter (107100}
- E8@ Siemens ADSL Router USE Remote NDIS Device (BCMA3xx Based)
+- 8 PCMCIA adapters
- Ports (COM&LPT)
+ ] Processors
+ D, sound, video and game controllers

+- iy System devices
+ Universal Serial Bus controllers

For Windows Vista

For Vista users, please press Continue whenever a prompted window asking for permission
to continue during USB driver installation process (see the figure below for example).

User Account Control

@ Windows needs your permission to continue

If you started this action, continue,

[k&l Advanced System Settings
g Microsoft Windows

V Detailz @ Cancel

User Account Control helps stop unautherized changes to your computer.,

To install the USB driver before connect the router to the PC, here provides two methods.

Method One — Use the driver CD came with the product package.

(1) Run the USB installation program on the CD provided in your router package.
(2] An InstallShield Wizard will appear. Please wait for a moment.

10
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©

o

(5]
(6]

Siemens ADSL Router USB Driver - InstallShield Wizard

Preparing Setup

Pleasze wait while the InstallShield ‘Wizard prepares the setup

Siemens ADSL Router USE Driver Setup is preparing the InstallShield ‘Wizard, which will quide
you through the rest of the setup process. Please wait.

InztallS hield

When the welcome screen appears, click Next for the next step.

‘Siemens ADSL Router USB Driver Setu : M1

Welcome to the InstallShield Wizard for Siemens
ADSL Router USB Driver

This Installation ‘wizard will install Siemens ADSL Router
USE driver on your computer. Ta cantinue, click Mext.

< Back [ Mext > J[ Cancel ]

When the complete message of InstallShield Wizard appears, click Finish.

1

Siemens ADSL Router USB Driver Setu -

Siemens ADSL Router USB Driver

Setup has finished installing Siemens ADSL Router USE driver
Of Your computer.

To continue, click Finish, then insert the USE cable.

The system will then automatically detect the device.

< Back Cancel

Link your router and the PC with a USB cable.

The system will detect the USB driver automatically.

: . : x
Installing device driver software

Click here fer status,

11
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= Note: If the USB device is not detected, check the USB cable between the PC and
‘ the device. Also make sure that the device is power on.

(7] After the file copying finished, a completing message will appear.

R Siemens ADSL Router USB Remote NDIS Device (BCM63xx Based)

<A Device driver software installed successfully.

< ¥ @ 1133 AM

@ You can use the router now.

12
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Uninstalling the USB Driver

For Windows ME

To uninstall the USB driver, please follow the procedures below.

Method One:

(1] Unplug the USB cable from the USB port on your PC.

(2] Choose Programs — Siemens Broadband — Uninstall Siemens ADSL
Router USB Driver from the Start menu.

© The InstallShield Wizard dialog will appear.

(4] A dialog appears to confirm whether you really want to remove the USB
driver or not. Please click Ok.

e When the Maintenance Complete screen appears, the USB driver is
removed successfully. Click Finish.

Method Two:

(1] Unplug the USB cable between your IAD and your PC. Then click OK.

(2] Choose Settings —Control Panel from the Start menu. Choose
Add/Remove Programs.

© A dialog appears to ask you to choose the program that you want to remove.
Please select Siemens ADSL Router USB Driver and click
Change/Remove.

(4] The InstallShield Wizard dialog will appear.

e When the Maintenance Complete screen appears, the USB driver is

removed successfully. Click Finish

For Windows 2000

To uninstall the USB driver, there are two ways to do it. Please do the following
procedures.

Method One:

1.

2.

To safely unplug the USB cable from the USB port on your PC:

Go to the right lower corner for Unplug and Eject Hardware and left click
on it.

-Unplug or Eject Hardwarel
|<§J§®éﬁﬂﬂl} {%} 10:16 A

Click the dialog for Stop Siemens ADSL Router USB Remote NDIS
Device.

Stop ADSL Router USB Remote NDIS Device (BCME

2y

% A0 ) ".";?} 10;25 AM

13
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(2]

©
4]

e

3. The Router is safely removed, click OK to continue.

Safe To Remove Hardware = m

x|
(i ) The 'ADSL Router LISB Remate NDIS Device (BCME3:xx Based)' device can now be safely removed from the system,

Choose Programs — Siemens Broadband — Uninstall Siemens ADSL
Router USB Driver from the Start menu.

?{iﬁ[ Set Program Access and Defaults

@ wWindows Updats

: = I
Programs b @ Accessories

& l‘ Uninstall Si nis ADSL Rouker LIS
Documents » (3 startup »

_— e Internet Explorer
ettings
g Cutlook Express

Search 1:

=
&
X

p’ @ Help
w

Run...

Shut Down. ..,

The InstallShield Wizard dialog will appear.

A dialog appears to confirm whether you want to remove the USB driver or
not. Please click Ok:

Installshield Wizard

Siemens A0SL Router USE Diriver Setup iz preparing the
4+ InstallShield® YWizard, which will guide you through the rest of the

setup process. Pleaze wait,

i LCancel

When the Maintenance Complete screen appears, the USB driver is
removed successfully. Click Finish.

Installshield Wizard 0

Maintenance Complete

Siemens AD5L Router USB driver has now been uninstalled.

Click Finish to exit the un-installation process.

< Back Firish I Cancel
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Method Two:

(1] To safely unplug the USB cable from the USB port on your PC:

1. Go to the right lower corner for Unplug and Eject Hardware and left click
on it.

@ andl %

Unplug

or Eject Hardware

10:16 AM

2. Click the dialog for Stop Siemens ADSL Router USB Remote NDIS
Device.

3.  The Router is safely removed, click OK to continue.

A D 10:25am

Safe To Remove Hardware . x|
=
%1 ) The 'ADSL Router USE Remote NDIS Device (BCMS3xx Based)' device can now be safely removed from the system,
o
(2] Choose Settings —Control Panel from the Start menu. Choose
Add/Remove Programs.
inix
J File Edit Wew Favorites Tools Help |
J = Fack - = o~ | Qsearch [ Folders  C#History | B xe | -
JAddress I@ Contral Panel ﬂ @6
= | head ™y Accesswbi\ity Options: @RddIRemove Hardware
| | BYaddffemave Programs () Administrative: Tools
™ *‘ Autamatic Updates @ DatejTime
Control Panel B Display [ Folder Options
[ Fonts @Game Contrallers
Use the settings in Control Panel ko @Intemet Cptions %Keyboard
personalize your computer. b Mouse Metwiork and Dialup Connections
T ——— P?'!Dne and Modem Cptions ﬁpuw.er Optiun.s
description. Printers @Regluna\ Options
&Scanners and Cameras (] Scheduled Tasks
Windows Update } 5ounds and Multimedia 15 system
Windows 2000 Suppott £, Users and Passwords
|23 object(s) | ‘Q My Computer A

3]

A dialog appears to ask you to choose the program that you want to remove.
Please select Siemens ADSL Router USB Driver and click
Change/Remove.

% Add/Remove Programs i ;IEIEI
Sort by:l Mame -

15
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(4]

e

(6]

A Confirm Uninstall dialog will show up, unplug your device from the USB

port and click OK.

Confirm Uninstall x|
Do you want ko remove the Siemens ADSL Router USE driver?
‘Warning: Please unplug the USE cable now before proceeding with uninstall,

For Windows 2000 users, before unplugging the cable please dlick the "Unplug/Remove Hardware" icon in your Windows system
tray ko stop Siemens ADSL Router USE driver, Please refer to your Windows Help for help about unplugging hardware.

oK I Cancel |

The InstallShield Wizard will guide you till the USB driver is removed.

o x|

Currently installed programs: Sort by:IName - l

Change/Remave

3 windows 2000 Service Pack 3
Add Mew
Prog

Installshield Yizard L

Siemens A05SL Router USE Driver Setup is preparing the
1 InstallShield® Wizard, which will guide vou through the rest of the
setup process. Fleaze wait.

When the Maintenance Complete screen appears, the USB driver is
removed successfully. Click Finish.

Installshield Wizard

Maintenance Complete

Siemens ADSL Router USE driver has now been uninstalled.

Click. Finizh to exit the ur-installation process.

¢ Back | Finish I Earicel
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For Windows XP

To uninstall the USB driver, there are two ways to do it. Please do as follows.
Method One:

(1] Unplug your USB cable between your IAD and your PC.

(2] Choose Programs — Siemens Broadband — Uninstall Siemens ADSL
Router USB Driver from the Start menu.

@ Set Program Access and Defaulks
W Windows Catalog
& windows Update

I Accessaries

Broadband ‘i' Uninstall Siemens ADSL Router LISE

[@ Startup

& Internet Explorer
W MSH Explorer
@ Outlook Express

b Remote Assistance

&) windows Madia Player
II 3 Windows Messenger

© The InstallShield Wizard dialog will appear.

Installshield Wizard

@ Siemenz ADSL Bouter USE Driver Setup iz preparning the
i

InstallShisld® wizard, which will guide vou through the rest of the
setup process. Please wait,

i LCancel

(4] A dialog appears to confirm whether you want to remove the USB driver or
not. Unplug the USB cable from your PC, and click Ok.

Confirm Uninstall E|

Do wou want bo remove the Siemens A0SL Router USE driver?

Wearning: Please unplug the USE cable now before proceeding with uninskall,

Ok, | Zancel

e When the Maintenance Complete screen appears, the USB driver is
removed successfully.  Click Finish.
Method Two:

(1] Unplug your USB cable between your IAD and your PC.

(2] Choose Settings —Control Panel from the Start menu. Choose Add or
Remove Programs.

17
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B Contral Panal
Fle  [dt wiew  Favortes Tooks  Help

< D - F| P

ausress [ Control Raned

ﬂ" Curiral Panel

B Sewrch to Category iew

See Also

‘ Wirmkms Lipelabe
) Heko mnd Support

© A dialog appears to ask you to choose the program that you want to remove.
Please select Siemens ADSL Router USB Driver and click
Change/Remove.

B Add or Remove Programs ‘:"E”z‘

[ N
335 Currently installed programs: ] show updates Sark by: | Mame v

Change or
Remove
Frograms

(i Siemens ADSL Router USB Driver

Ta change this £t il & Change Remave

' §B) windows XP Service Pack 2

Add ew
Pragrams

AddfRemove
tivindows
Companents

@

Set Program
Access and
Defaults

(4 The InstallShield Wizard dialog will appear.

InstallShield YWizard

Siemenz ADSL Rauter USE Driver Setup iz preparing the
[nztalls hield® \wWizard, which will guide pou through the rest of the

zetup process. Pleaze wait,

MENENNNNNEEE Cancel I

e A dialog appears to confirm whether you want to remove the USB driver or
not. Unplug the USB cable from your PC, and click Ok.

Confirm Uninstall |Z|

Do wou wank to remove the Siemens A0SL Router USE driver?

Wrarning: Please unplug the USE cable now before proceeding with uninstall,

ok | Cancel J

18
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(6] When the Maintenance Complete screen appears, the USB driver is
removed successfully. Click Finish.

InstallShield Wizard

Maintenance Complete
w Siemens ADSL Router USE driver has now been uninstalled.

Click Finish to exit the un-installation process.

Firizh |

For Windows Vista

For Vista users, please press Continue whenever a prompted window asking for permission
to continue during USB driver uninstallation process (see the figure below for example).

User Account Contrel

c') Windows needs your permission to continue

If you started this action, continue,

E.'.v&l Advanced System Settings
s Microsoft Windows

\:f Details (Continue\b[ Cancel J

User Account Control helps stop unauthorized changes to your computer,

To uninstall the USB driver, there are two ways to do it. Please follow the instructions.
Method One: Remove from Device Manager.

(1) Choose Start menu, and then select Control Panel.
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(2]

©

o

20

Internet
Internet Explorer

=y E-mail
Windows Mail

~—
Idr Welcome Center

@ Windows Mobility Center

Windows Meeting Space

2] Windows Photo Gallery

m Windows Media Player

% Windows Live Messenger Download

%]/ Paint

Command Prompt

All Programs

Documents
Pictures
Music
Search
Recent tems
Computer

MNetwork

Get started with Windows
Eack up your camputer

Recent Tasks
Urimadall o progom

Security

Check for updates

Check this computer's secusity status

iy low & program thiaugh Vindews
Farewall

Metwork and Intermet
View network status and tasks
Set up file sharing

Hardware and Sound

Play CDs or ather media automatically
Prirttes

Muouse

Programs
U

: pruglan

§F&

@

Bl

User Accounls
9 Acd or remove user accounts

Appearance and
Personalization

Change desktop background
Customize cobors

Adjust screen reschution

Clock, Language, and Region
Change keyboards or cther input
methads
Change disp

snguage
Ease of Access
Let Windows suggest settings

Optimize visul display

Additional Options

Press System.

Control Panel Home

System and Maintenance
Security

Network and Internet
Hardware and Sound
Programs

User Accounts

Appearance and
Personalization

Clock Language, and Region
Ease of Access

Additional Options

Classic View

Recent Tasks

Uninstall a program

(2 » Control Panel » System and Maintenance »

v [ 43 W searcn )
Q’ Welcome Center
Get started with Windows | Find which version of Windews you are using
é? Backup and Restore Center
Back up your computer | Restore files from backup
&,‘ System
> View amount of RAM and processor speed
Check your computer's Windows Experience Index base score | @) Allow remote access
See the name of this computer
4P Windows Update
" Tum sutomatic updating onoroff | Check for updates | Viewinstalled updates
\@ Power Options
Require a password when the computerwakes | Change what the power buttons do
Change when the computer sleeps
6@ Indexing Options
¥ Change how Windows searches
@ Problem Reports and Solutions
L Check for new solutions | Choose how to check for solutions | View problem history
. Performance Information and Tools
Check your computer's Windows Experience Index base score
Use tools to improve performance i

Click Device Manager.




Chapter 2: System Requirement and Installation

(6]

(7]

[ESSE )

- [43|[ search

ol

View basic information about your computer

Windows edition
Windows Vists™ Enterprise
Copyright € 2006 Microsoft Corparation. Al rights reserved.

¥ System protection

(¥ Advanced system settings

System
Rating: %) Windows Experience Index: Unrated
Processon Intel(R) Pentium(®) D CPU3.006Hz 300 Ghz
Memory (RAM): 1022 ME
System type: 32-bit Operating System

Computer name, domain, and workgroup settings

4 Computer name: askey-PC @ Change settings
See also Full computer name: askey-PC
| Windows Update Computer description:
/ﬁ(my Center Workgroup: WORKGROUP L
Performance Windows activation

@ -

m

Right click Askey ADSL Router USB Remote NDIS Device on the Network

adapters list, and press Uninstall.

File Action View Help

| E BE & %S

g5 ASKEY-PC
18 Computer
s Disk drives

B, Display adapters

(L) DVD/CD-ROM drives

4 Floppy disk drives

= Floppy drive controllers

4 IDE ATA/ATAPI controllers

§ IEEE 1394 Bus host controllers

== Keyboards

Pl Mice and other pointing devices

B Monitors

¥ Network adapters
Eroadcom NetLink (TM) Gigabit Ethernet
[ Siermens ADSL Router USB Remote NDIS Device (BCM63:0c Based)

Y3 Ports (COM & LPT)

[} Processors

% Sound, video and game controllers
&3 Storage controllers

{& System devices

Update Driver Software...

Scan for hardware changes

§ Universal Serial Bus controllers
Properties

Uninstalls the driver for the selected device.

Click OK when the Confirm Uninstall window appears.

Confirm Uninstall - ﬁ

Do you want to remove the Siemens ADSL Router USB driver ?

‘Warning: Please unplug the USB cable now before proceeding with uninstall.

K] [ cancel |

Remember to unplug the USB cable before continue the uninstallation, or you will

see the reminder as follows. Unplug and press OK.
Confirm Uninstall ﬂ u

Please unplug the USE cable now before proceeding with uninstall.

[ o< || concel |

When the Confirm Device Uninstall screen show up, check Delete the driver

software for the device and click OK to continue.
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FEonﬁm'h Device Uninstall

;. Siemens ADSL Router USB Remote NDIS Device
cwm (BCM63oc Based)

Waming: You are about to uninstall this device from your system.

[ ok ][ Cancel

(3]

Confirm Device Uninstall.

‘. Siemens ADSL Router USE Remote NDIS Device
‘e (BCMBXoc Based)

Uninstalling devices. ..

Cancel

(9]

When the uninstallation is finished, the icon of this router under network adapter
list will disappear.

= Device Manager

Eile Action View Help

=% @B HEN®

g ASKEY-PC
- 4%l Computer
a Disk drives
- B Display adapters
\_L{", DVD/CD-ROM drives
- Floppy disk drives
= Floppy drive controllers
g IDE ATA/ATAPI controllers
- @ IEEE 1394 Bus host controllers
= Keyboards
a pf! Mice and other pointing devices
| Monitars
;
= :'P Broadcom NetLink (TM) Gigabit Ethernet
£ [ Cther devices
[ USB Metwork Interface
T Ports (COM & LPT)
-J2¥ Processors
% Sound, video and game controllers
47 Storage controllers
- 48l System devices
§ Universal Serial Bus controllers

Method Two — uninstall from program list

Note: If your USB driver is installed by UPnP device, you can only use method one (via the
Device Manager) to uninstall, because the installed driver will not be shown on the program
list.

(1

(2]

Unplug your USB cable between your router and your PC.

Choose Start menu, and open Control Panel folder. Click Uninstall a program.
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I % —

o g

=S X

Control Panel »

A £]

— T

» Control Panel Home .
System and Maintenance
Get started with Windows

Back up your computer

Security

Check for updates

Check this computer's security status

9 Allow 2 program thiough Windows
Firewall

. Network and Internet
' View network status and tasks
Set up file haring

Hardware and Sound

Play CDs or other media automatically
Printer

Mouse

Programs
Uninstall a program
Recent Tasks Flte gy el

Uninstall a program

User Accounts
(@ Add or remove user accounts

Appearance and
Personalization

Change desktop background
Customize colors

Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input
methods

Change display language

Ease of Access
Let Windows suggest settings

g Optimize visuzl display
Additional Options

If the driver name is not on the list, click Refresh button or F5 to update the
information. To remove the driver, select it, and then press Uninstall.

K )5 -l + ControlPanel » Programs » Programs and Features

Uninstall or change a program

Name

(=] Siemens ADSL Router USB Driver

To uninstall a program, select it from the list and then click "Uninstall

Organize + 1 Views [ =; Uninstall [ ) Change @

Refreshjbutton

", "Change', or "Repar’.

Publisher Installed On

2/26/2007

Size

Siemens 225 MB

Then the system will start to uninstall the USB driver software automatically.

| Siemens ADSL Router USB Dri

Setup Status

SIEMENS

Siemens ADSL Router USE Driver iz configuring your new software installation.

InztallShield

When Maintenance Complete window shows up, click Finish to exit.
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Siemens ADSL Router USB Driver Setup

Maintenance Complete
m Siemens ADSL Router USE driver has now been uninstalled.

Click Finizh to exit the un-installation process.

< Back Cancel

(6] The USB driver is successfully removed now.
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Setting up TCP/IP

I \ In order to access the Internet through the IAD, each host on your
HE network must install/setup TCP/IP first. Please follow the steps below

to set your network adapter.

If the TCP/IP protocol has not been installed yet, please follow the steps below for
installation. In the following illustrations, we will set the PC to get an IP address

automatically at the same time.

For Windows 98

1. Open the Start menu,
point to Settings and
click on Control Panel.

2. Double-click the Network icon.

@ ‘windows pdate

WinZip

Programs

Favarites

QE@M

Documents

o0
o ke

LContral Panel
Printers
Taskbar & Start Menu...
Folder Dptions...

7] Active Desktop L4

1.1 Bun. % ‘Windows Update...
-§ Log Off...
E Shut Down...
=l
B3 Control Panel =13
J File Edt “iew Go Fawoites Help |
.2 & 7
Back Farward Up Cut Copy
JAgldress I@ Cantral Panel j
ODBC Data Passwords Power
Sources [32hit) M anagement
Printers Regional Sounds System J
Settings J
My Computer
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3.  The Network window appears.
On the Configuration tab, check
out the list of installed network
components.

Option 1: If there is no TCP/IP
protocol, click Add.

Option 2: If you have TCP/IP
protocol, skip to Step 6.

Your network
interface card.

Check out if TCP/IP,
for your NIC is
installed or not.

4.  Highlight Protocol and click Add.

5.  Highlight Microsoft on the left
side of the window, and select
TCP/IP on the right side. Then
click OK.

6. When returning to the Network
window, highlight TCP/IP
protocol for your NIC and click
Properties.

26

Network EHE

Corfiguration | Identification | Access Contel |

The following network components are installed:

Client for Miciosoft Networks ;|

B Microsoft Family Logon

¥ Dial-Up Adapter

8 Intel 52595-Based Ethernet

i~ TCP/IP ->Intel §2505-Based Ethemet

Flemcve J Propedies l

Primary Metwork Logon:
ICl.ienl for Microsoft Networks ﬂ

File and Print Sharing .. I

i Description

o]

Select Network Component Type HE

gdd...[: |
Cancel |

Cancel I

Click the type of netwark compaonent you want ta install:

¥ Protocol

Pratocol iz a language’ a computer uges. Computers
must uge the same protocal to communicate.

Select Network Protocol

Click the Metwark Protocal that pou want ta install, then click QK. If you have
aninstallation disk for this device, click Have Disk.

Network Protocols:

|F/5F-compatible Protocol
Micrasoft 32-hit DLC

[ |
Micrasoft DLC J

NetBEUI
_>l_I

< |

Have Disk...
Cancel

Manutacturers:

Network EHE

Configuration | Identiication | Access Control

The following network components are installed:
Client for Microsoft Networks _:J

1 Microsoft Family Logon
E3 Dial-Up Adapter
g3 Intel 82595-Based Ethemet

Add.. Aemaove | Properties hl
Primary Network Logon:
|Chen1 for Microsoft Networks _'_J
Eile and Print Sharing...
Description

TCP/IP is the protocol pou use to connect to the Intemet and
wide-area networks.

oK Cancel
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7.

8.

9.

10.

On the IP Address tab:
Enable Obtain an IP address
automatically and click OK.

When returning to the Network
window, click OK

Wait for Windows when copying
files.

When prompted with System
Settings Change dialog box,
click Yes to restart your
computer.

TCF/IP Properties

Bindngs | Advanced | MetBIDS
DNS Configuration I Gateway I WIMNS Configuration 1P Address

An IP addresz can be automatically azsigned to this computer,
If your network does not automatically assign |P addresses, ask
your network. administrator for an address, and then tupe it in
the space below.

& i0btain an [P address automatically

" Specify an |P address:

1P Address:

HE

o]

Cancel |

Network

Configuration | dentiication | Access Control|

The following network components are installed:

E Client for Microsoft Hetworks ;|

= Microsoft Famiy Logon

& Dial-Lp Adapter
8 Intel 82595-Based Ethernet
%~ TCR/IP -=Intel 83505-Based Ethemet

4 -l

Primary Network Logon:
IClizul for Microsoft Networks ﬂ

File and Piint Sharing... I

- Description ]

o]

Source:
Windows 98 CD-EOM
Destination

o [

Cancel |

effect.

2)

Do wou want ta restart your computer now?

System Settings Change B

*r'ou must restart your computer before the new settings will take

27
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For Windows ME

1. Open the Start menu, point to
Settings and click on Control
Panel.

2. Double-click the Network icon.

3. The Network window appears. On
the Configuration tab, check out
the list of installed network
components.

Option 1: If there is no TCP/IP
protocol, click Add.

Option 2: If you have TCP/IP
protocol, skip to Step 6.

Your network
interface card.

Check out if TCP/I
for your NIC is
installed or not.

4. Highlight Protocol and click Add.

28

S
o
2
z
&
=
0
a
oy
T

il

wirZip

£

3

Programs »

Favorites *

L

LDiocuments 3

Printers
Tackbar & Start Menu...

Log OFf...

Shut Diawn

B3 Control Panel

IS[=] E3

J File Edit “iew Go Favoites Help |

jcz,cb.‘éé B

Eack Fonward Up Cut Copy
JAgdress I@ Cantral Panel j
ODBC Drata Pazswords Power

Sources [32bit] Management
Printers Fegional Sounds System J
Settings _I
| My Computer 2
Network [ 2] %]

Corfiguration | identiication | Access Contiol|

The following petwork components are installed:

— Client for Microsoft Networks H
= Microsoft Family Logon
5 Dial-Up Adapter

Intel 825595-Based Ethernet
4~ TCP/IP -»Intel 82505-Based Ethemet

Primary Network Logon:
IClient for Microsoft Networks L]

File and Print Sharing... |

Description

(21|

Add...[:
Cancel

Select Network Component Type

Click the type of network. component wou want to instalk
Clignt

Y™ Pitocol

Protocal is a language’ a computer uses. Computers
must uze the same protocaol to communicate,
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5. Highlight Microsoft on the left Select Netwark: Pratocal [x]
side of the windpws, gnd select U o el ek ot et i e Dk 1o eubare
TCP/IP on the right side. Then

CI | Ck O K . Manufacturers: Metwark Pratocols:
P45 F-compatible Protocol
Microsoft 32-bit DLC

=
Microgoft DLC J

MetBEUI
-
»

| |

Have Disk. |
Cancel |
6. While returning to Network

WindOW, h'ghllght TCP/IP prOtOCOI Configuration lldentificatiunl Access Cmtm!l
for your NIC and click Properties.

The following network components are installed:
Client for Mictosoft Networks _Aj

= Microsoft Family Logon
12 Dial-Up Adapter
53 Intel 82595-Based Ethemet

Add.. Remave | Properties I}I
Primary Network Logon:
|Chen‘t for Microsoft Networks _'_j

File and Print Sharing... ‘

~ Description 1
TCP/PR is the protocol you use to connect to the Intemet and |
wide-area networks. |

7. OnIP Address tab: TCP/IP Properties
Enable Obtain an IP address Bindngs | Advanced | NelOs |
automatically and click OK. DMS Configuration | Giateway | WINS Configuration 1P Address

A0 IP address can be automatically azsigned to this computer.
If pour network. does not automatically aszign IP addresses, azk
your network. administrator for an address, and then ype it in
the space below.

% DObtain an P address automaticall

' Specify an IP address:

oK I Cancel
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8. While returning to the Network
window, click OK.

9. Wait for Windows when copying

files.

10. When prompted with the System
Settings Change dialog box, click
Yes to restart your computer.

For Windows NT

1. Click Start, point to Settings, and
then click Control Panel.

2. Double-click the Network icon.

30

Network
Canfiguation | identiication | Access Contiol |

The following network components are installed:

5 Miciosoft Family Logon

ﬁDia\—Up Adapter
5 Intel 82393-Based Ethemet

E Client for Microsoft M etworks ;|

% TCP/IP ->Intel 32595-Based Ethemet -
< | B
Add.. | Hahove E Pregioiies I
L3
Primary Network Logon:
IC]i.enI for Microsoft Networks ﬂ

File and Print Sharing. .. I

Description

System Settings Change

@ *r'ou must restart your computer before the new settings will take

effect.

Do pau want to restart your computer now?

B3 Control Panel
@ Frinters
a Taszkbar...

Shut Down....

£3 Control Panel

J[=] E3
File Edit View Help
..... _ qu =
o
Accessibilty  Add/Remove Conzole Date/Time Devices
Options Programs
L Y &
=By AL L >
Dial-Up Dizplay Fonts Internet Keyboard
Moritor
Modems Mouse Multimedia
|Configures netwark. hardware and software i
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3. The Network window appears. On [IEH0
the Protocols tab, check out the
list of installed network

Identificationl Services Protocols |Adapters| Bindingsl

Metwark Pratocals:

components. ] [ HetBEUT Protocol
Option 1: If there is no TCP/IP ¥~ WWLink IPXSPH Compatible Transport
Protocol, click Add. ¥ W WLink NetBIO3
Option 2: If you have TCP/IP
Protocol installed, skip to Step 7.
Add... l\l Bemaove Froperties... Update
— Description:
ADSL Management and Monitar Interface

oK I Cancel |

4. Highlight TCP/IP Protocol and Select Network Protocal [2[x]
click OK.

Click the Metwark. Pratacol that you want to install, then click QK. 1f
‘T‘ you have an installation disk for this companent, click Have Disk.

Metwork, Pratacal:

W NetBEL| Pratocal

T MwiLink IP/SP Compatible Transport
W Point To Point Tunneling Pratocol

W Strearns Ervitorment

L TCF/|P Pratoco

Have Digk...
oK [: | Cancel

5. Insert the Windows NT CD into
your CD-ROM drlve and type the [ﬂ Setup needs to copy some Windaws NT files.
Ioca‘tl on Of th € C D . The n CI I Ck Setup will look far the files in the looation specified below, [E— k
Continue. i s Wi e st & st e

CortirLe.
| 2786
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6. When returning to the Network Network
window. Open the Protocols tab,
then select TCP/IP Protocol and
click Properties.

Identificationl Services Protocols |Adapters| Bindingsl

Metwark Pratocals:

[¥ HeBEUT Protocal
% NWLink IPISPE Compatible Transport
™ NWLink NetBIOS

Add... Bemaove Froperties... I\l pdate
Y

— Description:

Transport Contral Protacol/Internet Pratocol. The default wide
area network protocol that provides communication across
diverse interconnected netwarks.

Cloze I [Earice] |

7. Enable Obtain an IP address
from a DHCP server and click IP Address | DNS | WINS Address | Routing |
OK.

An IP address can be automatically assigned to this network card
by & DHEP server. If your network does not have a DHCP server,
ask pour network administrator for an address, and then type it in
the space below.

Adapter:
|11 Intel 62585-Based Ethernet =]

(¢ Obtain an [P addyress fram a DHCP server
" Specify an IP address

el
[t} {Esk
= atenay
|
Advanced..
ok | coce | amly |
8. When prompted with the

message belOW, CIiCk Yes tO DHECFP protocol wil attempt to autamatically configure your
Continue workstation during system initialization. Any parameters specified in

theze property pages will override any values obtained by DHCP. Do
you want to enable DHCP?
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9.  When returning to Network Network
W|ndOW, C“Ck Close- Identificationl Services Protocols |Adapters| Bindingsl

Metwark Pratocals:

[¥ HeBEUT Protocal

% NWLink IPISPE Compatible Transport
- NWWLink NetBIOS
[ TCF/IP Protocal

Add... Bemaove Froperties... pdate

— Description:
Transport Contral Protacol/Internet Pratocol. The default wide
area network protocol that provides communication across
diverse interconnected netwarks.

Cloze I [Earice] |

10.  When prompted with Network
Settl n g S Ch an g e d|a|09 bOX1 “You must shut down and restart your computer before the new
click Yes to restart your zettings will take effect,

Computer_ Do you want to restart your computer now?

For Windows 2000

1. From the Start menu, point to
Settings and then click Network
and Dial-up Connections.

‘Windows Update

WinZip

Programs 4

Documents L4

L B

kS

Search L4
[ Printers

a Taskbar & Skark Menu...

Help

Run...

Log Off Stella...

&% Q&

Shut Down,..

[fstar || @ S 0 & sa g ||
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34

2.

4,

Right-click the Local Area
Connection icon and then click
Properties.

On the General tab, check out
the list of installed network
components.

Option 1: If there is no TCP/IP
Protocol, click Install.

Option 2: If you have TCP/IP
Protocol, skip to Step 6.

Highlight Protocol and then click
Add.

{5 Hetwork and Dial-up Connectons [l =] [E3

J File  Edit ‘View Fawvorites Tools *
J d=Esck «~ = - | ‘Zhsearch =
J Address I Metwork and Dial-up Connﬂ f‘)GD

!

=
Make Mew Local Are;
Connection  [seyy=li Disable
Status
Create Shorbouk
[DElete
Rename

@. Displays the properties of the selected connectic 2

Local Area Connection Properties 2] x]
General t

Connect using:
| Intel 82595-Based Ethermet

Configure

Components checked are used by this connection:

I E’. Client for Micrasoft Networks
s .:; File and Printer Sharing for Microsoft Networks
2 col [TCPAP)

Internet Fro

Install.. Uninstal Properties |

| Transmission Control Protocol/Internet Protocol. The default
| wide area network protocol that provides communication |
| across diverse interconnected networks. |

I Show icon in taskbar when connected

ok | Cancd |

Select Network Component Type EHE

Click the tppe of netwark companent pou want ba install:
Client
Service

— Dezcription

A pratocal is a language pour camputer uzes ta
communicate with other computers.

Add... Cancel
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Click Internet Protocol (TCP/IP)  EEEE]
and then click OK.

Click. the Network, Protocal that vou want ta install, then click OK. If you have
3 ah installation disk for this component, click Have Disk.

Manufacturers: Network Protocok

Microgoft AppleT alk Protocal
D

MetBEUI Pratacal
Metwork Moritor Driver

MwiLink [F/SF/NetBI0S Compatible Transport Pro
1 | ©

Have Disk...
Cancel

When returning to the Local
Area Connection Properties General |
window, highlight Internet e
Protocol (TCP/IP) and then click
: | 9 Intel 82505-Based Ethemet
Properties.

Configure |

Components checked are used by this connection:

¥ ™ Client for Microsoft Networks
¥ ™) File and Printer Sharing for Microsoft Networks
ol (TCP/IP)

Intemet Pro

Install... i Uninstall i Properties N !
N

Description

]
Transmission Control Protocol/Intemet Protocal. The default |
wide area network protocol that provides communication |
|
|

across diverse interconnected networks,

[~ Show icon in taskbar when connected

U nder the Gen eral tab, enable Internet Protocol {TCP/IP) Properties EHE
Obtain an IP address General |
au to m atl Cal Iy . Then CIICk OK . “f'ou can get [P settings azsigned automatically if your network, supports

this capability. Othenwize, you need to ask your network adrinistrator for
the appropriate [P settings.

& [btain an |P address automatically

— Use the following IP address:

I address; I . . .
Subnet mask: I . . .
Default gateway: I . . .

' [btain DNS server address automatically

— Use the following DNS server addresses:
Frefered DS server I . . .
Llternate NS server: I . . .

Advanced...

QK s, Cancel |
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For Windows XP

1.

2.

3.
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Open the Start menu, point to
Control Panel and click it.

Double click the Network
Connection.

Right click Local Area
Connection and then click
Properties.

/ Internet

Internet Explarer

E-miail

Outlook Express
v MSM Explorer
@ windows Media Player
:ﬁ windows Messenger
I@ Taur Windows XP
@ windaws Movie Maker
w Paink

:3 My Music

p Search

=7 Run...

All Programs D

‘;) My Documents

@ My Recent Documents »

ﬁ My Pictures
g‘ My Computer

..
g My Network Places

Set Program Access and
Defaults

1;\% Prinkers and Faxes

@ Help and Support

# Control Panel

Fle Edt Wiew Favorites Toos  Help

Qe - @ - F | P oeach [ rolders

address | Control Panel

[/ — d?‘ i

fccessibilty  Add Hardwars

Switch to Cabegary Yisw Options

Automatic  Date and Time

Updates
=

Fonts Game
Controllers

¢

See Also

R Windovs Update
@) Help and Support

W

e

(_/.?

Mouse Hetwork
Connectians,

b_.
2l
2

Remav. .,

~a

v

®

@ ¥
¢

Internet Keyboard
Options

e
o

Hetwork Setup  Phone and
wizard Modem ...

Administrative

Folder Options

31 objects

"% Network Connections

File Edt view Faworites Tools Advanced  Help

Qe - ¥ psaarth [[7y Folders | 1]~

nidress | @) Metwork Connections

~|_Internet Gateway
Network Tasks

Create a new

connection

% Setup a home or smal
office network.

@ Change Windaws
Firewall settings

@ Disable this netwark
device

&, Repalr this connection

]
®[ Rename this connection

& view status of this
connection

-
g Interniek Cornection

~ LAN or High-Speed Internet

?f 1394 Cormection

Disable

J Wiew or change settings For this connection, such as adapter, protocol, or

Status
Repair

Eridge Connections

Create Shorteut
Delete
Rename




Chapter 2: System Requirement and Installation

On the General tab, check out
the list of installed network
components.

Option 1: If there is no TCP/IP
Protocol, click Install.

Option 2: If you have TCP/IP
Protocol, skip to Step 7.

Highlight Protocol and then click
Add.

Click Internet Protocol(TCP/IP)
and then click OK.

- Local Area Connection Properties

General | Authentication | Advanced

Connect uzsing:

‘ B Intel() PRO/1000 PM Netwark Con ‘

Thiz connection uses the follawing items:

E’i Cligrt for Microsoft M etwarks
8 File and Printer Sharing for Microsoft Netwark s

Instill...

Dezcription

Tranzmission Contral Protocal/nternet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

[ Show icon in notification area when connected
Motify me when thiz connection has limited or no connectivity

[ 0K H Cancel ]

PIX

Select Network Component Type

Click the type of netwark component you want ta install

B Cligr

.@ Service

Description

A protocol iz a language wour computer Uzes o
communicate with other computers.

| sdd. | [ cance |

Select Metwork Protocol |E| El

Click the Metwork Protocol that you want ta install, then click OK. If you have
E an ingtallation disk for this component, click Hawve Disk.

Network. Protocal
S Microsolt TER/IP version B
53 Metwerk Moritor Driver
5 Lk PSSP D05 Compatible Transport Protocol

: 2‘" Intemet Protocol {TCPYIF) >

[k This diiver is digitally signed.
Tell me why driver signing is impartant

Cancel
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Tab on the Local Area
Connection Properties window, _
highlight Internet Protocol kil

(TCP/IP) and then click |m Intel{R) PRO/1000 PM Network Con ‘

Properties.

General | Authentication | Advanced

This connection uses the following items:
E’g Client for Microzoft Metworks

B File and Printer Sharing for Microzoft Metworks
.@ QoS Packet Scheduler

Internet P TCl
Install... ! Propertiez }
Dezcription

Transmizsion Control Protocol/Intemet Protocol. The default
wide area network, protocol that provides communication
actoss diverse interconnected nebworks.

[ Show icor in natification area when connected
Motify me when thiz connection haz limited or no connectivity

8. Under the General tab, select Internet Protocol (TCP/IP) Properties
Obtain an IP address
automatically, and Obtain DNS o o

. You can get IP zettings assigned automatically if your network supports

server address automatical Iy . tnis capability. Dlggerwi_se, vou need to ask your network administrator for
. i i Hings.
Then click Ok. e appropriate |P settings

General | Alternate Configuration

(0) Use the following IF address:

(3) Obtain DNS server address automatically
(0 Use the following DNS server addresses:

[
[
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For Windows Vista
9.  Open the Start menu,
point to Control Panel

and click it. Internet

Internet Explorer

p

“=&p E-mail
I Windows Mail

E[ Welcome Center

o
1# Windows Mability Center

Windows Meeting Space

10. Click Network and
Internet.

askey
Documents
Pictures

Music

Recent ltems
Computer
Network
Connect To
Control Panel

Default Programs

Help and Support

11. Select Network and

Sharing Center.

ranel Home

Syrtem snd Maintenance

Seeusity

+ Hetwork and Internet

Sound hange your hee

l@ Offline Files

@ Sync Center
R

e- Internet Options

@ pnn

ows Firewall on or off

a_?\ People Near Me
Sign in or ot of Pecple Near Me

@ allow a pregram thieugh Windows Feewsl
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. | ———
12. Click Manage Network —— — o
Connection on the left , o-
. Network and Sharing Center
side.
A -
ASKEY-PC MNetacek Internet
(This compater)

G Hetwork (Frivate newedd) Customize
Aceeis Local and Internet
Connection Local Area Connection irw gtatut
3 Sharing and Dicovery E
Network discevery @ on (e
Falw tharng o ON =)
Pubic folder sharing @ ot v
Printer shaeing @ Off (no printers intalled) )
Pavvaird pretrcted tharing o 0n -
Media sharing - o £
Show me all the files and folders | am sharing
Show me a the shared netwerk folders on this computer

13. Right click Local Area
Connection and select [} ——— —— — -
Properties. ; Phoas orbion s

14. On the Networking tab, i .
you will find Internet R ———e i
Protocol Version 6 and Networking

Version 4. Contact your

ISP to confirm which one Connedt using:

will be used. (We take | @ Broadcom Metlink (TM) Gigabit Ethemet ‘
TCP/IPv4 for example

here_) i i

Thig connection uses the following items:

Select Internet Protocol T ——
Version 4 (TCP/IPv4 ient for Micros works
and press I(Dro erties) 4=} QoS Packet Scheduler

P P ' gﬁle and Printer Sharing for Microsoft Metworks
i | Prot -

W i met Protocol Version 4 (TCP/IPvd) [

& Link-Layer Topology Discovery Responder |
[ msal. || Unnsal | [C Propetties )|
Description

Transmission Control Protocol/Intemet Protocol. The defautt
wide area netwark protocol that provides communication
across diverse interconnected networks.

OK || Cancel
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Under the General tab, Internet Protocol Version 4 (TCP/IPv4) Properties
select Obtain an IP cerera | Almpate Confgration] |
. eneral i
address automatically, iermate Grdiouration |
and Obtain DNS server You can get IP settings assigned automatically if your network supports
. this capability, Otherwise, you need to ask your network administrator
address autom at|Ca”y. for the appropriate IP settings.
Then click Ok to exit.
I (@ Obtain an IP address automatically:
H (7) Use the following IP address:
IF address:

Subnet mask:

Defaulk gateway:

(@) Obtain DNS server address automatically
() Use the following DNS server addresses:

Preferred DS server:

Alternate DNS server:

E CK ][ Cancel ]
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Renewing IP Address on Client PC

After the IAD gets on line, there is a chance that your PC does not renew its IP
address and thus causes the PC not able to access the Internet. To solve this
problem, please follow the procedures below to renew PC’s IP address.

For Windows 98/ME

1. Select Run from the Start menu.

2. Type winipcfg in the text box and
click OK.

3.  When the figure below appears,
click Release to let go of the
address and then click the Renew
button to obtain a new IP address.

For Windows NT/2000/XP

1. Open the Start menu, and click
Run... on this menu.

Programs 3
Favorites »
Documents »
I% Seftings L4
@ Eind L4
@ Help

Log OFf Stella...

Shut Dlown....

Run HE

Tupe the name of a program, folder, document, or Intermet
rezource, and Windows will open it far you.

Open: Iwinipcfg j
Cancel | Browse. .. |
['_ IP Configuration HE E3
- Ethemet Adapter Information .
ilniel 82595-Based Ethernet _:J
o A | S S
IP Addioss r e
S , e
.

Default Gateway | 192168.1 1

= Rm,;‘,' | . .R@w |

Release Al RenewAl |  Morelnfo>s |

g WinZip
Programs »
Documents
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2. Type cmd in the text box that

appears and click OK. Then you
will see the command prompt
window.

Another way to open the
command prompt:

From Start menu, point to
Programs, select Accessories,
and then click Command Prompt.

Type ipconfig at the command
prompt window and press Enter to
view the computer’s IP information
from DHCP server.

If the computer is holding a
current IP address, type ipconfig
Irelease to let go of the address,
then type ipconfig /renew to
obtain a new one.

Run HE

Tupe the name of a program, folder, or dacument, and
Windows will open it for pou.

e -

¥ | Fiur i Sepanate femom Space

Cancel | Browsze. . |

‘Windows Update

Je

WinZip

4 E Accessibility
L4 % Communications

L3

RoboHELP LS
% Entertainment 4
»

3

L4 ﬁ Internet Explarer
> @ Qutlook Express

Diocuments

% Games
% System Tools
Address Book

Calculator

Settings

Search L4

& & &L Ly

Help and Prampk

Imaging
@ Nokepad
‘ﬁ’ Paint

@ Synchronize

Run...

Log OFf Stella. ..

Shut Down. ..

& P |t

@ ‘Windows Explarer
Q ‘wordPad

IR

\WINDOWS\system32\cmd.exe

Microsoft Windows XP [Uersion 5.1.26681 [ 4]
C> Copyright 1985-2881 Microsoft Corp.
C:“\Documents and Settings¥ipconfig

Windows IP Configuration

[Ethernet adapter Local Area Connection:
Connection—specific DNS Suffix . : home
IP Addres - - - = 192.168.1.2
@ 255.255_2655.8
: 192.168.1.1

es
Subnet Mask

. Command Prompt

C:\Documents and 8Settingssstella¥ipconfigsrelease

indows IP Configuration

[Ethernet adapter Local Area Connection:

Connection—specific DNS Suffix
IP Addres: .
Subnet Mask . . . .
Default Gateway . .

C:\Documents and 8Settingssstella’ipconfig/renew_

Released IP Address
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For Windows Vista

1. Open the Start menu, and
type cmd in the text box then
click OK.

2. The command prompt
window will appear.

3. Type ipconfig at the
command window and press
Enter to view the computer’s
IP information from DHCP
Server.

4. If the computer is holding a
current IP address, type
ipconfig /release to let go of
the address, then type
ipconfig /renew to obtain a
new one.

44

Programs

&8 cmd

' See all results

' Search the Internet

crmd H

e Hmlf@

. X C:\Windows\system32!

Microgoft Windows [Version 6.0.68081
Copyright (c> 2086 Microsoft Corporation.

C:\Windows\systen32}>

Bl C:\Windows\system3Z\cmd exe

Microsoft Windows [Uersion 6.0.68881
Copyright (c)> 2886 Microsoft Corporation.

C:\Windoussysten3dZ>ipconfig

Windows IP Configuration

Ethernet adapter Local Area Connection:

: askey.

Connection—specific DNS Suffix .
e : feBB::

Link-local IPu6 Address
IPu4 Addres e e
Subnet Mask .

Default Gateway

: 255,25

ssWindowsssystem32)

All r»ights reserved.

Documents

Pictures

Music

Search

Recent Items

Computer

MNetwork

onnect To
Control Panel
Default Programs
Help and Support

e Uk e - g

]
[ -]
i

All rights reserved.

savd.tw
61865a982:1461:b313z8

1@8.11.95.2

5.255.8

:18.11.95.1

X Administrator: Command Prompt

ten32¥ipconfig release

llindows IP Configuration

[Ethernet adapter Local Area Connection:

Connection—specific DNS Suffix

Link-local
Default Gateway . . .

C: Hindows~systemn3d20ipconfig-renew

1Pyt Address . . - . . : feBB:

26186:a982:1461:h313x8
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and Installation

Note:

If you cannot release the IP
address successfully and see the
message “The requested
operation requires elevation,”
please go to the Start menu and
right click Command Prompt,
then set Run as administrator.

Press Continue when a dialog
asking for permission to continue
prompts.

After then, repeat the above
instruction to release and renew
the IP address.

Elf'l

@ Internet
{ Internet Explorer
& E-mail

ﬂ Windows Mail

h‘[ Welcome Center

EF . -
% Windows Mobility

'gll Windows Meeting §

T?!i Windows Photo Gal

Ul windows Media Pla

&_QQ Windows Live Mess
b d

‘L, Paint

4

@ Ethereal

»  All Programs

askey
Documents

Pictures

Open

Open file location
Run as administrator
Pin to Start Menu
Add to Quick Launch

Restore previous versions
Send Te

Copy

Remove from this list

Rename

Properties

Help and Support

] O

. Hm @

WV siemens-silent setu...
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Chapter 3: Accessing the Internet

This chapter aims to help you access the Internet in a quick and
convenient way. If you need more detailed information for web
configuration, please refer to the next chapter for the advanced
configuration.

Before configuring the IAD, you must decide whether to configure the device as a
bridge or as a router. This chapter presents some deployment examples for your
reference. Each mode includes its general configure procedures. For more detailed
information about web configuration, refer to "Web Configuration”.

O  PPP over ATM (PPPoA)

PPP over Ethernet (PPPOE)

Numbered IP over ATM (IPoA)

Numbered IP over ATM (IPoA) + NAT

Unnumbered IP over ATM (IPoA)

Unnumbered IP over ATM (IPoA) + NAT

Bridge Mode

MER (Bridge Mode + NAT)

Ooo0Oo0oooao

To ensure your PC accessing the Internet successfully, please check the following
first.

O  Anetwork interface card is installed on your PC.

O  The IAD is solidly connected with your computer.

O  The TCP/IP protocol has been installed and the IP address setting is to
obtain IP address automatically.

When all above preparations are ready, you can open the Browser and type
“192.168.1.1" into the URL box and start to make the web configuration for different
connection modes.

This chapter is going to introduce the function of each connection mode and the
basic configuring steps that you have to do. If you do not follow the configuring steps
for using these connection modes, you might get some connection problems and
cannot connect to the Internet well.
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PPP over ATM (PPPoA) Mode

Dynamic Public IP Default Private IP

assigned by BRAS 192.168.1.1
—

ISP STM-1 I-llllllllllII
|!IIIII|I T L
(Internat Service Provider) — m""’l At ucp ‘ - .
ti. il W (... arne
Toralen

1AD Hub
' BRAS DSLAM i
Ny

| AAA =
R;JAIUS \ et
Server 192.168.1.2
& PPP over ATM £ i
*BRAS: Broadband over
Remote Access Server
PPPoA+NAT+DHCP

on Private LAN

Description:

In this deployment environment, the PPP0OA session is between the ADSL WAN
interface and BRAS. The IAD gets a public IP address from BRAS when connecting
to DSLAM. The multiple client PCs will get private IP address from the DHCP server
enabled on private LAN. The enabled NAT mechanism will translate the IP
information for clients to access the Internet.

Configuration:

1.

Start your browser and type 192.168.1.1 as the address to access ADSL
web-based manager.

Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:

VPI-0

VCI - 38

Click the Next button.

On the Configure Internet Connection -Connection Type page, select PPP
over ATM (PPPoA) then click the Next button.

On the WAN IP Settings page, select Obtain an IP address automatically
and check Enable NAT box. Click Next.

On the PPP Username and Password page, enter the PPP username and
password that you got from your ISP. Select Always on or select Dial on
Demand and key in the inactivity timeout value. (The default value is 20
minutes.) Then click Next.

On the Configure LAN side Settings page, key in the IP address and subnet
mask for your LAN, e.g.:

Primary IP address: 192.168.1.1

Subnet Mask: 255.255.255.0

Check DHCP Server on box. And key in the start and end IP address, e.g.:
Start IP Address:192.168.1.2

End IP Address: 192.168.1.254

Then enter the leased time ( the default is 1 day), and click Next.

Check the network information on This Internet Connection -- Summary
page. Make sure the settings match the information provided by your ISP. Click
Finish.
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PPP over Ethernet (PPPoE) Mode

RDAIUS

Dynamic Public IP Default Private IP

assigned by BRAS —l J—192v153.1.1 r
‘—E—h 192.168.1.3
|SP )
|

@ Provider) STM-1 III!lum

FNN oop —
‘ sssss Ethernet

BRAS DSLAM Hub

-

\p- 192168412

Server

PC(S)

Fy
Y

PPP over Ethernet

*BRAS: Broadband
Remote Access Server

PPPoE+NAT+DHCP
on Private LAN

Description:

In this deployment environment, the PPPOE session is between the ADSL WAN
interface and BRAS. The IAD gets a public IP address from BRAS when connecting
to DSLAM. The multiple client PCs will get private IP address from the DHCP server
enabled on private LAN. The enabled NAT mechanism will translate the IP
information for clients to access the Internet.

Configuration:

1.

Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:

VPI-0

VCI -39

Click the Next button.

On the Configure Internet Connection -Connection Type page, select PPP
over Ethernet (PPPOE) then click the Next button.

On the WAN IP Settings page, select Obtain an IP address automatically
and check Enable NAT box. Click Next.

On the PPP Username and Password page, enter the PPP username and
password that you got from your ISP. Select Always on or select Dial on
Demand and key in the inactivity timeout value. (The default value is 20
minutes.) Then click Next.

On the Configure LAN side Settings page, key in the IP address and subnet
mask for your LAN, e.g.:

Primary IP address: 192.168.1.1

Subnet Mask: 255.255.255.0

Check DHCP Server on box. And key in the start and end IP address, e.qg.:
Start IP Address:192.168.1.2

End IP Address: 192.168.1.254

Then enter the leased time ( the default is 1 day), and click Next.

Check the network information on This Internet Connection -- Summary
page. Make sure the settings match the information provided by your ISP. Click
Finish.
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Numbered IP over ATM (IPoA)

Default Private IP.
192.168.1.1 10.3.80.88

ISP i l
(Internet Service Provider) STM-1 | ki1 Fuu Loop
| — il _—.
e BRAS
=]

RDAIUS
Server

10.3.80.82
PC(S)

Y
_

*BRAS: Broadband IP over ATM

Remote Access Server . .
Public IP Pre-assigned by ISP

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP
addresses to the IAD and public server, e.g., Web or FTP server. Typically the first

IP is network address, the second is used as the IAD IP address and the last one is
for subnet broadcasting. Other remaining IP addresses can be assigned to PCs on
the LAN.

The following example uses the LAN IP address ranging from 10.3.80.81 to
10.3.80.86 and the subnet mask for LAN is 255.255.255.248. The WAN IP address
is 10.3.95.233, and the subnet mask for WAN is 255.255.255.248.

Configuration:

1.

Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:

VPl -0

VCI-32

Click the Next button.

On the Configure Internet Connection -Connection Type page, select IP
over ATM (IPoA) then click Next.

On the WAN IP Settings page, select Use the following IP address and Use
the following DNS Server Address, then key in the information that your ISP
offered, e.g.:

WAN IP Address: 10.3.95.233

WAN Subnet Mask: 255.255.255.248

Primary DNS server: 168.95.1.1

Secondary DNS server: 168.95.192.1

Uncheck Enable NAT and click Next.

On the Configure LAN side Settings page, key in the information for your
LAN, e.g.,

Primary IP Address: 192.168.1.1

Subnet mask: 255.255.255.0

Start IP Address: 192.168.1.2

End IP Address: 192.168.1.254
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Check Configure the second IP Address and Subnet Mask for LAN
Interface and enter the information needed.

Secondary IP Address: 10.3.80.81

Subnet mask: 255.255.255.248

Click Next.

Check the network information on the Summary page. Make sure the settings
match the settings provided by your ISP. Click Finish.

Refer to the TCP/IP properties, specify an IP Address, and fill in other
information needed, e.g.:

IP Address: 10.3.80.82

Subnet Mask: 255.255.255.248

Gateway: 10.3.80.81

Preferred DNS server: 168.95.1.1

Now the IAD is well-configured. You can access the Internet.
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Numbered IP over ATM (IPOA)+NAT

Secondary LAN
(Public)

10.3.80.83
10.3.80.81
Default Private IP
S/W

192.168.1.1
_]
Sote—n,

\__ 10.3.80.82

PC(S)

P
ub

Loop

I S P T
{Intarnet Sarvice Providar) STM-1 [ETTH] I1|!.|n
e— jisiing i

.‘i‘. v

[ BRAS DSLAM IAD
=
RDAIUS
Server NAT
I >
*BRAS: Broadband IP over ATM
Remote Access Server . L
Public IP Pre-assigned .B 192.168.1.x
by ISP+NAT ‘\__-
"

Primary LAN
(Private)

Description:

In this deployment environment, we make up a private IP network of 192.168.1.1.
NAT function is enabled (on the IAD or use another NAT box connected to hub) to
support multiple clients to access the IAD and some public servers (WWW, FTP).

If you apply for multiple IP addresses from your ISP, you can assign these public IP
addresses to the IAD and public server, e.g., Web or FTP server. Typically the first
IP is network address, the second is used as IAD IP address and the last one is
subnet broadcasting. Other remaining IP addresses can be assigned to PCs on the
LAN.

The following example uses the IP address ranging from 10.3.80.81 to 10.3.80.86
and the subnet mask is 255.255.255.248.

Configuration:
1.  Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

2.  Goto Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:
VPI -0
VCI-32
Click the Next button.

3. Onthe Configure Internet Connection -Connection Type page, select IP
over ATM (IPoA) then click Next.

4.  Onthe WAN IP Settings page, select Use the following IP address and Use
the following DNS Server Address, then key in the information that your ISP
offered, e.g.:

WAN IP Address: 10.3.80.81

WAN Subnet Mask: 255.255.255.248
Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

5. Check the Enable NAT box. And click Next.
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6. Onthe Configure LAN side Settings page, key in the information for your
LAN, e.g.,
Primary IP Address: 192.168.1.1
Subnet mask: 255.255.255.0
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

7.  Check the network information. Make sure the settings match the settings
provided by ISP. Click Finish.

8. Now the IAD is well configured. You can access into Internet.
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Unnumbered IP over ATM (IPoA)

Default Private IP
192.168.1.1 10.3.80.83

ISP IIIIIIIIIII l
(Internet Service Provider) l STM-1 IIIIIIIII 1 IrIIrJ
|||II1I| |II| | _a
BRAS DSLAM
AAA

RDAIUS
Server

*BRAS: Broadband IP over ATM

Remote Access Server Public IP Pre-assigned by ISP

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP
addresses to the IAD and public server, e.g., Web or FTP server. Typically the first
IP is network address, the second is used as IAD IP address and the last one is
subnet broadcasting. Other remaining IP addresses can be assigned to PCs on the
LAN.

The following example uses the IP address ranging from 10.3.80.81 to 10.3.80.86
and the subnet mask is 255.255.255.248. In such circumstance, we do not assign
any WAN IP.

Configuration:

1.  Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

2.  Goto Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:
VPI-0
VCI - 32
Click the Next button.

3. Onthe Configure Internet Connection -Connection Type page, select IP
over ATM (IPoA) then click Next.

4.  Onthe WAN IP Settings page, select None for WAN IP address settings.
Then, select Use the following DNS Server Address and key in the
information that your ISP offered, e.qg.:

Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1
Uncheck Enable NAT and click Next.

5. Onthe Configure LAN side Settings page, key in the information for your
LAN, e.g.,
Primary IP Address: 192.168.1.1
Subnet mask: 255.255.255.0
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

6. Check Configure the second IP Address and Subnet Mask for LAN
Interface and enter the information needed, e.g.,
Secondary IP Address: 10.3.80.81
Subnet mask: 255.255.255.248
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Check DHCP Server Off and click Next.

Check the network information on the Summary page. Make sure the settings
match the settings provided by your ISP. Click Finish.

Refer to the TCP/IP properties, specify an IP Address, and fill in other
information needed, e.g.:

IP Address: 10.3.80.82

Subnet Mask: 255.255.255.248

Gateway: 10.3.80.81

Preferred DNS server: 168.95.1.1

Now the IAD is well-configured. You can access the Internet.
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Unnumbered IP over ATM (IPOA)+NAT

Secondary LAN

(Public)
10.3.80 .81 10.3 .80 .83
Default Private IP 1
192.168.1.1| [ it S/w
IS P ub
LTI
nternat Service Pravider) STM-1 "_-.um..l,h_. Loop
= |||||||r:§.~_l 10.3.80 .82
2
Teal s PC(S)

I BRAS DSLAM
=10

RDAIUS
Server

Y

*BRAS: Broadband IP over ATM

Remote Access Server
Public IP Pre-assigned

192.168.1.x
by ISP+NAT

Primary LAN
(Private)

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP
addresses to the IAD and public server, e.g., Web or FTP server. Typically the first
IP is network address, the second is used as the IAD IP address and the last one is
subnet broadcasting. Other remaining IP addresses can be assigned to PCs on the
LAN.

The following example uses the IP address ranging from 10.3.80.81 to 10.3.80.86
and the subnet mask is 255.255.255.248. In such circumstance, we enable NAT
function but not assign any WAN IP.

Configuration:

1.

Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.:

VPI-0

VCI - 32

Click the Next button.

On the Configure Internet Connection -Connection Type page, select IP
over ATM (IPoA) then click Next.

On the WAN IP Settings page, select None for WAN IP address settings.
Then, select Use the following DNS Server Address and key in the
information that your ISP offered, e.g.:

Primary DNS server: 168.95.1.1

Secondary DNS server: 168.95.192.1

Check the Enable NAT box. And click Next.

On the Configure LAN side Settings page, key in the information for your
LAN, e.g.,

Primary IP Address: 192.168.1.1

Subnet mask: 255.255.255.0

Start IP Address: 192.168.1.2

End IP Address: 192.168.1.254
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Check Configure the second IP Address and Subnet Mask for LAN
Interface and enter the information needed, e.qg.,

Secondary IP Address: 10.3.80.81

Subnet mask: 255.255.255.248

Click Next.

Check the network information on the Summary page. Make sure the contents
match the settings provided by your ISP. Click Finish.

Now the IAD is well-configured. You can access the Internet.
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Bridge Mode

192.168.1.1
ISP ”""”"ﬂ =
STM 1 I e Loop \
(Internet Service Provider) “""“ """ ~‘ ~—/ PPPoE
=:= QO000 Client S/W

Default Private IP,

RDAIUS
Server

BRAS DSLAM IAD
- AAA ‘

Y
A

*BRAS: Broadband
Remote Access Server

Bridge Mode

Description:

In this example, the IAD acts as a bridge which bridging the PC IP addresses from
LAN to WAN. The PC IP address can be a static public address that is pre-assigned
by the ISP or a dynamic public address that is assigned by the ISP DHCP server, or
an IP address received from PPPoE software.

Therefore, it does not require a public IP address. It only has a default private 1P
address (192.168.1.1) for management purpose.

Configuration:

1.

Choose a client PC and set the IP as 192.168.1.x (x is between 2 and 254) and
the gateway as 192.168.1.1.

Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.,

VPI-0

VCIl -35

Then click the Next button.

On the Configure Internet Connection -Connection Type page, select
Bridging then click the Next button.

On the WAN IP Settings page, select None for WAN IP address settings.

On the Configure LAN side Settings page, enter the IP address and subnet
mask for your LAN, e.g.:

Primary IP address: 192.168.1.1

Subnet Mask: 255.255.255.0

Choose DHCP Server Off and click Next.

Check the network information on the Summary page. Make sure the contents
match the settings provided by your ISP. Click Finish.

Refer to the TCP/IP properties, specify an IP Address, and fill in other
information needed, e.g.:

IP Address: 10.3.86.81

Subnet Mask: 255.255.255.248

Gateway: 10.3.86.1

Preferred DNS server: 168.95.1.1

Click OK. Now the IAD is well-configured. You can access to the Internet.
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MER

Public IP Default Private 1P

assigned by BRAS r92.168.1.1
ISP MU Al

oy ¢
(Internet Service Provider) STM-1 | il LOOD
E= AT S - ——_Ethernet
; N ==

BRAS DSLAM 1AD
[ =] PC
i AAA
RDAIUS
Server

*BRAS: Broadband I~
Remote Access Server

MER

Description:
In this deployment environment, we make up a private IP network of 192.168.1.1.
NAT function is enabled to support multiple clients to access to Internet.

In this example, the IAD acts as a NAT device which translates a private IP address
into a public address. Therefore multiple users can share with one public IP address
to access the Internet through this IAD. The public address can be a static public
address that is pre-assigned by ISP or a dynamic public address that is assigned by
the ISP DHCP server.

Configuration:

1.

Start your browser and type 192.168.1.1 in the URL box to access ADSL
web-based manager.

Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection
(PVC). Key in the VCI and VPI value, e.g.,

VPI-0

VCI - 37

Then click the Next button.

On the Configure Internet Connection -Connection Type page, select
Bridging and then click the Next button.

On the WAN IP Settings page, select Obtain an IP address automatically;
then, select Obtain DNS server address automatically.

Check Enable NAT. Then click Next.

On the Configure LAN side Settings page, key in the IP address and subnet
mask for your LAN. Check DHCP Server On box, and enter the start and end
points, e.g.:

Primary IP address:192.168.1.1

Subnet Mask:255.255.255.0

Start IP Address:192.168.1.2

End IP Address: 192.168.1.254

Then key in the leased time that you want. And click Next

Check the network information on the Summary page. Make sure the contents
match the settings provided by your ISP. Click Finish.

Now the IAD is well-configured. You can access the Internet.
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Chapter 4: Web Configuration

reference.

Some users might want to set specific configuration for the router such as
firewall, data transmission rate..., and so on. This chapter will provide
you advanced information of the web pages for the router for your

Using Web-Based Manager

After properly configuring you host PC, please proceed as follows:

Connect to 192.168.1.1 3

=

: ‘:_‘._] \u

Internet Acces Device

User name: | € admin ~ |

Password: | uou!_ |

] remember my passward

[ K l [ Cancel

1. Start your web browser and type

192.168.1.1, the private IP address of the
ADSL Router, in the URL field.

After connecting to the device, you will be
prompted to enter username and
password. By default, both the username
and the password are admin. An example
under Windows XP is shown as the left
figure.

If you login successfully, the main page will
appear. From now on, the IAD acts as a
web server sending HTML pages/forms on
your request. You can fill in these
pages/forms and apply them to the IAD.
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Outline of Web Manager

To configure the web page, please use admin as the username and the password.
The main screen will be shown as below.

DSL " = 2 Je] 0 i+ i MainMenu i
iQuick Start : Status : Advanced @ Voice { Management i T
Language:

Connect to Internet

Your ADSL router is ready to connect to Broadband.

Enter your Broadband user name and password, then click "Connect”.
Internet Connection: pppoe_0_39_1

Total Online Time: 0 secs

Broadband User Name

Passwoard
____________________ mmmmmmmmmmmmm—eeo
M Fm——————==- 1
~ ==+, Main Window |
Title: The title of this management interface.
Main Menu: Including Quick Start, Status, Advanced, Voice, and Management.

Main Window: The current workspace of the web manager, containing
configuration or status information.

To Have the New Settings Take Effect

After selecting or adjusting the settings according to your needs, your
customizations will be saved to the flash memory before you restart the IAD. And
only after rebooting the IAD, your customizations may take effect.

Language

On the top to the right of this web page, it provides a drop-down menu for you to
choose a proper language. (However, we only offer English at present.)
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Quick Start

The pages under the Quick Start menu provide user a quick way to set up the IAD. If
you do not know much about the router, you can use the Quick Start pages to adjust
basic settings to activate your IAD.

Connect to Internet

This is a quick way to connect to the  connect to Internet

Internet by us"’]g PPPOE |nterface’ Your ADSL router is ready to connect to Broadband.

please click Connect to Internet to

Open the Web page Enter your Broadband user name and password, then click "Connect”,
' Internet Connection: pppoe_B8_35_1

Total Online Time: 0secs

Enter the user name and password b
(that you get from the ISP) for your Password

IAD and click Connect.

The system will connect automatically,
and then you can access the Internet.

Quick Setup

The quick setup wizard will guide you =~ 9>

to configure this router through some 10w 0r L v m e
SpeCiﬂC StepS. Yet different connection raictnnmsn;:mig Ehst thers I3 no any PC configursd in your ADSL router before performing
interface will lead to different setting ~ © 2uto sean intemet connection (puc)

pages. Refer to the following pages for canfigure interet connection -- a1 pyc

detalled |nf0rmat|0n Ills\%a.ise enter VPI and ¥CI numbers for the Internet connection which is provided by your
H WP |8 (0-255)

Auto Scan Internet Connection vor, oo oaamess

(PVC):

|f there iS no any PVC Conﬁgured in m\E::gsltleé\ssemngs will be replaced by new settings after you finish \W

your router, you can check this item.
Otherwise, please uncheck this box.

VPI (Virtual Path Identifier):
Identifies the virtual path between
endpoints in an ATM network. The
valid range is from 0 to 255. To enter
the setting, please refer to the setting
that the ISP offered.

VCI (Virtual Channel Identifier):
Identifies the virtual channel endpoints
in an ATM network. The valid range is
from 32 to 65535 (1 to 31 is reserved
for well-known protocols). To enter the
setting, please refer to the setting that
the ISP gave you.

After entering the VPI/VCI value,
please click Next for the following
step.
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Connection Type

The system provides several protocols for you to choose. Your ISP will offer you the
most suitable settings of the protocol. Before you set this page, please refer to the
protocol that your ISP offered.

After Clicking on the NeXt button from Configure Internet Connection - Connection Type
the VP'/VC' Web page’ the fo”owing %ilg’atégg sgitgncodsaem‘d encapsulation type with the ATM PYC that your ISP has
screen will appear. Please choose the

. . Protocol: O PPP aver ATM (PPPas)
connection type and encapsulation & PPP over Ethernst (PPRGE]
mode that you want to use and click glp_;verw (Pat)

J Bridging

Next for next page.
3 Encapsulation Type: | LLCASNAP v
For instance, PPP over Ethernet

(PPPOE) is selected in this
demonstrative figure.

PPP over ATM/ PPP over Ethernet

If the connection type you choose is PPP over ATM or PPP over Ethernet, please
refer to the following information.

ACCOI’ding tO the |Spls Conﬁguration Configure Internet Connection - Connection Type
on the Server’ yOU can Choose PPPOE %ilg’atégg sgitgncodsaem‘d encapsulation type with the ATM PYC that your ISP has
or PPPoA modes.

Protocol: O PPP aver ATM (PPPas)
. & PPP over Ethernet (PPPoE)
Choose PPPoA or PPPoE and click O 1P over &TH (1Pos)
NeXt O Bridging

Encapsulation Type: | LLCASNAP v

On th|s screen, you have to make the Configure Internet Connection - WAN IP Settings
SettlngS for WAN |P TO get the IP Enter information provided to vou by your ISP to configure the WAN [P settings.
address automatlca”y C“Ck the (& Obtain an IP address automatically

. ! . () Use the following IP address:
Obtain an IP address automatically waN 1P address:
radio button. Or click Use the ]

. v] E MWAT

following IP address button and e
enter the IP address for WAN
Interface MTU: (1492 | {default: 1492)
Check Enable NAT if you need.
MTU:

It means the maximum size of the
packet that transmitted in the network.
The packet of the data greater than
the value set here will be divided into
several packets for transmitting.

Type the value into the field of MTU.
The default setting for PPPoE is 1492;
while for PPPoA is 1500.

Click Next for the next procedure.
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. Configure Internet Connection - PPP User Name and Password
PPP Username & PPP Password:
In order to establish the Internet connection, please enter PPP user name and password

Key in the username and password —  that your 157 has provided.
that you received from your ISP. (e.g.,

. . PPP User Name: askey4
Siemens4/Siemens4) PPP Password:
AIWayS On . Session established by, (& A\.Wlayg an .
. @ Dial on Deman
Select this item to make the o e o e or 28 minutes
Connecnon aCthe a” the tlme " Disconnect f no activity for minutes
Dial on Demand:

Select this item to make a connection
automatically while in demand. Enter
the timeout to cut off the network
connection if there is no activity for
this IAD.

Manually Connect:

Select this item to make a connection

by pressing the Connect hyperlink on

the Advanced Setup- Internet-

Connections web page.

On the Configure LAN side Settings ~confisure LN side settinos

Enter the ADSL router IP address and subnet mask for LAM interface and then enable DHCP

page, you have to f|” |n the data server on LAN interface to pravide IP address settings for your computers
requeStEd. Primary IP Address:  [192,168.1.1
Subnet Mask: 295.255.255.0

Primary IP Address & Subnet Mask: 5 corgure sscondsry e sdrass snd subnet mas
Key in the information that offered by

your ISP for the LAN connection. L 1500 | dfault; 1500}

Configure the SeCOndary 1P @ DHCP Serveron  Start IP: 102.168.1.2

Address and Subnet Mask: End IP: 192.160.1.254

Check this box to set up a secondary teaseTime: (1 fdays [0 [ hours[0 | minutes

IP Address to connect to your IAD if © DHEP Server off

they are not included in the range that

DHCP server accepts. See the next
figure for the secondary IP address

and subnet mask. On this web page, the primary IP

Secondary IP Address & Subnet address and subnet mask will be
Mask: shown on it. You can modify them
Key in the second IP address and the  if needed.

subnet mask received from the ISP for

your LAN connection.

Configure LAN side Settings
MTU: (refer to the WAN SECtiOn) it soa e e s st o oo o tomeralecvcs
The _defaL_llt MTU value for LAN _S|d_e_ primary 1o address: (19816811
Settings is 1500. You may modify it if  subretmask: 255255 2550

necessary. ‘;Cnnﬁgure secondary IP address and subnet mask
DHCP Server On: e

Check this item if DHCP service is

needed on the LAN side. The IAD will . 1500 | {default: 1500)

assign IP address and gateway

address for each of your PCs. @ price seneron P
Start IP Address & End IP Address Lease Time: 1 days |0 hours |0 minutes
Enter the information needed. © DHCP Server OF
Lease Time:
Key in the duration for the time. The ) )
default is 1day. Key in all the necessary settings
and click Next for the coming
DHCP Server Off: page.

Check this item if DHCP service is not
needed on the LAN.
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You can check the contents on the
Summary page.

If you find anything incorrect, click
Back to modify the settings.

If everything is OK, click Finish to
accept these settings.

Now, the system will reboot to activate
the new settings that you have set in
this section.

Please wait for 2 minutes before
restarting the router.

This Internet Connection -- Summary
Make sure that the settings below match the settings provided by your ISP,

Internet {WAN) Configuration:

VPI / ¥CI 0/39

Connection Type PPPoE LLC/SNAP, Always On, Qo5 On
NAT Enabled

WAN IP Address Automatically Assigned

Default Gateway Automatically Assigned

DNS Server Automatically Assigned

LAN Configuration:

Primary LAN IP 192,168.1.1 / 255.255.255.0

Secondary LAN IP 0.0.0.0 / 255.255.255.255

DHCP Server ©On 182.168.1.2 ~ 192,168.1.254

DHCP Lease Time 1 days 0 hours 0 minutes

Click "Finish” to accept these settings, and reboot the systerm

Sl "Backe 1 maks any moscatons.

Reboot ADSL Router
The ADSL router has been configured and is rebooting.
Close the ADSL router Configuration window and wait for 2 minutes before reopening your

web browser. If necessary, reconfigure your PC's IP address to match your new
configuratian,
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IP over ATM

If the type you have to choose is IP over ATM, please refer to the following
information.

IPOA |S an alternatlve Of LAN Configure Internet Connection - Connection Type

emu'ation It a”OWS TCP/| P network to  Select the protocol and encapsulation type with the ATM PYC that your ISP has
: instructed you to use.

access ATM network and uses ATM

Praotocol: ' PPP over ATM (PPPoA)

quality of service’s features. O PP over Ethernet (FPPE)
. {@ 1P aver ATM (IPoA)
Choose IPoA and click Next. © eridaing

Encapsulation Type: | LLC/SNAP

Non e: Configure Internet Connection - WAN IP Settings
If |t |S I’]Ot necessary tO Set the WAN IP Enter information provided to you by your ISP to configure the WAN IP settings.
address, please click this button. © Mane

& Obtain an 1P address automatically
O Use the following IP address:

Obtain an IP address automatically: = . & siceee.
Click this button to allow the system to v subnet mask:

get an IP address aUtomatlca”y Obtain DNS server address sutomatically
@& Use the following DNS server addresses:

WAN IP AddreSS & WAN Subnet Prirnary DMS server:

Mask: Secondary DNS server:

If you choose Use the following IP Enablo NaT

address, you have to enter the IP

address and subnet mask information

that you received from the ISP for the
WAN interface.

After setting up the WAN IP and

DNS server information, click Next

to open the following page.

Obtain DNS server address
automatically:

Only when you select Obtain an IP
address automatically that this
option is available. You may click this
button to allow the system to get DNS
server address automatically.

Use the following DNS server
addresses:

Select this item to set the DNS server
addresses manually, type the
information provided by your ISP in
the following Primary DNS and
Secondary DNS server entries, e.g.
168.95.1.1 and 168.95.192.1.

Click Enable NAT if you want.
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On the Configure LAN side Settings
page; you have to fill in the data
requested.

Primary IP Address & Subnet Mask:
Key in the information offered by your
ISP for the LAN connection, e.g.,
192.168.1.1 for primary IP address
and 255.255.255.0 for subnet mask.

MTU:

(Please refer to the PPPoA/ PPPoE
section.) The default MTU setting is
1500. You may modify it if necessary.

Configure the secondary IP
Address and Subnet Mask:

Check this box to set up a secondary
IP address to connect to your IAD if
they are not included in the range that
DHCP server accepts. You have to
key in the information received from
your ISP for the LAN connection, e.g.,
the secondary IP is 10.3.80.81 and the
mask is 255.255.255.248 in the
example illustrated in the figure.

DHCP Server On:

Check this item if DHCP service is
needed on the LAN side. The IAD will
assign IP address and gateway
address for each of your PCs.

Start IP Address & End IP Address:
Enter the information needed.

Lease Time:
Key in the duration for the time. The
default is 1day.

DHCP Server Off:
Check this item if DHCP service is not
needed on the LAN.

You can check the settings on the
Summary page.

If you find anything incorrect, click
Back to modify the settings.

If everything is OK, click Finish to
accept these settings.

And the following page will appear.

Now, the system will reboot to activate
the new settings that you have set in
this section.

Please wait for 2 minutes before
restarting the IAD.

Configure LAN side Settings

Enter the ADSL router IP address and subnet mask for LAM interface and then enable DHCP
server on LAN interface to pravide IP address settings for your computers

Primary IP address: 192.168.1.1
Subnet Mask: 255.255.255.0

[] Canfigure secondary IP address and subnet mask

MTU: 1500 | {default: 1500)
& DHCP Server On Start IP: 192.168.1.2
End IP: 192.168.1.254
Lease Time: 1 days |0 hours |0 minutes

O DHCP Server Off

The primary IP address and subnet
mask will be shown on it. You can
modify them if needed.

Configure LAN side Settings

Enter the 4DSL router IP address and subnet mask for LAN interface and then enable DHCR
server on LAN interface to provide IP address settings for your computers,

Primary IP Address: 192.168.1.1
Subnet Mask: 255.255.255.0

Configure secondary IP address and subnet mask

Secondary IP Address: |10.3.80.81

Subnet Mask: 255.255.255.248
MTU: 1500 | (default: 1500}
@ DHCP Server On  Start IP: 192.168.1.2
End IP: 192.168.1.254
Lease Time: 1 days |0 hours |0 minutes

© DHCP Server Off

Key in all the necessary settings.
Click Next for the coming page.

This Internet Connection -- Summary
Make sure that the settings below match the settings pravided by your ISP

Internet (WAN) Configuration:

VPI § ¥CI 0/32

Connection Type IPo& LLC/SNAP, QoS On
NAT Enabled

WaN IP Address autamatically assigned
Default Gateway Automatically Assigned
DNS Server Automatically Assigned

LAN Configuration:

Primary LAN 1P 192.168.1.1 f 255.255.255.0

Secondary LAN IP 10.3.80.81/ 255,299.2595.248

DHCP Server On 192.168.1.2 ~ 192.168.1.254

DHCP Lease Time 1 days 0 hours 0 minutes

Click "Finish" to accept these settings, and reboot the system. -

Cick "Back’ to maks any modfcatons.

Reboot ADSL Router
The ADSL router has been configured and is rebooting.
Close the ADSL router Configuration window and wait far 2 minutes hefore reopening your

web browser. If necessary, reconfigure your PC's IP address to match your new
configuration
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Bridging

If the mode you choose is Bridging (or MER), please refer to the following

information.

The bridging mode can configure your
IAD to send and receive packets
between LAN and WAN interfaces.
The WAN interface is ATM PVC; the
LAN interface can be Ethernet or
USB.

Choose Bridging and click Next.

None:

If it is not necessary to set the WAN IP
address, please click this button. In
our example, we select this item.

Obtain an IP address automatically:
Click this button to allow the system to
get an IP address automatically.

WAN IP Address, WAN Subnet
Mask, and Default Gateway:

When choosing Use the following IP
address, you have to key in the IP
address, the subnet mask, and the
default gateway provided by your ISP
for the WAN interface.

While you choose to obtain the IP
address automatically or use specific
IP address, you have to decide
whether to select Obtain DNS server
address automatically or Use the
following DNS server address and
enter the information provided by you
ISP.

You may check Enable NAT if
necessary.

Press Next to continue.

Primary IP Address & Subnet Mask:
Key in the IP address and the subnet
mask that provided by your ISP for
LAN interface. The primary IP address
and subnet mask for our example are
192.168.1.1 and 255.255.255.0,
respectively.

MTU: Please refer to PPPoA/ PPPoE.

DHCP Server On:

Check this item if DHCP service is
needed on the LAN. The IAD will
assign IP address and gateway
address for each of your PCs. If you
enable this function, you have to enter
the information for Start IP, End IP
and Lease Time. The default value for
lease time is one day.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PWC that your ISP has
instructed you to use.

Protocal; ) PPP aver ATM (PPPOA)

) PPP aver Ethernet (PPPOE)
O IP over ATM (IPaA)
@® Bridging

Encapsulation Type: | LLC/SNAP

Configure Internet Connection - WAN IP Settings
Enter information provided to you by your ISP to configure the WaN IP settings,
@ MNone
(& Obtain an IP address automatically
O Use the following IP address:
WAN IP Address;
WAk Subnet Mask:

Default Gateway:

The default setting is none, shown
as the figure above. While
selecting Obtain an IP address
automatically or Use the
following IP address, the DNS
setting appears, shown as the
figure below.

Configure Internet Connection - WAN IP Settings
Enter information provided to you by your ISP to configure the Wak IP settings.

) None
(& Obtain an IP address automatically
O Use the following IP address:

WAN IP Address:

WAN Subnet Mask:

Default Gateway:

@ Obtain DMS server address automatically
O Use the following DNS server addresses:
Primary DNS server:
Secondary DNS server:

Enable MAT

Configure LAN side Settings

Enter the ADSL router IP address and subnet mask for LAN interface and then enable DHCR
server on LAN interface to provide [P address settings for your computers,

192.168.1.1
255.255.255.0

Primary [P Address:
Subnet Mask:

[J Configure secandary IP address and subnet mask

MTU: 1500 | (default: 1500)

© DHCP Server On  Start IF:
End IP:
Lease Time: haurs

days minutes

@ DHCP Server Off
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DHCP Server Off:

Check this item if DHCP service is not
needed on the LAN. We choose this
item in our example.

You can check the settings on the
Summary page now.

If you find anything incorrect, click
Back to modify the settings.

If everything is OK, click Finish to
accept these settings.

And the following page will appear.

Now, the system will reboot to activate
the new settings that you have done in
this section.

Please wait for 2 minutes before
restarting the IAD.

This Tnternel Cunnection - Summdry
Make sare that the s=ttings below match the settings prov ded by your ISP,

Internet ( WAN) Configuration:
VPI f ¥C1 0/35
Connection Type Bridge LLC/SMNAP, Qot Or

LAN Configuration:

Primary LAN 1P 192 16E.1._ f255.255.255.0

Secondary LAN 1P UL 20, 20b. 200,200

DHCP Server 0n 192.16£.1.2 ~ 192,168.1.254

DHCP Lease Time 1days 0 hcurs O minutes

Click "Finich" to scespt thecs cottings, and reboot the systam, :
Clck "Eage 5 macs any ot Reatars.
Reboot ADSL Router

The ADSL router has been configured and is rebooting.

Close the ADSL router Configuration window and wait for 2 minutes before reopening your
web browser, If necessary, reconfigure your PC's IP address to match your new
configuration.
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Status

Overview

This page displays the current status for the ADSL connection, including the System
Up Time, ADSL speed, LAN IP address, default gateway, DNS server, firmware
version, driver version, Ethernet MAC address, and so on. The system status will be
different according to the settings that you configured in the web pages.

Overview of Device Information

This infarmation reflects the current status of your ADSL router.,

System Up Time 00:00:43:28
ADSL Speed (DSfUS) 7616/832 Kbps
LAMN IP Address 192.168.1.1
Default Gateway 10,3.95.233
Primary DNS server 168.95.192.1

Secondary DNS server 168.95.1.1

Firmware ¥Yersion 3.02,02.07_AZpB019bE.d16n
Boot Loader Yersion 1.0.37-0.6.4
Ethernet MAC Address 00:90:96:00:00:01
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ADSL Line

This page shows all information for
ADSL.

For knowing the quality of the ADSL
connection, please click ADSL BER
Test button to have advanced
information.

Click More Information hyperlink to
show more detailed information about
ADSL Line Status.

ADSL BER Test

This test determines the quality of the
ADSL connection. It is done by
transferring idle cells containing a
known pattern and comparing the
received data with this known pattern
to check for errors.

After selecting the test duration time
and click Start, the following dialog
appears to tell you the test is running.
You can stop the test by clicking Stop
or close this dialog window by
pressing Close.

When the test is over, the result will be
shown on the following dialog window
for your reference. Click Close to
close this window.

ADSL Line Status

Current adsl line status is as the below,

Line Mode G.OMT Line State Show Time
Latency Type Interleave Line Up Time 00:00:15:08
Line Coding Trellis On Line Up Count 1

Statistics Downstream Upstream

Line Rate 7616 Kbps 832 Kbps

Attainable Line Rate 11456 Kbps 1212 kbps

Noise Margin 21.8de 14.0 dp

Line Attenuation 1.0 de 2.0d8

Output Power 7.8dBm 11.9 dBm

More Information %

ADSL BER Test

2 hitp://192 16811 /berstart tsi?berState=0 - Microsott... (2 |51 |[&X]

ADSL BER Test - Start

The ADSL Bit Error Rate (BER) test determines the
guality of the ADSL connection. The test is done by
transferring idle cells containing a known pattern and
comparing the received data with this known pattern to
check for any errors.

Select the test duration below and click "Start",

Tested Time (sec): |20

2} hitp://192.168.1.1/berrun. tst?herTime=20 - Microsof. ..

ADSL BER Test - Running

The ADSL BER test is in progress, The connection speed
is 7616 Kbps. The test will run for 20 seconds.

Click "Stop" to terminate the test.

3 hitp:#/192.168.1. Liberstop. st - Microsoft Internet Ex... [2 |[F]

ADSL BER Test - Result

The ADSL BER test completed successfully.

Tested Time 20

Total Transferred Bits 137950464
Total Error Bits 0

Error Ratio 0.00e+00
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Internet Connection

This page displays the connection % A

information for your IAD, such as the ‘

PVC name VPI/VC' Value SerVICe PYC Name YPISYCI Category Protocol NAT QoS WAN IP Address Orflti‘:teu;i{ne
Category’ protocoli |nvok|ng NAT and pppoa_0_38_1 0/38 UBR \f‘gmﬁ on | On 1036548 | g Démm "
Qos or not, IP address, linking status,

and so on.

Traffic Statistics

This table shows the records of data ~ Tttt

gOIng through the LAN and WAN The statistics of user data going through your ADSL router are listed below.

H H Received Transmitted
Interface For eaCh Interface’ Lyteriace Bytes Packets Errors |Drops Bytes Packets |Errors Drops
cumulative totals are d|sp|ayed for Ethernet [1149994[11429 0 [ 4781953 14473 |0 i
Received and Transmitted. T e e e o o T
You may click Reset to reset the

amount.

DHCP Table

This table shows all DHCP clients who = bHce rable

get the'r IP addresses from your IAD gf;tl:vasﬁldevices which get their IP addresses from your DSL Router are listed
For eaCh DHCP Cllent' It ShOWS the Host Name | MAC Address IP Address | Lease Time
Host Name, MAC Address, IP cn 00!C1126:06:60:28 | 102.168.1.2 | 00:23:55:31
Address and the Lease Time.

Routing Table

This table shows the routing rules that Routing Table

your router uses. All of current routing rules in your ADSL router are listed below.
Destination MNetmask Gateway Interface Metric
10,395,233 | 255.255.255.255 0.0.0.0 pppoe_0_39_1 0
192.168.1.0 | 255.255.255.0 0.0.0.0 bro o
0.0.0.0 0.0.0.0 10,295,233 | pppoe_0_39_1 |0

ARP Table

This table shows the IP address ARP Table

record for IP-to-Physical translation in  the 1p-+to-physical address translation entries recorded in your

your router. ADSL router are listed below,

IP address | Physical Address | Interface Type
192.168.1.2 00:C1:26:048:69:2B  hri Dynamic
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Advanced Setup

Local Network — IP Address

This page is the same as you can see on the Configure LAN side Settings page
while running the Quick Setup. It allows you to set IP Address and Subnet Mask
values for LAN interface.

Prlmary |P Address LAN IP Address Configuration
Key |n the flrst IP address that you Enter the ADSL rauter IP address and subnet mask for LAN interface.
received from your ISP for the LAN  Priman P address: [ 192.168.1.1

Subnet Mask: 255.255.255.0

connection. Host Name: RTA1046Y

Subnet Mask:
Key in the subnet mask that you

Domain Name: hame

[] Configure secaondary IP address and subnet mask.

received from your ISP for the LAN v 1500 | (defaui: 1500)
connection. N setings oy ok et st sour AOSL router i ebosted 1 necessary,
Host Name:

List the host name of this device.

Domain Name:
List the name of the domain.

Configure the second IP Address  vLante address configuration

and Su b n et Mas k Enter the ADSL router IP address and subnet mask for LaN interface.
Check this box to enter another set Primary [P address:  [192.168.1.1
of IP Address and Subnet Mask to Subnat Mask: £55.255 255 1
R Host Name: RTAL1O046W
connect to your IAD if they are not Domain Nams: hame

included in the range that DHCP
server accepts.

"__.;Canlgure secondary IP address and subnet mask,

Secondary IP Address:
Subnet Mask:

After checking this box, the
secondary IP address and subnet mTu: 1500 | (Default: 1500}
mask entries will show up, as shown
in the right figure.

Secondary IP Address & Subnet
Mask: Enter the information provided
by your ISP for your LAN connection.

MTU:

It means the maximum size of the
packet that transmitted in the
network. The packet of the data
greater than the number set here will
be divided into several packets for
transmitting. Type the value into the
field of MTU. The default setting is
1500.

Apply:
Click this button to activate the
settings listed above.

2pply Mew settings only take effect after vour ADSL router is rebooted. If necessary,
reconfigure your PC's 1P address to match new settings.
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Local Network — DHCP Server

This allows you to set DHCP server on LAN interface.

DHCP Server On . DHCP Server Configuration

CheCk thls Item |f DHCP SerVICe |S EQ;};Ileng?HCP Server on LAN interface can provide the proper IP address settings to your
needed on the LAN' The IAD WI” @ DHCP Server Gn Start IP: 192.162.1.10

assign IP address and gateway Endt 1p: ETRTTErC"

address for each of your PCs. LeasaTime: 1 |days [0 ] hours[d | minutes

[ Reserved IP Address List ]

You have to key in Start IP Address,
End IP Address, and Lease Time. ©OReayon Relay i senere:
The default lease time is 1day. © server and Relay Of

Zpply | Mew settings only take effect after your ADSL router is rebooted, If
necessary, reconfigure your PC's 1P address to match new settings.

Relay On: DHCP Server Configuration
Click this button to have a re|ay EQ;EHEEHCP Server on LAN interface can provide the proper IP address settings to your
setting. And type the Server IP in the
|P fleld O DHCP Serveron  Start I
End IF:
When the DHCP server is served by Lease Tins: days [ hours [0 minutes
another device rather than the IAD
itself, you can relay to that specific @ Relyon  Relay to Server IP: 105552

server and enter the IP address of it,  © serverandretay o
as 10.3.95.2 in our example.

Apply | Mew settings only take effect after your ADSL router is rebooted. If

necessary, reconfigure your PC's IP address to match new settings.

Server and Relay Off:
Check this item if DHCP service isn't
needed on the LAN.

Apply:
Click this button to activate the
settings listed above.

You can reserve one specific IP 2 hitp:1/192.168.1.1/viewdheprolist hitml - Microsoft Intornet Explo... [ |5 %]
address for a certain PC for particular

purpose' Slmply add a mapplng entry fou can reserve one specific [P address for 3 certain PC by adding
Of MAC address & |P address for that the mapping entry between MAC address and IP address.

Reserved IP Address List

PC by pressing the Reserved IP MAC Address IP Address | Delete
Address List button. The window as

the one shown in the right column will
appear.

Click the Add button to open another [ B E R SR SERRrra e p VRS svaewss s el o S]] 3]
dialog window, shown as the right. On
PC’'s MAC Address and Assigned IP | ... .iiese

Address boxes, please type the (=.9,00:90:90:01:20:38)

Assigned IP Address:

correct information according to your (e.g.192,168.1.2)
need and click Apply.

Add a new reserved IP address entry
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The information added will be shown 2 hitp://192 1681 Iviewdheprelist cgiichec kNum=7174 2dhepresti... 2] 51 (5]
on the window right away, as the right
figure illustrates. That is, the specified

Reserved IP Address List

You can reserve one specific [P address for a certain PC by adding

address W|” be reserved and not be the mapping entry hetween MAC address and 1P address.
assigned by DHCP for other MAC Address IP Address | Delete
computer(s). 00:90:96:01:24:38 192.168.1.2 i
You may click Add button to add

another set or click Close to exit.

Local Network — UPnP

The UPnP is only available for Windows XP. If you are not a Windows XP user, you
may ignore this page.

Enabling the UPnP IGD and NAT UPnP Configuration
traver5a| functlon a”OWS the users to Enabling the UPNP IGD and MNAT Traversal function allows the users to perform

more applications behind NAT without additional configuration settings or ALG

perform more applications behind NAT  surrert en your 205t router.

without additional configuration Enable UPnP
settings or ALG support on your
router.

You can enable the UPnP function
through this web page by checking
Enable UPnP and press Apply.

Local Network — IGMP Snooping

Traditionally, IP packets are transmitted in one of either two ways - Unicast (1 sender
to 1 recipient) or Broadcast (1 sender to everyone on the network). Multicast delivers
IP packets to just a group of hosts on the network.

Without IGMP snooping, multicast traffic is treated in the same manner as broadcast
traffic, that is, it is forwarded to all ports. With IGMP snooping, multicast traffic of a
group is only forwarded to ports that have members of that group. IGMP snooping
generates no additional network traffic, allowing you to significantly reduce multicast
traffic passing through your switch.

The figure below shows a simple network connected via the ADSL router. There are
four Ethernet clients and one USB client on the LAN interface.

Video Server

ADSL Router

Ethernet uUsSB
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Now suppose the video server is the multicast transmitter and host A and D are
multicast receivers. If we do not turn on the IGMP snooping function, the router will
forward the multicast traffic to all hosts connecting to this router and consequently
block and interrupt the traffic of the other users who do not want to receive the
multicast service, shown as the following figure.

Video Server

Multicast traffic

T @R —

ADSL Router

!

usB

m . .
o

- |

= I | |

o

~-*

When IGMP snhooping is invoked, it makes the system aware to establish the best
path for multicast service to save LAN bandwidth. Refer the figure below, just as
desired, only host A and D will actually receive multicast traffic when IGMP snooping
is enabled.

Video Server

IGMP Snooping Enabled

Multicast Traffic

B BREECE
ADSL Router

Ethernet USB

While IGMP snooping is enabled, the  1cmp snooping configuration

IGMP packets will be monitored, the iy ind oeizted ane the muticas o wil aris be oraariod e
membershlp |nf0rmat|0n W|” be those LaN ports which are bonded to the subscribed multicast groups.
recorded and processed, and the
multicast traffl_c will only be forwarded

to those LAN interfaces, such as

Ethernet and USB, which are bonded Note that the IGMP proxy must be

Enable IGMP Snaaping

to the subscribed multicast groups. enabled first. If the IGMP Snooping
Thus it helps to save the bandwidth function is not available as shown in the
and helps the devices to perform following figure, you have to enable the
more effectively. IGMP Proxy first.
Check Enable IGMP Snooping and IGMP Snoosing Configuration
click Apply to invoke this function. b Tecor i o preebesid ok the muticac rofhe il oy b oworded te
those LAN ports which are bonded to the subscribed multicast groups,
If the PVC you're using is NAT Warning: To enable IGMP snooping, you must enable IGMP proxy first.
enabled, remember to turn on the ErebiS 15HP Snonping
IGMP Proxy at the same time.

Please refer to Internet — IGMP
Proxy for more information.
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Internet — Connections

To set WAN settings for each service, please open Advanced- Internet. This page
allows you to edit, to remove, or to add WAN settings.

If you click the Connect hyperlink
under the PVC Name item, the system
will connect to WAN automatically. If
the WAN connection is OK, you can
check the detailed information directly.

You can add new PVC(s) by clicking
the Add button, edit the settings for

the present PVC by clicking Y. inthe
Edit column, or delete the existing
PVC by pressing @ icon.

Adding a New One

To add a new WAN connection, please
appears.

VPI (Virtual Path Identifier):
Identifies the virtual path between
endpoints in an ATM network. The
valid range is from 0 to 255. Please
refer to the value that your ISP
provides.

VCI (Virtual Channel Identifier):
Identifies the virtual channel endpoints
in an ATM network. The valid range is
from 32 to 65535 (1 to 31 is reserved
for well-known protocols). Please refer
to the value that your ISP provides.

Service Category:

It decides the size and rate for the
packets of the data in different service
type. There are five categories
provided here for your selection,
shown as the drop-down menu in the
right column.

If you select UBR with PCR or CBR,
you have to offer the value for the
peak cell rate.

If you choose Non Realtime VBR, or
Realtime VBR, you have to key in the
value for the peak cell rate,
sustainable cell rate, and maximum
burst size.

As you can see in the right figure, the
range for Peak Cell Rate is from 1 to
2500; the value for Sustainable Cell
Rate ranges from 1 to 2499 and must
be smaller than Peak Cell Rate, and
the range for Maximum Burst Size is
from 1 to 1000000.

Internet Connection Configuration
Choose Add or Edit to configure Internet connection.
Choose Finish to apply the changes and reboot the system.

WaN IP

PYC Name VPI/¥CI Category Protocol NAT QoS Address

MTU Edit

pppos_0.39 1| og UBR PPPOE

Auto % i
Connect 3 LLC/gnap | O | On 1492 %, il

assigned

The Internet connection is NOT active if PYC name is marked with (7). You

need ta dlick "Finish” ta apply changes and rebost the system far activating
this PWC,

click the Add button. The following screen

Configure Internet Connection -- ATM PVC

Please enter YPI and WCI numbers for the Internet connection which is provided by your ISP,

VL g | (nesm)
VCI: (35 |(32-65535)

Service Category: UBR Without PCR v

Configure Internet Connection -- ATM P¥C
Flease enter WVP1 and WCI numbers for the Internet connection which is provided by your 15P.
VP (8 (0-255)
VCI: |35 |(32-65535)
Service Categary: UEBR Without PCR %
UBR With PCR
CBR
Mon Realtime YBR
Realtime YBR
Configure Internet Connection -- ATM PYC
Please enter WPI and WCI numbers for the Internet connection which is provided by your ISP,
VPL [8 (0-255)
WCL |35 (32-65535)
Service Category: Mon Realtime VER v
Peak Cell Rate: a cellfs{1-2500)
Sustainable Cell
ot i cellfs(1-2499)
Maximum Burst Size: 0 cells{1-1000000)
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After pressing Next, you will see the
web page listed as the right one.
Choose the protocol that you would
like to use.

Please refer to Quick Setup for more
information if you don't know how to
set the configuration.

Enable QoS:

Check this item to enable IP QoS for a
PVC. It can improve performance for
selected classes of applications. For
more details please refer to
Advanced/Quality of Service
section.

If you choose PPPoE (or Bridging),
you will see the option for 802.1Q
VLAN Tagging.

802.1Q VLAN Tagging:
802.1Q-compliant switch ports can be
configured to transmit tagged or
untagged frames. A tag field
containing VLAN (and/or 802.1p
priority) information can be inserted

into an Ethernet frame. If a port has an

802.1Q-compliant device attached
(such as another switch), these
tagged frames can carry VLAN
membership information between
switches, thus letting a VLAN span
multiple switches. However, it is
important for network administrators to
ensure ports with non-802.1Q-
compliant devices attached are
configured to transmit untagged
frames. Many NICs for PCs and
printers are not 802.1Q-compliant. If
they receive a tagged frame, they will
not understand the VLAN tag and will
drop the frame. Also, the maximum
legal Ethernet frame size for tagged
frames was increased in 802.1Q (and
its companion, 802.3ac) from 1,518 to
1,522 bytes.

After checking Enable 802.1Q VLAN
Tagging, you will have to enter a
VLAN ID, as shown in the figure.

VLAN ID:

The VLAN Identifier is a 12 bit field. It
uniquely identifies the VLAN to which
the frame belongs to and can have a
value between 0 and 4095.

Click Next to continue.

i Enable 202.1Q WLAN Tagging

Configure Internet Connection - Connection Type

Select the protocal and encapsulation type with the ATM PYC that your ISP has
instructed you to use.

Frotacol: © PPP ower ATM (PPPoA)
@ PPP over Ethernet (PPPoE)
O 1P over ATM (IPos)

O Bridging

Encapsulation Type: | LLC/SNAR

..Enah\e Qs

Enabling IP QoS for a PYC can improve performance for selected classes of
applications. Please assign the priorities for various applications from the
Advanced...|Quslity of Service menu, Be aware that IP QoS also consumes system
resources, the number of created PYCs will be reduced consequently.,

[ Enable 902.1Q VLAN Tagging

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PVC that your ISP has
instructed you to use.

& PPP over ATM (PPPOA)

@ PPP over Ethernet (PPPOE)
O 1P aver ATM (IPos)

& eridaing

Pratocal:

Encapsulation Type: | LLC/SHAR +

Enable QoS

Enabling IF Qo% for a PVC can improve performance for selected classes of
applications. Please assign the priorities for various applications from the
Advanced... |Quality of Service menu. Be aware that IP QoS also consurnes systam

resources, the number of created PYCs will be reduced consequently.

WLAM 1D |0

(range: O ~ 40385

Notice that 802.1Q VLAN
Tagging function can only be
invoked under PPPoE and
Bridging Mode; the system will
not provide this option while
setting PPPoA or IPOA mode.
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The WAN IP settings page will differ
slightly according to the protocol that
you choose.

This graphic is the one that you will
see if you choose the PPPOE mode in
the previous step. You can select
Enable NAT or change the MTU value
according to your needs.

The next figure following the WAN IP
Settings in the PPPoE mode is shown
at the right. You may refer to the
Quick Setup for further information.

If you choose IP over ATM from the
Connection Type web page, you will
get a web page as the figure.

You may refer to Quick Start-
Connection Type- IPOA section for
more information.

Add Default Route:
Check this item to add a default IPoA
route.

After rebooting your IAD, the default
route will be shown on the Routing

Table under Status menu, you may
check it.

If you choose Bridging from the
Connection Type web page, you will
get a web page as the figure listed at
the right side.

Please refer to Quick Setup for more
information.

Configure Internet Connection - WAN IP Settings
Enter information provided to you by your ISP to configure the WaN IP settings.

(& Obtain an IP address autamatically
O Use the following IP address:
WAN 1P Address:

Enable NaT

MTU: (1492 | (default: 1482)

Configure Internet Connection - PPP User Name and Password
In order to estahlish the Internet connection, please enter PPP user name and password
that your ISP has provided.

PPP User Name: askeyd
PPP Password: sssses

Session established by: ) always on
(& Dial on Demand

Disconnect if no activity for |20 minutes
¢ Manually Cannect
Disconnect if no activity for minutes

Configure Internet Connection - WAN IP Settings
Enter infarmation provided to you by your ISP to configure the WaN IP settings.

O None
© Obtain an 1P address sutomatically
@ Use the following IP address:

VAN TP Address:  |0.0.0.0

WaN Subnet Mask: |255.259.255.259

Obtain DNS server address automatically
@ Use the following DNS server addresses:

Primary DMS server:

Secondary DNS server:

Enahble MAT

Add Default Route

Routing Table

All of current routing rules in your ADSL router are listed below,

Destination Metmask Gateway Interface Metric

10.2.05.233 255.255.255.255 |0.0.0.0  pppoe_0_29_1 O

10.3.95.232 255.255.255.246 |0.0.0.0  ipoa_0_32 o
192.168.1.0 255.255.255.0 |0.0.0.0  hrO 0
{0.0.00 0.0.0.0 0000 |ipoa_0_32 1

Configure Internet Connection - WAN IP Setting
Enter information provided to you by your ISP to configure the WaN IP settings,

@& Maone
O Obtain an IP address automatically
© Use the following IP address:

WaN IP Address:

WAk Subnet Mask:

Default Gateway:
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Internet — DNS Server

If Enable Automatic Assigned DNS checkbox is selected, this router will accept

the first received DNS assignment from one of the PPPoA, PPPoE or MER/DHCP
enabled PVC(s) during the connection establishment. If the checkbox is not selected,
it is necessary for you to enter the primary and optional secondary DNS server IP
addresses. Finish your setting and click the Apply button to save it and invoke it.

DNS Server Configuration

Enable Automatic Assigned DNS: o o oo st ” »
ec IS DOX 10 enable IS TUNCUOoN received DNS assignment from the PPPad, PPPoE or MER/DHCP enabled PYC(s) during the

Check this bosx o enable this function, (4 Szt s,

or uncheck thls box to dlsable |t The secondary DNS server IP addresses. Click "Apply” to save it. " ! :

default setting is checked. When this & enstie auomatic assigned ons

function is disabled, you have to offer ..., ous cemer: (10551

the Primary DNS server and Sscondary DHS server:

Secondary DNS server.
th naing from unselected Automatic Assigned DNS to selected Automatic

Assigned DNS, you must restart your ADSL router to get DNS addresses

If you are satisfied with the settings, semerieel
click Apply.

Internet — IGMP Proxy

The Internet Group Management Protocol (IGMP) is an Internet protocol that
provides a way for an Internet computer to report its multicast group membership to
adjacent routers.

Wireless
H
S S— ISP BRAS

/—
Ethernet ~— ADSL Router

IGMP Proxy

Telephone

—— @
Line
USB /
H
.

The hosts interact with the system through the exchange of IGMP messages. When
you want to configure IGMP proxy, the system will interact with other routers through
the exchange of IGMP messages. However, when acting as the proxy, the system
performs the host portion of the IGMP task as follows:

»  When being queried, the system will send membership reports to the group.

»  When one of the hosts joins a multicast address group which none of other
hosts belongs to, the system will send unsolicited membership reports to that
group.

»  When the last host in a particular multicast group leaves the group, the system
will send a leave group membership report to the router’s group.

|nternet Connection: IGMP Proxy Configuration
This field displays the internet R A AT S A A el ok g
connection(s) set in this router.
Internet Connection IGMP Proxy Enabled
IGMP Proxy Enabled: pppos_0_39_1
Check this box to enable this function

or uncheck this box to disable this
function.

After finish the settings, click Apply.
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Internet — ADSL

Enable ADSL Port:

Check this box to enable this function.
It simply invokes the line mode that
you choose here for the IAD.

Select the support of line modes:
There are several selections, and you
may select them according to the line
modes supported by your ISP and
your needs.

Capability Enabled:
Two items are provided here for you to
choose.

Bitswap:

It is a mandatory receiver initiated
feature to maintain the operating
conditions of the modem during
changing environment conditions. It
reallocates the data bits and power
among the allowed carriers without
modification of the higher layer control
parameters in the ATU. After a bit
swapping reconfiguration, the total
data rate and the data rate on each
latency path is unchanged. Check this
box to enable the function. If not,
uncheck this box to close the function.

Seamless Rate Adaptation:

It enables the ADSL2/ ADSL2+ Router
to change the data rate of the
connection while in operation without
any service interruption or bit errors.
Check this box to enable the function.
If not, uncheck this box to close the
function.

ADSL Settings

Enable ADSL Part

Select the support of line modes: G.dmt Glite T1.413
ADSL2 READSL2 ADSL2+

[ annex M

Capability Enabled: Bitswan [ Seamless Rate sdaptation
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IP Routing — Static Route

The table shows all static route status and allows you to add new static IP route or
delete static route. A Static IP Routing is a manually defined path, which determines
the data transmitting route. If your local network is composed of multiple subnets,
you may want to specify a routing path to the routing table.

Destination Network Address: Static Route
Display the IP address that the data Current statie routes:

Destination Netmask Gateway WAaN Interface Delete
packets are to be sent.

Add
Netmask, Gateway, WAN Interface:
Display the subnet mask, gateway, _ _
and WAN interface information that This page shows all the routing

the transmitting data will pass through. table of data packets going

through your ADSL Router.
Delete:

Allow you to remove the static route
settings.

Adding a New One

To add a static route, please click Add. Type the destination network address,
subnet mask and gateway that you received from the ISP and click Apply.

Add New Static Route

DeStInatlon IPAddreSS. Enter the Destination Net: k addi Metr k, Gat lable WAN interf thi
. . nter the Destination Networl ress, Metmask, Gateway or available interface then

The dest'nat|on |P address Of the click "Apply"” to add the entry to the routing table.

network lndlcates Where data- paCketS Destination Network (For default route, type 0.0.0.0 or leave blank)

are to be sent. You may specify an IP,  ..ioe:

type 0.0.0.0, or leave it blank. Netmask:

Forward Packets to
Netm aSk: @ Gateway IP Address:
Enter the Netmask that you got from  ouwen mterfscs: panos_0_381 v
the ISP, type 0.0.0.0, or leave it blank.
Gateway IP Address: _
Check it to forward packets to the For example, type 192.168.1.1in
specific gateway. Enter the gateway [P the field of the gateway IP address
address that you want to use. Ellnd II(eave the destination network

ank.

WAN Interface:
a specific WAN interface. Choose one
from the drop-down menu.

If you have added an IPOA PVC from  Forward Packets ta

Advanced- Internet Connections O Gateway 1P Address:

webpage, you can forward packets t0 & ,yay nterface: poa 032 v
it now. Just select it from the WAN pppoe 0 39 1

Interface drop down menu.

Click Apply to save the setting.

You will see the result shown as the = StaticRoute
r|ght flgure Current static routes:

Destination MNetmask Gateway WAN Interface Delete
If you don’t want the static route that ~ **** — L L
you created, please click the f@ icon in il
the Delete column from the table.
A dialog window will appear to confirm |[ElEpE i u g gy X

your action. Click OK to remove the e
static route, or click Cancel to keep \) Are you sure to delete this entry ?
the setting.
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Example — Static Route
Here provides you an example of Static Route.

 — . E—
192.168.1.x l ADSL

Router

192.168.1.254

Router B

For the LAN shown above, if the PC in the subnet of 192.168.1.x wants to access
the PC in the subnet of 192.168.10.x, we can set a static route in the ADSL router, in
which the destination is the PC in the subnet 192.168.10.x and the gateway is router
B. The setting would be as follows:

Destination: 192.168.10.0

Netmask: 255.255.255.0 (Standard Class C)

Gateway: 192.168.1.254 (Router B)

IP Routing — Dynamic Routing

Routing Information Protocol (RIP) is utilized by means of exchanging routing
information between routers. It helps the routers to determine optimal routes. This
page allows you to enable/disable this function.

RIP Version: Dynamic Routing
i i 1 ‘You can enable RIP function on serveral interfaces of your ADSL router. Select
It InCOI’pOI’ateS the RIP |nf0rmat|0n the desired RIP version and operation mode, then tick the 'Enabled’ checkbox

When receiVing and broadcasting the é?szr;?ebngnvzﬁuegeya%ecr\f\;t;?pDly", or leave it unticked if you would like to
RIP packets. From the drop down . .

A Interface RIP Version | Operation Mode Enabled
menu, select a RIP version to be Lo 1 — B 0
accepted, 1, 2 or both.

pppoe_0_39_1 Both |+ Passive ¥ B

Operation:
There are two modes for you to

choose, Active and Passive. Select
Active for transmitting and receiving
data, or select Passive for receiving
data only.

Enabled:

Check Enabled to enable the RIP
function on different interface.
Otherwise, disable this function.

Click Apply to invoke the settings set
here.
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Virtual Server — Port Forwarding

The Router implements NAT to make your entire local network appear as a single
machine to the Internet. The typical situation is that you have local servers for
different services and you want to make them publicly accessible. With NAT applied,
it will translate the internal IP addresses of these servers to a single IP address that
is unique on the Internet. NAT function not only eliminates the need for multiple
public IP addresses but also provides a measure of security for your LAN.

When the router receives an incoming IP packet requesting for accessing your local
server, the router will recognize the service type according to the port number in this
packet (e.g., port 80 indicates HTTP service and port 21 indicates FTP service). By
specifying the port number, the router knows which service should be forwarded to
the local IP address that you specified.

After setting the virtual server, you should modify the filter rule about the port and
service information which you set on the virtual server. Because the firewall protects
the router by the filter rule, you should update the filter rule after you set up the
virtual server.

Virtual Server function allows you to make servers on your LAN accessible to
Internet users. Normally, Internet users would not be able to access a server on your
LAN because:

O Your server does not have a valid external IP Address.

O  Attempts to connect to devices on your LAN are blocked by the firewall in this
device.

The Virtual Server feature solves these problems and allows Internet users to
connect to your servers, as illustrated below:

192.168.1.1
(LAN IP Address)

A S [

! _ Router
192.168.1.10 203.70.212.52 192.168.1.20
(Web Server) (WANIP Addr{ss} (FTP Server)
Http://203.70.212.52 Ftp://203.70.212.52
(Remote PC using (Remote PC using
Web Server) FTP Server)

IP Address seen by Internet Users
Once configured, anyone on the Internet can connect to your Virtual Servers.

Please note that, in the above picture, both Internet users are connecting to the
same |IP address, but using different protocols, such as Http://203.70.212.52 and
Ftp://203.70.212.52.

To Internet users, all virtual servers on your LAN have the same IP Address. This IP
Address is allocated by your ISP. This address should be static, rather than dynamic,
to make it easier for Internet users to connect to your Servers. However, you can
use Dynamic DNS feature to allow users to connect to your virtual servers by using
a URL, instead of an IP address.
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IP addresses can be automatically redirected to local servers configured with private
IP addresses. In other words, depending on the requested service (TCP/UDP port
number), the router redirects the external service request to the appropriate server
(located at another internal IP address).

Add New Port Forwarding

To set a virtual server, please open the ro rorwarding
Virtual Server item from the e e Ty v o o,
Advanced setup menu.

— External Packet Internal Host
Application Name Delete
IP Address | Protocol | Port | IP Address Port

To add a new Port Forwarding, please
click Add from the Port Forwarding Add
web page.

Pre-defined: Add New Port Forwarding Rule

Chogse one of the service types from . ication name:

the first drop-down list, such as ® Prodsfinad: Il = T
Audio/Video, Games, and so on. In O User defined:

the second drop-down list, choose the
name of the application that you want
to use with the type that you select in Forward to Internal Host IP Address:

From Internet Host IP Address: ALL ks

the first list.
For eXampIe, |f yOU Choose ® pre-defined: Audiofvideo Media Player7 v
Audio/Video in the first field, the © User defined:  (aTNINIECE | |Gameraes
corresponding contents of the second Messaging/Conferencing | streamyidec2HP
. . . Brvers ala
field would be like the drop-down list DECEEEE
shown as the following figure. RealPlayer 8 Plus
SoutCast

User deﬂ n ed : Add New Port Forwarding Rule
Type a new service name for building  apication nams:
a customized service for specific © pre-defined:

@ user defined:
purpose.

From Internet Host IP Address: ALL b
There are three |IneS that you can Forveard to Internal Host IP Address:
enter settings into on this page. If you sy using the rutes:

H H External Packet Forward to Internal Host
need more Ilnes’ JUSt apply the Protocol Port Start Port End Port Start Port End
settings and then add a new port = 3
forwarding rule.

TCP v
TCP v
From Internet HOSt IP AddreSS: From [nternet Host IP Address: LL

SeIeCt the Inltlal place for port Forward to Internal Host IP Address:
forwarding. If you choose SINGLE, a
box will appear for you to fill in the IP

|SINGLE
SUBNET

. . From Internet Host IP Address: SINGLE | IP Addr:
address for the specific host. And, if
you choose SUBNET, the boxes foriP g A
address and Netmask will appear for ' Netmask:

you to fill in the IP address and subnet
mask for the specific subnet.

Forward to Internal Host IP
Address:

Key in the address for the host used
as the destination that information will
be forwarded to.
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For example, select the predefined
application name Audio/Video — Media
Player 7, set from ALL internet host IP
addresses, and forward to
192.168.1.200. Click Apply. Be sure
to reboot your router for these
changes to take effect.

The result will be displayed as the
following figure.

If you do not want the server that you
created, check the Delete box of that
application and click the Delete button
to discard it.

Or if you want to add another one,
click Add to add a new one.

Virtual Server — Port Triggering

When the IAD detects outbound traffic
on a specific port, it will set up the port
forwarding rules temporarily on the
port ranges that you specify to allow
inbound traffic. It is supposed to
increase the support for Internet
gaming, video conferencing, and
Internet telephony due to the
applications require multiple
connection.

To add a new port triggering rule, click
Add to open this web page. Then
choose an application name from the
Pre-defined list box.

The system provides 10 items for you
to choose.

You may also define by yourself, just
type the name into the field of User
defined.

Click Apply to complete the setting.

If you select AIM Talk, the result page
will be like the demo figure in the right
column.

You may delete the application by
checking the delete box and pressing
Delete.

Application MName:
® Pre-defined: Audio/Video w

O User defined:

Media Player 7 v

From Internet Host IP Address: ALL ~

Forward to Internal Host IP Address: 192.168.1.200

Port Forwarding

Create the port forwarding rules to allow certain applications or server
software to work on your computers if the Internet connection uses NAT

External Packet Internal Host

Application N Delet
e IP Address | Protocol | Port 1P Address Port elete
Media Player 7 ALL TCP 1755 | 192.168.1.200 | 1755 O

70 - 70-
Media Player 7 ALl upp 7000 192.168.1.200 2000 ]
Selectall [

Port Triggering

Port triggering funcion is a conditional port forwarding feature. When your
ADSL router detects outbound traffic on a specific port{trigger port), it will set
up the port forwarding rules temporarily on the port ranges you specify to
allow inbound traffic. This is supposed to increase the support far Internet
gaming, video conferencing, and Internet telephony due to these applications
require multiple connection.

P Trigger Open
Application Name Delete
Protocol Port Protocol Port
Add MNew Port Triggering Rule
spplication Mame: & pre-defined: A Talk v

O User defined:

Add New Port Triggering Rule

application Name: & Pre-defined:

O User defined:

Port Triggering

Paort triggering funcion is a conditional port forwarding feature, When your
ADSL router detects outbound traffic on a specific port{trigger port), it will set
up the port forwarding rules temporarily on the port ranges you specify ta
allow inbound traffic, This is supposed to increase the support for Internet
gaming, video conferencing, and Internet telephony due to these applications
require multiple connection.

— Trigger Open
Application Name Delete
Protocol Port Protocol Port
AIM Talk TCR 4099 TCR 5090 O
Selectall [
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Virtual Server — DMZ Host

In computer networks, a DMZ (demilitarized zone) is a computer host or small
network inserted as a "neutral zone" between a company's private network and the
outside public network. It prevents outside users from getting direct access to a
server that has company data. A DMZ is an optional and more secure approach to a
firewall and effectively acts as a proxy server as well.

To close the function of DMZ Host, oMz Host -

please click Discarded. RaBloce of v arG S el Sapimge o U 2ecessed from the fneerme:
Those IP packets fram the Internet that do MOT belong to any applications configured in
the port forwarding table will be:

To activate a DMZ host, please click

Forwarded to the DMZ host radio © Disared

Forwarded to the DMZ host
button, and enter the IP Address of 1P adiress of D2 oot
DMZ host.

Click Apply.

Once this feature is enabled, you must specify an IP address. It allows unrestricted
2-way communication between the specified IP address and other Internet users or
Servers.

O  This allows almost any application to be used on the specified IP address.
O  The specified IP address will receive all “Unknown” connections and data.

O  The DMZ feature only works when the NAT function is enabled.
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Virtual Server — Dynamic DNS

The Dynamic DNS (Dynamic Domain Name System) combines both functions of
DNS and DHCP to map a dynamic IP to a fixed domain name. This page allows you
to access the virtual servers with a domain name and password.

Dynamic DNS . Dynamic DNS Configuration

This page allows you to provide Internet users with a domain name (instead of
Select Enable to enable DDNS; Select: §imc ors verie proven by the prowder ninilame.dendnsbrg or
Disabled tO disable th|S funCtiOI’l. ‘hittp e tzo.com', Please register this service at these providers first,
Dynamic DNS: O Disabled & Enabled

Dynamic DNS Provider:
Choose a prOVIdeI’ (DynDNSOI’g or Dynamic DMS Provider: | DynDNS.org %
TZO.com) from the drop-down list. Intermet Cannection: | pppoe 0351 v

User Name:

Internet Connection : o :
assward:

Select the interface from the Domain Hams:
drop-down list that you want to use for ...
connecting the Internet.

-A |
User Name : (Beal ]

Type the user name that you
registered with the provider.

Password :

Type the password that you registered
with the provider.

Domain Name :

Key in the domain name that you
registered. You can use letters and
dash for naming, yet other characters
are not allowed to use for preventing
from making troubles.

Status :
It displays current status.

Virtual Server — Static DNS

This page allows you to configure DNS mapping between Domain name and IP
address for your local hosts. In case you want to access the local servers with
domain names from the local network, you can configure the mapping information
on the page.

D . N Static DNS Configuration
omain Name :
This page allows you to configure DNS mapping between name and IP address for your

lacal hosts. In case if you want to access those local servers with domain name from local

Key in the domain name that you network, you can configurs the mapping below.
registered at the provider. You can use ... xame 1P Address
letters and dash for naming, yet other magped to
characters are not allowed to use for magped to
preventing from making troubles. mapped to

mapped to
IP Address :

Key in the IP address for the domain
name to map.

Click Apply to upload your setting.
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Firewall

The firewall is a kind of software that interrupts the data between the Internet and
your computer. It is the TCP/IP equivalent of a security gate at the entrance to your
company. All data must pass through it, and the firewall (functions as a security
guard) will allow only authorized data to be passed into the LAN.

What the firewall can do? It can:

O  deny or permit any packet from passing through explicitly

O  distinguish between various interfaces and match on the following fields:
€ source and destination IP address
¢ port

To keep track of the performance of IP Filter, a logging device is used. The device
supports logging of the TCP/UDP and IP packet headers and the first 129 bytes of
the packet (including headers) whenever a packet is successfully passed through or
blocked, and whenever a packet matches a rule being setup for suspicious packets.

SO
Firewall Protection

Router l
PC2

This picture shows the most common and easiest way to employ the firewall.
Basically, you can install a packet-filtering router at the Internet gateway and then
configures the filter rule in the router to block or filter protocols and addresses. The
systems behind the router usually have a direct access to the Internet; however
some dangerous services such as NIS and NFS are usually blocked.

An example for firewall setup:

For the security of your router, set the firewall is an important issue.

Firewall — IP Filtering

This page allows you to specify the IP packet filtering rules to prevent the services
accessed from the Internet hosts or limit the Internet access for local hosts.

Choose Disabled to disable the 1P Filtering

firewall function. Click Enabled to T B e e e e e
invoke the settings that you set in this "™

web page 1P Filtering: @ Disabled O Enabled

To initiate the IP Filtering, select the IP Filtering

Enabled radio button and click Apply. EEEESE2.5!&”;’;.}?5;”;ZEFLEVJEESED”siiffTi"mti’é”hé rertet e far acal
Select the direction to filter

packets: Inbound means the data is P O pissbled  © Ensbles
transferred from outside onto your
computer. Outbound means the data bor Ranae

is transferred from your Computer onto Protocal | Source IP addr | DestIPaddr - — Allow | Edit
outside through Internet. Please
choose Outbound traffic or Inbound
traffic as the direction for filtering
packets.

Click Add to add a new IP Filtering
rule.

Select the direction to filker packets: ® outbound traffic O Inbound traffic

Add
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This page provides some settings for ~ Add New Outbound IP Filtering Rule
you to adjust for adding a new Ao Traffic ® vos O o
outbound IP Filtering. orotacl: P =
Allow Traffic: Source IP address: ALL v
Choose No to stop the data Destination IP acdress:  |ALL v

transmission, Yes to permit the data
pass through.

Protocol:

Here provides several default policies
for security levels for you to choose. If
you don’t want to use the predefined
setting, you can use User Defined to
set a customized protocol according to
the necessity.

When you choose User Defined
setting, you have to enter a port
number in the “as” field.

Source/Destination IP address:

To specify IP address to allow or deny
data transmission, please pull down
the drop-down menu to choose a
proper one.

The setting All means that all the IP
addressed in the network are allowed
or denied to pass through in Internet.
If you choose Single, you will have to
key in the specific IP address as the
start/end point to let the router identify
for granting or denying passing
through.

If you choose Subnet, you will have to
enter the specific IP address and
netmask as the start/end point to let
the router identify for granting or
denying passing through.

Port Range:

The port range is from 0 to 65535.
Please key in the start point and end
point for the IP Filtering.

After finish the settings, click Apply.

Here provides an example shown in
the right column. Select TCP as the
Protocol type, and make the Source
and Destination IP address to
include All, then type 0 and 65535 as
the start and end port.

Port Range:

Protocal:

Start End

Add New Qutbhound IP Filtering Rule

Allow Traffic

Pratacol:

@ ves

User Defined (v as

Add New OQutbound IP Filtering Rule

Allow Traffic
Protocal:
Source [P address:

Destination IP address:

Port Range:

@ ves
TCP v

ALL -

End

Add New Outbound IP Filtering Rule

Allow Traffic
Protocal:
Source IP address:

Destination IP address:

Port Range:

(2aply |

@ es
TCP hd
ALL v

ALL A

Start |0 End |65533
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A new IP filtering setting for Outbound  1» Fittering

traffic is created in the web page. To 28 2 o o e e T B At e
edit the setting, please click ®to get =

into the editing page. To delete the IPFitering: O Disebled  ® Enabled
setting, click @ to erase it. To set

another IP filtering, click Add again.

Select the direction to filter packets: @ outbound traffic O Inbound traffic

Port Range

Protocol | Source IP addr | Dest IP addr Allovs Edit
Start | End
TCR aLL ALL 0 EECECHRNE I Wi
Add
To add a new Inbound IP Filtering, 1P Filtering
click Inbound traffic in the item of T e ) ram b trkarnat hste ar Ini tha terat seomss for local
. . . hosts,
Select the direction to filter packets
on the IP Filtering page. Use the 1 Fiterng: O Dissbled  ® Enabled
same way to add a new one as stated
above Select the direction to filter packets: O Outbound traffic & Inbound traffic
Port Range
Protocol | Source IP addr | Dest IP addr allow  Edit
Start | End

Quality of Service

QoS (Quality of Service) is an industry-wide initiative to provide preferential
treatment to certain subsets of data, enabling that data to traverse the Internet or
intranet with higher quality transmission service.

Quality of Service — Bridge QoS

To classify the upstream traffic by Bridge QoS
This page allows you to classify the upstream traffic (to the Internet) by assigning the

aSSIgnIng the transmlsslon prlo”ty fOr transmission priority for various user data. Bridge QoS function prioritizes the data
B s transmission based on layer 2 bridge packets.
different users’ data, please use

Traffic Priority Traffic Conditions
Bridge QoS to prioritize the data Trofficname | prioriy | 1B ppros | WA LN pejery
transmission.
The Bridge QoS allows you to set the
settings based on layer two bridge
packets.
Traffic Class Name: i R A S T
Key in a name as the traffic class for . ..ccu e
identification. Teatc ondions

LAN B02.1p Priority: |0

802.1p Priority: assian Priarity (o this raffi ol
Each incoming packet will be mapped [ror "
to a specific priority level, so that 1P Ty of Sorvice : 8
these levels may be acted on e i
individually to deliver traffic (=) (&)
differentiation. Please choose the
number (from 0 to 7, low to high
priority) for the 802.1p Priority.
Traffic Priority: Traffic Priority: Low v

There are three options — Low,
Medium, and High that you can
choose.
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IP Precedence:

The number you choose here decides
the type of the IP address processed.
No change is the default setting.

IP type of Service:

The system provides some types of
service for you to choose. The
meaning of each type is the same as
the denotation. The default one is No
change.

If you set the LAN 802.1p Priority 0
as the traffic condition, choose Low
traffic priority for this rule, and set IP
Precedence, IP type of service, and
WAN 802.1p as no change, after
clicking Apply, you will get the result
as the figure in the right column.

Thus when the users’ data matches
the traffic condition, the transmission
will get a low traffic priority.

You may check the Delete box and
press Delete to discard it, or click Add
to create more.

Quality of Service — IP QoS

To classify the upstream traffic by
assigning the transmission priority of
the data for different users, please use
IP QoS to prioritize the data
transmission.

The IP QoS allows you to set the
settings based on layer three IP
packets.

To add a new IP QoS setting, press
Add in the page of Quality of
Service — IP Qo0S, a page same as
the right side will appear.

Traffic Class Name:
Type a name as the traffic class for
identification.

Protocol:

Choose a proper interface for this
function. If you don’t know how to
select, simply use the default one.

IP Precedence: Mo Change +
e

IP Type of Service:

No Change v

Bridge QoS

This page allows you to classify the upstream traffic (to the Internet) by assigning the
transmission priority for warious user data. Bridge QoS function prioritizes the data
transmission based on layer 2 bridge packets

Traffic Priority Traffic Conditions

= - P WaN LAN
TrafficName  Priority | |, o000 e IP TOS 802.1p 802.1p Delete
bridge Law Mo Change Mo Change Mo Change O O
1P QoS

This page allows you to classify the upstream traffic (to the Internet) by assigning the
transmission priority for various user data. [P QoS function prigritizes the data transmission
based on laver 3 IP packets.

Traffic Delete
Name

Priority | IP Precedence IP TOS Protocol Source IP Dest IP
Source port Dest port

Add News IP QoS Traffic Rule
All of specified conditions in the traffic rule must be satisfied for the rule to take effect
Traffic Class Mame:

Traffic Conditions

Protocal: TCPAIDP

Source IP Address: Subnet Mask:
Source Port (start-end):
Destination 1P Address: Subnet Mask:

Destination Port{start-end):

Assign Priority for this Traffic Rule

Traffic Priarity: Low  w

1P Precedence: Mo Change The corresponding 'Frecedsnce’ valus in the IP headsr
of the upstream packets will be overwritten by
selected walue.

IP Type of Servics: | NoChangs | The corresponding ‘TOS' valus in the IP header of the

upstream packets will be overwritten by selected
value.

Protocal:
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Source IP/ Subnet Mask/ Port:

Key in the source IP address (ex.:
192.168.1.0) and subnet mask (ex.:
255.255.255.0) for the application (ex.:
FTP, HTTP, and so on) that you want
to invoke the QoS traffic rule. You may
simply enter the source port, ranging
from 0 to 65535, as the traffic
condition.

Destination IP/ Subnet Mask/ Port:
Enter the destination IP address
(ex.: 168.95.1.88) and subnet mask
(ex.:255.255.255.0) for the application
that you want to invoke the QoS traffic
rule. Or simply enter the destination
port for the traffic condition; it ranges
from 1 to 65535.

Traffic Priority/ IP Precedence/ IP
type of Service: Please refer to
Bridge QoS.

After you click Apply, the new QoS P QoS
This page allows you to classify the upstream traffic (to the Internet) by assigning the

Setting W|” be ShOWﬂ as the graphic on tbrssngsdmgﬁlg;Eprrgrllgv;sgkvgaitgﬁus user data. IP QoS function prioritizes the data transmission
the right side.

R | |t | | IR e [T
According to the example, we set four * R e S " 0
rules for IP QoS. In traffic A, we set s T L AT Al -
1-1024 as the destination port, and . T WP o VERL CoyPr Iy
the traffic priority is low; in traffic B, the oz pemEe Ja O
source port is from 201 to 8000, and o [ws  [reckns o rceoe saanian |

all all

the priority is medium; in traffic C,
when the source IP is 192.168.1.0,
subnet mask is 255.255.255.0, the

traffic priority is high; in traffic D, when

the traffic is heading to 168.95.1.88,

the priority is high.

To delete the rules you set, simply
click the check button below Delete
item and click Delete button.

According to our example, the IP QoS configuration can be illustrated by the
following figure.

L While there are many PCs
E B getting online, the PCs using
. - & port 201-8000 to access the
— L B internet will have medium
_— e i traffic priority, the PCs
256.266.266.0 ™ -fdiewsoysies : 2 carrying 192.168.1.x/
Router 255.255.255.0 as IP address
will have high traffic priority.
In addition, PCs heading to
port 1-1024 will have a low
priority, while the PCs
Internet accessing 168.95.1.88 will

168.95.1.88 have a high priority.
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Port Mapping

This page allows you to configure various port mapping groups which contains
specific Internet connections and LAN ports. The user data will be only transmitted
and received among the interfaces in the group.

Virtual LAN Function on Ethernet:
If you click Disabled, the LAN ports
for Ethernet ports will only be shown
as an Ethernet interface.

After applying Enabled, the LAN ports
will be viewed as four separated ports
shown on the status chart like the
second figure.

Normally, this function only needed
when more than two PVCs are
available, for example, if we have two
PVCs, one uses PPPOE and the other
uses Bridge mode, we may want to
group certain connection to a specific
port, especially when some devices
may consume higher bandwidth.

In our following demonstration, we
have two PVCs; they are
pppoe_0 39 land br_0_35.

Click Add to create a new port
mapping group.

Group Name:

Give a unigue name here. The word
length must not be over the length of
the field. In our example, bridge.

Available Interfaces:

The available interfaces (such as
Ethernetl-4, USB, etc.) will be
displayed in the left side box. When
you choose it and click Add, it will be
transferred into the Grouped
Interfaces at the right side box. Yet, if
you want to remove the interface from
the current group, it will be returned
back to the Default group (left side
box) after you click Remove.

Port Mapping Configuration

This page allows you to configure vanous port mapping groups which contains specfic
Internet connections and LAN ports. The user data are only transmitted and received
among the interfaces in the group

NOTE: DHCP server and all routing /firewall functions are only available at the Default
qroup,

irtual LAN Function on Ethemet: % Disabled O Enabled [2ppty |

Group Mame Internet Connections LAMN Ports Edit
Default pppoR_0_39_1, br_0_35
(add

Port Mapping Configuration

This page allows you to configure various port mapping groups which contains specific
Internet connections and LAN ports, The user data are only transmitted and recsived
among the interfaces in the group.

NOTE: DHCP server and all rauting/firewall functions are only available at the Default
aroup.

Virtual LAN Function on Ethernet: O Disabled = Enabled Apply |
Group Name Internet Connections LAN Bo Edit
5 Ethemet.1, Ethemet.2,
Dafault pepoe_0_39_1, br_0_35 (| Ethemet.3, Ethamet.s, USe
[aad)

Port Mapping Configuration

This page allows you to configure various port mapping groups which contains specific
Internet connections and LAN ports, The user data are only transmitted and recsived
amaong the interfaces in the group.

NOTE: DHCP server and all rauting/firewall functions are only available at the Default
aroup.

Virtual LAN Function on Ethernet: O Disabled = Enabled Apply |
Group Name Internet Connections LAN Ports Edit

Ethernet.1, Ethernet.2,
Default Ethemet.3, Ethemet 4, USB

Add New Port Mapping Group
Awailable interfaces can be LAN ports or Internet connections of ATM PYC bridge mode.
Group Mame: |bridge The group name must be unique,

Available Interfaces Grouped Interfaces
Ethemet 1
Ethermet 2
Ethermet.3
Ethemet 4
b 035
USH

—Back | [BApply | Selectsd interfaces will be remaved fram their existing groups and added
:

o the new group. If you remove one interface from current group, this
interface will be returned back to the Default group,
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Now we are going to map USB and fudd Nevs Port Mapping Group
the fIrSt Ethernet pOI’t together W|th the Awailable interfaces can be LAN ports or Internet connections of ATM PVC bridge mode.

bridge mode PVC. Click br 0_35 and  Geuetams: bricae e g neme kb e
press Add button, then use the same  funilafie Interfaces et tnte
way to add USB and Ethernetl to Boenad Ebone

grouped interfaces. The four items are
moved to the right box now.

When the setting is done, click Apply.

Selected interfaces will be removed from their existing aroups and added
Apply ]

5 the new group. If you remave ans interface from current group, this
interface will be returned back to the Default graup.

Now we can check the result of the Part Maping Configuration
port mapping configuration. We have et sl 5 it s animi s a8
a defaUIt group’ In WhICh PPPOE mOde NOTE: DHCP server and all routingffirewall functions are only available at the Default

will be applied through Ethernet port 2,

3, and 4, and we have another group ‘vm' LaK Fumction o Ethernet. O pisaled ©Enabied

named bridge, in which the bridge

. . Group Name Internet Connections LAN Ports Edit
mode will be applied on USB and o Joooe .99 ¢ Etneret., Etharmet.,
Efaul pe_0_35_ Ethernst.4
Ethernet portl' bridge br_o_3s Ethernet.1, USB %
Add

You may click ®-to edit the created
group, press i to delete it, or click Add
to create another group.

The following relationship figure illustrates the port mapping configuration.

pppoe_0_39 1 br_0_35

EEEse—— s —

Ethernet4  Ethernet3  Ethernet2 Ethernet1 .

N

4 3 2 1 uss

ADSL Router

Under this configuration, any devices that is connected to USB or Ethernet port 1 will
connect to the internet through the bridge mode PVC br_0_35, while the PCs using
Ethernet port 2, 3, and 4 will access the internet by the PPPoOE connection
pppoe_0_39 1.
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Voice over IP

VolIP (Voice over IP) is a voice service provided by the ISP. It compresses the voice
signal into data package and transfers the data through the IP network. That is, it is
a telecommunications service of sounds by the open Internet. With the Internet, it
not only offers real-time sound service, but also it can connect to anywhere in the
world. It allows users to carry out remote conversation without passing PSTN.

VolIP provides you with a new way to gain more from your broadband connection -
simply hook up your phone to the telephone adapter and create a service similar to
an additional phone line.

What is the advantage of VolP?
> ltcan save your money on phone bills.
> The equipment is cheaper than other telecom devices.

> It uses current IP network.

Hardware Connection for using VolIP
Below shows a brief hardware connection for executing VolP function.

Spllttefhfimls;_j Wall

RN Vv vw (=] .o0
Phone PSTN DSL Ethernat Fj (I Powsr

—

Power

\ -, Cord

\\._\_\_\_\_'_'_/

1. Connect one telephone set (or fax machine) to the Phonel port and another
telephone set (or fax machine) to Phone2 port on the IAD separately by
using phone cables.

2. Use the PSTN cable to connect PSTN port on the IAD and the Phone port
on the splitter.

3. Use the ADSL line cable to connect DSL port on the IAD and the Modem
port on the splitter.

4.  Connect the telephone line from the wall outlet to the Line port of the splitter.
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SIP

SIP (Session Initiation Protocol) is a signaling protocol for Internet conferencing,
telephony, presence, events natification and instant messaging.

Besides the combination with other internet technology, such as HTTP, SMTOP,
RTSP, etc., and the communication service of integrating audio and other
multimedia like Instant Messaging and Presence service, it can be used to build the

network telephone.

To make a VOIP phone call, here provides a SIP configuration to achieve your

SIP Basic
target.
SIP SIP
Registrar Proxy
Server_ Server
ISP

STM-1 .|||||I.I.I:lllih

{Internat Service Provider)

BRAS

|
E AAA

RDAIUS
Server

Loop

= P ;
e sssss Ethernet

/@192.168.1.3
IAD Hub
‘ 192.168.1.2

PC(S)

*BRAS: Broadband
Remote Access Server

PPP over Ethernet =

NAT+DHCP
on Private LAN

You may configure the SIP basic settings for your IAD through this webpage. Most of
the settings needed here are information provided by your ISP.

Interface:
Choose the interface that you want to
use.

SIP Transport Protocol:

There are two protocols (UDP and
TCP) that you can choose for the
router. Choose a proper one to be

SIP Basic Settings

Status: Internet connection is not available. You can not make YOIP phone calls.
Phonel: PSTN mode

Fhone2: PSTN mode

Interface: pppoe_0_39_1

SIP Transport Protocol: UDR +

SIP Transport Port: S060

SIF registrar address, outhound proxy server address, and proxy serwer
address can be in IP address format or domain name format.

SIP Registrar address:

SIP Reqgistrar Port: S060

SIP Outbound Praxy:
SIP Outbound Proxy Port: 5060
SIP Proxy Server Address:
SIP Proxy Server Port: 5060
Registration Information
Phone | Phone Number Caller Name User Name Password
1

2

SIP Transport Protocol:
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used.

SIP Transport Port: SIP Transport Port: 5060

Key in the port number for the SIP

proxy server provided by your ISP.

The default port here is 5060.

SIP Registrar Address: Rl e
Enter the IP address or Domain SIP Registrar Address:

name for the SIP Registrar Address.

SIP Registrar Port:

Key in the port number for the SIP
Registrar server provide by your ISP.
The default is 5060.

SIP Reqgistrar Port 5060

Registrar:
It is a server that accepts REGISTER
requests and places the information it

receives in those requests into the
location service for the domain it

handles.
SIP Outbound Proxy: SIP Outbound Proxy:
Type the IP address or Domain SIP Outbound Proxy Port: 5060

Name of the SIP proxy server into the Outbound Proxy:

field. It receives requests from a client, even

SIP Outbound Proxy Port: though it may not be the server resolved

Key in the port number for the SIP by the Request-URI. Typically, a UA

proxy server. The default is 5060. (user agent) is manually configured with
an outbound proxy, or can learn about
one through auto-configuration

protocols.
SIP Proxy Server Address: SIP Proxy Server Address:
Enter the IP address or Domain SIP Proxy Server Port: 5060
Name of the SIP proxy server.
Proxy Server:
SIP Proxy Server Port: Primarily it plays the role of routing. That
Key in the port number for the SIP means its job is to ensure that a request

proxy server. is sent to another entity "closer" to the
targeted user. Proxies are also useful for

enforcing policy (for example, making
sure a user is allowed to make a call). A
proxy interprets, and, if necessary,
rewrites specific parts of a request
message before forwarding it.

Registration Information: Registration Infarmation

Please enter the phone number Phone | Phone Number Caller Name User Name Password
(received from the ISP) that you want 1 [1z3a587 sack Eve eed

to connect through this device in a 2

specific network group. And key in the
user names and passwords for the
phonel and phone2.

After finished settings, click Apply for
activation.
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SIP Extension

More advanced functions are provided here, these are optional settings. Please
check what you need for the IAD settings.

Encode SIP option with the User SIP Extension Settings

Ag ent: [ Encode SIP option with the user agent: |RTA1D464W
It means the device name will be
conveyed with the paCketS transmitted SIP Session Timer: [1800 | seconds (This valus must not be less than Min-SE value.)
tO Other places' SIP Min-SE value: [180 | seconds { minimum: 90 secands)

[] 0O not send my phone number

Encode SIP URI with user=phone parameter

SIP Register with expire time; [3600 | seconds (range; 30 ~ 86400)

The SIP request and response
messages sent by the IAD will be
encoded with the device name of the
user agent.

Send telephone events via | Voice Codec v

Encode SIP URI with user:phone Encode SIP LRI with user=phone parameter
parameter:

A SIP URI can identify a

communication resource. It contains

sufficient information to initiate and

maintain a communication session

with the resource.

Select it if you want the parameter of
user=phone information to be
conveyed with the SIP request and
response messages sent by the 1AD.

SlP Regis'[el’ W|th EXpire Time: SIP Register with expire time: |3600 | seconds (range: 20 ~ 26400}
When the registered users are

working online, after passing half of

the expired time, the IAD will register

for them automatically.

Please check this item and enter the
expired time for the SIP register. The
range is from 30 to 86400. If you do
not want to invoke this setting, simply
leave it unchecked.

SIP Session Timer Value: SIP Session Timer: | 1800 | seconds [This value must not be less than Min-SE value.)
The time that you set here means that

after passing half of the SIP session

timer (e.g., 900 seconds if we enter

1800 here); the IAD will invite the

connection again.

Key in the number of the timer value.
The default setting is 1800 seconds,
which means after 900 seconds, the
IAD will send a message and connect
to the opposite side to ensure the
connection. Be aware that the value
you type here cannot be less than the
Min-SE value. The unit is second.

SIP Min-SE value: SIP Min-SE value: [180 seconds { minimum: 90 seconds)
As implied in the name, the value you

type here is the minimum value for the

session timer. The default value is 180

seconds.
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Do NOT send My Phone Number: [ 0O not send my phone number
This item allows that the caller’s ID or

name not to be sent to the receiver.

Please check this item to enable this

function.

Send telephone events via: send telephone events via 3
There are three ways for you to send o
the telephone events. Choose one
(Voice Codec (Inbound), RFC2833, INFO Method

INFO Method) according to the
information provided by your ISP for
sending the events.

Audio Codec

It is a computer program that compresses/decompresses digital audio data
according to a given audio file format or streaming audio format.

Preferred Audio Codec: Audio Codec Configuration
There are six options for you to
choose. Each one represents different
compression function for the audio
data.l Select one to _match your
requirement according to the

information provided by your ISP. If

you choose Auto, the system will

choose a proper one for you. It is

recommended to choose Auto if you

don’t know how to select.

Preferred Audio Codec: | Auto v

After finished settings, click Apply for
activation.

PSTN Control

PSTN means Public Switched Telephone Network. It is one kind of telephone
system which uses the copper cable to transmit analog sound. PSTN is also known
as POTS (Plain Old Telephone System).

This page allows you to change the prefix digits to dial one PSTN phone call. If your
device is on the PSTN mode, it is not necessary for you to set the prefix digits for the
PSTN phone calls.

Conditions for the PSTN

The following conditions indicate that the VolP phone has been changed to PSTN
mode:

® while the IAD is powered off

® while the IAD cannot register with or reach the SIP Server
®  while user dials prefix digits
°

while user dials PSTN phone numbers including emergence call (FXO function,
refer to the section of “Definition of FXS and FXO")

® while PSTN call incoming

99



ADSL Router User Manual

100

Conditions for the VolP

The following conditions indicate that the VolP phone has been changed to VolP
mode:

® while PSTN call terminated

® while SIP sever is reachable and is registered successfully

Note: Only Phone 1(the port on the rear panel of the IAD) possesses

the function of PSTN Relay. So the prefix digits only have effect on port 1.

The page on the right side is the web ~ #s™ contro! Settinas
This page allows you to configure the tang/ring signals for specific country and change

page for PSTN Control Settlngs the prefix digits or configure PSTH phone numbers in order to dial one PSTN phone call.
Select Tone/Ring Signals for : General Europe ¥

To dial one PSTN phone call under YOIP mode, you can dial the prefiz digits first then
phone number, If your device is on the PSTN mode, you don't need to dial the prefix
digits for PSTN phone calls.

Prefiz digits to dial PSTN phone call: | *004# | imaximurn: 4 digits)

Ta dial one PSTN phone call, vou also can configure PSTH phone numbers below in advance.
PSTN Phone Number PSTN Phone Number PSTN Phone Number | PSTN Phone Number

Select Tone/Ring Signals for: Select Tone/Ring Sianals far General Eurape +
Different places have different
tone/ring signals. You have to make ?-”"
sure the location of the receiver and Netherlands
choose a proper one. Simply use the grandce

H WrROen
drop-down list to select. Brolotinm
Prefix digits to dial PSTN phone TR et T e T 0 FETH oo oo e A e
Cal I : digits for PSTN phone calls.

The digitS that you type here must be Prefix digits to dial PSTN phone call: [*00# | (maximum: 4 digits)
dialed before the phone number for a

PSTN phone call. The maximum

setting is 4 digits.

Be aware that only Phonel possesses
the function of PSTN Relay. So the
prefix digits only have effect on
Phonel.

To dial one PSTN phane call, you also can configure PSTN phone numbers below in advance.
Because the Phonel and Phone2 PSTN Phone Number | PSTN Phone Number PSTN Phone Number PSTN Phone Number
ports on this device possess the
function of FXO, you can set the
PSTN phone number in these fields.

The numbers you type here can be

dialed directly through PSTN without
dialing prefix digits. Therefore, it is
convenient for you to set emergency
telephone number here, such as 110,

119, 911, 166, and any other important

and useful phone numbers.

For more detailed information of FXO,
please refer to the following section.
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Definitions of FXS and FXO

FXS (Foreign eXchange Subscriber) interface delivers POTS service from the local
phone company’s CD and connect to subscriber equipment (e.g., phone, fax,
modem.. and so on). That is, an FXS interface will point to the subscriber directly.
And FXS interface can provide primary service of dial tone, battery current and ring
voltage to a subscriber device.

FXO (Foreign eXchange Office) interface receives POTS service, from a central CO
of PSTN. That is, an FXO interface will point to the Telco office directly. And FXO
interface can provide primary service of on-hook/off-hook indication to the Telco
network device.

The following illustration shows the hardware connection for the FXS and FXO
interfaces.

....... LN
............. an® .,
R .

. . .
e R - e,
FXO . [ Fxs J ’
; Port A \ Port *
- . y ol . o
=% < .
- {mm |, Giros
-_. L] - Plate - _
: '. Jack .'
. . ~
o * »
.-' .. ..
.
. . . PBX

.
."'l nm l'..‘
( Telco Office)

Call procedure of FXS-FXO

The call procedure for FXS and FXO differs for each other. Refer to the following for
reference.

For the side of FXS: For the side of FXO:
° Initiating a call by ° Initiating a call by
Presenting ring voltage over the Going off-hook to seize the
line to the attached FXO device. telephone line and
(Notice that the FXS device Dialing the dual-tone
cannot pass dialed digits.) multi-frequency (DTMF) digits that
can identify the destination to be
called.
) Receiving a call by ° Receiving a call by
Detecting the line that has been Detecting the ring voltage supplied
seized (the attached by the FAX device
telephone-FXO device-has gone and
off hook) Going off-hook to answer the call.
and
Receiving dual-tome
multi-frequency (DTMF) digits
indicating how the call should be
routed.

Notice that the FXS devices will supply DC power to the line.
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Connection Diagram for the Application of FXS-FXO
e  General VoIP Call

FXS end FXS end
2 1 1 2 3 4 12VAC
NEpw wwww O .o
Phone | PSTN DSL Ethernet usB @ Power

e \olIP Call with Prefix Digits

PSTN Relay

2 W v 1 2 3 4 12VAC
FEERE wveww O.o0
Phonel PSTN DSL Ethernet UsB () Power
PR LLE NN
L]

»
FXS | '*,
Port ®,

‘Wall
Plate
Jack

ALTOURPEA o PBX

(Telco Office)

e  \oIP Call that fits dial plan

FXS end
2 1 1 2 3 4 12VAC
Nupw wwww C.o0
Phone § PSTN DSL Ethernet uUsB @ Power

LT

* e
Ko FXs | %
Port

Wall
Plate
Jack

*
-
-
-
-
-
-
L
-

(Telco Office)
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Call Log

This page shows the log information ~ calliea
for the call. There are three items that o, e ssiisgor © ougsing calls © nuoming calle © mssed nooming cal
you can choose for viewing details in

the list below. They are Outgoing C?" Fhone et "
Calls, Incoming Calls and Missed 2
Incoming Calls. .
To see either one of them, simple click
the radio button of that item. Then, the | -
corresponding information will be o
shown on the list below the selected fm
item. |

Display the call log of O Qutgoing Calls & Incoming Calls O Missed Incaming Calls

call Phone Number Caller Name Time
1

- R T SR

=
=)

Call Log

Display the call log of © Qutgoing Calls O Incoming Calls @ Missed Incoming Calls

Call Phone Number Caller Name Time
1

oo~ e W
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Example for Call Features

The figures below shows the call features for this model:

Call Transfer

1 |User 1 calls User 2

2 |User 2 answers

3 |User 2 hits hook/flash button to transfer
call

User 2 hears dial tone and dials User 3

User 3 answers

User 2 hangs up to transfer call

User 1 and 3 are now in a call together

User 1 hangs up

©| O N| o o &>

User 3 hangs up

—_—

e

A
Y

Call Waiting

User 2 calls User 3

User 3 phone is ringing

User 2 and 3 are talking

User 1 dials User 2

User 2 hears call waiting tone

| O | W] N|

User 2 hits hook/flash button to change
calls

~

User 3 holds the phone and waits

User 2 and User 1 are talking

User 1 Hangs up

10|User 2 hits hook/flash button to pick up
the call of user 3 again

11 |User 2 and 3 are talking again

12|User 3 hangs up

13|User 2 hangs up

3-Ways Conference Call

1 |User 1 calls User 2

2 |User 1 and User 2 in Call, User 1 hits
hook/flash button to make 3-way call

3 |User 1 hear dial tone and dials User 3

User 3 answers

(€3]

User 1 and 3 in call. User 1 hits
flash/hook button again to connect all 3
parties

User 1, 2 and 3 in 3-way call.

User 2 hangs up

User 1 and 3 back in 2-way call

O 0| N| O

User 3 hangs up

10 |User 1 hangs up
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Management

Diagnostics

To check the linking status for the network and your computer, a diagnostic test can
guide you to detect the network problem. The testing items are listed and examined
one by one. If the previous one is failed, than the items following that one will be
failed, too. Use this diagnostic test to detect the connectivity mistakes whenever

linking problem occurs.

Press Run Diagnostic Tests on the

Diagnostic Tests page.

The Result would be shown on the

same page.

For the item which passes through the

diagnostics, a “PASS” will be

displayed on the right side of that item.
If not, a “FAIL” will be presented there.

If there is no device using that port, a

" will be displayed.

Press the Help link to know what the
result (Pass, Fail) represents for.

Take the Help link of ADSL
Synchronization for example.

It not only explains the situation for

Pass and Fail, but offers the

troubleshooting procedures for you to

follow.

Press Back to return.

Diagnostic Tests

This ADSL router is capable of testing your ADSL connection,

Select the Internet Connection: | pppoe_0_38_1 v

Diagnostic Tests

This ADSL router is capable of testing your ADSL connection.
Select the Internet Connection: | pppee_0_39.1 v

Test the connection to your local network

Test your Ethernet Connection: PASS | Help
Test your USB Connection: Help
Test your Wireless Connection: PASS | Help

Test the connection to your ADSL service provider

Test ADSL Synchronization: PASS | Help
Test ATM OAM F5 segment ping: PASS | Help
Test ATM OAM F5 end-to-end ping: PASS | Help
Test ATM OAM F4 segment ping: FAIL Help
Test ATM OAM F4 end-to-end ping: FAIL Help

Test the connection to your Internet service provider

Test PPP server connection: PASS | Help
Test authentication with 1SP: PASS | Help
Test the assigned IP address: PASS | Help
Ping default gateway: PASS |Help
Ping primary Domain Name Server: PASS | Help

ADSL Synchronization Test

Indicates that the ADSL router has detected a ADSL signal from the

Pass: telephone campany.

Indicates that the ADSL router does not detect a signal from the
Fail: |telephone company's ADSL network, The ADSL LED will continue to
flash green.

If the test fails, follow the traubleshooting procedures listed below and rerun the
diagnostics tests,

Troubleshooting:
1. Make sure your phone line is plugged into the router.

2, After turning on your ADSL router, wait for at least one minute to establish
a connection. Run the diagnaostic tests again by clicking "Rerun Diagnostic
Tests" at the hottom of this page.

3. Make sure there is no ADSL micro fitter on the phone cord connecting the
ADSL router to the wall jack,

4, Make sure you are using the phone cord that was supplied with your ADSL
router or another similar phone cord with four copper wires visible in the
plug.

5. If your ADSL has been functioning properly for a lang period of time and
you suddenly are experiencing this problem, there may be 3 problem with
the ADSL network. You may need to wait from 30 minutes to a couple of
hours, and if you still do not have a solid ADSL LED on your router, call
Technical Support,

6. Turn off the power to the ADSL router, wait 10 seconds and turn it back
on. Wait at least one rinute and if the ADSL LED on the router remains a
solid color, close your Web browser and restart it,

Contact ISP Technical Support if you have tried all of the above and still are
experiencing a fail condition.
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Management Accounts

This page allows you to change the user name and password for accessing your
IAD.

For the Admin Account, the default ~ #dmin account

Setting fOI’ bOth username and admin account has unrestricked access to change and view configuration of your ADSL rauter.
password are admin. If you want to
change the username and the
password, please modify the User

User Mame: admin
New Password

Canfirm Mew Password:

Name and New Password, and then

retype the new password in the

Confirm field for confirmation. Then " "= _ _

C||Ck Ap p |y Us\:g the user account can configure most commaon functions and view statistics of your ADSL
User Name: user

To create a user account, you may -

setup a username and password Confirm New Password:

under User Account on the same

page.

Note that the new user can merely
access the Quick Start and Status

page.

Remote Access

There are seven interfaces for the remote access. Please choose from them if you
want to enable the remote access control.

Select the Internet Connect: Remote Access Control
Se|eCt one Connectlon |tem fl’0m the Enable remate access to let an expert, &.g. helpdesk, configure your ADSL router remotely.
drop-down list to enable the function.  sefehe nemes conneeton: poese 8551

To allow remote access to your router via

Web Browser:

[]web Browser

CheCk thls bOX If you Want to have web server port on WaN interface:
remote control through HTTP. The Osinet e
default port number is 8080. Modify ~ Dswe gere
the port whenever you want. Dsecure shell (ssk) - C1PING
If &nabling remote sccess to your routsr vis PING,
TeI n et ) all Tnternet hosts can ping to your router,

[ Authorized Host 1P Address List |

Check this box if you want to have
remote control through telnet.

FTP:
Choose this box if you want to have
remote control through FTP.

SNMP:
Choose this box if you want to have
remote control through SNMP agent.

TFTP:
Choose this box if you want to have
remote control through TFTP.

Secure Shell (SSH):
Choose this box if you want to have
remote control through SSH.

Ping:

Choose this box if you want to have
remote control through ping command
under DOS prompt.
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Authorized Host IP Address List:
Decide whether all internet hosts can
access your IAD or only authorized
internet hosts can access. Click
Apply to save your setting.

T} hrip 1192 16R 1 1iviewreiplist emd Pactioneview - Mizmmft Internet Explarer

Authorized Host 1P Address List
Selact the Internet Connectian: |pppee 0 39 1 &

& Al Internet hosts can access

3 Only suthonzed Intemet hosts can Mcess your router

apply || Close

Internet Time

The router’s clock must synchronize with global Internet’s time. The time you set in
the screen will be adapted to system log.

Update Now:
Click this button to refresh the current
time.

Set Time by (Time Server or
Manual):

The default setting is Manual. Select
this one, and set the start time by
typing the date and the time manually
to help the router perform tasks.

If you select Time Server, the system
will set time automatically.

Primary Time Server/ Secondary
Time Server:

You may select the preferred time
server from the drop-down list. The
time will be adjusted by the time
server.

Time Zone:
Choose the time zone of your location.

Apply:
Save the data on the screen and apply
the data after restarting the router.

System Log

As shown on the web page, you can
view the system log and configure
system log whenever you want.

Configure System Log
After you click Configure System Log,

Internet Time

To synchronize your router with other network devices, you can set its time manually or
with an Internet time server,

Current time: 2005/01/01, 00:14
Set Time by: O Time Server

Year 2005 Month |1 Day 1
Time:

Hour |0 Minute |14
Tirne Zone: (GMT+08:00) Taipei v
Apply

Internet Time

To synchronize your router with other network devices, you can set its time manually or
with an Internet time server,

Current time: 2005/01/01, 00:14 Update Now
Set Time by: O Manual

Primary Time Server: time windows.com v

Secondary Time Server: | time.nist.gov v

Time Zone: (GMWT-+HIE:00) Taipei v
Apply

System Log

The System Log dialog allows you to view the System Log and configure the System Log
options.

Click "view System Log" to view the System Log.

Click "Configure System Log” to configure the System Log options.

[ View Systemn Log ] [ Configure System Log ]

System Log Configuration

This dialog allows you to configure System Log settings. All events greater than or equal to
the selected level will be logged or displayed. If the selected mode is "Remate" or "Both”

the fO”OW|ng screen WI” appear. You CaAN  events wil be sent to the specified UDP port of the specified log server.

enable or disable the log function,
choose log level, display level and
proper mode as you like. Then click

Apply.

Select the desired values and dick “&pply" to configure the system log options

Log: @ pisabled O Enabled
Log Level: Debugging  ~
Display Level: Etror A4
Mode: Local A
Apply
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There are 8 types of log level and
display level for you to choose. The
default Log Level is Debugging, and
Display Level is Error.

The mode selection includes Local,
Remote and Both. The default is Local.
If you choose Remote or Both, all the
events will be sent to the specified UDP
port of the specified log server.

Viewing System Log

For viewing the system log, please click
the View System Log button.

The screen will be shown immediately
for your reference.

The demo screen is the result of the
system log configured with enable log;
besides, the log level setting is
debugging, display level is error, and the
mode is local.

If you disable the log function, the field
for system log in this page will be empty.

Log Level: Debugging v

Display Level: Errar “

Ernergency
Alert
| Critical

Warning
Matice
Infarrnational
Debugging

Mode:

System Log

The System Log dialog allows you to view the System Log and configure the System Log
options.

Click "view System Log" to view the System Log,

Click "Configure System Log" to configure the System Log options

[ Wigw System Log ] [ Configure System Log ]

2 hitpLO 168,11 flo priew emi - Mierossf Internet Explorer

System Log Refresh | [Close

Date/ Tima Facllity Saverity Massage
2005/01/01 00:35:24 syslog emerg  |BCMEIXX started: BusyBax v1.00 (2005)
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SNMP Setting

SNMP, the abbreviation of Simple Network Management Protocol, is used to refer to
a collection of specifications for network management that include the protocol itself,
the definition of data structures and associated concepts.

A management station performs the monitoring function by retrieving the value of
MIB objects. The management station and agents are linked by a network
management protocol that is SNMP. The SNMP includes three key capabilities: get,
set and trap. A single management station can handle many agents as long as
SNMP remains relatively “simple”, so the number can be high (hundreds or so).

The following picture is the typical configuration of protocols for SNMP. As for a
stand-alone management station, a manager process controls access to a central
MIB at the management station and provides an interface to the network manager.
The manager process achieves network management by using SNMP, which will be
implemented on top of the UDP, IP and the relevant network-dependent protocols
(e.g., Ethernet).

Management station Router

Network
manager

+——p

Manager process

SNMP

upp

IP

Netword-c
prot

Central
MIB

Manager process

SNMP

upp

Netword-dependent
protocols

For an agent device that supports other applications, such as FTP, both TCP and
UDP are required. An agent may issue a trap message in response to an event that
affects the MIB and the underlying managed resources.

Note: There are no ongoing connections maintained between a management station
and its agents. Instead, each exchange is a separate transaction between a
management station and an agent.

Each agent is responsible for notifying the management station of any unusual
event; for example, if the agent crashes and is rebooting, a link fails or an overload
condition as defined by the packet load crosses some threshold. These events are
communicated in SNMP messages known as traps.

Please select SNMP from the Management menu to make the following settings.

SNMP Agent:
Simple Netwark Management Protacal (SHMP) allows a management application to retrieve

Choose Disable to close this function; statistics and status from the SMMP agent in this device.
Choose En ab | ed to Open th|s funct|on Select the desired values and dlick "Apply" to configure the SNMP options.

SNMF Agent: @ pisabled O Enabled

SNMP Configuration

Read Communlty Read Community: public
SNMP community for reading access  wite conmurity:  [private
only. The default setting is public.

Please key in the data that your ISP

provided.

Write Community:

SNMP community for reading and
writing access. The default setting is
private. Please key in the data that
your ISP provided.

iEnahIE Trap Service
Trap Manager IF: 0.0.0.0
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Enable Trap Service:

Configure the SNMP service to send a
trap when it receives a request for
information that does not contain the
correct community name and does not
match an accepted host name for the
service. Check this box to enable this
function, otherwise uncheck it.

TRAP Manager IP:

Type an IP address as the remote
workstation. If any abnormal condition
happens, you can advice remote
workstation through SNMP agent.

Backup Config

To backup your settings of the IAD,
you can use Backup Config web
page to save the configuration.

Click Backup button and the warning
window will be prompted. Click OK to
continue the backup procedure.

The system will ask your command
about the next procedure. Click Save
to backup.

You may change the file name and
choose a place to save the backup
file.

Enable Trap Service
Trap Manager IP: 0.0.0.0

Backup Configuration

Use to save your ADSL router's current settings into the computer.

Restore Configuration

Use to reset your ADSL router with settings previously saved on the computer.

Backup File
Microsoft Internet Explorer x|

The router's configuration is going ko be saved ko your computer,
Please don't burn off this router |

File Download 3

Do you want to open or save this file?

Mame: backupsettings. xml

Type: XML Document
From: 192.168.1.1

Open H Save u Cancel |

harm your computer. |f wou do not trust the zource, do not open or

@ While files from the Internet can be useful, some files can potentially
zave this file. What's the risk?

Savein: | ) backup v @@ m

B

My Recant
Documents

m |

=}
@

skl

g
|

X

My Documents

59
My Computer
‘,'] File pame backupsetings v
3
MyNetwork | Saveaslpe:  |»ML Dosument v
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And when you want to restore the
settings in the future, simply open
Backup Config web page and use
Browse button to locate the file.

After opening the backup file, click
Restore.

Update Firmware

If you have to or want to upgrade the
firmware for this IAD, you can open
the Update Firmware web page and
choose the correct file by pressing
Browse. Then click the Update
Firmware button.

The system will execute the update
procedure automatically.

Note that must not turn off the IAD
during firmware updates.

When it is finished, the system will tell
you the update is successfully.

Reset Router

To make the settings that you set for
this IAD take effect, please open the
Reset Router web page and click the
Reboot button to invoke all settings.

You can restore your web pages with
default settings. Simply check Reset
to factory default settings and click
Reboot.

Look jn: | £ backup -l ogE

Y

My Recent
Dacuments

Desktop

(plBizsmars
59
My Computer
.
My Network  File pame:
Flaces

Open
Cancel

[backupsetiing:

Fies of Wpe:

Lef L]

[ Files (=)

Backup Configuration

Use to save your ADSL router’s current settings into the computer.

Restore Configuration

Use to reset your ADSL router with settings previously saved on the computer.

Browse|

Backup File: D:\backup'backupsettings.xml

Update Firmware
Warning: DO MOT turn off your router during firmware updates,

Current Firmware version: 3.02.02.07_A2pE015ba d16n

New Firmware File Mame:

Browse

The update process takes about 2 minutes to complete, then
your ADSL rauter will rehoot,

Update Firmware

Update Firmware

Warning: DO MOT turn off your router during firmware updates.

MNew firmware is received correctly.

Saving firmware and then rebooting the router in progress...

Reset Router

This page allows you to restart your ADSL router after changing settings that
require rebooting. It also allows you to reset all settings to factory default
settings if you have problems with your current configuration.

[ reset to factory default settings
After clicking "Reboot”, please wait for 2 minutes to let the systemn reboat.

Restore Factory Default Settings

The ADSL router configuration has been restored to factory default settings and the router is
rebooting.

Close the ADSL router Configuration window and wait for 2 minutes before reopening your

web browser. If necessary, reconfigure your PC's IP address to match your new
configuration.
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UPNP for XP

Universal plug and play (UPnP) is architecture for pervasive peer to peer network
connectivity of intelligent appliances and PCs of all form factors. It is designed to
bring easy-to-use, flexible, standards-based connectivity to ad-hoc or unmanaged
networks whether in the home, in a small business, public spaces, or attached to the
Internet.

Only Windows XP supports UPnP function.
Please follow the steps below for installing UPnP components.

1. Click on the Start menu, point to
Settings and click on Control
Panel.

2. Select Add or Remove Programs Windows Components Wizand
> Add/Remove Windows Windows Components )
Components tO Open WlndOWS You can add or remove components of Windows <P,
Components Wizard dialog box.

To add or remove a component, click the checkbos. A shaded box means that only
part of the companent will be installed. To see what's included in a campanent, click

Details.

LComponents:

[ =2 Message Queuing D.OME A
“* MSN Explorer 135MB

=2 Networking 22

m} E‘;] Other Metwork. File and Print Services 0O0ME —
Wl FE ndate Rt Cetifinates nnwe_*

Descriptior:  Contains a variety of specialized, network-related services and protocals.

Total disk space required: 0.2 MB ~ —
| Detais...
Space avallable on disk: 1034.2 MB Rl B

[ < Back }L_ Mext > J[ Cancel ]

3. Select Networking Services and Networking Services X
click Details. Click the UPNP User

To add or remove a component, click the check box. A shaded box means that only part

Interface CheCk bOX of the component will be installed. To see what's included in a companent, click Details.
Subcompanents of Metworking Services:
4. C||Ck Ok . The System W||| insta” Intenet Gateway Device Discovery and Control Client 0.0 B
H O Peer-to-Peer 0.0 MB
UPNP components automatically. 01 AP Leterer LOME
O Simple TCPAP Services 0.0HBE

S UPHP User Interface

Description:  Displays icons in My Metwaork Places for UPHP devices detected on the
network. &lso, opens the requited YWindows Firewall parts.

Total disk space required: 56.3 MB

Detais...
Space available on digk: 7831.1 MB

5. After finishing the installation, go to B e
My Network Places. You will find an | g= i uew Favortes Tools tep

icon (e.g., IAD) for UPnP function. Q QO  F Pseach [[7roers [
Address QMy Metwork Places hd '—) (=)

Local Network

Network Tasks ¥
-
Other Places ¥ ‘8 SpeedTouch 716

-
Detail ¥

4 objects
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6. Double click on the icon, and the 23 Internet Access Device - Microsoft Internet Explorer

IAD will open a web page via the
port for UPnP function. The IE
address will be directed to the IP
address for the configuration main
page as shown in the graphic.

File Edit Wiew Favorites Tools  Help

@Back - L) \ﬂ @ _h /:__\1 Seatch f»

L

oF

Address |;g‘| http:/{192.168.1.1

7. After entering the user name and
password, you may access the IAD
through the webpage.

Connect to 192.168.1.1

1

Internet Lecess Device
User narne: | € admin w |
Password: | senns |

[Iremember my password

[ Ok, l ’ Cancel

8. Now, the NAT traversal function has
already been provided. The ADSL
router will create a new virtual server
automatically when the router
detects that some internet
applications is running on the PC.
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Chapter 5: Troubleshooting

If the suggested solutions in this section do not resolve your issue, contact your
system administrator or Internet service provider.

Problems with LAN

PCs on the LAN cannot get IP addresses from the ADSL Router.

The chances are that the interface used as DHCP server is modified and the client
PCs do not renew IP addresses.

If your DHCP server is enabled on Private IP Address previously and you modify the
interface to Public IP Address, the client PCs should renew IP addresses.

The PC on the LAN cannot access the Web page of the ADSL Router.
Check that your PC is on the same subnet with the ADSL Router.

Problems with WAN

You cannot access the Internet.

O  Check the physical connection between the ADSL Router and the LAN.

If the LAN LED on the front panel is off or keeps blinking, there may be problem
on the cable connecting to the ADSL Router.

At the DOS prompt, ping the IP address of the ADSL Router, e.g., ping
192.168.1.1. If the following response occurs:

Reply from 192.168.1.1: bytes=32 time=100ms TTL=253

Then the connection between the ADSL Router and the network is OK.
If you get a failed ping with the response of:

Request timed out

Then the connection is fail. Check the cable between the ADSL Router and the
network.

O  Check the DNS setting of the ADSL Router.

At the DOS prompt, ping the IP addresses of the DNS provided by your ISP.
For example, if your DNS IP is 168.95.1.1, then ping 168.95.1.1. If the following
response occurs:

Reply from 168.95.1.1: bytes=32 time=100ms TTL=253
Then the connection to the DNS is OK.

If you get a failed ping with the response of:
Request timed out

Then the DNS is not reachable. Check your DNS setting on the ADSL Router.
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Problems with Upgrading

The following lists the error messages that you may see during upgrading and the
action to take.

O

Error message: All the ADSL LEDs light up and cannot light off as usual.

Possible cause: When users are executing firmware upgrade and saving
settings to the router, the power for the router is lost for some unknown reasons,
the normal web page for the router might be damaged. After power on your
router, the LEDs might not work normally.

Boot Loader, version 1.0.37-5.5.05

This device is currently running on the boot loader,

Update Firmware

Step 1: Cbtain an updated firmware image file from your ISP,

Step 2: Enter the path to the image file location in the box below or click "Browse" to
locate the image file.

Step 3: Click "Update Firmware" once to upload the new imaage file.

MOTE: The update process takes about 2 minutes to complete, and your DSL Router will reboot,

Mew Firmware File Mame: | Browse.l

Update Firmware I

Action: Setup you PC with a static IP address, such as 192.168.1.2, and then
access the router’s web page by entering http://192.168.1.1. Then update the
firmware again.

Error Message: Image uploading failed. The selected file contains an illegal
image.
Possible cause: The firmware file format is invalid.

Action: Check to see whether the file format is correct; otherwise download a
firmware file with correct format.

Error Message: Image uploading failed. The system is out of memory.
Possible cause: It may be caused by the lack of memory.

Action: Reboot your ADSL Router and perform the upgrade task again.

Error Message: Image uploading failed. No image file was selected.
Possible cause: You did not select a file correctly.

Action: Download a compatible firmware from the web.


http://192.168.1.1/
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ARP (Address Resolution Protocol )
ARP is a TCP/IP protocol for mapping an IP address to a physical machine address that is
recognized in the local network, such as an Ethernet address.

A host wishing to obtain a physical address broadcasts an ARP request onto the TCP/IP network.
The host on the network that has the IP address in the request then replies with its physical
hardware address.

Inverse ARP (In-ARP), on the other hand, is used by a host to discover its IP address. In this case,
the host broadcasts its physical address and a RARP server replies with the host's IP address.

DHCP (Dynamic Host Configuration Protocol)

When operates as a DHCP server, the ADSL Router assign IP addresses to the client PCs on the
LAN. The client PCs “leases” these Private IP addresses for a user-defined amount of time. After
the lease time expires, the private IP address is made available for assigning to other network
devices.

The DHCP IP address can be a single, fixed public IP address, an ISP assigned public IP address,
or a private IP address.

If you enable DHCP server on a private IP address, a public IP address will have to be assigned
to the NAT IP address, and NAT has to be enabled so that the DHCP IP address can be
translated into a public IP address. By this, the client PCs are able to access the Internet.

LAN (Local Area Network) & WAN (Wide Area Network)
A LAN is a computer network limited to the immediate area, usually the same building or floor of a
building. A WAN, on the other hand, is an outside connection to another network or the Internet.

The Ethernet side of the ADSL Router is called the LAN port. It is a twisted-pair Ethernet
10Base-T interface. A hub can be connected to the LAN port. More than one computers, such as
server or printer, can be connected through this hub to the ADSL Router and composes a LAN.

The DSL port of the ADSL Router composes the WAN interface, which supports PPP or RFC
1483 connecting to another remote DSL device.

NAT (Network Address Translation) IP Address

NAT is an Internet standard that translates a private IP within one network to a public IP address,
either a static or dynamic one. NAT provides a type of firewall by hiding internal IP addresses. It
also enables a company to use more internal IP addresses.

If the IP addresses given by your ISP are not enough for each PC on the LAN and the ADSL
Router, you need to use NAT. With NAT, you make up a private IP network for the LAN and
assign an IP address from that network to each PC. One of some public addresses is configured
and mapped to a private workstation address when accesses are made through the gateway to a
public network.

For example, the ADSL Router is assigned with the public IP address of 168.111.2.1. With NAT
enabled, it creates a Virtual LAN. Each PC on the Virtual LAN is assigned with a private IP
address with default value of 192.168.2.2 to 192.168.2.254. These PCs are not accessible by the
outside world but they can communicate with the outside world through the public IP 168.111.2.1.

Private IP Address

Private IP addresses are also LAN IP addresses, but are considered “illegal” IP addresses to the
Internet. They are private to an enterprise while still permitting full network layer connectivity
between all hosts inside an enterprise as well as all public hosts of different enterprises.
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The ADSL Router uses private IP addresses by assigning them to the LAN that cannot be directly
accessed by the Internet or remote server. To access the Internet, private network should have an
agent to translate the private IP address to public IP address.

Public IP Address

Public IP addresses are LAN IP addresses that can be considered “legal” for the Internet,
because they can be recognized and accessed by any device on the other side of the DSL
connection. In most cases they are allocated by your ISP.

If you are given a range of fixed IP addresses, then one can be assigned to the router and the
others to network devices on the LAN, such as computer workstations, ftp servers, and web
servers.

PVC (Permanent Virtual Circuit)

A PVC is a logical point-to-point circuit between customer sites. PVCs are low-delay circuits
because routing decisions do not need to be made along the way. Permanent means that the
circuit is preprogrammed by the carrier as a path through the network. It does not need to be set
up or turned down for each session.

RIP (Routing Information Protocol)

RIP is a routing protocol that uses the distance-vector routing algorithms to calculate least-hops
routes to a destination. It is used on the Internet and is common in the NetWare environment. It
exchanges routing information with other routers. It includes V1, V2 and V1&V2, which controls
the sending and receiving of RIP packets over Ethernet.

UDP (User Datagram Protocol)

UDP is a connectionless transport service that dispenses with the reliability services provided by
TCP. UDP gives applications a direct interface with IP and the ability to address a particular
application process running on a host via a port number without setting up a connection session.

Virtual Server
You can designate virtual servers, e.g., a FTP, web, telnet or mail server, on your local network
and make them accessible to the outside world. A virtual server means that it is not a dedicated
server -- that is, the entire computer is not dedicated to running on the public network but in the
private network.

VPI (Virtual Path Identifier) & VCI (Virtual Channel Identifier)

A VPl is a 8-bit field while VClI is a 16-bit field in the ATM cell header. A VPI identifies a link
formed by a virtual path and a VCI identifies a channel within a virtual path. In this way, the cells
belonging to the same connection can be distinguished. A unique and separate VPI/VCI identifier
is assigned in advance to indicate which type of cell is following, unassigned cells, physical layer
OAM cells, metasignaling channel or a generic broadcast signaling channel. Your ISP should
supply you with the values.
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Interface

One RJ-11 port for ADSL connection

One RJ-11 port (FXO port) for connecting to PSTN line
Two RJ-11 ports (FXS ports) for VOIP phone calls

Four RJ-45 ports for IEEE 802.3/802.3u 10/100 Base-T
auto-sensing and auto-crossover Ethernet connection
One USB client port compliant to USB 1.1

®  One hidden button for restoration of factory default
settings

Regulatory Approvals
and Compliance

EMC: FCC part 15 Class B, CE
Telecom: FCC part 68
Safety: UL, CB, LVD

Power Requirement |Power Adaptor: Input 120£10 or 230+10 VAC;

and Operation Output 12 VAC, 1.5A

Environment Power Consumption: less than 15 Watt

Requirement Ambient Temperature: 0 to 40°C (32 to 96°F)
Relative Humidity: 20% to 90% (non-condensing)

Physical Dimensions: 215mm(L) x 160mm(W) x 40mm(H)
Weight: 7009
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Appendix B: WEEE - B2C

All electrical and electronic products should be disposed of separately from the
municipal waste stream via designated collection facilities appointed by the
government or the local authorities.

The correct disposal and separate collection of your old appliance will help
prevent potential negative consequences for the environment and human health.
It is a precondition for reuse and recycling of used electrical and electronic
equipment.

For more detailed information about disposal of your old appliance, please contact
your city office, waste disposal service, the shop where you purchased the
product or your SIEMENS partner.

The statements quoted above are only fully valid for equipment which is installed
in the countries of the European Union and is covered by the directive
2002/96/EC.

Countries outside the European Union may have other regulations regarding the
disposal of electrical and electronic equipment.
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