SIEMENS

CL-010/CL-010-1 ADSL2+ Router

User’s Manual

Rev: 1.5
2007/03/30

No part of this publication may be reproduced in any form by any means without the prior written permission. Other
trademarks or brand names mentioned herein are trademarks or registered trademarks of their respective companies.

This manual currently suits for CL-010/CL-010-1.



Safety Notes

For Installation

For Using

For Service

Warning

Caution

Use only the type of power source indicated on the marking labels.
Use only power adapter supplied with the product.

Do not overload wall outlet or extension cords as this may increase the risk of
electric shock or fire. If the power cord is frayed, replace it with a new one.

Proper ventilation is necessary to prevent the product overheating. Do not block or
cover the slots and openings on the device, which are intended for ventilation and
proper operation. It is recommended to mount the product with a stack.

Do not place the product near any source of heat or expose it to direct sunlight.
Do not expose the product to moisture. Never spill any liquid on the product.

Do not attempt to connect with any computer accessory or electronic product
without instructions from qualified service personnel. This may result in risk of
electronic shock or fire.

Do not place this product on unstable stand or table.

Power off and unplug this product from the wall outlet when it is not in use or
before cleaning. Pay attention to the temperature of the power adapter. The
temperature might be high.

After powering off the product, power on the product at least 15 seconds later.
Do not block the ventilating openings of this product.

When the product is expected to be not in use for a period of time, unplug the

power cord of the product to prevent it from the damage of storm or sudden
increases in rating.

Do not attempt to disassemble or open covers of this unit by yourself. Nor should you
attempt to service the product yourself, which may void the user’s authority to operate it.
Contact qualified service personnel under the following conditions:

O

O
O
O

[

If the power cord or plug is damaged or frayed.
If liquid has been spilled into the product.
If the product has been exposed to rain or water.

If the product does not operate normally when the operating instructions are
followed.

If the product has been dropped or the cabinet has been damaged.

If the product exhibits a distinct change in performance.

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions: (1) this device may not cause harmful interference, and
(2) this device must accept any interference received, including interference that
may cause undesired operation.

Any changes or modifications not expressly approved by the party responsible for
compliance could void the authority to operate equipment.
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FCC

FCC Class B Notice

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions:

(1) this device may not cause harmful interference, and
(2) this device must accept any interference received, including interference that may cause undesired
operation.

Note: This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment can generate, use
and radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one or more of the following
measures:

®  Reorient or relocate the receiving antenna.
® Increase the separation between the equipment and receiver.

®  Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

®  Consult the dealer or an experienced radio/television technician for help.

IC Statement

To prevent radio interference to the licensed service, this device is intended to be operated indoors
and away from windows to provide maximum shielding. Equipment (or its transmit antenna) that is
installed outdoors is subject to licensing

ICES-003 Class B Notice - Avis NMB-003, Classe B
This Class B digital apparatus complies with Canadian ICES-003.

Cet appareil numérique de la classe B est conforme a la norme NMB-003 du Canada.



Preface

Thank you for choosing the Asymmetric Digital Subscriber Line (ADSL2+) Router. With the
asymmetric technology, this device runs over standard copper phone lines. In addition, ADSL2+
allows you to have both voice and data services in use simultaneously all over one phone line.

CL-010/CL-010-1 ADSL2+ Router is a DSL broadband access device which allows ADSL2+
connectivity capabilities for home or office users. It supports ADSL2/ADSL2+ and is backward
compatible to ADSL, even offers auto-negotiation capability for different flavors (G.dmt, G.lite, or
T1.413 Issue 2) according to central office DSLAM?s settings (Digital Subscriber Line Access
Multiplexer). Also the feature-rich routing functions are seamlessly integrated to ADSL2+ service
for existing corporate or home users. Now users can enjoy various bandwidth-consuming
applications via CL-010/CL-010-1 ADSL2+ Router.

Features

ADSL Compliance
ANSI T1.413 Issue 2

ITU G.992.1 Annex A (G.dmt)
ITU G.992.2 Annex A (Gllite)
ITU G.994.1 (Ghs)
Support dying gasp

RV

Maximum Rate: 8 Mbps for downstream and 1 Mbps for upstream

ADSL2 Compliance
@ 1TU G.992.3 Annex A (G.dmt)

@ ITU G.992.4 Annex A (Gllite)

& Maximum Rate: 12 Mbps for downstream and 1 Mbps for upstream

ADSL2+ Compliance
@ ITU G.992.5 Annex A (G.dmt)

@ Maximum Rate: 24 Mbps for downstream and 1.2 Mbps for upstream

ATM Features
@& Compliant to ATM Forum UNI 3.1/ 4.0 Permanent Virtual Circuits (PVCs)

@ Support up to 16 PVCs for UBR, CBR, VBR-nrt, VBR-rt with traffic shaping
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RFC2684 LLC Encapsulation and VC Multiplexing over AAL5

RFC2364 Point-to-Point Protocol (PPP) over AALS

RFC2225 Classical IP and ARP over ATM

RFC2516 PPP over Ethernet: support Relay (Transparent Forwarding and Client functions)

Support PPPoA or PPPoE Bridged mode (the IP address got from ISP can be passed to the
user’s PC and behave as the IP address of the user’s PC.)

OAM F4/F5 End-to-End/Segment Loopback Cells

Bridging Features

%3
%3
&
@

Supports self-learning bridge specified in IEEE 802.1D Transparent Bridging
Supports up to 4096 learning MAC addresses

Transparent Bridging among 10/100 Mb Ethernet

Support Virtual LAN function specified in IEEE 802.1q

Routing Features

R R

‘62

=
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Compliance to IPv4 which include RFC791, RFC792, RFC826, RFC768, and RFC793

NAT (Network Address Translation) / PAT (Port Address Translation) let multiple users (up to
128) on the LAN to access the Internet for the cost of only one IP address.

ALGs (Application Level Gateways): such as NetMeeting, MSN Messenger, FTP, Quick Time,
mIRC, Real Player, CuSeeMe, VPN pass-through with multiple sessions, etc.

Port Forwarding: the users can setup multiple virtual servers (e.g., Web, FTP, Mail servers) on
user’s local network.

Support DMZ

UPNP IGD (Internet Gateway Device) with NAT traversal capability

Static routes, RFC1058 RIPv1, and RFC1723 RIPv2

DNS Relay, Dynamic DNS

DHCP Client/Relay/Server

Time protocol can be used to get current time from network time server
Support IGMP Proxy/Snoop

Support IP/Bridge QoS for prioritize the transmission of different traffic classes

Support port mapping function which allows you to assign all data traffic transmitted among
specific Internet connections and LAN ports

Security Features

RV TVR

PAP (RFC1334), CHAP (RFC1994), and MS-CHAP for PPP session

Firewall support IP packets filtering based on IP address/Port number/Protocol type
Bridge packet filtering (optional)

URL filtering (optional)

Support DoS (Deny of Services) which detect & protect a number of attacks (such as SYN/FIN/RST
Flood, Smurf, WinNuke, Echo Scan, Xmas Tree Scan, etc)

Configuration and Management

&
%3
@

User-friendly embedded web configuration interface with password protection
Remote management access control via HTTP, TFTP, FTP, Telnet, SSH, SNMP

Telnet session for local or remote management



Firmware upgrades through HTTP, TFTP, or FTP

R R

The boot loader contains very simple web page to allow the users to update the run-time
firmware image.

@& Configuration file backup and restore
& SNMPv1/v2 agent with MIB-Il, ADSL Line MIB
Unpacking

Check the contents of the package against the pack contents checklist below. If any of the items is
missing, then contact the dealer from whom the equipment was purchased.

ADSL Router

Power Adapter and Cord
RJ-11 ADSL Line Cable
RJ-45 Ethernet Cable

Quick Start Guide

Driver & Utility Software CD

RV W
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Subscription for ADSL Service

To use the ADSL Router, you have to subscribe for ADSL service from your broadband service
provider. According to the service type you subscribe, you will get various IP addresses:

Dynamic IP: If you apply for dial-up connection, you will be given an Internet account with
username and password. You will get a dynamic IP by dialing up to your ISP.

Static IP address: If you apply for full-time connectivity, you may get either one static IP address
or a range of IP addresses from your ISP. The number of IP addresses varies according to different
ADSL service provider.






Chapter 1: Overview

Chapter 1: Overview

This chapter provides you the description for the LED and connector for front and rear view of the
router. Before you use/install this router, please take a look at this information first.

Physical Outlook

Front Panel

The following illustrations show the front panel of the ADSL Router:

LED Indicators
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The ADSL Router is equipped with five LEDs on the front panel as described in the table below
(from left to right):

LED Color |Status Description
Ethernet |Green Unlit Power off or no Ethernet carrier is present.
Blinking Ethernet carrier is present and user data is going
through Ethernet port.
Solid Ethernet carrier is present.
PPP Green |Unlit No PPPoA or PPPoE connection
Solid At least one PPPoA or PPPoOE connection is up. The
users can access the Internet now.
DSL Green |Unlit Power off or ADSL line connection is handshaking or
training is in progress.
Blinking User data is going through ADSL port.
Solid ADSL line connection is OK.
Power Green | Unlit Power off.
Solid Power on.




Rear Panel

The following figures illustrate the rear panel of your ADSL Router.

-

9 VAC )
-Q o L J [

Power (1_} Ethernet DSL

L

Connector |Description

9VAC 9 VAC Power connector

h Power switch

Ethernet Ethernet RJ-45 connector

DSL RJ-11 connector
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Chapter 2. System Reqguirement and
Installation

System Requirement

To access the ADSL Router via Ethernet, the host computer must meet the following requirements:
+*  With Ethernet network interface.
+*  Must have TCP/IP installed.
+*  Set client PC with obtain an IP address automatically or set fix IP address.

«*  With a web browser installed: Internet Explorer 5.x or later.

The ADSL Router is configured with the default 1P address of 192.168.1.1 and subnet
mask of 255.255.255.0. As the DHCP server is Enable by default, The DHCP clients should
be able to access the ADSL Router. Or you could assign an IP address to the host PC first for initial
configuration.

You also can manage the ADSL Router through a web browser-based manager: ADSL ROUTER
CONTROL PANEL. The ADSL Router manager uses the HTTP protocol via a web browser to
allow you to set up and manage the device.

To configure the device via web browser, at least one properly-configured PC must be
0D connected to the network (either connected directly or through an external hub/switch
to the LAN port of the device).

Choosing a place for the ADSL Router

(1) Place the ADSL Router close to ADSL wall outlet and power outlet for the cable to reach it
easily.

® Avoid placing the device in places where people may walk on the cables. Also keep it away
from direct sunlight or heat sources.

(3) Place the device on a flat and stable stand.



Connecting the ADSL Router

Follow the steps below to connect the related devices.

(1 Connecting the ADSL line. Connect the
DSL port of the device to your ADSL
wall outlet with RJ-11 cable.

@  Please attach one end of the Ethernet — —
cable with RJ-45 connector to the LAN

port of your ADSL Router.

© Connect the other end of the cable to the
Ethernet port of the client PC.

O Connect the supplied power adapter to
the PWR port of your ADSL Router,
and plug the other end to a power outlet.

© Tumonthe power switch.
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For connecting through a hub, please refer to the following diagram for an example.

Setting TCP/IP

In order to access the Internet through the router, each host on your network must
. install/setup TCP/IP. Please follow the steps below for select a network adapter.




For Windows 98

1.

2.

4.

Click on the Start menu, point
to Settings and click on
Control Panel.

Double-click the Network icon

The Network window appears. On the
Configuration tab, check out the list of
installed network components.

Option 1: If you have no TCP/IP
protocol, click Add.

Option 2: If you have TCP/IP protocol,
goto Step 6

Your network
interface card.

Check out if TCP/I
for your NIC is
installed or not.

Highlight Protocol and click Add.

Favorites 4

Documents 4

askbar & Start Menu...

(]
=
[3 Folder Options
@
B

Active Dasklop »
Bun. Windows Update

Log OFF...

Shut Daown..

B3 Control Panel M= E3
J File Edt “iew Go Favoites Help |
G & 7
Biach Fonward Up Cut Copy
JAgdress I@ Contral Panel j
ODBCData  Passwords Pawer
Sources [32bit) b anagement
Printers Fegional Sounds Spstem J
Settings _I
| My Computer
Network HE

Canfiguration | Identiication | Access Control |

The following network components are installed:

—= Client for Microsoft Networks i
B Micrasoft Family Logon

8 Dial-Up Adapter
3 Intpr B2595-Based Ethernet
i CP/JF -=Intel 82595-Based Ethemet

|
o e

Primary Network Logon:
ICli.e-nt for Microsoft Networks L]
File and Print Sharing.... I
Description |
i
|
|
0K | Concel |
Select Network Component Type [ 2]

Click the type of netwark companent you want ta install:

Protocal is a language’ a computer uges, Computers
must uge the same protocal to communicate.
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5.

On the left side of the windows,
highlight Microsoft and then select
TCP/IP on the right side. Then click OK

When returning to Network window,
highlight TCP/IP protocol for your NIC
and click Properties.

On IP Address tab:

Enable Specify an IP address option.
Enter the IP Address: 192.168.1.x (X is
between 2 and 254) and Subnet Mask:
255.255.255.0 as in figure below. On
Gateway tab: Add a gateway IP address:
192.168.1.1 and click OK

Select Network Protocol

Click the Metwark Protocol that you want to install, then click OK. If pou have
¥ an installation disk far this device, click Have Disk,

Network Pratocals:
|F/5 P -compatible Pratocal
Microsoft 32-bit DLC
Microsoft DLC

NetBEUI

Manutacturers:

Baryan

[
|
Have Disk
Cancel

Metwork EE

Corfiguration | dentiication | Access Conlrol |

The following network components are installed:

Client for Microsoft Networks _:J
= Microsoft Family Logon

3 Dial-Up Adapter

53 Intel 82595-Based Ethemet

Add.. I Remove | Properties I}I
Primary Network Logan:
|Chem for Microsoft Networks _'_J

File and Print Sharing...

+ Description
TCP/IF is the protocol you use to connect to the Intemet and
wide-area networks.

oK Cancel

TCP/IP Properties

Biodngs | Advenced | MemiDs |
DING Configuration: | Gatewsy | WINS Configuration | P fickhess

AalP e,
IF o rctwctk. does rot automsalicaly azign IP sddesser, atk
o roslvenh. scarestialin ot an axkbess, and e byos d
the space bk

¢ [bkain a0 IP addinss automalically
(= Soecily sn P sddess:

IF Addares: [T
Sybumsl Mk, 255255 255 0

(i3 I Comeed

Bidogs | Adwnced | MediDd
OHE Cenligasticn  Goteway | WING Cenpastion | P Addats

e sl ey
Uit e

mactemes me used

Hew goteviay.
[ B

- Inatalod galevays

P fenons |




8. When returning to Network window, Network ZIx]
click OK Configuration | Identification | Access Contra |

The following network components are installed:

EE Client for Microsoft Networks ;|

= Microsoft Family Logon
§ DialUp Adapter
8 Intel 82595-Based Ethernet

Primary Network Logon:
IC]irni for Microsoft Networks LI

File and Print Sharing... I

+ Description

0K | Cancel |
9. Wait for Windows copying files

Source:
Windaws 98 CO-RO
Destination:

Saning...
s
Cancel |

R ) System Settings Change [ ]
10. When prompted with System Settings _
. . ‘You must restart pour computer before the new settings will take
Change dialog box, click Yes to restart @ sffect
your Computer. Do you want to restart your computer now?
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For Windows ME

1. Click on the Start menu, point to
Settings and click on Control Panel.

2. Double-click the Network icon.

3. The Network window appears. On the
Configuration tab, check out the list of
installed network components.

Option 1: If you have no TCP/IP
protocol, click Add.

Option 2: If you have TCP/IP protocol,
go to Step 6.

4. Highlight Protocol and click Add.

5. On the left side of the windows,
highlight Microsoft and then select
TCP/IP on the right side. Then click
OK.

6. While returning to Network window,
highlight TCP/IP protocol for your NIC
and click Properties.

7. Onthe IP Address tab, select Specify
an IP address. Enter the IP address:
192.168.1.x (X is between 2 and 254),
Subnet Mask: 255.255.255.0 and
Default gateway: 192.168.1.1. Then
click OK.

8. While returning to the Network
window, click OK.

Network 2] x]
Configuration | dentiication | Access Cantrol|
The following network components are installed:
@ Client for Microsoft Networks _gj

=1 Microsoft Family Logon

8 Dial-Up Adapter

S5 Intel B2595-Based Ethemet

Y TCP/IP ->Intel 82595-Based Ethemet

< |
sad. |

Primary Network Logon:
| Client for Microsoft Networks

File and Print Sharing..

i Description |
TCP/IP is the protocol you use to connect to the Intemet and }
wide-area networks. |
|

Remove | Properties [}I

=

TCF/IP Properties

Bindings | Advanced | NetBI0s
DMS Configuration I Gateway I WIMS Configuration IP &ddress

An IP address can be automatically azsigned to this computer.
IF pour network. does not automatically azsign IP addreszes, ask
ywour network, administrator for an address, and then tppe it in
the space below.

" Dbtain an IP address automatically

% Specify an P addess:

192.168. 1 .100
Subnet Mazk: [255.255.25856. 0

1P &ddress;

v Detect connection to network medis

o ]

Cancel




9. Wait for Windows copying files.

10. When prompted with the System
Settings Change dialog box, click Yes
to restart your computer.

For Windows NT

1. Click Start, point to Settings, and then
click Control Panel.

PFrogiams L3

= @ Documents

(] Printers
Pl
a Taskbar

2. Double-click the Network icon. E1 Contral Panel O[]

File Edit Wiew Help

e i RS £ B
= i 3
Accessbilty  Add/Remove Console DatedTime Devices
Options Programs

il
B

iy

onts Internet Keybaoard

-

=A

Dial-Up Di

o
&
-

e

Modems Mouse Multimedia Fletwork ODEC
=
|Cnnf\gu|es network hardware and software A
3. The Network window appears. On the Network HE

Protocols tab, check out the list of
installed network components.

Identificationl Services Frotocols |Adapters| Bind\ngsl

Metwark. Protocols:

Option 1: If you have no TCP/IP ¥ NetBEU] Protooo] _
Protocol, click Add. L N T ot
Option 2: If you have TCP/IP Protocol
installed, go to Step 7.
Add... l\l FRemove Properties... Update
— Description

ADSL Management and Manitar Interface

Cancel |

4. Highlight TCP/IP Protocol and click Select Network Protocal [Z]>]
OK.

Click the Metwork Protocol that you want ta install, then click OK. If
T you have an installation disk for thiz component, click Have Digk,

Metwork Protocal

W NetBEU Protocol =]
T MiwrLink PSP Compatible Transport

" Point Ta Paint Tunneling Protocal

U Steams Ervirorment

LR CF/P Frotocol =

Hawve Disk....
0K D Cancel
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5. Click Yes to use DHCP.

If there iz a DHCP server on your network, TCPAP can be
configured to dynamically provide an P address. |f you are
niot sure, azk pour system administrator. Do you wish o use
CDHCP?

6. Insert the Windows NT CD into your D G SE
CD-ROM drive and type the IOCathn Of @ Setup needs to copy some Windows MT files.
the CD Then CIiCk Cont'nue Setup will look for the files in the location specified below, Cancel

IF pou want Setup ta lock in a different place, type the
rew location When the location is comect, click.
Continue.

[ 42285

7. Returning to the Network window, you Network [7]x]
will find the TCP/IP Protocol among Identfication | Services Protocals |Adapters| Bindings |
the list. Select TCP/IP Protocol and Metwark Protacals:

click Properties. ¥ NtBEUI Protose]
%~ WWLink [PEEPE Compatible Transport
%~ WWLink NetBIOH

Add... Bemove Ernperlies...l\l pdate
5

r— Description
Transport Control Protocaol/Internet Pratacal. The default wide
area network protocal that pravides communication across
diverse interconnected netwaorks.

cror |

8.  Enable Specify an IP address option. Microsoft TCP/IP Properties HE

Enter the IP Address: 192.168.1.x (X IP Address | DNS | WINS Address | Routing |
IS between 2 and 254) and SUbnEt An |P address can be automatically assigned to this network card
Mask: 255.255.255.0 and Default At s e e AT
Gateway: 192.168.1.1 as in figure the tpmcs belok
below.

Adapter:

{13 Intel 82595-Based Ethernet B

€ Obtain an IP address from a DHCP srver
— (% Specify an [P address

IP Address: 192. 168, 1 100

s
Default Gateway: | 192, 168, 1 . 1

Aﬂvlm:sd,.,l
oK | Cacel | Amby |




9.  When returning to Network window, Network [?]x]
click Close.

Identificalinnl Services  Protocols IA\:laplErsl B\ndingsl

Metwark Protocals:

¥~ NetBEUI Protocol
%~ NWLink IPXASPE Compatible Transport
T NWLink NetBIOS

Add Bemaove PFiopeties pdate

r— Description:

Transport Contral Protocol/Intemet Protacal. The default wide
area network protocol that provides communication across
diverse interconnected networks.

|

10.  When prompted with Network

Setti ngs Change dla|Og bOX, click Yes “ou must shut down and restart your computer before the new
to restart yOUr Computer settings wil take effect.

Do pou want ta restart your computer now?

Hetwork Settings Change B
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For Windows 2000

1. From the Start menu, point to Settings
and then click Network and Dial-up
Connections.

2. Right-click the Local Area
Connection icon and then click
Properties.

3. On the General tab, check out the list
of installed network components.
Option 1: If you have no TCP/IP
Protocol, click Install.

Option 2: If you have TCP/IP
Protocol, go to Step 6.

Windows Update

WinZip

Programs »

BAERE T

Documents 4

[59 Control Panel

=

»
[ Printers

a Taskbar & Start Menu. ..

ndiows 2000 Professional

Log OFf Stella.. .

Shut Down....

distart || @ 5 [0 B & Ga @y

4 Hetwork and Dial-up Connectons [l B3

J File Edit Wiew Favorites Tools
J d=Eock v = | 2 search »
J Address I Mebwork and Dial-up Cu:unnj 6}60

e

Make Mew
Conneckion

Dizable
Statils

Creake Shorkcuk
[DElEte
Rename

@I Displays the properties of the selected connectic 2

Local Area Connection Properties BHE
General l

Connect using:
| B9 Intel 32595 Based Ethemet

Configure
Components checked are used by this connection:

¥ ™ Client for Microsoft Networks
¥ .L} File and Printer Sharmg for Microsoft Networks

Instal... i Uninstal Propetties

| Transmission Contral Pratocol/lnternet Protacol. The default
| wide area network protocol that provides communication

[ Description — - |
| across diverse interconnected networks. i

[ Show icon in taskbar when connected

0K ‘ Cancel




4. Highlight Protocol and then click
Add.

Click the type of network. component pow want o install:
Clent
Service

— Dezcription

A protocol iz & language your computer uses to
communicate with ather computers.

Add.. Cancel |
5. Click Internet Protocol (TCP/IP) and e ECHeTwos lEF ot
1 Click the: Network Protocol that t toinstall, then click OK. If h
then CIICk OK- ¥ arﬁnslaﬁat\znw;rsk l;?ta?snco;pgﬁ;rmaglcl?;—:‘;vae Dls?ar.mm vouave
Manutacturers Metwork Pratocol
Micrasaft AppleT alk Protacal

Inle I (T
NetBEUI Protocol
Network Monitor Driver

NwLink IF3/5F/MetBI0S Compatible Trarspart Pre
4 | m

Have Disk.

Cancel
6.  When returning to Local Area

Connection Properties window, General |
highlight Internet Protocol (TCP/IP) Connect using
and then click Properties. [ 89 ntel 82595-Based Etmemnet

Configure

Components checked are used by this connection:

Chient for Microsoft Networks
File and Printer Sharmg for Microsoft Networks
Intemet

{ Install... l Uninstall Properties N I

Description i
Transmission Control Protocol/Intemet Protocol. The default }
wide area network protocol that provides communication |
|

J

acioss diverse interconnected networks.

™ Show icon in taskbar when connected

Close E-e]|

7. Under the General tab, enable Use the Internet Protocol (TCP/IP) Praperties

following IP Address. Enter the IP Genera |
add ress. 192 168 1)( (X IS betWeen 2 “oul ean get IP settings assigned automatically if your netwerk supports

d 254) S b t M k tnls capability. Dlrgherwwse, vou need to ask your netwark administrator for
an y upne askK: the appropriate IP seftings.
2552552550 and DEfaUIt gateWay " DObtain an [P address automatically
19216811 Then C|ICk OK (¥ Use the folowing IP address:

IP address: 192 168 . 1 100

Subnet mask: ! 255,255 .255. 0
Default gateway: ! . . .

2 Okt

[R5 server addr

automatically

—{% Use the following DNS server addresses———————————— —

Preferred DNS server: ! . . .
Altermate DNS server: i . . .

Advanced... i
o | Em |
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For Windows XP

From the Start menu, point to Control
Panel and then click Network and
Internet Connections.

Click Network Connection and then click
Properties.

Click Network Connection and then click
Properties.3.0n the General tab, check
out the list of installed network
components.

Option 1: If you have no TCP/IP
Protocol, click Install.

Option 2: If you have TCP/IP Protocol,
go to Step 6.

Highlight Protocol and then click Add.

Click Internet Protocol(TCP/IP) and then
click OK.

On the Local Area Connection Properties
window, highlight Internet Protocol T . a—
(TCP/1P) and then click Properties.

Connect using:

-L- Local Area Connection Properties

B8 |ntel 82095-Based Ethernet

This connection uses the following items:

¥ 181 Client for Microsaft Networks
v BFHE and Frinter Sharing for Microsoft Networks
¥ J® oS Packet Scheduler

T2 Irtenet Protocol (TCP/IP)
Description

Transmission Control Protocol/intemnet Protocol. The default
wide area netwark protocol that provides communication
across diverse interconnected networks.

[ ] Show icon in notification area when connected

Under the General tab, enable Use the _
following IP address. Enter the IP { Greral |
address: 192.168.1.x (x is between 2 I

Internet Protocol {TCP/IP) Properties

| Youcan get IP settings assigned automatically if your netwaork supports
and 254) Su bnet Mask 255 255 255 0 | this capability. Othensise, you need to ask your network. adminiztrator for
' 3 : : : | the appropriate IP' settings.
and Default gateway: 192.168.1.1. Then
CI ICk Ok () Obtain an 1P address automatically
' (®) Use the following IP address:
() Use the fallowing DNS server addresses:
Preferred DMS server: l:l
Alternate DMS server: l:l




For Windows Vista

8.  Open the Start menu, point
to Control Panel and click
it.

9. Click Network and
Internet.

Select Network and
Sharing Center.

10.

Fh Internet
Internet Explorer

“&y E-mail
| L Windows Mail

_'-"-
d[ Welcome Center

r‘".;_
i# Windows Mobility Center

Windows Meeting Space

ijﬂ Windows Photo Gallery

| Windows Media Player
éig Windows Live Messenger Download

‘}/ Paint
J
Command Prompt

All Programs

Etart Search

askey
Documents
Pictures

Music

Recent Iterns
Computer
MNetwork
Connect To

ntrol Panel
Default Programs

Help and Support

em and Maintenance

Hardweare and Sound

3 Programs
i;n L prigeam
& Change startup programs

+ 6r ther media sutomatically

B Clock Language, and Region
| & keybaards o other input

| Panel Home

Syrtem snd Maintenance

Secumity

a_?- Peaple Near Me
Sign in or cut of Pecple b

@ Sync Center
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11. Click Manage Network
Connection on the left side.

Metwork and Sharing Center

A L3

iew full map

Passveord protected shating @ On

ASKEV-PC Netwark Initmiret
(This compater)

L Network (Private neswerk) Custornize

Aceess Local arnd stemet

Cennmctisn Local Area Connection Vi sttt

3 Sharing and Discenvery L

Metwork depcovery ®0n e

File thanng o of =)

Public folder shasing o on -

Printer sharng © Off(n pristers installed) (%
v

Media sharing @ off

Show me ol the files and folders 1 am sharing
Shawe e 2l the shared netwaork folders om this computer

12. Rightclick Local Area
Connection and select

PrOpertIeS. DeviceName  Connectivity  Network Category  Owner Type  Phone® or Host Addre..
TFigh- peed Intermel TIT -
Local Area Connection

W

PPTR(Nortel)

13.  On the Networking tab, you |
will find Internet Protocol
Version 6 and Version 4. Netwarking
Contact your ISP to confirm
which one will be used. (We
take TCP/IPV4 for example ‘ ¥ Brozdcom Netlink (TM) Gigabit Ethemet |

here.)
.

SEIEC.t Internet Protocol This connection uses the following items:
Version 4 (TCP/IPv4) and
press Properties.

Connect using:

=

98 Clignt for Microsoft Networks
Bl (105 Packet Scheduler

.@ File and Printer Sharing for Microsoft Netwarks
i | P S

Intermet Protocol Wersion 4 {TCP/IPwv4) ’
opology Discovery Mapper 140 Driver

i Link-Layer Topology Discovery Responder F
[ msal. || Uiesal | [ C Properties )]
Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocal that provides communication
across diverse interconnected networks.

0K || Cancsl




14.  Under the General tab,
enable Use the following IP
address. Enter the IP : SRR 3 S et Rl
address: 192.168.1.x (X is ' “Y'ou can get |P settings assigned automatically if your nebwork supports

| thiz capability. Othenwize, you need to ask your network. administratar for
between 2 and 254), Subnet || the appropriate IP settings.
Mask: 255.255.255.0 and
Default gateway. l ! (O Obtain an IP address automatically |
19216811 Then CliCk Ok I @ Uze the following IP address: :
| |P address: !__13_1 B8. 1 .100 |
| Subetmase
| Defaul gateway 132 168 1 . | '

DME server address automatically |

(%) Use the follawing DMS server addresses:

| Preferred DMS server: | : ; : |

Alternate DMS server | 3 ; . !

|
|

[ ag. J[ Cancel ]

Renewing IP Address on Client PC

After the ADSL Router gets on line, there is a chance that your
PC does not renew its IP address and thus causes the PC not
able to access the Internet. To solve this problem, please follow
the procedures below to renew PC’s IP address.

Configure PC to get IP address from DHCP

If your ADSL Router operates as a DHCP server for the client PCs on the LAN, you should
configure the client PCs to obtain a dynamic IP address. Please follow the previous section to install
TCP/IP component. Only that you do not need to specify an IP address when configuring TCP/IP
properties.

The following section describe the procedures for CPEs to get IP address:

For Windows 98
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On the IP Address tab, select Obtain an IP TCP/IP Properties

(2] ]
address automatically. Then click OK.

Bindings | Advanced | MeiDs |
DMS Configuration I Gateway I WwWiNS Configuration [P Address

An IP address can be automatically assigned to this computer.
If your network does not automatically assign [P addresses, ask
your network, adminigtrator for an addiess, and then tppe it in
the space below.

& btain an [P address automaticalls

" Specify an IP address:

()8 I Cancel

For Windows ME

On the IP Address tab, select Obtain an IP TCP/IP Properties

[71x]
address automatically. Then click OK.

Bindngs |  Advanced | MeBIOS |
DS Configuration I Gateway I WINS Configuration  |P Address

An IP address can be automatically assigned to this computer.
If your network, does not automatically azsign IF addresses, ask
your network. administrator for an address, and then tepe it in
the space below.

& Obtain an |P address atornaticalis

" Specify an |P address:

()8 I Cancel




For Windows NT

On the IP Address tab, click on the
drop-down arrow of Adapter to select
required adapter. Enable Obtain an IP
address from a DHCP server and then click
OK..

When prompted with the message below,
click Yes to continue.

For Windows 2000

Enable Obtain an IP address automatically
and then click OK.

Microsoft TCPAIP Propesties [ 7] x]

IP Address | DNS | WINS Addiess | Routing |

An IP addiess can be automatically assigned to this network card
by & DHCP server. If your network does nat have a DHCP server,
ask your network. administrator for an address, and then type it in
the space below.

Adapter:
(1] Intel 82685-Based Ethernet =]

¢ Obtain an IP address from o DHCP server
" Specify an IP address |

Addiess:
¥ Aask
l{gateway
Mvemed,,.l
ok | cancel | smb |

DHCF protocol will attempt to automatically configure pour
wirkatation during system initialization. Any parameters specified in
these property pages will override any values obtained by DHCF. Do
wou want ta enable DHCP?

Internet Protocol {TCP/IP) Properties EHE

General |

‘Y'ou can get |P settings assigned automatically if your netwark. supports
this capability. Otherwise, you need ta ask your netwark. administrator for
the appropriate IP zettings

& [btain an IP address automatically
— Use the following IP address:

IF address: l—

& Obtain DNS server address automatically

Subnet mask:

Default gateray:

— Use the following DMS server addresses:

Bretered DS semver: . . .

Advanced... |

OK Cancel |

Alternate NS server:
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For Windows XP

On the IP Address tab, select Obtain an IP Internet Protocol (TCP/IP) Properties
address automatically. Then click OK. “General | lterele Configuration

“r'ou can get [P settings assigned automatically if your network. supports
this capability. Otherwise, you need to ask your network. administrator for
the appropriate IP settings,

(%) Obtain an IP address automatically

(O Use the fallawing IP address:

() Obtain DNS server address automatically
() Use the following DMS server addiesses:

L ]
[ 1]

Windows Vista

On the IP Address tab, select Obtain an IP
address automatically. Then click OK. [General | Aimmate Confguration]

‘You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

@ Dbtal
() Use the following IP address:

(@ Obtain DNS server address automatically

{7 Use the following DNS server addresses:




Renew IP Address on Client PC

There is a chance that your PC does not renew its IP address after the ADSL Router is on line and
the PC cannot access the Internet. Please follow the procedures below to renew PC’s IP address.

For Windows 98ME

1. Select Run from the Start menu. Bragrams .
Favarites ’
Documents 8
@ Seftings 4
@ Eind 4
@ Help

Log Off Stella...

Shut Dawn. ..
2. Typewinipcfg in the dialog box and Run [Z]x]
the CI ICk O K E Tupe the name of a program, folder, document, or Intemet
rezource, and Windows will open it for you.
Open: Iwinipcfg j
Cancel | Browse... |
3. When the figure below appears, click 'P Configuration IS ES
Release and then Renew to get an IP by el T RRR T Ba e
add ress [Imni 82595-Based Ethernet _'J
i | SR Dy e
IP Address | 2168, 1 .
SubnetMask | 2552852550
Default Gateway | 1921881 1

Releage | Renew |

Release Al | Renewsll | Morelnfoss |

For Windows NT

1. Select Run from the Start menu.

«station

Shut Davn...

Windows NT W0
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Select Run from the Start menu.

Type cmd in the dialog box and the click Run [7]x]
OK.

Type the name of a program, folder, or document, and
Windows will open it for wou.

Opern: =]

I | Fitvrtin S eparate e Spans

Cancel | Browse... |

Type ipconfig at prompt. Then you
will see the IP information from DHCP
Server.

If you want to get a new IP address, type
ipconfig /release to release the
previous IP address and then type
ipconfig /renew to geta new one.



For Windows 2000

1.

From the Start menu, point to
Programs, Accessories and then click
Command Prompt.

Type ipconfig at prompt. Then you
will see the IP information from DHCP
server.

If you want to get a new IP address, type
ipconfig /release to release the
previous IP address and then type
ipconfig /renew to geta new one.

For Windows XP

1.

Type ipconfig at prompt. Then you
will see the IP information from DHCP
server.

From the Start menu, point to
Programs, Accessories and then click
Command Prompt.

Type ipconfig at prompt. Then you
will see the IP information from DHCP
Sserver.

If you want to get a new IP address, type
ipconfig /release to release the
previous IP address and then type
ipconfig /renew to getanew one.

“@ Windows Update

WinZip

w

Accessibility
7| Communications

s
»

Documents 4 (5 Entertainment 3
. 3 Outlook Express Games 3

% (=) system Tools »

Settings

H Address Book
Calculator

Search 4

Help

Run...

Log OFF Stella. ..
& Synchronize

% QB

Windows o0 Professional

Shut Down...

esmes=a |

(3] windows Explorer
@ ‘WordPad
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For Windows Vista

1. Open the Start menu, and
type cmd in the text box then
click OK.

2. The command prompt
window will appear.

3. Type ipconfig at the
command window and press
Enter to view the computer’s
IP information from DHCP
server.

4. If the computer is holding a
current IP address, type
ipconfig /release to let go of
the address, then type
ipconfig /renew to obtain a
new one.

Programs

&N crnd

Documents
Pictures

Music

Search
Recent Iterns
Computer
Network

onnect To

Control Panel

Default Programs
' See all results

4+ Search the Internet Help and Support

EXY O e
=

s
T [Version 6.8.6608081 B
Copyright (c)> 2086 Microsoft Copporation. All rights reserved. .

C:sWindowsssystem32>

ER C\Windows\system32\cmd exe

Microsoft Windows [Uersion 6.8.68001
ICopyright (c) 2886 Microsoft Corporation. A1l rights recerved.
C:x\Windowsssystend? >ipconf ig

Mindous IP Configuration

Ethernet adapter Local Area Connection:
Connection—specific DHS Suffix : askey.savd.tw

Link-local IPvb

IPv4 Address. . .

Subnet Mask . . .

Default Gateway

\Mindowsrzystem32>

B Administrator: Command Prompt

[C:“Windows“system32¥ipconfig-/release

Mindows IP Configuration

[Ethernet adapter Local Area Connection:

Connection—specific DNS Suffix
Link-local IPu6 Address . . . .
Default Gateway

o fe8@::6106:a982:1461:h313x8

IC:~Windows~system32Zipconfig /renew




Note:

If you cannot release the IP
address successfully and see the
message “The requested
operation requires elevation,”
please go to the Start menu and
right click Command Prompt,
then set Run as administrator.

Press Continue when a dialog
asking for permission to continue
prompts.

After then, repeat the above
instruction to release and renew
the IP address.

| F

@ Internet
{ Internet Explorer
& E-mail

ﬂ Windows Mail

p—

h‘[ Welcome Center

S Cormmand Prompt

|5.— . -
% Windows Mobility
@ Windows Meeting §

@

FEEJ\ Windows Photo Gal

Ll windows Media Pla

PQ Windows Live Mess
fed

@ Ethereal

'%f’ Paint

»  All Programs

askey
Documents

Pictures

Open

Open file location
Run as administrator
Pin to Start Menu
Add to Quick Launch

Restore previous versions
Send Te

Copy

Remove from this list

Rename

Properties
Help and Support

] G e

— =
w B e

siermens-silent setu...




Chapter 3:Connecting and Accessing Internet

Chapter 3: Connecting and Accessing
Internet

e This chapter is to help you accessing into Internet with a quick and convenient
way. If you need more detailed information for web configuration, please get into
the next chapter for the advanced configuration.

Prior to configuring the ADSL Router, you must decide whether to configure the ADSL Router as a
bridge or as a router. This chapter presents some deployment examples for your reference. Each
mode includes its general configure procedures. For more detailed information about web
configuration, refer to "Web Configuration™.

PPP over ATM (PPPoA)

PPPOA IP Extenstion

PPP over Ethernet (PPPOE)

PPPoE IP Extension

Numbered IP over ATM (IPoA)

Numbered IP over ATM (IPoA)+NAT

Unnumbered IP over ATM (IPoA)

Unnumbered IP over ATM (IPoA)+NAT

Bridging

O0oo0ooooaoao

For making sure that you can connect the ADSL to your computer well and get into Internet
successfully, please make sure the following first.

O  Make sure you have installed a network interface card into your computer.

O  Make sure the connection between the ADSL and your computer is OK.

O  Check to see the TCP/IP protocol and set the IP address as “Auto Get IP Address”.
When you are sure all above is Ok, you can open the Browser and type in “192.168.1.1” and start to
do the web configuration with different connection modes.

This chapter is going to introduce the function of each connection mode and tell you the basic
configuring steps that you have to do. If you did not follow the configuring steps for using these
connection modes, you might get some connection problems and cannot connect to Internet well.



PPP over ATM (PPPoA) Mode

Dynamic Public IP Default Private IP
assigned by BRAS 192.168.1.1
I\
ISP ‘STM_l .'.'""'“'a l 17 192.168.1.3
(TR —
(Internet Service Provider) — 'I:m""-#m;m Loop ~‘
A lnislsn
ADSL
IE AAA BRAS DSLAM Router
RDAIUS \
Server 192.168.1.2

Y
N

PC(S)

PPP over ATM

*BRAS: Broadband
Remote Access Server

PPPOA+NAT+DHCP
on Private LAN

Description:

In this deployment environment, the PPPoOA session is between the ADSL WAN interface and BRAS.
The ADSL Router gets a public IP address from BRAS when connecting to DSLAM. The multiple
client PCs will get private IP address from the DHCP server enabled on private LAN. The enabled
NAT mechanism will translate the IP information for clients to access the Internet.

Configuration:

1.

Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VPI value. Then click the Next button. eg:

VPI-0

VCI -38

On the Configure Internet Connection -Connection Type page, select the PPP over ATM
(PPPoA) then click the Next button.

In the WAN IP Settings page, select Obtain an IP address automatically and check Enable
NAT box. Click Next.

In the PPP Username and Password page, enter the PPP username and password that you got
from your ISP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Always on. Then click Next.

In the Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN. Check DHCP Server on box. And type in the start and end points. Then type in the
leased time that you want. And click Next. eg:

Primary IP address:192.168.1.1

Subnet Mask:255.255.255.0

Start IP Address:192.168.1.2

End IP Address: 192.168.1.254

Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.
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PPP over ATM (PPPoA) IP Extension Mode

Default Private IP

192.168.1.1
Dynamic Public IP
assigned by BRAS
I.IIIIIIIIIlI NN

I S P ‘ STM-1 (TS la||||| Loop
(Internet Service Provider) —— II‘IHIIIL,P"[" “ -
LRI 00000 Ethernet
- s o000 JNEE N==|

— BRAS ADSL Hub PC
IE AAA DSLAM Router

RDAIUS

Server

Y
a

*BRAS: Broadband PPP over ATM

Remote Access Server
PPPOA+NAT+DHCP

on Private LAN

Description:

In this deployment environment, the PPPoA session is between the ADSL WAN interface and BRAS.
The ADSL Router acts as a bridge and gets a public IP address from BRAS for your computer. And
only the one that got the public IP address is allowed to access into Internet. Moreover, no NAT
translation will be done at this case.

Configuration:

1. Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

2. Go to Advanced - Internet - Connections. And click Add.

3. Typeinthe VCI and VPI value. Then click the Next button. eg:
VPI-0
VCI -38

4. On the Configure Internet Connection -Connection Type page, select the PPP over ATM
(PPPoA) then click the Next button.

5. Inthe WAN IP Settings page, select Obtain an IP address automatically, uncheck Enable
NAT box and check PPP IP extension then click Next.

6.  Inthe PPP Username and Password page, enter the PPP username and password that you got
from your ISP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Always on. Then click Next.

7. Inthe Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN. And click Next. eg:
Primary IP address:192.168.1.1
Subnet Mask:255.255.255.0

8.  Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.



PPP over Ethernet (PPPOE) Mode

Dynamic Public IP Default Private IP
assigned by BRAS 192.168.1.1 .-
ISP . \—_A 192.168.1,.3
: ; STM-1 M =
(Internet Service Provider) i f o Loop —
- - g cenernet
ADSL Hub
IE BRAS DSLAM Router
—— AAA F 192.168.1.2
—
RDAIUS
Server
PC(S)

X

>
“BRAS: Broadband PPP over Ethernet

Remote Access Server
PPPOE+NAT+DHCP

on Private LAN

Description:

In this deployment environment, the PPPOE session is between the ADSL WAN interface and BRAS.
The ADSL Router gets a public IP address from BRAS when connecting to DSLAM. The multiple
client PCs will get private IP address from the DHCP server enabled on private LAN. The enabled
NAT mechanism will translate the IP information for clients to access the Internet.

Configuration:

1.  Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

2. Goto Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VPI value. Then click the Next button. eg:
VPI-0
VCI -39

3. Onthe Configure Internet Connection -Connection Type page, select the PPP over
Ethernet (PPPoE) then click the Next button.

4. Inthe WAN IP Settings page, select Obtain an IP address automatically and check Enable
NAT box. Click Next.

5. Inthe PPP Username and Password page, enter the PPP username and password that you got
from your ISP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Always on. Then click Next.

6.  Inthe Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN. Check DHCP Server on box. And type in the start and end points. Then type in the
leased time that you want. And click Next. eg:

Primary IP address:192.168.1.1
Subnet Mask:255.255.255.0
Start IP Address:192.168.1.2
End IP Address: 192.168.1.254

7. Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.
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PPP over Ethernet (PPPoE) IP Extension Mode

(Internet Service Provider) ‘ STM-1 iy § Loo p
o
= B

Default Private IP
192.168.1.1
Dynamic Public IP
assigned by BRAS
\

Ethernet E]
NN
[oeeed \\

ISP

RIS

— BRAS DSLAM Router
[ A

RDAIUS
Server

Y

PPP over Ethernet -

*BRAS: Broadband
Remote Access Server

PPPOE IP
Extension Mode

Description:

In this deployment environment, the PPPoE session is between the ADSL WAN interface and BRAS.
The ADSL Router acts as a bridge and gets a public IP address from BRAS for your computer. And
only the one that got the public IP address is allowed to access into Internet. The real IP that you got
is acquired from ISP. Moreover, no NAT translation will be done at this case.

Configuration:

1.

Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

Go to Advanced - Internet - Connections. And click Add.

Type in the VCI and VPI value. Then click the Next button. eg:
VPI-0
VCI -39

On the Configure Internet Connection -Connection Type page, select the PPP over
Ethernet (PPPOE) then click the Next button.

In the WAN IP Settings page, select Obtain an IP address automatically, uncheck Enable
NAT box and check PPP IP extension then click Next.

In the PPP Username and Password page, enter the PPP username and password that you got
from your ISP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Always on. Then click Next.

In the Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN. And click Next. eg:

Primary IP address:192.168.1.1

Subnet Mask:255.255.255.0

Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.



Numbered IP over ATM (IPoA)

Default Private IP.
192.168.1.1

(Internet Service Provider) STM-1 '|_ l! LOOp l
10.3.70.1 0000
(i

ADSL
AAA BRAS DSLAM Router
[ ]

RDAIUS
Server

Y
N

*BRAS: Broadband IP over ATM

Remote Access Server . .
Public IP Pre-assigned

by ISP

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typically the first IP is network address,
the second is used as router IP address and the last one is subnet broadcasting. Other remaining IP
addresses can be assigned to PCs on the LAN.

The following example uses the LAN IP address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN address is 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

Configuration:

1. Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

2. Goto Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VPI value. Then click the Next button.
VPI-0
VCI -32

3. Onthe Configure Internet Connection -Connection Type page, select the IP over ATM
(IPoA) then click the Next button.

4. Inthe WAN IP Settings page, select Use the following IP address and type in the IP address,
subnet mask and gateway that you got from ISP. Then, select Use the following DNS Server
Address. Type in the Primary DNS server and Secondary DNS server. Uncheck Enable NAT.
Click Next for next page.

WAN IP Address: 10.3.70.1

WAN Subnet Mask: 255.255.255.252
Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

5. Inthe Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN.
Primary IP Address: 192.168.1.1
Subnet mask: 255.255.255.0
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

6.  Check Configure the second IP Address and Subnet Mask for LAN Interface and type in
the second IP address and subnet mask. Then click Next.
Secondary IP Address: 10.3.75.49
Subnet mask: 255.255.255.248
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Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.

Set TCP/IP for your computer. Specify an IP Address, subnet mask and set default gateway. eg:
IP Address: 10.3.75.51

Subnet Mask: 255.255.255.248
Gateway: 10.3.75.49

Now the router is well configured. You can access into Internet.



Numbered IP over ATM (IPOA)+NAT

Secondary LAN
(Public)
ey

10.3.75.51

Default Private IP
192.168,1.11

IS P [
{Intarnat Service Providar) STM-1 [guwmfy Loop
J— | ::Ln
R e I
W 10.3.70.1
Tocmlsn

I BRAS DSLAM
=

\m

\F= 10.3.75.50

PC(S)

RDAIUS
Server
|~‘.
*BRAS: Broadband IP over ATM
Remote Access Server
Public IP Pre-assigned 192.168.1.x
by ISP+NAT
Primary LAN
(Private)

Description:

In this deployment environment, we make up a private IP network of 192.168.1.1. NAT function is
enabled (on ADSL Router or use another NAT box connected to hub) to support multiple clients to
access the Router and some public servers (WWW, FTP).

If you apply for multiple IP addresses from your ISP, you can assign these public IP addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typically the first IP is network address,
the second is used as router IP address and the last one is subnet broadcasting. Other remaining IP
addresses can be assigned to PCs on the LAN.

The following example uses the LAN IP address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN address is 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

Configuration:

1.  Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

2. Goto Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VPI value. Then click the Next button.
VPI-0
VCI -32

3. Onthe Configure Internet Connection -Connection Type page, select the IP over ATM
(IPoA) then click the Next button.

4. Inthe WAN IP Settings page, select Use the following IP address and type in the IP address,
subnet mask and gateway that you got from ISP. Then, select Use the following DNS Server
Address. Type in the Primary DNS server and Secondary DNS server.

WAN IP Address: 10.3.70.1

WAN Subnet Mask: 255.255.255.252
Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

5. Check the Enable NAT box. And click Next.
6.  Inthe Configure LAN side Settings page, type in the IP address and subnet mask for your
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LAN.

Primary IP Address: 192.168.1.1
Subnet mask: 255.255.255.0
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

Check Configure the second IP Address and Subnet Mask for LAN Interface and type in
the second IP address and subnet mask. Then click Next.

Secondary IP Address: 10.3.75.49

Subnet mask: 255.255.255.248

Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.

Now the router is well configured. You can access into Internet.



Unnumbered IP over ATM (IPoA)

Default Private IP.
192.168.1.1

I S P IIIIIIIIIII l
(Internet Service Provider) STM 1 r,,",,.,”m Loop 3y
luum.; it _—~
[ele]e/e]e]
11 [seses]

ADSL
I " BRAS DSLAM Router
L [=— 10.3.75.50
RDAIUS
Server PC(S)
[< >

*BRAS: Broadband IP over ATM

Remote Access Server ) .
Public IP Pre-assigned

by ISP

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typically the first IP is network address,
the second is used as router IP address and the last one is subnet broadcasting. Other remaining IP
addresses can be assigned to PCs on the LAN.

The following example uses the LAN IP address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN address is 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

In such circumstance, we do not assign any WAN IP.

Configuration:

1.  Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

2. Goto Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC).Type in
the VCI and VPI value. Then click the Next button.
VPI-0
VCI -32

3. Onthe Configure Internet Connection -Connection Type page, select the IP over ATM
(IPoA) then click the Next button.

4. Inthe WAN IP Settings page, select None for WAN IP address settings. Then, select Use the
following DNS Server Address. Type in the Primary DNS server and Secondary DNS server.
Uncheck Enable NAT. Then Click Next for next page.

Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

5. Inthe Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN.
Primary IP Address: 192.168.1.1
Subnet mask: 255.255.255.0
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

6.  Check Configure the second IP Address and Subnet Mask for LAN Interface and type in
the second IP address and subnet mask. Then click Next.
Secondary IP Address: 10.3.75.49
Subnet mask: 255.255.255.248

7. Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.
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Set TCP/IP for your computer. Specify an IP Address, subnet mask and set default gateway. eg:
IP Address: 10.3.75.51

Subnet Mask: 255.255.255.248
Gateway: 10.3.75.49

Now the router is well configured. You can access into Internet.



Unnumbered IP over ATM (IPOA)+NAT

Secondary LAN

(Public)
10.3.75.51
10.3.75.49
Default Private IP BN
192.168.1.1] [ lst=se S/wW
ISP l e
{Internet Service Provider) STM-1  lgyn 'I'." Loop
—u— I-ulun*lilr 10.3.75.50
el
Tecalww PC(S)

) | BRAS DSLAM
=1

RDAIUS
Server

*BRAS: Broadband IP over ATM

Remote Access Server
Public IP Pre-assigned

by ISP+NAT

192.168.1.x

Primary LAN
(Private)

Description:

If you apply for multiple IP addresses from your ISP, you can assign these public IP addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typically the first IP is network address,
the second is used as router IP address and the last one is subnet broadcasting. Other remaining IP
addresses can be assigned to PCs on the LAN.

The following example uses the LAN IP address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN address is 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

In such circumstance, we enable NAT function but not assign any WAN IP.

Configuration:

1.  Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

2. Goto Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VPI value. Then click the Next button.
VPI -0
VCI -32

3. Onthe Configure Internet Connection -Connection Type page, select the IP over ATM
(IPoA) then click the Next button.

4. Inthe WAN IP Settings page, select None for WAN IP address settings. Then, select Use the
following DNS Server Address. Type in the Primary DNS server and Secondary DNS server.
Click Next for next page.

Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

5. Check the Enable NAT box. And click Next.

6. Inthe Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN.
Primary IP Address: 192.168.1.1
Subnet mask: 255.255.255.0
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Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254

Check Configure the second IP Address and Subnet Mask for LAN Interface and type in
the second IP address and subnet mask. Then click Next.

Secondary IP Address: 10.3.75.49

Subnet mask: 255.255.255.248

Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.

Now the router is well configured. You can access into Internet.



Bridge Mode

I S P IIIIIIIIIIA
[T IIII
(Internet Service Provider) | STM 1 ,,,,".. H"" Loop
=‘==

Default Private IP.

PPPOE
Client S/W

BRAS DSLAM
I- AAA
RDAIUS
Server PC(S)
I: :|
*BRAS: Broadband PPP over Ethernet

Remote Access Server

Bridge Mode

Description:

In this example, the ADSL Router acts as a bridge which bridging PC IP address from LAN to WAN.
PC IP address can be a static public address that is pre-assigned by ISP or a dynamic public address
that is assigned by ISP DHCP server, or can be got from PPPoE software.

Therefore, it does not require a public IP address. It only has a default private IP address
(192.168.1.1) for management purpose.

Configuration:

1.

Choose a client PC and set the IP as 192.168.1.x (x is between 2 and 254) and the gateway as
192.168.1.1.

Start up your browser and type 192.168.1.1 as the address to enter the web-based manager.

Go to Quick Start -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Type in
the VCI and VVPI value. Then click the Next button. eg:

VPI-0

VCI -32

On the Configure Internet Connection -Connection Type page, select the Bridging then
click the Next button.

In the Configure LAN side Settings page, type in the IP address and subnet mask for your
LAN. Finally click Next. eg:

Primary IP address:192.168.1.1

Subnet Mask:255.255.255.0

Check the network information. Make sure the settings match the settings provided by ISP.
Click Finish.

Set TCP/IP for your computer. Specify an IP Address, subnet mask and set default gateway. eg:
IP Address: 10.3.86.81

Subnet Mask: 255.255.255.248

Gateway: 10.3.86.1

Click OK. Now the router is well configured. You can access into Internet.
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Chapter 4: Web Configuration

Some users might want to set specific configuration for the router such as firewall,
data transmission rate... and so on. This chapter will provide you advanced
information of the web pages for the router for your reference.

Using Web-Based Manager

Once your host PC is properly configured, please proceed as follows:

Connect ko 1921

=

R

Webadmin

User name:

Password:

21|

-2.

I ﬁ admin

H

I Remember my passward

QK

Cancel

Start your web browser and type the private IP address
of the ADSL Router in the URL field: 192.168.1.1.

After connecting to the device, you will be prompted
to enter username and password. By default, the
username is admin and the password is admin. See
the example for running under Windows XP.

If you login successfully, the main page will appear.
From now on the ADSL Router acts as a web server
sending HTML pages/forms on your request. You can
fill in these pages/forms and apply them to the ADSL
Router.



Outline of Web Manager

For configure the web page, please use admin as the username and the password. The main screen
will be shown as below.

Adresse [&] http://192.168.1.1/

SIEMENS & W £ A 0

Quick Start § Status { Advanced { Wireless | Management

Language: ||

Connect to Internet Connect to Internet
Quick Setup

Your ADSL router is not ready to connect to Broadband.
Status: Down

Enter your Broadband user name and password, then click "Connect”,
Internet Connection: pppoe_1_32_1
Total Online Time: 0 secs

Broadband User Name |

Passwaord |

Connect l

Title: It indicates the title of this management interface.
Main Menu: Includes Quick Start, Status, Advanced and Management.

Main It is the current workspace of the web management, containing configuration or status
Window: information.

To Have the New Settings Take Effect

After select or adjust the settings to your desire, your customizations will be saved to the flash
memory before you restart the router. And only after restarting the router, your customizations take
effect.

Language

On the top to the right of this web page, it provides a language drop down menu for you to choose
proper language to help you to set.
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Quick Start

The pages for the Quick Start provide user a quick way to set for the router. If you do not know more
about the router, you can use the Quick Start pages to adjust basic settings to make your router

activating.

Connect to Internet

This is a quick way to connect to Internet by
using PPPoE interface, click Connect to
Internet to open the web page.

Enter the user name and password for your
ADSL router and click Connect.

The system will connect automatically, then
you can access Internet.

Quick Setup

The quick setup wizard will guide you to
configure the DSL router through some
steps.

Auto Scan Internet Connection (PVC):
The default setting is checked. If there is no
any PVC configured in your ADSL router,
you can check this item. Otherwise, please
uncheck this box.

VPI (Virtual Path Identifier): Identifies the
virtual path between endpoints in an ATM
network. The valid range is from 0 to 255.
To enter the setting, please refer to the
setting that the ISP gave you.

VCI (Virtual Channel Identifier):
Identifies the virtual channel endpoints in an
ATM network. The valid range is from 32 to
65535 (1 to 31 is reserved for well-known
protocols). To enter the setting, please refer
to the setting that the ISP gave you.

After finished entering the VPI/VCI value,
please click Next for next step.

Connection Type

Connect to Internet

Your ADSL router is not ready to connect to Broadband.
Status: Down

Enter your Broadband user name and password, then click "Connect".
Internet Connection: pppoe_B8_35_1

Tatal Online Time: 0 secs

Broadband User Name |

Password |

Cannect

Quick Setup

This Quick Setup will guide you through the steps necessary to configure your ADSL router.
Select the check box below to scan the Internet connection automatically. Itis
recommended that there is no any PVC configured in your ADSL router before performing
auto-seanning connection,

T Auto Scan Internet Connection (PYVC)

Configure Internet Connection -- ATM P¥C

Please enter wP1 and ¥CI numbers for the Internet connection which is provided by your
I5P.

v e (0-255)
vel: [38 (az-6s53s)

all ariginal settings will be replaced by new settings after you finish
these steps,

Mest >

The system provides several protocols for you to choose. Your ISP will offer you the most suitable
settings of the protocol. Before you set this page, please refer to the protocol that your ISP gave you.



After CIiCking on the NeXt bUtton from the Configure Internet Connection - Connection Type
VPI/VCI web page, the following screen will

Select the protocol and encapsulation type with the ATM PYC that vour ISP has

appear. Please choose the connection type instructed you to use.

and encapsulation mode that you want to use  eratocal: € PR aver ATH (PPPOA)

and click Next for next page. @ PPP over Ethemet (PPPOE)
1P over ATM (IP0A)

For example, PPP over Ethernet (PPPOE) in 7 ricging

this screen is selected. Next, we are going t0  encapsuiation Tyne: [[Le/aNAP =]
tell you different webpage for different

protocol that you choose in this page. e e
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PPP over ATM/ PPP over Ethernet

If the type you choose is PPP over ATM or PPP over Ethernet, please refer to the following
information.

Configure Internet Connection - Connection Type

According to the ISP’s configuration on the it thm oroto an e i i s ATH U bt v 6 1
ele e protocol and encapsulation =R e El our as

server, you can choose PPPoE and PPPoA nstructed you to use, " !

modes. If the ISP provides PPPoE service,

Protocal: © PPP aver ATM (PPP0A)
the connection type selection will be decided & PPP aver Ethermet (PPPOE)
as whether the LAN side device is running a c IB"r;;irg“TM {tPas)
PPPOE client or the router is to run the
PPPoE client. This router supports both Encpsuiation Type: [LLC/GNAR ]
situations simultaneously. Py W

Choose PPPoA or PPPoE and click Next.

Configure Internet Connection - WAN IP Settings

In thls Screen! you ha.Ve tO Choose the Enter information provided to you by your ISP to configure the WaN IP settings.
settings for WAN IP. To get the IP address (.

* Obtain an IP address automatically

automatica”y, C“Ck the Obtaln an IP © Use the following IP address:
address automatically radio button. Or WAN [P address:  |0.0.0.0

click Use the following IP address button
and enter the IP address for WAN interface.

¥ Enable NaAT

[ Enable Qos

Enabling IP QoS for a PYC can improve performance for selected classes of

Click Enable NAT if you want. As for the e o o T hees system
detalled NAT SettlngS, It WI” be deSCfled in resources, the number of created PWCs will be reduced consequently,

later sections.
MTU: |1492  (default: 1492)

Click Enable QoS for your necessity.

It can improve the performance for selected [Eeck] pheses]
classes of applications. Before you check

this item, please assign the priorities for

various applications from the Quality of

Service menu of Advanced web page. Be

aware that IP QoS also consumes system

resources, the number of created PVCs will

be reduced consequently.

The MTU means the maximum size of the
packet that transmitted in the network. The
packet of the data greater than the number
set here will be divided into several packets
for transmitting. Type in the number into the
field of MTU. The default setting is 1492.

Click Next for next screen.



PPP Username:
Type |n the username that you got from your Configure Internet Connection - PPP User Name and Password

ISP In order to establish the Internet connection, please enter PRP user name and password
. that your ISP has provided,

PPP Password: PPP User Name : |

Type in the password that you got from your ~ PP" Password: |

ISP Session established by ¢ always on

¢ Dial on Demand, Idle Timer
Discannect if no activity for |20 minutes

AIWayS On ¢ Manually Cannect
. . - if far |20
Check this button to make the connection is pissannect {fno activiey for=2 - minutes

aIWayS aCtlve < Back MNEXEt =

Dial on Demand:

Click this button to make a connection while

in demand. Enter the timeout to cut off the Please type the username and password that you got
network connection if there is no activity for  from your ISP. Then click Next.

this router.

Manually Connect:

Click this button to make a connection by
pressing the Connect button on the
Advanced Setup- Internet-Connections web

page.
In the Configure LAN side Settings web
page, you have to fill in the data requested Configura LAN side Settings
h Enter the ADSL router IP address and subnet mask for LAN interface and then enable DHCF
ere. server on LAN interface to provide IP address settings for your computers,
R Primary IP Address: 192.168.1.1
Primary IP Address: Subnet Mask: Fosesseosn

Type in the first IP address that you got from
your ISP for your LAN connection.

T Configure secondary IP address and subnet mask

MTU: [1500 tdefault: 1500)
Subnet Mask: o
Type in the subnet mask that you got from & DHCP Serveron  StartIF: Meziesiz
your ISP for your LAN connection. End IP; 192,168.1,254

i Lease Time: ll— days lD_ hours lD_ rinutes
Configure the second IP Address and

Subnet Mask for LAN interface: 1 prer server Of
Check this box to make another set of IP

Address and Subnet Mask to connect to your

router if they are not included in the range

that DHCP server accepts.

< Back Mext =

On the Configure LAN side Settings web
page, the IP address and subnet mask will
be shown on it. You can modify them if

Secondary IP Address:
Type in the second IP address that you got
from your ISP for your LAN connection.

needed.
SUbn?t Mask: Type in all the necessary settings and
Type in the subnet mask that you got from click Next for next page.

your ISP for your LAN connection.

MTU:

It means the maximum size of the packet
that transmitted in the network. The packet
of the data greater than the number set here
will be divided into several packets for
transmitting. Type in the number into the
field of MTU. The default setting is 1500.

DHCP Server On:

Check this item if DHCP service is needed
on the LAN. The router will assign IP
address, gateway address for each of your
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PCs.

Start IP Address:
Type in the start point IP address.

End IP Address:
Type in the end point IP address.

Leased Time:
Type in the duration for the time. The default
is 1day.

DHCP Server Off:
Check this item if DHCP service isn’t
needed on the LAN.

You can check it at this time. If you find
something is incorrect, click Back to change
the settings.

If everything is OK, click Finish to accept
these settings.

Now, the system will reboot to activate the
new settings that you have done in this
section.

Please wait for 2 minutes for restarting the
router.

This Internet Connection -- Summary

Make sure that the settings below match the settings provided by your ISP,

Internet (WAN) Configuration:

¥PI 7 ¥CI

8/35

Connection Type

PPPOE LLC/SHAP, Dial on Demand, 1dle Timer 20 mins

NAT

Enabled

WAN IP Address

Automatically Assigned

Default Gateway

Automatically Assigned

DNS Server

Automatically Assigned

QoS

Enabled

LAN Configuration:

Primary LAN IP

192,168.1.1 f 255,255.255.0

Secondary LAN IP

0.0.0.0/0.000

DHCP Server

0On 192.162.1.2 ~ 102,168.1.254

DHCP Lease Time

1 days 0 hours 0 minutes

Click "Finish" to accept these settings, and reboat the system.
Click "Back" to rake any maodifications.

Reboot DSL Router

< Back [ Finish

The D5SL Router has been configured and is rebooting,

Close the DSL Router Configuration window and wait for 2 minutes before
reopening your web browser. If necessary, reconfigure your PC's IP address
to match your new configuration,



IP over ATM

If the type you have to choose is IP over ATM, please refer to the following information.

IPoA is an alternative of LAN emulation. It
allows TCP/IP network to access ATM
network and uses ATM quality of service’s
features.

Choose IPoA and click Next.

None:
If it is not necessary to set the WAN IP
address, please click this button.

Obtain an IP address automatically:
Click this button to make the system get an
IP address automatically.

WAN IP Address:
Type in the IP address that you got from ISP
for the WAN interface.

WAN Subnet Mask:
Type in the subnet mask address that you got
from ISP for the WAN interface.

Obtain DNS server address automatically:
Click this button to make the system get
DNS server automatically.

Use the following DNS server address:

If you want to set DNS server by yourself,
you have to click on this button to invoke the
following entries.

Primary DNS server:
Type in your preferred DNS server that you
got from ISP.

Secondary DNS server:
Type in the alternate DNS server that you got
from ISP.

Click Enable NAT if you want. As for the
detailed NAT settings, it will be described in
later sections.

Click Enable QoS for your necessity.

It can improve the performance for selected
classes of applications. Before you check
this item, please assign the priorities for
various applications from the Quality of
Service menu of Advanced web page. Be
aware that IP QoS also consumes system
resources, the number of created PVCs will
be reduced consequently.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PYC that your ISP
has instructed you to use.

Protacal:

© PPP over ATM (PPPoa)

€ PPP aver Ethernet (PPPOE)
& 1P over ATM (IPoA)
 Bridging

Encapsulation Type: I LLC/SMAR =

< Back Next > |

Configure Internet Connection - WAN IP Settings

Enter information provided to you by your ISP to configure the WanN IP settings.

I
[l
&

o]

None

Obtain an IP address automatically
Use the following IP address:

Wan 1P Address:

Wial Subnet Mask:

QObtain DNS server address automatically
Use the following DMS server addresses:;
Primary DNS server:

Secondary DNS server:l

Enable NAT

Enahle Qos

Enabling IP QoS for a PYC can improve performance for selected classes of
applications. Please assign the priorities for various applications from the
Advanced... |Quality of Service menu, Be aware that IP QoS also consumes system
resources, the number of created PYCs will be reduced consequently.

< Back Next =

Please type in the WAN IP address, Subnet Mask and DNS server addresses. Then Click

Next to get the following page.
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In the Configure LAN side Settings web
page, you have to fill in the data requested
here.

Primary IP Address:
Type in the first IP address that you got from
your ISP for your LAN connection.

Subnet Mask:
Type in the subnet mask that you got from
your ISP for your LAN connection.

Configure the second IP Address and
Subnet Mask for LAN interface:

Check this box to make another set of IP
Address and Subnet Mask to connect to your
router if they are not included in the range
that DHCP server accepts.

Configure LAN side Settings

Enter the ADSL router IP address and subnet mask for LN interface and then enable DHCR
server on LAN interface to provide IP address settings for your computers.

192.168.1.1
255.255.255.0

Primary IP Address:
Subnet Mask:

Secondary IP Address: |0.0.0.0

Subnet Mask: 0.0.0.0

|192.1E\B‘l.2
|192.168‘1.254

|1 days |0

@ DHCP Server On StartIP:
End IF:
Lease Time:

hours [0 minutes

© DHCP Server Off

< Back Mext >

On the Configure LAN side Settings web page, the IP
address and subnet mask will be shown on it. You can
modify them if needed. Click Next for next page.

Secondary IP Address:
Type in the second IP address that you got

from your ISP for your LAN connection.

Subnet Mask:
Type in the subnet mask that you got from
your ISP for your LAN connection.

DHCP Server On:

Check this item if DHCP service is needed
on the LAN. The router will assign IP
address, gateway address for each of your
PCs.

Start IP Address:
Type in the start point IP address.

End IP Address:
Type in the end point IP address.

Leased Time:
Type in the duration for the time. The default
is 1day.

DHCP Server Off:
Check this item if DHCP service isn’t
needed on the LAN.

You can check it at this time. If you find
something is incorrect, click Back to change
the settings. If everything is OK, click
Finish to accept these settings. And the
following page will appear.

This Internet Connection -- Summary
Make sure that the settings below match the settings provided by your ISP,

Internet (WAMN) Configuration:

¥PI / ¥CI 8/35
Connection Type IP0A LLC/SHAP
NAT Enabled

WAaN IP Address Automatically Assigned

Default Gateway
DNS Server
QoS

Automatically Assigned

Automatically Assigned
Enabled

LAN Configuration:
Primary LAN IP
Secondary LAN IP
DHCP Server
DHCP Lease Time

192,168.1.1 / 255.255.255.0
0.0.0.0/0.000
On 192.168.1.2 ~ 192,168.1.254

1 days 0 hours 0 minutes

Click "Finish" to accept these settings, and reboot the systemn,
Click "Back” to make any modifications,

< Back | Finish



Now, the system will reboot to activate the
new settings that you have done in this
section.

Please wait for 2 minutes for restarting the
router.

Reboot DSL Router
The DSL Router has been configured and is rebooting.
Close the DSL Router Configuration window and wait for 2 minutes before

reopening your web browser. If necessary, reconfigure your PC's IP address
to match your new configuration,
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Bridging

If the type you choose is Bridging, please refer to the following information.

The bridging mode can configure your router
to send packets received on any port such as
ATM PVC or Ethernet with a broadcast
MAC address to all other ports.

Choose Bridging and click Next.

None:
If it is not necessary to set the WAN IP
address, please click this button.

Obtain an IP address automatically: Click
this button to make the system get an IP
address automatically.

WAN IP Address:
Type in the IP address that you got from ISP
for the WAN interface.

WAN Subnet Mask:
Type in the subnet mask address that you got
from ISP for the WAN interface.

Obtain DNS server address automatically:
Click this button to make the system get
DNS server automatically.

Use the following DNS server address:

If you want to set DNS server by yourself,
you have to click on this button to invoke the
following entries.

Primary DNS server:
Type in your preferred DNS server that you
got from ISP.

Secondary DNS server:
Type in the alternate DNS server that you got
from ISP.

Click Enable NAT if you want. As for the
detailed NAT settings, it will be described in
later sections.

Click Enable QoS for your necessity.

It can improve the performance for selected
classes of applications. Before you check
this item, please assign the priorities for
various applications from the Quality of
Service menu of Advanced web page. Be
aware that IP QoS also consumes system
resources, the number of created PVCs will
be reduced consequently.

In the Configure LAN side Settings web
page, you have to fill in the data requested
here.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PYC that your ISP has
instructed you to use,

© PPR gver ATM (FPPOA)
 PPP over Ethernet (PPPOE)
P over ATM (IPo&)
Bridging

Encapsulation Type: ILLC"’SNAF’ -

< Back Next >

Configure Internet Connection - WAN IP Setting

Enter information provided to you by your ISP to configure the \WaK 1P settings.

w Obtain an IP address automatically
Use the following [P address:

—
—
—

% Obtain DNS server address automatically
Use the following DNS server addresses:
Primary DNS server:

Secondary DNS server:

Enabling IP QoS for a PYC can improve performance for selected classes of
applications. Please assign the priorities for various applications from the
Advanced.. |Quslity of Service menu, Be aware that [P QoS also consumes system
resources, the number of created PYCs will be reduced consequently.

< Back I MNext > I



PI’I mal’y I P Addl’ess: Configure LAN side Settings
Type |r| the |P address that you got from your Enter the ADSL router IP address and subnet mask for LA interface and then enable DHCP

. server on LaN interface to pravide 1P address settings for your computers.
ISP for LAN interface.
Primary IP Address: 192.163.1.1

Subnet MaSk Subnet Mask: 255.255.255.0
Type |n the SUbnet mask that you got from [T configure secondary IP address and subnet mask
your ISP for LAN interface.

MTU: [1500 (defaul: 1500)
MTU:
It means the maximum size of the packet
that transmitted in the network. The packet
of the data greater than the number set here

& DHCP Server On Start IP: 192.168.1.2
End IP: 192.168.1.254

Lease Time: 1 days |0 hours |0 minutes

will be divided into several packets for  DHCP server Off

transmitting. Type in the number into the

field of MTU. The default setting is 1500. _<Back | mext> |
DHCP Server On:

Check this item if DHCP service is needed
on the LAN. The router will assign IP
address, gateway address for each of your
PCs.

Start IP Address:
Type in the start point IP address.

End IP Address:
Type in the end point IP address.

Leased Time:
Type in the duration for the time. The default
is 1day.

DHCP Server Off:
Check this item if DHCP service isn’t
needed on the LAN.

Click Next to get into next web page.

You can check it at this time. If you find This Internet Connection -~ Summary
Something iS incorrect CIiCk BaCk tO Change Make sure that the settings below match the settings provided by your 1SP.
the settings. If everything is OK, click ‘3;‘?29‘:&‘“""” C“"f‘ﬂ”rgfj"g';
Flnlsh_to accept t_hese settings. And the e T Bridge LLC/SNER
following page will appear. NAT Enabled
WAN IP Address Automatically Assigned
Default Gateway Automatically Assigned
DNS Server Automatically Assigned
QoS Enahled

LAMN Configuration:

Primary LAN IP 192.168.1.1 / 255.255.255.0
Secondary LAN IP 0.0.00/0.000

DHCP Server 0On 192.168.1.2 ~ 192,168.1.254
DHCP Lease Time 1 days 0 hours 0 minutes

Click "Finish" to accept these settings, and reboot the system, -
Click "Back” to make any modlﬂcatlo%s. Lad(IFIn_IShI

Now, the system will reboot to activate the Reboot DSL Router
new Settings that yOU have done in this The DSL Router has heen configured and is rebooting.
Section. Close the DSL Router Configuration window and wait for 2 minutes before

reopening your web browser, If necessary, reconfigure your PC's IP address
to match your new configuration.

Please wait for 2 minutes for restarting the
router.
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Status

Overview

This page is displaying the current status for the DSL connection. It includes if the lists the LAN IP
address, default gateway, DNS servers IP address, firmware version, the period of activating the
router, and so on. The system status will be changed according to the settings that you configured in
the web pages.

Overview of Device Information

This information reflects the current status of your &DSL router,

System Up Time 00:01:03:38
ADSL Speed (DS/fUS)
LAN IP Address 192.168.1.1

Default Gateway
Primary DNS server

Secondary DNS server

Firmware Yersion 2.21.05.06_AZpB018cl.diad
Boot Loader Yersion 1.0.37-21.6.4

Wireless Driver Yersion | 3.91,39.0 (Wireless is enahled)
Wireless BSSID 00:11:F5:4B:9E:45

Ethernet MAC Address 00:11:F5:4B:9E: 42



ADSL Line

This page shows all information for ADSL.
For knowing the quality of the ADSL
connection, please click ADSL BER Test
button to have advanced information.

Click More Information to show more
detailed information about ADSL Line
Status.

ADSL BER Test

This test determines the quality of the ADSL
connection. It is done by transferring idle
cells containing a known pattern and
comparing the received data with this known
pattern to check for errors.

After select the test duration time and click
Start, the following dialog appears to tell
you the test is running. You can stop the test
by click Stop or close this dialog by click
Close.

ADSL Line Status

Current ads! line status is as the below.

Line Mode Line State

Daown

Latency Type Line Up Time Duration

hyA

Line Coding Line Up Count

Statistics Downstream Upstream

Line Rate

Attainable Line Rate

MNoise Margin

Line Attenuation

Output Power

More Information #

ADSL BER Test

The ADSL Bit Error Rate (BER) test
determines the guality of the AD5L
connection, The test is done by transferring
idle cells containing a known pattern and
comparing the received data with this
kniown pattern to check for any errors,

Select the test duration below and click
"Start”,

Tested Time (sec): |20

Star‘tl Close |

ADSL BER. Test - Start

The A0SL BER test is in progress, The
connection speed is Kbps, The test will
run for 20 seconds,

Click "Stop" to terminate the test,

Stupl Close |

E 6E1. 1= i E: =

ADSL BER Test - Running
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When the test is over, the result will be

shown on the following dialog for your ADSL BER Test - Result -]
reference. Click Close to close this dialog. est - Resu
The ADSL BER test completed successfully,
Tested Time 20
Total Transferred Bits 0
Total Error Bits 0
Error Ratio Mot Applicable
Close |
Internet Connection
This page displays the connection Internet Connection
InfOfmatiOﬂ for your router, SUCh as PVC Current Internet connections are listed below.
name, category, pl’OtOCOl, inVOking NAT or PYC Name | VPI/VCI | Category | Protocal |NAT| QoS | WaN IP address | o Status/
not, IP address, link status and so on. bppsesesa| s | ven | PP on | on ol
Traffic Statistics
This table shows the records of data going Iraffic Statistics
through the LAN and WAN |nterface For The statistics of user data going through your ADSL router are listed below,
each interface, cumulative totals are —— Received Transmitted
H H H Bytes |Packets Errors |Drops |Bytes Packets |[Errors |Drops
dlsplayed for Received and Transmitted. Ethernet |315800[2958 |0 0 11688083846 |0 0
Wireless |0 1] 1] 1] a 0 5 1]
WAN  |D [ [ [ [ [i [i [
Reset I

DHCP Table

This table shows all DHCP clients who get ~ DHcp Table
their IP addresses from your ADSL Router.

Those devices which get their IP addresses from your ADSL router are

For each DHCP client, it shows the Host listed below,
Name, MAC Address, IP Address and the Host Name | MAC Address IP Address |Lease Time
Lease Time. CHN 00:C1:26:04:69:26 | 192,168.1.2 | 00:23:47:17

Routing Table

This table shows the routing method that Routing Table

yOUI’ router uses. all of current routing rules in your DSL Router are listed helaw.
Destination | Netmask Gateway | Interface | Metric
192,168.1.0 | 255.255.255.0 |0.0.0.0 brd u]

ARP Table



This table shows the IP address record for ARP Table
|P-t0—PhySiCﬁ| translation in your router. The IP-to-Physical address translation entries recorded in your DSL Router

are listed below,

IP address |Physical Address |Interface | Type
192,168.1.2 | 00:C1:26:04:69:28 | brO Dynamic
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Advanced Setup

Local Network- IP Address

This page is the same as you can see in the Configure LAN side Settings page while running the
Quick Setup. It allows you to set IP Address and Subnet Mask values for LAN interface.

Primary IP Address:
Type in the first IP address that you got from

your ISP for your LAN connection. LAN IP Address Configuration

Enter the ADSL router IP address and subnet mask for LAN interface.

SUbn(_:“t MaSk: Primary IP Address: 192.168.1.1
Type in the subnet mask that you got from Subnet Mask: Essassesso
your ISP for your LAN connection. Host Name: RTAL025W

Daomain Name: horme

™ configure secondary IP address and subnet mask.

Host Name:

List the host name of this device.
i MTU: 1500 (default: 15000
Domain Name:

List the name of domain.

apply Mew settings only take effect after your ADSL router is rebooted, If necessary,
reconfigure your PC's IP address to match new settings.

Configure the second IP Address and
Subnet Mask for LAN interface:

Check this box to make another set of IP
Address and Subnet Mask to connect to your
router if they are not included in the range
that DHCP server accepts.

Secondary IP Address:
Type in the second IP address that you got
from your ISP for your LAN connection.

Subnet Mask:
Type in the subnet mask that you got from
your ISP for your LAN connection.

MTU:

It means the maximum size of the packet
that transmitted in the network. The packet
of the data greater than the number set here
will be divided into several packets for
transmitting. Type in the number into the
field of MTU. The default setting is 1500.

Apply:

Click this button to activate the settings

listed above.

Local Network - DHCP Server

This allows you to set DHCP server on LAN interface.



DHCP Server On:

Check this item if DHCP service is needed
on the LAN. The router will assign IP
address, gateway address for each of your
PCs.

Start IP Address:
Type in the start point IP address.

End IP Address:
Type in the end point IP address.

Leased Time:
Type in the duration for the time. The default
is 1day.

Relay On:
Click this button to have a relay setting. And
type in the Server IP in this field.

Server and Relay Off:
Check this item if DHCP service isn’t
needed on the LAN.

Apply:
Click this button to activate the settings
listed above.

You can reserve one specific IP address for a
certain PC for certain purpose. Simply add a
mapping entry of MAC address & IP address
for that PC by pressing the View Reserved
IP Address List button. The following
picture will appear.

Click the Add button to open another dialog
as follows. On PCs MAC Address and
Assigned IP Address boxes, please type in
the correct information for the one that you
want to add and click Apply.

DHCP Server Configuration

Enahling DHCP Server on LAN interface can provide the proper IP address settings to your
computer,

MOTE: Mew settings only take effect after the router is rebooted. If necessary, reconfigure
your PC's [P address to match new settings,

192.168.1.2
192.168.1.254
1 days |0 hours [0 minutes

Reserved IP Address List |

|192‘168.12

& DHCP Server On  Start IP:
End IP:

Lease Time:

 Relay On Relay to Server IP:

 Server and Relay Off

Apply

Reserved IP Address List

You can reserve one specific ip address for a certain
PC by adding the mapping entry of MAC address & IP

address,
MAC Address IP Address |De|ete |
Add' Close |

Add a new reserved IP address entry

PC's MAC Address: I
(2.q.,00:90:96:01:24:38)
Assigned IP Address: I
(2.3.,192.168.1.2)
= Back | Apply |
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The new one will be shown on the dialog : : 01:24:3B,19 B

right away. That is, the specified address will Reserved IP Address List |

be reserved and not be assigned by DHCP o .
You can reserve one specific ip address for a certain

for other Computer. PC by adding the mapping entry of MAC address & IP
address.

MAC Address IP Address Delete
00:90:96:01:24: 3B 192.168.1.2 [ﬁf[]

add | Close |




Local Network — UPNP

The UPnP is available only for Windows XP. If you are not user of Windows XP, this page does not
have any meaning to you.

This page allows you to enable the UPnP UPnP Configuration
fUnCtlon through the Web page for your Enabling the UPHP IGD and MAT Traversal function allows the users to perform
rOUter. more applications behind MAT without additional configuration settings or ALG

support on your ADSL router,

_E_EEnab\e uphP

Apply

Internet-Connections Setting

To set WAN settings for each service, please open Advanced- Internet Setting. This page allows
you to add new WAN settings, to edit or remove created WAN settings.

If you click the Connect line under the PVC  Internet connection Configuration
Name itgm, the system will COMNeCt 10 AN e i e rmass ot rabes tia ystem.
automatically. If the WAN connection is OK,

you can CheCk the deta”ed Informatlon P¥C Name |V¥PIfV¥CI Category Protocol NAT QoS mﬁ:‘;‘: MTU | Edit
i 8_35_1 PPPOE Aut -
directly. prpoef it mas | wer | FEROElon | on | A0 lissz| % 1D

The Internet connection is NOT active if PVC name is marked with (7). rou add | Finish
need to click "Finish" to apply changes and reboot the system for activating —I—I
this PYC,

Adding a New One

You have to type in the VPI and VVCI values in the entry boxes. Then click Next. The screen will get
into the Connection Type page of Quick Setup and ask you to fill in the data according to the
request of the screen. Refer to Quick Setup for more information if you don’t know how to set the
configuration.

To add a new WAN connection, please click the Add button. The following screen appears.

VPI (VI rtual Path Identiﬁer): Configure Internet Connection -- ATM PYC

Identifies the virtual path between endpoints P\ea_s; E{Eer WPI ?gpd WCI numbers for the Internet connection which is
. . . provided by your ISP,

in an ATM network. The valid range is from

0 to 255. You cannot type in the number . l'; Eg':_:?ﬂm
randomly if you desire. Please refer to the ‘

Value that your ISP gaVe Service Category: LIBR WYithout PCR 'I

VCI (Virtual Channel Identifier):

Identifies the virtual channel endpoints in an

ATM network. The valid range is from 32 to

65535 (1 to 31 is reserved for well-known e R
protocols). You cannot type in the number

randomly if you desire. Please refer to the

value that your ISP gave.

Service Category:

It decides the size and rate for the packets of
the data in different service type. There are
five categories provided here for your
selection. Please choose any one of it as you
desired.
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If you choose Non Realtime VBR, you have
to type in the following data.

Configure Internet Connection -- ATM PYC

Please enter WP and VCI numbers for the Internet connection which is
provided by your ISP,

The range for Peak Cell Rate is from 1 to vt [ (0-25%)

1690. wer 35 (32-6553s)
The range for Sustainable Cell Rate is from

1 to 1689 and must be smaller than Peak Cell

Service Category: 1R

Peak Cell Rate: |D cells/s (1-1690)

Rate. ) o E;g;‘?i”ahle Cel o cellsfs (1-1689)
The range for Maximum Burst Size is from 1 wavimum surst sies: [§ celis/s (1-100)
to 100.

< Back | Mext =

After Click Next, yOU W|” see the Web page Configure Internet Connection - Connection Type
IISted as the rlght Choose the pr0t000| that Select the protocol and encapsulation type with the ATM PYC that your ISP has
you want. And click Next again. ISTERRE O 2

& PpP over Ethernet (PPPOE)
 Bridging

Encapsulation Type: ILLCfSNAP -
< Back MNext = I

The WAN IP Settings WI” diﬁ:er Sllghtly Configure Internet Connection - WAN IP Settings
aCCOI’dlng tO the prOtOCOI that yOU Choose- Enter information provided to you by your ISP to configure the WAN IP settings.
ThIS graphlc IS the one that you WI” get If & Obtain an IP address automatically

you choose to add a new interface of € Use the following 1P address:
PPPoA/PPPOE mode. You can check Enable WANTP Address:  |1.0.0.0

NAT or Enable Qos for your necessity. And
you can set the MTU value in this page.

Enable NAT

¥ Enable oS

Enabling IP QoS for & PYC can improve performance for selected classes of
applications, Please assign the priorities for various applications from the
Advanced.. |Quality of Service menu, Be aware that IP Q0% also consumes system
resources, the number of created PYCs will be reduced consequently,

MTU: |1492 (default; 1492)

< Back | Next =

If you Want to add a new interface Of PPPOE Configure Internet Connection - PPP User Name and Password

mode and choose PPPOE from the previous 'I:E order to establish the Internet connection, please enter PPP user name and password
. at your ISP has provided.

web page, you will get a web page as the

graphic listed in right side. PeP User Mame: |

PPP Password: [

Please refer to Quick Setup for more Session established by: ¢ always on
information if you don’t know how to set the O e vty for [T minutes
configuration.  Manually Connect

Disconnect if no activity for [20 minutes
< Back Mext » I

If you Want to add a new interface Of Configure Internet Connection - WAN IP Setting
Bridgmg mode and ChOOSe Brldglng from E:ter infarmation provided to you by your ISP to configure the WAN IR settings.
- - MNane
the previous web page, you will get a web @ Obtain an 1P adress autamatically
page as the graphic listed in right side. o petellomrat iy
. WA Subnet Mask:
Please refer to Quick Setup for more Defautt Sateway:
information if you don’t know how t0 Set the & sutain ous cerver sdross automatioaly
COﬂfigUI’atiOﬂ  Use the following DNS server addresses:

Primary DNS server:

Secondary DNS server:,

¥ Enable NAT

K

Enable Qos

Enabling IP QoS for a PUC can improve performance for selected classes of
applications. Please assign the priorities for various applications fram the
Advanced. .| Quality of Service menu, Be aware that IP QoS also consurmes system
resources, the number of created PYCs will be reduced consequently.

< Back | Mest>



Internet-DNS Server

If Enable Automatic Assigned DNS checkbox is selected, this router will accept the first received
DNS assignment from one of the PPPoA, PPPoE or MER/DHCP enabled PVC(s) during the
connection establishment. If the checkbox is not selected, it is necessary for you to enter the primary
and optional secondary DNS server IP addresses. After type in the address, click Apply button to
save it and invoke it.

Enable Automatic Assigned DNS:

DNS Server Configuration

CheCk thls box to enable thls funCtlonl or If Enable Automatic Assigned DMS checkbox is selected, this router will accept the first
H H H received DNS assignment from the PPPoa, PPPoE ar MER/DHCP enabled PVC(s) during the
unChECk thls bOX to dlsable |t connection establishment., If the checkbox is not selected, enter the primary and optional

secondary DNS server [P addresses, Click "apply" to save it,
Primary DNS server:
Type in your primary DNS server.

|_ Enable Automatic Assigned DNS

Primary DNS server: I—
Secondary DNS server: Secondary DNS serverzl

Type in the secondary DNS server.
Apply | If changing from unselected Automatic Assigned DNS to selected Automnatic
Assigned DN, you must restart your ADSL router to get DNS addresses

If you are satisfied the settings, click Apply. sutomatically.

Internet-1GMP Proxy

The Internet Group Management Protocol (IGMP) is an Internet protocol that provides a way for an
Internet computer to report its multicast group membership to adjacent routers.

Wireless

/—

Ethernet P

Telephone
Line

The hosts interact with the system through the exchange of IGMP messages. When you want to
configure IGMP proxy, the system will interact with other router through the exchange of IGMP
messages. However, when acting as the proxy, the system performs the host portion of the IGMP
task as follows:

»  When it is queried, the system will send group membership reports to the group.

»  When one of the hosts joins a multicast address group to which none of other hosts belong, the
system will send unsolicited group membership reports to that group.

»  When the last of hosts in a particular multicast group leaves the group, the system will send a
leave group membership report to the routers group.

Internet Connection: IGMP Proxy Configuration
ThlS f|e|d d|sp|ays the |nternet COI’meCtIOH Enabling IGMP proxy function can allow the users on your local netwaork to play
the multimedia (video or audio) which sent from the servers on the Internet.
that you currently use.
Internet Connection IGMP Proxy Enabled
IGMP Proxy Enabled: pppoe_8_35_1 r
Check this box to enable this function or
Apply

uncheck this box to disable this function.

After finish the settings, click Apply.
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Internet - ADSL Settings

Enable ADSL Port: ADSL Settings

Check this box to enable this function. It B Ensble ADSL Port

simply invokes the line mode that you

choose here for the router. Select the support of line modes: W G.dmt F Glite M T1.413

. ¥ aDsSLZ ¥ REaDSLZ W aADSLZ+
Select the support of line modes:

There are several selections for your

choosing. Select the one that you need. For Capability Enabled: W pitswap T Seamless Rate Adaptation
Example, if you want to change one or more

physical layer parameters while the ATU-x is Aoy |

in data transfer state, and the transmission

errors will not be present, please choose

ADSL2.

Capability Enabled:
Two items are provided here for you to
choose.

™ annex M

Bitswap:

It is a mandatory receiver initiated feature to
maintain the operating conditions of the
modem during changing environment
conditions. It reallocates the data bits and
power among the allowed carriers without
modification of the higher layer control
parameters in the ATU. After a bit swapping
reconfiguration, the total data rate and the
data rate on each latency path is unchanged.
Check this box to enable the function. If not,
uncheck this box to close the function.

Seamless Rate Adaptation:

It enables the ADSL2 system to change the
data rate of the connection while in operation
without any service interruption or bit errors.
Check this box to enable the function. If not,
uncheck this box to close the function.

IP Routing - Static Route

Routing Table shows all static route status and allows you to add new static IP route or delete IP
route. A Static IP Routing is a manually defined path, which determines the data transmitting route.
If your local network is composed of multiple subnets, you may want to specify a routing path to the
routing table.

Destination Network Address:
Display the IP address that the data packets
are to be sent.

Static Route

Current static routes:

WAN

Destination Interface

Metmask ‘ Gateway ‘ Delete ‘

Netmask:
Display the subnet mask that the data
transmitting is passing through.

Add

Gateway:
Display the gateway that the data
transmitting is passing through.

WAN Interface:
Display the interface that the data
transmitting is passing through.

Delete:



Allow you to remove the selected static route
settings.

Adding a New One

To add a static route, please choose Static Route - Add. Type the destination network address, subnet
mask and gateway that you get from ISP and click Apply.

Destination Network Address: Add New Static Route
The deStInatlon IP address Of the network Enter the Destination Network Address, Netmask, Gateway or available WaN interface
Where da.ta paCketS are tO be Sent then click "apply" to add the entry to the routing table.
Subnet Mask Destination Metwork (For default route, type 0.0.0.0 or leave blank)
Type in the subnet mask that you got from N —
|SP etmask:
Forward Packets ta
Gateway I P Add ress . ) & Gateway IP Addrass: l—
Click this button to invoke this function. € o Interface: [orpoe 8_35_1 =]

Type in the gateway that you got from ISP.

WAN Interface:
Click this button to invoke this function and
choose the one from the drop down menu.

< Back | Apply

Click Apply to view the routing result. This page shows all the routing table of data packets going
through your ADSL Router.

Remove Static Route

If you don’t want the static route that you Static Route
created, please click the icon under Delete  current static routes:

H Destination Netmask Gatewa WAN Interface Delete
from Routing Table. * -
0.0.00 255.255.255.0 |192.188.1.1 D]:ﬂ

Adialog appears to ask you to confirm the B TAum s e it
action. Click Yes to remove the static route,
or click No to keep the setting. Are you sure to delete this entry?

YES

Configuring Other Routers on Your LAN

It is essential that all IP packets for devices that are not on the local LAN can be passed to the Router,
so that they can be forwarded to the external LAN, WAN, or Internet. To achieve this, the local LAN
must be configured to use the Router as the default route or default gateway.

Local Router

The local router is the Router installed on the same LAN segment as the Router. This router requires
that the default route is the Router itself. Typically, routers have a special entry for the default route.
It should be configured as follows.

Destination: Normally 0.0.0.0 but check your router documentation.
Subnet Mask: Normally 0.0.0.0 but check your router documentation.
Gateway: The IP Address of the Router.

Other Routers on the Local LAN

Other routers on the local LAN must use the Router’s Local Router as the Default Route. The entries
will be the same as the Router’s local router, with the exception of the Gateway IP Address.
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O  For arouter with a direct connection to the Router’s local Router, the Gateway IP Address is
the address of the Router’s local router.

O  For routers which must forward packets to another router before reaching the Router’s local
router, the Gateway IP Address is the address of the intermediate router.

Example — Static Route
Here provides you an example of Static Route.

192.168.1.1 10.1.1.1 _Internet
g — >
192.168.1.x l ADSL

Router

192.168.1.254

Router B

b

For the Router’s Routing Table

For the LAN shown above, with 2 routers and 3 LAN segments, the Router requires to add 2 static
routes as follows:

ADSL Router Destination 192.168.10.0
Subnet Mask 255.255.255.0 (Standard Class C)
Gateway 192.168.1.254 (Router B)

IP Routing — Dynamic Routing

Routing Information Protocol (RIP) is utilized as a means of exchanging routing information
between routers. It helps the routers to determine optimal routes. This page allows you to
enable/disable this function.

RIP Version: Dynamic Routing
It inCOfporateS the RIP information when Yr?u gan_endable RIP f_unctiug on serveral inéer‘faﬁes o_flzfaﬁr »IADSLbTDEJIter:. SELBUC
receiving and broadcasting the RIP packets.  to snsbls kP whon you tlck “apoly o imare & untidked f son would e to
From the drop down list, select a RIP version ~==t!= FiP on those interfaces.

to be accepted’ 1: 2 or both Interface RIP ¥ersion | Operation Mode Enabled
LAM | 2 = |Actlve =l r

pppoe_B_35_1 | 2 ;I |Passwe;| r

Operation Mode:

There are two modes for you to choose,
Active and Passive. Select Active for _ooply |
transmitting and receiving data, or select

Passive for receiving data only.

Enabled:
Click Enabled to enable the RIP function on




different interface. Otherwise, disable this
function.

Click Apply to invoke the settings set here.
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Virtual Server-Port Forwarding

The Router implements NAT to let your entire local network appear as a single machine to the
Internet. The typical situation is that you have local servers for different services and you want to
make them publicly accessible. With NAT applied, it will translate the internal IP addresses of these
servers to a single IP address that is unique on the Internet. NAT function not only eliminates the
need for multiple public IP addresses but also provides a measure of security for your LAN.

When the router receives an incoming IP packet requesting for access to your local server, the router
will recognize the service type according to the port number in this packet (e.g., port 80 indicates
HTTP service and port 21 indicates FTP service). By specifying the port number, you tell the router
which service should be forwarded to the local IP address you specify.

After you setting the virtual server you should modify the filter rule whichever port and service you
set on virtual server. Because the firewall has protect the route by filter rule so that you should
update the filter rule after you set up virtual server.

Virtual Server allows you to make servers on your LAN accessible to Internet users. Normally,
Internet users would not be able to access a server on your LAN because:

O  Your server does not have a valid external IP Address.
O  Attempts to connect to devices on your LAN are blocked by the firewall in this device.

The Virtual Server feature solves these problems and allows Internet users to connect to your servers,

as illustrated below:

192.168.1.1
(LAN IP Address)

192.168.1.10 203.70.212.52 192.168.1.20
(Web Server) (WAN IP Address) (FTP Server)

Internet

Http://203.70.212.52 Ftp://1203.70.212.52

(Remote PC using (Remote PC using
Web Server) FTP Server)



IP Address seen by Internet Users

Please note that, in the above picture, both Internet users are connecting to the same IP address, but
using different protocols.

To Internet users, all virtual servers on your LAN have the same IP Address. This IP Address is
allocated by your ISP. This address should be static, rather than dynamic, to make it easier for
Internet users to connect to your Servers. However, you can use Dynamic DNS feature to allow
users to connect to your virtual servers by using a URL, instead of an IP address.

To set a virtual server, please open the Port Forwarding

Virtual Servers item from the Advanced Create the part farwarding rules to allow certain applications or server
Setup NAT menu software to work on your computers if the Internet connection uses NAT.

External Packet | Internal Host
|IP Address | Protocol | Port | 1P Address | Port

Application Name IDE|EtE

Add

Add New Port Forwarding
To add a new Port Forwarding, please click Add from the Port Forwarding web page.

Pre-defined Add New Port Forwarding Rule
Choose one of the services type from the
first drop down list, such as Audio/Video,
Games and so on. In the second drop down
list, choose the name of the application that

Application Name:
& pre-defined: Andiofideo = |Gammd$ =
© User defined:

you want to use with the type that you select  From intemet Host 1P 2ddress: [Al =
in the ﬁrSt IiSt- Forward to Internal Host IP address: |

User defined:

Type a new service name for building a

customized service for specific reason. _<Back |_appl |

Add New Port Forwarding Rule

Application Mame:
& Pre-defined: | Awdiofideo =l | Gamerades =l
© User defined: |

< Back | Apply |

Add New Port Forwarding Rule

Application Name:;
& pre-defined: Anciofideo =] | Gamnerades =]
[Garcerades ;
GHUella
Istreamn Video2HP

From Internet Host IP Address: IALL razaa

Media Plager 7
Forward to Internal Host IP Address: | REBlAudigﬁ

RealFlayor 8 Flus
SoutCast

© User defined:

< Back | Apply |
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From Internet Host IP Address: From Internet Host IP Address:
Select the initial place for port forwarding. If
you choose SINGLE, a box will appear for
you to fill in the IP address for the specific
host. And, if you choose SUBNET, the boxes
of IP and Subnet will appear for you to fill in Feteeac | Lavoi |
the IP address and subnet mask for the

specific host as the start point.

Forward to Internal Host IP Address:

Forwarded to Internet Host IP Address:
Type in the address for the host used as the
place that information will be forwarded.

IP addresses can be automatically redirected to local servers configured with private IP addresses. In
other words, depending on the requested service (TCP/UDP port number), the router redirects the
external service request to the appropriate server (located at another internal IP address).

After adding a new virtual server, click part Forwarding
Apply Create the port forwarding rules to allow certain applications or server
software to work on your computers if the Internet connection uses MNAT,

The following screen will be shown to - External Packet Internal Host |
dlsplay the Status for new ones. Application Name IP Address | Protocol | Port IP Address Port Delete

Camerades AL Tepuoe | 2047 | tazaee.1200 |27 T
If you do not want the new server that you -
added, please check the Delete box of that
one and click the Delete button to discard it. add| _Dalere |

Or if you want to add another one again,
click Add to add a new one.

Connecting to the Virtual Servers

Once configured, anyone on the Internet can connect to your Virtual Servers. They must use the
Internet IP Address (the IP Address allocated to you by your ISP.)  For example,

Http://203.70.212.52
Ftp://203.70.212.52

It is more convenient if you are using a Fixed IP Address from your ISP, rather than Dynamic.
However, you can use the Dynamic DNS feature to allow users to connect to your Virtual Server
through a URL, rather than an IP Address.

Virtual Server-Port Triggering

When the router detects outbound traffic on Port Triggering

a SpECiﬁC pOI’t, it will set up the pOrt Port triggering funcion is a conditional port forwarding feature, When your
forwarding rules temporarily on the port P he DO forwardig T ot Lemaar iy o the Fars ranaee you apediyta
ranges that you specify to allow inbound T e ooty e b et S s
traffic. It is supposed to increase the support ™ muiteie sonmecion.

for Internet gaming, video conferencing, and | appiication Neme | Trigger | Open Ine.m

| Protocol Port | Protocol Port

Internet telephony due to the applications
require multiple connection.

To add a new port triggering, click Add to
open this web page. Than choose an

Add New Port Triggering Rule

application name from the Pre-defined list Application Name: & Pre-defined:
box. The system provides 9 items for your © User defined:
choice.

Apply



Add News Port Triggering Rule

Application Mame: @ pre-defined:

 User defined:

Apply |

Or define by yourself by typing the words
into the field of User defined.

Click Apply to complete the setting.

Virtual Server - DMZ Host

Direct Mapping Zone (DMZ) uses a technology that makes Router forwarding all incoming packet
to internal specific server.

To close the function of DMZ Host, please
click Discarded.

DMZ Host

£ DMZ host is a computer on your local network that can be accessed from the Internet
regardless of port forwarding and firew all settings.

TO aCtlvate a DMZ hOSt, please CI |Ck Tguse IPfuacketds frumbtlhe I_T‘tgrnet that do NOT belong to any applications configured in
- the port forwarding table will be:
Forwarded to the DMZ host radio buttonand ™" - :
- - = D
type the IP Address into the field of IP & Forseardad o the DMZ host
address of DMZ host, then click Apply. 1P address of DM host:
Anply

This feature allows one computer on your LAN to be exposed to all users on the Internet, allowing
unrestricted 2-way communication between the specified IP address and other Internet users or
Servers.

This allows almost any application to be used on the specified IP address.

O  The specified IP address will receive all “Unknown” connections and data.
O If the DMZ feature is enabled, you must type in numbers to specify an IP address.
O  The DMZ feature can be Enabled and Disabled on the NAT setting screen.
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Virtual Server - Dynamic DNS

The Dynamic DNS (Dynamic Domain Nasme System) combines both functions of DNS and DHCP
to map a dynamic IP into a fixed domain name. This page allows you to access into virtual servers

with a domain name and password.

Dynamic DNS :

Selects Enable to enable DDNS; select
Disabled to disable this function.

Internet Connection :

Selects the interface that you want to use for
connecting Internet.

User Name :

Type in the user name that you registered in
www.dyndns.org.

Password :

Type in the password that you registered in
www.dyndns.org.

Domain Name :

Type in the domain name that you registered
in www.dyndns.org. You can use letters and
dash for naming, yet other characters are not
allowed to use for preventing from making
troubles.

Status :
It displays current status.

Dynamic DNS Configuration

This page allows you to provide Internet users with a domain name (instead of
an IP address) to access your virtual servers, This ADSL router supports
dynamic DMS service provided by the provider bt/ fwewew . dyndns.org’ or
"http: ffwenewe £20.com’. Please register this service at these providers first.

Dynamic DNS: " Disabled | ® ‘Enabled

Dynamic DMNS Provider: | DynDNS.arg 'I
Internet Connection: | pppoe_8_35_1 'I

User Name: |

Password: |

Domain Mame: |

Status:

Apply



Firewall

The firewall is a software that interrupts the data between the Internet and your computer. It is the
TCP/IP equivalent of a security gate at the entrance to your company. All data must pass through it,

and the firewall (functions as a security guard) will allow only authorized data to be passed into the
LAN.

What the firewall can do? It can:

O  deny or permit any packet from passing through explicitly

O  distinguish between various interfaces and match on the following fields:
€ source and destination IP address
¢ port

To keep track of the performance of IP Filter, a logging device is used which supports logging of the
TCP/UDP and IP packet headers and the first 129 bytes of the packet (including headers) when a
packet is successfully passed through, a packet is blocked from passing through and it matches a
rule setup to look for suspicious packets

Filtering by IP address
An example for firewall setup:

JOl

£

|
Router l
PC2

This picture is the most common and easiest way to employ the firewall. Basically, you can install a
packet-filtering router at the Internet gateway and then configures the filter rule in the router to block
or filter protocols and addresses. The systems behind the router usually have a direct access to the
Internet, however some dangerous services such as NIS and NFS are usually blocked.

For the security of your router, set the firewall is an important issue.

Choose Disabled to disable the firewall

: 8 A IP Filtering
fUn(-:tlon. CIICk Enat_)IEd _to InVOke the This page allows you to specify the [P packet filtering rules to prevent the
Settlngs that yOU set in thls Web page_ services accessecd from the Internet hosts or limit the Internet access for
local hosts,
IP Filtering: & Disabled " Enabled Apply |
To open the IP Filtering, please click the 1P Filtering
EnabIEd rad|0 bUtton' The Web page WI“ be This page allows you to specify the IP packet filkering rules to prevent the
ShOWn as the r|ght piCtUI’e. services accessed from the Internet hosts or limit the Internet access for local

hosts,

Select the direction to filter packets:
The way of the data transmission. In Bound | PFiterina: O pisables  © Enatied
means the data is transferred from outside

Select the direction to filter packets; @ outbound traffic O Inbound traffic
onto your computer. Out Bound means the

data is transferred from your computer onto Protocol | Source IP addr | Dest IP addr S"t“rr‘t““:g; allow | Edit
- dl n

outside through Internet. Please choose

Outbound traffic or Inbound traffic as the Add

direction for filtering packets.
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Then, to add a new IP Filtering, click Add.

This page provides some settings for you to
adjust for adding a new outbound IP
Filtering.

Allow Traffic:
No stops the data transmission, Yes lets the
data pass through.

Protocol:

Here provide several default policies for
security levels for you to choose. If you
don’t want to use the predefined setting, you
can use User Defined to set a customized
protocol for your necessity. When you
choose User Defined setting, you have to
type in a port number in the “as” field.

Source/Destination IP address:

To specify IP address to allow or deny data
transmission, please pull down the
drop-down menu to choose a proper one.
All: This setting means that all the IP
addressed in the network are allowed or
denied to pass through in Internet. If you
choose Single, an IP address field will
appear to the right side. You have to type in
the specific IP address as the start/end point
to let the router identify for granting or
denying pass through. If you choose Subnet,
the IP address and Netmask will appear to
the right side. Please type in the specific IP
address and Netmask as the start/end point to
let the router identify for granting or denying
pass through.

Port Range:

The port range is from 0 to 65535. Please
type in the start point and end point for the
IP Filtering.

After finish the settings, click Apply. A
new one will be added and shown on the
web page.

Add New Outbound IP Filtering Rule

Allow Traffic ® ves O Mo
Protocal: TCP v
Source IP address: ALL v

Destination IP address: ALL e

Port Range: Start End
Protocaol: TCP b
[ChIP
AH
ESP
GRE
AL
User Defined

Add New Outbound IP Filtering Rule

Allow Traffic @ ves O MNa

Protocol: User Defined as

Source [P address:

Add New Outbound IP Filtering Rule

allaw Traffic & ves O No
Protocol: TCP v

1P addr:
MNetmask:

Source IP address:

Destination IP address: ALL b

Port Range: Start End



A new IP filtering setting for Outbound
traffic is created in the web page. To edit the
setting, please click the pencil mark to get
into the editing page. To delete the setting,
click the trash mark to erase it. To set
another IP filtering, click Add again.

For adding a new Inbound IP Filtering, click
Inbound traffic in the item of Select the
direction to filter packets. Use the same
way to add a new one as stated above.

Quality of Service

IP Filtering

This page allows you to specify the IP packet filtering rules to prevent the
services accessed from the Internet hosts or limit the Internet access for local
hosts,

1P Filtering: (O Disahled & Enabled Apply

Select the direction to filker packets: @ oOutbound traffic O Inbound traffic

Protocol  Source IP addr | Dest IP addr ot REE:: Allow Edit
uDP ALL ALL 0 65535 # W (@
Add
Add Mew Inbound IP Filtering Rule
allow Traffic O No
Protocol: v
Source IP address: ALL v
Destination IP address: ALL Aé
Port Range: Start End

QoS (Quality of Service) is an industry-wide initiative to provide preferential treatment to certain
subsets of data, enabling that data to traverse the Internet or intranet with higher quality transmission

service.

Bridge QoS

To classify the upstream traffic by assigning
the transmission priority for data of different
users, please use Bridge QoS to prioritize the
data transmission.

The Bridge QoS allows you to set the
settings based on layer two IP packets.

Traffic Class Name:
Type in a name as the traffic class for
identification.

802.1p Priority:

Each incoming packet will be mapped to a
specific priority level, so that these levels
may be acted on individually to deliver
traffic differentiation. Please choose the
number (from 0 to 7) for the 802.1p Priority.

Traffic Priority:
There are three options — Low, Medium, and
High that you can choose.

IP Precedence:
The number you choose here decides the
type of the IP address processed. No change

Bridge QoS

This page allows you to classify the upstream traffic (to the Internet) by assigning the
transmission priority for various user data. Bridge QoS function prioritizes the data
transmission based on layer 2 bridge packets.

‘Traffic Name | Priority IP Precedence |IP TOS ‘302.19 ‘ Delete ‘

Add

Add New Rridge Q05 Traffic Rule

&l of spacfied condimions n the traffic nde must be satised far the rule ta take effect.

——

Traffic Class Name:
Traffic Conditions

£42.1p Priarity: g

Assign Priarity far this Teatfie Ruln

Trathe Priority: Lw

IP Type of Sernce.

<#ack | [apaly |
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is the default setting.

IP type of Service:

The system provides some types of service
for you to choose. The meaning of each type
is the same as the denotation. The default
one is No change.

IPQoOS

To classify the upstream traffic by assigning
the transmission priority of the data for
different users, please use IP QoS to
prioritize the data transmission.

The IP QoS allows you to set the settings
based on layer three IP packets.

To add a new QoS setting, please Add in the
page of Quality of Service, a page same as
the right side will appear.

Traffic Class Name:
Type in a name as the traffic class for
identification.

Protocol:

Choose the proper interface for this function.
If you don’t know how to select, simply use
the default one, TCP/UDP.

Source IP Address/ Subnet Mask:

You have to type in the source IP address
(ex: 192.168.1.50) and subnet mask
(ex:255.255.255.0) for the application (ex:
FTP, HTTP and so on) that you want to
invoke the QoS traffic rule.

Source Port:

Except the IP address, you also have to enter
the source port. Type in the source port for
the traffic rule. The range is from 0 to 65535.

Destination IP Address/Subnet Mask:

You have to type in the destination IP
address (ex: 192.168.1.254) and subnet mask
(ex:255.255.255.0) for the application that

1P QoS

This page allows you to classify the upstream traffic (to the Internet) by assigning the
transmission priority for various user data, IP QoS function prioritizes the data transmission
based on layer 2 IP packets,

Traffic IP TOS  Protocol |Source 1P Dest IP Delete

Priority ‘ 1P Precedence

Name Source port Dest port

add
Add New IP QoS Traffic Rule
Al of specified conditions in the traffic rule must be satisfied for the rule to take effect.
Traffic Class Mame: |
Traffic Conditions
Protacol: ,m
Source IP Address: ,— Subnet Mask: l—
Source Port (start-end): l— - l—

Destination 1P Address:

Subnet Mask:
Destination Portistart-end): -

Assign Priority for this Traffic Rule

Traffic Priority: Low =
1P Precedence: Mo Change [+ The corresponding 'Precedence’ value in the IF header of th
upstrearn packets will be averwritten by selected value,
1P Type of Service: Mo Change % The corresponding 'TOS' value in the 1P header of the
upstreamn packets will be averwritten by selscted value,
< Back Apply




you want to invoke the QoS traffic rule.

Destination Port:
Type in the destination port for the traffic
rule. The range is from 0 to 65535.

Traffic Priority:

There are three options — Low, Medium, and
High that you can choose. It decides the
order of each data transmitted through this
device.

IP Precedence:

The number you choose here decides the
type of the IP address processed. No change
is the default setting.

IP type of Service:

The system provides some types of service
for you to choose. The meaning of each type
is the same as the denotation. The default
one is No change.

After you click Apply, the new QoS setting
will be shown on the graphic as the right
side. To delete the one you set, simply click
the check button below Delete item and click
Delete button.

Port Mapping

This page allows you to configure various
port mapping groups which contains specific
Internet connections and LAN ports. All the
user data can be only transmitted and
received among the interfaces in the groups
that you specified in this page.

Traffic Priority:

I cedence:

IP Type of Service:

]
1
2
3
Apply | 4
5
&
7

IP Type of Service: |N0Cha.ugﬁ =]

Apply |

Traffic Priority |1 1P TOS | 80z.1e Source I Destination 1P Delete
e Fraced
Address

Metmask Netmask

Port End Port

o
) 192.160.1.25 | 123 192.168.1.100 123
ERATEE | 295.755.285.0 | 321 255.295.295.0 | 321 r

_Add| | Delete |

Port Mapping Configuration

This page allows you to canfigure varigus port mapping groups which contains specific
Internet connections and LaM ports. The user data are only transmitted and received
amaong the interfaces in the group

NOTE: DHCP server and all routing/firewall functions are only available at the Default
group.

Wirtual LaN Function on Ethernet: ® Disabled O Enabled Apply
Group Name Internet Connections LAN Ports Edit

Default pppoe_8_35_1 Ethernet, USBE, Wireless

Add
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GI’OUp Name Add New Port Mapping Group
Type in a hame here as a group name. It Awailable interfaces can be LAN ports ar Internet connectians of ATM PYC bridge mode.
must be unique. The word length must not be  craun name: The arovp name must be unique.
over the Iength Of the fleld Available Interfaces Grouped Interfaces

[Ehemet .

Available Interfaces:
The available interfaces (such as Ethernet)

will be displayed in the left side box. When
you choose it and click Add, it will be

transferred into the right side box of
Grouped Interfaces. Yet, if you want to
remove the interface from the current group,
it will be returned back to the Default group Selected interfaces will be removed from their sxisting groups and added

to the new group, If you remove one interface from current group, this

(|eft Side box) after you CliCk Remove. interface will be returned back to the Default group.

After finish the settings, click Apply.



Chapter 5:Connection Mode

Management

Diagnostics

To check the link status for the network and your computer, a diagnostic test can guide you to detect
the network problem. The testing items are listed and accomplished one by one. If the previous one

is failed, than the items below that failed one will be failed too. Use this diagnostic test to detect the
connectivity mistakes whenever you happen to the linked problem.

For the item which passes through the
diagnostics, a PASS word will be shown on
the right side of that item.

If not, a Fail word will be there.

N/A means that item is not necessary for the
system to test.

The Help link lets you know what the result
(Pass, Down, Fail) represents for. In this
page you still can rerun diagnostic test at any
time.

Diagnostic Tests

This DSL Router is capahle of testing your DSL connection. The individual tests are listed
below, If a test displays a fail status, click "Run Diagnostic tests” again to make sure
the fail status is consistent. If the test continues ta fail, click "Help" and fallow the
troubleshooting procedures.

Select the Internet Connection: | pppoa_8_35 :‘ Run Diagnostic Tests

Test the connection to your local network
|Test your Ethernet Connection: ‘PASS

Help

Test the connection to your DSL service provider

Test ADSL Synchronization: FAIL Help
Test ATM OAM F5 segment ping: NSA Help
Test ATM OAM F5 end-to-end ping: N{A Help
Test ATM OAM F4 segment ping: N/ Help
Test ATM OAM F4 end-to-end ping: NfA Help

Test the connection to your Internet service provider

Test PPP server connection: NSA Help
Test authentication with ISP: N{A Help
Test the assigned IP address: N/ Help
Ping default gatewiay: NfA Help
Ping primary Domain Name Server: NS Help

ADSL Synchronization Test

If the test fails, follow the troubleshooting procedures listed below and rerun the
diaghostics tests by clicking "Rerun Diagnostic Tests" at the bottom of this page. If
all the tests pass, close and restart your Wehb browser to access the Internet.

Indicates that the DSL router has detected a DSL signal from the
telephone company. & solid DSL LED on the router also indicates the
detection of a DSL signal from the telephone company.

Indicates that the DSL router does not detect a signal from the telephone
company's DSL netwaork, The DSL LED will continue to flash green.

Troubleshooting:
1. Make sure your phone line is plugged into the router,

2. after turning on your DSL router, wait for at least one minute to establish a
connection. Run the diagnostic tests again by clicking "Rerun Diagnostic Tests"
at the bottam of this page.

3. Make sure there is no DSL micro fitker on the phone cord connecting the DSL
router to the wall jack.

4. Make sure you are using the phone cord that was supplied with your DSL
router or another similar phone cord with four copper wires visible in the plug.

5. If your DSL has been functioning properly for a long period of time and you
suddenly are experiencing this problem, there may be 3 problem with the DSL
network, You may need to wait from 30 minutes to a couple of hours, and if
you still do not have a solid DSL LED on your router, call Technical Support.

6. Turn off the power to the DSL router, wait 10 seconds and turn it back on.
Wait at least one minute and if the DSL LED on the router remains a solid
color, close your Web browser and restart it

Rerun Diaghostic Tests

Contact ISP Technical Support if you have tried all of the abowe and still are
experiencing a fail condition.
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Admin Account

This page allows you to type in the password for accessing into your DSL Router.

For the Admin Account, the default setting
for user password is admin. If you want to
change the username and the password,
please retype the new password in the
Confirm field for confirmation. Then click

Apply.

Remote Access

There are four interfaces for the remote access.

remote access control.

Select the Internet Connection:
Select one connection item from the drop
down list to enable the function.

Web Browser:

Choose this box if you want to have remote
control through HTTP. The default port
number will be shown in the box. Modify
this number whenever you want.

Telnet:
Choose this box if you want to have remote
control through telnet.

FTP:
Choose this box if you want to have remote
control through FTP.

SNMP:
Choose this box if you want to have remote
control through SNMP agent.

TFTP:
Choose this box if you want to have remote
control through TFTP.

Secure Shell (SSH):
Choose this box if you want to have remote
control through SSH.

Ping:

Choose this box if you want to have remote
control through ping command under DOS
prompt.

Admin Account

Admin account has unrestricted access to change and view configuration of
your DSL Router.,

User Mame: Iadmin
Mew Password: I*****
Confirm Mew Password [ **+*

Apply |

Please choose one of them if you want to enable the

Remote Access Control

Enable remote access to let an expert, e.q. helpdesk, configure your ADSL router remotely,

Select the Internet Connection: {8

To allow remote access to your router via

[~ Web Browser
web server port an WaN interface: [E080
™ Telnet I~ FTP

I SHMP = T1FTP

[ Secure Shell (S5H) [~ PING

If snabling remote accsss to your router via FING,

all Internet hosts can ping to your router,

Authorized Host IP Address List | Apply |




Interntet Time

The router’s clock must synchronize with global Internet’s time. The time you set in the screen will

be adapted to system log.
Update:

Click this button to refresh the current time.

Set Time by:

The default setting is Manual. If you select
Time Server, you don’t need to type in the
time setting manually. The system will set

automatically.

Time:
Set the start time by typing the year, the

month, the day, the hour, and the date to help

the router perform tasks.

Timezone:

Choose the time zone of your country where

you are going to use the router.

Apply:

Save the data on the screen and apply the

data after restarting the router.

System Log

As shown in the web page, you can view the

system log and configure system log
whenever you want.

Configure System Log

After you click Configure System Log, the

following screen will appear. You can enable
or disable the log function, choose log level,
display level and proper mode as you like.

Then click Apply.

Internet Time

To synchronize your router with other network devices, you can set its time manually or
with an Internet time server,

current time: 2004/01;01, 00:09 Update Mow

Set Time by:  Time Serve
Yedf 2004 Month |1 Day |1

wur o Minute |9

Time:

Time Zone: [(GMT-+08:00) Taipei =1

Apply

Internet Time

To synchronize your router with other network devices, you can set its time manually or
with an Internet time server,

Current time: 2004/01/01, 00:09 Update Now

Set Time by: € manual

Primary Timg Server: time windows. com =

e Server: Itime.nist.gov -

Secondary

Time Zone:

Apply

System Log

The System Log dialog allows you to view the System Log and configure the System
Log options.

Click "™iew System Log" to view the System Log.

Click "Configure System Log" to configure the System Log options,

Wiew System Log Configure System Log

System Log Configuration

This dialog allows you to configure System Log settings. all events greater than or
equal to the selected level will be logged or displayed. If the selected mode is
"Remote" or "Both" events will be sent to the specified UDP port of the specified log
SErver.

Select the desired values and click "Apply" to configure the system log options.

Log: @ Disabled ¢ Enabled

Log Level: I\nformahona\ b
Display Level: IErrnr -
Mode; ILocaI 'I

Apply
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There are 8 types for log level and display
level for your choose. The default is
Debugging.

The mode selection includes Local, Remote
and Both. The default one is Local. If you
choose Remote or Both, all the events will

be sent to the specified UDP port of the
specified log server.

Viewing System Log

For viewing the system log, please click the
View System Log button.

The screen will be shown immediately for
your reference.

Log Level:
Display Level:

Mode:

Apply |

Log Level:

Display Level:

Mode;

Apply |

System Log

Infarmational vI

Emergency
Alert
Critical
Errar
Warning
Motice
nfarrational
Dehugging

Ilnﬁ:urmatinnal "I
IErrnr vI

The System Log dialog allows you to view the System Log and configure the System

Log options,

Click "™iew System Log" to view the System Log.

Click "Configure System Log" to configure the System Log options,

View System Log

Configure System Log

em Log o

|Date/Time|Facility[Severity[Message|

Refresh | Close




SNMP Setting

The SNMP, the abbreviation of Simple Network Management Protocol, is used to refer to a
collection of specifications for network management that include the protocol itself, the definition of
data structures and associated concepts.

A management station performs the monitoring function by retrieving the value of MIB objects. The
management station and agents are linked by a network management protocol that is SNMP. The
SNMP includes three key capabilities, get, set and trap. A single management station can handle
many agents as long as SNMP remains relatively “simple”, so the number can be high (hundreds or
S0).

The following picture is the typical configuration of protocols for SNMP. As for a stand-alone
management station, a manager process controls access to a central MIB at the management station
and provides an interface to the network manager. The manager process achieves network
management by using SNMP, which will be implemented on top of the UDP, IP and the relevant
network-dependent protocols (e.g., Ethernet).

Management station Router
Network <+ Manager process Manager process
manager
SNMP Central SNMP
MiB
upe upeP
P P

Netword-dependent
protocols

Netword-dependent

protocols

For an agent device that supports other applications, such as FTP, both TCP and UDP are required.
An agent may issue a trap message in response to an event that effects the MIB and the underlying
managed resources.

Note: There are no ongoing connections are maintained between a management station and its agents.
Instead, each exchange is a separate transaction between a management station and an agent.

Each agent is responsible for notifying the management station of any unusual event; for example, if
the agent crashes and is rebooted, a link fails or an overload condition as defined by the packet load
crosses some threshold. These events are communicated in SNMP messages known as traps.

Please select the SNMP menu from Management. The dialog will appear.

SNMP Agent:
Choose Disable to close this function;
choose Enabled to open this function.

SNMP Configuration

Simple Metwork Management Protocol (SMMP) allows a management application to
retrieve statistics and status from the SNMP agent in this device.

Select the desired values and click "Apply" to configure the SNMP options.
Read Community:
The default setting is public, please type in
the data that your ISP provided.

SHMP Agent & Disabled © Enabled

Read Community  |public
Write Community  |private

|7 Enable Trap Service

Trap Manager [P ID.D‘D‘D
Apply |

Write Community:
The default setting is private, please type in
the data that your ISP provided.

Enable TRAP Service:

Check this box to enable this function,
otherwise uncheck this box to disable this
function.

TRAP Manager IP:

Type in an IP address as the remote
workstation. If there is any abnormal
condition happened, you can advice remote
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workstation by way of SNMP agent.

Backup Config

To backup your configuration for the router  eackup configuration
tO yOUI’ Computer, yOU can use BaCkup Use to save your DSL Router's current settings into the computer.
Config web page to save the settings.

Backup |

And when you want to restore the settings in
the future, simply open Backup Config web

page and use Browse button to locate the file
and CIiCk Restore. Use to reset your DSL Router with settings previously saved on the computer,

Backup File: | &I

Restore Configuration

Restore

Update Firmware

If you have to or want to update the

Update Firmware

f|rmWare for thls rOUter, yOU can Open the gtss ; ?nbtt:rmtl‘zg;Et?‘lattuef‘zll‘lfgrlnm‘l\;?;rsfllqgigi;fl:lwi;rﬁ'lmtgeﬂLQI’DLEEEIUW or click "Browse" to
update SOftWare Web page and Choose the Step 3: S?Sktgépgggagsmlﬁére” once to upload the new image file.

correct file by pressing Browse. Then click
the Update Software button. The system
will execute the update procedure

aUtomatlca”y' When It Is flnISh_Ed’ the The update process Itlakehs about 2 minutes to complete, then
system will tell you the update is your ABSE reuterwl reboat

successfully.

Current Firmware Wersion: 2.21.05.06_A2pE018cl.di6d

Mew Firmware File Name: 2k

Reset Router

To make effect the settings that you set for
this router, please open the Reset Router Reset Router

Web page and CIICk the RebOOt bUtton tO This page allows you to restart your ADSL router after changing settings that
i i require rebooting. It also allows you to reset all settings to factory default
InVOke a” Settlngs' settings if you have problems with your current configuration.

[T Reset to factory default settings

Reboot | After clicking "Reboot”, please wait for 2 minutes to let the systern reboot,

YOU can rEStore your WEb pages dEfaUIt Restore Factory Default Settings
Sett|ngs. Slmply CheCk _Reset to faCto ry The DSL Router configuration has been restored to factory default settings and the
default settings and click Reboot. router is rebooting.

Close the DSL Router Configuration window and wait for 2 minutes before reopening
your web browser, If necessary, reconfigure your PC's 1P address to match your new
configuration.



uUPnP for XP

Universal plug and play (UPnP) is an architecture for pervasive peer to peer network connectivity of
intelligent appliances and PCs of all form factors. It is designed to bring easy-to-use, flexible,
standards-based connectivity to ad-hoc or unmanaged networks whether in the home, in a small
business, public spaces, or attached to the Internet.

Only Windows XP supports UPnP function.
Please follow the steps below for installing UPnP components.

1. Click on the Start menu, point to Settings
and click on Control Panel.

2. SE|ECt Add or Remove Programs > Windows Components Wizarnd
Add/Remove Windows Components to | weowtomonente L
open Windows Components Wizard

dial 0g box To add o1 remove a component, cick the checkbox, A4 shaded bax means that only
part of the component vl be instale. Ta see whats ncluder in @ companen, clck
Details.
Components
[ = Message Queving 00MB
¥ MSN Explorer 13.5ME

e
[ 3= Other Network File and Print Services 0.0MB —
W1 FE | Indate Ront Certifinates nnmMe ¥

Description:  Containg a variety of specialized, network related services and protocals.

Total disk space required: 0.2 MB [ pooie.
Space awsilable on disk: 1034.2 MB

<Back | New> ] [ Cancel |

3. Select Network Services and click Networking Services )
Detai IS. C I iCk the U n iVG rSaI P|Ug and T add or remove a component, click the check box. & shaded box means that only part
of the component will be installed. To see what's included in a component. click Detalls.
Play check box.

Subcomponents of Metworking Services:
0.0MB

Uriversal Plug and Play 0.2MB

Description:  Listens for route updates sent by routers that use the Routing Infarmation
Protocol version 1 [RIPv1).

Total disk space required: 0.2MB
Space available on disk; 14526 MB
4. Click Ok. The system will install UPnP
components automatically
5. After finishing the installation, go to My
. . . Bl [dt vew Favodes otk beb T
Network Places. You will find an icon _ - ] Poes B 1D
(e.g., SL-XXX ) for UPnP function. P Teemrr : T
...‘wrwmkhﬂkE e .
The Intemet

r] wrvm 0 10.3.1.3
=i

[ Desiten
W My Computer
L) My Dexurimrts

6. Double click on the icon, the ADSL router
will open another web page with port for
UPNP function. The IE address will be ; S
changed as shown as the graphic. O sact - 2 B o ) sesch Fovortes @Prec

&lntp:11192.168.1 index html

3 Wireless ADSL Router Control Panel - Microsoft Internet Explorer
Fle Edt  View Fgvorites Tools Help

Address




Chapter 5:Connection Mode

7. Now, the NAT traversal function will be
provided. The ADSL router will create a
new virtual server automatically for
mapping while the router detecting the
computer running some Internet
applications.
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Chapter 5: Troubleshooting

If the suggested solutions in this section do not resolve your issue, contact your system administrator
or Internet service provider.

Problems with LAN

PCs on the LAN cannot get IP addresses from the ADSL Router.

The chances are that the interface used as DHCP server is modified and the client PCs do not renew
IP addresses.

If your DHCP server is enabled on Private IP Address previously and you modify the interface to
Public IP Address, the client PCs should renew IP addresses.

The PC on the LAN cannot access the Web page of the ADSL Router.
Check that your PC is on the same subnet with the ADSL Router.
The virtual server can’t be access after setting virtual server.

Check the filter rule of the port that virtual server service setting for example, the virtual server
service set FTP 21 you need update the filter rule of the ftp 21 Direction setting: Choose filter the
packets that incoming action (In Bound) are Allow on the interface.

Problems with WAN

You cannot access the Internet.

O  Check the physical connection between the ADSL Router and the LAN.

If the LAN LED on the front panel is off or keeps blinking, there may be problem on the cable
connecting to the ADSL Router.

At the DOS prompt, ping the IP address of the ADSL Router, e.g, ping 192.168.1.1. If the
following response occurs:

Relay from 192.168.1.1 bytes=32 time=100ms TTL=253

Then the connection between the ADSL Router and the network is OK.

If you get a failed ping with the response of:

Request time out

Then the connection is fail. Check the cable between the ADSL Router and the network.

O  Check the DNS setting of the ADSL Router.

At the DOS prompt, ping the IP address of the DNS provided by your ISP. For example, if your
DNS IP is 168.95.1.1, then ping 168.95.1.1. If the following response occurs:

Relay from 168.95.1.1 bytes=32 time=100ms TTL=253
Then the connection to the DNS is OK.

If you get a failed ping with the response of:
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Request time out

Then the DNS is not reachable. Check your DNS setting on the ADSL Router.

Problems with Upgrading

The following lists the error messages that you may see during upgrading and the action to take.

O  Error: All the ADSL LEDs light up and cannot light off as usual.
Possible cause: When users execute firmware upgrade and save settings to the router, the
power for the router is lost for some unknown reasons, the normal web page for the router
might be damaged. After power on your router, the LEDs might not work normally.
Boot Loader, version 1.0.37-5.5.05

This device is currently running on the boot loader,

Update Firmware

Step 1: Obtain an updated firmware image file from your ISP,

Step 2: Enter the path to the image file location in the box below or click "Browse" to
locate the image file.

Step 3: Click "Update Firmware" once to upload the new image file,

MOTE: The update process takes about 2 minutes to complete, and your DSL Router will reboot,

Mew Firmware File Namne: | Elrowse.l

Update Firmware |

Action: Use the browser to connect to the router for executing image upgrade.

O  Error Message: Image uploading failed. The selected file contains an illegal image.
Possible cause: The firmware file format is invalid.

Action: Check the file format is correct, otherwise download a firmware file with correct
format.

O  Error Message: Image uploading failed. The system is out of memory.
Possible cause: It may be caused by the lack of memory.

Action: Reboot your ADSL Router and perform the upgrade task again.

O  Error Message: Image uploading failed. No image file was selected.
Possible cause: You did not select a file correctly.

Action: Download a compatible firmware from the web.
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ARP (Address Resolution Protocol )

ARP is a TCP/IP protocol for mapping an IP address to a physical machine address that is
recognized in the local network, such as an Ethernet address.

A host wishing to obtain a physical address broadcasts an ARP request onto the TCP/IP
network. The host on the network that has the IP address in the request then replies with
its physical hardware address.

Inverse ARP (In-ARP), on the other hand, is used by a host to discover its IP address. In
this case, the host broadcasts its physical address and a RARP server replies with the host's
IP address.

DHCP (Dynamic Host Configuration Protocol)

When operates as a DHCP server, the ADSL Router assign IP addresses to the client PCs on
the LAN. The client PCs “leases” these Private IP addresses for a user-defined amount of
time. After the lease time expires, the private IP address is made available for assigning to
other network devices.

The DHCP IP address can be a single, fixed public IP address, an ISP assigned public IP
address, or a private IP address.

If you enable DHCP server on a private IP address, a public IP address will have to be
assigned to the NAT IP address, and NAT has to be enabled so that the DHCP IP address
can be translated into a public IP address. By this, the client PCs are able to access the
Internet.

LAN (Local Area Network) & WAN (Wide Area Network)

A LAN is a computer network limited to the immediate area, usually the same building or
floor of a building. A WAN, on the other hand, is an outside connection to another network
or the Internet.

The Ethernet side of the ADSL Router is called the LAN port. It is a twisted-pair Ethernet
10Base-T interface. A hub can be connected to the LAN port. More than one computers,
such as server or printer, can be connected through this hub to the ADSL Router and
composes a LAN.

The DSL port of the ADSL Router composes the WAN interface, which supports PPP or RFC
1483 connecting to another remote DSL device.

NAT (Network Address Translation) IP Address

NAT is an Internet standard that translates a private IP within one network to a public IP
address, either a static or dynamic one. NAT provides a type of firewall by hiding internal IP
addresses. It also enables a company to use more internal IP addresses.

If the IP addresses given by your ISP are not enough for each PC on the LAN and the ADSL
Router, you need to use NAT. With NAT, you make up a private IP network for the LAN and
assign an IP address from that network to each PC. One of some public addresses is
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configured and mapped to a private workstation address when accesses are made through
the gateway to a public network.

For example, the ADSL Router is assigned with the public IP address of 168.111.2.1. With
NAT enabled, it creates a Virtual LAN. Each PC on the Virtual LAN is assigned with a private
IP address with default value of 192.168.1.2 to 192.168.2.254. These PCs are not
accessible by the outside world but they can communicate with the outside world through
the public IP 168.111.2.1.

Private IP Address

Private IP addresses are also LAN IP addresses, but are considered “illegal” IP addresses to
the Internet. They are private to an enterprise while still permitting full network layer
connectivity between all hosts inside an enterprise as well as all public hosts of different
enterprises.

The ADSL Router uses private IP addresses by assigning them to the LAN that cannot be
directly accessed by the Internet or remote server. To access the Internet, private network
should have an agent to translate the private IP address to public IP address.

Public IP Address

Public IP addresses are LAN IP addresses that can be considered “legal” for the Internet,
because they can be recognized and accessed by any device on the other side of the DSL
connection. In most cases they are allocated by your ISP.

If you are given a range of fixed IP addresses, then one can be assigned to the router and
the others to network devices on the LAN, such as computer workstations, ftp servers, and
web servers.

PVC (Permanent Virtual Circuit)

A PVC is a logical point-to-point circuit between customer sites. PVCs are low-delay circuits
because routing decisions do not need to be made along the way. Permanent means that
the circuit is preprogrammed by the carrier as a path through the network. It does not
need to be set up or turned down for each session.

RIP (Routing Information Protocol)

RIP is a routing protocol that uses the distance-vector routing algorithms to calculate
least-hops routes to a destination. It is used on the Internet and is common in the NetWare
environment. It exchanges routing information with other routers. It includes V1, V2 and
V1&V2, which controls the sending and receiving of RIP packets over Ethernet.

UDP (User Datagram Protocol)

UDP is a connectionless transport service that dispenses with the reliability services
provided by TCP. UDP gives applications a direct interface with IP and the ability to address
a particular application process running on a host via a port number without setting up a
connection session.

Virtual Server

You can designate virtual servers, e.g., a FTP, web, telnet or mail server, on your local
network and make them accessible to the outside world. A virtual server means that it is
not a dedicated server -- that is, the entire computer is not dedicated to running on the
public network but in the private network.

VPI1 (Virtual Path ldentifier) & VCI (Virtual Channel ldentifier)

A VPI is a 8-bit field while VCI is a 16-bit field in the ATM cell header. A VPI identifies a link
formed by a virtual path and a VCI identifies a channel within a virtual path. In this way,



the cells belonging to the same connection can be distinguished. A unique and separate
VPI/VCI identifier is assigned in advance to indicate which type of cell is following,
unassigned cells, physical layer OAM cells, metasignaling channel or a generic broadcast
signaling channel. Your ISP should supply you with the values.
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Interface ® One RJ-11 port for ADSL connection
®  Four RJ-45 ports for IEEE 802.3/802.3u 10/100 Base-T
auto-sensing and auto-crossover Ethernet connection
® One hidden reset button for restoring to factory default
settings
Regulatory EMI: FCC part 15 Class B, CE
Approvals and Immunity: FCC part 68 Class B
Compliance Safety: UL, CB, LVD
Power Requirement |Power Adaptor: Input 110+10 or 230+10 VAC;
and Operation Output 9 VAC, 1A
Envir_onment Power Consumption: less than 10 Watt
Requirement Ambient Temperature: O to 40°C (32 to 96°F)
Relative Humidity: 20% to 90% (non-condensing)
Physical Dimensions: 190mm(L) x 130mm(W) x 40mm(H)

Weight: 3509
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Appendix B: Server Setup for
802.1x Client

Getting Client Certificate
1.  Please connect the client to a network
that doesn’t require port authentictaion.

2. Open up Microsoft Explorer in
Windows XP, and go to
http://<yourserver>/certsrv.

3. Authenticate to the server using your

Connecting ko 192,165.0.2

account that you created at the end of b € 123 vl
the server setup. (e.g. 123) and click

OK. A dialog box might appear for you ol | |
to choose. [Iremember my passward

L Ok J l Cancel

4. Make sure that Request ace rt|f|Cate |S 2} Microsoft Certificate Services - Micrasoft Internet Explorer:
Selected, and CIiCk NeXt. File Edit  Wiew Favur.\fes .Tuu\s Help 1}-»
Q= B ) search S revortes @ e )
fddress (4] http:[}192.168.0.2)certsry V‘ Go | lnks

~

Microsoft Certificate Services - ¥

Welcome

You use this web site to request a certificate for your web browser, e-
mail client, or other secure program. Once you acquire a certificate, you
will be able to securely identify yourself to other people over the weh,
sign your e-mail messages, encrypt your e-mail messages, and more
depending upon the type of certificate you request

Select atask:
O Retrieve the CA certificate or certificate revocation list
@ Request a certificate
© Check on a pending certificate

(&] Done ® Interret

vy
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5. Make sure that User certificate

2 Microsoft Certificate Services - Microsoft Internet Explorer 3
. e - Fie Edt Wiew Favortes Toos Help >
request: User Certificate is selected, o R0 Ot . o
. Back ~ () x| @] g - search S ¢ Favorites Media  {f£
and click Next. = 4
Address @ http:/f192. 168.0.2/certsrv/certrqus. asp v| Go [links 77

Microsofz Certificat

Choose Request Type

Please select the type of request you would like to make

@ User certificate request

& Advanced request

& Internet

€] Done

6.  Click Submit in this dialog.

2 Microsoft Certificate Services - Microsoft Internet Explorer:

File Edt View Favarites Tools  Help

@Bazk & O] |ﬂ @ _;j /,ﬁ] Search '\;r\L(Favuntes @ reda £ -

Ackiress | & hhtpa192,168.0.2icertsrvjcertyabi aspitype =0 v B

Links - %

Microsoft Certificat

User Certificate - Identifying Information

All the necessary identifying information has already been collected You
may now submit your request

g Done B Internet
7. Now, you'|| see status messages on the A Wicrosaft Certificate Services - Microsoft Intemet Explorer [ :
screen, then your certificate will be é B u @' £ = L £
- - Back ~ | x| |2 o) ) search S ¢ Favorites Media 43
returned to you. Click Install this it Be 8@
ce rt| f| cate Adldress |@ hitp:/{192.165.0.2fcertsrujcertfnsh.asp Links

Microsoft Certificate

Certificate Issued

The certificate you requested wias issued to you

Install this certificate

&] Dore

@ Internet

8. You'll receive a confirmation message

about accepting the Certifica‘[e' CI |C|( A Do you want t ADD the Fallowing certificate bo the Rock Store?
Yes

Subject ; WirelessCa, Systems, Wirsless Widgets, College Park, MD, US, ca@yourdomain,Hd
Issuer ; Self Issued

Tine Walidity ; Thursday, October 11, 2001 through Saburday, October 11, 2003
Serial Mumber | 76E7ABD0 BE37564A3 4F77E0SL 55133707

Thumbprint {shal) : ESEC3FSD BASBETEE 79COS5AE 51017043 EETAOCET
Thumbprint {mdS) : 6F171E64 D4386251 A4242464 CDBE61E9

Root Certificate Store
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All electrical and electronic products should be disposed of separately from the municipal
waste stream via designated collection facilities appointed by the government or the
local authorities.

The correct disposal and separate collection of your old appliance will help prevent
potential negative consequences for the environment and human health. It is a
precondition for reuse and recycling of used electrical and electronic equipment.

For more detailed information about disposal of your old appliance, please contact your
city office, waste disposal service, the shop where you purchased the product or your
SIEMENS partner.

The statements quoted above are only fully valid for equipment which is installed in the
countries of the European Union and is covered by the directive 2002/96/EC.

Countries outside the European Union may have other regulations regarding the disposal
of electrical and electronic equipment.
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