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Chapter 1. Introduction

1.1 Introducing the Wireless client bridge

The Wireless client bridge is a fully interoperable with IEEE 802.11b
compliant Outdoor Wireless Last-mile product. The Wireless client bridge
operates in remote bridge mode, and connects Outdoor Wireless Router
Bridge to construct point-to-point as well as point-to-multipoint topologies,
for maximum flexibility in configuring building-to-building networks to WISP.

1.2 Product Features

Outdoor enclosure in compliance with IP67

RF transmit power 100mW (20dBm) with -85dBm Rx sensitivity
@ 11Mbps data rate

Embedded 9dBi patch directional antenna

Support 24VDC 0.8A Power-over-Ethernet

NAT/NAPT and Virtual Server Mapping support

MIB-II and Private MIB support

MAC address based access control

AN

AN N NN

1.3 Package Contents

The product package contains the following items.

1. One (1) Wireless client bridge Outdoor Wireless Client Bridge
unit

2. One (1) 100~240VAC, 50~60Hz AC/DC adapter with wall-
mount plug and DC plug power cord

3. One (1) 24VDC, 830mA Inline Power Injector (POE)

4. Three (3) water protect kit consists of 3 of components

5. One (1) 1.8m grounding wire

6. One (1) User manual CD-disc

7. One (1) wall/mast mounting kit, including one (1) band clamp
Version 1.02 1



1.4 System Requirements
Installation of the Outdoor Wireless Client Bridge requires the following:

1. A Windows-based PC/AT compatible computer or Ethernet
data device with an available RJ-45 Ethernet port to run the
configuration program or with TCP/IP connection to the
Ethernet network.

2. A 10/100Base-T Ethernet RJ-45 Ethernet cable is connected to
Ethernet network.

3. A RS-232 consol port cable is connected to PC/AT compatible
computer.

4. An AC power outlet (100~240V, 50~60Hz) supplies the power.

1.5 Inline Power Injector (PoE)

The Wireless client bridge is equipped with an Inline Power Injector module.
The Inline Power Injector (PoE) delivers both data and power to Wireless
client bridge unit via a signal Ethernet cable, and gives the following
benefits to improve the performance vs. installation cost ratio.

1. This works great in areas where you may not have power
and/or Ethernet easily accessible, like house roof.

2. This also allows you to place the Wireless client bridge unit
closer to the antenna, more easily thus reducing signal loss
over antenna cabling.

3. Ethernet signal travels well over CAT 5 cable but 2.4GHz
signal doesn't do as well over antenna cabling.

4. Ethernet cabling is much cheaper than Antenna cabling.

Version 1.02 2

Chapter 2. Installation and Basic Configuration

This chapter describes the procedures of installing the Wireless client
bridge.

2.1 Before You Start

After unpacking the system, make sure the following items are present and
in good condition.

1. Wireless client bridge Outdoor Wireless Client Bridge unit

2. AC/DC adapter 100~240VAC, 50~60Hz with wall-mount plug
and DC plug power cord

3. Inline Power Injector (PoE) 24VDC, 830mA

4. Water protect kit consists of three of components

5.  Grounding wire 1.8m

6. User manual CD-disc

7. Wall/mast mounting kit, including one (1) band clamp

T
OB
& © O

Version 1.02



2.2 Locate the Wireless client bridge and Inline
Power Injector Ports

B Interface on the Wireless client bridge Unit
v' Ethernet Port |1 for connecting the RJ-45 CAT-5 Ethernet
cable.
v' RS-232 Console Port |2 for connecting the 1.8m RS-232 null
modem console cable.

NOTE: The RJ-45 Ethernet cable is not provided in Wireless client bridge
shipping package as an accessory. User can find one from
computer store in accordance with the length required for outdoor
deployment.

NOTE: How to make up Water protect kit

Ardent shrink casing pipe
Water protect kit

PS:1.Red line is RJ-45 cable
2.Use dryer blew Ardent shrink casing pipe

Before After

I———

B Interface on the Inline Power Injector

Version 1.02 4

v' Data Input Port 3/ for connecting cross-over Ethernet Cable to
PC or straight Ethernet cable to Hub Switch Router.
v' 110~240VAC, 50~60Hz AC/DC power adapter DC Input Port

v Power & Data Output Port [5 for connecting the 30m RJ-45
CAT-5 Ethernet Cable.
v Grounding Port g,

NOTE: The cross-over or straight type Ethernet cable is not provided in

Wireless client bridge shipping package as an accessory. User can
find one from computer store in accordance with the length required
for indoor deployment.

B Mount Wireless client bridge on A Wall/Pole

The Wireless client bridge can be mounted on the wall, you can use the
Wall Mount kit to mount the Wireless client bridge as shown in Figure
2.2.1.
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2.3 Preparing Installation

Before installing Wireless client bridge for the outdoor application in a hard-
to-reach location, we recommend to configure and test all the devices first.

For configuring the Wireless client bridge, please follow the quick steps
below to power up the Wireless client bridge.

Step 1:
Console Port
Figure 2.2.1 Connection
You can also mount the Wireless client bridge to the mast as shown in
Figure 2.2.2.

Step 1 Attach the 1.8m RS-232 null modem console cable to the Console
Port on the Wireless client bridge unit (refer to page 4), and the
other end (DB9 female type) to a terminal or a PC running a
terminal emulation program.

Step 2 Plug the DC plug of the AC/DC power adapter into the DC Input
Figure 2.2.2 Port of Inline Power Injector and the wall-mount plug into a power
outlet or power strip (refer to page 4). The Power LED on the Inline
Power Injector will light up.

Step 3 Run the cross-over type uplink Ethernet cable from Data Input
Port (refer topage 4) to the Ethernet port on a PC

Version 1.02 6 Version 1.02 7



NOTE: This connection is required for setting up initial configuration
information. After configuration is completed, the RS-232 null
modem console cable shall be removed, and run a cross-over
Ethernet cable from Data Input Port to PC, or a straight Ethernet
cable to LAN connection, e.g. Hub.

Step 5 Attach one straight Ethernet cable to the Power & Data Output
Port on the Inline Power Injector(refer to page 5).

Step 6 Plug the other end of the straight Ethernet cable to the Ethernet
Port (refer to page 5) on the Wireless client bridge.

When the Wireless client bridge receives power over the Ethernet cable,
the Wireless client bridge will start its boot sequence and the Active LED
on the Inline Power Injector will light up.

You can configure the Wireless client bridge via HTML browser, such as

Microsoft Internet Explorer or Netscape Navigator from a remote host or
PC.

Version 1.02

2.4 Basic Configuration

2.4.1 What you need to know

The Wireless client bridge can be configured into two operation roles,
including Wireless Client Bridge and Wireless Client Router.

The Wireless client bridge is shipped with default configuration to function
as a client bridge between an Ethernet and Wireless network by attaching
Wireless client bridge to the wired LAN simply. If user would configure
Wireless client bridge, please refer to the following procedures.

2.4.2 Basic Configuration Steps

This section describes a five-step configuration procedure to setup
Wireless client bridge workable upon your topology requirement.

Step 1 Select an operation mode for Wireless client bridge on the web
page “/General Config/System/”, and click [FINISH] to refresh this
page.

Step 2 Modify the factory-default parameters on the web page “/General
Config/System/”, and click [FINISH| to save the changes.

Step 3 Modify the factory-default parameters on the web page “/General
Config/Wireless/", and click [FINISH| to save the changes.

Step 4 (Optional) Modify other parameters on the web page “/General
Config/”, and click FINISH| to save the changes.

Step 5 Move to page “/Utility/Administration/”, select the Save

then Restart| and then click [FINISH| to take effect on the previous

configuration changes.
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2.4.3 Login into the Web Interface

The Wireless client bridge supports access to the configuration system
through the use of an HTTP Interface.

B Web Configuration

Before configuring Wireless client bridge, user needs to know the IP
Address assigned to the unit. When shipped from the factory, the IP
Address 192.168.5.99 was assigned to the Wireless client bridge by
default. To start a web connection, use http://192.168.2.1

B [dentify the IP Address assigned to the unit

However, user may change the IP Address later and cannot connect the
unit by using the default IP Address. In this case, it is a must to identify the
Wireless client bridge current IP Address before configuring. To identify the
IP Address, user can use the serial port (refer to page 4) to gain access of
the current network status.

To start a Serial Port connection by following the steps below.

Step 1 Attach the RS-232 null modem console cable (refer to page 4 and
page 6) to the RS-232 Console Port on Wireless client bridge.
Connect the other end to a terminal or a PC running a terminal
emulation program.

Step 2 Set the terminal to 115200 baud rate, None Parity, 8 data bits, 1
Stop bit, and ANSI compatible.

Step 3 Run a terminal emulation program on PC, such as Hyper
Terminal, and set the following connection properties.

Step 3.1 Click the Start icon > Program > Accessories >
Communication > Terminal.

Step 3.2 Create a new connection file, and select a Com Port
<COM1, COM2, etc., depending on PC> with
115200bps / 8-bits / 1-stop.

Step 3.3 Click the properties icon in the Tool Bar > setting >
select Emulation terminal VT100 > ok.

Version 1.02 10

Step 4 Reboot Wireless client bridge.

Step 5 When the Wireless client bridge is powered up, the “Current
Network Status” will be displayed as shown below.

File Edit Miew Call Transfer Help
Dlﬁj @13_] §§§D|E1|

Current Metwork Status @ Central Wireless Bridos

Bridge IF Address = 192
BEridas MAC Hddresa = [BB—BE—GF—BI—?G—CE]
Wireless LAM Channel ¢ 1 S55ID @ wireless

Press 's' or "5 to show Current Hetwork Status.
Press 'd" or "D" to reset to default
Fress "Esc® to reboot.

B Web Access Procedures

Once you identify the IP Address assigned to Wireless client bridge, use
web browser to configure Wireless client bridge through the HTTP
Interface. The following procedure explains how to configure each item.

Step 1 Open your browser and enter the IP Address

Step 2 Press <ENTER> key and the Wireless client bridge Login screen
appears as shown below.

Enter Network Password . ﬂﬂ

Please tppe vour user name and password.
Site: 152.168.21

Realm System Setup

User Mame Iroot

Password I*

oK I Cancel
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Step 3 Enter “root” in the User Name and the Password fields, and click
to enter the web configuration user interface screen as shown
below.

A Wizeless Client Brid ge Remote Management and Confignration - Miczosofi Internet Explozer

#BED FEE WRO HHREFW IAOD HAD "
Qix - © RNEG Owe foomnz @we @ 35 - LE 3

D) [@) hip921682 1/ v| B e =2 >
man - v Pum - JBERT  (BE  ROERERS Q) - o Htwil g Meengr (D 38N &

[> General Config

Function Overview
Following list is the general configuration and short discription for the Ourdoor Wirelsss Access Foint systen. If you want b see more
information, click the link of specific featute on the lefl window.

7 Running Status

System Setup:

= Host Information:
Vo can input this A ccess Point host name

= Operation Mode:
Thete are four operation modes. Vou can select one to use.

u Wireless hiterface Address:
Vou can input IP address and subnet mask.

= Ethernet nterface Address:
Viou can input 1P address and subnet mask.

= NAPT:
"Enable" or "Disable" NAPT service.

= DNS Server IP:
Vou can input two different DNS server address.

TCPAP - Virtual Server:

) © RS

B Web Configuration Structure
The web configuration user interface is grouped into a tree structure, and
contains the following settings or information.

YV General Configuration

® System

® TCP/IP
— SNMP

® \Wireless

Y Running Status
® System Info
@ Statistic Info
Version 1.02 12

@® Site Survey
® Wireless Link Info

V Utility
® Software Upgrade
® Administration

Move through the tree by clicking on an icon to expand or collapse the tree.
The nodes on the tree represent web pages that allow viewing and
modifying the parameters.

2.4.4 Set IP Address, Subnet Mask, Default Route IP

/A Wireless Client Bridge Remote Management and Configuration - Microsoft Internet Explorer

HEE BHO BRT HBOEEW T80 HEO o
Q= O [x[@ @ Lms Jeaame @ue & -2 E-LUE 3
R | @) hpo192.168.2.1 v B = @ -

@ Wireless Client Bridge
¥ General Config

* Host Information:
HostName | SendFarSU

o IP Use MAC Addr. @ Disable OEnable

> Running Status s Bridge IP Addvess information:

= Baidge IP Address 192.168.2.1
> Utility

Bridge Subnet Mask | 255 255 2550

Default Gateway [P Address |192.168.2.254

DO

€7 © R

B Host Information
The Host Name is not an essential setting, but it helps to identify the device
in network. Use this setting to assign a name to the device.
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B P Use MAC Addr.

You can choice Enable or Disable. If you choice Enable , it will set IP =
10.X.X.X that used to last 3 MAC Address ID.

For example :

MAC Addr = 00:47:55:43:43:49 => |P = 10.67.67.73(43hex=67decimal)

If you choice Disable you need setting Bridge IP Address Information.

B Bridge IP Address
Use this setting to assign or change the Wireless client bridge IP address.

B Bridge Subnet Mask

Enter an IP subnet mask to identify the sub network so the IP address can
be recognized on the LAN.

B Default Gateway IP Address

Enter the default Gateway IP Address, and click FINISH| at the bottom of
this page to complete the modification of this page.

2.4.5 Set Wireless Encryption for Wireless Interface

The Wireless client bridge supports 64-bit and 128-bit WEP encryption.

For 64-bit WEP encryption, an encryption key is 10 hexadecimal characters
(0-9 and A-F) or 5 ASCII characters.

For 128-bit WEP encryption, an encryption key is 26 hexadecimal
characters or 13 ASCII characters.

Modify the WEP encryption parameters on the web page “/General

Config/Woreless/”. Enter 1~15 characters into the WEP Key field, and
click to generate the WEP64 or WEP128 key patterns.

Version 1.02 14

2.4.6 Change Supervisor Account & Password

Enter the Utility > Administration page. The figure below shows the
Utility/ Administration page.

/2 Wireless Client Bridge Remote Management and Configuration - Mirrosoft Internet Explozer

BWRE BHE BRO EHEER IAEQ HE® *
Q- © HRAG Lz dronz @se © -2 m-JE 3
#3UD) &) ntp:102 16821/ v| B BE & >

v P2 - PEART ] WE  G0HERERSE (0 - o Homal §§ Mesenger [ $E9MSN @]

msa¥! -

¥ General Config

This page offers the fimetion to write new configuration data into flash memory.
Afer updating the configuration, the server must be restarted and then the setting will work

When restarting the system, the browser session will be disconnected. After waiting for several minutes, you may either press the
browser's reload button, or close the browser and re-open it.

= Supervisor Account:
SupervisoeID |root
Supervisor Password  ssss

Password Confirm  eees

u System Management:
@ Save only
© Restart only
© Save then Restart
O Reset parameters to Factory Default

Cantion:
TF you want to reset system parameters to Factory Default, the Wireless Access Point will be restarted and your browser session
will also be disconnected. All the corfigurations now will be lost 11

&) ntp#193.168 21 fuliebost et © EEEE

B  Supervisor Account

Change the supervisor’s user name and password in the Supervisor
Account field, and click FINISH|to take effect on the previous configuration
changes.

B Apply the New Settings

Step 1 Enter the Utility > Administration page, select the Save then
Restart to apply the new configuration settings.

Step 2 Click FINISH| to take effect on the previous configuration changes.

I Hint: It takes about 10 seconds, to complete the restart process. I
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2.4.7 Upgrade the Firmware

M  Setup your TFTP Server

The Trivial File Transfer Protocol (TFTP) Server allows you to transfer files
across a network. You can download the firmware files for Wireless client
bridge upgrades.

After the TFTP Server is installed, make sure you have the proper TFTP
Server IP address, the proper Wireless client bridge firmware files, and the
TFTP Server is operational.

B Update the Firmware using the TFTP method

Step 1 Enter the Utility > Software Upgrade page as shown in the figure
below, and can use TFTP to upgrade Wireless client bridge. Here,
user must specify the TFTP server IP and select which file you
want to upgrade it (Program image, Web image), then click
button to start the TFTP upgrade process.

Step 2 If the upgrade process is success, the Wireless client bridge will
apply the new settings and start rebooting right away.

Hint: You must set up a TFTP Server and this server must contain the
latest new image files.

Version 1.02 16

2 Wireless Client Brid ze Remote Management and Configaration - Microsoft Internet Explorer

BED RHE RO BHREW TED HEO i
Qi O HRAG Pmkome @ee @ 2 % w-JH 3

0 [ @) hpnoz 168210 v B BE &>
LTI v Pma - sEAEST EE  CHEEEAE D - o fovwl G Mesigr (D B840 @

eneral Config

Please Fill in The Following Software Upgrade Tnformation:

= Upgrade Mode & TFTP Parameters:
TETP BerverIP Adddress: |192.168.2.168

Select Upgrade Mode Upgrade Filename
IFl Program Image SUSW.Bin
O Web Image SUFS.Img |

OO®

8] p#192.168.2 intliwp.sht © FEEE

B Upgrade the Firmware using RS-232 console
Please refer to Provision 2.4.3 that introduces how to use RS-232 console
port.

B [dentify the IP Address assigned to the unit.

Step 1 If the connection is normal, when the Wireless client bridge is
powered up, the “Current Network Status” will be displayed as

File Edit Wisw Cal Transfer Help

Current Metwork Status : Central Wireless Bridos

Bridge IP Address = 132.168.2.1
Bridge MAC Address = [BE-@2-6F-81-76-C21
Wireless LRAN Channel @ 1 5510 @ wireless

Press "s' or "S" to show Curremnt Metwork Status.
Press "d" or "D" to reset to default.
Press "Esc' to reboot.




shown below.

Step 2 Press <Esc> keystroke to reboot the Wireless client bridge. Press Step 4 Select “F -- upgrade Flash memory” and it will display upgrade
<x> key during the boot process, and it will display prompt items for selection as the figure shown below.
character NetARM> as the figure shown in the next page.

File Edit Mew Call Transfer Help
Facket Filter Rules Initialized I11 D 5|8| 0ls
RUNTAZE id=11 httpd timer task... (45168 BI0S Uersion 1.01B 2002,08,05 7
RUNTASK 1d=12 hting MultiTask... Pracdssing Systen Check Lo =
Software Version - HWLAW 1.31.201RC2
Current Network Stat= 192 168.2.1 e L S
Bridge MAC Address = [00-02-8F-01-76-C2] Toshiba TC58FUT16BA found.
Wireless LAN Chterface [P = 192.168.10.1 NetARM> h
Presz 'z' or '8' to show Current Metwork Status. g T Eigg:yf]{:'s"ﬂ o
Press 'Esc' to reboot. F — upgrade Flazsh memory
hwlan_shut G — Go. start rom image
hwlan_shut 8 — Sawve image to file
LOOPBACE device O SHIUTTDOWN! n - gﬂl’ fiessages
now rebooting. .. ng Svstem Check. U —— Ueibe Hoc addoes
¥ — 8witch download-upload protocol
P — upload Program to ram and execute
R — Rehoot
45108 BIOZ Version 1.01B 2002/08/05 HetARM> £
Little Endian/10 321924 1:B00T 3:80HO0, 4:WEBIMG, 5:APFW, 6:CONFIG, 7:SSMAC, default:SOHO
Tozhiba TCx select area: _
Mow, =witch to [Hmodem] protocoll!l 1 | #
4 3
NetARM- Connected 0:04:08 |ansTy [liszooen1 [SCROLL [EAPS  [wum [Sapfure  [Print echo o
Step 5 Select “3: SOHO” and select “4: WEBIMG” to update the firmware
Step 3 Press “h” keystroke, it will display related commands as the figure files one by one.

shown below.
Step 6 While the window starts to display “C” character continuously, click

sl B e Sl ey Transfer and select the new firmware files <soho.bin> file, press
Dl 53] 0B “OK” to start to transfer file to Wireless client bridge.
=l
S e Step 7 Select “4” to upgrade WEBIMG file. The procedures are the same
rocessing System Check N | )
with upgrading SOHO file (go back to step 5), but should select
] <pfs.img> file correctly for WEBIMG file upgrade.
45188 BIOS Uersion 1.01B 2082./88.85%
b e e
gginﬁng o ound- Step 8 After the upgrade completes, remember to press “R” keystroke to
E — gzgg:yflggﬂ memory section rEbOOt the System.
F — upgrade Flash memory
G — Go,. start rom image
ﬁ T ﬁaie image to file - - = =
M — Dunp Mac:addwess Note: The default transfer protocol is using “Xmodem”, so please make
- Meite Macoaddrecs sure you select correct protocol to download/upload files when you
—— Switch download~-upload protocol 3 3 ) , ) )
E — upload Progran to ram and exccute try to upgrade the Wireless client bridge’s firmware files.
NetARM>
4| | »
Connected 0:03:32 AMNSTWN 115200 8-K-1 |SCROLL !CP.PS |NL|M |Capture Print echa 4
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2.4.8 Back-up the Wireless client bridge’s Configuration
Files

After configuring Wireless client bridge, user can back-up the configuration
files. User can upload the latest back-up files and recover the Wireless
client bridge configuration to the settings specified in the back-up files.

B Downloading Configuration Files

Just being the same with firmware upgrade procedures. After the prompt
character NetARM> is displayed, select “S — Save image to file”, and then
select “6: CONFIG” to back-up the Wireless client bridge configuration as
the figure shown below. The back-up file will be saved as <CONFIG.IMG>
file.

Eile Edit Yiew Call Transfer Help

0[] 58| ol =

Now, switch to [Emodem] protocol?? _:]

NetARM> f

1:B00T 3:80HO,. 4:WEBIMG. S5:APFW. 6:CONFIG. 7:88MAC, default:S0HO
zelect area:

start your xmodem program now...C®f lash operation aborted!?

NetﬂRH) h
memory Dump

—— Erase flash memory section

— upgrade Flash memory

—— Go, start rom image

— Save image to file

—— Help messages
Dump Mac address
—— Wpite Mac address
—— Switch download-upload protocol
—— upload Program to ram and execute
—— Reboot

ST OO T
|
|

MetARM> =
1:BOOT 3:S0HO. 4:WEBIMG. 5:APFY. 6:CONFIG,. 7:85MAC, default:S0HO

select area: _
-
4 | 3|

45108 BIOS Yerzion 1 DlB 2002/08/05

Little Endian/10.321

Toshiba TUSSFYT1604 found

NetdRM=

1:BOOT 3:30HO, 4:WEBIMS, S:APFW, A-CONFIG, 7:33MAC, default:30HO
zelect area: B

start vour smoden program now. . CCCCCCCCCCCCE

erazing 0xe30000__ .. donel

Programming. ... ..... domne!

MetARM= f

1:BOOT 3:30HO, 4:WEBIMS, S:APFW, A-CONFIG, 7:33MAC, defaunlt:30HO
zelect area: B

start your smodem program now. . CCCCCCCCCCCCCTOCO0R55326

ata recieved ok.

start flash DperatlonT (vl N]D v
erasing 020000, ... dome!
programming . ... __... done!

MetARM:= _I
b

[connected 0:12:47 |ansTu [115zo08-M-1  [SCROLL  [CAPS  [wum  [Capture  [Print echo 7

B Uploading Configuration Files

To upload an configuration file to Wireless client bridge, user should select
“F -- upgrade Flash memory” and then select “6: CONFIG”. While the
window starts to display “C” character continuously, click Transfer and
select the preferred <CONFIG.IMG>, then press OK to start transferring file
to Wireless client bridge.
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Note: Remember to press “R” to reboot the system after you upload the

configuration file to the Wireless client bridge
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Chapter 3. Network Topologies

This chapter describes several main types of installations implemented by
using the Outdoor Wireless System commonly. This is by no means
intended to be an exhaustive list of all possible configurations, but rather
shows examples of some of the more common implementations. The
Wireless client bridge can only be configured into Wireless Client
Router/Bridge to accomplish the broadband wireless point-to-point, point-
to-multipoint systems with Central Bridge as the figure shown below.

i

The Wireless client bridge performs in either router or bridge mode. In a
Point-to-Multipoint topology, all communication between network systems is
done through a centralized agent. Among the Outdoor Wireless
Router/Bridge products, the centralized agent is Central Router or Central
Bridge and the individual network notes may be Wireless Client Router or
Bridge .

Cental Router/Bridge . RF Cable FRemote RouterfBridge= ==

Ethernet Cable =

Hub, Switch
or Router

Inline Power Injector = Ethernet Gable

To show the available Point-to-Multipoint topologies, the following examples
are provided.

Wireless Client Bridge-to-Central Wireless Bridge
Wireless Client Router-to-Central Wireless Bridge
Wireless Client Bridge-to-Central Wireless Router
Wireless Client Router-to-Central Wireless Router

A w DR
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3.1 Wireless Client Bridge-to-Central Wireless
Bridge

192.168.2.2 192.168.2.1

Remote RB (Bridge) Central RB (Bridge) 1:20-;?3;5-1?4
anle

Pt U VL I L
Channel : 1
SSID: wireless

< 3 =
PC? E
192.168.2.240 = DHCP Server
192.168.2.241 Radius server 192.168.2.5

192.168.2.100

Step 1 Set the Central Outdoor Unit 1 (hereinafter, “COU”) to perform a
bridge (bridge IP address: 192.168.2.1).

Step 2 Set Wireless parameters on COU: Channel (1) and SSID
(wireless)

Step 3 Set the Remote Outdoor Unit 2 (hereinafter, “ROU") to perform a
bridge (bridge IP address: 192.168.2.2).

Step 4 Set Wireless parameters on ROU: Channel (1) and SSID
(wireless), and these parameters must be the same with COU.

Step 5 Left side subnet is transparent to the right side.

Step 6 DHCP server assign IP address to PC1 and PC2

Remarks:
*1 COU refers to Outdoor Wireless Router Bridge
*2 Both and Wireless client bridge could function the role of ROU
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3.2

Wireless Client Router-to-Central Wireless

Bridge

L7

192.168.10.240

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

192.168.2.1

Central RB (Bridge)  192-168.2.254

Remote RB (Router) ADSL/Cabl
ahle

192.168.2.2

soer (00
1
server kil r Channel : 1

192.168.10.1 SSID: wireless

NAT

=

Radius server
192.168.2.100

DHCP Server
192.168.2.5

192.168.10.241

Set the COU to perform a bridge (bridge IP address:
192.168.2.1).

Set Wireless parameters on COU: Channel (1) and SSID
(wireless).

Set the ROU to perform a Router (Wireless Interface IP:
192.168.2.2, Ethernet Interface IP: 192.168.10.1). It is a must to
enable NAT on Wireless Interface (default route is
192.168.2.254).

Set Wireless parameters on ROU: Channel (1) and SSID
(wireless), these parameters must same with COU.

Set the DHCP server service on the ROU and apply it on Ethernet
Interface.

The ROU assigns IP addresses to PC1 and PC2
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3.3 Wireless Client Bridge-to-Central Wireless

Router
HAT
192.168.1.2 —_—
Remote RB (Bridge) Central RB {Router) 192.168.2.254
192 168.1.1 197.168.2.1 ADSL/Cable
i Internet
Channel : 1 ul ) \/J
SSID: wireless DHCP
server
=]
192.168.1.240 b2 o —
DHCP Server
192 168.1.241 Radlus server 192.168.2.5
192.168.2.100
Step 1 Set the COU to perform a Wireless Router (Wireless Interface IP;

Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

192.168.1.1, Ethernet Interface IP: 192.168.2.1). It is a must to
enable NAT on Ethernet interface (default route: 192.168.2.254).

Set Wireless parameters on COU: Channel (1) and SSID
(wireless)

Set the DHCP server service on the COU and apply it on Wireless
Interface.

Set the ROU to perform a Bridge (Bridge Interface IP:
192.168.1.2).

Set Wireless parameters on ROU: Channel (1) and SSID
(wireless), and these parameters must be the same with the COU.

The COU assigns IP addresses to PC1 and PC2.

The operator can also disable NAT behavior on COU to make the
two subnets transparent.
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3.4 Wireless Client Router-to-Central Wireless
Router

NAT

-
Central RB (Router) 192.168.2.254

Remote RB (Router)
192.168.2.1 ADSL/Cable

192.168.1.2  192.168.1.1

DHCP “ 1)
server (KMl r Channel : 1
192.168.10.1 SSID: rb8100

PC 1 NAT

1]

192.168.10.240 PC2 E! —
—" DHCP Server
192.168.10.241 Radius server 192.168.2.5

192.168.2.100

Step 1 Set the COU to perform a Wireless Router (Wireless Interface IP:
192.168.1.1, Ethernet Interface IP: 192.168.2.1, default route:

192.168.2.254).

Step 2 Set Wireless parameters on COU: Channel (1) and SSID
(wireless).

Step 3 Set the ROU to perform a Wireless Router (Wireless Interface IP:
192.168.1.2, Ethernet Interface IP: 192.168.10.1, default route:

192.168.1.1).

Step 4 Set Wireless parameters on ROU: Channel (1) and SSID
(wireless), and these parameters must be the same with COU.

Step 5 Set the DHCP server service on the ROU and apply it on Ethernet

Interface.

Step 6 The ROU assigns IP addresses to PC1 and PC2.

Version 1.02

The operator can also disable NAT behavior on COU and enable NAT
behavior on ROU (enable NAT on Wireless Interface). In this case, any
outgoing packets will transfer to 192.168.1.2.

The operator can also enable NAT behavior on COU (enable NAT on
Ethernet interface) and enable NAT behavior on ROU (enable NAT on
Wireless Interface).

Version 1.02
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2 Wireless Client Brid ze Remote Management and Configaration - Microsoft Internet Explorer

WRE WO BRE BOEEW 180 O a*

Chapter 4. Network Parameters Q% O HNRAG Om frovee @uu @ -3 w-[JH B
FEULED) (@) ntp:192. 16821/ v B BE &>
e v Pma - sEAEST EE  CHEEEAE D - o fovwl G Mesigr (D B840 @

4.1 IP Configuration

. Wll’e|eSS C“ent Brldge Ge}'leral Config

Config Following Community Parameter.
Select ons community index From the table below and eficl Modify* buttom Lo modify specific item.

Step 1 Enter the IP Address manually into the Bridge IP Address field.

= Table of curvent comuruity pool:

Step 2 Use Bridge IP Address setting to assign or change the bridge’s IP ] Eme |
address. 02 Enable Wite private
Q3 Disable
(o7 Disable
Step 3 Click [FINISH) at the bottom of this page to complete the 05 Disable
modification of IP address. —

Config Following Trap Host Parameter.
Select ons trap host index from the lable below and eick Modify' buttom to modify specific item

= Table of curzent trap hostpool:

Index Version IP Address Communii
4.2 Configure SNMP .
@1 Warsion 1 192.168.2.168 public
Q2 “ersion 2 192.168.2.80 public ~

&) hp#192.168.2.1 & R

Select the “/General Config/ TCP/IP/SNMP”, and the SNMP screen
appears. The figure below shows the current SNMP community pool and

trap host pool. 2. Specify the Validity, Access Right and Community field.

v Validity. Select Enable or Disable to control this

4.2.1 Configure Community Pool community.

v" Access Right. Select a command from the pull down menu

The SNMP Community Pool has five entries. for this field.
1. To modify the entry, click the select button beside the entry v' Community. Enter the password related the Access Right
index number and click [Modify]. The configuration page in this field.

appears as the figure shown below.
3. Click to refresh the current community pool.

4. To modify another community entry to the current community
pool, repeat step 1 through step 3.

5. When you have modified all the entries preferred, click [FINISH|.
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4.2.2 Configure Trap Host Pool

The Trap Host Pool has five entries.

1. To modify a entry, click the select button beside the entry index

number and click | Modify . The configuration page appears as
following figure.

/A Wireless Client Bridge Remote Management and Configuration - Microsoft Internet Explorer

BEO ®EE BRO BOSEW IAD HE® o
Q7 O KRG Pmedrmonz @ew @ 3-5 @-J@ 3

D) | @) o681 v B s &R
men™ - v PEs - 2@ERT 8E  CHEREEEQ - oo Homa 33 Messer (B KA MIT @]

Disahle
Os Disable

Config Following Trap Host Parameter.
Select one teap host index from the table below and elick Mo dify' buttom to modifyy specific item.

e = Table of current trap host pool:

Index Version IP Address Community
@1 Wersion 1 192168 2 168 public
o2 Wersion 2 192.168.2.80 public
[@k] Disable
(eF} Disable
(o] Disable
v
k=)
v
&) hi192.16821 sht D FEE

2. Specify the Version, IP Address and Community field.

v" Version. Select Disable, Version 1 or Version 2 to control
this trap host.

v IP Address. Enter the Trap Host IP Address.

v/ Community. Enter the password in this field.

Version 1.02 30
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Click to refresh the current trap host pool.

To modify another trap host entry to the current trap host pool,
repeat step 1 through step 3.

When you have modified all the entries preferred, click FINISH
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4.3 Configure Wireless related parameters

Step 1 Select “/General Config/Wireless” and the Wireless LAN
information page appears as the figure shown below.

2 Wireless Client Brid ze Remote Management and Configaration - Microsoft Internet Explorer

WRE WO BRE HOEEW 180 O a*

Q7 O KRG Prs ez @re @ -5 w-JEd 3
FEULED) (@) ntp:192. 16821/ v B BE &>
msn” - v Q= - SEEET RE X HEHRERS @ - o Homal 3§ Mesenger (8 HEI MK ﬁ]

Wireless LAN information.
= Wireless LAN Configuration:

1ts Threshold: |60
frag Threshold: (2346

S50 |wireless

Station Hame: |ap |
WEP Key: |wepkey

v Utility WEP: OWEP128 OWEPEd (@ Disable

. DefaitKey: [1 v

wepsdkesl 01 |01 |01 Jj; o1

WEPEKeyz 12 |02 |2z ;2 |2

WEPGAKey3: 03 |03 |03 |03 |03

WEPGAKeyd (04 |04 |04 |04 | |04

wEpgkert 01 |0 Jjor o Jor Jjor Jo fjor w0 fjor o1 Jo Jjor |
WP Key2 12 |02 [z o2 [z o2 Jloz 2 Joz 2 Jl fe2 e

WEPLEKey%: 03 |03 |03 |03 & |3 |3 |3 & ;3 [ |3 |

@:] ittp:#192,168 2.1 fbeonfig/hudlan. sht B FEREER

Step 2 In the Wireless LAN information page, set the following parameters
suitable for your radio network.

v’ rts Threshold (default parameter: 60)

v frag Threshold (default parameter: 2346)
v" SSID (default parameter: wireless)

v Station Name (default parameter: ap)

Step 3 Click radio button to disable WEP or enable 64/128 bit WEP
services (default parameter: disable). If WEP is enabled, input
corresponded Default Key index and WEP Key and then click
to generate the WEP64 & WEP128 key patterns.
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Step 4 Click FINISH| at the bottom of this page to complete the
modification.

The following gives more info about the parameters set in the Wireless LAN
information page to users.

M rts Threshold

The setting determines the packet size, ranging from 0 to 2339 bytes, at
which the bridge issues a request to send (RTS) before sending the packet.
A low RTS Threshold setting can be useful in areas where many client
devices are associating with the access point, or in areas where the clients
are far apart and can detect only the bridge and not each other.

B frag Threshold

The setting determines the size, ranging from 256 to 2338 bytes, at which
packets are fragmented (sent as several pieces instead of as one block).
Use a low setting in areas where communication is poor or where there is a
great deal of radio interference.

B SSID

The Service Set ID (SSID) can be any alphanumeric, case-sensitive entry
from 2 to 32 characters long. This string functions as a password to join the
radio network.

B Station Name
Enter any alphanumeric, case-sensitive entry.

B WEP Key

Enter 1~15 characters for 64 and 128 bits WEP KEY encryption, and then
click to generate the WEP64 & WEP128 key patterns
automatically.

B WEP
User can Disable or enable 64/128 bit WEP services here.

B Default Key
Select an encryption key from the pull down menu.

B WEP64 Keyl~4 & WEP128 Keyl~4

The keys in these fields can be generated automatically by
function. For 40-bit encryption, enter 10 hexadecimal digits; for 128-bit
encryption, enter 26 hexadecimal digits. Hexadecimal digits include the

Version 1.02 33



numbers 0 through 9 and the letters A through F. The 40-bit WEP keys
can contain any combination of 10 of these characters; the 128-bit WEP 4.4 Util ity
keys can contain any combination of 26 of these characters. The letters are
not case-sensitive.
4.4.1 Software Upgrade

Step 1 Click Utility, select Software Upgrade page as the figure shown
below, and then use TFTP to upgrade AP. In the Utility — Software
Upgrade page, user must specify the TFTP server IP and select
by which file to upgrade (Program image, Web image), then click
OK button to start the TFTP upgrade process.

Step 2 If the upgrade process is success, the AP will apply the new
settings and start rebooting right away.

Hint: You must set up a TFTP server and this server must contain one
latest new image.

/3 Wireless Client Bridge Remote Management and Configuration - Microsoft Internet Explorer Q@|@
BEO ®EE BRO BOSEW IAD HE® o

Q7 O KRG Pmedrmonz @ew @ 3-5 @-J@ 3
D) | @) o681 v B s &R

ms® - v Puwe - SEEST  AME 0 HERERT © - o Homal 3 Messagr (R %80 MY @&

Please Fill in The Following Software Upgrade Information:

= Upgrade Mode & TFTP Parameiers:
TETP Server P Address: |192.168.2.168

Select Upgrade Mode Upgrade Filename
al Program Image SUSW Bin
0 \Weh Image SUFS Img

VO®

_@J hitp:#192.168 2.1 futiliswup. sht P FRERER
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4.4.2 Administration

Step 1 Click Utility, Administration. The following figure shows the
Utility — Administration page.

/2 Wireless Client Bridge Remote Management and Configuration - Mirrosoft Internet Explozer

BWRE BHE BRO EHEER IAEQ HE® *
Qir - O HNBG P drooer @me @ 3-5 w-JE 3

#3UD) &) ntp:102 16821/ v| B BE & >
i v| Pum - smEST B X HEREIS @ - o Homal 3 Mesmer (R EfMIN &

This page offers the fimetion to write new configuration data into flash memory.
Afer updating the configuration, the server must be restarted and then the setting will work

When restarting the system, the browser session will be disconnected. After waiting for several minutes, you may either press the
browser's reload button, or close the browser and re-open it.

= Supervisor Account:
SupervisoeID |root
Supervisor Password  ssss

Password Confirm  eees

u System Management:
@ Save only
© Restart only
© Save then Restart
O Reset parameters to Factory Default

Cantion:
TF you want to reset system parameters to Factory Default, the Wireless Access Point will be restarted and your browser session
will also be disconnected. All the corfigurations now will be lost 11

&) ntp#193.168 21 fuliebost et © EEEE

v/ Supervisor Account. Change the supervisor's user name
& password in the Supervisor Account field, and Click
to take effect on the previous configuration
changes.

v Apply the New Settings. Click Utility, Administration,
select the [Save] then [Restart] to apply the new
configuration settings.

Step 2 Click |[FINISH| to take effect on the previous configuration changes.

I Hint: It takes about 10 seconds, to complete the restart process. I
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Chapter 5. Monitor Information

User can find the system running status and other information on this
window. Click the Running Status link on the left window, use can choose
which function that he wants to monitor.

B General System Information
The following information can be found in this block.

Product Model
Host Name
Software Version
Build (Built by)
Boot Code Version
Web Version
System Uptime

AN N N NN NN

B General System Status
The following information can be found in this block.

Operation Mode
Bridge IP Address
Bridge Subnet
Wireless SSID

AN NI NN

B Services Information
This block shows whether the following services are enabled or disabled.

NAPT

SNMP

MAC Filter

WEP encryption.

AN NI NN
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5.1 System Information

By selecting “Running Status/System Info”, enter the System
Information page as the figure shown below.

2 Wireless Client Brid ze Remote Management and Configaration - Microsoft Internet Explorer

BREE ®EE BRO BHSREWw IAQD HBEE Ui

Q- © MR LOns Joompz @ue © -2 w-JE 3

FEULED) (@) ntp:192. 16821/ v B BE &>
mer® - v Pws - PEEAT  \WE 50 HERERE @ - o Homal $ Mesener [ #87MSK @

eneral Config

General System Information.

e General System Information :

Product Madel B9
Host Name SendFarsU
Software Version  SendFar SU ver 1.39.003 - 2004/10/22
Build SOLUTIONS 5. L%
Boat Code Version 1.01BX
Web Version 1.37%
System Uptime 32 min 29 sec

+ General System Status :
Operation Mode  Wireless Client Bridge

Bridge IP Address 192168.2.1
Bridge Subnet Mask 256,256 2650
Wireless SSID wireless

* Service Information :
SNMP Enable
MAC Filter  Disable
'WEP Encryption Disable

@:] ittp:#192,168 2.1 Antil’S ysindo. sht B FERERERS

In this page, user can find the system information and most of the running
parameters.

Version 1.02 38

5.2 Statistic Information

By selecting “Running Status/Statistic Info”, the figure below shows the
Statistic of Interface page.

2 Wireless Client Brid ze Remote Management and Configaration - Microsoft Internet Explorer

BREE ®EE BRO BHSREWw IAQD HBEE Ui
Qi7 O RRAG Onedosonr @ue @ 23 w-LE B

FEULED) (@) ntp:192. 16821/ v B BE &>
LTI v Pma - sEAEST EE  CHEEEAE D - o fovwl G Mesigr (D B840 @

% General Config

Statistic Table.

* Statistic Table :

Interface | In Packets  Out Packets In Bytes Out Bytes
Wireless 0 il i 0
Ethemet 527 451 63495 199060

8] p#192.168.2 Ll TA Tindo sht © FEEE

In this page, user can find the packet statistic of each interface, Wireless
and Ethernet. This statistic table includes the following information.

In Packets
Out Packets
In Bytes
Out Bytes.

ANANENEN
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5.3 Site Survey

By selecting “Running Status/Site Survey”, enter the Site Survey page as
the figure shown below

2 Wireless Client Brid ze Remote Management and Configaration - Microsoft Internet Explorer

BED RHE RO BHREW TED HEO i
Qi O HRAG Pmkome @ee @ 2 % w-JH 3

FEULED) (@) ntp:192. 16821/ v B BE &>
msn¥ - v Q= - SEEET RE X HEHRERS @ - o Homal 3§ Mesenger (8 HEI MK @_\

eneral Config

Site Survey Page.

= Site Survey Information :

SSID BSSID Channel = Type Encrypt | Signal Select

3com 00:0D:54:9F:02:0C 5 AP no 2 [
Sendfar_11g 00:0E:6A:DE:B1:94 7 AP yes 14 (0]

sendfar 00:02:6F:03:0F:B0 " AP yes 41 8]

o=

©

In this page, user can click REFRESH find the AP near Wireless client
bridge. This statistic table includes the following information.

SSID
BSSID
Channel
Type
Encrypt
Signal

ASANENENENEN
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5.4 Wireless Link Information

This item only displayed on ROU mode.

By selecting “Running Status/Wireless Link Info”, the figure below shows
the Radio Link Information page.

2 Wireless Client Brid ze Remote Management and Configaration - Microsoft Internet Explorer

BED RHE RO BHREW TED HEO i
Qix- O RNEG P foooe @ue © 3-5 5 -JH 3
FEULED) (@) ntp:192. 16821/ v B BE &>

v P2 - PEREET  \JWE G0 HEEERE @ - o Hotmal 38 Messnger [ #89MSKW

Current Wireless Lk Infomations.
This page displays status information about the wireless link

= Link Status: DisConnent

® Cwrrent SSID:  DisConnent

= SNR(C): 0B
= RSL: -68 dBm
= Doise Level: <-102 dBx

= Current Channel: 0

® Curremi Tx Rate: 2 Mbits/Sec

8] p#192.168.2 iutlivln sht © FEEE

In this page, user can find the following information about the radio link.

Link Status
Current SSID
SNR(C/1)
RSL

Noise Level
Current Channel
Current Tx Rate

AN N N AN
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Chapter 6. Specifications

6.1 Hardware Specifications

B General

Radio Data Rate

11, 5.5, 2 and 1 Mbps, Auto Fall-Back

Client Interface

10/100Base-T Ethernet

Range
(Open environment)

300m @ 11 Mbps
400m @ 5.5Mbps
500m @ 2 Mbps
800m @ 1 Mbps

Regulatory & Safety
Certifications

FCC Part 15
EN 300 328-1
EN 300 328-2
EN 301 489-1
EN 301 489-17
EN 60950
IP67

DGT

Compatibility

Fully interoperable with IEEE802.11b
compliant products

Power Supply
(AC/DC Power Adaptor)

Input: 100~240V, 50~60Hz
Output: 24V, 830mA

B Network Information

Network Architecture

Infrastructure (with Wireless client
bridge)

Access Protocol

CSMA/CA

Roaming

IEEEB02.11b compliant

Security

64-/128-bit data encryption

B Radio Specifications

Frequency Band 2.4 —2.484 GHz
Radio Type Direct Sequence Spread Spectrum
(DSSS)
Modulation CCK (11, 5.5Mbps)
DQPSK (2Mbps)
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DBPSK (1Mbps)

Operation Channels

North America : 11
Japan : 14

Europe : 13

Spain : 2

France : 4

Transmit Power

10dBm (ETSI)
19dBm (FCC)

Antenna

External 5dBi dipole antenna, or
Embedded 9dBi patch antenna

Sensitivity @ FER=0.08

11 Mbps < -85dBm
5.5 Mbps < -88dBm
2 Mbps < -91dBm
1 Mbps <-93dBm

B Environmental

Temperature Range

Operating: 0 to 55°C
Storage: -20 to 75°C

Humidity (non-condensing)

5% to 95% typical

B Physical Specifications

Dimensions 138.7mm x 104.0mm x 38.0mm
Weight 5009
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6.2 Software Specifications Chapter 7. Default Settings

Protocol TCPIP 7.1 General Configuration
DHCP Client
802.1d Transparent Bridging
Security 64-/128-bit WEP encryption 7.1.1 System
MAC address based access contrl
Management \(évt)ess-gzs(egSM;;Sggnfi Lration Host Name Host name for the RB ISP
SNMP v1 ° IP Use MAC Addr, o1 ¢an choice P produced Disable
SNMP MIB-| method .
Private MIB Bridge IP Address For Wireless Client Bridge with 192.168.2.1
Firmware upgrade | TFTP (Trivial FTP) Bridge Subnet Mask ~ Operation Mode 255.255.255.0
Xmodem, 1K Xmodem IP address of the gateway for
Zmodem E}ga“'t Gateway 1P yefault route when TCP/IP 192.168.2.254
ress o
filtering
7.1.2 SNMP
7.1.2.1 Table of SNMP Community Pool
Index 1 Enable or disable the function Enable
Index 2 of the corresponding community Enable
Index 3 Validity ~ index Disable
Index 4 Disable
Index 5 Disable
Index 1 Select the access right Read
Index 2 (Deny/Read/Write/Create) for Write
Index 3 Ac_cess SNMP Manager .
Right
Index 4 —
Index 5
Index 1 Specify the type of community public
Index 2 (public or private) for SNMP private
Index3  Community Manager —
Index 4
Index 5
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7.1.2.2

Table of SNMP Trap Community Host Pool

Default Value

Index 1
Index 2

Index 3 Version

Index 4
Index 5

Index 1
Index 2

Index 3  IP Address

Index 4
Index 5

Index 1
Index 2

Select or disable the SNMP
Version

Version 1: MIB1

Version 2: MIB2

Specify the IP address of the
SNMP Manager for SNMP Trap
Report

Specify the type of community
(public or private) for SNMP

Index3  Community Manager

Index 4
Index 5

7.1.3 Wireless LAN

Parameter
RTS Threshold

Fragmentation
Threshold

SSID

Station Name

WEP Key

WEP

Default Key

Version 1.02

Description

Set RTS (Request To Send)
threshold value

Set fragmentation threshold
value

Wireless LAN service area
identifier of the RB (case
sensitive)

Show the name of the AP

Push the “KeyGen” button to
generate the WEP key patterns
automatically

1. WEP128
2. WEP64
3. Disable

Select a WEP key to encrypt
each frame transmitted from
the radio using one the of the 4
Keys from the Key Panel

Versionl
Version2

192.168.2.100
192.168.2.100

Default Value

60

2346

wireless

ap

wepkey

Disable

46

Key Panel

Version 1.02

When you use WEP to
communicate with the other
wireless clients, all the wireless
devices in this network must
have the same encryption key
or pass phrase.

Note: each key must consist
of hex digits, it means that
only digit 0 -9 and letters A-F
are valid entries. If entered
incorrectly, program will not
write keys to a driver.
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7.2 Utility

7.2.1 Software Upgrade

Default Value

TETP Server IP Specify the IP address of the 192.168.2.100
TFTP server to upgrade the

Address firmware of the RB
) Program Image SUSW.Bin
Upgrade Filename
Web Image SUFS.Img

7.2.2 Administration

Default Value

Supervisor ID Supervisor’s identity code root
Supervisor Password Supervisor’'s password root
Password Confirm Confirm the password again root

Version 1.02
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Chapter 8. Regulatory Compliance Information

B Radio Frequency Interference Requirements

This device complies with Part 15 of FCC Rules and Canada RSS-210.
Operation is subject to the following conditions:

This device may not cause harmful interference.

This device must accept any interference received, including interference
that may cause undesired operation.

B Radiation Exposure Statement

This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment. This equipment should be installed and operated
with minimum distance 20 cm between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any
other antenna of transmitter.

B Interference Statement

This equipment has been tested and found to comply with the limits for a
Class C digital device pursuant to Part 15 of the FCC Rules and Regulation.
These limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses,
and can radiate radio frequency energy and, if not installed and used in
accordance with the instruction manual, may cause harmful interference to
nearby TV's, VCR’s, radio, computers, or other electronic devices. To
minimize or prevent such interference, this equipment should not be placed
or operated near these devices. If interference is experienced, moving the
equipment away from them will often reduce or eliminate the interference.

However, there is no guarantee that interference will not occur in a
particular installation. If the equipment does cause harmful interference to
radio or television reception, which can be determined by turning the
equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

Re-orient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that which
the receiver is connected.

Consult the dealer or an experienced radio/TV technician for help.
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B Professional Installation

Per the recommendation of the FCC, the installation of high gain directional
antenna to the system, which are intended to operated solely as a point-to-
point system and whose total power exceeds +30dBm EIRP, require
professional installation. It is the responsibility of the installer and the end
user that the high power systems are operated strictly as a point-to-point
system.

Systems operating as a point-to-multipoint system or use non directional
antennas cannot exceed +30dBm EIRP power requirement under any
circumstances and do not require professional installation.

B Information to User

The user manual or instruction manual for an intentional or unintentional
radiator shall caution the user that changes or modifications not expressly
approved by the party responsible for compliance could void the user's
authority to operate the equipment.

B Declaration of Conformity
Declares that the product:

Date : November 18, 2003

Model Number : Wireless client bridge
Equipment Type : Wireless Access Bridge
Made in Taiwan

Complies with Part 15 Class C of the FCC rules. Operation is subject
to the following two conditions: (1) this device may not cause harmful
interference, and (2) this device must accept any interference

received, including interference that may cause undesired operation.
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B European Community — CE Notice
Marking by the symbol :

Ce

Indicates compliance with the essential requirements of Directive
1999/5/EC. Such marking is indicative that this equipment meets or
exceeds the following technical standards:

EN 300 328-2
EN 301 489-1
EN 301 489-17
EN 60950

ANENENEN

Marking by the symbol :

C€05600

Indicates compliance with the essential requirements of R&TTE Directive
99/5/EC, and the product is permitted to be used in the following EC
countries, including Germany, UK, The Netherlands, Belgium, Norway,
Sweden, Denmark, Finland, France, Italy, Spain, Austria, Iceland,
Ireland, Portugal, Switzerland, Greece and Luxembourg.
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