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FCC STATEMENT

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to part 15 of the FCC Rules. These limits are designed to pro-vide
reasonable protection against harmful interference in a residential installation. This equipment
generates, uses and can radiate radio frequency energy and, if not in-stalled and used in
accordance with the instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular installation. If
this equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

* Reorient or relocate the receiving antenna.

® |[ncrease the separation between the equipment and receiver.

e Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

e Consult the dealer or an experienced radio/ TV technician for help.

This device complies with part 15 of the FCC Rules. Operation is subject to the following two

conditions:

1) This device may not cause harmful interference.
2) This device must accept any interference received, including interference that may cause

undesired operation.

Any changes or modifications not expressly approved by the party responsible for

compliance could void the user’s authority to operate the equipment.

FCC RF Radiation Exposure Statement

This equipment complies with FCC RF radiation exposure limits set forth for an uncontrolled
environment. This device and its antenna must not be co-located or operating in conjunction
with any other antenna or transmitter.

“To comply with FCC RF exposure compliance requirements, this grant is applicable to only
Mobile Configurations. The antennas used for this transmitter must be installed to provide a

separation distance of at least 20 cm from all persons and must not be co-located or

operating in conjunction with any other antenna or transmitter.”

CE Mark Warning

This is a class B product. In a domestic environment, this product may cause radio

interference, in which case the user may be required to take adequate measures.

National Restrictions
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2400.0-2483.5 MHz

User Manual

Country Restriction Reason/remark
Bulgaria General authorization required for outdoor use and public
service
France Outdoor use limited to 10 mW Military Radiolocation use. Refarming of the 2.4 GHz band
e.i.r.p. within the band has been ongoing in recent years to allow current relaxed
2454-2483.5 MHz regulation. Full implementation planned 2012
Italy If used outside of own premises, general authorization is
required
Luxembourg General authorization required for network and service
supply(not for spectrum)
Norway Implemented This subsection does not apply for the geographical area
within a radius of 20 km from the centre of Ny—,&lesund
Russian Only for indoor applications
Federation

Note: Please don’t use the product outdoors in France.
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Chapter 1 Overview

Thank you for choosing Rosewill’s 802.11n 2T3R Wireless PCl adapter - RNX-N300X.

This chapter is to introduce you more about this Wireless Adapter.

Package Content
Before getting started, please verify that your package includes the following items:

1. Rosewill 802.11n Wireless PCI Adapter x 1

2. Quick Installation Guide x 1

3. Resource CD x 1, including:
® Rosewill Wireless N Client Utility and Driver
® User Manual

Note:
Make sure that the package contains the above items. If any of the listed
items are damaged or missing, please contact with your distributor.

1.1 Overview of the Product
The adapter is a draft 802.11n client device; it is designed to provide a high-speed and

unrivaled wireless performance for your notebook. With a faster wireless connection, you
can get a better Internet experience, such as downloading, gaming, video streaming and

SO on.

With the 802.11n technology, higher throughput improvements using MIMO (multiple
input, multiple output antennas), the TL-WN951N’s auto-sensing capability allows high
packet transfer rate of up to 300Mbps for maximum throughput. It has good capability on
anti-jamming, and it can also interoperate with other wireless (802.11b) products. The
adapter supports WEP, WPA and WPA2 encryption to prevent outside intrusion and

protect your personal information from being exposed.

The adapter is easy to install and manage. The Quick Setup Wizard guides you
step-by-step through the installation process; the TP-LINK Wireless N Client Utility helps

you create a wireless connection immediately.

With unmatched wireless performance, reception, and security protection, the
TL-WNB951N is the best choice for easily adding or upgrading wireless connectivity to

your notebook computer.
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1.2 Features
® Complies with IEEE802.11n (draft), IEEE802.11g, IEEE802.11b standards

®  Supports WPA/WPA2 data security, IEEE802.1x authentication, TKIP/AES
encryption, and 64/128/152-bit WEP encryption

®  Supports high rate of up to 300Mbps for maximum throughput, supports

automatically adjust to lower speeds due to distance or other operating limitations

Supports QoS: WMM, WMM-PS

Complies with PCI 2.3 or Mini PCI type Ill

Supports Ad-Hoc and Infrastructure modes

Good capability on anti-jamming

Supports roaming between access points when configured in Infrastructure mode

Ease to configure and provides monitoring information

Supports Windows 2000, XP, Vista

1.3 LED Status

LED Indications Status Working Status
Status Green _ The adapter is trying to scan a networking
Flashing Alternately _
Activity Green connection.
Status Green . The adapter is already connected but is not
Intermittently . .
Activity Green transmitting or receiving data.
Status Green _
— Flashing The adapter is transmitting or receiving data.
Activity Green
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Chapter 2 Installation Guide

2.1 Hardware Installation
To install the adapter, follow these steps listed below:

1. Turn off your desktop PC and disconnect the power.

2. Remove your PC case and locate an available PCI slot on the motherboard. Remove
the metal slot cover on the back of the PC. Check with your computer manufacturer

for instructions if needed.

3. Slide the PCI Adapter into the PCI slot. Make sure that all of its pins are touching the
slot's contacts. Once the adapter is firmly in place, secure its fastening tab to your

PC's chassis with a mounting screw. Then, close your PC case.

4. Reconnect your PC’s power and turn on your desktop PC.

2.2 Software Installation
Note: The following driver installation guide uses Windows® XP as the presumed

operation system. The procedures and screens in Windows® 2000 and Vista are familiar
with Windows® XP.

1. After Inserted PCI adapter into your computer. The system should find the newly

installed device automatically. Click cancel to close this window.

Found New Hardware Wizard

Welcome to the Found New
Hardware Wizard

Thiz wizard helps pou install zoftware for:

BO2.17 n'wlLanN

Z;'J If your hardware came with an installation CD
&7 or floppy disk, insert it now.

What do you want the wizard to do?

(%) Inztall the software automatically (Fecommended)
(3 Install from a list or specific location (Advanced]

Click Mext to continue.

Mext = ]l Eancelkj
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2. Insert the CD-Rom that came with this product to your CD-Rom drive. The menu
window pops up automatically. Please click the “Driver” button of this product. Note:
If the CD-Rom fails to auto-run, please click on “My Computer”> your CD-Rom
Drive> (folder of this product)> Driver then double-click the “Setup” icon to start

this menu.

3. Select if you are going to configure your wireless network with this device or with

Microsoft Zero Configuration tool.

Note: This can be changed after installing this software.

802.11n PCI Wireless LAN - InstallShield Wizard

Setu

@ 80211 PCI Confi

Inisteal Il < Back H Hest > Caricel

4. Select to optimize this adapter in WiFi mode or performance mode.

Note: The performance mode is only valid while connecting to a TX burst supported
AP. Users that uses the AP without TX Burst please select WiFi mode (standard

mode).
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802.11n PCI Wireless LAN - InstallShield Wizard

Setup Type
-+ th

Inisteal Il < Back Next > Cancel

5. Click the “Install” button to start installing.

802.11n PCI Wireless LAN - InstallShield Wizard

Ready to Install the Program
The w =

Inisteal Il < Back

Cancel

6. Click the “Finish” button to complete installation.
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802.11n PCI Wireless LAN - InstallShield Wizard

InstallShield Wizard Complete

Inisteal Il < Back Cancel

10
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Chapter 3 Management Guide

This chapter will help you understand the management interface of the device and
how to manage the device.

3.1 Configures a Basic Network Connection
Selecting configuration tool

In the following instruction for making a network connection, we use the utility we provide

to configure your wireless network settings.

Note:
You could use either the software we provide or Microsoft Zero Configuration tool to

configure this adapter. To switch between the two configuration tools, please right click

on the ! icon on system tray to select.

Launch Config Ukilities

Ise Zero Configurakion as Configuration ukilicy
Exik

Connecting with Microsoft Zero Configuration

After specifying the Microsoft Zero Configuration tool to configure your wireless network,

L

right click on the icon on system tray. Select “View available wireless Networks”

to specify your wireless network.

Change Windows Firewall settings

Open Network Connections

Repair

Yiew Available Wireless Networks
Lo

The tool shows the available wireless networks. Select your demanding network to
connect with. To connect to a wireless network with more security settings, please click
“Change advanced settings” to be compatible with your wireless network security

settings.

11
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'3 Wireless Network Connection E‘

B Network Tasks Choose a wireless network

ﬁ Refresh network list Click an item in the list below to connect ko a wireless network in range or to gst more
information,
< Set up a wireless network ()] AP1 Connected ‘i‘? &
for a home or small office ﬁ
Unsecured wireless network Il“l
Y Related Tasks ((ﬁ)) 4= L]
é) Learn about wireless 't Security-enabled wireless network (WPA) Ili]uﬂ
networking ( ) 202
(D)
g Change the order of ﬁ !
preferred networks Unsecured wireless network, nl!l

(v Change advanced [({+))] AR
settings
il

‘i Security-enabled wireless network (WPA)
219

((T)
‘i Security-enabled wireless network (WPA) l's“
« ﬁ 3 Baron_PC_AP4

't Security-enabled wireless netwark lli]uﬂ v

Connect with Rosewill’s 802.11n Wireless LAN Utility

We provide this utility for users to connect to a wireless network easily. It provides more
information and configuration for this adapter. As default, the utility is started automatically
upon starting your computer and connects to a connectable wireless network with best signal
strength. Please refer to the following chapters to get information regarding to the functions

of this utility.

3.2 Introduction to the Wireless LAN Utility for Windows XP

3.2.1 Interfaces
This Utility basically consisted of three parts:
1. Functional buttons: on top of the window. You can click each button to access each

configuration window.

E . & & @ ¢

rofile MNetwaork Advanced Statistics Wi, WPS

[

2. Configuration column: Center of the utility window. Make your changes for each function in
this part.
3. Status information: bottom of the utility window. Shows the connection status and system

information.

12
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@

—
MNetwark Advanced Statistics WM, WPS
Sorted by »» @ 550 @ Channel @ Signal [ Show dBm
AP List »»
a5 &3 § % sz al
APRA e g X
4P 1 6§ ¢ s o
P 1Pt e g 0% —
~
Rescan
Status =5 AP <35 =S ] 0
Extra Info == Link iz Up [TxPower: 100%]
Channel > & <--> 2437000 MHz
Authentication =» Unknouwn
Encryption »> MNone Moise Strength =» 26%
hetwiork Type == Infrastructure Transmit
IP Address => 192,168.5.40 Link Speed == 54.0 Mbps hax
Sub Mask > 258,258.255.0 Throughput »» 0,000 Mbps o1
Default Gateway »> 192,168,5,254 Mbps
a Receive
BW >» n/a SHRO => n/a Link Speed == 54,0 Mbps
Gl »» nia MCS > nia SMR1 »> nfa Throughput => 0,093 Mbps

User Manual

3.2.2 Status Information

Channel == & =--» 2437000 MHz
dutkentication == Unknown
Encryption => Mone
Metwork Type == Infrastructure
IP hddress == 192,168,540
Sub Mask => Z85,25R.ZER.0
Defaut Gateway > 192.163.5.254
HT

Extra Info >= Link is Up [TxPower: 100%]

Status = AP =--» 00-03-7F-00-07-Ad

Moize Strength == 26%

Transmit
Link Speed == 54,0 Mbps
Throughput == 0,000 Mbps

Receive

EW >+ nia SR 5> nia Link Speed == 54.0 Mbps

Gl s> nfa MCS 5> nfa SHRA == nifa Throughput == 0,111 Mbps
Status Shows the connecting status. Also shows the SSID while

connecting to a valid network.

Extra Info Display link status in use
Channel Display current channel in use
Authentication Authentication mode in use.

Encryption Encryption type in use.

Network Type Network type in use

13
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IP Address IP address of current connection

Sub Mask Sub mask of current connection

Default Gateway Default gateway of current connection

Link Speed Show current transmit rate and receive rate

Throughput Display transmit and receive throughput in Mbps

Link Quality Display connection quality based on signal strength and

TX/RX packet error rate.

Signal Strength 1 Receive signal strength 1, user can choose to display as
percentage or dBm format.

Signal Strength 2 Receive signal strength 2, user can choose to display as
percentage or dBm format.

Signal Strength 3 Receive signal strength 3, user can choose to display as
percentage or dBm format.

Noise Strength Display noise signal strength

HT Display current HT status in use, containing BW, GI, MCS,
SNRO, and SNR1 value.

3.2.3 Profile
P= =
5| # @ o
Profile Mebtwork Advanced Statistics WM, WPS

This profile page allows users to save different wireless settings, which helps users to get

access to wireless networks at home, office or other wireless network environments quickly.

Profile List

Profile Mame ==
5510 ==

Metwork Type ==
Authentication ==
Encryption ==

Use 802, 1x ==
Channel ==

Power Save tode ==
Tx Power ==

RTS Threshald ==

Fragment Threshold ==

Add

14
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Adding a new profile

User Manual

1. Click the “Add” button. The add profile window pops up.

Note: you could also add a new profile quickly by selecting an available network in the

“Network” function then press the “Add to Profile” button.

2. Fill in information for this profile in the system config section:

[] RTs Threshald

[[] Fragment Threshold

Systern Config  Auth. \ Encry.

Profile Name = |PROF1

Metwork Type == Infrastructure w

551D = {4P1

Power Save Mode >> () Cab @ PsM

:] Tx Power »» huto -

Ok Cancel

Profile Name

SSID

Power Save Mode

Network Type

RTS Threshold

Fragment Threshold

Choose a name for this profile, or use default name defined by
system.

Fill in the intended SSID name or use the drop list to select from
available Aps.

Choose from CAM (Constantly Awake Mode) or PSM (Power
Saving Mode).

There are two types, infrastructure and 802.11 Ad-hoc mode.
Under Ad-hoc mode, you could also choose the preamble type;
the available preamble type includes auto and long. In addition to
that, the channel field will be available for setup in Ad-hoc mode.
For adjusting the RTS threshold number by sliding the bar or key in
the value directly. The default value is 2347.

Adjust the Fragment threshold number by sliding the bar or key in
the value directly. The default value is 2346.

3. Select an encryption type and fill in the corresponding wireless network information:

15
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System Config

Authentication =»

Wep Key

@ Key#
@ rKey#z
@ tevEs
@ rKeyra

Auth. VEncry.

Open

Encryption == None - D 802.1%

WPA Preshared Key ==

Hexadecimal

Hexadecimal

Hexadecimal

Hexadecimal

[J show Password

OK Cancel

Authentication Type

Encryption Type

802.1x

WPA Pre-shared

WEP Key

Key

There are 7 types of authentication modes supported by RaUl
including open, Shared, LEAP, WPA and WPA-PSK, WPA2
and WPA2-PSK

For open and shared authentication mode, the selection of
encryption type are None and WEP. For WPA, WPA2,
WPA-PSK and WPA2-PSK authentication mode, the
encryption type supports both TKIP and AES.

Use 802.1x to make WPA and WPA2 certification. This
functions only works when connecting to a WPA and WPA2
supported device.

This is the shared secret between AP and STA. For WPA-PSK
and WPA2-PSK authentication mode, this field must be filled
with character longer than 8 and less than 32 length.

Only valid when using WEP encryption algorithm. The key

must matched AP's key.

4. Specify the 802.1x information if you are using the 802.1X certification method.

Users that don’t use this function or connecting to an open-wireless network please skip this

part.

16
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Auth. \ Encry. BOZ1X

Authentication |D f Password

Identity =»

Tunnel 1D/ Password

|dentity >»

EAP Method »» PEAP -

D % PASSWORD

Client Certification

Tunnel Authentication »» EAP-MSCHAP w2 - |:| Sassion Resumption

Senver Certification

——

Password »»

—
prm—

Ok Cancel

EAP method:
Tunnel Authentication:

Session Resumption:

To select an EAP method.
Select a Tunnel authentication mode.

Select to enable this function or unmark it to disable.

ID \ PASSWORD
Auth. \ Encry. B3021X
EAP Method == PEAP - Tunnel Authentication =» EAP-MSCHAP w2 ¥ [] Session Resumption
1D\ PASSWORD Client Certification Server Certification

Authentication D f Passwornd

|dentity =»

Tunnel ID f Password

|dentity =»

Passiword »»

—

Ok Cancel

Authentication ID / Password: Identity, password and domain name for server. Only
"EAP-FAST" and "LEAP" authentication can key in domain name. Domain name can be
keyed in blank space.

Tunnel ID / Password: Identity and Password for server.

Client Certification

17
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|ssued To => wpatest2
|ssued By »» 2003serv
Expired On »» 4/9/2008

Friendly Name ==

Ok Cancel

Auth. \ Encry. B021X
EAP Method > PEAP - Tunnel Authentication =» EAP-MSCHAP w2 ¥ [] Session Resumption
ID \ PASSWORD Client Certification Server Certification
[] UseClient certificate | wpatestz 2003sery 4/9/2008 -

Use Client certificate: Client certificate for server authentication.

EAP Fast
Auth. %\ Encry. B021X
EAP Method =» E4P-FAST - Tunnel Authentication == D Session Resumption
ID \ PASSWORD EAP Fast

Uze protected authentication credential Remove Impart

File Path ==

QK Cancel

Allow unauthenticated provision mode: Mark to enable unauthenticated provision mode.

Use protected authentication credential: Mark to use protected authentication credential.

Server Certification

Auth. % Encry. BO21X
EAP Method »> FEAF - Tunnel Authentication == EAP-MSCHAP w2 -
ID \ PASSWORD Client Certification Server Certification

[] Session Resumption

[] Usecertificate chain

]

K Cancel

Use Certificate chain: Mark the checkbox to enable using certification chain.

Allow intimidate certificates: Mark to allow intimidate certification.

Server name: Enter an authentication sever name.

18
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M
- #F @B ¢
Profile Mebtwork Advanced Statistics WM, WPS

This network lists the available wireless networks. The utility connects to a wireless network

with best signal strength automatically. You can change the connecting network by clicking

on the network name and click the “Connect” button. To see detail information of each

network, please double click on each item to pop up the information window.

SSID, Channel and Signal buttons

Show dBm

Rescan

Connect

Add to Profile

Click each button to sort the listing networks by
SSID, channel and Signal strength.

Mark the checkbox to show the signal strength
in dBm.

To rescan available wireless networks.

Click this button to connect to a designated
network.

Click this button to add a network to profile

after selecting a network.

o g

Network Advanced

@ 5o

Sorted by »»

&3
e
221
s
s

33
AlbertY-200
AP

|
APPA

Rescan

Status »> AP1 <> 00-03-7F-00-D7-A4
Extra Info »» Link is Up [TxPower; 100%]
Channel »>> 6 <--» 2437000 MHz
Authentication >» Linknawn
Encryption >> None
Network Type »> Infrastructure
IP Address > 192,168,540
Sub Mask »> 255,255,255.0
Default Gateway »» 192.168.5.254
HT

BW >> nia

Gl >> nia MCS>> nfa

F

Statistics

@ Channel

SNRO >» nfa
SMR1 > nfa

& z

WA
@ Sinal

AP List »»

WPS

[ Show d8m

Bg ° 5= 2
ga °
ga °
bl)

360

TeX
55%
100%
0%

Noise Strength »» 26%
Transmit
Link Spesd => 54,0 Mbps
Throughput »> 0.000 Mbps

Receive
Link Speed »> 54,0 Mbps
Throughput »> 0.098 Mops

19
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Mebtwork

|
Il

Profile

o

WPS

& & B

Advanced Statistics WM,

This page provides advanced configurations to this adapter. Please refer to the following

chart for definitions of each item.

wireless mode »> 802,11 ASBSGIN mix

Enable T Burst
Enable TCP Windaow Size
Fazt Roaming at dBm

Show duthentication Status Dialog

Oooood

Select Your Country Region Code

j |:| Enable CCX (Cisco Compatible eXtensions)

11 B/G == |D: CH1-11

[]

114 ==

Apply

|7 CH 36,40,44,48,52,66,60,64,100 ~ |

Wireless mode
Enable TX Burst
Enable TCP Window Size

Fast Roaming at __ dBm

Show Authentication Status

Dialog

Enable CCX (Cisco Compatible

extensions)

3.2.6 Statistics

Click the drop list to select a wireless mode.

Select to enable connecting to a TX Burst supported device.

Mark the checkbox to enable TCP window size, which help
enhance throughput.

Mark the checkbox to enable fast roaming. Specify the transmit
power for fast roaming.

Mark the checkbox to show “Authentication Status Dialog” while
connecting to an AP with authentication. Authentication Status
Dialog displays the process about 802.1x authentication

Select to enable CCX. This function can only be applied when

connecting to a Cisco compatible device.

Mebtwork

|
Il

Profile

A AN

Advanced Statistics WM,

o

WPS

Statistics page displays the detail counter information based on 802.11 MIB counters. This

page translates the MIB counters into a format easier for user to understand.

20
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Transmit Receive
Frames Transmitted Successfully = 1432
Frames Retransmitted Successfully = 4
Frames Fail To Receive ACK After All Retries = 0

RTS Frames Successfully Receive CTS

RTS Frames Fail To Receive CTS

Reset Counter

Frames Transmitted
Successfully

Frames Retransmitted
Successfully

Frames Fail To Receive ACK
After All Retries

RTS Frames Successfully
Receive CTS

RTS Frames Fail To Receive CTS

Restart Counter

Frames successfully sent.

Successfully retransmitted frames numbers

Frames failed transmit after hitting retry limit

Successfully receive CTS after sending RTS frame

Failed to receive CTS after sending RTS

Reset counters to zero

Transmit Receive

Frames Received Successfully
Frames Recefved With CRC Errar
Frames Dropped Dug To Out-of-Resource

Duplicate Frames Received

Reset Counter

= 3163

= 201964

. 0

= 0

Frames Received Successfully

Frames Received With CRC

Error

Frames Dropped Due To

Out-of-Resource

Duplicate Frames Received
3.2.7 WMM

Frames received successfully

Frames received with CRC error

Frames dropped due to resource issue

Duplicate received frames.

21
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P= =
g & (@] ©
Profile Mebtwork Advanced Statistics WM, WPS

This page allows users to activate the WMM function for this device. Please note that this

function only works while connecting to a WMM compatible device.

WRAM Setup Status
Widhih == Enabled Power Save »> Dizabled Direct Link => Dizatled

Wik Enable

[ kit - Pawer Save Enable

[[] Direct Link Setup Enable

BEREEE s

WMM Enable Enable Wi-Fi Multi-Media.

WMM - Power Save Enable Enable WMM Power Save. Please enable WMM before
configuring this function.

Direct Link Setup Enable Enable DLS (Direct Link Setup). Please enable WMM before

configuring this function.

3.2.8 WPS
P= =
- # @ |o
Profile Mebtwork Advanced Statistics WM, WPS

WPS Configuration: The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is
to simplify the security setup and management of Wi-Fi networks. This adapter supports the
configuration setup using PIN configuration method or PBC configuration method through an

internal or external Registrar..

22
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3+ Unknown

1D+ Unknowr
1D Unknown

1D+ Unknowr

WPS AP List

00-10-15-C-2E-27 Rescan

00-0C-43-25-60-20 Information

=] Fin Code

a 26460208
00-15-02-4p-04-66 v

WPS Profile List Config Mode

Enrolles -

00-0C-43-20-00-40

o o0 = [

Dizconnect

RIN [@ WPs Associate IE Progress »» 0%
PEC [@ PsProbe IE WIPS status is disconnected

WPS AP List Display the information of surrounding APs with WPS IE from
last scan result. List information includes SSID, BSSID,
Channel, ID (Device Password ID), Security-Enabled.

Rescan Click to rescan the wireless networks.

Information Display the information about WPS IE on the selected network.
List information includes Authentication Type, Encryption Type,
Config Methods, Device Password ID, Selected Registrar,
State, Version, AP Setup Locked, UUID-E and RF Bands.

PIN Code 8-digit numbers. It is required to enter PIN Code into Registrar
using PIN method. Each Network card has only one PIN Code
of Enrollee.

Config Mode Enrollee or an external Registrar.

Table of Credentials

Detail

Connect

Rotate

Disconnect

Display all of credentials got from the Registrar. List information
includes SSID, MAC Address, Authentication and Encryption
Type. If STA Enrollee, credentials are created as soon as each
WPS success. If STA Registrar, RaUl creates a new credential
with WPA2-PSK/AES/64Hex-Key and doesn't change until next
switching to STA Registrar.

Information about Security and Key in the credential.
Command to connect to the selected network inside
credentials.

Command connect to the next network inside credentials

Stop WPS action and disconnect this active link. And then
select the last profile at the Profile Page of RaUl if exist. If there
is an empty profile page, the driver will select any non-secure
AP
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Delete Delete an existing credential. And then select the next
credential if exist. If there is an empty credential, the driver will

select any non-security AP.

PIN Start to add to Registrar using PIN configuration method

PBC Start to add to AP using PBC configuration method.

WPS associate IE Send the association request with WPS IE during WPS setup. It
is optional for STA.

WPS probe IE Send the probe request with WPS IE during WPS setup. It is
optional for STA.

Progress Bar Display rate of progress from Start to Connected status

Status Bar Display currently WPS Status

Note: When you click PIN or PBC, please don't do any rescan within two-minute connection.
If you want to abort this setup within the interval, restart PIN/PBC or press Disconnect to stop
WPS action.

3.3 Introduction to the configuration utility for Windows Vista™

This utility also helps Windows Vista™ users to configure the wireless network. Please refer to

the following sections for introduction.

3.3.1 Profile
This profile page allows users to save different wireless settings, which helps users to get

access to wireless networks at home, office or other wireless network environment quickly.

— Profile List
Profile Name 1 SSID I Channel ’ Authentication I Encryption 1 Network Ty... I
PROF1 241 Auto WPA-PSK TKIP Infrastructure

Delete Edit Activate

To add a new profile for Vista:
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1. Click the “Add” button. The add profile window pops up.
Note: you could also add a new profile quickly by selecting an available network in the
“Site Survey” function then press the “Add to Profile” button.

2. Fill in the information of this wireless network and its relative security settings. Please note
that the information should be corresponding to the wireless network you are connecting

to.

Corfiguration | Authentication and Security |

Profie Name  [PROF2 $SID | Ea|
Network Type ~|  TXPower Auto ~|

Deleting profile:

Click the "Delete" button to delete the selected profile.

Editing profile:

Click the "Edit" button to pop up the profile-setting page for users to edit the existing profile.
Activating profile:

Click the "Activate" button to activate the selected profile.
3.3.2 Link Status

This Link status shows the information about the connecting. Please refer to the following

chart for definition.
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Status : |241 T T
Bxtra Info : |I_ani: is Up [TxPower:100%]
Channel : |4 <-> 2427000 KHz
Link Speed - T (Mbps) [ %0 Rces) [ 50
Throughpit:  Tx (Kbps) [ 00 megeps B
.Go-ocl 100%
kst AIAREENEENRERNNREREEED|
Good 3% [ dBm
S ot !ﬂ!ll%’llllllllll
Signal Srength2 !;IIII%!IIIIIIIIIIIIIIIII
s
ose Level: | ININIEN
Status Display current connection status.
Extra Info Display link status and current channel in use.
Link Speed Display current transmitting and receiving rates
Throughput Display transmitting and receiving throughputs.
Link Quality Display connecting quality based on signal strength and TX/RX

Signal Strength

Noise Level

packet error rate.

Display receiving signal strength either in percentage or dBm

format

Display noise signal strength.

3.3.3 Site Survey

This page shows the available wireless networks within the coverage of this network adapter.

You could check the status of wireless network around your computer or add a network into

your profile.
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SSID | BSSID [Py | signal | & C._| Enciypiion | Authentic.. | Networc «

%EDE N T s, |3 51% 1 MNone Unknown | Infrastruc
215 I . 65% 1 TKIP WPA Infrastruc
221-WEP_.. ERRO | 65% 1 TKIP WPA Infrastruc
janbb R | 100% 1 Mone Unknown Infrastruc
arscadre e o i N 100% 1 MNaone Unknown Infrastruc
243 e E T N BR% 1 Maone Unknown Infrastruc
ClaudeAP wiwr e ey | G T6% 1 TKIP WPA-PSK | Infrastruc
99 e ' G 55% 1 TKIP;AES  WPA-PS... | Infrastruc
132 g 51% 2 MNaone Unkcnown Infrastruc

‘| B

[Cornected <> 202 Rescan Addto Profle |

SSID
BSSID
Phy Type
Signal
Channel

Encryption

Authentication

Network Type

Rescan
Add to profile

Name of the network.

AP MAC address or random numbers generated for IBSS

Phy Type of the network

Signal strength of the network

The channel in use

Encryption algorithm. The supported algorithms are WEP, TKIP, AES, and
Not Use.

Authentication mode. The supported modes are Unknown, WPA-PSK,
WPA2-PSK, WPA and WPA2.

Infrastructure or Ad-Hoc

Click the rescan button to perform re-scanning.

Select a network then push the add-to-profile button to bring up the

profile-setting to add a wireless network profile.

3.3.4 Statistic

This page provides the statistics about the connection of this adapter.
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Transmit Statistics
Frames Trarsmited Successdl = 353
Frames T-ansmittad Successfully After Petryia) - 20
Frames Fad To Raceve RCK Afier Al Ratres = 2
ATS Frames Succesfuly Raceie CTS = o
RT3 Frames Fal To Jeceive CTS = 0
~ Receive Siatstice
Frames Fecawvad Sucoessfully - A
Frames Feceived Vih CRC Eror = 0
Frames Cropped Due To Out-of Rescwrse - o
Duplcate Fremes Received = 4
Frames Transmitted Frames sent successfully
Successfully
Frames Transmitted Frames sent successfully with retry

Successfully After Retry

Frames Fail To Receive ACK Frames transmitted failed after hitting the retrying limit

After All Retries

RTS Frames Successfully CTS frames received successfully after sending RTS

Receive CTS frames

RTS Frames Fail To Receive CTS | The missing CTS frames after sending RTS frames

Frames Received Successfully Frames received successfully

Frames Received With CRC Frames received with CRC error
Error
Frames Dropped Due To Frames dropped due to insufficient resource

Out-of-Resource

Duplicate Frames Received Duplicate frames received

WPS Configuration

This page provides users to connect this adapter to a WPS (Wi-Fi Protected Setup) AP. Those
available WPS supported AP are listed on the upper column. Select the AP that you want to
connect to and click the “Connect” button to activate.

WPS Associate IE:

If the "WPS Associate IE" option is checked, station sends a association request with WPS IE
during WPS setup.

WPS Configuration
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This page provides users to connect this adapter to a WPS (Wi-Fi Protected Setup) AP. Those
available WPS supported AP are listed on the upper column. Select the AP that you want to

connect to and click the “Connect” button to activate.

WPS Associate IE:

If the "WPS Associate IE" option is checked, station sends a association request with WPS IE
during WPS setup.

WPS Probe IE:

If the "WPS Probe IE" option is checked, station probes a request with WPS IE during WPS

setup.

| 551D | BSSID | chamnel | ID | Authentic.. | Encryption

ZE6IAP 00-0C43-2860-31 — [11 [ | Unknown [ None |

WPSAP D0OC43286060 | 6 WPAFSK | TKIF R |
ClaudeVWpsAP 00-14-85E3D788 |1 WPAPSK | TKIF

WPS Information |

r Fin Code ———

|93351 287

4 | 2

SSID | MAC Address | Authertication | Encryption Detail |
I Connect |
Ratate |

Disconnect |

00-0C-43-28-60-31 OPEN NONE

PIN v WPS Associate IE

FBC ¥ WPS Probe IE |WPS status is connected successfully - RT2860AP_Baron

Re-scanning:

Click the "rescan" button to perform the re-scanning.

WPS AP Information:
Click the "WPS information" button to bring up the WPS capable AP information dialog

window. The window shows the information including:

Authentication Type:
There are three types of supported authentication modes including Open, Shared,
WPA-PSK and WPA modes.

Encryption Type:

For Open and Shared authentication modes, the available encryption types are None
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and WEP. For WPA, WPA2, WPA-PSK and WPA2-PSK authentication modes, the
available encryption types are TKIP and AES.

Config Methods:

This attribute contains the config methods supported and enabled by the selected

Registrar.
Device Password ID:

Device Password ID indicates the method or identifies the specific password that the

selected Registrar intends to use.
Selected Registrar:

Selected Registrar indicates if the user has recently activated a Registrar to add an

Enrollee.
State:

This attribute is used to indicate the current configuration state. This attribute is either

"Un-configured" or "Configured".
Version:

This attribute is the specified WPS version.
AP Setup Locked:

AP Setup Locked indicates if AP has entered a setup locked state.
UUID-E:

UUID-E is universally unique identifier (UUID) generated by the Enrollee.

RF Bands:
RF Bands indicate the available RF bands.
2
}é«ulhenticalion |W'PA-F'SK
|Encr_l,lpti0n ITKIF’
[Fonti Methods |Uxuua-'-\

|Device Password D |

|S elected Reaistrar |

|State IU nconfigured

[\/ersion |‘| 0

I&F’ Setup Locked |

UUID-E |3I331 3233303031 336433366264 353766

|F| F Bands I
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Configure WPS profiles:

The user can configure WPS profiles with either PIN method or PBC method.
PIN Method:

Step 1: The Registrar enters the pin code generated by station.

Step 2: Push the "PIN" button.
PBC Method:

Push the "PBC" button within 2 second while the Registrar pushes the button.
Manage WPS profiles:

The received WPS profiles are listed in the lower frame, and the listed WPS profile

attributes are SSID, MAC address, authentication type, and encryption type.

WPS profile detail information:

Selecting a profile then pushing the "Detail" button brings up the WPS profile.

WPSProfleDetad x|
Authertication Type: IWF'A-F'SK Enerntion Tine ITKIF‘
Key Length: I8 Ky Index: I
K.y Material: |1 2345678

v Show Passward

This profile shows information including:
Connect with WPS profile:

Clicking the "Connect" button will connect to the AP with the selected WPS profile.
Rotate WPS profiles:

If there are more than two WPS profiles, clicking the "Rotate" button will rotate to next
profile and connect to AP with this profile. If the connection can't be established

successfully, station will perform the WPS profile rotation repeatedly.
Disconnect from WPS AP:
Click the "Disconnect" button to stop the WPS connection.

Delete WPS profile:
Click the "Delete" button to delete the selected WPS profile.

31



Wireless LAN PCI Card RNX-N300X

Chapter 4 AP mode management guide

This adapter can be configured as AP mode. In order to set this adapter as an AP, please

right click the E icon on system tray and select “Switch to AP mode”. Please refer to the

following introduction to information about this AP-mode utility.

Note: In Windows® XP, it provides WPA support at hotfix Q815485 However, you have to
make sure that hotfix Q815485 (require XP SP1 installed) has been installed in your system

before you can start using WPA features. You can check the installation of hotfix in

add/remove software page under control panel.

4.1 Configuration

This page provides overall configuration to this adapter. Please find the following items for

identification to each field.

Config l.-’-‘«ccess Control] Mac Table] Ewvent Log] Statistics] About I

| 551D SoftaP-13

| Channel |1 hd

QWileless Mode

> 11 B/G /M mix

<- Use Mac Address || Security Setting |

®

@

atountr_l,l Fiegion Code | [~ Mo forwarding among wireless clients m
1B/4G |0 CHI | I Les
[ Allow B/ 40 MHz
wireless Pratection m |
Beacon [mz) |71nn |
Tes Poweer Im |
Idetime(50- 360001 [ 300 |

? Default |

FB Apply |

Help

1. SSID: AP name of user type. User also can select [Use Mac Address] to display it.
2. Wireless Mode: Select wireless mode. 802.11 b/g mix, 802.11b only, 802.11g only, 802.11

b/g/n mix mode are supported. When wireless card is 802.11n, system default is 802.11
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b/g/n mix; Otherwise system default is 802.11 b/g mix (802.11 b/g/n mix selection item
only exists for b/g/n adapter).

3. Country Region Code: eight countries to choose. Country channel list:

Classification Range

: FCC (Canada) CH1 ~ CH11

: ETSI CH1 ~ CH13

: SPAIN CH10 ~ CH11

: FRANCE CH10 ~ CH13

: MKK CH14 ~ CH14

: MKKI (TELEC) CH1 ~ CH14

: ISRAEL CH3 ~ CH9

7: ISRAEL CH5 ~ CH13

4. Wireless Protection: Auto, on, and off. System default is auto.

o OO A W N 2 O

a. Auto: STA will dynamically change as AP announcement.
b. On: Always send frame with protection.

c. Off: Always send frame without protection.
5. Beacon (ms): The time between two beacons. System default is 100 ms.
6. TX Power: Manually force the AP transmits power. System default is 100%.
7. TX Rate: Manually force the Transmit using selected rate. Default is auto.
8. Idle Time: Manually force the Idle Time using selected value. Default is 300.
9. Channel: Manually force the AP using the channel. System default is channel 1.

10. Use Mac Address: Use MAC address of used wireless card to be AP name. System
default is APX (X is last number of Mac Address).

11. Security Setting: Authentication mode and encryption algorithm used within the AP.

System default is no authentication and encryption.

12. No forwarding among wireless clients: No beacon among wireless client, clients can

share information each other. System default is no forwarding.

13. Hide SSID: Prevent this AP from recognized in wireless network. This is disabled as
default.

14. Allow BW40 MHz: Allow BW40 MHz capability.
15. Default: Use system default value.

16. Apply: Apply the above changes.
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4.2 Security Setting

This page pops up after clicking the Security Settings button. Please follow the instructions below:

Security Setting

B .uthentication Type -

Y Fa Preshared-Key |

L8 Group Rekey Interval

Encryption Type | Mot Use - B

5
¢ [fea = |
e her =] |
c e
c Hea = |
Cancel

Authentication Type Select to be open or WPA-PSK system.

Encryption Type Select an encryption type from the drop list.

WPA Pre-shared Key A shared string between AP and STA. For WPA-PSK
authentication mode, this field must be filled with
character longer than 8 and less than 32 length. (PCI only)

Group Rekey Interval Only valid when using WPA-PSK encryption algorithm. The
key will change compliance with seconds or beacon that
user set. (PCl device only)

WEP Key Only valid when using WEP encryption algorithm. The key

must match the key on AP. There are several formats to
enter the keys.

a. Hexadecimal (40bits): 10 Hex characters.

b. Hexadecimal (128bits): 32Hex characters.

c. ASCII (40bits): 5 ASCII characters.

d. ASCII (128bits): 13 ASCII characters.

4.3 Access Control

This function filters users to use this device by designating MAC address. Please refer to the following

chart for introduction.

34



Wireless LAN PCI Card RNX-N300X User Manual
Config  Access Control lMac Tablel Ewent Log] Statistics] About ]
d Access Policy e |
MAC Address | Access List a
g |
Access Policy Choose a method to process access control from the drop list to

determine the MAC addresses that you designated are allowed to

access the AP or not.

MAC Address Add allowed (or denied) MAC addresses to the MAC address list.
Access List Display all Mac Addresses that you designated.

Delete Delete Mac addresses that you selected.

Remove All Remove all Mac address in Access List.

Apply Apply changes.

4.4 MAC Table

This page displays the station detail information of current connection.

Config] Access Control  Mac Table ] Ewvent Log ] Statiztics ] Aoyt ]

MALC &ddress

| AlD | Poweer Saving Mode |

00-0C-43-11-22-33

1 No |

MAC Address
AID

The station MAC address of current connection.

Raise value by current connection.
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Power Saving Mode Check if the connected station supports power saving.

4.5 Event Log

Record Soft AP all event time and message.

Config ] Aocess Contral ] Mac Table EwventlLog ] Statistics ] Abaut ]

Event Time [yw/mm/dd- hh:mm: zz] | hezsage

2004 /09/21-16: 38 44 Restart Access Point

2004/09/21-16:42:39 00-0C-43-11-22-33 aszociated

2004/09/21-16:43: 44 00-0C-43-11-22-33 left thiz BSS

2004/09/21-16:43: 46 00-0C-43-11-22-33 aszociated

Clear

Event Time (yy/mm/dd-hh:mm:ss) Record event time.
Message All event messages.

4.6 Statistics

Statistics page displays the detail counter information based on 802.11 MIB counters.

Config] Access Control] Mac Table] Event Log  Statistics ]About ]

0[ransmit Statistics

Frames Transmitted Successfully = 14
Frames Fail To Receive 4CK After All Reties = 1]
RTS Frames Successfully Receive CTS E a
RT5 Frames Fail To Receive CTS = 1]
Frames Transmitted Successfully After Retry E 0
éﬁeceive Statiztics
Frames Received Successfully E 0
Frames Recerved With CRC Error = 2108
Frames Dropped Due To Out-of-Resource = 0
Duplicate Frames Received = 0
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Frames Transmitted Successfully
Frames Fail To Receive ACK After
All Retries

RTS Frames Successfully Receive
CTS

RTS Frames Fail To Receive CTS

Frames Retransmitted
Successfully

Frames Received Successfully
Frames Received With CRC Error
Frames Dropped Due To
Out-of-Resource

Duplicate Frames Received

Reset Counters

User Manual

Frames that successfully sent.

Frames that failed to transmit after hitting retry limit.

Counts of CTS that successfully received after sending
RTS frame.
Counts of CTS that fail to be received after sending
RTS frame.

Successfully retransmitted frames numbers.

Frames received successfully.
Frames received with CRC error.

Frames dropped due to resource issue.

Duplicate received frames.

Reset counters to zero.

Thank you for purchasing a quality Rosewill Product.

Please register your product at : www.rosewill.com for complete warranty information and future support for your

product.
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