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1 Overview

This document provides a details information and application guidance for the user of the
management software, the PLANET Mesh Network Manager (MnM). This network
management system is intended to perform an overall monitoring and configuring features for
the PLANET Mesh Network.
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2 System Requirement

The PLANET Mesh Network Manager is written in JAVA, hence it has the feature of cross
platform, capable to run in most of the platform. The following are the recommended system
requirement.

- 256 MB RAM (recommended minimum)

- 10 MB hard disk space

- Microsoft Windows 2000, XP (recommended)

Besides, in order to enable the NMS to work properly, the following ports must be allowed
through any firewall between the NMS and the agent:

- Port 161 (by default) — Use for standard SNMP Get and Set

- Port 162 (by default) — Use for listen to SNMP Trap

- Port 4608 (by default) — Used by the Discovery Tool
Port 8188 (by default) — Use to listen for the Layer-2 node’s notification
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3 Utility Installation and Un-installation

3.1 Installation

Insert the bundled CD into the CD-ROM drive to launch the auto run program. Once
completed, a menu screen will appear. Click the “PLANET Mesh Network Manager” hyperlink

and select “Open” or “Run” to initiate the install wizard.

InstallAnywhere

g Installtrpahere is preparing to install...

Cancel

& 2002-2006 b acrovision Europe Ltd. and/or Maciovizsion Corporation

After the wizard completes preparation, follow the 6 easy steps directed by the wizard to

perform the installation.

3.1.1 Introduction

%21 PLANET Mesh Tools A=l

Introduction

InstallAmypwhere will guide you through the installation of PLANET
Mesh Tools.

Itiz strongly recommended thatyou guit all programs hefore
continuing with this installation.

Click the 'Mext' button to proceed to the next screen. Ifyou want to
change something on a previous screen, click the Frevious' button.

You may cancel this installation at any time by clicking the 'Cancel'
huttan.

Previous

Simply explain what this software is about. Press Next to proceed.
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3.1.2 Choose Install Folder

B PLANET Mesh Tools =113

Choose Install Folder

Where Would You Like to Install?
|C:'|,Pr0gram Files\PLAMET Mesh Tools |

[ Restore Default Folder ” Choose... J

Cancel

Prompt user to choose the install path (directory) and name the install folder. Press Next to

proceed.

3.1.3 Choose Shortcut Folder

32 PLANET Mesh Tools Bl= 3]
Choose Shortcut Folder

Where would you like to create product icons?

%1 In a new Program Group: |PL.°.NET Mash Tools

O In an exisking Program Group: |8'.','f.'.i 1 Wirelass LAN

2 Inthe Start Menu
() On the Desktop

() Inthe Quick Launch Bar

() Cther: | Chooge.

() Don't create icons

[] Create Icons for All Users

Specify where the software shortcut will be created at. Press Next to proceed.
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3.1.4 Pre-Installation Summary

% PLANET Mesh Tools =3

Pre-Installation Summary

Please Review the Following Before Continuing:
Product Name:
PLAMET tesh Tools

Install Folder:
ChProgram Files\PLAMET Mesh Tools

Shortcut Folder:
ChDocuments and SettingsyEMMSEart
MenuProgramsiPLANET Mesh Tools

Disk Space Infermation (for Installation Target):
Fequired: 31,859,133 bytes
Available: 28 658,393,088 bytes

Cancel Previous | Install |

Let user have a quick review about the installation settings before start installing. Press

Install button to start the installation.

3.1.5 Installing

A2 PLANET Mesh Tools A=)
Installing PLANET Mesh Tools

| Installing... Uninstall PLANET Mesh Tools.exe

| Cancel |

Installation is in progress. Once the installation is completed it will direct the user to the next

step.
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3.1.6 Installation Complete

2 PLANET Mesh Tools 9=

Install Complete

Congratulations! PLANET Mesh Tools has been successfully
installed ta:

CAProgram Files\PLANET Mesh Toals

Press"Done" to guit the installer.

Previous | Done |

Indicating the installation is completed, and user can select to restart the system instantly or

afterward, in order to complete the installation. Press Done to conclude the installation. After

that, you may launch the NMS through the shortcut you created previously.
3.2 Un-installation

In order to uninstall the PLANET Mesh Network Manager from your terminal, you can get the
uninstaller wizard from the software directory. The uninstaller, namely Uninstall PLANET
Mesh Tools, is located at the Uninstall_PLANET Mesh Tools folder. Launch the uninstaller
wizard by double-click the executable file. Follows the following steps:
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3.2.1 Introduction

‘2 Uninstall PLANET Mesh Tools A= 3

Uninstall PLANET Mesh Tools

< Introg { Ahout to uninstall...
o Uninstalli
PLAMET Mesh Toals

This will remove features installed by InstallAnywhere. Itwill not
remaove files and folders created after the installation.

Previous | Uninstall |

An introduction regarding the uninstallation of the PLANET Mesh Management Tool. Click
Uninstall to start the process.

3.2.2 Uninstalling

2 Uninstall PLANET Mesh Tools A=)
Uninstall PLANET Mesh Tools

¥ |ntroduction Please wait while Installnywhere's uninstaller
removes the Following Features. ..
Files..
Shorcuts...
Launchmawhere
Falders...
Registry...

Cancel

Uninstallation is in the progress. Once the progress is completed, it will automatically direct
you to the next step.
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3.2.3 Uninstallation Complete

2 Uninstall PLANET Mesh Tools =13
Uninstall Complete

All iterns were successfully uninstalled.

Caricel Previous

The software is uninstalled. You may choose to restart the terminal instantly or afterward in

order to complete the process.
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4 How to Use PLANET Mesh Network

Management Tools

4.1 Quick Start

First of all, make sure the terminal where you installed your PLANET Mesh Network
Management Tools is connected to the network, via Wireless or Wired LAN. Then, launch the

NMS at the location where you install it.

For a Layer 3 Mesh network:
Click the Create Map button on the toolbar to generate a new map profile. A dialog box would
appeatr, select SNMP Map and enter the name of the new profile. After that, hit the OK button

to complete the set up. A new map will be inserted into the NMS.

Then, click on the drop-down list on the toolbar of the new profile, where it prompts users to
insert the Scan IP Address, the destination IP Address to be scanned. Enter the desired IP
and click the button next to the list to save the IP. Finally, select the Start Scan button on the
map’s toolbar, the scan will be initiated and run. The result of the scan will be plotted on the

map area. User is free to adjust the position of the found-unit on the map.

For a Layer 2 Mesh network:
Prior to set up the utility, user is required to add the IP address of the NMS terminal on the

web page (Management > NMS Addresses) of Layer 2 nodes.

After the Layer 2 node configuration is done, activate the NMS and click the Create Map
button. A dialog box would appear, select Layer-2 Map and enter the name of the new profile.
Atfter that, hit the OK button to complete the setup. A new map will be inserted into the NMS.

Before shutting down the NMS, user can save the profile settings, including the coordinate of
the found Mesh AP units on the map, by click on the Save Map button on the map toolbar.
The saved profile can be loaded directly to the NMS next time using the Open Map button on

the toolbar.

For further description regarding the functions and features of the PLANET Mesh Network

Management Tools, user may refer to the following section.
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4.2 Software Overview & Features

4.2.1 Software Layout

Before we proceed further, let us have an overview at the layout of the NMS. Basically, the

PLANET Mesh Network Management Tools is consists of three major sections:

= Map Container
= MIB Reader

= Alarm Viewer

User can switch the view of the NMS by select the tabs at the left bottom corner, as illustrated,
or through the menu bar.

i firewallTablelndex
0 firewallTableTarget

| B ()

Global Yieyy |
e wws [Atarm |0

42.1.1 Map Container

The Map Container is the section where user can monitor and manage the mesh network.
The network will be displayed in the form of graphical topology map, and the status will be

updated periodically.

The center frame of the Map Container is the space to plot the topology map. More than one
map can be created and run simultaneously. The status of the map will be logged to the

status pane at the bottom of the map. Each topology map has its own status pane.

The panel at the left of the map space is the Node Details panel. It is used to display the
properties of the selected Mesh AP unit on the topology map. The information of the AP will
be loaded into the table, and the graph below the table shows the signal strength between the
selected AP with its neighbour APs. The column at the bottom of this panel is used to invoke

the live stat monitoring feature.
The right panel, meanwhile, is to display the details of the clients associated to the Mesh AP

unit. The panel is divided into two parts, the Client Properties and Client Signal Strength

portion. Each portion will be automatically updated every minute, to provide the admin user
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the live result regarding the clients.

\,} PLANET Mesh Network Management Tools

File Wiew Settings Advanced Help

R R R (=
daoes @9E NEE _!J =) (S
\;/\;._/q S WO W WWWw\Ww W
Hode Details [ e TEST 0 Client Praperties ¥ | *
S| | e——— 10.24.219.1
( Parameter ) Cvalue )
IF Address 1024 2181 + ~ ﬁ;j 5 !; \ 3 \ * Seandp: 17224 2131 - (= P ELAHEL
ks [Client-Relay W IS & / & - " v @ 10.21.231.1
System Name FLANET MAP-30 7 . Mo Client Found -
| Object 1D Liso.argdodinter...
Descrigtion PLAMNET Mesh AF 10212311 Client Signal Strength ¥
Location unknown
Cantact unknown 10.24.219.1
RF Fower (Mesh) |20 dBm PLANET
RF Power (Client) (20 dBm 00:15:00:41:10:59 I 56 i
Vletime: Innnn dave ik 1T it
Neighbour Signal Strength i
RS5I value
00 01 02 03 04 05 08 07 08 09 10 7
10.24.219.1
@
@
=
5
B
= v
o <€ ] -
Status: | Done.. Sleeping >
TEST
TEST Eoopy a3 Clear iy
Live Stat Settings
NodelP  {10.24.219.1
SNMPY 2c ¥
Community ===
Pall Interval 10 seconds
f N v
[ StartLive stat
ProgtoFie | TargetMap: TEST
| Map | MIB | Atarm | Event Log | TEST B W m Refresh

42.1.2 MIB Reader

The MIB Reader provides user a simple user-interface to retrieve as well as configure the

settings of the Mesh AP unit through the standard or vendor proprietary MIB files. With the

correct community and password, user can perform the SNMP actions such as SNMPGet,

SNMPSet and SNMPTable.

PLANET Mesh Network Manager Guide
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3 PLANET Mesh Network Management Tools

File ‘View Settings Advanced Help

i [E3]
Load S VETEET | SNMP Version Version 1 or 2c =

K
Ui Loaded MibModules IP Address Username
»-HE Cammurity Authertication Passyvord

Input alue Privacy Password
QD Syntax

Description:

Output:

| L &

Global Yiew[]

Map M|B!AIarm!
The left pane displays the list of MIB and its tree. User can load and unload MIB file from the

desired location. More than one file can be loaded into the MIB Reader. In order to read or set
an item, expand the MIB tree, select the desired node. Select the SNMP version; fill in the IP
Address and other necessary keyword. Then click on the command button (SnmpGet,
SnmpSet, SnmpWalk, Load Table, etc..) on the toolbar. The output will be shown on the

Output column.

421.3 Alarm Viewer

The Alarm Viewer is a trap receiver. It received the SNMP alarms and notifications directed by
the Mesh AP units and display in the table at the center frame. Select the table entry in order

to view the description of the trap.
Note that the table is a read-only table, which displays the trap’s source IP Address,

description, severity and the time when the trap or alarm was caught. These alarms should be

deleted once they were reviewed and resolved, by clicking the Delete button.
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2 PLANET; Mesh Network: Management Tools

File Wiew Settings Advanced Help

*eEm 9000w

Trap Viewer

& Delete & Select . 3¢ Desalect .. ¥

SNMP Settings b4 Cindex O Source P

 Descrigtion ) Severit Time Stamp.

Part 62
“ersion S %]
Communty  Fe

User nattie Gnmpvaraussr
FITASRRS s—
iy Password e

View (Type) W
eneric Trap
rerprise Trap

View (Severity) v

ritical
I £
|Bwarning
| Status: | Ready..

{ Trap Description

Alarm Level A\
Warning Msg Alarm Beep
Critical n

Warning L'
Off { Mute I

Add Trap Agents

Add Now

Map i Mlﬂt Alarm'i

MLog toFile

4.2.2 Toolbar Reference

This section provides a quick reference for the buttons in the toolbar of the NMS. The

description of the toolbar of the NMS is illustrated at the table below:

Button Name
I@ Create Map
L
Open Map
View Tile

@

View Cascade

O

3 SnmpGet

a SnmpSet

y Load Table
3 Refresh Table

PLANET Mesh Network Manager Guide

Function

Create a new topology map profile

Open a pre-saved topology map profile

View the topology map in grid layout

View the topology map in cascade layout

SnmpGet the data from MIB tree

SnmpSet the data from MIB tree

Load the SNMP table from MIB tree

Refresh the SNMP table from MIB tree
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Qe @6

)

Add Table Row

Del Table Row

SnmpWalk

Start Trap

Stop Trap

Add a row to SNMP Table
Delete a row from SNMP Table
Walk the selected item from the MIB tree

Initiate the Alarm Host system

Stop the Alarm Host system

On the other hand, the following table shows the description of the toolbar of the map

container:

Button

) @ @

v

wWeeeeeers ®

Name
Import
Background

Save Profile

Scan Start

Scan Stop

Initiate Port

Close Port

Zoom In

Zoom Out

Zoom Fit

Lock

Unlock

Block List

PLANET Mesh Network Manager Guide

Function
Import an image file to use as the background
image of the topology map

Save the current topology map

Start the network scanning (SNMP Map only)

Stop the network scanning (SNMP Map only)

Open port to listen to Layer-2 notification (Layer-2
Map only)
Close Layer-2 notification port (Layer-2 Map only)

Zoom in the topology map by 25%

Zoom out the topology map by 25%

Zoom the topology map to a size that fit the
screen

Lock the AP units on the map

Unlock the AP units on the map

Open the block list window
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4.2.3 Features

4.2.3.1 Create Map

In the NMS, two topology maps are available: SNMP Map and Layer-2 Map. These two types
of map look similar. The main difference between them is the method to get the topology

information.

e The SNMP Map is the ordinary type, where it uses the SNMP protocol to collect the
topology from the nodes discovered, and then plot the map using the collaborate data.
o Whereas the Layer-2 Map opens a specific port to listen for the notification from the

nodes, in order to plot the map. Prior to this, user is required to add the information of

the NMS terminal (IP Address) to the node. Thus in fact, the Layer-2 Map can receive
the notification not only from the layer-2 mode AP, but any other mode as well, as

long as the NMS Address table is set.

In order to create a new Topology map profile, user can click on the Create New button on
the main toolbar, or select File > Create New from the menu bar. A window would turn out to
prompt user for the type and name of the new map. User may select the type of the profile

from the drop down list, and enter the name in the provided column.

" Add New Profile

Please enter the new profile name.
(Mo special character allowed)

Frofile Type |SNh.I1F‘ [ET] ¥

Frofile Mame |

[ (o], H Canicel ]

Please be aware that special character such as #, $, % (except _), are not allowed to use as
the name of the topology map name to avoid data corruption, since the name of the map will
be used as the header of their data file. On the other hand, the system also not allow user to
create a new profile with the name of the existing map in the NMS.

Two Profile Types can be found, SNMP Map and Layer 2 Map. Please chose SNMP Map for
Layer 3 mode Mesh Network Management and Layer 2 Map for Layer 2 Mode Mesh Network

Management.

Hit the OK button to proceed, or Cancel to close the window.

PLANET Mesh Network Manager Guide Page20 of 124



PLANET Mesh Network Manager Guide

Please make sure your Layer 2 Mesh Nodes are pre-configured for this MnM
i installed PC. Otherwise, MnM can not display your Mesh nodes in the map also
Note cannot show the correct information at the mean time. Please also refer to Web
guide section 3.5.10 for more.

4.2.3.2 Open Map

In stead of create a brand new topology map, user can re-open the map profile that has been
saved previously. Click the Open Map button, or select File > Open Map from menu bar, a
file chooser window would appear on the screen, to prompt user to choose a map. Select the
desired one, and hit the Open button. The profile will be loaded to the NMS with all its

settings.

P Ty
Open
Loak ir: | Map ¥ T El

N 4] Location_a,
hﬁ m test_sie
My Recent
Dacuments
Desktop
..--J File name:
My Documents — Files of tYRe!  wap Files (*.map) v

4.2.3.3 Save Map

As mentioned previously, the settings of the map profile can be saved to be loaded in the
future. Details of the map, for instance, the coordinate and SNMP passwords of the Mesh AP

units on the map, background image and block list, will be saved as a setting file.

In order to save a profile, select the Save Map button or File > Save Map from the map
container toolbar of that particular map profile you wish to save. Note that if user is trying to
save a map profile that has a same name as one of the existing profile, a warning message
would appear to get confirmation from the user to overwrite the file. To proceed with the action,
click the OK button.
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(LU I ™ A I ) Sy
(Miap Profile Exist <)
A The map of "test_site" is existing,
L Are you sure yau wank to overwrite ity
I (4 I [ Cancel ]

By default, the profile will be saved to the Map folder in the program’s directory, with the name

of the map profile and extension .map or .I2map.

4.2.3.4 Topology Map

The topology map is actually the graphical representation of the actual Mesh network

topology which is being scanned. When a new scan is initiated, the result of the scan will be

processed by the NMS, and output to the map.

The AP unit would appear in different colors:-

Icon

®

)

oI

..,\
A r hy
e o b ¥

O

Indication

Inactive AP

Accessible gateway AP

Inaccessible gateway AP

Accessible relay AP

Inaccessible relay AP

Accessible client-relay AP

Inaccessible client-relay AP

Layer-2 gateway AP, which notified the NMS

Layer-2 gateway AP, which did not notify the NMS
(discovered as neighbour)
Layer-2 AP, which notified the NMS

Layer-2 AP, which did not notify the NMS (discovered as
neighbour)
AP Bridge

PLANET Mesh Network Manager Guide
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A AP Router

Parkbiants' 1 023233 1

Sripping

(i }!
9 S P

= : Mal Bervicas | Co e
)
| 4

Baciities

Fn'll'l:,'l_'lilll;-'. !
Ragourca
Ol

The blue line in between the APs designates the solid link; whereas the red, dashed line
shows the indirect link. On the other hand, user may hit the Help > Legend option from the

menu bar to view the legend regarding the topology.

Legend “

Read Snccessfn inaccessible

Gateway v

Relay @
ClientiRelay) v
Layer-2 Gateway ﬁ
Layer-2 @

AP Bridge 2N
AP REouter

A
Inactive ‘

@@\} o @' *nd

4.2.3.5 Set up New Scan

In order to set up a new scan for a SNMP topology map, click on the Start Scan button, or
select Map > Start Scan from the menu bar. Conversely, hit the Stop Scan button or select
Map > Stop Scan to halt the scanning process. The status of the map will be updated
periodically, hence whenever there is a change in the network, user might be able to monitor
via the NMS. The status bar at the bottom of the map displays the status of the scan.

On the other hand, in order to set up a new scan for the Layer-2 topology map, click on the

Initiate Port button, or select Map > Initiate Port from the menu bar. The map will receive the
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notification sent by the AP and plot the topology on the map. Conversely, hit the Close Port
button or select Map > Close Port from the menu bar to stop listen to the notification.

Every new found Mesh AP unit will be place on the right top angle on the map, with zero
coordinate. Then user is free to move the AP unit around the map. Once user completes the
positioning, save the map, and the system will remember the new coordinates in the future

scan.

4.2.3.6 Map View

More than one topology map can be loaded to the NMS at the same time. By default, the
maps are viewed in cascade mode, where user needs to click on the tab at the bottom to

switch the map to view.

In order to change the view type, click the Tile button on the main toolbar, or select View >
Tile from the menu bar. The tile mode arranges the topology maps in a grid layout. To convert
the view mode to cascade, hit the Cascade button, or View > Cascade. The following figures
illustrate the difference between the two modes.

Fila Iap

%ﬂ 000999 - ok

I S—— =

< i
Stadus; |Dane., Slesping . Lt |
Ii site | university

(Cascade mode)
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(Tile Mode)

4.2.3.7 Status Pane

The status pane is located at the bottom of the map container. It displays the nodes’ status

with the time and date; enable users to keep track of the changes in the topology.

test_site [ Copy Al |[ Clearan |

Node

an-IP Community (x

Scan-IPF addr

Started with 10.18.

Log to File

Event Log | test_site

The type of message can be varied by the color of the text. Green text indicating positive
message such as scan started or nodes found; red text shows the negative message such as
nodes down or timeout; whereas cyan text displaying system message, for instance, system

settings changed.

The Copy All and Clear All buttons on the top of the pane performs the copy and delete text
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action in the status pane. Tick the checkbox at the bottom to log the status message to the

alarm log file, which will be saved to the folder Alarm_Log at the install directory.

4.2.3.8 Scan IP Address

The Scan IP Address is the IP Address that the scanning process uses when initiate a scan
for a SNMP Map.

Scan-P: 192.168.1.102]

192.168.1.102
192.165.1.193
1921651107

#’*i 10.22.97 1 L&

Ge TRy,

User might enter the IP Address at the drop down list, or choose from the list. In order to

apply the new Scan IP, user is required to restart the network scanning. (A running scan will

be stopped when a new IP Address is selected.)

On the other hand, the Scan IP can also be set by selecting Settings > Scan IP from the map
container’s toolbar. A window would appear to prompt user for the new IP Address. Hit the OK

button to apply the change.

Scan IP

Flease enter the Scan IP Address.

192.168.1.169

[ (0], H Cancel ]

4.2.3.9 SNMP Community / Passwords (for Scan-IP)

The PLANET Mesh Network Management Tools use the SNMP method to read the topology
of the network. There are two types of SNMP key used for the topology scan, which are the

Scan-IP key and the AP Unit key. More details about the latter please click here.

Commonly, the use of SNMP varies by its version. If a user select version 2c, the SNMP key
to use is a community; on the other hand, if version 3 is used, the SNMP key will be a
SNMPv3 username, with its corresponding authentication password and privacy pass phrase.
As you can see throughout this document, every feature that implements SNMP will have

both options (use version 2c or 3).
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File = Settings Map
= v Display Mode Route J

4
Scan-IP

Scan-IP v2c Commmunity

Scan-IP w3 Passwards
Scan Inkerval 3

Block, List

¥
o T
-

Background Transparency

Basically, the Scan-IP key is the SNMP key that used for the Scan-IP which initiates the scan.
In order to configure the community of the Scan-IP, select Settings > Scan-IP v2c
Community from the map container menu. On the other hand, select Settings > Scan-IP v3
Passwords to change the SNMP version 3 Passwords. A window would turn up to prompt

user for the new key(s).

< Scan-IP Community

Flease enter the Scan-IP's Commumnity.

( Change and Use SNMP Yersion 2c j.' { Cancel j.'

«¥ Scan-IP V3 Passwords @

Flease enter the W3 Passwards far the Scan-IP

Usernarne Snimp3rouser
Auth Passwar }‘***********

Friv Fassword |’***********

( Change and Use ShMP Yerzion 3 } ( Cancel }

Press Change and Use SNMP Version X button to proceed. If the change is successfully,
the following dialog box would appear, to remind user to reset the scan in order to let the new

community or passwords to take effect.

[ 1

Done

i Community Set SuccessFully!
\;) Maoke that Far the new community ta kake effect,
please restark the scan (Stop Scan = Start Scan)
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The default value for Scan-IP:
Community: public
Username: snmpv3rouser
Password: snmpv3password

Passphrase: snmpv3passphrase

4.2.3.10 Socket Port

The notification of an AP node is sent according to its NMS Address Table. The table defines

the IP Address and port number of the destination (NMS). For instance, if the admin has
added a table entry with port number 8000 at the AP, the NMS user can change the socket
port number to 8000 in order to receive the natification.

In order to update the socket port, select Settings > Socket Port from the menu bar. A dialog
box would appear on the screen to prompt for the port number, which range from 1 to 65535.
Hit OK to confirm the change.

s =]

Port Humber
Flease enter the Socket Port Murmber {1 - B2539).

B8]

[ Ok, H Cancel ]

4.2.3.11 SNMP Community / Passwords (for AP Unit)

In case if a Mesh AP utilizes a different community or passwords from the others, the NMS
might fail to read the topology from it. Hence, user might need to edit the individual AP unit
SNMP keys, by right-click the desired active node. Select Change v2c Community from the
popup menu to change the community; or click Change v3 Passwords to change the v3

keys; enter the correct value in the dialog box and click Change and Use SNMP Version X.
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[ ‘( test

File Settings Map

oY E a} Scan-P: [172292191 |4

3 - (@)

10243

Show Properties
AP Configurator
Web-Based Config

Change v2c Community

Change v3 Passwords "

Delete from Map

v
\ 10.24 218941
/)
10.21 231 1
¥ 1|
|« € » el
Status: |Du:une.. Sleeping. .. ) ) )I

<& AP Unit Community

Flease enter the Communit for the AP (10.21.231 .10,

k*****l

{_ Change and U=se SHMP Yersion 2c } (_ Cancel }

¥ AP Unit V3 Passwords @

Fleasze enter the Passwords forthe AP {(10.21.231.1).

Llsername |snmpv3r-:uuser
Auth Passward f(***********

Friv Fassword f‘***********

( Change and Use SHMP Yersion 3 ) ( Cancel _}

Note that the AP Unit Keys is also used for read the Node Details and Client Properties. The

default SNMP version and keys of the Mesh AP is inherited from the Scan-IP that found them.

4.2.3.12 Scan Interval

The scan interval defines the time interval between every round of scanning. By default, the
NMS will sleep for 10 seconds once a network scan is completed. User may change the time
interval by select Settings > Scan Interval, and choose the desired time interval. The

available options:
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= 10 seconds
= 30 seconds
= 60 seconds
= 120 seconds

= 150 seconds

The changes will take effect immediately.

Q/ test

File BSERigEl Map

Dizplay MNode Rout l i STl {
;lg [¥] Dispiay Node Route @&s Seandp: [172242191 4] |
"= scanIp : = :

Scan-IP v2c Communiky

Scan-IF w3 Passwords

Scan Interyval O 10 zeconds

Bilock List | O 30 seconds
Background Transparency () B0 secands
| (120 seconds

O 150 seconds \
v
////’1:24.21 a1

&

10212311

e @ |C

€ ) .
Shatus: |D0ne.. Sleeping... >>>

4.2.3.13 Import Background Image

User can change the background of the topology map by import any desired image file from

other resource. Click on the Import Background Image button, or select File > Import

Background from the map container’'s menu bar. A file chooser window would appear, to

prompt user for the image file that wished to import.
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Import Background Image

w

v 2 2E=E

Loak in; |EJ image
N @] irnsges,
KD | & new map
My Recemt
Documerts
,—.h[-:
Desktop
My Docutmerts
g}! File narme:
Wy Computer Files of type: |.":"." Images

5] G

After select a image file (.jpg, .gif, .png ..etc), click the Open button. The new image will be

loaded into the topology map.

4.2.3.14 Map Print

‘t test

O

Settings  Map

Save Map as ..

Performance Analysis

™ Frirt tap

Close

v

10212311

[ € -

Import Background L ; %
' & ﬂ @@@ Soandp: (172242191 S |§
Save Map I . \ \ 11§ |
I o

)
Y
/’-"’/’1;4 2144

v

Status: |D0ne.. Sleeping...

P>

The NMS also provide the printing feature, where user is able to print the whole map by just

select the File > Print Map option from the Map Container menu bar. Then it will redirect the

map to the printer connected to the terminal where you run the NMS.
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4.2.3.15 Map Zoom

As a graphical solution for a network system, the PLANET Mesh Network Management Tools
provides the zooming feature for the user to manage the topology map more efficiency. Three

options are available: Zoom In, Zoom out and Zoom Fit.

The Zoom In and Zoom Out feature enable user to enlarge and minimize, respectively, at the
scale of 25%. Whereas the Zoom Fit feature will resize the topology map to the most suitable
size to fit in the screen. The following figures illustrate the effect of the zoom features.

(Zoom In)
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(Zoom Fit)

4.2.3.16 Customize Map

This feature provides user the flexibility to change the look and feel of the topology map, by

replacing the existing AP unit image and the link between APs. User can import their custom-
made icon, or adjust the color to fit their visual requirement.

The method is straight forward. Select Settings > Customized Map from the NMS menu bar,
to invoke the Map Customization Tool window, as illustrated.
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¥ Map Customization Tool @

[term to customize:

@iods  Olink
[lcon
Gateway: v ?,
Relay 6
Client Relay : ,/' ]

W @
Layer-2 Gateway '-jhh- @

Laver-2 @ ﬁ
i

AP Bridoe ; ﬁ{"
AP Router

A
of: @
O Coone)
Hode Indication

Show IPMMAC Address? E
Lahel Foreground ixxx.xxx.xxx.xxxi@

( Save & &pply Changes :? (_ Uze Default ) (_ Close )

¥ Map Customization Tool

[term to customize:

Onode  @iink
' Solid Link “Weak Link |
Color X O Color X O
Thickness 16 Thickness 15
Drashing Fattern Dashing Fattern
Line 1 200 Line 1 200
Space 1 0.0 Space 1 5.0
Line 2 0.0 Line 2 100
Space 2 0.0 Space 2 5.0

FPreviem: A P e e - - 1

( Save & &pply Changes ) {:_ Uze Default ) ( Close )
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As you can see from the figures, the customization can be divided to two parts, the Node and
the Link. At the Node part, user may select the icon that need to be updated, and then fill in
the path of the new image (or click the “...” button to choose from the file chooser window).
Hit the Update button to update the new image icon. Besides, user can also decide whether
to show the indication of the AP-unit, which is the IP Address, by using the available
checkbox; and alter the foreground color of the IP Address using the “...” button to select a
desired color from the popup window. Hit the Save & Apply Changes button to commit the
changes. The Use Default button enables the user to restore the default settings of the AP

unit look and feel.

Meanwhile, in order to change the style of the link, switch the Map Customization Tool to the
Link page. User can change the color by hitting the “...” button to select a desired color from
the popup window. Then key in the thickness of the link and its dashing pattern. The dashing
pattern defines the way the dashed link look like. The following table explains how to use the
dashing pattern. After fill in the data, user may click the Update button to update the image at
the preview. Once confirm the changes, select the Save & Apply Changes button to commit

the change.

Pattern Preview
(linel, spacel, line2,
space?)
20,0,0,0

20, 10, 20, 10 _—— — — — — -
5,10,5,10 | ol D D d e d e e - - = .

20, 3,10, 3 —_—————

20, 10, 30, 5 — — —

Here is an example to show the effect of the map customization.

a) The original map

P

102297 .1

/

101812351

b) Select Map Customization Tool and change the gateway & relay icon
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Icon -
Gateway @-

Relay: 7

Clignt Relay : ?

'
W

KX

Layer-2 Gateway
Layer-2 :

AP Bridge:
AP Router : r s
Off : ‘
st derimgrelay _nok gif E]

¢) Switch to Link page and edit the attributes

086 - ®

Link
Saolid Link Weak Link
Colar X B Calor 4 B
Thickness 3.0 Thickness 1.6
Diashing Pattern Dashing Pattern
Line 1 15 Line 1 200
Space 1 5 Space 1 5.0
Line 2 15 Line 2 10.0
Space 2 5 Space 2 5.0

Preview: = Preview: -~
- -~

d) The customized map will look like this now.

?

+

P
A 1022971

'
”

v

10181231

Note that, the changes of the AP unit node and link applies to every map created or opened

on the NMS.
4.2.3.17 Background Image Transparency

This is a special tool used to adjust the opacity of the background image of the topology map.
Select Settings > Background Transparency from the map container menu bar to allow
users to alter the transparency of the background to a level that the APs and links are clear to

view.

View the following figures to see the effect of the transparency tool.
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The tool will be closed automatically when it loses focus (mouse click anywhere out from the

tool).

4.2.3.18 Block List

The Block List offers the NMS users a filtering tool in the topology map. User can define the
IP Address to block, once the AP is blocked, it will be removed from the topology map, and
will not be added to the map even if it is detected by the NMS.

To move an IP to the block list, click the Block List button on the toolbar, or select Settings >

Block List from the menu bar. A window will emerge, as shown by the figure above. Then

user can choose the node to block from the Available Nodes column. Select the IP, and hit the
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Add button. The IP will be move over to the Nodes to Block column. On the other hand, if

user wishes to undo the step, use the Remove button to move the IP back to the available list.

The Add All and Remove All button perform the same operation by moving every IPs in the

list. Finally, hit the OK button to commit the change. (Note: asterisk in the list shows the IP is

a gateway node).

The blocked IP Address will be saved into the map setting file when the user saves the

topology map. Hence the IP will still be blocked when the current map profile reload in the

future.

Block List

-,

Flease select nodes to block:
Available Hodes:

10141 [ LR |
*016.51 [ A Al == ]
10,211

19216581 169

[ == Remove All ]

[ Ok H Cancel ]

Maodes to Block:
101631

4.2.3.19 Lock/Unlock

This feature is intended to prevent the user from dragging the node away from its current

position accidentally. User can select Map > Lock AP from the menu bar or use the Lock

AP button on the toolbar to lock up the nodes on the map.
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Conversely, click the Map > Unlock AP or Unlock AP button on the toolbar to release the

lock. Hence, once user has complete positions the nodes, turn on the lock.

4.2.3.20 Node details

The table next to the map container is the node details table. The table displays the properties

of the selected Mesh AP unit. In order to load the data, user can double-click on an active unit

(gateway or relay or client-relay), or right click then choose the Show Properties item from

the popup menu.
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Hode Details |
s
Parameter Value
IP Address 10.16.21 - |
Miode Gateway
B & Syatem MName FLAMET
| Show Properties Object |0 1.36.1.4.1.1045686.4
| AP Configurater Dwescriplion PLAMET Mesh Access Point
Web-Based Config Location Taman i
Change v2¢ Community :Fm:aﬂ ?;;I;E:
— Change v3 Passwords BF Pzﬁ m; 2 0dBEm |
— Delete from Map Hrﬂl'lﬁ 19 hours, 30 minutes, 20 5 |"“"|

As mentioned previously, the NMS use the SNMP method to read the data. Hence if the data
is failed to load, you may check the SNMP Community or Passwords. The two small circles
on the top of the table indicate the status of the table. If the green circle is light up, it shows
the table is loaded completely; if the orange circle is light up, it means the table is loading the

data, else if the circle to turn to red color, it indicates that the data loading is failed.

Neighbour Signal Strength

RS5] value
0 & 10 15 20 25 30 35 40 45

il
10.2.1.1

11111 _i

IP Address

10.168.5.1 | —————
: v

On the other hand, the bar chart at the bottom of the table displaying the signal strength (in
RSSI) between the selected AP and all its neighbour nodes. The scale of the chart can be

enlarged by dragging the desired range of x-axis. Drag backward to reset the chart.
4.2.3.21 Client Properties

The client properties panel is located at the other side of the map container. In order to initiate
the NMS to download the client details, hit on the Start button at the bottom of the panel. In
case if there is more than one map is running, a menu would popup to prompt user to select
which map to be targeted. Once selected, the scanning will be started instantly.
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Target Map: | -
o
Map_A
Map_B

1

The automatic refresh feature of the client properties panel enable the admin uses the live
information regarding the clients associated to the Mesh AP unit discovered by the NMS. The
panel will be refreshed once per minute. On the other hand, if user wishes to refresh the
panel manually, simply click the Refresh button at the bottom of the panel. While the
downloading is in progress, the buttons will be replaced by a progress bar, showing the status
of the process. The NMS will download the information from every single node in the target
map discovered. To stop the scan, simply hit on the Stop button. The Target Map column

displays the name of the map where the client panel is scanning.

The panel is divided into two portions, the Client Properties and Client Signal Strength. The
Client Properties portion display the details regarding the client, for instance the MAC Address,
channel number, link speed and the idle time. In the case if there is no client associated to
the AP, a message “No Client Found” will be displayed instead.

Client Properties ¥ Client Signal Strength ¥ |
104.44 10444
= Mo Client Found - - Mo Cliert found -
132.168.1.163
192.168.1.169
[=] hellaAF
= D030 b0 A il ;
P Chanmel & 00:20:4f:60:92:2f D 54 m=zi
B Specd: B4 kbps heiloMest
B 12 Time: 1202 002304 10:81:00 I 4 s
0020:dfed:a7 12 D 0 wsi
|# hellobdesh

On the other hand, the Client Signal Strength panel displays the signal strength of the clients
associated to the AP, in the unit of rssi. Similarly, if there is no client associated to the AP, a
message “No Client Found” will be shown.

4.2.3.22 Get/Set using MIB Reader

This section describes briefly about the usage of the MIB Reader of the PLANET Mesh
Network Management Tools.
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As illustrated, the center frame of the MIB Reader consists of three parts, SNMP keywords,

description area and output area. The SNMP keywords portion is the area where user fills in

the necessary parameter that need to perform any SNMP action. For instance, if the SNMP

version to use is version 1 or 2c, then the Community is the required field; else if version 3 is

selected, then user need to fill in the username, authentication password, and privacy

password fields. The Input Value field is used when user wish to execute the SNMP Set

command.
SHMP Varsian Wersion 1 or 2 []
IP Address  152.166.1.169 Lzsrname SMAPreLSEr
Community *xssTTT Authentication Password  sssssszs
Input Yalus 001 Lied:3e:65: 11, besting, 1,1 Privaty Passward HETTRRRAAN
oD 1.3.6.1.4.1.10456.6.4 Synkax
Deseripticn:

"Thi= table display cthe Hac Access Table. ™

;:ltﬂpul:

Total Rows E

macaccessTableflac macaccess|ooleComment | macocoessTabledckive macaccess TebleRovSta,
o011 2233 44 ef neemd enable]1) activa(l)
0015 52 25 bé a2 neweniry ‘enable(1) |active(d)

The Description area displays the description of the selected MIB tree node; whereas the

Output area prints out the output of the SNMP action.

e Get Action
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Select any tree node (make sure it is either read-only or read-write type)
Fill in the required parameter according to the version of SNMP to use.
Click the SnmpGet button on the toolbar.

The output should now display at the Output area.

Set Action

Select any tree node (only read-write type)

Fill in the required parameter according to the version of SNMP to use.

Enter the value to be set at the Input Value column. You may refer the Syntax
column to ensure the type of the input (eg: Integer, DisplayString..).

Click the SnmpSet button on the toolbar.

The Output area will display the result of the action, either “(Set

Successfully...)” or “(Set Failed...)".

Read Table Action

Select a table tree node

Fill in the required parameter according to the version of SNMP to use.
Click the Load Table button on the toolbar.

The Output field should display the whole table now.

Use the Refresh Table to reload the table.

Add Table Row Action

Repeat the first three steps of Read Table Action

Then enter the table values in the Input Value field. Values are separated by
a comma (,). (see the following figure)

Click the Add Table Row button on the toolbar.

The new entry should be added to the table.

Delete Table Row Action

Repeat the first three steps of Read Table Action

Select the entry that you wish to remove from the table.

Click the Delete Row button on the toolbar.

A popup window would appear to ask for your confirmation to delete the
selected entry. Hit OK to proceed.

The selected entry should be removed from the table.

Snmp Walk Action

Select any tree node. (It can be a table, scalar or even the main node)

Fill in the required parameter according to the version of SNMP to use.
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3. Click the SnmpWalk button on the toolbar.
4, The output should now display at the Output area. It could take some time to

fetch all the data if the selected data is large.

Note: Please try to avoid Add or Delete the SNMP Table entry of the customized-MIB, since
there are some tables which are internally correlated, such as VLAN table and Wireless table.

Setting the table incorrectly would cause severe corruption in the system.

4.2.3.23 Load/Unload MIB

The MIB Reader of the NMS includes the feature to load and unload the MIB file from other
resource. Therefore, instead of the customized MIB, user can load other standard MIB into
the MIB Reader as well to read the parameter of the managed device.

1
— e || st o vermon 1 o 2 >
= 24 radeConipurationipsee | —— — 1
| "h‘ IpsecActrg | Load MIB Frle ﬁ
B ipsecTes e : =
| : - =
@ ipseeLotald Loak i i il i 1 omE
@ inzecRemoald %
& ipsecRemoilp ;3 = R}:'tl_"tm
B ipzecRemoteSutne L FFCE2I-ME
@ iprecRemmetaimas{  Mr fecand
& ipseclotalianpace Croecraresni s
B ipseclocaFsa =
@ ipsecRemmzRsa -
B ipeeciak sk
= 3 madeConigestinn, Hipe
@ 12Mnctsive ¥,
& 2ipcLns —
B L serame Wy Documerds
B 200 Sa st ] re— N — —
ik ] Fl rewne e
) P e '_5,-5 l l—__—' -
= 24 radeCommancRaboo by Comgater PSS OTIDE ot Flas wl | caresi :
redaalTime A v
= i radeCammansFesel WET|
B reseiTolstaul -
] PR DR
(AL
okl Ve O
Map pipg | Aderm

In order to load a MIB, click on the Load button on the top of the MIB tree. A file chooser

window would popup, to prompt user to enter the desired MIB file. Click Open to load the file.

On the other hand, the Unload button next to the Load button would unload the existing MIB
in the tree. Select the unwanted MIB, click on the Unload button. A confirmation dialog box
would turn up, to get confirmation from the user to remove the selected MIB. Click the Yes

button to proceed.

PLANET Mesh Network Manager Guide Page44 of 124



PLANET Mesh Network Manager Guide

9 Are you sure vou want to unload
RFC1213-MIEB?

4.2.3.24 Alarm Table

The Alarm Table of the PLANET Mesh Network Management Tools enable user to check on
the traps and natifications caught by the trap receiver. The entries are read-only, and shall be

deleted once they were resolved or reviewed.

In order to start listen to the traps, hit the Start button at the toolbar or select Settings > Start
Trap from the menu bar. Select the Stop button, or Settings > Stop Trap to stop the trap
listener. User can change the SNMP Trap community or passwords at the available columns
and hit the Set button. The checkboxes at the bottom of the settings section are the table
filtering options. Clear the selection of the checkbox to hide the relative entry in the trap table.

Each level of severity is represented by a different color.

Select any entry from the alarm table, its description will be displayed at the Trap Description
area at the bottom of the table. If you wish to remove the selected entry, click on the Delete
button.
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The Alarm Level area is to enable the user to determine the level of the warning message
popup and the alarm beep sound. User may drag the slider to alter the level. For instance,
drag the slider of the warning message to Minor, the warning message would not popup if the
level of the alarm received is Warning or Informational. The following figures illustrate the
example of Warning Message, which will be displayed at the left bottom corner of the screen

when the trap is received.

A New Trap Caught !

WARNING

Description: systemTrapsSystemFebont
Time Stamp:Sun Feb {1 15:48:45 SGT

4.2.3.25 Add Trap Agent

This feature is a wizard window, intended to assist the user to set one, or more than one node

to be the trap agent of the host system at the NMS, simultaneously.

Hit the Add Now button at the trap viewer mode, to invoke the wizard. At the first page of the
wizard, user will be prompt to enter the IP Address of the desired nodes, to be set as alarm
agent. User can enter the IP Address manually, or select from the drop down list provided.

Click Next to proceed.

< Set Trap Agents

Please select the available nodes to configure:

fvailable Maps |test Hé4

i e
Available Nodes |10.21.231 1 & sadtolist )

10242191

0.21.231 1

[ Mexts== 1}
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Then, enter the required SNMP keywords, such as version and community. Click Set to
proceed or Back to back to the first step.

J Set Trap Agents

Please enter the SHMP Password of the agent

SNMP Version |3 4
Cornriunity |
Llser Mame Isnmvarwuser

Auth Password rxxxxmxnn
F'ri'l.l' PESSWD rd ft***********

(_*:dEiack ) ( Set :}

Once the configuration is done, click Proceed button to proceed to reboot page, or Back to
the previous page.

¥ Set Trap Agents @

Status

5 100%
A 10242191

f::EIau:k """ ?} ( Proceed }

If Proceed is pressed, the following page will be displayed. User may select the IP Address of
the node configured just now to be rebooted. In case if user is wished to reboot the device
manually afterwards, click Reboot Later. On the other hand, hit the Reboot now & Close

button to start reboot the devices.
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< Set Trap Agents

Rehoot

Feminder: User Is requived to reboot the AP In order to activate the new
seftings

Pleaze select nodes to be rebooted.

Fhozi 234
Fhozd.2194

( Reboot now & Close } '.i Reboot Later :"

Once the AP unit is rebooted completely, it will contain the information of the Alarm Host
System in the NMS. Hence, it will redirect the alarm message and notification to the NMS

when there is any.

4.2.3.26 View Log Files

There is a feature in the NMS allow the user to back-track the log files of the system. Select
View > View Log Files from the NMS menu bar to invoke a new dialog box, as shown at the

following figures.

View Log Files
Yiew Type |Sta1us Log [v]
File Mame |ro_,l'ecﬂ?’ofa'1 Mesh MUS\Status Lagh200700002 test site_log.bd| ..

Lo

10:42:34 Jul 0207 -1048.123.1 is down! [A]

10042:34 Jul 0207 -10.2287 1 is dowenl

1004250 Jul 0207 - Scan Stopped!

10:43:48 Jul 0207 - Scah Started with 10181231

1004356 Jul 02 '07 - Scan-IP Address changes.

1004356 Jul 0207 - Scan Stopped!

10:43:59 Jul 0207 - Scan Started with 1921681 156

10:44:00 Jul 0207 - Mewwy Mode Found: 100181231

10:44:00 Jul 02'07 - Mewwy Mode Found: 10022 87 1

10044:10 Jul 02 '0F - Scan-IP Address changes.

1004410 Jul 0207 - Soan Stopped! L

10:44:23 Jul 0207 - Scan Started with 10181232 3

10:44:53 Jul 0207 - Scan IP timeaout!

10:44:53 Jul 0207 -1018123.1 is down!

10044:53 Jul 02 '0F -10.22.97 1 is dowwn!

10:4:5:04 Jul 0207 - Soan Stopped!

10:45:15 Jul 0207 - Scah Started with 1921681 156

1004316 Jul 0207 - Meswy Miode Foune: 10018.123.1

104316 Jul 0207 - Mewwy Mode Found: 10022 97 1

104526 Jul 02 07 - Scan-IP Community (w22 changed. [v]

Then user can select the type of log to view, including Status Log and Alarm Log. Key in the
desired file name, or hit the button next to the column to select the file, and select the Reload

button to load the content of the file.
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iIlqI!g=!1!Egl!11gEIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIiEiF

Wiew Type IAIarm Log

File Mame b\newprojecﬂ?’ots! Mesh NMSUiarm Lo 2007 an15_ afarm.ba l i

rLog
[P TRTT LN R0 o 1 WL IRUYS 1 .r..h
1921651 161 acdiin TrapsAdiminCont Informative  FriJun 151720
1921651 161 acdiin TrapsAdiminCont Informative  FriJun 131721
1921681 161 adminTrapzAdminCont Informative  Fridun 151721
1921681 161 zystemTrapsSystemStatus Mitor Fridun 151721
Local Host admintM=Modelown fajor Fridun 15 17:22
19216581 161 systemTrapsSystemStatus hlinor Fridun 151722
19216581 161 admin TrapsAdminCont Informative  FriJun 131722
19216581 161 admin TrapsAdminCont Informative  FriJun 131722
1921651 161 systemTrapsSystemStatus Mirar Fridun 151722
Local Host actninMMSScanTirmeout Miror FriJun 151723
Local Host adrmintkShodeDovwn hdajor Fri Jun 1517:23
Local Host adminkMSModelbovn Mzjor Fri Jun 1517
1921681 161 zystemTrapsSystemStatus Mitor Fri Jun1517:22
Local Host admintSScanTimeout fditar Fridun 151724
19216581 161 admin TrapsAdminCont Informative  FriJun 13 17.2¢
19216581 161 admin TrapsAdminCont Informative  FriJun 13 17.2¢
19216581 161 admin TrapsAdminCont Informative  FriJun 13 17.2¢
19216581 161 addiin TrapsAdminCont Informative  FriJun 151724
1921651 161 acdiin TrapsAdiminCont Informative  FriJun 1517 2E
[ I |

4.2.3.27 Show Route

When user moves the mouse over the plotted AP unit on the topology map, a small blue
dialog would appear on the screen, displaying the routes of the selected unit. The route
describes how the AP link to the other nodes in the same mesh network, as illustrated by the

figure below.

00 D 9999 -~

pfoziesie v 5

|

The figure above shows the node 10.28.43.1 is currently connected directly to 10.30.45.1,
10.22.157.1, and 10.19.49.1.
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Whereas the figure above illustrates how the routes are displayed when nodes are not directly
connected. From the example, node 10.29.194.1 and 10.22.202.1 are not directly connected.

Instead, the connection between them is established via node 10.27.192.1, according to the
route box.

If user would like to disable this feature, please select Settings > Display Node Route from
the map container menu bar.

[ S ]

Scan-IP
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4.2.3.28 Create VPN Connection

If user would like to scan a network through the backbone line (WAN), a VPN Connection is
required in order to create the communication link between the NMS and the Mesh APs
discovered through a VPN Server.

To create a new VPN Connection, use the New Connection wizard of Windows. In order to
start-up the wizard, open the Network Connections Page (Start Menu > Control Panel >
Network Connections), then select New Connection Wizard. When the wizard turn up,
follow the following steps to do the set up: (*refer to the following screen shots)

= Introduction — Welcome page of the wizard

Mew Connection Wizard

Welcome to the New Connection
Wizard

Thiz wizard helps pou:
* Conhect to the Internet.

* Connect to a private network, such as vour workplace
network.

* Setup ahome or zmall office network,

To continue, click Next.

Mewt > l[ Cancel

= Network Connection Type — Select Connect to the network at my workplace and
click Next button
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¥

Hew Connection Wizard

Hetwork Connection Type
wihat do you want to da?

() Connect to the Internet
Caonnect ta the Internet so vou can browse the 'web and read email

(+) Connect to the network at my workplace

Connect to a businezs netwark [uzing dial-up or ¥PR] 2o you can wark from home,
a field office, or another location.

() Set up a home or small office network
Connect to an esisting home or gmall office network, or zet up a new one,

() Set up an advanced connection

Connect directly to another computer using your serial, parallel, or infrared port, or
zet up thiz computer 2o that other computers can connect to i,

< Back “ MNext > ][ Cancel

= Network Connection — Select Virtual Private Network and click the Next button

Hew Connection Wizard

Hetwork Connection
Howa do pou want to connect bo the netvork, at pour vork place’?

Create the following connection;

() Dial-up connection

Connect uzing a modem and a regular phone line or an Integrated Services Digital
Metwork, [ISDM] phone line.

(*) Virtual Private Network connection

Caonnect to the netwark using a virtual private network, [WPR] connection aver the
Intemet,

< Back “ Mext » ][ Cancel

=  Connection Name — Enter a desired Connection Name and hit the Next button
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Mew Connection Wizard
Connection Mame
Specify a name far this connection ba pour wark place.

Tupe a name for thig connection in the following bos,

Cormpany M ame

anonymaos]

For example, you could type the name of your workplace or the name of a server you
will connect to.

< Back “ Meut » ][ Cancel

= Public Network — Select Do not dial initial connection and press Next button

Hew Connection Wizard

Public Netwark
Windows can make sure the public network iz connected first,

Windows cah automatically dial the initial connection to the Internet or other public
network, before establizhing the virtual connection,

(%) Do not dial the initial connection.

(") Automatically dial this initial connection:

< Back “ Mext » ][ Cancel

= VPN Server Selection — Enter the host name or the I[P Address of the VPN Server

that you wish to connect, and click the Next button
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Hew Connection Wizard

YPN Server Selection
What iz the name or addiess of the VPN server?

Tupe the host name or Internet Protocol [|P) address of the computer to which vou are
connecting.
Haost name or IP address [for example, microsoft.cam or 157.54.01 )

|202_1 55.61.

[ < Back ][ Mexst » ][ Cancel

= Complete — Click Finish to complete the set up

After the shortcut is created, user is required to go to the Properties page, by right-click on

the shortcut icon, and then choose from the popup menu. Alternatively, it can be opened from

the Connect page, as shown:

Connect anonymous W

User name:; | lagin |

PESSWD[d: |.III...I.III| |

[] Save this user name and passward far the following users:

ke anly

Anpone who uses this compker

o e
Ennnect ][ Eancel(” Froperties ] gelp
—

At the Connection Properties window, perform the following steps:
= Select the Networking Tab at the top of the page
= Select PPTP VPN in the Type of VPN field.
= Select the Internet Protocol (TCP/IP) from the available list

PLANET Mesh Network Manager Guide

Page54 of 124



PLANET Mesh Network Manager Guide

= Hit the Properties button to configure the item’s properties
= At the TCP/IP Properties window, select the Advanced.. button, another window

(Advanced TCP/IP Settings) would appear.

= At this window, make sure the Use default gateway on remote network option is

checked and click the OK button.

‘ anonymous Properties

~

General | Options | Seculy | Metworking | Advlnced

Type of WPH:
FPTP%FM

Thiz connection uzes the following items:

W

Settings

—
.@ File and Printer Sharing for Microsoft Metworks i |
IE! Client for Microsaft Mebworlz ]
[ Ihztall... [ Properties ]
Description
Transmizzion Control Protocol/ntermet Protocol. The default
wide area nebwark, protocal that provides communicatian
acrozs diverse interconnected networks,
] l [ Cancel
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General

V'ou can get IP zettings assigned automatically if your network
supports thiz capabiliby, Qthenwize, you need to azk your network,
administrator for the appropriate [P settings.

(%) Obtain an IP address automatically
(O Use the fallowing IP address:

() Obtain DNS server address automatically
() Use the fallowing DMS server addiesses:

’ ok ] [ Cancel

The configuration of the VPN is done.

4.2.3.29 Configure Mesh APs

" .
Advanced TCP/IP Settings B=|

General | DNS | WwWiINS

Thig checkbox only applies when you are connected to a local
network, and a dial-up network zimultaneouzly, when checked, data
that cannot be zent on the local network, iz fonwarded to the dial-up
network.

[] Use detault gateway on remote netwark,

Enable the option

ak. ] [ Cancel

Two methods are available to configure the Mesh AP unit remotely via the NMS,: thru Web-

based Configuration Page or launch the AP Configurator. In order to invoke any of these two

methods, right click on any of the active Mesh AP unit on the topology map (gateway or relay).

A popup menu would appear, as shown:

3\,@ i, X

Show Properties
1016

AP Configurator

Web-Based Config

Change Community

Delete from Map

Select the AP Configurator or Web-Based Config option. The following figure shows the

screenshot of the Web-based Configuration page.
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2 PLANET MAP-3000 - Microsoft Internet Explorer

File Edit “iew Favortes Tools Help al‘

eBack - \_) lﬂ @ _;j /'L.-jSearch \E;:/Favor\tes @ E.":v :/‘.' _ﬁ

Address [ @] httpsiff10.21,231, 1/

Welcome to PLANET

Mesh Access Point
MAP-3000

PLANET Technology Corporation
11F, No. 96,Min-Chuan Road, Hsin-Tlen, Taipei, Taiwan, R.0.C.

Tel: 886-2-2219-9518
Fax:886-2-2219-9528

Email: Sales@planet.com.tw

Copyright (¢} 2007 PLANET Technology Corporation. Al rights reserved.

If the AP Configurator is selected instead, a window would appear to prompt user for the

SNMP password and community, as shown:

[ o

SHMP Community/Passwords

rlease provvide the following SHMP keys before you proceed.

P Address 1921681 169
SNMP Version 1, 2c ™

Cotmmurity |1rwwwﬂrwmrw|

[ Proceed H Cancel

(Version 1 and 2C)

- -
[ |
SHMP Community/Passwords
rlease provide the fallowving SHMP keys before you proceed.
IP Address 1921651169
SNMP Version |3 |
Uzer Matme Isnmpvﬁrwuser
Auth Pazsward |********
Priv Password |************|
[ Proceed ] [ Cancel ]
(Version 3)
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After enter the required passwords, click the Proceed button to initiate the AP Configurator. If
the password is incorrect, an error message will show on the screen and urge user to reenter
the password accurately. For more details regarding the AP Configurator, please refer to the

next section.

4.2.3.30 Discovery Tool

'\.—} Discovery Tool

(P Address DOMAC Address 2 Mode ;.
172212314 |EIEI:3IZI:4F:4E::1 4:08 Gatewneay [
Selected AP

| System Mame - IP &ddress -

|MAC Address - Sulbniet -

gSys’cem Mode - Configure AP | - Please Select - }#'
i : % " W
| Settings ) | Dizcover! |
Status: [Scan Finished! (1 AP found.)

The discovery tool is an advance feature added to the NMS. Its main function is used to
discover the recognized AP unit locating in the same subnet. Hit the Discover button at the
bottom to initiate the scan. The APs found throughout the process will be displayed on the
table.

User may click on the entry on the table to view the information regarding the AP, such as
system name, MAC address and so forth. Further more, the selected unit can be configured
by using the drop-down list at the top of the Discover button, to open the AP-Configurator or

Web-based configuration page.

4.2.3.31 View Interface and Client Live Statistic

The new feature added in the latest version of NMS, provides user a graphical and readable
statistic table regarding the target Mesh AP unit. The information that monitored by the live
stat portion includes the interfaces throughput, clients’ throughput, as well as the memory

status.
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In order to invoke the live stat window, switch the NMS to the Map Container view, and then
look for the Live Stat Settings portion at the left bottom corner. User may enter the IP Address
of the target node (or just click on the node on the map to load the IP) to be monitored, and its
corresponding SNMP Key. Hit the Start Live Stat button to initiate the window.

test

test

Live Stat Settings
Mode IP 10181231

SMMPy 2o v
COmmLnify s
Foll Interyal 10 SECOhdS

| stert Live Stat

Map | MIB | Alarm Eve

At the popup live stat window, click the Start Polling button at the top to start the live stat.
The window consists of two parts: the System Stat and the Client Stat. The System Stat page
displays the memory status of the system and the statistic of the interfaces throughput. The
table will be updated at a certain interval, which is set by the Poll Interval field at the Live Stat
Settings corner.

2 Live Traffic Statistic [Node: 10.21.231.1]

| mmE—
Syskem Stat ' Client Stat ‘

Host Details

System Uptime |0 hours, 11 minutes, 43 seconds.

System Date  |2007-5-18,81143.0+80

Memory Size ;—4_ KBytes
{ Description J L Allocation Unit 2 Free Storage b

Memory Buffers 1024 57740

Real Memory 1024 32124
[Swvap Space 1024 0

! E5536 0

! 655936 0

fram 4096 0

Slash 4096 203

Hlash_backup 4096 203

Interfaces Statistic
Cirterface 2 Cn (bp=s] S out (bp... Caveln . 2Caven.. DCavebErr. D AveEr.
]

ixp0 o o 25 o ]
atho o o 113 107 o Ll
| wlan0 o o 193 246 o Ll

Status |
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The second page shows the throughput statistic of every client that associated to target node.
The results of the transmission and reception data packet rate are displayed in the form of
graph. The table at the bottom of the graphs tabulates the client list with their respective MAC
Address and online time. To stop the polling process, click the End Polling button at the top.

End Palling ———
—_— 10.29.4
System Stz Client Stat i,
Wi o b o Bt —
i = 0474
= L. [
a ek I.-._J. T bt 40254
o F. 800 7800
- [ Dn
TR ] AFD D0 A aAn
T a0, G 1D g, ano

Mocaption Dt
0

B .. M 10.29.4
o kil | " Darad

o = man [ s T RO 0050
s
ooAz:
1T 20 154,240 1FZ.ER. 4. 240
1P D S 2 PR D0, S 20 | tinilal
W em v oy o o by B HOLATA
g B0
& za
S e ’ |
ol - ___.ﬂ_‘..m'fl_ 40.25.1
a 2,806 i ¥ fuint
mesrsrvcis Dorack
VF2E B VES 240 TF2 20,734 248 ooAZ-
L N L e e ] ooz
e s b e o013
a6 | o012
'E =0 ‘- |
a2, M
o bt . 1 A e ull_
o 2,500 £, i 7500

TFD 20,1 A, 20 TFZ 20, T T, D
TR TR ] VF S 2N, VA, RS0

Chent 17 Addr..,  Chent Mac Ad...  Onfine Time
172,29.134.249 |00 16 ce 516 54 |1:39:08 [
172.20.139.248 |00 10 7d 79 &5 47 |2:03:35 | =

1172,23.134.250 |.F'F'.1§E’.Z e04555 35145 -]

- =

4.2.3.32 Logout Client

With the NMS, the administrator is able to log out and block the user from accessing the

network, by using the Logout and Block user button at the Live Stat Window
In order to remove the client, user must run the Live Stat Window. In the Client Stat portion,

the table at the bottom lists the client that has log on to the network. Select the client (Mac
Address) that to be removed, and hit the Logout and Block user button.
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@@ mm‘

A window would appear on the screen to prompt user for the SNMP version to use and its
corresponding community or passwords. Click the Block User button once completed the
step, the selected client will be removed from the active client table, and added into the MAC

Access Table.

-

Logout Chient

Click "Block User wili fog Weer Q0 22 32 00 22 33 ont
fram the netwark. In arder to restore the user, please go
to the configuration page of the Mac Access to remave

Logout Client the nser frorm Nst
Uzernarme uzernamesl 23

Paz=word LTI s 122

Pigase select the SNWP lersion you want to use

“Wersion 2o |¢-5 Passphrasze *x**x*******n*|

( Back j {: Elock User p

i 3
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5 Configure the Mesh AP using AP

Configurator

5.1 Overview of AP Configurator

One of the main features of the PLANET Mesh Network Management Tools is its ability to
configure the Mesh AP remotely. In stead of the Web-Based Configuration page, user can use
the application software that designed specifically for the configuration of the Mesh AP,

namely the AP Configurator.

The AP Configurator utilizes the SNMP protocol to connect the user’s terminal with the AP
over the network. The AP Configurator supports all SNMP version 1, 2C and 3 over UDP.
User may read and write the settings of the hardware through the SNMP agent running on the

device.

The figure below illustrates the screenshot of the AP Configurator:

] ApConfigurator (10.24.219.1)

File  Skatus Configuration Command Help

Structure I

o Home -

b st AP Configurator v 2.3

I ~Canfiguration

b -Command
|System MName: PLANET MAB-3000
System Location
‘Systern Made (Gateway
System Temperature 47.0000° C
|System Status:
[Systern Untime 0000 days, 0F hours, 08 minutes, 54 secon

’.: Expand Al j.( Collapse... ]
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5.2 How to use AP Configurator

This section briefly explains how to configure the AP with the AP Configurator commonly.
Before we proceed, let us have a quick view over the layout of the user interface. Thru the
image at above, there is a tree at the left of the software. The tree lists all the configuration
items in the AP. Click on the item that you wish to view or alter; the relative page will be
loaded in the center frame. On the other hand, the menu bar on the top of the software can be

used to open the configuration page as well.

There is a status bar at the bottom of the page, where it displays the status of the data loading
and setting. In order to set the scalar values, perform the change, and click on the Save

Changes button. The Cancel button is to close the configuration page.

FIUEY FUrL gL

Handle Static [P Client

Save Changes H Cancel

In case to configure any table data, notice that there is a Status drop-down list at the bottom

of every table, as shown:

Action | Please select an action, ,
Please select an ackion..
Sl
Status: Dac.ﬂ.dd
Edit
Delete

Select the type of action you would like to perform: add, edit or delete a table row. Then, click
the “>>" putton next to the drop-down list. For add and edit operation, an extra area will
appear at the bottom of the drop down list, where it enable user to enter the table data. Hit the
Add or Edit button to complete the operation. The area can be closed by selecting the “X”
button at the top right corner.

Action | iadd

Add Table Entry (%]
MAC Address |
Cormment |
Status |Enable v
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For delete action instead, select the table entry that wanted to be removed, click the “>>"
button next to the drop-down list. A warning message would appear to prompt user for their

confirmation to proceed with the operation. Hit Yes to proceed.

MALC Access | able

p ~ 2]
Mac Address

Delete?
0011 223344 ¢

00 1552 256 \3/" Delete the selected row?

ool ed4 3ca3l
Action | Delete vl

The Refresh button at the top of every table is used to reload the table.
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5.3 Configure the Mesh AP

At this section, we will look into every configuration pages of the Mesh AP one by one, and

briefly describe the parameters in the pages.
5.3.1.1 System > System

System

Systern Name MeshAaP
Swstem Location ik o

Svstemn Mode Gateway w
Caontact Mame :suppurt '
Contact Email SUROEENOFIOUE. Com

Contact Phona 586112233448

Dascription Mezh Metwork Access Point

Obiject ID 1351 4.1 28000.1

| savechenges || cancel

The System page is the general settings page of the AP.

Parameters:
1) System Name
e The generic name of the Mesh AP unit.

e Data type: Display String

2) System Location
e The generic physical location name of the Mesh AP Unit

e Data type: Display String

3) System Mode
e The operation mode of the Mesh AP unit

e Options: Gateway, Relay, Client-relay, Layer 2 Gateway, Layer 2 Relay

Gateway Layer 3 Gateway Mode. In a Mesh network Gateway mode is the
path to the Internet for the whole Mesh network behind.

WAN port is active and will be used for Internet Connection.
Three types of Internet connection will be available, please refer
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4)

5)

6)

7

8)

to section 3.3.2 for more.

Relay Layer 3 Relay Mode. Relay mode can help to route between
mesh backhaul and local WiFi/LAN network. Also, a Relay mode
Mesh AP can help to route the packets from other Relay node to
the destination IP subnet or Gateway.
WAN port is disabled at this mode. At the same time no WAN
setting is required.

Client-Relay Layer 3 Client-Relay Mode.
At this mode, the Mesh node can only route between local
WIiFi/LAN network to mesh backhaul. It will not help to route
packets from other Relay node. This mode can be used to reduce
the unnecessary routing especially if this Mesh node is in the
edge of the whole mesh topology.

Layer 2 Gateway |Layer 2 Gateway Mode.
At this mode, the Mesh AP can be viewed as a bridge. This
bridge can bridge between WAN, LAN, Mesh backhaul, and WiFi.
As a Gateway, the WAN interface will turns into the public bridge
port that connects to the existing Ethernet network.
Be noted, only ONE Gateway is allowed in the same Mesh
network.

Layer 2 Relay Layer 2 Relay Mode.
At this mode, the Mesh node act as a mesh relay that can bridge
between WAN, LAN, Mesh backhaul and WiFi.

Contact Name
e The name of the contact person / network administrator

e Data type: Display String

Contact Email
e The E-mail address of the contact person / network administrator

e Data type: Display String

Contact Phone
e The phone number of the contact person / network administrator

e Data type: Display String

Description
e A short description regarding the managed device (Mesh AP)

e Data type: Display String

Object ID
e The Object ID (OID) of the Mesh AP specified to support the SNMP service
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e Read-only data

5.3.1.2 System > Syslog

Syslog

Enable Syslog
KLOG

Enable Remote Syslog

Femote Syslog Address |192.1 63.1.185

[ Zave Changes ][ Cancel

The Syslog is a system feature to send the system log messages to a remote server.

Parameter
1) Enable Syslog

e A checkbox to enable or disable the syslog feature.

2) KLOG

e A checkbox to enable or disable the Kernel Log service

3) Enable Remote Syslog

a. A checkbox to enable or disable the remote syslog server service

4) Remote Syslog Address

e The address of the remote syslog server, who will receive all the syslog message
e Data type: DNS String

5.3.1.3 System > Advanced Tuning

The Advance Tuning panel is divided to two parts, the connection tracking parameters and
the wireless distance. The Connection tracking portion determines the seconds of various
timeout parameters, where as the latter define the estimate operating distance in meters, for

the radio available in the device. Use the reset button to refill the value fields with the default
values.
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]

Advance Tuning

Connection Tracking

=R gyl

Genetic Timeaout
[CMP Tirmeout

TCP Tirmeout
Close
Close [¥an
Establizh
Finish l¥ai
LastAck

Syn Recalve
Sh Send
Time Wail

LIDF Timeout

212365 (4096 ~ 212368)
B00 {50 ~ 4 20)
B0 (10 ~ 6
i (5 ~ 30
E0 {10 ~ 4200
3600 (B0 ~ S64000)
120 (10 ~ 3600)
a0 (10 ~ &)
B0 (10~ 120)
120 (10 ~ 240
120 (10 ~ 240)
"0 (10 ~ 60
(10 ~ 360)

LUDP Stream Timeaut 180
Wireless Distance

Radio 0 401 (100 ~ £0000)
Radio1 405 (400~ 10000)
Radio2 400 (400~ 10000)
Radio3 BOO ({00~ 10000)

Cauntry |ME}(ICO

[ operating in Outdoor?

[¥] Enable Extended Channel Mode

Parameters:

i Save Changes

LW i
T Reset

LW A A
1T Cancel 9

1) Maximum session

e Maximum allowable IP connection tracking session.
e Range: 4096 ~ 212368; Default: 10000 sessions

2) Generic Timeout

e Timeout value in seconds (s) for generic connection track entry.

e Range: 50 ~ 1200; Default: 600 seconds.

3) ICMP Timeout

e Timeout value in seconds (s) for ICMP entry.

e Range: 10 ~ 60; Default: 30 seconds.
4) TCP Close Timeout

e Timeout value in seconds (s) for TCP close.

e Range: 5~ 30; Default: 10 seconds.
5) TCP Close Wait Timeout
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e Timeout value in seconds (s) for TCP close wait.
e Range: 10 ~ 120; Default: 60 seconds.
6) TCP Established Timeout
e Timeout value in seconds (s) for established TCP.
¢ Range: 600 ~ 864000; Default: 3600 seconds.
7) TCP Finished Wait Timeout
e Timeout value in seconds (s) for TCP finished wait.
¢ Range: 10 ~ 3600; Default: 120 seconds.
8) TCP Last ACK Timeout
e Timeout value in seconds (s) for TCP last acknowledgement.
e Range: 10 ~ 60; Default: 30 seconds.
9) TCP SYN Receive Timeout
e Timeout value in seconds (s) for TCP SYN receive.
e Range: 10 ~ 120; Default: 60 seconds.
10) TCP SYN Sent Timeout
e Timeout value in seconds (s) for TCP SYN sent.
e Range: 10 ~ 240; Default: 120 seconds.
11) TCP Time Wait Timeout
e Timeout value in seconds (s) for TCP time wait.
e Range: 10 ~ 240; Default: 120 seconds.
12) UDP Timeout
e Timeout value in seconds (s) for UDP.
e Range: 10 ~ 60; Default: 30 seconds.
13) UDP Stream Timeout
e Timeout value in seconds (s) for UDP stream.
e Range: 10 ~ 360; Default: 180 seconds.
14) Radio 1 distance
e Specify the operating radius in meter (m) of radio 1.
e Range: 100 ~ 10000; Default: 400 meters.
15) Radio 2 distance
e Specify the operating radius in meter (m) of radio 2.
e Range: 100 ~ 10000; Default: 400 meters.
16) Country
e Select the operating country of the wireless interface.
17) Outdoor Mode
e Enable or Disable the outdoor mode for the wireless interface.
e Default: Enable.
18) External Channel Mode

e Enable or Disable the external channel mode for the wireless interface.
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e Default: Disable.
5.3.1.4 Network > Network

The network panel defines the DNS settings. This DNS service translates the domain name
into IP Address form, which recognized by the Internet. If the primary server failed to perform

the translation, the secondary server will take over the process.

Network

Primary DNS H92.188.1.139
Secondary DHS :192 168.1.150
Domain IPLANET

Default Gatewsay I192 168.1.1

| Savve Changes H Bisck |

Parameters:
1) Primary DNS
e Define the Primary DNS Server IP Address.
o Data Type: IP Address

2) Secondary DNS
o Define the secondary DNS Server IP Address
e Data type: IP Address

3) Domain
e An optional domain name for the DNS client
e Data type: DNS String

4) Default Gateway
e The default gateway IP Address for the static IP Address
e Data type: IP Address
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5.3.1.5 Network > WAN

WAN
Type
() Static
) DHCP

() PPPoE

:f Save Changes -\' '( Close )
N - . -

L Add YLAN Tag )

Define the type of WAN interface to use. Three options are available: Static, DHCP, and
PPPoE. If user wishes to change the type to dynamic, select the DHCP, then click the Save
Changes button. If Static or PPPOE is selected instead, the Configure button will lead the

user to the configuration page of the type.

e Network > WAN > Static

WAN
Static IP Address

IP Address |192.168.1.169
Metrmask — £55.255,255.0

[ Save Changes ][ Back. ]

Status: [Load.. CK!

Enter the Static IP Address and its netmask, click the Save Changes button to activate the

Static WAN interface type. Hit the Back to go back to the WAN Type configuration page.

Parameters:
1) IP Address
e The static IP Address for the WAN interface
o Data type: IP Address
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2) Netmask
e The netmask for the Static IP Address.
e Data type: IP Address

e Network > WAN > PPPoE

WAN
PPPoE

[ ] Enahle PPPQE

Username ppposllser

Fasswiord |1r1rw1r1r1r1r1rw1r Confirm |www-.r-.wrwwww

[ Save Changes H Back, ]

Gtatus: Load., CK!

Fill in the PPPoOE’s username and password, then click the Save Changes button to activate
the PPPoE WAN interface type. Hit the Back button to back to the WAN Type configuration
page.

Parameters:
1) Enable PPPoE

e A checkbox to enable or disable the PPPoOE service.

2) Username
e The username of the PPPoE client

e Data type: Display String

3) Password, Confirm
e The password corresponding to the username of the PPPoE client
e Must key in the same input at the Confirm field to avoid mistakes

e Data type: Display String
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e Network > WAN > Add VLAN Tag

VLAN Tag for WAN
VLAM Tag List

I P Metimaszk Cotnrerit Active

Action |Add ¥

Add Table Entry (%]
ID |

Type |S‘tatin:: o
IP |

Metmask |

Cormrment |

Status |Enat:u|e v

£

Note that there is an Add VLAN Tag button at the WAN page. Press the button would open
the VLAN Tag page, where user may define the VLAN ID for a desired WAN interface.

tagging and you plan to make the Mesh Network route for different
purpose, you can use the “Add VLAN Tag” button to create different
VLAN for WAN interface.

2. Only the default WAN is un-tagged. Any other newly inserted WAN
interface will be tagged follow the ID setting that range from 1 to 4095.
Maximum is 15 virtual WAN interfaces are allowed.

ﬁ 1. If your Ethernet network that connect to WAN port supports VLAN
Note

Parameters (VLAN Tag List columns)
1) ID
e The VLAN-ID
e Data type: Integer, in between 1 and 4096

2) Type
e The type of the WAN-VLAN defined.
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Available option: Static and DHCP

3) IP
e The IP Address of the interface.
e This field is disabled if the Type chosen is DHCP
o Data type: IP Address

4) Subnet

e The corresponding subnet for the IP Address of the interface.
e This field is disabled if the Type chosen is DHCP
e Data type: IP Address

5) Comment
e Optional comment regarding the table entry

e Data type: Display String
6) Status
e Enable or disable the table entry.

e Available option: Enable and Disable

Hit the Back button to go back to the WAN-Type page.
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5.3.1.6 Network > VLAN
VLAN Table
2]
I [atre P Acdress Metrmazk Carnrnetit
0 wlano 2331221331 (2552552550 [neswewvireless
1 vland noono 255 255 255 285 hat™lam
2 wlanz 1921681 1 255 2552550

| Edit active vap |

Inactive VAP List [vLang v|| Edit Inactive vap |

(]

Edit Inactive VAP - VLAN3

Save Changes

D |

Type |9tatiu: [l
IP Address |

Metrmask |

Address Type |Ru:-utahle e
Comment |

Active Disakle ™

The page is displaying the VLAN Table which is showing the activated VAP of the Mesh AP.
There are total of 16 VLANs available in the device. In order to activate an inactive VAP,
choose an entry from the Inactive VAP List, then click the Edit Inactive VAP button. Then the

Edit Inactive VAP — VLANXx panel would appear. Similarly, to edit or disable an active VAP,
user can select the entry from the table, and hit the Edit Active VAP. Fill in the following

parameters:

1) ID

2) Type
The type of the VLAN

PLANET Mesh Network Manager Guide

The ID for the VLAN interface.

The available options are static and dynamic

The value is ranged between 1 to 4095, where 0 is reserved for VLANO
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3)

4)

5)

6)

7

IP Address
e The IP Address of the selected VLAN interface

Netmask
e The Netmask for the IP Address

Address Type
e The type of the IP Address, either NAT or Routable

Comment

e An optional comment regarding the table entry

Active
e The status of the VAP

e Set to Active to enable an inactive VAP; set to Inactive to disable an active VAP.

Finally click the Save Changes button to commit the changes.

i 1. ONLY VLAN 0, the default VLAN, is un-tagged packets. For VLAN 1 to
Note

VLAN 15, it will be tagged packets at LAN interface after it is enabled.
And for Wireless interface, different SSID are required for different
VLAN.

2. The connected LAN device should support VLAN tagging if you plan to
connect wired device for different VLAN.

PLANET Mesh Network Manager Guide Page76 of 124



PLANET Mesh Network Manager Guide

5.3.1.7 Network > Mesh

Mesh Configuration
IF Address (10112
Nefmask  [255.255 2550
Cormment |
Active |Enuh|l: .\"J
[ Wireless Seltngs
Wireless Settings
MAC Address N0060; 3e bl 4o BT
Maode ADHOC
Band E0211g B
ESSID |Defau
Frequency lauto v
Beacon Interval 100
RTS Threshold 2346
Fragment Threshold 52345
CiTIM Interval 1
Data Rate e v
T Antenna (Card Defaul ™
R Anfenna (Card Detaul v
Currant Te Power (dBm) 27
Te Poweer (dBm) [MA}I: v
Eecurity |':'_'IpEﬂ |
Encryption Key || BB WS

[ Save Changes | | Cancel |

The Mesh configuration page read the data from the wireless interface, athO. Select the

Wireless Settings button to view or edit the corresponding data.

Parameters (Mesh Configuration)
1) IP Address
e |P Address for the Mesh interface
e Data type: IP Address

2) Netmask
e Netmask for the IP Address of the Mesh interface
e Data type: IP Address

3) Comment
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¢ An optional comment regarding the Mesh interface

e Data type: Display String

4) Active

e The status of the Mesh interface, either active or inactive.

Parameters (Wireless Settings)

1)

2)

3)

4)

5)

6)

7

8)

MAC Address
e The Mac Address of the Mesh interface

e This is a read-only parameter

Mode
¢ Define the mode of the Mesh interface
¢ In this case, the mode is fixed to AD-HOC

Band
e The band to use
e Three options available: 802.11a, 802.11b, and 802.11g

ESSID
e The identifying name of a wireless access point’s network

e Data type: Display String

Frequency

e The operating frequency of the athO wireless network interface in Mega Hertz.

Beacon Interval
e The beacon interval in milliseconds
e Data type: Integer, in between 20 and 1000

e Default value is 100

RTS Threshold

e The RTS Threshold value

e Data type: Integer, in between 256 and 2346
e Default value is 2346

Fragment Threshold

e The Fragment Threshold value
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o Data type: Integer, even number only, in between 1500 and 2346
e Default value is 2346

9) DTIM Interval
e Data type: Integer, in between 1 and 256

e Default value is 1

10) Data Rate
e Select the data rate of the interface from the list
e Available selection: Auto, 1, 2,5.5, 6, 9, 11, 12, 18, 24, 36, 48, 54 Mbps

11) TX Antenna
e The properties of the transmission antenna

¢ Available selection: Diversity, Portl, Port2 and Card Default

12) RX Antenna
e The properties of the reception antenna

e Available selection: Diversity, Portl, Port2 and Card Default

13) Current Tx Power (dBm)
e This is a read-only field indicating the current transmission power used by the
mesh interface.

e The value is in the unit of dBm

14) Tx Power (dBm)
e The transmission power field, where user can alter the level of power through the
selection available.
e The default value for this field is Max, which will use the maximum power level of

the wireless interface.

15) Security

e The security type to be used by the wireless network, wither open, WEP, or AES

16) Encryption Key
e The encryption key used in corresponding to the security type used.

e Data type: Octet String
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5.3.1.8 Network > Wireless Configuration

The upper portion of the Wireless Configuration page is displaying the common settings of all
the wireless interfaces. The parameters here will be applied to all the VAP. The table in the

page is showing the list of virtual APs. User can only edit the information in the table.

Wireless Configuration
Cemmen Settings

MAC Address OEE0:3e:bd: 1988

Mode |P-P w
Band B0z.11g Tt
Frequency ls9; 6.36Hz v/
Te Antenna |Card Detautt v
Feshntenna |Cnr-:! Default w
Currant T Powear (dBmj10

T Power (dEm) e v

Active Virtual AP
[EssID Securty Caormenent
AP opeeri(1]) newawireless |
AP2 wEpl) natlant
AP3 open(1) |
Action Ede v
Wireless Configuration - Edit A
EESID AP3
Eroadcast SSI0 Etuabile w | Data Rate S0 w
Beacon Interal fion Security Cpen |
RTS Threshold 2346 YYPA Type
S
Fragment Threshold 2546 BOZ.1%
DT Inferyal f Encryplion key
Save Changes

Parameters (Common Settings)
1) MAC Address

e The Mac Address of the Wireless interface

e This is a read-only parameter

2) Mode
e The Mode is fixed to AP

3) Band

e The band to use
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e Three options available: 802.11a, 802.11b, and 802.11g

4) Frequency

e The operating frequency of the ath1 wireless network interface in Mega Hertz

5) TX Antenna
e The properties of the transmission antenna

e Available selection: Diversity, Portl, Port2 and Card Default

6) RX Antenna
e The properties of the reception antenna

e Available selection: Diversity, Portl, Port2 and Card Default

7) Current Tx Power (dBm)
e This read-only field indicating the current transmission power level used by the
wireless interface.

e The value is in the unit of dBm

8) Tx Power (dBm)
e The transmission power level of the wireless interface
e The default value is Max, where the device will tune the transmission power to

the maximum level of the wireless interface.

Click the Save Changes button to commit the common configurations.

Parameters (Virtual AP list)

1) ESSID

e The Enhanced Service Set Identifier of the wireless network

e Data type: Display String

2) Broadcast SSID
e Enable or disable the SSID to be broadcasted.

3) Beacon Interval
e The beacon interval in milliseconds
e Data type: Integer, in between 20 and 1000

e Default value is 100
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4) RTS Threshold
e The RTS Threshold value
e Data type: Integer, in between 256 and 2346
e Default value is 2346

5) Fragment Threshold
e The Fragment Threshold value
o Data type: Integer, even number only, in between 1500 and 2346

e Default value is 2346

6) DTIM Interval
e DTIM Interval
o Data type: Integer, in between 1 and 256

e Default valueis 1

7) Data Rate
e Select the data rate of the interface from the list
e Available selection: Auto, 1, 2,5.5, 6, 9, 11, 12, 18, 24, 36, 48, 54 Mbps

8) Security
e The security type, can be either Open, WEP, WPA1, WPA2, and WPA1&2

9) WPA-Type
e The type of the WPA security mode
e Available options: TKIP and AES
e This field is only writable if the security type WPA is selected

10) 802.1x
e Enable or disable the use of Radius Server as authenticator
e This field is only enabled if WEP or WPA is selected

11) Encryption Key
e The encryption key depends on the type of security mode using
e This field is only enabled if WEP or WPA is selected
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5.3.1.9 Network > Route

Route
Route Table
2]
Subnet Metrmask, Using Caommenkt Ackive
192.1658.12.1 [255.255.255.0 |indirect(Z) Lesk enablel1)
172.18.1.58  [#55.255.255.0 |direck(1} tests enable(1)
10.16.7.1 255,255.255.0 |indireck(Z) MEENLEFy enablel1)
Action |F‘Iease select an action, )
Add Table Entry [x]
SLbnet |
Metrmask |
Gatenway |
Dievice |
Direct | Direct (Device) A4
Comment |
Status  |Enable v

The route table is a network map that naotifies the node about the way to deliver the packets to

its addressee. This configuration page presents the routing table of the Mesh AP.

Parameters:
1) Subnet
e The subnet address of the route

e Data type: IP Address

2) Netmask
e The netmask corresponding to the subnet address

o Data type: IP Address

3) Gateway
e The gateway IP Address for this route entry
e Data type: IP Address

4) Device
e Specifies the route devices for this route entry

e Data type: Octet String
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5) Direct
e Select the type of routing, either direct or indirect.

e Direct type using device, whereas indirect is using the two hope gateway
6) Comment
e An optional comment regarding the route table entry

e Data type: Display String

7) Status

e Specify the status of the route entry, enable or disable.

5.3.1.10 Network > IP Sec

IP Sec

Enahle IP Se: Feature

Type %509 v
Local ID w509

Rermote |10 RS,

Remaote IP Address Pk

Remaote Subnet

Remaote Metmask

|

|
Local Cedificate Password |
Local RSA Key |
|

|

Remote RSA key
PSE

Save Changes ][ Cancel

The IP Sec configuration page enable user to alter the setting of the IP Security Protocol. With
IPSec, a security “tunnel” is created between the source and destination point, allow the
packet to be sent through the “tunnel”. In this page, user can define the characteristics,
including the certificate key and RSA key, of the tunnel.

Parameters:

1) Enable IP Sec

e A checkbox to enable or disable the IPSec service.

2) Type
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e Select the type of the IPSec protocol.

e Available selection:

o x509
o RSA
o PSK

3) Local ID
e The identifier of the local host.
e Data type: Octet String
4) Remote ID
e The identifier of the remote host at the other end
e Data type: Octet String

5) Remote IP Address
e The IP Address of the remote host.

e Data type: IP Address

6) Remote Subnet, Remote Netmask

e The Subnet where the remote host is located at, with its correspond netmask

e Data type: IP Address

7) Local Certificate Password

e The x.509 certificate pem passphrase, used when IPSec type x509 is

selected

e Data type: Octet String

8) Local RSA Key
e The RSA Key of the local host, used when IPSec type RSA is selected
e Data type: Octet String

9) Remote RSA Key

e The RSA Key of the remote host, used when IPSec type RSA is selected

e Data type: Octet String

10) PSK
e The PSK Key, used when IP Sec type PSK is selected
e Data type: Octet String
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5.3.1.11 Network > L2TP Client

L2TP Client

Enable L2TF Client Service

LMS Address  [207.125.64.10
Llsername bztpc:lierrt

Sarrat |1r1r1r1r1rﬂrﬂrﬂrw Canfirm |#***********

[ Save Changes H Cancel ]

The L2TP (Layer 2 Tunneling Protocol) is a tunneling protocol that used to support the virtual
private network. Admin can create a L2TP client at this panel for the network traffic tunneling
purpose.

Parameters
1) Enable L2TP Client Service

e A checkbox to enable or disable the L2TP feature

2) LNS Address
e The L2TP Network Server address.
e Data type: DNS String

3) Username
e The username for the L2TP client

e Data type: Display String
4) Password

e The correspond password for the username above

e Data type: Display String

PLANET Mesh Network Manager Guide Page86 of 124



PLANET Mesh Network Manager Guide

5.3.1.12 Network > OLSR

[¥ Enatle OLSR

TOS Value |r-.-1inimize delay e
[] Enable wWillingness

Willingness Level 3 (0 7)

[¥] Enahle Hysteresis

Hysteresis Scaling 05 (0~ 4.00)

Hysteresis THR High b.E (0 e 1000

Hysteresis THR Low 0.3 (6 ~ £.00)

Link Guality Type |Llse for MPR and Routing I #
Link Quality Size 1 (2~ {28)

Poll Rate b.lil? (002 ~ 10.00

TC Type |Send all Meighbours: I #
MPR 20 (f ~ 20)

Shared Key F******* Confirm r*******

LW LW N
o Feset b Cancel

-
L Save Changes b

The OLSR configuration page defines the Optimized Link State Routing protocol of the Mesh

AP. It is a routing protocol for the Layer 3 mesh backhaul connections.

Parameters
1) Enable OLSR

e A checkbox to enable the OLSR service

2) TOS Value
e This field define the type of service value that should be set in the OLSR
control traffic packet IP headers

e Datatype: Integer

3) Enable Willingness
e A checkbox to enable the willingness of the Mesh AP.
e Willingness of an AP is defined as the readiness of a node to carry and
forward traffic for other nodes.

4) Willingness Level
e The level of the willingness.

e Data type: Integer (0-7)
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5) Enable Hysteresis
e A checkbox to enable the hysteresis of the Mesh AP
e Link hysteresis determines the criteria at which a link to a neighbour is
accepted or rejected. Hysteresis adds more robustness to the link sensing,

but delays the neighbour registration.

6) Hysteresis Scaling
e The level scale of the hysteresis
e Data type: Float (0.0 ~ 1.0)

7) Hysteresis THR High
e The upper limit (threshold high) of the hysteresis
e Data type: Float (0.0 ~ 1.0)

8) Hysteresis THR Low
e The lower limit (threshold low) of the hysteresis
e Data type: Float (0.0 ~ 1.0)

9) Link Quality Type
e The type of link quality
e Available options:
o Disable
0 Use for MPR selection

0 Use for MPR selection and Routing

10) Link Quality Size
e The Link quality window size

e Data type: Integer, default size is 10

11) Poll Rate
e The polling rate, where the value is in the interval of 0 and 1

e Data type: Float

12) TC Rate
e The TC redundancy specifies the level of neighbour information should be
sent in a TC message.

e Available options:
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o0 Send only MPR Selectors
o0 Send only MPR Selectors and MPRs
o0 Send all neighbours
13) MPR
e This field specifies how many MPRs a node should try select to reach every
2hop neighbour

e Data type: Integer, default value is 1

14) Shared Key
e The secret shared key.
e User must re-enter the same password at the Confirm field to set this field

e Data type: Display String

Unless you are familiar with the setting, otherwise we would suggest to
& Note  keep the value unchanged, or press Reset to set back to default. These
settings should fit for the most application.

5.3.1.13 Services > NTP

NTP

Enable MTP Service 7

TimeZone |Tw +2503+12130 AsiafTaipei o

[ Save changes H Cancel

NTP Table
2]
Server Min Pool Max Pool Cormment Active
asia,poal, nkpLorg |4 |1IZI |Default SEFVEN |ena|:u|e{1]| |
Action | Please select an action. v

The NTP service implements the Network Time Protocol to the Mesh APs to synchronize the
system time to some time reference. The NTP Table in this page lists the NTP server that is
used by the device.
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Parameters
1) Enable NTP Service

e A checkbox to enable the NTP service of the system

2) Time Zone
e A list of time zones is available in the drop down list. Select the appropriate

one to synchronize.

Parameters (NTP Table columns)

1) Server
e The NTP server host name
e Data type: DNS String

2) Min Pool
e The minimum pool time of the server, in seconds

e Data type: Integer, default value is 4

3) Max Pool
e The maximum pool time of the server, in seconds

e Data type: Integer, default value is 10

4) Comment
¢ An optional comment regarding the NTP Table entry

e Data type: Display String

5) Active

e The status of the NTP Table entry, either active or inactive
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5.3.1.14 Services > DHCP

Edit Table Entry

[] Enahle DHCPD service
DHCPD Table

B
iface | Subnet Start IP End IP Metmask Mz lea... Default ... Domain DME Fouter | Comment Active
vwlan0 |1?2.1B.1 D726 2 172161 254 255 255 2550 3600 1200 anonymous 1721611 101611 |enable(1) |
Action |Ed'rt sl

(]

Iface |vlanD Rl

Subnet 1721610 Netmask £55.255.255.0
Net Start 172162 Met End 172161254
Max Lease Time FBDD Default Lease Time |1200
Domain annymous

DS 17216101

Router 10.16.1 1

Comment

Status Enahle [l

Eclit

The DHCP service offers the Mesh AP a feature to assign dynamic IP Address to all the

clients. The DHCPD Table in this configuration page lists the dynamic IP assignments in the

device.

Parameters (DHCPD Table columns)
1) Iface

e The name of the active interface in the Mesh AP unit.

e Data type: Octet String

2) Subnet
e The subnet address
e Data type: IP Address

3) Netmask
e The netmask corresponding to the subnet of the table entry
e Data type: IP Address

4) Net Start
e The starting IP Address in the subnet for the assignment.
o Data type: IP Address
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5) Net End
e The last IP Address in the subnet for the assignment

e Data type: IP Address

6) Max Lease Time
¢ The maximum duration for the client to retain its current IP Address

e Data type: Integer, in the range of 600 to 864000 seconds

7) Default Lease Time
e The lease time defined for the client to retain its current IP Address. Once the
time is up, the IP Address will be released.

e Data type: Integer, in the range of 600 to 864000 seconds

8) Domain
e The domain name for the DHCP Server
e Data type: DNS String

9) DNS
e The IP Address of the DNS server of the subnet
e Data type: IP Address

10) Router
e The router IP Address of the subnet

e Data type: IP Address

11) Comment
e An optional comment for the particular table entry

e Data type: Display String

12) Status

e The status of that particular table entry, either active or inactive
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5.3.1.15 Services > MAC Access

MAC Access

Enable MAC Access 7

Filter Type |A||c-w W
[ Save changes ] [ Cancel ]
[ Browese Active Users ]
MAC Access Table
]
Mac Address Type Camnmetit Active
00 1 50391 03 |alow1) enakblel!)
00130200 4a8f  |deny(2]  ftesting dizablel2)
012 ed 42 67 ac  |deny(2]  |[Come From Browse Active  |enable!)
00 3c 93 45 67 ac |alow(1) |Come From Browse Active  [enablel)

Action  |Pleaze select an action. .

]

The Mac Access feature of the Mesh AP provides a filtering method to limit the accessing of

the client. User can set the Mac Access Table to deny or inversely, allow the client that

defined with their Mac Address to attach to the network.

Parameters:

1) Enable MAC Access
e A checkbox to enable or disable the MAC Access feature

2) Filter Type

e Define the filter type of the user not listed in the MAC Access Table, either to

allow or deny the client entries to access the network.

Parameters (MAC Access Table)

1) Mac Address

e The Mac Address of the client to be filtered.

e Data type: Mac Address

PLANET Mesh Network Manager Guide

Page93 of 124



PLANET Mesh Network Manager Guide

2) Type
o Define the type of control for the corresponding Mac Address, either Allow or

Deny

3) Comment
e An optional comment regarding the client

e Data type: Display String

4) Active

e The status of the table entry, either active or inactive
The Browse Active Users button opens a list that shows every active user associating to the

network. From this table, the administrator may add the desired user into the Mac Access

Table, by using the Update button. Choose the type of accessing from the drop down list.

Active User

User List

L.
{Mac Address O CIP Address b
o0 6k 1c 91 0Of 2 1046.1.157
00 bas 02 55 16 72 1016.1.142

Add User to MAC Access Tahle

|
|.ﬂ-.II|:|W | Upclate

Back
ac
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5.3.1.16 Services > NAT

The Network Address Translation service enables the clients with IP addresses that are not
globally unique to connect to the network by translating those addresses into a globally

routable IP address space.

Enable MAT Service
NAT Table
B
Praokaocal Part IP Address Commenk Ackive
bokthi 3 1123 209,125.52.1 |none enablef1)
udpi2) 3045 192.163.155.1 |udp3045 enablef1)

Action [add

Add Table Entry (%]
Frotocol |TCP bl
Part |
IF Address |
Cortment |
Status |Enable v

Parameters
1) Enable NAT Service

e A checkbox to enable or disable the NAT service

Parameters (NAT Table column)
1) Protocol
e Protocol to use. Choose from UDP, TCP and Both

2) Port
e The port number to forward to.

e Data type: Integer, in the range of 1 to 65535

3) IP Address
e The destination host IP Address
e Data type: IP Address
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4) Comment

e An optional comment regarding the selected table entry
e Data type: Display String

5) Active

e The status of the selected table entry, either active or inactive

5.3.1.17 Services > Firewall

The Firewall service is the security feature that included in the Mesh AP to limit certain type of

traffic. User can define and add a firewall rule through this configuration page.

Firewall

Enahle Firewall Service?

Firewall Table

2
Target Source iface | Destina... | Source IP Source Mask | Destinatio... | Destination ... | Protocol | Stark... | EndPort | Comm... | Active
alaw(l)  |wlant |ivlan1 [172.18.141.5 [255.255.255.0 [201.134.12.10 [255.255.255.0 |3 3000 3004 [nane lenable(1) |
deny(2) |wlant |wlant |t.o.0.0 |255.255,255.0 [3.0.0.0 |255,255,255.0 |1 -1 -1 [IcMP lenable(1) |
Action | Edit ] =

Edit Tahle Entry

(]

Target |Deny ]

Source Iface  wlanl Destination Iface  planl

Saurce IP 1.0.0.0 Cestination IP 3.0.0.0

Source Mask |255-255-255-U Destination Mask |255-255-255-D

Farotcol i

StartPort [ End Port f

Comment TP

Status |Enable ]
Parameter

1) Enable Firewall Service

e A checkbox to enable or disable the firewall service

Parameters (Firewall Table columns)
1) Target

o Define the type of the firewall rule, allow or deny the traffic
2) Source Iface

e The source interface of the firewall rule.

e Data type: Octet String
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3)

4)

5)

6)

7

8)

9)

Destination Iface

The destination interface of the firewall rule

Data type: Octet String

Source IP & Mask

The IP Address and its netmask of the source interface

Data type: IP Address

Destination IP & Mask

The IP Address and its netmask of the destination interface

Data type: IP Address

Protocol

The protocol of the rule.

Data type: Integer, in the range of 0 to 255

Start Port & End Port

The start and end define the range of port.
Data type: Integer, in the range of -1 to 65535
Fill the fields with ‘-1’ if the ports is not applicable

Comment

Active

An optional comment regarding the firewall rule

Data type: Display String

The status of the firewall rule, either active or inactive
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5.3.1.18 Services > Traffic Shaping

Traffic Shaping

D Enahle Traffic Shaping Service

Wisrl Llplink Speed (Mbps) |?

8~ 100 mbps)

WAN Downlink Speed (Mbps) 100

(5~ 100 mhbps

User Uplink Speed ikbps) 2570

(32 ~ 65534 kbps)

User Downlink Speed (kbps) 2560

(32 ~ 65535 khps)

i Save Changes

L W 4
s

\
Cancel b

Traffic Shaping Table

)

r ™ M b Cioe N : N O, N ™ : ™
LProtocol 0L Port 0 CMin Size ) L Max Size 0 0 Priority 0 L Comimert 0 0_Active b

Action |Add . #@

Add Table Entry @
Protocal |TCP [
Port | {1 ~ 55535)
Min Size | (1 ~ 65535)
Max Size | (1 ~ B5535)
Priarity |Eia|:kgr|:|und I :
Comment |

Status |Enahle I #

Add

User can set the download and upload speed at the Traffic Shaping configuration page in

order to alter the network performance. The Traffic Shaping Table defines the traffic volume

for a port with a specified protocol.

Parameters

1) Enable Traffic Shaping service

e A checkbox to enable or disable the Traffic Shaping service on the Mesh AP

2) WAN Uplink Speed

e Define the upload speed of the WAN interface

o Data type: Integer, in the range of 5 and 100 Mbps
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3) WAN Downlink Speed
o Define the download speed of the WAN interface

e Data type: Integer, in the range of 5 and 100 Mbps

4) User Uplink Speed
o Define the user default upload speed.

o Data type: Integer, in the range of 32 and 65535 kbps

5) User Downlink Speed
o Define the user default download speed

e Data type: Integer, in the range of 32 and 65535 kbps

Parameters (Traffic Shaping Table)

1) Protocol
e The protocol to use.
e Available choice: UDP, TCP and Both

2) Port
e The port number

o Data type: Integer, in the range of 1 and 65535

3) Min Size
e The minimum size of the data packet

e Data type: Integer, in the range of 1 and 65535

4) Max Size
e The maximum size of the data packet

e Data type: Integer. in the range of 1 and 65535
5) Priority

e The priority to be assigned to the rule

e Available choice: Background, Video, Voice and Best Effort
6) Comment

e An optional comment regarding the table entry

e Data type: Display String

7) Status
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e The status of the table entry, either active or inactive

5.3.1.19 Services > PPTP Server

PPTP Server

Enable PETF Server Service
Server IP 10.1.1.1
Client IP Start |1|:I.1.1.2
Client IP Stop |1I:I.1.1.11

[ Save changes H Cancel

PPTP Server Table

2]
Ilsername IP Address Zomment Active
MEWIISEL |1IZI.1.1.3 management YPH |ena|:ule{1]| |
Action | Add v
Add Table Entry [x]
LIsernarme |
Password | Confirm
IP Address |
Comment |
Status |Enable v

The Point-to-Point Tunneling Protocol is best suits for remote access applications of VPNs.
The PLANET Mesh Network Management Tools required a VPN connection to monitor the
mesh network remotely. Hence a PPTP server is required. The PPTP Server is used to assign

a user to a specified IP Address.

Parameters:
1) Enable PPTP Server Service

e A checkbox to enable or disable the PPTP server service.

2) ServerlIP
e The IP Address of the PPTP Server
e Data type: IP Address
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3) Client IP Start
e The start of IP Address range assigned for the client

e Data type: IP Address
4) Client IP Stop
e The end of IP Address range assigned for the client

e Data type: IP Address

Parameters (PPTP Server Table)

1) Username
e The user name for the VPN client

e Data type: Display String

2) Password
e The password corresponds to the username
e Must re-enter the same password at the Confirm field.

e Data type: Display String

3) IP Address
e The IP Address assigned to the client
e The IP MUST be in the range of the Client IPs pre-defined
e Data type: IP Address

4) Comment
e An optional comment regarding the PPTP client.

e Data type: Display String

5) Active

o Define the status of the PPTP Server table entry, either active or inactive
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5.3.1.20 Services > Mobile IP (Future Feature)

Trasparent Mobile IP

Enahle Transparent Mokile |IP Service

Metwork Mame FneshNet
MLRD IF Address [128.168.1.254

[ Save Changes H Cancel

The Transparent Mobile IP is a feature that allows the AP’s client, whose IP address is
associated with one network, to stay connected when move on to another network with a
different IP address. This feature proved advantage for the mobile device user who is not
stationary.

Parameters
1) Enable Transparent Mobile IP service

e A checkbox to enable or disable the service of Mobile IP

2) Network Name
e The Mobile IP community

e Data type: Octet String

3) MLRD IP Address
e The IP Address for the Mobile Location Register Daemon.

e Data type: IP Address

PLANET Mesh Network Manager Guide Page102 of 124



PLANET Mesh Network Manager Guide

5.3.1.21 Services > Captive Portal

Captive Portal

[¥] Enablz ¥ebbased Authenfication
[¥] Enable POP-PLISH

Redirect Address

ey redirectaddress com

Exzternal Login Server

[¥ Enable Exemal Login Server

LIRL In:xtcrn:dlnyh.cum

Timeouts
Idle-Tirmeour 10000 seconds (0 ~B65535)
Sezsion-Timeour™ =02 seconds (0 ~B5535)

* The vaiwe can be averridden by the RADILE

Login Methods
E Enable kMultiple Login With Same Marme

[] Enable 13 Lagin when &ailable

HTTPS [ Aowed Port 1307 (4000 ~ 65535
HTTP [ Mllowed Port 085 (000 ~ 65535)
Wah Space [ Mlowed Port ,5- =] {1000 ~ B5333)

Language |english

i A
| Sawe Config f Cancel b

e

The Captive Portal configuration page defines the login parameter for a client user.

Parameters:
1) Enable Web-Based Authentication

e A checkbox to enable or disable the Web-based authentication option

2) Enable POP-PUSH

e A checkbox to enable or disable the feature of pushing email to
unauthenticated users

3) Redirect Address

o Define the URL where the user will be redirected to upon their successful
login

e Data type: Display String
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4) Enable External Login Server

e A checkbox to enable or disable the external login server

5) URL
e The URL of the external login server

e Data type: Display String

6) Idle-Timeout

e The default value of time to wait, in seconds, before declaring the user is in
the idle mode.

e Data type: Integer, in the range of 1 and 65535

7) Session Timeout
e The default value of time to wait, in seconds, before the session timeout

e Data type: Integer, in the range of 1 and 65535

8) HTTPS allowed & Port
e Tick the checkbox to enable user login with HTTPS.

e Enabling the HTTPS will enable its correspond Port field, where to enter the
HTTPS port number

e Data type (Port): Integer, default value is 3000
e Datarange: 1000 ~ 65535

9) HTTP allowed & Port
e Tick the checkbox to enable user login with HTTP

e Enabling the HTTP will enable its correspond Port field, where to enter the
HTTP port number

e Data type (Port): Integer, default value is 3001
o Datarange: 1000 ~ 65535

10) Web Space allowed & Port
e Tick the checkbox to enable the internal web space.
e Enabling the Web Space will enable its correspond Port field, where to enter
the Web Space port number
e Data type (Port): Integer, default value is 3003
e Datarange: 1000 ~ 65535

11) Language

PLANET Mesh Network Manager Guide Page104 of 124



PLANET Mesh Network Manager Guide

e The login language: English
5.3.1.22 Services > Radius

The RADIUS server is used to authenticate and store the details of the client who log on to it.

It also used as an accounting protocol for carrying accounting information between the
network access server and a shared accounting server.

RADIUS Client

[] Enable RADIUS Client Service
MAS ID Planet
Called Station I Planet
MAS Port 1

MAS Port Type 15

Interirn Update Intersal =00

[ Sawe changes H Cancel

Radius Sarver Tabla

=]
[ame Type Port Camment Ackive

Action |Add 7
Add Table Entry E
Server Mame  |Planet
Serear Type |M‘:hentu:a:e v
Serer Port 1029
Servar Secret (rrwerw Confirm lﬁ
Cormrment ]
Status |Enable =

=N

Parameters
1) Enable RADIUS Client Service

e A checkbox to enable or disable the RADIUS Client service

2) NASID

o The NAS Identifier is a string that use to identify the NAS originating the
Access-Request

e Data type: Display String

3) Called Station ID

e The called station ID allows the NAS to send in the Access-Request packet
the phone number that the user called

o Data type: Display String
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4) NAS Port
e The physical port number of the NAS, which is authentication the user

e Data type: Integer, in the range of 1 and 65535

5) NAS Port Type
e The NAS Port type defines the type of the physical port of the NAS, which is
authenticating the user.
e It can be used instead of, or in addition to the NAS Port field

e Data type: Integer, in the range of 1 and 65535

6) Interim Update Interval
e This field specifies the update interval, in seconds, for RADIUS accounting
purpose.

e Data type: Integer, in the range of 1 and 65535

Parameters (Radius Server Table column)

1) Server Name
e The name of the RADIUS client
e Data type: Display String

2) Server Type

e The type of the server, which could be Accounting or Authentication

3) Server Port
e The server port used by the client

e Data type: Integer, in the range of 1 and 65535

4) Server Secret
e The client’s secret key
e MUST reenter the same secret key at the Confirm field.

e Data type: Display String

5) Comment
e An optional comment regarding the RADIUS client

e Data type: Display String

6) Status
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o Define the status of the table entry, either active or inactive

5.3.1.23 Services > Dynamic DNS

Dynamic DNS

Enable Dynamic DS Service

DS Provider |easydns W
Hostharme |ann:-n':.frnn:|us
Llsername }wnngzy
Passwaord |****1€#** Canfirm |##******
[ Save Changes ] [ Cancel ]

The Dynamic DNS feature of the Mesh AP unit provides the ability to assign and tie the
domain name to a dynamic IP Address. Hence, management from the other site of the
network is able to connect to the device without tracing its IP Address. The page is used to

configure the Dynamic DNS settings.

Parameter
1) Enable Dynamic DNS Service
e A checkbox to enable or disable the feature of A checkbox to enable or
disable the feature of Dynamic DNS

2) DNS Provider
e Select the dynamic DNS provider

¢ Available options: dyndns, easydns, no-ip, zoneedit, tzo

3) Hostname
e The hostname associated with the service provider

e Data type: Display String

4) Username
e The username for the dynamic DNS service

e Data type: Display String

5) Password
e The password for the username above

e Data type: Display String
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5.3.1.24 Services > Zero Config

Zero Config

Enahle Zero Config Senice

[ 1 Handle Client Praxy
Prosy Port 3000
Handle Static IP Client

[ Save Changes ][ Cancel

Parameters
1) Enable Zero Config Service

e A checkbox to enable or disable the Zero Config service of the Mesh AP

2) Handle Client Proxy

e A checkbox to enable or disable the feature to handle client proxy

3) Proxy Port
e The port used in proxy login
e Data type: Integer, default value is 3001
e Datarange: 1000 ~ 65535

4) Handle Static IP Client

e A checkbox to enable or disable the feature to handle static IP client
5.3.1.25 Services > Auto IP

The Auto IP Service of the system will assign a unique IP Address to the system. Upon the
successful assignment, a Mesh IP Address and VLANO IP Address will be provided. As a
result, the DHCPD settings will be altered to match with the VLANO IP.

Auto IP Configuration

Enahle Auto IP Service

mMesh IP Prefix |1|:| 2N
WLAR [P Prefix |1?2 A

[ Save Changes ][ Cancel
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Parameters
1) Enable Auto IP Service

e A checkbox to enable or disable the Auto IP service of the Mesh AP

2) Mesh IP Prefix
e Define the prefix of the Mesh IP Address.
o Data Type: Integer, in the range of 0 to 255
e Default Value: 10

3) VLAN IP Prefix
e Define the prefix of the VLANO IP Address
e Data type: Integer, in the range of 0 to 255

e Default value is 172
5.3.1.26 Services -> Route Watch Dog

The route watchdog will probe for default route periodically. In case if the default route is not
detected, it will change the ESSID of the active wireless radio to the value set in this panel, as
to alert the user regarding the failure.

Route Watch Dog

Enahle Route Watch Diog Service

S50 (usewhen no default route) |SEWi|:ED|:|wn
Interval &0

[ Save Changes H Cancel ]

Parameters
1) Enable Route Watch Dog Service
e A checkbox to enable or disable the route watchdog service of the Mesh AP

unit

2) SsSID
e The SSID used when the default route is not detected throughout the
watchdog routine.

o Data Type: Display String

3) Interval
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e The checking interval of the route watch dog, in seconds
e Data Type: Integer, in the range of 10 to 60

e Default value: 30
5.3.1.27 Services -> System Watch Dog

The Linux kernel watchdog is intended to monitor the integrity of the system periodically. In
case if there is any error occurs, the watch dog would trigger a system reboot in order to

prevent the system from failure.

Linux Watch Dog

Enable Linux Watch Dog Service
Interval |6EI

[ Save Changes ][ Cancel

Parameters
1) Enable Linux Watch Dog Service
e A checkbox to enable or disable the route watchdog service of the Mesh AP

unit

2) Interval
e The checking interval of the linux kernel watch dog, in seconds
e Data Type: Integer, in the range of 10 to 60 seconds

e Default value: 60

5.3.1.28 Services -> SSHD

SSHD

Enable S5HD Service

Port P2

[ Save Changes ][ Cancel

At this page user will configure the SSH feature of the device.

Parameters
1) Enable SSHD Service

e A checkbox to enable or disable the SSH service of the Mesh AP unit
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2) Port
e The port number to be used by the SSH service
e Data Type: Integer, in the range of 1 and 65535

e Default value: 22
5.3.1.29 Services > WME

This page allows administrator to define the wifi multimedia QoS settings for each wireless
interface. WME defines eight categories: best effort, background, video and voice, with and

without BSS (Basic Service Set) mode.

Wireless Multimedia Extension

WME Table
]
Interface Comtnett Active
ath0 default adhoc ehaklel1])
athil default AP ehakblel1)

Edit Tahle Entry
Interface |ath|:|

Action |Ed'rt hd
(%]
L

Carmment Pefaurt adhoc

Status |Enable e
Access Class  CWMIN CWMAX  AIFS  TXOPLIMIT ACM HO ACK POLICY
Best Effort 4 1o 2 2043 Dissble  |w/Disable  |v)

Best Effort (BS5) 13 4 2 5008

Background 4 1o 2 2043 Dissble  |w/Disable  |v)

Background (B33) 13 4 2 5008

Video 4 1o 7 0 Dissble  |w/Disable  |v)

Video (BSS) L B L n504

Voice 4 1o 7 0 Dissble  |w/Disable  |v)

Yaice (BSS) 2 3 2 1504

Exlit

Parameters (WMM Table)
1) Interface

e The available wireless interfaces in the system

2) CWMIN
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3)

4)

5)

6)

7

8)

9)

e CW defines the contention window size, which is the dynamic backoff interval
for legacy DCP implementation.

e CWMIN specifies the minimum of CW value, in milliseconds

e Apply to all eight classes

o Data type: Integer, in the range of 0 to 255

CWMAX
e The maximum of CW value, in milliseconds
e Apply to all eight classes
e Data type: Integer, in the range of 0 to 255

e AIFS specifies the time interval between medium-idle and the start of media
access negotiations, in milliseconds

e Apply to all eight classes

e Data type: Integer, in the range of 0 to 255

TX OP LIMIT
e TXOPLIMIT (Transmit Opportunity Limit) specifies the duration that an end-
user device can transmit for the specific access category, in milliseconds
e Apply to all eight classes
e Data type: Integer, in the range of 0 to 65535

ACM
e Enable of disable the admission control for the access classes that without
BSS

NO ACK POLICY

e Enable of disable the support of no-ack for the access categories that without
BSS

Comment

e An optional comment regarding the table entry

Status

e Enable or Disable this table entry.
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5.3.1.30 Management > HTTPD

The HTTPD configuration page is to alter the settings on the Web-based management. The

HTTPD Access Table in this page defines the access control of the HTTPD management.

HTTPD

Enable Wehhaszed Management

Port 433

LIsernarme |admin

Fassword |*****'-"** Canfirm |1r1r1r1r1r1r1r1r
Certificate Password |HHHH Confirm |HHHH

[ ] Enable Azcess Control

[ Save changes H Cancel ]

HTTPD Access Table
2

Device Subnet Metmask, Ising Caomment Active
wlanl |1 2,034 |5.5.5.5 |-:Ievi|:e{1]| |he||:| |Eena|:u|e{1]l |

Action |F‘Iease select an ackion.. K

Parameters:
1) Enable Webbased Management
e A checkbox to enable or disable Web-based management of the Mesh AP

unit

2) Port
e The field defines the port used for HTTP daemon
e Data type: Integer, default value is 443
o Datarange: 1 ~ 65535

3) Username
e The username of the HTTP admin

e Data type: Display String, default value is “admin”

4) Password
e The password corresponding to the username above

e Data type: Display String, default value is “admin”
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5) Certificate Password
e The password for the HTTP certificate
e Data type: Display String, default value is “httpconf”

6) Enable Access Control

e A checkbox to enable or disable the access control of the HTTP daemon.

Parameters (HTTPD Access Table)
1) Device

e The name of the device allowed for access control

e Data type: Octet String

2) Subnet
e The subnet allowed for access control

e Data type: IP Address

3) Netmask
e The netmask for the Subnet IP above

e Data type: IP Address

4) Using

o Define the type of access control to use through, either Device or Subnet

5) Comment
e An optional comment regarding the table entry

e Data type: Display String

6) Active

o Define the status of the table entry, either active or inactive

PLANET Mesh Network Manager Guide Pagel14 of 124



PLANET Mesh Network Manager Guide

5.3.1.31 Management > SNMPD

[ ]Enahle SHMP Management

Yersion |AII v
Port  [167

Read-Only Community |HHH Confirm |HHH

Read-Yrite Community |1r1r1r1r1r1r1r1r1r Confirm |-.Hr1r-.HHHHHr

Read-Cnly Lsernarme |readnnlﬁ,ruser Fead-Yrite Usernameﬁwriteuseﬂ
Auth Password |******** Canfirm |*H*HH

Private Password |w-x-x-x-x-x-xw-x-xw-.\- Canfirem |'.\".\".\".\".\".\".t'.\".\".\".\".\'

Enable Access Control

[ Save changes H Cancel ]

SMMP Access Table

2]

Device Subnet Metrmask, Using Commenkt Ackive
eth0 [192.168.1.92[285.255.2,.. |networkiZ)  |no comment |disable(2) |
Actian |F'Iease select an action.. w

This configuration page is used to alter the setting of the SNMP daemon in the Mesh AP unit.
The SNMP Access Table defines the access control of the SNMP management.

Parameters
1) Enable SNMP Management
e A checkbox to enable or disable the SNMP management
2) Version
e Define the SNMP version to use.

e Available selection: Version 1 or 2c, Version 3 and All

3) Port
e This field specifies the port used for SNMP management

e Data type: Integer, default is 161

4) Read-Only Community
e The community keyword used for SNMP version 1 or 2c, which allow the
read accessing only.
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Data type: Display String, default value is “public”
Data length: 4 ~ 32
MUST reenter the same community at the correspond Confirm field to edit

Please retain this parameters as it is used to plot the topology map

5) Read-Write Community

The community keyword used for SNMP version 1 or 2c¢, which allow both the
read and write accessing

Data type: Display String, default value is “private”

Data length: 4 ~ 32

MUST reenter the same community at the correspond Confirm field to edit

6) Read-Only Username

The principal name of the SNMP version 3 daemon, which allow the read
accessing only

Data type: Display String, default value is “snmpv3rouser”

Data length: 8 ~ 50

7) Read-Write Username

The principal name of the SNMP version 3 daemon, which allow both the
read and write accessing

Data type: Display String, default value is “snmpv3rwuser”

Data length: 8 ~ 50

8) Auth Password

The password used user authentication (SNMP version 3 only)
Data type: Display String, default value is “snmpv3password”
Data length: 8 ~ 50

MUST reenter the same password at the correspond Confirm field

9) Privacy Password

The privacy protocol pass phrase used for SNMP version 3 only
Data type: Display String, default value is “snmpv3passphrase”
Data length: 8 ~ 50

MUST reenter the same password at the correspond Confirm field

10) Enable Access Control
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e A checkbox to enable the access control of the SNMP daemon

manangement

Parameters (SNMP Access Table)

1) Device

e The name of the device allowed for access control

e Data type: Octet String

2) Subnet
e The subnet allowed for access control

e Data type: IP Address

3) Netmask
e The netmask for the Subnet IP above

e Data type: IP Address

4) Using

o Define the type of access control to use through, either Device or Subnet

5) Comment
e An optional comment regarding the table entry

e Data type: Display String

6) Active

o Define the status of the table entry, either active or inactive

5.3.1.32 Management > SNMP Trap

The SNMP Alarm system embedded in the Mesh AP unit can be configured through this page.
The SNMP Trap Table in this page lists the SNMP Trap hosts.
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SNMP Trap

Enahle Trap ?
Configuration Flash
Security
[v]Wireless Irmage

Operatianal

[ ] Enahle Trap on Authentication Failure

[ Save changes H Cancel

SNMP Trap Table

P &ddress Camrmerit Active
1921681123 comment dizable)

202173122 ershlel)

Action | v

Add Table Entry (%]
IP Address |
Cammunity | Canfirm |
Comment |
Status |Enat:ule

Add

Parameters:
1) Enable Trap
e A checkbox to enable or disable the SNMP trap feature

2) Configuration
e A checkbox to enable or disable the system to send the traps regarding

configuration

3) Security
o A checkbox to enable or disable the system to send the security traps

4) Wireless
e A checkbox to enable or disable the system to send the traps regarding

wireless
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5) Operational

e A checkbox to enable or disable the system to send the operational traps

6) Flash

e A checkbox to enable or disable the system to send the traps regarding Flash

7) TFTP

e A checkbox to enable or disable the system to send the traps regarding TFTP

8) Image

e A checkbox to enable or disable the system to send the trap regarding Image

9) Enable Trap on Authentication Failure

e A checkbox to enable or disable the trap on authentication failure

Parameters (SNMP Trap Table)
1) IP Address

e The destination IP Address of the trap receiver, to receive the trap

e Data type: IP Address

2) Community
e The community keyword of the SNMP Trap.
e Data type: Display String, default value is “public”

e MUST reenter the same community at the correspond Confirm field

3) Comment
e An optional comment regarding the table entry

o Data type: Display String

4) Active

o Define the status of the table entry, either active or inactive
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5.3.1.33 Management > NMS Address

NIMS Server Address
NMS Address Table

2]
Server Address Port Interval Camnment Active
19216581109 |3183 G0 enablel1)
1921681 163  |3182 G0 enablel1)

Artion |Add d

Add Table Entry [x]
Serer Mame |
Port |
Interval |

Comrment |

Status |Enab|e el

Acld

This table defines the destination of the natification. By adding a new entry, with the IP
Address and port number of the NMS, into the table, the AP would redirect a notification to

the specific NMS, in the defined interval. This table applies to every operating mode of the AP.

Parameters (SNMP Trap Table)
1) Server Name
e The destination IP Address / DNS of the NMS Server, to receive the
natification from this AP.

e Data type: DisplayString

2) Port
e The port number of the remote NMS to receive the notification

e Data type: Integer, ranged from 1 to 65535, with default value 8188

3) Interval
e The interval for the AP to send the notification message periodically, in
seconds.

e Data type: Integer, ranged from 60 to 300000, with default value 60
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4) Comment
e An optional comment regarding the table entry

e Data type: Display String

5) Active

e Define the status of the table entry, either active or inactive

5.3.1.34 Status > DHCP Client

At the status tab, the DHCP Client list displays the DHCP Client information such as Mac
Address, IP Address and their hostname. This table is a read-only table, hence administrator

is unable to edit the table using the AP Configurator.

DHCP Client Info

User List

.3
{ Mac Address 3 OP Address ) € Hosthame b,
101612 00 bé 52 097210 test |

Close

5.3.1.35 Command > Reboot

Reboot

Marning ' FEeboot the Mesh AP would cause all the
clients lost their conmection until the process
iz complete. The process is likely to take about

WARNING 3F0seconds,

Rehaoot now: H Back ]

The reboot feature in the AP Configurator enables the NMS admin to restart the Mesh AP, thru
the SNMP protocol, even if they are located remotely from the user. Once executed, all the

service provided by the AP will be halted, until the reboot process completed successfully.
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In order to reboot the Mesh AP, click on the Reboot now button in the Command > Reboot

page, and confirm the process at the window popup.

Note that the changes that perform on the AP thru the AP Configurator required a reboot to

commit to the device.

5.3.1.36 Command > Reset

Reset

WMarning ! Bezet the Mezh AP would cause all the
configuration done previously lost permanently.

WARNING

[ Reset to Factory Settings ][ Eack ]

The reset feature, meanwhile, provide the user of the NMS to restore the factory default
parameters back to the device. This feature is extremely effective especially on the occasion
where the Mesh AP is having some error due to inappropriate configuration. However please
note that once the reset is performed, all the settings or changes done previously on the AP

will be removed permanently.
In order to reset the Mesh AP, click on the Reset to Factory Settings button in the Command

> Reset panel, and confirm the action at the popup window. Hit the Back button if you wish to

cancel the command.

5.3.1.37 Command > Download/Upload

Download / Upload
TFTF IP Address 1921681 125|
File Mame testing.c:gi
File Type |C|:unfig ka
Operation Type |D|:uwnlu:uad e
FPassword |

I Execute I l Cancel

This feature of the NMS enables the user to download or upload some files from or to the
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Mesh AP unit via the TFTP protocol. By fill in the TFTP server IP address, the name of the file
as well as its type, and then define the type of operation, hit the Execute button will do. Three
types of operation are available, download, upload, and upload & reboot. Note that the
operation type download is only available for file type Config. The Password field is to enter

the key used for extract the IP x 509 local certificates.
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6 Technical Support

For Technical Support and other related feedback and information request, kindly please send

your request to the following email:
Email: support_wireless@planet.com.tw

In your email, please provide the following detail information:

Device Model No

Distributor

Date of Purchase

Device MAC Address

Brief Description of your

Problem or Request

Capture of Sys Log Info

Contact Info

Name

Company

Email
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