802.11b/g Mini Wireless LAN
USB 2.0 Adapter

User’s Manual



REGULATORY STATEMENTS

FCC Certification

The United States Federal Communication Commission (FCC) and the
Canadian Department of Communications have established certain rules
governing the use of electronic equipment.

Part15, Class B

This device complies with Part 15 of FCC rules. Operation is subject to the
following two conditions:

1) This device may not cause harmful interface, and

2) This device must accept any interface received, including interface that may
cause undesired operation. This equipment has been tested and found to
comply with the limits for a Class B digital device, pursuant to Part 15 of the
FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment
generates, uses and can radiate radio frequency energy, and if not installed
and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be
determined by turning off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

o Reorient or relocate the receiving antenna.

o Increase the distance between the equipment and receiver.

® Connect the equipment into an outlet on a circuit different from that to
which the receiver is connected.

CAUTION:

1) To comply with FCC RF exposure compliance requirements, a separation
distance of at least 20 cm must be maintained between the antenna of this
device and all persons.

2) This transmitter must not be co-located or operating in conjunction with
any other antenna or transmitter.
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INTRODUCTION

The 802.11b/g Mini Wireless LAN USB Adapter is designed for a USB type A
port of a laptop or desktop computer for creating a wireless workstation. It is USB
2.0 compliant, which connects to any available USB port on a notebook or
desktop computer.

The 802.11b/g Mini Wireless LAN USB Adapter complies with IEEE 802.11g
standard that offers a data rate up to 54Mbps in a wireless LAN environment. It is
backward compliant with IEEE 802.11b specification. The high-speed wireless
network card can plug into your notebook or desktop PC and accesses to
the LAN or peer-to-peer networking easily without wires or cables.
Whether you’re at your desk or in the boardroom, it allows you to share
printers, files, and other network resources.

Features

» Complies with IEEE 802.11g standard for 2.4GHz Wireless LAN
» USB 2.0 compliant

> USB Plug & Play

> Interoperable with existing network infrastructure

> Secure information transmission

> Freedom to roam while staying connected

> Compatible with specialty wireless products and services
> Up to 54 Mbps data rate

> Antenna is built in the card with LED indication

> Low power consumption

> Easy to install and configure



SOFTWARE INSTALLATION

Install the Driver & Utility

Do not insert the wireless LAN adapter into your computer until the
procedures in “Driver& Utility Installation” have been performed.

1. Exit all Windows programs. Insert the included CD-ROM into your
computer. The CD-ROM will run automatically.

2. When the Main Menu screen appears, click “ Driver & Utility
Installation” to continue.

Wireless LAN USB

- Driver & Utility Installation
_. Browse Quick Installation Guide
= Browse User Guide
= Install Adobe Acrobat Reader
= Browse CD contents

=» Exit

3. When the License Agreement screen appears, please read the
contents and then click Yes to continue.
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Wireless LAN USB 2.0 Adapter Setup

Please read the following License Agieement.

Thank you for purchasing Wireless product

SOFTWARE PRODUCT LICENSE

The SOFTWARE PRODUCT is protected by copyight laws and intemalional copyright
tieaties, s well a5 other intellectual property laws and tieaties. The SOFTWARE PRODUCT
it licensed, not sold.

1. GRANT OF LICENSE. This End-User License Agreement grants pou the following
tights: Installation and Use. ‘r'ou may install and wse an unlimited number of copies of the
SOFTWARE PRODLICT.

Reproduction and Distribution. You may repraduce and distibute an unlimited rumber of
copies of the SOFTWARE PRODUCT: provided that each copy shall be & tue and complete
capy, including all copyright and tiademark notices, and shall be accompanied by a copy of
this ELILA,. Copies of the SOFTWARE PRODUICT may be distibuted as a standalone product
ot included with your own product.

4. Select the check box to choose a configuration Tool from the listed
two choices.

Wireless Configuration Tool: Choose to use our configuration
utility.

Microsoft Zero Configuration Tool: Choose to use Windows XP’s
built-in Zero Configuration Utility (ZCU).

Click Next to continue.



Wireless LAN LSB 2.0 Adapter Setup
Choose Co ation Tool

— ISR (- PS——"m— T

There are two modes for you to choose in this screen, either choose WiFi
mode or performance mode (TxBurst mode). This mode selection screen is
set for the default mode shown in the utility screen, you can still change its

mode later in the utility screen. Click Next to continue.



Wireless LAN LSB 2.0 Adapter Setup

Choose Configuration TxBurst

InstaflSficld — " " (Newt> ! — 1 T ‘

When you are prompted to insert the wireless USB adapter, please do so to

continue the installation.

% Please plug-in the Wireless LAN USB2.0 Adapter on your computer.

When the following screen appears, you may select to restart your computer
immediately or to restart it later, and then click Finish to complete the

installation.



Wireless LAN USB2.0 Adapter Setup

Setup has finished installing




HARDWARE INSTALLATION

Note: Insert the Wireless USB adapter when you are asked to do so
during your software installation.

Windows 98SE/2000/ME / XP
1. Locate your USB host and insert the USB Adapter. The system will
automatically detect the new hardware.



Verification

To verify if the device exists in your computer and is enabled, go to Start >
Control Panel > System (> Hardware) > Device Manager. Expand the
Network Adapters category. If the 802.11b/g Mini Wireless LAN USB 2.0
Adapter is listed here, it means that your device is properly installed and enabled.

£ Device Manager,

File  Action Wiew Help
g 2 =R

- = TEST

:{ Computer

g Disk drives

§ Display adapters

i DVDCD-ROM drives

1= Floppy disk cantrollers

ﬂ Floppy disk drives

=) IDE ATAJATAPI controllers
“Z» Keyboards

" Mice and other pointing devices
& Manitars

B

11b/g Mini

S Ports (COM & LPT)

ﬂ. Processors

@, sound, video and game controllers
“g Storage volumes

¢ System devices
Universal Serial Bus controllers

][ [ - [ [ [




NETWORK CONNECTION

Once the device driver is well installed, a network setting described in the
following should be also established.

In Windows 98SE/ME

1. Go to Start = Settings = Control Panel = Network.

2. Make sure that all the required components are installed. If any
components are missing, click on the Add button to add them
in.

Configuration | eriecsbon | Acenss Ceriral |

The following petwodk: companents ae nttabed

Chert for Micsosol Mehworks -

o
m Pamove | Propeier |
P IO L

[ bt foe Micronctt Metwerks =l

e el Pk Shaersy I

~ Deserpton
A network, aduapter it & hardwaie device that physicaly
connncts pous compun ko a nnheod.

|0L|:m|

Select Network Component Type [ 7] <]

Click the type of network component you want o instalk
Client /|

T Froiosol

L& Service Cancel

Protocol is a language’ a computer uses. Computers
must use the same protocel to communicate.




3. For making your computer visible on the network, enable the File
and Print Sharing.

LT [re———]
The following petwodk: companents ae nttabed
Chert for Haaoh Pehworks
) D U s
BUEI P ATLET 3904 bared PCI Fast Ethenet Adogter
[¥~ TCPAP . DisiUp Adaptes
[5 TCRAP » Reahek ATLE1IHA) based FCI Fast Ethemmet Ads
al |
T T |
Prieriany Mebwacek. Logor:
[ foe Micrggatt Natwerks =l
e el Fied Sy
ok ] caes |

4. Click the Identification tab. Make up a name that is unique from the
other computers' names on the network. Type the name of your
workgroup, which should be the same used by all of the other PCs on
the network.

éﬂ riscrimiy i

cormgade, e work groug: # el sppes n, aved a shod
description of the computer

Computes name: !7

Wakgogs  [WORKGROUP

Computes [J“
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5. Click the Access Control tab. Make sure that “Share-level access
control” is selected. If connecting to a Netware server, share level
can be set to “User-level access control.”

Metwork
Configuration | |dentification (Aecess Contral
~ Contral ——————————

Lol Sharerlevel access controf

Enables wou ta supply a password for each shar
resouice.

q

" Userlevel access control

Enables pou ta specify uzers and groups wha have
access to each shared resource,

Obtain fist of users and groups from:

Cancel

6. When finished, restart your computer to activate the new device.

-11 -



In Windows 2000/XP

1. (In Windows 2000)

Go to Start> Settings = Control Panel = Network and Dial-up
Connections = Local Area Connection = Properties.

(In Windows XP)
Go to Start = Control Panel & Network and Internet Connections =
Network Connection = Wireless Network Connection =>Properties.

5 Contrsl Faseel 3 LIk
e o o G R s
| 5 < =« | Qeah Shroaes (mmy |G B X | |
| A [ controlpavel =l o |
L_: C Jd al.;::g,- ;::u;:m mmm ah-‘:k_wr Do =]
Control Panel g iy ey % ﬁ'
Dupley P Opliors  Fonls Care et
Setwork and Cial-us Contraers Ogtiorn
e e s 2 p
oI @ O & ua
ko Ll Vesboard  Mouss and Power Optons
& @ B <
Pretses fagoral  Soaversand  Scheddad  Sounk aced
ophons Canerss Tas  Mimeds
St Uk | |
Sasmmaarts =
Formcts 1 e commpuiers, tmart, e el
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2. Make sure that all the required components are installed.

Local Area Connection 4 Properties 4 2lxl

Gieneral | Sharing |

Connect using

I BY 802.11b/a Mini Wisless LAN USE 2.0 Adapter

Companents checked are used by this connection:

icrosoft Networks
V%™ AEGIS Protocol (IEEE 80214 v34.3.0
(%% Intemet Protocal (TCP/F]

Uninstall Properties

Allows your computer ta access resaurcas on a Micrasoft
netwark,

I™ Show icon in taskbar when connected

oK Cancel

3. If any components are missing, click on the Install... button to
select the Client/Service/Protocol required. After selecting the
component you need, click Add... to add it in.

Select Network Componen 2lx
LClick the type of network companent yau want b irstall:
Cliert

Selvlce

D escription

A pratocol is & language your computer uses to
communicate with other computers.

Cancel

For making your computer visible on the network, make sure you
have installed File and Printer Sharing for Microsoft Networks.

-13-



IP Address

Note: When assigning IP Addresses to the computers on the network, remember

to have the IP address for each computer set on the same subnet mask. If your

Broadband Router use DHCP technology, however, it won’t be necessary for you

to assign Static IP Address for your computer.

1. To configure a dynamic IP address (i.e. if your broadband Router has the DHCP
technology), check the Obtain an IP Address Automatically option.

2. To configure a fixed IP address (if you broadband Router is not DHCP
supported, or when you need to assign a static IP address), check the Use the

following IP address option. Then, enter an IP address into the empty field, for

example, enter 192.168.1.1 in the IP address field, and 255.255.255.0 for the

Subnet Mask.

Internet Protocol (TCP/IP) Properties E 13|l [nternet Protocol (TCP/IP) Properties
General | General |
You can get IP settings assigned automatically if your nebwork supports *fou can get P settings sssigned automatically if your network supports
this capability. Othervise, you need to ask pour netwark administrator for this capabiliy. Dthenwise, you need to ask pour network administrator for

the appropriate IP settings. the appiopriate [P settings

& (fibtain an IF addiess automalicalls £ Obtai T actomancaly

" Usethe following IP address ———————————————————————— * Uze the tollowing IP address: N
P address: < 1P address: 192 168 . 1 1 N

Subretmask Subnet mask: %5 255 255 0 //
Default gatenay w
% Obtain DNS server address automatically £ i D setver sabiess auomsteall)
1" Use the follawing DNS server addiesses: {5 Use the following DINS server addresses——————————————
Erefenzd BNE server Prefened DN server: .
Alermete DNS server . B Bltemate DNS server .
Advanced.. T
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Configuration Utility

After the Wireless adapter has been successfully installed, users can use the
included Configuration Utility to set their preference.

Go to Start—> (All) Program—>Intelligent Wireless = Intelligent Wireless
Utility

Games

HP PrecisionScan LT

Microsoft Office Tools

[ PrintMe Internet Printing
= Startup
é Internet [} Acrobat Distiller &.0
T B [ Adobe Acrohat 6.0 Professional
II‘\ElI_\::'nasinlft otk & Internet Explorer
Microsoft Access
“H Paint @ Microsaft ActiveSync
Microsoft Excel
e indows Media Playd [ Micrasoft FrantPage

S Microsaft Outlook

=

-
o

L

Microsoft PowerPoint

@ Notepad B Micrasoft visio 4

Microsoft Ward
E Micrasaft Word W M Explorer

& WS Messenger 7.5

\’ SN Explorer [4) Outlook Express

Remate Assistance

Cormmand Prormpk

All Programs B 4% Windows Messenger

You can also open the Configuration Utility by double clicking the icon or right
clicking to select Launch Config Utilities.

e
Launch Config Utilities
Prwemgaco ConfiguwetTn as Configuration tility

Switch to AP Mode

Exit
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Station Mode

Profile

The Profile Manager enables you to create, edit and delete the profiles that the station uses
to connect to WLAN networks, to activate and de-activate profiles, and to raise and lower a

profiles’s priority.

¢ Intellipent Wireless Utility rgl
Profile ]L\nk Slalus] Site Suwey} Slal\slics} Advaﬂced] (o5 ] About I
Prafile List
Profile Name | 5510 | Channel ‘ Authenlicatinnl Encryption | Metwork Ty.
Add Delete Edit | Activate |
ok

Profile Tab
Profile Name You may enter a distinctive name of profile in this column.

The default is PROF# (# 1, #2, #3....)
SSID The SSID is the unique name shared among all points in

your wireless network.
Channel Shows the selected channel that is currently in use. (There

Authentication
Encryption
Network Type
Add

are 14 channels available, depending on the country.)
Shows the authentication mode of the device.
Shows the encryption mode of the device.
Shows the network type of the device.
Click to add a profile.
-16 -



Configuration tab:

Authentication and Security I
Profile Name~ [PROFT 25D =l
PSH
+ CAM [Constantly Awake Mode) " PSM [Power Saving Made]

Network Type Infragtructure - Tix Power Auta hd
[~ RTS Thrashold Dt L &=

I Fragment Threshold 6 '\I 2346

aK Cancel | ‘ Help |

Profile Name: Enter a profile name here, the default is set

to be PROF1.

SSID: The SSID is the unique name shared among all

points in your wireless network. The name must be

identical for all devices and points attempting to connect to
the same network.

It shows the current SSID setting of the Wireless USB

Adapter.

PSM:

o CAM-When this mode is selected, the power supply will
be normally provided even when there is no
throughput.

e PSM-When this mode is selected, this device will stay
in power saving mode even when there is high
volume of throughput.

Network Type:

Tx Power: Select the Tx power percentage from the

pull-down list including Auto, 100%, 75%, 50%, 25%,

10% and Lowest.

Preamhle: A nreamble is a sianal used in wireless

-17 -



environment to synchronize the transmitting timing
including Synchronization and Start frame delimiter.
Select from the pull-down menu to change the Preamble
type into Long or Short

RTS Threshold: RTS/CTS Threshold is a mechanism
implemented to prevent the “Hidden Node” problem. If the
“Hidden Node” problem is an issue, users have to specify
the packet size. The RTS/CTS mechanism will be activated
if the data size exceeds the value you set.. The default value
is 2347.

This value should remain at its default setting of 2347.
Should you encounter inconsistent data flow, only minor
modifications of this value are recommended.

Fragment Threshold: The mechanism of Fragmentation
Threshold is used to improve the efficiency when high
traffic flows along in the wireless network. If your 802.
Wireless LAN Adapter often transmit large files in wireless
network, you can enter new Fragment Threshold value to
split the packet. The value can be set from 256 to 2346.
The default value is 2346.

Authentication and Security tab:

-18 -



Add Profile 3]

Configuration  Authentication and Security 1

Authentication Typa Shared - Use 8021 \ |
Enciyption : -

WP Preshared Key : ‘

‘w'ep Ken

& Koyt |Hex =l |
© KeyH2 Hex - |
O Key3  |Hen - |

" Keytd Hex hd ‘

“WEP B4 Bits Encryption: Please Keyin 10 HEX characters or 5 ASCI| characters
“WEP 128 Bits Encryption: Please Kevin 26 HEX characters or 13 ASCI| characters

I” Show Passward

aK Cancel | ‘ Help |

Authentication Type: There are three type of
authentication modes including Open, Shared, LEAP,
WPA-PSK/WPA2-PSK and WPA/WPAZ2 system.

Open: If your access point/wireless router is using "Open "
authentication, then the wireless adapter will need to be set
to the same authentication type.

Shared: Shared Key is when both the sender and the
recipient share a secret key.

Encryption Type: For open and shared authentication
mode, the selection of encryption type are None and WEP.
For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication mode, the encryption type supports both
TKIP and AES.

WPA Pre-shared Key: This is the shared secret between
AP and STA. For WPA-PSK and WPA2-PSK
authentication mode, this field must be filled with character
longer than 8 and less than 32 length.

WEP Key: Only valid when using WEP encryption
algorithm. The key must match with the AP’s key. There
are several formats to enter the keys.

e Hexadecimal (40bits): 10 Hex characters.

¢ Hexadecimal (128bits): 32Hex characters.

-19 -



e ASCII (40bits): 5 ASCII characters.

e ASCII (128bits): 13 ASCII characters.

802.1x Setting: When user use radius server to authenticate
client certificate for WPA authentication mode.

Certification tab:
Conicaton | CA Servm |
fusrectcaion Type [GTGENNN ~| Sessonfesagton [Dicsbled =]
Ity
™ Use Cherd carticate
Trrwwded fudherdicstorn
Frctocal [EaPmscoer 2 x| ideniity

Paspword

[Con ] comm Hep

Authentication type:

e PEAP: Protect Extensible Authentication Protocol.
PEAP transport securely authentication data by using
tunneling between PEAP clients and an authentication
server. PEAP can authenticate wireless LAN clients
using only server-side certificates, thus simplifying the
implementation and administration of a secure wireless
LAN.

e TLS, “Smart Card: Transport Layer Security. Provides
for certificate-based and mutual authentication of the
client and the network. It relies on client-side and
server-side certificates to perform authentication and
can be used to dynamically generate user-based and
session-based WEP Kkeys to secure subsequent
communications between the WLAN client and the
access point.

e TTLS: Tunneled Transport Layer Security. This
security method provides for certificate-based, mutual
authentication of the client and network through an
encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

-20-



e LEAP: Light Extensible Authentication Protocol. It is
an EAP authentication type used primarily in Cisco
Aironet WLANS. It encrypts data transmissions using
dynamically generated WEP keys, and supports
mutual authentication.

e MD5-Challenge:  Message  Digest  Challenge.
Challenge is an EAP authentication type that provides
base-level EAP support. It provides for only one-way
authentication - there is no mutual authentication of
wireless client and the network.

Session Resumption: user can choose from the pull-down
list including Disable, Reauthentication, Roaming,
SameSsid, and Always.

Identity and Password: Identity and password for server.

Use Client Certicate:  Client Certicate for server
authentication.
Tunnel Authentication:

e  Protocol: Tunnel protocol, List information including
EAP-MSCHAP v2, EAP-TLS/Smart card, and
Generic Token Card.

e Tunnel Identity: Identity for tunnel.

e Tunnel Password: Password for tunnel.

CA Server: Certificate Authority Server. Each certificate is
signed or issued by it.
CA Server tab:

BOZ.1x Setting 5

Cortication CA Seeems |
% \Uze certivaie charl
Coficats e
[y Tnated Ca =l
[ T ————.

Server name

¥ Sarves rame ot match exsctly

" D roaiom vt ered i spesciiend narme

[Cox ] comm | e

Certificate issuer: Choose the issuer of certificates.
Allow intimidate certificates: It must be in the server

-21-



certificate chain between the server certificate and the
server specified in the certificate issuer must be field.
Server name: Enter an authentication sever root.

Add Click to add a profile.

Delete Click to delete an existing profile.

Edit Click to edit a profile.

Activate Click to make a connection between devices.
OK Click to exit this page.

Link Status

The link status page displays the detail information of current connection.

+* Intelligent Wireless Utility @

Profile  Link Status 1 Site Suwey} Slal\slics} Advaﬂced] (o5 ] About I
Status : ‘delault <-» 00-11-D8-8D-55-13
Exha Info Link iz Up [TxPower:100%] Channel : |1 <> 2412000 KHz
Link Speed : Tx (Mbps] 48.0 R [Mbps] 180
Thraughput : T [Kbps) 00 Ry (Kbps) B7
Good 7%
Link Quaity: EEENNEEEEENNENENNEEEER
Marmnal 60% [~ dBm
sgraisierat: [ HAHENERNNNEER
Low 3%
Muoise Level l
Link Status Tab
Status Shows the current connection status. If there is no
connection existing, it will show Disconnected.

Extra Info Shows the link status.

-22 -



Channel Shows the current channel in use.

Link Speed Shows the current transmitting rate and receiving rate.

Throughput Shows the transmitting and receiving throughput in
the unit of K bits/sec.

Link Quality Shows the connection quality based on signal strength
and TX/RX packet error rate.

Signal Strength Shows the Receiving signal strength, you can choose
to display as percentage or dBm format.

Noise Level Shows the noise signal strength.

OK Click to exit this page.

Site Survey

The Site Survey page displays the information of surrounding APs from last scan
result. List information including SSID, BSSID, Signal, Channel, Encryption
algorithm, and Network type.

+* Intelligent Wireless Utility

Profile ] Link Status  Site Survey ] Slal\slics} Advaﬂced] (oS ] About I

551D | BssiD [ sig. [ ©. [ Encypt [ suthert [ Netwark T

P8 defauit 00-11-DB-80-B5..  65% 1 Mone Urknown  Infrastuct...
linksps 00-16-B6-6B-B5-.. 81% 1 WEP Unknown  Infrastruct...
AP2WR254 00-E0-95-34-30- 5% 1 Mone Unknown  Infrastruct
3059+ 00-EQ-98-55-66-.. B5% 4 Mone Urknown  Infrastuct. .
12 00-12-0E-47B9-.. 7E%: 4 TEIP WRA-P..  Infrastuct...
dick-PCI 000C-422661-.. V0% B TEIP WREF..  Infrastuct...
WAPZET 1 00-E0-98-98-79-.. 20% B Mane Unknown  Infrastruct...
2uEL 00-E0-98-33-01-.. 44% 11 Mone Unknown  Infrastruct...
rina 92-63-7760-CF-. 70% 11 Mone Urknown  Ad hoc
RD3 WIFI 00-12-0E-03-26-.. 15% 11 Mone Unknown  Infrastruct...

< ¥

Corinected <> default Rescan | Connect | Add to Profile |
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Site Survey
SSID
BSSID

Signal
Channel
Encryption

Authentication
Network Type

Rescan
Connect

Add to Profile

OK

Statistics

Shows the name of BSS of IBSS network.

Shows the MAC address of the AP or randomly generated of
IBSS.

Shows the receiving signal strength of specified network.
Shows the currently used channel.

Shows the encryption type currently in use. Valid value
includes WEP, TKIP, AES, and Not Use.

Authentication mode used within the network, including
Unknown, WPA-PSK, WPA2-PSK, WPA and WPA2.

Network type in use, Infrastructure for BSS, Ad-Hoc for
IBSS network.

Click to refresh the site survey list.

Select an item on the list and then click to make a
connection.

Select an item on the list and then click to add it into the
Profile list.

Click to exit this page.

Statistics page displays the detail counter information based on 802.11 MIB

counters. This page translates that MIB counters into a format easier for user to

understand.
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* Intelligent Wireless Utility E]

F’rofi\e] Link Status] Site Gurvey  Statistics ]Advanced] QoS ] Abaout I

Tranzmit Statistice

Frames Transmitted Successfully = 467
Frames Transmitted Successfully ‘without Riety = 280
Frames Transmitted Successfully After Retry(s] = 187
Frames Fail To Receive ACK After Al Retries = 3
RTS Frames Successfully Receive CTS = 1]
RTS Frames Fail To Receive CTS = 0

Receive Statistice

Frames Received Successfully = BE0
Frames Received \with CRC Emror = 413
Frames Dropped Due To Out-of-Resource = 1]
Duplicate Frames Received = o

Transmit Statistics
Frames Transmitted Successfully Frames successfully sent.

Frames Transmitted Successfully Frames successfully sent without any retry.
Without Retry

Frames Transmitted Successfully Frames successfully sent with one or more
After Retry reties.

Frames Fail To Receive ACK After | Frames failed transmit after hitting retry

All Retries limit.

RTS Frames Successfully Receive | Successfully receive CTS after sending RTS
CTS frame

RTS Frames Fail To Receive CTS Failed to receive CTS after sending RTS.
Receive Statistics

Frames Received Successfully Frames Received Successfully

Frames Received With CRC Error Frames received with CRC error.
Frames Dronned Due To Frames dropped due to resource issue
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Out-of-Resource

Duplicate Frames Received Duplicate received frames.

Reset Counter

Advanced

Reset counters to zero.

This Advanced page provides advanced settings.

+* Intelligent Wireless Utility

F’rufi\e] Link. Slalus] Site Suwey} Statistics  Advanced ]GUS ] About I

Wireless mode
Ad hoc wireless mode MBMG |0 CHI-NM -
@ OrlpB © B/GMimed © Ol G T

B/ Protection

[~ Ccxzo
Tx Rate Auto - r
-
[~ T2BURST
=
[ Enable TCP Window Size
[™ Fast Roaming at

‘r Turm off RF

20211 BAG mix - Select Your Country Region Code

Ao hd

Advanced Tab
Wireless mode

Ad hoc wireless mode

B/G Protection

TX Rate

Select wireless mode. 802.11b only and 802.11 b/g mixed
mode are supported

Select ad hoc wireless mode. 802.11b only and 802.11 b/g
mixed mode are supported.

Choose Auto, On or Off from the pull-down menu.
Auto: STA will dynamically change as AP announcement
On: Always send frame with protection.

Off: Always send frame without protection.

Select the Tx rate from the pull-sown menu. The default is
auto.
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Tx Burst

Enable TCP Window
Size

Fast Roaming at

Select Your Country
Region Code

CCX2.0: support
Cisco Compatible
Extensions function:

Radio Off/On
Apply
OK

QoS

Check to enable the burst mode.
Check to increase the transmission quality.

Check to set the roaming interval.
Select your country region code from the pull-down menu.

Check to enable the CCX2.0 function.

e LEAP turn on CCKM

e Enable Radio Measurement: Check to enable the Radio
measurement function.

e Non-Serving Measurement: can channel measurement
every 0~2000 milliseconds.

Click to turn off the radio function.
Click to apply the above settings.

Click to exit this page.

+* Intelligent Wireless Utility

F’rufi\e] Link. Slalus] Site Suwey} Slal\slics} Advanced  HoS ]Abuul I
0 aoply
C e
= _teb |
Direct Link
Direct Link Setup
MAC Address : l_ - ,_ £ ’_ 5 ,_ - ,_ . ’_
Timeout Value : 380
DLS Status
MAC Address | Tirneout
< ¥ 4
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WMM Enable: Place a check in the check box, and then click Apply to enable
Power Save or Direct Link Setup.
o WMM Power Save Enable: Place a check in the check box, and then click

Setting to select which ACs you want to enable. Click Apply to save the

[~ AC_BE
T ACL

[ AC_WD Apply

e Direct Link Setup Enable: Place a check in the check box, and then click
Apply. Afterwards, change to Site Survey page, add an AP that supports DLS
features to a Profile.

The setting of DLS:

Fill in the blanks of Direct Link with MAC Address of STA, and the STA must

conform to two conditions:

1. Connecting with the same AP that supports DLS feature.
2. DSL enabled.

configuration.
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1* Intelligent Wireless Utility El

F’rofi\e] Lirk, Status] Site Surveﬂ Slat\stics} Advanced (oS ]About I

2 Apply
[ WM - Power Save Enable
I Direct Link Setup Enable Apply

Direct Link
Direct Link Setup

MACAddess: oo ©C i3 B5  f3 I8

Timeout alue : B0 sec Apply
DLS Stal
PMAC Address | Timeout

00-0C-43-25-73-18

Tear Down

The Timeout value- it will become disconnected after the timeout value you set.
The value is integer, and must be between 0~65535. If the value is set to 0, then it
will never be disconnected. The default value is 60seconds. After you have done
all the settings, click Apply to save them, and the result will be shown in the DLS
status field (the MAC address and timeout value will be shown in the Status
field).
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About

This page displays the wireless card and driver version information

1* Intelligent Wireless Utility

FiaConfig Yersion :

Diriver Yersion :

EEPROM Yersion

IP Address :

Sub Mask

F’rofi\e] Link Status] Site Surveﬂ Slat\stics} Advanced] Qo5

1220

1.11.0

1.0

1005103

285.0.0.0

Date : 07-25-2006

Date : 06-08-2006

Firmwvare Version: 1.8

Phy_Address : (00-12-0E-03-26-C8

Default Gateway:  10.0.5.234

X
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UTILITY MENU LIST

To access the utility menu list, please right click the utility icon on the task bar.

Launch Config Utilities
Use Zera Configuration as Configuration utility

Switch to AP Mode
Exit

Launch Config Utilities: Select to open the utility screen.

Use Zero Configuration as Configuration utility: Select to use the
Window XP built-in utility (Zero configuration utility).

Switch to AP Mode: Select to make your wireless USB adapter act as a
wireless AP.

Exit: Select to close the utility program.
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Soft AP mode

Config
Access Control] Mac Tab\el Event Log} Statist\cs] About 1
Wireless Mode 80211 B/G Mixed | TxXRate Auto | Channel |1 -
SSID SoftsP-C8 - Use Mac Address | Auth, ve. Security ‘
Cauntry Region Cade
11 B/G 0: CH1-11 hd
¥ TwBURST
B/G Pratection Auta = | [ Moforwarding among wireless clients
Preamble: Long Preamble »| [ Hide 58ID
Beacon [ms] 100 [ Use Shor Slat
T Power 100% ~| [ Auto Channel Selection at next boot
Default Apply
Wireless mode Select wireless mode.802.11 b/g mixed, 802.11b only
and 802.11g only mode are supported. System default
is 802.11 b/g mixed.
SSID AP name of user type. User also can select [Use Mac
Address] to display it. System default is SoftAP-31.
Country Region Code Eight countries to choose. Country channel list:

Classification Range

: FCC (Canada) CH1~CH11
-ETSI CH1 ~CH13
:SPAIN CH10~CH11

: FRANCE CH10 ~CH13

- MKK CH14 ~CH14

: MKKI (TELEC) CH1~CH14
- ISRAEL CH3~CH9

. ISRAEL CH5~CH13

~No o WNEO

B/G Protection ERP protection mode of 802.11G definition. User can
chose Auto, on, or off, the system default is Auto.
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Auto: STA will dynamically change as AP
announcement.

On: Always send frame with protection.
Off: Always send frame without protection.

Preamble

Preamble frames. Long preamble (128 bits sync field)
and short preamble (56 bits sync field) are supported.
The system default is long preamble.

Beacon (ms)

The time between two beacons. The system default is
100 ms.

TX Power Manually force the AP transmits power. The system
default is 100%.

TX Rate Manually force the Transmit using selected rate. The
system default is auto.

Channel Manually force the AP using the channel. The system

default is CHI-1.

Auth. Vs. Security

Authentication mode and encryption algorithm used
within the AP. The system default is no authentication
and encryption.

TX Burst

Place a check in the check box to enable the TX Burst
function.

No forwarding among
wireless clients

No beacon among wireless client, clients can share
information each other. The system default is no
forwarding.

Hide SSID

Do not display AP name. System default no hide.

Use Short Slot

Slot time. Short slot time is 9 us, long slot time is 20 us.
System default is long slot time.

Auto Channel Selected
at next boot

System will make a random channel at the next boot
(PCI device only).

Default

Use the system default value.

Apply

Click to apply the above settings.
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Access Control

Intelligent Wireless Utility

Config Access Control IMan: Tah\el Ewent Lﬂg} Statist\cs] Ahout 1

Aocess Polcy o
MAC Address Aocess List

Add

Delete:
Remove Al

Apply

Access Policy

User chooses whether AP start the function. System default is
disabling.

Mac Address Manually force the Mac address using the function. Click Add
and the MAC address will be listed in the Access List pool.

Access List Display all Mac Address that you have set.

Delete Delete the Mac address that you have set.

Remove All Remove all Mac address in the Access List.

Apply Apply the above changes.
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MAC Table

! Intellipent Wireless Utility

Eﬂnf\g} Access Control - Mac Table 1 Ewent Lﬂg} Statist\cs] Ahout 1

MAL &ddress | AlD | Power Saving Mode |

MAC Address

The station Mac address of current connection.

AID

Raise value by current connection.

Power Saving
Mode

The station of current connect whether it have to support.
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Event

Log

¢ Intellipent Wireless Utility &‘

Eﬂnlig] Aocess Enntrnll Mac Table EwventLog ]Statislicsl About 1

Event Time [pu/mm./dd- kh:mnn: ss) ‘ Message |
2006/08/02-19:13: 35 Restart Access Point
2006/08/02-19:13: 36 Restart Access Point

Clear

Event Ti

me (yy/mm/dd-hh:mm:ss) Records the event time.

Message

Records all the event messages.
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Statistics

* Intelligent Wireless Utility @

Eﬂnf\g} Access Enntrnl] Mac Tah\el Ewent Log  Statistics IAhnut 1

Trarsmit Statistics
Frames Transmitted Successtully =
Frames Transmitted Successtully Without Rety =
Frames Transmitted Successtully After Retry =
Frames Fail To Receive ACK After Al Retries =
RTS Frames Successfully Receive CTS =

RTS Frames Fail To Receive CTS

Receive Statistics
Frames Received Successiully
Frames Received \with CRC Emor

Duplicate Frames Received

Frames Dropped Due Ta Dut-of-Resource =

HESET CAUNTERS

Transmit Statistics
Frames Transmitted Successfully

Frames Transmitted Successfully
Without Retry

Frames Transmitted Successfully
After Retry

Frames Fail To Receive ACK After
All Retries

RTS Frames Successfully Receive
CTS

RTS Frames Fail To Receive CTS
Receive Statistics

Frames Received Successfully
Frames Received With CRC Error

Frames successfully sent.
Frames successfully sent without any retry.

Frames successfully sent with one or more
reties.

Frames failed transmit after hitting retry
limit.

Successfully receive CTS after sending RTS
frame

Failed to receive CTS after sending RTS.

Frames Received Successfully
Frames received with CRC error.
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Frames Dropped Due To Frames dropped due to resource issue
Out-of-Resource

Duplicate Frames Received Duplicate received frames.
Reset Counter Reset counters to zero.
About

£ Intellipent Wireless Utility

Eonf\g} Access Control] Mac Tab\el Event Log | Statistics

Ultility Wersion : 1.1.00 Date : 07-25-2006
Drriver Wersion : 1110 Date : 0E-08-2006
EEPROM Yersion: 1.0 Firmware Version 18

MAL Address : 00-12-0E-03-26-C8

This page displays the wireless card and driver version information.
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UNINSTALLATION

In case you need to uninstall the Utility and driver, please refer to below steps.

(As you uninstall the utility, the driver will be uninstalled as well.)

1. Goto Start = Programs > Intelligent Wireless 2 Uninstall —
802.11bg LAN USB.

Games 3

HP PrecisionScan LTX v

@a

3

Intelligen
Microsoft Office Tools

PrintMe Inkternet Printing

Skartup

Acrobat Distiller 6.0

Internet

Internet Explorer
E-mail

Microsoft Ouklook

“H Paint:
® windows Media Play

B _orrand Prompt

@ Motepad
Microsoft Ward

E Microsoft Word WY MM Explorer
4B MM Messenger 7.5

‘g I3 Explorer @ Outlook Express

Remaote Assistance

All Programs 3 windows Messenger

D) | Turn oF

Adobe Acrobat 6,0 Professional
Internet Explorer

Microsoft Access

Microsoft ActiveSyno

Microsoft Excel

Microsoft FronktPage

Microsoft Outlook

Microsoft PowerPoint

B HORGBREOOE

Microsaoft Yisio

El

'4 start

2. Select Remove All to start uninstalling.

3. Select Yes, | want to restart my computer now to complete the
uninstallation.
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