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Notice when you establish

* We recommend you to avoid this places where may be cause of performance decline or trouble.
1. Placeswith high humidity or wet condition

Places with extreme temperature(too hot or too cold)

Places where change of temperature is extreme

Places with alot of dusts

Places sealed with thick walls or still structure
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Notice when you use
1. Do not disassemble on your own.
Do not drop the product or give excessive impact.
Do not twist or lengthen the power cord.
Do not place any object on the product.
Do not use any parts or components, which are not provided.
Use only the power adapter provided.
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Also, thisequipment isavailable for home use.

This device complies with part 15 of the FCC Rules.

Operation is subject to the following two conditions:

(1) Thisdevice may not cause harmful interference, and

(2) thisdevice must accept any interference received,
including interference that may cause undesired operation.




1. Introduction

Thank you for purchasing SAMSUNG SWL-3000AP Series Access Point(AP).
This guide describes the installation and basic configuration of the Access Point.
Standard Model is SWL-3300AP for example.

| AP Components |

® SWL-3000AP Series Access Point

® WirelessLAN Card (Internal for SWL-3300 and 3300(DA) models)

® RS-232C Seria Cable

® Power Adaptor

® Specific power cord for each country

® CD (AP Manager, User’s Guide)

® TheFront and Rear View of SWL-3000AP
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Power PCMCIA Slot
DCin

Ethernet Reset RJ-45 Connector
Wireless Status RS-232C

® TheFront and Rear View of SWL-3000AP(DA)
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® The Front and Rear View of SWL-3300AP

| swesG Status

W=

DCin RS-232C

Wireless

RJ-45 Connector

‘ Ethernet

Power A=

® TheFront and Rear View of SWL-3300AP(DA)
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2. Ingtallation

Choose the place with the consideration of power outlet and network
connection (RJ-45 Cable connection) to ingtd| the Access Point.

Plug in the power cord to the power outlet and the power adapter.
Plug in the DC output to “DC in’. Make sure that the “ Power” LED is on. If the
“Power” LED isnot on, please check the connections of the power cord.

Notice : Use the supplied power adapter(DC 5V, 2A) only to prevent the
permanent failure of AP.

Confirm that “ Wirdless’ LED of AP blinks.

If not, confirm that Wireless LAN Card of AP is properly mounted in case for
3000AP and 3000AP(DA). For 3300AP and 3300AP(DA), contact where you
purchase the product. The card should be inserted or extracted when the power
is off, and we are not responsible for any product failure due to disassemble by
users.

Notice : Use the supplied Wireless LAN card(3.3V) only to prevent the
permanent failure of AP.

Attach UTP Ethernet cable to the RJ-45 Connector.

Make sure that the “Ethernet” LED is on. If the “Ethernet” LED is on, you can
use the existing network with the Access Point; otherwise check the UTP cable
connections.

Attach RS-232C serid cable to the Access Point and the PC.
The parameters of Access Point can be configured through the connection of
RS-232C serial cable to the PC(Refer to Chapter 17).

When AP Manager is used, you may skip the step

Change settings of AP according to user’ s sdection referring User’ s Guide.




Insert Wirdless LAN Card into your PC.

Wireless LAN Cards are available both for desktop and notebook PCs. PCI

Wireless LAN Card is used for the desktop PC where as the PCMCIA Wireless
LAN Card is for the notebook PC only. For more information about PCI and
PCMCIA Wireless LAN Cards, please vigt http:/imww.magiclan.com.

Enter the same ESSID that you have set for the Access Point, using the
Wirdess LAN Card utility running on your PC.

Through AP, which is instadled and set by the method above, you can
communicate between server and PC with ingtalled Wirdess LAN Card.

Ethernet, ADSL,
and Cable Modem
1 —
ke s = |
SWL-3000AP

[Models subjected to this User’ s Guide]

- - .

SWL-3000AP(DA) SWL-3300AP  SWL-3300AP(DA)




3. AP Basic Setting Using AP Manager

(1 Execute AP Manager(SWL-3000AP Series, 4000AP Series Management
Utility) under MS-Windows 95/98/Me/2000/NT/XP operating system.

C]
H e

AP Manager

(@ After choosing AP, which will be used by users, on “List Box” of AP Manager

using mouse, select [Basic] tab for any changes on setting.

%# MagicLAN AP Manager |

File Basic Advanced Diagnostic Help
= s Basic |§3 Radio | T Elridgel | Senrerl & Security | o Firmwarel il Statisticsl
- - -

" Ohtain an IP address automatically

& Specify an IP address
J P Address ErEY
r | Subnet Mask [ 255 255 255 . O
~Selected AP's Info |Gateway Address [ 10 . 0 . 0 . 1
DR
00:00: FO:E9:99:93 | E==iD IMagicLﬂ«N
Channel 3
) (Channel  [(03]2422WHz +]
AF
e

Description [MagicLAN 11hbps AP

l %‘f/‘ Internet Connection | AlniEls Etate 1=l

| Initialize “alue of Access Point Load Default “alues

Eei hade 9 AR Scan V Confirm & Apply / Apply e Ahout o8 Exit

® AP information of the selected AP will appear on [Selected AP's Info] Group
Box. You may refer to APPENDIX | for detailed explanation.




(@) TCP/IP address environment is set on [Basic] Dialogue Box.

" Ohtain an IP address automatically

& Specify an IP address
P Address | 16 . 3 . 60 .208
|Suhnet Mask | 255 . 5285 255, 1
|GatewayAddress | 16 . 3 .60 . 1

¢ Specify an IP address

After consulting with your system administrator, you enter IP Address,
Subnet Mask and Gateway Address.

¢ Obtain an IP address automatically

This setting is possible when AP is used for DHCP Client.

(® Set ESSID and Channel number. Description is a parameter not related with
any operation, and it is used only to record description or stored location of AP.

ESSID test AP
Channel [09]2452 MHz =]

Description  |test ap

¢ Set ESSID for AP use.

ESSID (Max. 32 Characters) must consist of aphabetic and numeric
characters excluding blank and special characters(Capitale Small letter
distinction).




4 Set Channel for AP use.

Channel index should be between 1 and 14(differs from country to country).

Notice : If you are operating two or more Access Points in the adjoining
cells, keep the appropriate channel distance to avoid the interference. We
recommend you to keep the distance of at least 4 channels in the adjoining
cells.

(6 Select “Change Password” on [File] menu if you want to change the password.

| File Basic Advanced Diag

AP Scan
Configuration Surnmary

Change Passward

Exit

@ After entering Current Password, New Password and Retype Password, click
[OK] button.
Please keep this password at a safe place or keep it where it may not get lost.

Change Password

test AP [ 16.3.60.208 |

| Current Password

| Mewe Password

| Retype Password

/ Ik ‘ x Cancel




When you click [Confirm & Apply] button to apply new configuration,
“Configuration Summary” window, which shows new configuration, will

appear.

3% Mode g AP Scan V Confirm & Apply ‘/ Apply 6 About S, Exit

Confirm New

Configuration Configuration Summary

| IP Address 16 . 3 .60 208 | ESSID test AP
N | Subnet Mask | 255 .255 255 . 0 | Channel g
Gateway 16 . 3 .60 1 | Freguency 2452 MHz

MAT Serer Encryption Disabled

YWeb-based Management Protocol Filter Disabled
ShMP Agent Cperation Mode AP

ODHCF Server Access Control Enabled

/ Apply ‘ x Cancel

@ If new settings are entered correctly, click [Apply] button to apply new

configuration.

When you click [Apply] button, “Password” window will appear. The default

password is“public”, and user can change password later.

Passwaord

|
/ Ok x Cancel




) After you enter the password, click [OK] button.

@ If you want to set default values, click [Load Default values] button. Then, AP
Configuration will return to default setting.

16 « 3 ¢80 208

255 285 255 0 O

16 . 3 . BO .1

[09]2452 MHz =]

.-
AIE(L State (]

Resetting to
Default Values




4. PTP Setting Using AP M anager

(1 PTP stands for Point to Point, and it is used to connect two divided networks
into one using AP as Wireless Bridge. In this case, AP cannot be used for
capabilities of Access Point.

Internet Network

(Hub)

55 =

(2 After executing AP Manager, select [Radio] tab on “Tab Bar”. Select AP to set
PTP on “List Box” using mouse, and confirm setting status on [Radio]
Dialogue Box.

% I% Basic ﬁ Radio |H Eiridgel | Sewerl a Securit}fl o Firmwarel il Statistics

—Oiperation Mode (Slot A) Lacal ID
|#ccess Point Bl | AEM4T4BBOSAA
/ e

MAC ID of Wireless LAN
Card on Selected AP

Confirm AP Operation Mode ’ E

Basic Rates Auto (1-2Mbps)
supported Rates Full Auto
Tx Control Rates Full Auto

“Default Values”
Recommended

L fle ]« ] «

.

Freamble Lang
Eeacon Interal 100
OTIM FPeriod 1 )

10




(3 When Operation Mode of AP is selected for “Point-to-Point” on [Radio]
Dialogue Box, [Remote ID (PTP)] Box will appear to enter MAC ID of
Wireless LAN Card on other AP, which will be connected by using PTP mode.

~UClperation Mode (Slot A)

Arccess Paoint

(|Access Paoint

Autamatic kultilink

2l

—Operation Mode (Slot A)

IF'nint-tl:n-pnint

4 4

Basic Rates Auto (1-2Mbps) ~|
Supported Rates Full Auto =
Tx Contral Rates Full Autao |-
Preamble Long e
Beacon Interval 100

DTIM Periad 1

—Local IO

| AE A4 T4-BE05 AL

~Remaote ID (FTF)

00:00:00:00:00:00

..........................

...................

Setting MAC ID of other
Wireless LAN Card to be

Connected Using PTP Mode
€ 9

(@ When [Edit] button on [Remote ID (PTP)] Box is selected, [MAC ID] Box,
which is to enter(for entering) MAC ID of Wireless LAN Card of other AP to
be connected, will appear. After entering MAC ID, click [OK] button to
complete setting. MAC ID setting can be confirmed on [Remote ID (PTP)] Box.

11
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I RN N EENEE

Femote 1D (FTF)

| 00:00: FO:64-59-99

Confirm MAC ID Setting of
other Wireless LAN Card to be
connected using PTP Mode

(5) ESSID and Channel of two APs must be identical in PTP mode

Enter the Same ESSID and
Channel of two APs in PTP Mode

Essp [pP = —

(Channel  [[09]2482MHz  +]

| Description Itest_ﬂ«F‘

(® When you click [Confirm & Apply] button to apply new configuration,
“Configuration Summary” window, which shows new configuration, will

appear.

g% ode g AP Scan / Caonfirm & Apply ‘/ Apply 0 About o, Exit

12




Configuration Summary
e
| IP Address 16 . 3 . 60 .208 | ESSID (PP )
| Subnet M?/ . Channel w
Gateway Confirm Common | Freguency 2452 MHz
ESSID and
Web-bass Channel for AML Protocol Filter Disabled
M ttin
= b\ ode Setting peration Mode FTP
T
NAT Senver hd Confirm AML Disabled
DHCP Server Ed Mode SettingJ Disabled
/ Anply x Cancel

@ If new settings are entered correctly, click [Apply] button to apply new
configuration.

When you click [Apply] button, “Password” window will appear.

Passwaord

/ Ok x Cancel

@ After you enter the password, click [OK] button.
When you click [Apply] button instead of [Confirm & Apply] button,

“Password” window will appear immediately skipping “Configuration
Summary” window. After you enter the password, click [OK] button to apply

13




new configuration.

() After rebooting, choose selected proper AP on “List Box”. Then, the selected
AP set with PTP Mode can be confirmed on [Selected AP" s Info] Group Box

as shown below.

|
=

—oelected AP's Info
16.3.60.208

00:00: FO:69:99:95
Channel 9

Confirm PTP BTp
Mode Setting

14




5. AML Setting Using AP M anager

(1 AML stands for Automatic Multi-link. Using AP as Wireless Bridge, it is used

to connect severa divided networks into one. It connects severa [Slave]s with

one main [Master].

(2 After executing AP Manager, click [Radio] tab on “Tab Bar”. After selecting
AP to set AML on “List Box” using mouse, set Operation Mode with
“Automatic Multi-link” on [Radio] Dialogue Box.

gﬁ %% Basic =& Radio |ﬂ Eiridgel mi| Sewerl & Seu::uritj.fl o Firmwarel il Statistics

(3 When “Automatic Multi-link” on [Radio] Dialogue Box is selected, [Automatic
Multi-link] Box, which sets AP status(Master or Slave) in AML mode, will

appear.

15




@ Select either “Master” or “Slave” for [Control Mode] on [Automatic Multi-link]

Box. Basically, AML Mode consists of two or more APs, and set one for
“Master” and the rest for “Slave’s.

—
Confirm AP Operation

Mode Setting
/\

~Cperation Made [Slat A)

e E,g_. E s Em ~Automatic Multilink

Slave Master Slave

__ Control Mode

‘ Setting AML Control Mode Monitor Interal (2/2vE \

Default Value for “Monitor
Interval” Recommended

—Automatic Multilink

Contral Mode IMaster d

Monitar Interval (sec) |3|:| Confirm AML Control Mode Setting

16




(B All of ESSID and Channel of AP setin AML mode must be identical.

Enter the Same ESSID and
Channel of all APs in AML Mode

ESSID AML  T——

Channel [09]2452 MHz =]

Description | |test_AP

® When you click [Confirm & Apply] button to apply new configuration,
“Configuration Summary” window, which shows new configuration, will

appear.

g% ode g AP Scan V Caonfirm & Apply ‘/ Apply 0 About o, Exit

Configuration Summary

P Addess [ 16 .3 .60 208 | ESSID AWML\

Subnet fy” . Channel 9
Iﬂ Confirm Common | - Qéhﬁ
Gatewa requency z
: ESSID and
Weh-ha Channel for AML Protocol Filter Disghled
Mode Setting

SI\ peration Mode ArL

N
NAT Server Confirm AML / Dizahlad
DHCP Server Ed | Mode SettingJ Enabled

Apply ‘ x Cancel

@ If new settings are entered correctly, click [Apply] button to apply new
configuration.

When you click [Apply] button, “Password” window will appear.

17




Passwaord

/ Ok x Cancel

@ After you enter the password, click [OK] button.

When you click [Apply] button instead of [Confirm & Apply] button,
“Password” window will appear immediately skipping “Configuration
Summary” window. After you enter the password, click [OK] button to apply

new configuration.

) After rebooting, choose selected proper AP on “List Box”. Then, the selected
AP set with AML Mode can be confirmed on [Selected AP’ s Info] Group Box
as shown below.

—Selected AP's Info

16.3.60. 203
00:00: FO:E9:99:95
| Channel 3

HTTP

uTo
Confirm AML i hf
Mode Setting '

; Ha




6. Bridge Table and Protocol

M anager

Management Using AP

(1 Using AP Manager, list of Wired and Wireless Station(PC or AP) connected to
current AP can be confirmed. Also, it sets type of Protocol to receive and send

selected data, which satisfy Protocol user wants, among data transmitting

through AP.

(2 When you select [Bridge] tab on “Tab Bar” of AP Manager, two boxes, which
manage “Bridge Table” and “Protocol” on Dia ogue Box, will appear.

m #% Basic | %% Radio 78% Bridge |ﬂ Sewerl & Security | T Firmwarel ol Statisticsl

Bridge Table
Management
Box

Age Time

Mo. of stations 0

|3EI

Friit.

Refresh Bridge Tahle | & Wireless Station

 Wired Station

Al

—

[ Dizabled

e F Pass
| [ Fass
LEE T Pass

Fort | Life | MAC Address

IetBioe I Fass
EBFDU. I Pass
pllZ's I Eass
ENEED T Ease
FERE. [T Pass
KI2EFPLF | I Pass
HE = Eace
DEC SFT IT Pass

Protocol
Management
Box

(@ AP enables receiving and sending of data by managing currently connected
Wired and Wireless Stations with “Bridge Table” consisting values of MAC

Address form.

19




@ [Age Time] on [Bridge Table] Management Box shows cycle of AP refreshing

“Bridge Table”. The use of Default Values is recommended.

(® After selecting Station Type you want with Radio button to refresh Stations

connected to current AP, click [Refresh Bridge Table] button to confirm.

Confirm Refreshw

Bridge Table rJ Age Time [a0 miin.

Number
of
Stations

‘Refresh Bridge Tahle | T Wireless Station
© Wvired Station

Mo. of stations 187

& A e

Port [ Life | MAC Address > Radio Button
53 006003 76 48 13 for Selecting
59 00 .ADCY2C 49 80 Station Type
45 0050 DABE 94 2C

Tt oo A C9 57 C8 4D
Tl 00 E0 03 8002 E3

GO 0050 DA B9 9B BR _
e a0 AL 00 C2 02 23 AC Address Information
50 DOODES 86 AA TS of Connected Stations

e 00 EE 00 00 02 44 ~|

=S A - R - N - T A -

[Bridge Table] Management Box enables confirmation of Wired and Wireless
Stations connected with current AP only.

You can block Protocol you do not want using [Protocol] Management Box.
When Protocol use is limited, some specific applications may not operate.
Therefore, before setting, consult your system administrator. “Disabled” of
Default Value is recommended.

Selecting “Disabled” checkbox on [Protocol] Management Box leads to
“Enabled”. Then, whole [Protocol] Management Box is activated to enable

selecting.

If you select any Protocol what you do not want among Protocols shown on
[Protocol] Management Box, a phrase of “Pass’ changesto “Drop”.

20




[Select “Enabled”

Select Protocol Which
You Do Not Want

T

If new settings are entered correctly, click [Apply] button to apply new
configuration.

) When you click [Apply] button, “Password” window will appear.

-

—

@@ After you enter Password, click [OK] button.

21




7. NAT Setting Using AP M anager

(1 NAT stands for Network Address Transglation, and it is used to establish private
network domain. Using NAT, any desktop or notebook PC, which are
connected to AP, may freely use any private IP Address. In this case, the
private IP Address must have same Network Address assigned for NAT IP

Address.
For Example) NAT IP Address : 172.16.0.1
Station IP Address#1 172.16.0.100
Station IP Address#2 172.16.0.150

In this case, Network Addressis 172.16.0.X.

(@ After you select [Server] tab of AP Manager, select [NAT] on Dialogue Box. In
this case, enter Gateway Address you select on “IP Address’ of [NAT]. The
default setting valueis“172.16.0.1".

%% Basic | %5 Radio I me Bridge Bl Server & Securit}fl o Firmwarel il Statisticsl

¥ HTTP Activity T DHCR el gojact [Server] Tab ’

WE— E=dir = Eeaper |
| LLezze Time [hr] I::'fi hr.

| Gatemxavl1?2 16 5 0
NAT Setting IP Address and o= el S

¥ Telnet Activity

WV SHMP 1

Subnet Mask Setting & o O 0O
L4 N*‘E"T Barmain Mame
P Address [ 172.16 . 0 . 1 |
| Submask [255 .255. 0 . O wins [ 8.8 .0 0

22




® When you click [Confirm & Apply] button to apply new configuration,
“Configuration Summary” window, which shows new configuration, will

appear.

| Frequency

| g Confirm NAT
é v Setting
o aTsene
[ e Rl ]

@ If new settings are entered correctly, click [Apply] button to apply new
configuration.

(® When you click [Apply] button, “Password” window will appear.

-

—

(® After you enter the password, click [OK] button.

23




@ When you click [Apply] button instead of [Confirm & Apply] button,
“Password” window will appear immediately skipping “Configuration
Summary” window. After you enter the password, click [OK] button to apply

new configuration.

After rebooting, choose selected proper AP on “List Box”. Then, the selected
AP set with NAT can be confirmed on [Selected AP’ s Info] Group Box as

shown below.

—aelected AP's Info
16.3.60.203
00:00: FO:B9:99:99
Channel 9

HTTR] AT
A

; A

@ Configuration of Desktop or notebook PC to connect with AP under MS-

/FConfirm NAT Setting
N —

1

Windows is shown below.

Right-click  [Network
Neighborhood] Icon
Open from Desktop to Show

Explore
Browse with Faint Shop Prao

menu.

Find Computer...

Wwfhio A |

Select “Properties” on

dap Metwark Drive. .. .
Dizconnect Metwork, Drive. .. [Network Nelghborhood]
Menu.

Create Shortcut
Rename

Froperties

24




Metwork

Caonfiguration | Identificationl Arcess Eu:nntn:nll

The following netwark. components are installed: « " .

: Select “TCP/IP” [Properties]
B8 SAMS NG 11Mbps Wireless PCMCIA LAN Card(3.3v)

[ |P3/SP-compatible Protocol - S&MSUNG 11Mbpswie | Of LAN  Adapter to use on

T NDISWAN - Microsoft Yirtual Private Nebworking Adapte [Conflg u ration] Menu
5 MetBEUI - SAMSUNG 11Mbps Wirsless PCMCLA LAN C )

> SAMSUNG 11Mbps Wireless PCMCLA LAN Cajig

Primary Metwark Logon:
Client for Microsoft Metwark.s LI

File and Frint Sharing... |

— Description

TCP/IP iz the protocol you uze to connect ko the Internet and
wide-area networks,

] | Cancel I

TCP/IP Properties 2] |

Bindings |  Advanced | MeBIDS |
DMS Configuration I G ateway I WIMNS Configuration 1P Address

An IP addresz can be automatically azsigned to thiz computer.
If wour network, does not automatically assian P addresses, ask

your netwark. administrator for an addrezs, and then type it in Set “IP Address” and “SUbI’Q
the space below.

Mask” on [IP Address] Menu.
In this case, IP Address
entered on “IP Address” must
have same Network Address
IPéAddiess: (172,16 . 0 .100 | of IP Address of AP assigned

SubnetMask:  [255.255.255. 0 | for NAT.(Refer step (1).) /

¢~ Obtain an IP address autamatically

—I% Specify an IP address:

Cancel

25




TCP/IP Properties =]

Bindings | Advanced | MetBI0s
DMS Configuration  Gateway | WMS Configuration I IP Addrezs

The first gateway in the Installed G ateway list will be the defaulk.
The addresz arder in the lizt will be the order in which theze \
machines are used. Gateway Address must

have same as “IP Address”
of AP assigned by NAT

Mew gateway: L . . .,
172.16. 0 .1 | [am ] T Seting on “New Gateway
\of[Gateway] Menu.
— Inztalled gateways: /

/

0k | Cancel |

Configuration has been completed for desktop or notebook PC to connect with
AP. In this case, the specified IP Address of desktop or notebook PC should
have same network address as set by NAT setting.(Refer step (1D.)

26




8. DHCP Server Setting Using AP Manager

(1 DHCP stands for Dynamic Host Configuration Protocol, it is protocol that
enables Network administrator to manage and assign IP Address in system
centrally. DHCP manages and assigns IP Address for network administrator,
and it enables computer to get assigned IP Address when it is connected to
other place in the network. However, any changes of IP Address of Web server
and FTP server may cause confusion. Therefore, fixed IP Address should be

used, and we recommend not to use DHCP.

(2 After executing AP Manager, select [Server] tab on “Tab Bar”. Then, select
“DHCP Server”.

=% Basic | %8 Radio I s Bridge B Server | & Security' o Firmwarei il Statistics

¥ HTTP AJ Select Server{ v DOHCP Server

1/8 Edit IP Scope |
I Telnet Activity

<

Select DHCP Server |Lease Time [hr] |24 hir.

-

v ShkP
(Sateway 1w . 3 .B0D .1

Submask | 255 .255 . 0 . 0
DMZ 166 . 79 . BO . 15

AT Daomain Mame

| P Addess [172.16 - 0 . | |sern.samsun.co kr

| Bubrmesr, ||2580258 08 0 ||l wans | 0 .0 .0 .0

(@ Configuration of “DHCP Server” is shown on the next page.

27




~¥ DHCP Server Scope of IP Address Assignable ’
1/8 Edit IP Scope |

Lease Time for Assigned IP Address ’

Lease Time [hr] |24 hr.

Gateway 16 . 3 6O .1

Submask | 255 .255 .0 . O Assessed Information with IP Address ’
DNS 166 . 79 . B0 . 15

Dormain Mame >

Iaem.aamsun. co.kr

W|N5|D.D.D.D

Notice : When you select DHCP Server, the values on the window show
information assigned to DHCP Client with IP Address. In most cases, values of
“ Gateway” and “ Submask” are same as those of Gateway and Submask of
current AP.

@ Click [Edit IP Scope] button, and the window below will appear.

Select [Empty] J From -
 “alid ['ﬁ i . B0 .10 [ ERE 100

™ Empty | |
™ Emply
™ Emply
™ Emply
™ Emply
™ Emply

i Delete Current IP Allocation Table

[ Clear IP Allocation Tablel

V Ik, x Cancel

28




(5 To set the scope of assignable IP Address, first check on [Empty] check box on

the left. Then, “Empty” will be changed to “Valid”, and you can set the scope.

(6 Enter the beginning vauein “From”, and ending valuein “To".

@ When you complete to set the scope of assignable IP Address, click [Clear IP
Allocation Table] button to current “Allocation Table”. Then, click [OK] button.

When you click [Confirm & Apply] button to apply new configuration,

“Configuration Summary” window, which shows new configuration, will

appear.

g% ode g AP Scan V Caonfirm & Apply ‘/ Apply 0 About o, Exit

Configuration Summary

| IP Address 6.3 60 208 | ESSID

| Subnet Mask || 255 255 255 . O

Web-based Management E

SHMP Agent Ld

MNAT Server u

OHCF Server

;/ Apply

test AP
| Channel 9
| Frequency 2452 MHz
Protocal Filter Disabled
Cperation Mode AP

Confirm DHCP Server Setting F

tess Control |

‘ x Cancel

Enahled

@ If new settings are entered correctly, click [Apply] button to apply new

configuration.

When you click [Apply] button, “Password” window will appear.

2
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Password

v, ok X cancel

@ After you enter the password, click [OK] button.

@ When you click [Apply] button instead of [Confirm & Apply] button,
“Password” window will appear immediately skipping “Configuration
Summary” window. After you enter the password, click [OK] button to apply
new configuration.

@3 After rebooting, choose selected proper AP on “List Box”. Then, the selected
AP set with DHCP Server can be confirmed on [Selected AP" s Info] Group
Box as shown below.

=
—aelected AP's Info
16.3.60.205
00:00: FO:62:99:99 Confirm DHCP
Channel 9 Server Setting
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Notice : If you want to set DHCP Client instead of DHCP Server, select [ Basic]
on “ Tab Bar” menu of AP. Then, select “ Obtain an |P address automatically”
from Dialogue Box. (Refer to step of Chapter6.) Then, the selected AP
gives up its own IP Address, and other AP using DHCP Server will assign it.
When the setting is completed, click [Confirm & Apply] or [Apply] button to
apply new configuration.

In case of DHCP connection with desktop or notebook PC of user to AP using
DHCP Server, sdect “Obtain an IP address automatically” on “TCP/IP
Properties’ . Please refer step of Chapter10.

TCP/IP Properties Ed I

Bindings |  Advanced | MeBIDS |
DS Canfiguration I Gateway I WiNS Configuration  IF Address

An P addresz can be autamatically azzigned ta thiz compter.
[F wour network, does not automatically azzign [P addrezzes, ask
wour nebwork adminiztrator for an addresz, and then tepe it in
the zpace below,

Setting TCP/IP
Properties of Desktop

& i0htain an P address automaticalls

. _ or Notebook PC for
—{ " Specify an [P address: DHCP Client
[Féddess |16, 3 . 60 . 52 |
Sibret sk 255255255 000 |
0K Cancel
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9. NAT and DHCP Server Simultaneous Setting Using AP

M anager

(O After executing AP Manager, select [Server] tab on “Tab Bar” to set DHCP
Server and NAT simultaneoudly.

(2 Please refer to Chapter 10 for NAT Setting and Chapter 11 for DHCP Server
Setting. This chapter shows default values.

=% Basic | %5 Radio I s Bridge B Server | & Security' e ) Firmwarei il Statistics'

¥ HTTF A‘ Server Setting{ v DHCP Server

1/8 Edit I Scope |

WV Telnet Act‘ DHCP Server Setting

Lease Time [hr] 24 hr.

¥ SHMP Refer to Notice
= | Gateway 172 .16 .0 . 1
. Submask | 255 .255. 0 . 0
NAT Setting
] s 6B . 79 . BO . 154

v MAT Darmain Marme
| IP Address [172. 16 . 0 . 1 |sem. samsung.co kr
| Submask |255.255.0 .0 ||| wwns |0 0.0 .0

Notice : In this case, IP Address as Gateway format in NAT Setting must be set
for Gateway of DHCP Server Setting.
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® When you click [Confirm & Apply] button to apply new configuration,
“Configuration Summary” window, which shows new configuration, will

appear.

3% Mode g AP Scan V Confirm & Apply ‘/ Apply 6 About S, Exit

Configuration Summary

| IP Address 16 . 3 .60 .208 | ESSID test AP
| Subnet Mask | 255 .255 255 . O | Channel g

Gateway 16 .3 .60 . 1 | Frequency 2452 MHz

Weh-based Management E Confirm NAT and Dizabled
SHMP Agent Ld DHCP Setting | ap

MAT Sener Encryption Disabled
DHCP Server | Access Control Enabled

/ Apply ‘ x Cancel

@ If new settings are entered correctly, click [Apply] button to apply new
configuration.

(® When you click [Apply] button, “Password” window will appear.

Passwaord

/ Ok x Cancel

(® After you enter the password, click [OK] button.
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@ When you click [Apply] button instead of [Confirm & Apply] button,

“Password” window will appear immediately skipping “Configuration
Summary” window. After you enter the password, click [OK] button to apply
new configuration.

After rebooting, choose selected proper AP on “List Box”. Then, the selected
AP set with NAT and DHCP Server can be confirmed on [Selected AP’ s Info]
Group Box as shown below.

—-Selected AP's Info
16.3.60.208

00:00: FO:E9:99:99 Confirm NAT Setting ’

Cha%

HTTPINAT]
4
o Confirm DHCP Server Setting
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10. ADSL and Cable Modem Connection Setting Using AP

M anager

(1 After executing AP Manager, click [Advanced] and [Internet Connection] on
“Menu Bar” in the following order. Or click [Internet Connection] button on

[Basic] Dialogue Box.
File Basic ENlE=h=uM [iagnostic  Help

Radio
Bridge
SErver Select on “Menu Bar” ’
SeCurity
Firrnware Upgrade _
= : w“malogue Box”

e S T PR
AlE Erate ] |

(2) Then the Internet Connection Setup page(default page) will appear.
Select your Internet connection service type and click
Imternet Connection Wizard

Internet Connection Wizard
Internet Connection Type

& LAN
 ADSL Modem (FPPoE)
= ADSL Modem (PPTF)
" Cable Modem
150N

Choose your internet connection type in your hornefoffice

Far each itern, default configuration parameters will be set automatically.

%‘ =iz l% et / et x Cancel
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Notice: ADSL can generally be divided into two service types supporting

PPPoE or PPTP, but PPPOE is more common. If you don’t

know your ADSL

service type, please check the Website or contact your ISP to find out service

type you are using.

(3 Goto 10.1 for PPPOE, 10.2 for PPTP, and 10.3 for Cable Modem

10.1 Settingsfor ADSL — PPPoE

Internet Connection Wizard

Internet Connection Wizard

A0SL Configuration

Auto-connect on
Booting Setting

Auto-connect on Booting W

Username Iname
Password I*‘“‘“"‘*
FPPoE Serice MName IAUTO W Auto

Enter your 1D, passward and sernice name

(Z= Back = Nex ‘M Fliii

Setting  with  Basic
Information Provided by
ADSL Service Provider

x Cancel

(1 When the above page appears, enter the user name given by your 1SP(Internet

Service Provider) in the “User Name” box.

(2 Enter the password in the “Password” box.

Notice: If PPPOE service name setting is not selected for Auto, PPPOE service

name will be required
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(3 Set NAT and DHCP Server referring Chapter 9.

Internet Connection Wizard

Internet Connection Wizard
Internet Sharing

= Ehtain an - addrecs antormatically

v DHCP Server
Stat of P Scope | 172 . 16 . 0O . 2
End of IP Scope | 172 .16 . 0 .02
W NAT
MAT IP address 172 .16 . 0 . 1
NAT Subnet Mask 255 2655 . 0 . O

It is recommended to use the default values.

DHCP Server and
NAT Setting

@ Back I% Mext ‘M Eihish x Cancel

@ Click [Finish] button to complete setting.

Internet Connection Wizard

Internet Connection Wizard

Completed

se the [Finish] button to save the changed parameters

@ Back % [ ek / Finish‘ x Cancel
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(® A window will appear and ask you to apply new settings immediately. If you do
not want to apply new settings, select [No(N)].

AP Manager EZ |

@ Whant to Apply the Changes Mow?

Mo |

©® If you click [Yes(Y)] button, “Password” window will appear. After you enter
the password, click [OK] button to apply. In case you select [No(N)] button,
new settings will be saved. If you want to continue applying procedure again,
click [Apply] button on “Button Bar”.

@ When you click [Basic] tab on “Tab Bar,” ADSL Connection Status will appear
in Dialogue Box. The connection status will show “N/A” for Access Point and

“Connected”, “Disconnected” and “Negotiating” for ADSL Setting.
Connected
Disconnected
Negotiating

@v Internet Connection [ADSL] || ...................................................................................

Clicking [ADSL State(Connected, Disconnected, Negotiating)] button enables
you to disconnect. On the other hand, when you click the button while it is
disconnected, you can re-connect according to selected information.
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10.2 Settings for ADSL — PPTP

Imternet Connection Wizard

Internet Connection VWizard
ADSL Configuration

Auto-connect on Booting v
e
I~
sernarme Iname
Password I*‘“‘“‘*‘*

PPTP Sarver [P Address | o .0 .o . 1

Enter yaur |D, password and service name

@ Back I% e xt / Eitiret x Cancel

(1 When the above page appears, enter the user name given by your 1SP(Internet
Service Provider) in the “User Name”  box.

(2 Enter the password in the “ Password”  box.
(3 Enter theIP Addressof PPTP Server in the “PPTP Server IP Address’ box

Notice: In case IP Address of PPTP Server are unknow, contact your | SP.
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@ Set NAT and DHCP Server referring Chapter 9.

Internet Connection Wizard

Internet Connection Wizard
Internet Sharing

= Ehtain an - addrecs antormatically

K
v DHCP Server 1 %
Stat of P Scope | 172 . 16 . 0O . 2
End of IP Scope | 172 .16 . 0 .02 Setting DHCP
W NAT Server and NAT
MAT IP address 172 .16 . 0 . 1
NAT Subnet Mask 255 2655 . 0 . O

It is recommended to use the default values.

@ Back I% Mext ‘M Eihish x Cancel

(® Click [Finish] button to complete setting.

Internet Connection

Internet Connection Wizard

Completed

Lise the [Finish] button to save the changed parameters

@ Back % [t / Finish‘ x Cancel
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©® A window will appear and ask you to apply new settings immediately. If you do
not want to apply new settings, select [No(N)].

AP Manager EZ |

@ Whant to Apply the Changes Mow?

Mo |

@ 1f you click [Yes(Y)] button, “Password” window will appear. After you enter
the password, click [OK] button to apply. In case you select [No(N)] button,
new settings will be saved. If you want to continue applying procedure again,
click [Apply] button on “Button Bar”.

When you click [Basic] tab on “Tab Bar,” ADSL Connection Status will appear
in Dialogue Box. The connection status will show “N/A” for Access Point and

“Connected”, “Disconnected” and “Negotiating” for ADSL Setting.
Connected
Disconnected
Negotiating

@v Internet Connection [ADSL] || ...................................................................................

@ Clicking [ADSL State(Connected, Disconnected, Negotiating)] button enables
you to disconnect. On the other hand, when you click the button while it is
disconnected, you can re-connect according to selected information.
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10.3 Settings for Cable M odem

(1 Set NAT and DHCP Server referring Chapter 9.

Internet Connection

Internet Connection Wizard
Internet Sharing

I¥ Ohbtain an IP address automatically

W DHCP Server ﬁl\
Start of IP Scope EFEEEE RN
End of IP Scope | 172 .16 . 0 . 102
Setting DHCP
W NAT
NAT IP address 172 . 16 . 0 . 1 Server and NAT
MNAT Subnet Mask 255 . 255 . 0 . 0

It is recommended to use the default values.

@ Back I% Mext ‘M Fi=] x Cancel

Notice : Personal Information Setting is not needed because Cable modems are
generally given with fixed IP Address.

(2 Click [Finish] button to complete setting.

Internet Connection Wizard

Internet Connection Wizard

Completed

Use the [Finish] button to save the changed parameters

@ Back % [ et / Finish‘ x Cancel
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3 A window will appear and ask you to apply new settings immediately. If you do
not want to apply new settings, select [No(N)].

AP Manager EZ |

@ Whant to Apply the Changes Mow?

Mo |

@ 1f you click [Yes(Y)] button, “Password” window will appear. After you enter
the password, click [OK] button to apply. In case you select [No(N)] button,
new settings will be saved. If you want to continue applying procedure again,
click [Apply] button on “Button Bar”.
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11. Encryption Setting Using AP M anager

(1 After executing AP Manager, select [Security] tab on “Tab Bar” to set
encryption. Then, select “Encryption”.

@ 5% Basic | %8 Radio | v | Eiridgel B Sener & Security |°9 Firmwarel ills Statisticsl

(2 Select either “64(40)-bit Key” or “128-bit Key.” The window below shows
“64(40)-bit Key” setting.

Select
Encryption

Encryption (Slot A)
W Encryption: @ B4-bit Key  C 128-bit Key et WEP Key ||

I Start Encryption Setting ’

Authentication Type IDpen System ¥

(3 When you select [Set WEP Key] button, a window for WEP Key generation is

created as shown below.

|F'aaaphrase || / Generate
Default Key —

ket [ ] ey

ke [ = = = = ] ke

Keyd | = |~ = 1= |7 =] ke

Keyd [| = = ]~ 7 |7 «<f ket

/ Ok x Cancel
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@ Enter the agreed password phrase to set encryption in “Passphrase,” and click
[Generate] button to create WEP Key.

Enter Password Phrase :
/LllVEP Key Generation

| Passphrase Itest Generate

Default Key — fetting “Key 17

I Keyt =1E‘ IBD ID*‘“‘ I“B I3D =1 kel | | among Generated

Key2 |94 [1E [41 [48 DO C Key2 N)efault Key Values
Key3 |91 |E|3 |CD |FD |53 r Key3

Keyd || E3 |[s0 oo |86 | co " Keyd

/

) o )
) I )

/ Ok x Cancel

After generating the keys, select one key among “Default Key”s. Click [OK]
button to complete setting of the key to be used for encryption.

Notice : In this case, WEP Keys should be generated using same Passphrase
for Card Utility of desktop and notebook PC. Select same key, which is also
selected by AP, among generated WEP Keys for “ Default Key” value.

(® When you click [Confirm & Apply] button to apply new configuration,

“Configuration Summary” window, which shows new configuration, will

appear.

g% ode g AP Scan V Caonfirm & Apply ‘/ Apply 0 About o, Exit
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Configuration Summary

| IP Address 16 . 3 .60 .208 | ESSID test_AP
| Subnet Mask | 255 .256 256 . O | Channel 9

Gateway 16 . 3 6O .1 | Fraguency 2452 MHz
— —

Confirm 64(40)-bit

Web-bas Encryption Setting Pratacal Filter Disabled
SHMP Agent ‘D\ﬂ\/qp\eratiun Mode AP
NAT Server Ed Encryption Bd-hit
DHCP Server E Access Control Enabled

/ Apply ‘ x Cancel

® If new settings are entered correctly, click [Apply] button to apply new
configuration.

@ When “Password” window appear, enter the password. Then click [OK] button.

After rebooting, choose selected proper AP on “List Box”. Then, the selected
AP set with Encryption can be confirmed on [Selected AP’ s Info] Group Box
as shown below.

4P
i

Confirm Encryption

Setting -
[2)

(@ Change configuration of Card Utility(installed Wireless LAN Card) of desktop
or notebook PC, which is wanted to connect to AP with Encryption setting.
For the configuration of Card Utility, refer to User Guide of your LAN Card
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12. User Access Control Setting Using AP Manager

(1 “User Access Control” is function that shows permission of using AP to MAC
ID Table of Wireless LAN Card installed on certain Stations among desktop or
notebook PC, which are connected AP. If you want to use this function, select

“User Access Control” on [Security] Dialogue Box.

IJser Access Controf
A Alimwed Tabls Denied Table
“User Access Control” Setting

DOther Stations,

A/

+|+

et

hax
Hadio Stations

IEEIEI

[Pt I [Esp I Import Export I

(2) The selections of [Other Stations] are common setting to decide whether deny
or pass connection of Stations other than selected and managed by user.

(@ When you permit connection to selected AP, enter MAC ID of Wireless LAN
Card on [Allowed Table]. Otherwise, enter MAC ID on [Denied Table]. All
settings of the other MAC ID other than entered MAC IDs in each table are set
by selecting “deny” or “pass’ on [Other Stations] Box.

(@ When MAC ID is added on each table, use [+] icon. On the other hand, when
deleted, use [-] icon.

(® When you want to permit specific MAC ID and deny the other, select “deny”

on [Other Stations] Box. Then, enter the MAC ID on [Allowed Table], whichis
you want to permit.
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Click [+] icon, and enter MAC ID as shown on the window below. Then, click
[OK] button to add MAC ID on [Allowed Table].

Denied Tiatle

P
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(® When you want to deny specific MAC ID and permit the other, select “pass’ on
[Other Stations] Box. Then, add the MAC ID on [Denied Table], which is you
want to deny. MAC ID can be entered by the method explained on & and also
move MAC ID from [Allowed Tablg].

@ To move MAC ID from [Allowed Table] to [Denied Table], use [>>] icon.

Otherwise, use[<<] icon.

After slect “pass’ on [Other Stations] Box, move MAC ID from [Allowed
Table] to [Denied Table] using [>>].

—v User Access Cantrol

Allcwed Table Denied Table
O0:00:FO:G0:99;: 39

Cther Stations

" deny
& pass

Select Connection
Permit

=

Wi

<

hlax
Fadio Stations

| IEEIEI

It | = e | Import Expart

— User Access Contraol
Allmeed Takble Denied Table

[Move MAC IDl =

Alﬂ Ml

Fadio Stations

IEDD

Other Stations

" deny
& pass

{5

[ Expurt | Import Export |

49




© If you want to export and save MAC IDs registered either on [Allowed Table]
or [Denied Table], click [Export] button. Then, it will be saved where user
wants as “granted.Ist” or “denied.Ist”. Y ou can rename the file name.

B granted.Ist -> MAC ID List on [Allowed Table]
B denied.Ist -> MAC ID List on [Denied Table]

— I User Access Contral
Allowed Table [Eermied Table

Other Stations

& deny
" pass

hlax
Fadio Stations

IEEIEI

[t | = e |

Save As 7] x|
Save in: I F#] Desktop j EI
_%‘ My Computer
-ﬁ My Documents

M etwark. Meighborbood
1 Oriline Services

;:ile name.lst ’

File name: Igranted.lst = i Gave

............................

Save a3 bype: IList Filess [.1t) j Cancel

On the other hand, click [Import] button to import saved MAC ID Lists.
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—w User Access Cantrol
Allowed Table Benied Takle

=+ deny
L[—ll-l-l " pass

Alﬂ Ml

Hadio Stations

IEEIEI

Cther Stations

| et | =Rt |

Look jr: I@ Desktop j EI

_%‘ My Computer

'ﬁ My Documents

M etwark. Meighborbood
|1 Orline Services

.................................

File name: |-:Ienied.|3t

Files of twpe: | List Files [* ) =] Cancel

Y ou can combine and use various settings as you wish.

@ If new settings are entered correctly, click [Apply] button to apply new
configuration.

@ When “Password” window appear, enter the password. Then, click [OK] button.
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13. Firmware Upgrade Using AP M anager

(1 Whenever the new version of AP Firmware is available, you can upgrade AP
firmware into higher version using AP Manager.

(2 After executing AP Manager, select [Firmware] tab on “Tab Bar”.

@ 2% Basic | S8 Radio | s Bridge | = Senferl & Security S Firmware |ul- Statisticsl

(3 Diadogue Box of the Firmware upgrade is like what is view in the window

below.

—“ersian Infarmation
kodel Mo, SL-33004F
“Yersion 1.53

Diate (yyyy. mm. dd) 2001 10,10

~Firmweare Upgrade

| 5|
=8 =5 2l

Wieh ! Local ! ArCcess
Falder Disk Foint

0 =top Gi} Load

@ The current firmware information of the selected AP is displayed in the
[Version Information] Box as shown in the window below.

Yersion Information

fodel Ma. SWyL-33004P
“ersiah 1.53
Date (yyyy. mm.dd) 2001. 100 10
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(® Downloaded the latest version of AP firmwarein local disk of your PC

Notice: AP firmware corresponding to your AP can be downloaded in
MagicLAN home page.

® Click thefileicon shown below on Dialogue Box.

5

@ After select the firmware image file, click [Open] button.

Look in: | 3l SwL-33004P & @ ekl mE

File name: Iswl-SSDDap.bin Open
Files of bype: IList Files [* bin] j Cancel
-
—Firmweare Lpgrade
File Icon
|swl-3300ap. bin &y
3 =5 n
. : ——
Wb | Lacal | Access
Folder Disk Foint
0 top G{} Load
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Click the [Load] button after the file is selected. Then, “Password” window will
be displayed.

-

—

© Enter the password, default password is “public”, and click [OK] button.

The AP firmware is loaded from your Local Disk to the Access Point and is
upgraded. The following window shows the status of loading the AP
firmware imagefile to the AP.

Click the [Stop] button to cancel the download of AP firmware at any time.

An error message will show up if AP firmware other than you select is
downl oaded.
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14. Data Transmission Status Check Using AP M anager

(1 Data transmission traffic status of current AP can be confirmed using AP

Manager.

(@ When [Statistics] tab on “Tab Bar” of AP Manager is selected, a window,
which shows [Traffic Selection] Box on Dialogue Box to select Traffic type
and shows related information below, will appear.

#% Basic | & R'adn:nl me Bridge | | Senrerl & Security | fk

- . Confirm System Up Time
Traffic Type ‘7
Selection Box Traffic Selection —aystemn Up Time —2-
Qeneral Traffic Statistics _:I [E) Dayis) WA

Number of Packet
Transmitted per
Second

Histogram Setting

r/
\i Histogram Line |

| RadinT}{ | RadinR}{ !EthernetT}{ |EthernetR}{

Ipacket/sec)

|3IIIIII l
Related
Information
Confirm Box

@ [System Up Time] Box informs operation time since starting of selected AP

operation.

@ When selecting “General Traffic Statistics’ on [Traffic Selection] Box, wired
and wireless data transmission status can be shown with line or histogram graph
on Related Information Confirm Box.
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® If you want to confirm with line graph, select “Line” instead of “Histogram” on
Related Information Confirm Box.

Line Setting

| RadioTx | Radio Rx | Ethernet Tx | Ethernet Rx
=a @ EI EI (packet/sec)
| | 300 *
150
0

(® In this case, if confirm is impossible due to increased number of packets with
wired and wireless transmission, increase scope of number of packet
transmitted per second(packet/sec) to confirm.

Ipacket/sec)

300 'i

Scope of Number of Packet
Transmitted per Second

@ When selecting “SNMP MIB | ,Il Variable’ on [Traffic Selection] Box,
basic information of Data Protocol Packet with wired and wireless transmission
can be confirmed on Related Information Confirm Box.

When “SNMP MIB | ||l Variable’ is sdlected, information such as IP,

TCP/UDP, ICMP, 802.11(Card) MIB can be confirmed. Because ICMP has
many MIB items, it can be confirmed by dividing ICMP1 and ICMP2.
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B SNMP: Simple Network Management Protocol
B MIB :Management Information Base

SNMF’ MIE 1]l Yariables - |
Select MIB Type

Related
Information
Confirm Box

© Confirming Traffic information you want enables more efficient AP operation.
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15. AP Setting Using Web Browser

(1 Open Web Browser. (Beyond IE 4.0 or Netscape 4.0)

(@ Enter AP'sIP Addresson “Address’ of the Web Browser.
Press[ENTER : ] key.

J Eile  Edit “iew Fawortes Tools Help
- .+ . D | QA G S
Back Eanyarnd Stop Refresh  Home Search Favortes  Histom

| Addiess | 16.3.60.208

3@ “Enter Network Password” window appears. Do not enter the User Name. Enter
the password. (The default value is “public’, and user can change the password

later)
Enter Network Password BE

@ Fleaze tupe pour uger name and password.
Siter 16.3.60.208
Bealm Godhead
Uzer Hame
Pazzword s
[T Save thiz pazsword in wour password list

Cancel |

Click [OK] button.

Notice : Capitale Small letter distinction is recommended for the password.
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@ Internet Connection Setting page” (default page) appears.

| D Eel e Py Qeokc ey

|2 r Rldldadd g E-a

l.l*;m-n"llﬂfj Ml s sy _:j-_pl_!! !|I_.-|-"'
=
Inbarnet Connachtion Setting
e T rirectinn teess
r
rCabd
Ezperl Modg FLan
v |
ETTING STATLE - LAM

5

(® Simple Configuration Mode is for Setting of Internet Connection
Environment, and refer to “10. ADSL and Cable Modem Connection Setting
Using AP Manager”.

® Expert Modeisfor Network Administration, and refer to “3. AP Basic Setting
Using AP Manager”.
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16. AP Setting Using TELNET

(1 Open “Run” on [Start] menu of desktop and notebook PC. Enter the IP Address
for Internet Connection as following Example.
Example) telnet *** *** *** *x* (|p Address)

Run |

Type the name of a program, folder, document, or Internet
rezource, and *Windows will open it for pou.

Dpen:  telnet 16.3.60.208 =|

Cancel | Browse. .. |

Click [OK] button.

(@ Telnet order window appears, and please refer to “18. AP Basic Setting Using
RS-232C(COM Port)”

r_‘In.-hu.-l 16302108

Gonrmct El Twminal  [Heip

Opening Telnet SESSiOm...ccoaccas

Zamsung SWL-F380aF Configuratian

lo configure the Access Foint, the password is required.
Enter password:])
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17. HyperTerminal Setting for RS-232C(COM Port)

Communication

(O Execute the HyperTerminal under MS-Windows 95/98/Me/2000/NT/XP
operating system by following the steps below.
Execute Hypertrm.exefile in “HyperTerminal” folder.

=4 MagclaN b = Entessinment

P = Dnin=Services F U Inbmmet Tooks  + [ JEERES pRtue

b':j Skartl I ¥ ™ SpstemTook 28 [SON Confgustion Wizad
& IntemetEwplorer 3] AddeszBock F) Fhone Disker

v BB M5D05 Peompt B Caloulsioe
¥4 Duikook Exress  [4] Imaging

* A WindowsExplorer  £F] Mobepad

W Pani

¥ wardPad

(2 After executing the Hypertrm.exe file, the following window will be displayed
on MS-Windows.

Connection Description EE |

: Mew Cannection

Enter a name and chooze an icon for the connection:

Marne:
[P MANAGER

lzon:
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(3@ Asdisplayed above, type “AP MANAGER?” in the name field, and click [OK]
button. Y ou can enter any name you wish for the connection.

@ Select the modem port as shown in the window below, and click [OK] button.
(In most of the cases, select either “Direct to Com1” or “Direct to Com2”.)

Connect To 7] !

), 4P MANAGER

Enter details for the phone number that pow want to dial:

Country code: ILIniteu:I Statez of Amenca [1] j

Area code: I

Phone number: |

Connect using: | Direct ko Coml j

Cancel |

(® You will view the following window and must set the properties of the selected
COM port as shown below. Click [OK] button, and then press[ENTER : []].

COM1 Properties BHE
Port Settings I
Bitz per zecond: ;ETEDD _"_;
Drata bits: IE :_i
Prariby: INc.ne ;j
Stop bits: |1 _vJ
Flow contral: INune ﬂ
Advanced.. | Restore Defaults |
Cancel | Lol |
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©® |If al the steps above are executed correctly, then the following menu will be
displayed on the HyperTerminal window. The default password is “public”, and
user can change password later.

To configure the Access Point, the password is required.
Enter password :

@ When the password is entered, the following [ROOT] menu appears on the
HyperTermina window.

[ ROOT]
1. Basic [Menu]
2. Advanced [Menu]
3. Server [Menu]
4. Status [Menu]

5. Load default values
6. Save and reboot

t: Top Menu([JROOT])
p: Previous Menu

CMD(t, p, h): h: Help

When AP setting procedure is completed, close HyperTermina window. If this
is your first installation, on closing the HyperTerminal, you will get the
message “Do you want to save session AP Manager?”. Then, click [yes]
button to save HyperTerminal setting.
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18. AP Basic Setting Using RS-232C(COM Port)

(1 Choose [Basic] menu on [ROOT] menu.

Samsung SWL-3300AP Configuration

[ Basic ]

1. ESSID MagicLAN

2. Channel 3

3. DHCP Client Disabled

4. |P Address 10.0.0.2

5. Subnet Mask 255.255.255.0

6. Gateway Address 10.0.0.1

7. Description MagicLAN 11Mbps AP
CMD(tp,h): Enter Menu Number

(@ Select the following order to set Wireless LAN ESSID.

CMD(t,p,h):1 0O
Enter ESSID

Enter new ESSID {Max. 32 ASCIl}: test AP [

Enter the proper ESSID (strings up to 32 characters) on “Enter new ESSID
{Max. 32 ASCII}:”, and press [ENTER : [J. ESSID must consist of
alphabetic and numeric characters, excluding space and specia characters.
(Capitale Small letter distinction)

New setting appears on [Basic] menu. Typeﬂ and press [ENTER : O] if you

would like to return to the top menu [ROOT]. Otherwise, you will remain in
[Basic] menu.

64




(3@ Select the following order to change Wireless Channel.

CMD(t,p,h): 2 O
erent Channel
Enter new Channel {1-14}: 11 O

Enter the proper channel number after the phrase “Enter new Channel {1-
14}.”. Then, press [ENTER : [J]. Channel index should be between 1 and
14(differs from country to country).

Notice : If you are operating two or more Access Points in the adjoining cells,
keep the appropriate channel distance to avoid the interference. We recommend
you to keep the distance of at least 4 channels in the adjoining cells.

@ Only if AP is used for DHCP Client, you set DHCP Client with “Enabled”. In
this case, there is no need to set &), ®, @ below. The default setting is
“Disabled”.

Enter DHCP Client
Setting Selection

CMD(tp,h):3 O

Enter new DHCP Client {enable, disable}: disable 0O

(® Select the following order to set IP Address.

CMD(t,p,h): 4 O
Enter IP Address
Enter new IP Address : 16.3.60.208 [

Enter the proper IP address after “Enter new IP Address :”. Then, press
[ENTER : []. Consult your system administrator for setting the proper vaue
of IP Address.
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® Select the following order to set Subnet Mask.

CMD(t,p,n): 5 O

Enter new Subnet Mask : 255.255.255.0

Enter Subnet Mask

O

Enter the proper subnet mask after the phrase “Enter new Subnet Mask :”.

Then, press[ENTER : [].

Consult your system administrator for setting the subnet mask.

@ Select the following order to set Gateway Address.

CMD(t,p,n): 6 O

Enter new Gateway Address : 16.3.60.1

Enter Gateway Address

O

Enter the proper Gateway Address after “Enter new Gateway Address :” .

Then, press[ENTER : [].

Consult your system administrator for setting the gateway address.

Description shows explanation about current AP and does not have to be set.

Select the following order to perform setting.

CMD(t,p,h): 7 O

Enter new Description {Max. 128 ASCII}: test ap W

Enter Description J

Enter the proper Description after “Enter new Description {Max. 128

ASCII}:". Then, press [ENTER : [].
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© If you want to change Password, select the following order on [ROOT] menul.

[ ROOT ]
1. Basic [Menu]
2. Advanced [Menu]
3. Server [Menu]
4. Status [Menu]

5. Load default values
6. Save and reboot

Select Advanced

CMD(t,p,h): 2 O

Select [Administration] menu on [Advanced] Menu.

[ Advanced |

1. Internet Connection [Menu]
2. Wireless [Menu]
3. Bridge [Menu]
4. Access control [Menu]
5. Administration [Menu]

6. Upgrade FW via serial

lect Administrati
CMD(t,p,h): 5 D{Seec dministration

Select “ Change password” on [Administration] menu.
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[ Administration ]
1. Password activity Enabled
2. Change password

CMD (t,p,h): 2 O [%r(:urrent Password ’

Enter current password (Max. 30 characters):****** _[]
Enter New Password ’

Enter new password (Max. 30 characters):****** []

. {Confirm New Password
Enter new password again:*****x ]

Enter the current password (Max. 30 characters) after “Enter current
password (Max. 30 characters):”. Then, press[ENTER : [].

Enter the new password (Max. 30 characters) after “Enter new password
(Max. 30 characters):” . Then, press[ENTER : []].

Enter the new password again after “Enter new password again:”. Then,
press[ENTER : [].

Notice : Please keep this password at a safe place or keep it where it may not
get lost.
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You must select “Save and reboot” on [ROOT] menu, after changing the
appropriate parameters by entering the new values.

[ ROOT ]
1. Basic [Menu]
2. Advanced [Menu]
3. Server [Menu]
4. Status [Menu]

5. Load default values
6. Save and reboot

Select Save and reboot

CMD(t,p,h): 6 0O

By selecting the above menu, rebooting will occur automatically. The modified
parameters of the AP will be changed effectively after it is rebooted. After the
rebooting, you will view the following window to ask the password. If no
further changes are needed in your settings, you do not need to enter the
password.

To configure the Access Point, the password is required.
Enter password :
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@ After following al the steps mentioned above, you can close the
HyperTerminal window if there is no need for change or setting. Select [Basic]
menu if you want to confirm the settings.

[ Basic ] o :
. ESSID test AP \$ onfiguration
. Channel 11

1

2

3. DHCP Client Disabled

4. IP Address 16.3.60.208

5. Subnet Mask 255.255.255.0
6. Gateway Address 16.3.60.1

7. Description test ap
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19. Load default values Using RS-232C(COM Port)

@ Select “Load default values’ on [ROOT] menu

[ ROOT]
1. Basic [Menu]
2. Advanced [Menu]
3. Server [Menu]
4. Status [Menu]

5. Load default values
6. Save and reboot )
Aelect Load j
CMD(t, p, h): 5 Default values

All configured items will be set to the default values.
Do you really want (y/n)? y

@ If you want to set default values, enter “y(yes)” after “Do you really want
(y/n)?’ then, press [Enter:[]]. AP configuration will return to default setting.

If al the steps above are executed correctly, a following sentence will be
displayed.

All items was set to the default values.
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20. Firmware Upgrade Using RS-232C(COM Port)

(1 Click the “Hyperterminal icon” saved in hard disk of your PC’

(@ “Enter password” menu will be displayed on the HyperTerminal window. The
default password is “public”,

(3 When the password is entered, [ROOT] menu appears on the HyperTerminal

window.

@ Downloaded the latest version of AP firmwarein local disk of your PC

Notice: AP firmware corresponding to your AP can be downloaded in
MagicLAN home page.

(5 After selecting [Advanced] menu on [ROOT] menu, select [Upgrade FW via
serial] menu on [Advanced] menu again

Samsung SWL-3300SA Configuration

[ Advanced |

1. Radio [Menu]

2. Encryption [Menu]
3. HTTP Activity Enabled
4. Telnet Activity Enabled
5. Administration [Menu]

Select Upgrade FW
via serial

6. Upgrade FW via serial

CMD(t.no.h): 6 T
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Do you really want (y/n)? y

AP Firmware can be upgraded via serial using 1k-xmode protocol.
Power must be always on during the upgrade.
Do you really want to upgrade the firmware via serial ? (y/n):y O

® If you want to upgrade the AP firmware, enter “y(yes)” after “Do you really
want to upgrade the firmware via serial ?” then, press [Enter:[]]. Enter
“y(yes)” again after “Do you really want (y/n)?’, then press[Enter:[]].

The following window will be displayed.

HHHHHHH AR
AP will enter into the FIMWARE UPGRADE MODE
HHHHHHH AR

Boot firmware

2000.12.09

(SST flash memory,0xBF)

o 4

Type command([go]: normal operating or |
CMD : apfirm [

help]: help) Enter
“apfirm”

(@ Enter the “apfirm” after “CMD: " then, press [Enter (]
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Select [transfer] menu on “Menu Bar” then, select “Send File".

"5'$AP MANAGER - HyperTerminal Comments? !EI E
File Edit View Call | Transfer Help
Nl T 3 of Send File...

| | | |— Receive File.. .

apbure Text...
Send Text File...

_apture Lo Printer

@ Click [Browse] button on the “ Send File” window

: Send File 21|

Folder: C:\ShwiL-33004F

Filenarne:
| Browze. . |
Erotocal;
|1K #rnodern j

Send Cloze | Cancel |

After select the firmware image file on opened window, click [Open] button.

Select File to Send ElE3

Look in: | ‘=3l S'w/L-33004P =l & ek

File name:  |swl-3300ap. bin HOpen |
Files of type: |l Files [*.%) =] Cancel |

i
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@ “1K Xmodem" should be selected on Protocol, then click [send] button.

+ Send File 2| x|

Faolder: C:A\5WL-33004F

Eilename:
|E: S L-33008 P ewl-3300ap. bin

1K Xmodem

Protocol:

I-'I K. #=modem j

Send Cloze | Cancel |

The following window shows the status of loading the AP firmware image
fileto the AP.

1K Xmodem file send for AP HAMAGER |

Sending: IE:HSWL-HHDD&F"\SWI-EHDD.&D.|:|ir1

Packet: 343 Errar checking: IEhecksum

Retries: IEI T otal retries: IEI

Last errar; I

File: ||||||||||||||||||||| |34Ek.:.f522}{

Elapsed: I 00:01:08 R emaining: I 0000 52 Throughput; IEEED CpE
cpsbps |

Notice: An error message will show up if AP firmware is not corresponding to
your AP.

@@ Firmware upgrade using RS-232C is recommended, only when “AP Manager”
can not be used. (Refer to Chapter 13)
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APPENDIX | .

Explanation of Basic Configuration to use AP Manager

B Explanation of AP External Icons

L DC 5V Power LED(Green), it is aways on.
" |EEE 802.3 Wired LAN Connection LED(Orange), it is aways on.
il ]

IEEE 802.11 Wireless LAN Connection LED(Green), it blinks.

& Status LED(Red) - firmware upgrade / error occur

B Explanation of Detailed Names and Icons of AP Manager

Manager

This “AP Manager Execution Icon” appears on Desktop(under MS-Windows) of
desktop and notebook PC.

Scanning Access Point

“AP Scan” window above appears during the first execution of AP Manager and
also when [AP Scan| button is selected.
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List Box

< MagicLaM AP Manager

File Basic Advanced Diagnostic Help

s &% Basic |§g Radinl m Bridge | | Senrerl & Securitj,rl QFirmwarel il Statisticsl

P S |

T _ _
" Obtain an IP address automatically

& Specify an IP address

P Address [ 10 . 0

1]

2

|Suhnet Mask

|
-]

| 255 255 255 . O

Dialogue Box

]Selected AP's Info | Gateway Address | 10 . 00 0 1
10.0.0.2
00:00:F0:69:99:95 | E=2iD IMagiI:LAN
Channel 3
HTTP (Channel  [[03]2422MHz =]
AP
e—

' Description [MagicLAN 11hbps AP

r—

Internet Connection

Button Bar
AL State [l

m-!&%

Initialize “alue of Access Point

ues |

g% hode ? AP Scan V Canfirm & Apply / Apply

© sbout S Exit

The window above shows “ AP Manager” window.

File Basic A&dvanced Disgnostic Help

Y ou can select menu from this“Menu Bar”.

E:% =¥ Basic |ﬁ Radio | o) Eiridgel I8 Sewerl & Securitj.fl o Firmwarel ol Statisticsl

You can select each function of AP setting tabs on this “Tab Bar”. The very left

icon shows currently selected tab.

R

This “LED icon” shows Sending and Receiving status of AP and Transmission
status of ADSL. Sending, Receiving, and ADSL Transmission Status are shown on

order.
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testap ]y T selectease |

—Selected AP's Info —//lp Address of Selected AP
/¥
Lotldle ) /|rMAC Address of Selected AP

00:00; FO:E9:99:93
| Channel 3 J/Channel Index of Selected AP

HTTP ‘ﬁrver Operation Status of Selected AP ’
AE
e

= gperation Mode of Selected AP ’

E qcryption Setting Status of Selected AP ’

“List Box” shows Access Points connected to same network segment, and “ Selected
AP’ sInfo” shows simple information of selected AP.

" Ohtain an IP address automatically

& Specify an IP address

|IP Address | 16 . 3 &0 . 208
' Subnet Mask | 256 286 1285 . O
|Gateway Address | 16 . 3 . BO0 . 1

ADSL Connection

lecon [test_AP

[[09]2452 MHz =]

Status

cription Itest ap

&f} Internet Connection | AELL Siate k]

| Initialize “alue of Access Point Load Default %alues

“Dialogue Box” is area for reading and writing setting values of AP. As shown
above, each “Dialogue Box” with different information according to tab selected on

“Tab Bar” appears. “Dialogue Box” about [Basic] tab also shows ADSL
Connection Status.
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= o

3 Mode @ AP Scan V’ Confirm & Apply / Apply 6 About 8 Exit

This “Button Bar” consists of buttons showing AP Scan, Entering setting values,
AP information and AP Manager information.

% MagicLAN AP Manager o=

File Basic Advanced Diagnostic Help

-

IP Address Status EssiD | ch. | mAC D Descrip. | Mode | Fan. | 2]
16.3.60.18 AP iz alive i 13 00:00:FO:64:95:05  Any stri.. AP 1.33
16.3.60.21 AP s alive apteam 9 00:00:FO:B4:00.0F  Magicl... MA 1.34
16.3.60.77 AP iz alive charlie 1 00:00:FO:64:DE:... Anystri.. AP 134 T
2118511855 Waiting far re..

16.3.60.177 AP is alive inhyuk 3 00:00:FO:B4.04:11 AP for ... AP 1.33
16.3.60.202 YWaiting for re...

16.3.60.208 AP iz alive test AP 9 00:00:FO:69:99:93  test ap AP 1.33

AP Search Cycle

AP Search Erase Window

Search x Femove I J

hiode @ AP Scan / Canfirm & Apply / Apply 6 About  H Exit

Thisis*AP Monitor Window” when you click [Mode] button from “Button Bar”. It
shows APs connected around. Click [Mode] button to return to AP Manager mode.

Start of IP Address

IIZI.III.IZI.III

/ Ok x Cancel

The window above is “Start IP Address Window” when you select [Search] button
from * AP Monitor Window”.
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.3 . B0 205

254

Disahled

AP

Disahled

Enabled

The window above shows “Configuration Summary”, and it appears when you
select [Confirm & Apply] button.

-

—

This is “Password Window” for user authentication. Click [Apply] button to open

this window.
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APPENDIX |l . Specification

Gener al

Wireless Network
Architecture

IEEE 802.11b(DSSS)

Wired Network Architecture

Ethernet (10/200Mbps)

Power Adapter

90 ~ 265VAC 47/63 Hz to 5VDC 2A

Certifications

EMC Emission :
- FCC Part 15 Class B
- EN 55022 Class B
EMC Immunity :

EN 50082-1

| EEE 802. 11 Feat ur es

Data Rates

1Mbps, 2Mbps, 5.5Mbps, and 11Mbps
Auto-fallback features

Configuration of the Basic Data rates
Configuration of Supported Data rates

Long/Short Preamble

Supports the long/short preamble

Power save

Complies with IEEE 802.11b PS(Powersave)

Beacon, DTIM Interval

Configuration of the Beacon and DTIM Interval

Roaming

IEEE 802.11b Compliant

Security

- 64(40)/128 Bit WEP Encryption
- Supports up to 4 WEP Keys for 64(40) Bit WEP
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Managenent Feat ures

Local Configuration Serial EIA-232

- HTTP, Telnet, SNMP supported

Remote Configuration ) )
- AP Manager for Microsoft Windows 95/98/2000/NT

Firmware Upgrade Upgrading via Serial/Ethernet Interface supported

Easy to search the AP using AP Manager without

Automatic Searching AP i
knowing AP's IP Address

SNMP Compliance MIB 1, Il and 802.11 MIB
P Sharing Al sations can share single o addross
IP Auto-configuration Supports DHCP Server/Client features
Ot her Supported Features
Wireless Bridging Extends wireless networking using wireless bridging
Filtering Ethernet Frame Type Filtering
Access Control Ethernet Address Filtering
Max. Associations llzjigq(;t_sb;gicrirrl%ximum number of stations for

Radi o Dat a

2.4 GHz ISM band (2.400-2.4835 GHz)
11 Channels (US, Canada)

Radio - 13 Channels (ETSI, Korea)
- 14 Channels (JAPAN)
Receiver Sensitivity -84dBm at 11Mbps

- Up to 150m(500ft) in Open Space

Cell Coverage* i . ]
- Up to 30m(100ft) in Office Environment

Output Power Typical. 17dBm(70mW)

* Cell Coverage may vary depending upon RF environment.
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Envi ronnent al | nformati on

Operating Temperature

0T to 45T (32°F to 113°F)

Storage Temperature

25C to 70C  (-13°F to 158°F)

Humidity

95% Non-condensing

Physical Characteristics

WLAN Interface

PCMCIA Release 2.1 (3.3V)

Wired Network Connection
Type

10/100BaseT (RJ-45)

Serial Interface

EIA-232

Antenna Type

- Two Printed Antenna within wireless LAN card
- Optional External Dipole Antenna

LED Indicator

Power, Ethernet Link, Wireless, and Status

Power Consumption

- SWL-3000AP, SWL-3000AP(DA)
DC 5V, 1.1A

- SWL-3300AP, SWL-3300AP(DA)
DC 5V, 1.0A

Dimension

* Except the External Dipole Antenna
- SWL-3000AP, SWL-3000AP(DA)

250 x 153 x 40 (mm) (9.84" x 6.02" x 1.57")
- SWL-3300AP, SWL-3300AP(DA)

176 x 153 x 50 (mm) (6.92" x 6.02" x 1.96")

Weight

* Including the Power Adapter & Wireless LAN Card
* Except the External Dipole Antenna
- SWL-3000AP, SWL-3000AP(DA)
669g (1.47Ib)
- SWL-3300AP, SWL-3300AP(DA)
509¢g (1.12Ib)

Notice : The specifications can be changed without a prior notice.
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We value your feedback.
If you find errors or omissions in this manuscript, or if you can suggest ways to
improve its usefulness, we would be pleased to hear from you.
Please contact us at :

E-mail: wlanap@samsung.co.kr

You can find the latest firmware, software, and documents at:
http://www.magiclan.com/



http://www.magiclan.com/

